identified discipline area; and (4) ability to meet NAC member expectations. FEMA will also consider overall NAC composition, including diversity (including, but not limited to geographic, demographic, and experience) and a mix of officials, emergency managers, and emergency response providers from state, local, tribal, and territorial governments, when selecting members.

Appointees may be designated as a Special Government Employee (SGE) as defined in section 202(a) of Title 18, U.S.C., as a Representative member, or as a Regular Government Employee (RGE). SGEs speak in a personal capacity as experts in their field and Representative members speak for the stakeholder group they represent. Candidates selected for appointment as SGEs are required to complete a new entrant Confidential Financial Disclosure Form (Office of Government Ethics (OGE) Form 450) each year. You can find this form at the Office of Government Ethics website (http://www.oge.gov). However, please do not submit this form with your application.

The NAC generally meets in person twice per year. FEMA does not pay NAC members for their time, but may reimburse travel expenses such as airfare, hotel lodging, and other transportation costs within Federal Travel Regulations when pre-approved by the Designated Federal Officer. NAC members must serve on one of the NAC subcommittees, which meet regularly by virtual means, usually teleconference call. FEMA estimates the total time commitment for subcommittee participation to be 2 hours per week (more for NAC leadership).

DHS does not discriminate on the basis of race, color, religion, sex, national origin, sexual orientation, gender identity, marital status, political affiliation, disability and genetic information, age, membership in an employee organization, or other non-merit factor. In order for the Administrator to fully leverage broad-ranging experience and education, the NAC must be diverse with regard to professional and technical expertise. The Administrator will also pursue opportunities, consistent with applicable law, to compose a committee that reflects the diversity of the nation’s people, and will strive to achieve a widely diverse candidate pool for all NAC recruitment actions. Current DHS and FEMA employees, including FEMA Reservists, are not eligible for membership. Federally registered lobbyists for positions designated as Representative appointments but are not eligible for positions that are designated as SGE appointments.


Shabnaum Q. Amjad,
Acting Associate Chief Counsel, Regulatory Affairs Division, Office of Chief Counsel, Federal Emergency Management Agency.
[FR Doc. 2022–02550 Filed 2–7–22; 8:45 am]

BILLING CODE 9111–46–P

DEPARTMENT OF HOMELAND SECURITY

Office of the Secretary
[Docket No. DHS–2022–0008]

DHS Data Privacy and Integrity Advisory Committee

AGENCY: Privacy Office, Department of Homeland Security (DHS).

ACTION: Committee management; notice of federal advisory committee meeting.

SUMMARY: The DHS Data Privacy and Integrity Advisory Committee will meet on Tuesday, February 22, 2022, via virtual conference. The meeting will be open to the public.

DATES: The DHS Data Privacy and Integrity Advisory Committee will meet on Tuesday, February 22, 2022, from 10:30 a.m. to 12:00 p.m. E.S.T. Please note that the virtual conference may end early if the Committee has completed its business.

ADDRESSES: The meeting will be held via a virtual forum (conference information will be posted on the Privacy Office website in advance of the meeting at www.dhs.gov/privacy-advisory-committee), or call (202) 343–1717, to obtain the information. For information on services for individuals with disabilities, or to request special assistance during the meeting, please contact Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, at (202) 343–1717, to obtain the information. For information on services for individuals with disabilities, or to request special assistance during the meeting, please contact Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, as soon as possible.

To facilitate public participation, we invite public comment on the issues to be considered by the Committee as listed in the SUPPLEMENTARY INFORMATION section below. A public comment period will be held during the meeting, and speakers are requested to limit their comments to 3 minutes. If you would like to address the Committee at the meeting, we request that you register in advance by contacting Sandra L. Taylor at the address provided below. The names and affiliations of individuals who address the Committee will be included in the public record of the meeting. Please note that the public comment period may end before the time indicated, following the last call for comments. Advanced written comments or comments for the record, including persons who wish to submit comments and who are unable to participate or speak at the meeting, should be sent to Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, by February 15, 2022. All submissions must include the Docket Number (DHS–2022–0008) and may be submitted by any one of the following methods:

• Federal eRulemaking Portal: http://www.regulations.gov. Follow the instructions for submitting comments.

• Email: PrivacyCommittee@hq.dhs.gov. Include the Docket Number (DHS–2022–0008) in the subject line of the message.

• Fax: (202) 343–4010.

• Mail: Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, Department of Homeland Security, 2707 Martin Luther King, Jr. Avenue SE, Mail Stop 0655, Washington, DC 20598.

Instructions: All submissions must include the words “Department of Homeland Security Data Privacy and Integrity Advisory Committee” and the Docket Number (DHS–2022–0008). Comments received will be posted without alteration at http://www.regulations.gov, including any personal information provided.

The DHS Privacy Office encourages you to register for the meeting in advance by contacting Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, at PrivacyCommittee@hq.dhs.gov. Advance registration is voluntary. The Privacy Act Statement below explains how DHS uses the registration information you may provide and how you may access, or correct information retained by DHS, if any.

Docket: For access to the docket to read background documents or comments received by the DHS Data Privacy and Integrity Advisory Committee, go to http://www.regulations.gov and search for docket number DHS–2022–0008.

FOR FURTHER INFORMATION CONTACT: Sandra L. Taylor, Designated Federal Officer, DHS Data Privacy and Integrity Advisory Committee, Department of Homeland Security, 2707 Martin Luther King, Jr. Avenue SE, Mail Stop 0655, Washington, DC 20598, by telephone (202) 343–1717, by fax (202) 343–4010, or by email to PrivacyCommittee@hq.dhs.gov.
SUPPLEMENTARY INFORMATION: Notice of this meeting is given under the Federal Advisory Committee Act (FACA). The DHS Data Privacy and Integrity Advisory Committee provides advice at the request of the Secretary of Homeland Security and the DHS Chief Privacy Officer on programmatic, policy, operational, administrative, and technological issues within DHS that relate to personally identifiable information, as well as data integrity, transparency, information sharing, and other privacy-related matters. The Committee was established by the Secretary of Homeland Security under the authority of 6 U.S.C. 451.

Proposed Agenda

During the meeting, Chief Privacy Officer Lynn Parker Dupree will provide an update on the Privacy Office activities. In addition, the Committee will provide updates on its taskings from the DHS Chief Privacy Officer on October 27, 2020 to consider DHS’s transition to cloud service technologies and the enhanced capabilities this transition has provided the Department during the COVID–19 telework environment to determine the privacy risks and provide written guidance on best practices to ensure the effective implementation of privacy requirements for information sharing across the DHS enterprise. If you wish to submit written comments, you may do so in advance of the meeting by submitting them to Docket Number (DHS–2022–0008) at www.regulations.gov or by forwarding them to the Committee at the locations listed under ADDRESSES. The final agenda will be posted on or before February 15, 2022, on the Committee’s website at www.dhs.gov/dhs-data-privacy-and-integrity-advisory-committee-meeting-information.

Privacy Act Statement: DHS’s Use of Your Information


Principal Purposes: When you register to attend a DHS Data Privacy and Integrity Advisory Committee meeting, DHS collects your name, contact information, and the organization you represent, if any. We use this information to contact you for purposes related to the meeting, such as to confirm your registration, to advise you of any changes to the meeting, or to assure that we have sufficient materials to distribute to all attendees. We may also use the information you provide for public record purposes such as posting publicly available transcripts and meeting minutes.

Routine Uses and Sharing: In general, DHS will not use the information you provide for any purpose other than the Principal Purposes and will not share this information within or outside the agency. In certain circumstances, DHS may share this information on a case-by-case basis as required by law or as necessary for a specific purpose, as described in the DHS/ALL–002 Mailing and Other Lists System of Records Notice (November 25, 2008, 73 FR 71659).

Effects of Not Providing Information: You may choose not to provide the requested information or to provide only some of the information DHS requests. If you choose not to provide some or all of the requested information, DHS may not be able to contact you for purposes related to the meeting.

Accessing and Correcting Information: If you are unable to access or correct this information by using the method that you originally used to submit it, you may direct your request in writing to the DHS Deputy Chief FOIA Officer at foia@hq.dhs.gov. Additional instructions are available at http://www.dhs.gov/foia and in the DHS/ALL–002 Mailing and Other Lists System of Records referenced above.

Lynn Parker Dupree, Chief Privacy Officer, Department of Homeland Security.

FOR FURTHER INFORMATION CONTACT: C. Duncan Yetman, Jr., Deputy Director, Office of Community Planning and Development, HUD.

SUPPLEMENTARY INFORMATION: This notice informs the public that HUD is seeking approval from OMB for the information collection described in Section A.

A. Overview of Information Collection

Title of Information Collection: Neighborhood Stabilization Program 2 (NSP2).

OMB Approval Number: 2506–0185.

Type of Request: Revision to, and Extension of, currently approved collection.

Form Number: N/A.

This information describes the reporting and recordkeeping requirements of the Neighborhood Stabilization Program 2 (NSP2). The data required includes program level, project level and beneficiary level information collected and reported on by NSP2 grantees. The data identifies who benefits from the NSP2 program and how statutory requirement are satisfied. The respondents are States, local government, non-profit and consortium applicants.

Respondents: NSP2 grantees are units of state and local governments, non-profits and consortium members.