
Request ID Requestor Request Description Received Date

2022-NPFO-00058 Schaffer, Aaron Dec. 2021 calendar records for Jen Easterly (Date Range for Record Search: From 12/01/2021 To 12/31/2021) 1/3/2022

2022-NPFO-00059

request all information you hold regarding the hacking group CWA (Crackas With Attitude). I have said I am requesting information on 

myself, however, I am only requesting information on this group and this group alone. I put myself as I was in this group but I am not 

requesting information on myself, just the group. (Date Range for Record Search: From 1/1/2015 To 5/12/2018) 1/3/2022

2022-NPFO-00061

any email traffic or documents from Boyden Rohner, Don Benack, and/or Aastha Verma that contain the following search criteria: "jason 

twitter" "jason reassignment" "jason punishment" "jason woma(e)n of color" "jason detail" "jason elr" (Date Range for Record Search: 

From 1/1/2021 To 1/10/2022)

1/10/2022

2022-NPFO-00062 Merz, Nicholas

Pursuant to the Freedom of Information Act, 5 U.S.C. 552, hereinafter called “Act,” please forward certified copies of the following 

documents to me: 1. Any and all investigation records produced or maintained by DHS pertaining to the history of  located 

in San Angelo, Texas. This DHS request includes, but is not limited to all incidents, complaints, investigations, reports, and violations, 

rulings, and enforcements for the above-referenced individual, from a period of January 2019 to December 2020. 2. Any and all 

regulations for the violations pertaining to the above-referenced incidents, complaints, investigations, reports, and violations, rulings, and 

enforcements for the above-referenced individual. (Date Range for Record Search: From 1/1/2019 To 12/31/2020)

1/12/2022

2022-NPFO-00063

Hello, I am a NYS licensed Private Investigator. I am seeking any information that you can provide regarding an individual named 

who was arrested on 5/18/2017 by the Katy PD in Katy Texas. The offense was online solicit of a minor sexual 

conduct. Your department was listed as a party to the investigation. Any information that you can provide regarding this case or any other 

case associated with would be greatly appreciated. Thank you, (Date 

Range for Record Search: From 01/01/2008 To 01/12/2022)

1/13/2022

2022-NPFO-00064 Sasani, Ava

any and all of the following: (1) internal memoranda relating to the creation and operation of a VDP in response to BOD 20-1(linked 

below); (2) communication with third party contractors related to the goal of building a vulnerability disclosure program in response to 

BOD 20-1 (linked below); or (3) metadata of email communications between members of your agency and the Department of Homeland 

Security, the Department of Defense, and the General Services Administration regarding the goal of building a vulnerability disclosure 

program in response to the Binding Operational Directive 20-01 (linked below). I am requesting documents dated between September 1, 

2020, and March 1, 2021 (Date Range for Record Search: From 9/1/2020 To 3/1/2021)

1/12/2022

2022-NPFO-00067 Drabkin, Aaron
We are requesting a copy of solicitation #F2021052953 (DNF) (Date Range for Record Search: From 05/01/2021 To 01/18/2022)

1/18/2022

2022-NPFO-00068 Drabkin, Aaron

We are requesting a copy of the current performance work statement or statement of work for contract #47QTCH18D0032, Order 

#70RCSA19FR0000028, awarded to IRONCLAD TECHNOLOGY SERVICES LLC (Date Range for Record Search: From 09/01/2019 To 

01/18/2022)

1/18/2022

2022-NPFO-00069 Cordova, Vincent
All information obtained and all information obtained as a Presidential Candidate for The United States (Date Range for Record Search: 

From 12/27/1982 To 01/21/2022)
1/21/2022

2022-NPFO-00070 Krabach, Amber
any and all communication to, from, and concerning Senior Election Security Lead, Kimberly Wyman starting Nov. 01, 2020 through today, 

Jan. 22, 2022 (Date Range for Record Search: From 11/1/2020 To 1/22/2022)
1/26/2022

2022-NPFO-00071 Schaffer, Aaron Jan. 2022 calendar records for Jen Easterly (Date Range for Record Search: From 01/01/2022 To 01/31/2022) 2/1/2022

2022-NPFO-00072 Eddington, Patrick

Orders, directives, memoranda, notices, policies, procedures, instructions, opinions, guidance, reports, or studies issued by the Secretary 

of Homeland Security, or his designees, regarding the implementation of or reporting on activities, programs, or operations pursuant to 

the EO 14034, Protecting Americans' Sensitive Data From Foreign Adversaries, issued by President Biden on June 9, 2021 (Date Range for 

Record Search: From 6/21/2021 To 2/2/2022)
1/28/2022

January 2022 to September 2022 1 CISA FOIA Logs
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2022-NPFO-00073 Hults, Amy

I am in the process of gathering information on registered sex offender The offender was 

arrested on: 2/12/2019 for OBSCENE MATERIAL INVOLVING SEXUAL EXPLOITATION OF MINORS. I am requesting a copy of the 

investigative file(s), which includes interviews with the victim/offenders and any witnesses. This information will be used for our 

assessment interview. Both Arkansas and Federal Legislation require the assessment of sex offenders. In order to attempt to accurately 

assess the risk to the community in which the offender now lives, I will need any of the information listed below that you can provide. 

Arrest Report/Incident Report Judgment & Disposition Order Probable Cause Affidavit Number & Age of Victims Victim Statement(s) 

Offender Statement Injury to Victim/Force Used Whether a weapon was used in the commission of the crime Any Medical Information 

Please feel free to contact me if you have any questions. Your assistance in this matter is greatly appreciated. (Date Range for Record 

Search: From 2/12/2019 To 2/2/2022)

2/2/2022

2022-NPFO-00075 Geller, Eric
remanded appeal regarding: All reports and other documents submitted to CISA by other agencies pursuant to Emergency Directive 21-01.

2/2/2022

2022-NPFO-00076 Smith, Sherry

State of Florida Attorney General`s Office of Prosecutors and those of Highlands County Sheriff`s Department and the Board of Nursing or 

the Medical Boards of Phyicians/Doctors in the State of Florida. All Statements, communications, emails, reports official and unofficial, 

social media- all, surveillance reports, CDs of downloaded content, recommendations/final statements including those of Doctor Eric 

Palosky, Tammy Suppell, Sharon Hoover, Associates, Dixie Riley, Miguel Beltry, and Carolina Doan, Associates involving Sun N Lake Blvd 

Healthcare Offices in Sebring, Florida, DHS, Homeland Security, and all others indicating purpose to investigate and all rationales. 

Rationales and final reports. Person (s) Intiating surveillance. Neighborhood Watch teams and lead reports and surveillance reports (Date 

Range for Record Search: From 01/01/2012 To 10/04/2014)

2/8/2022

2022-NPFO-00077 Feil, Jonathan

Any and all records pertaining to the "Joint Statement from Elections Infrastructure Government Coordinating Council & the Election 

Infrastructure Sector Coordinating Executive Committees" (original release date: November 12, 2020), including specifically, but not 

limited to, any and all records used or reviewed in reaching and asserting the following statements: (1) "[t]he November 3rd election was 

the most secure in American history," (2) "[a]ll of the states with close results in the 2020 presidential race have paper records of each 

vote. ... This is an added benefit for security and resilience," (3) "[t]here is no evidence that any voting system deleted or lost votes, 

changed votes, or was in any way compromised," (4) "there are many unfounded claims and opportunities for misinformation about the 

process of our election," and (5) "we have the utmost confidence in the security and integrity of our elections." (Date Range for Record 

Search: From 01/01/2020 To 11/17/2020)

2/14/2022

2022-NPFO-00078 Young, John

any and all reports, recommendations and / or conclusions prepared by CISA or other federal agencies with regard to the 37 terabytes of 

cyber data, packet captures, and canvassing data turned over to your agency on or about August 12, 2021 by Mr. Mike Lindell / Lindell TV 

/ FrankSpeech.com. This data was provided following his “2020 Election Cyber Symposium” held in Sioux Falls, SD. Please refer to the 

following link: frankspeech.com/content/mike-lindells-cyber-symposium. (Date Range for Record Search: From 8/9/2021 To 8/30/2021)

2/16/2022

2022-NPFO-00079 Geller, Eric

All reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, which 

requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption. (Date Range for 

Record Search: From 05/12/2021 To 02/16/2022)

2/16/2022

2022-NPFO-00080 Dunagan, Sean

The February 2, 2022 report prepared by University of Michigan Center for Computer Security and Society Director J. Alex Halderman 

regarding the operation of Dominion voting systems in the state of Georgia. (Date Range for Record Search: From 02/01/2022 To 

02/17/2022)

2/17/2022

2022-NPFO-00081 Santos, Rose

[Reference FGI#22-76913G] Relevant to 47QRAD20D1034 Order 70RCSA21FR0000071 [WE SEEK NO PRICING] (this should be placed in 

the “simple” agency FOIA processing queue): CLEARLY RELEASABLE OK, we seek copies of the following (1) Copy of the Task Order’s title 

page (1st page only) and (2) copy of the Task Order’s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) (Date 

Range for Record Search: From 02/02/2020 To 02/22/2022)

2/22/2022

January 2022 to September 2022 2 CISA FOIA Logs
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2022-NPFO-00082

I am seeking all information and documents about myself for personal and noncommercial use that has been disseminated to and from 

the FAA (suffix "faa.gov") to the CISA and I&A regarding my person and identity (  or any alias, etc.) in any of 

the subject, body, attachments, or similar of any messages, including but not limited to the form of emails, instant messages, any 

attachments, photos, and reports both to and from this department and the FAA. The time period requested is from January 1, 2014 to 

the present. I am comfortable having the documents disseminated to me electronically via email. (Date Range for Record Search: From 

01/01/2014 To 02/14/2022)

2/14/2022

2022-NPFO-00083

a copy of the resumes and all other documents reflecting knowledge, skills, abilities, and experience of the successful applicants for the 

following positions: External Affairs Specialist, DEST-11056164-21-LM Legislative Affairs Specialist, ST-10512599-19-LM I am able to 

request these documents in accordance with the precedent set forth in Core v. United States Postal Service, No. 83-1153 (4th Cir. Jan. 6, 

1984), which found there is "no substantial invasion of privacy in information identifying successful federal job applicants." I am also 

requesting a copy of my own resume and supporting materials, as submitted to each of the above-referenced vacancy announcements. 

(Date Range for Record Search: From 8/1/2019 To 3/2/2022)

3/2/2022

2022-NPFO-00084 Myers, Katelin

1. Please produce all documentation which reflect or contain communications relating to Fulton County, Pennsylvania, made between 

CISA and the Pennsylvania General Assembly and/or any of its members from November 2020 through February 2021. 2. Please produce 

all documentation which reflect or contain communications relating to Fulton County, Pennsylvania, made between CISA and the 

Pennsylvania Supreme Court from November 2020 through February 2021. 3. Please produce all documentation which reflect or contain 

communications relating to Fulton County, Pennsylvania, made between CISA and any of the lower Pennsylvania courts from November 

2020 through February 2021. 4. Please produce all documentation which reflect or contain communications relating to Fulton County, 

Pennsylvania, made between CISA and the Pennsylvania Department of State from November 2020 through February 2021. 5. Please 

produce all documentation which reflect or contain communications relating to Fulton County, Pennsylvania, made between CISA and 

Fulton County’s Secretary of State from November 2020 through February 2021. 6. Please produce all documentation which reflect or 

contain communications relating to Pennsylvania’s legislative review of Fulton County’s voting machines in 2020 made between CISA and 

any recipient or sender, from November 2020 through February 2021. 7. Please produce all documentation which reflect or contain 

communications relating to Fulton County’s lawsuit against former Secretary of State Veronica Degraffenreid, made between CISA and 

any recipient or sender, from November 2020 through February 2021. 8. Please produce all documentation which reflect or contain 

communications relating to Fulton County’s Dominion machines made between CISA and any recipient or sender, from November 2020 

through February 2021. 9. Please produce all documentation which reflect or contain communications relating to Pennsylvania’s 2020 

election made between CISA and Pennsylvania’s Governor Tom Wolf, from November 2020 through February 2021 (Date Range for 

Record Search: From 11/1/2020 To 2/28/2021)

3/2/2022

January 2022 to September 2022 3 CISA FOIA Logs
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2022-NPFO-00085 Myers, Katelin

Pursuant to the Freedom of Information Act, 5 U.S.C. § 552, American Voters Alliance (“AVA”) requests that a copy of the following 

documents, or documents containing the following information, be provided in digital or electronic form within twenty (20) business days: 

1. Please produce all documents, drafts, revisions, and final copies of the Cybersecurity & Infrastructure Security Agency’s (“CISA”) final 

policy (“Executive Order 14019 Policy”) made in compliance with Executive Order 14019, Executive Order on Promoting Access to Voting. 

2. Please produce all documentation relating to CISA’s interpretation of Executive Order 14019 Policy adopted by the Agency. 3. Please 

produce all documentation which reflect or contain the purpose of the Executive Order 14019 Policy adopted by CISA. 4. Please produce 

all documents, drafts, revisions, and final copies of CISA’s rules made in compliance with Executive Order 14019. 5. Please produce all 

documentation relating to CISA’s internal procedures made in compliance with Executive Order 14019. 6. Please produce all 

documentation relating to CISA’s substantive rules made in compliance with Executive Order 14019. 7. Please produce all documentation 

of internal communications within CISA relating to Executive Order 14019 made from January 2021 through February 2021. 8. Please 

produce all documentation which reflects or contains communications made between CISA and the White House relating to relating to 

the purpose of Executive Order 14019 from January 2021 through February 2021. 9. Please produce all documentation which reflects or 

contains communications made between CISA and the White House relating to the content of Executive Order 14019 from January 2021 

through February 2021. 10. Please produce all documentation which reflects or contains communications made between CISA and the 

White House relating to Executive Order 14019 from January 2021 through February 2021. 11. Please produce all documentation which 

reflect or contain communications made between CISA and Susan Rice from January 2021 through February 2021. 12. Please produce all 

documentation which reflect or contain communications made between CISA and the Center for Tech and Civic Life from January 2021 

through February 2021. 13. Please produce all documentation which reflect or contain communications made between CISA and the 

Democracy Fund from January 2021 through February 2021. 14. Please produce all documentation which reflect or contain 

communications made between CISA and U.S. Digital Response from January 2021 through February 2021. 15. Please produce all 

documentation which reflect or contain communications made between CISA and U.S. Digital Services from January 2021 through 

February 2021. 16. Please produce all documentation which reflect or contain communications made between CISA and 18F from January 

2021 through February 2021. Please see attached for total requests. (Date Range for Record Search: From 01/01/2021 To 02/28/2021)

3/2/2022

2022-NPFO-00086 Schaffer, Aaron Feb. 2022 calendar records for Jen Easterly (Date Range for Record Search: From 02/01/2022 To 02/28/2022) 3/3/2022

2022-NPFO-00087 Hartley, Kimberly

all meeting minutes and presentation materials related to the CIPAC Energy/Oil & Natural Gas Law Enforcement Engagement Working 

Group (LEE-WG) during the date range indicated, including meetings that included other working groups or agencies and meetings of 

components of the LEE-WG (Date Range for Record Search: From 8/15/2017 To 8/21/2018) 3/3/2022

2022-NPFO-00088 Turner, Adam

1) Internal Records Related to CP3: All records created in the development, approval process, and final decision to change the mission and 

name of the reorganized Center for Prevention Programs and Partnerships (CP3). We are looking for records sent to, by, or including the 

following individuals: Jen Easterly 2) Records related to the January 6th Capital riot: All communications sent to, from, or between the 

above list of individuals that include the following terms (not to include press clippings or news articles that lack unique commentary from 

a sender): a. January 6th b. Capitol Riot c. Insurrection d. White supremacists e. White nationalists 3) CP3 Partnerships: Any records that 

contain a list of non-profit organizations, social media and technology companies, cultural organizations, or other community 

organizations that have applied or received federal funds in any form since January 21, 2021 as part of a CP3 Partnership. For this item, 

we request a search of officials both from the list above as well as relevant officials working within the CP3 Office

3/3/2022

January 2022 to September 2022 4 CISA FOIA Logs
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2022-NPFO-00095 Brudek, Julianna

records related to related to: Convicted Person:  RE: Collins Street Bakery Crime: mail fraud, money laundering 

Date of offense: 2013 Date of Conviction: 2015 Your assistance to the story is vital and I am reaching out to obtain the following materials: 

The investigation files and all narrative sections detailing aspects of the investigation, including interviews with potential suspects and 

other leads before investigating the perpetrator. Opening and closing statements All defendants statements/testimonies Victim’s Impact 

statement All police testimonies Mug Shots Evidence photos/films List of witnesses (if any) Testimonies of any witnesses Exhibition List 

Interrogation footage/audio Police reports 911 calls All photo/audio/video materials that might further enhance the story. (Date Range 

for Record Search: From 1/1/2013 To 1/1/2016)

3/15/2022

2022-NPFO-00096 Harding, Trudi

Information on the CYBERSECURITY & INFRASTRUCTURE SECURITY AGENCY involvement in Operation Blackout Election Tabletop 

Simulation, and what information Federal Election Commission gathered for Operation Blackout. Was the CYBERSECURITY & 

INFRASTRUCTURE SECURITY AGENCY Asked by Cybereason? How many members of the CYBERSECURITY & INFRASTRUCTURE 

SECURITY AGENCY took part in the tabletop simulation? What information was gathered by the CYBERSECURITY & INFRASTRUCTURE 

SECURITY AGENCY to CYBERSECURITY & INFRASTRUCTURE SECURITY AGENCY to take part in the tabletop simulation? How much of the 

information gathered by the CYBERSECURITY & INFRASTRUCTURE SECURITY AGENCY was open source intelligence, human intelligence? 

Which agencies did the CYBERSECURITY & INFRASTRUCTURE SECURITY AGENCY work with to gather the information for the tabletop 

simulation?

3/18/2022

2022-NPFO-00097 Schaffer, Aaron
Remanded appeal regarding: calendar entries for Jen Easterly for the period of July 13 to July 31, 2021 (Date Range for Record Search: 

From 7/13/2021 To 7/31/2021)
3/17/2022

2022-NPFO-00098 Errico, Daniel
Any and all communications to or from any person using a perkinscoie.com email domain that in any way mentions the words "Russia" or 

"Russian" (Date Range for Record Search: From 09/01/2016 To 10/10/2016)
3/22/2022

2022-NPFO-00099 Lynch, Sarah

An aggregated report from the Internet Crime Complaint Center showing the total number of ransomware attacks that have been 

reported from February 24, 2022 (the date of the Russian attack on Ukraine) through present, the country of origin of these attacks, and 

generic, non-personally identifying details about each victim entity reporting the attack such as geographic location and/or the sector to 

which they belong. (Date Range for Record Search: From 2/24/2022 To 3/24/2022)

3/24/2022

2022-NPFO-00100 milliron, ryan

any emails sent to or from  

CSD_TH_LEADERSHIP@cisa.dhs.gov;  sent to or 

from: Rodney Joffe Angelos Keromytis Manos Antonakakis Michael Sussmann (Date Range for Record Search: From 4/1/2016 To 

3/26/2022)

3/28/2022

2022-NPFO-00101 I request all emails sent to or from Rodney Joffe. (Date Range for Record Search: From 04/01/2016 To 11/30/2016) 3/28/2022

2022-NPFO-00102 Lloyd, Joseph

Full copies of all reports, bulletins, presentations, briefings and memos relating to or metioning the Metcalf sniper attack on April 16, 

2013. https://www.npr.org/sections/thetwo-way/2014/02/05/272015606/sniper-attack-on-calif-power-station-raises-terrorism-fears 3/28/2022

2022-NPFO-00103 Geller, Eric

The report that DHS submitted to the White House pursuant to section 2(b)(iii) of EO 13800, which mandated a report describing 

solutions for improving government support to high-risk critical infrastructure. This report is referenced here: 

https://www.cisa.gov/publication/support-critical-infrastructure-greatest-risk-section-9-report-summary (Date Range for Record Search: 

From 03/01/2018 To 07/01/2018)

3/30/2022

January 2022 to September 2022 6 CISA FOIA Logs
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2022-NPFO-00105 Rubinstein, Reed

A. All records containing the terms “misinformation,” “disinformation,” or “malinformation”. The time frame for this item is January 20, 

2021, to the date this request is processed. B. All records sufficient to identify the person(s) responsible for identifying or designating what 

is or is not “misinformation”, “disinformation”, or “malinformation.” The time frame for this item is January 20, 2021, to the date this 

request is processed. C. All records of Directives, Instructions, policy statements, policies, guidelines, and memoranda that authorize, 

delegate authority, or otherwise govern CISA’s activities relating to misinformation, disinformation, or malinformation. D. All records of 

Directives, Instructions, policy statements, policies, guidelines, and memoranda that authorize, delegate authority, or otherwise govern 

CISA’s communications and interactions with social media companies. E. All records of communications, including emails and Microsoft 

Teams chats, to or from any CISA CFITF employee or contractor, between October 1, 2020 and January 20, 2021, referring to “Hunter”, 

“laptop”, “Devon”, “Archer”, “Burisma”, “Bohai”, “Rosemont Seneca”, or “Ukraine”. F. All records of communications, including emails 

and Microsoft Teams chats, to or from any CISA CFITF employee or contractor, between October 1, 2020 and January 20, 2021, referring 

to “election fraud”, “voting irregularities”, “alternate electors”, “electoral college”, or “stop the steal”. G. All records of communications, 

including emails, to or from any CISA CFITF or MDM employee or contractor, from October 1, 2020 to the date this request is processed, 

with any email domain ending in: “@facebook.com”, “@google.com”, “@instagram.com”, “@linkedin.com”, “@meta.com”, 

“@reddit.com”, “@twitter.com”, “@tiktok.com”, or “@youtube.com”. H. All records of communications, including emails, to or from any 

CISA CFITF or MDM employee or contractor, from October 1, 2020 to the date this request is processed, with any email domain ending in: 

“@factcheck.org”, “@fullfact.org”, or “@snopes.com”. I. All records of communications, including emails, to or from any CISA CFITF or 

MDM employee or contractor, from October 1, 2020 to the date this request is processed, with any email domain ending in: “@ap.org”, 

“@cnn.com”, “@latimes.com”, “@msnbc.com”, “@nypost.com”, “@nytimes.com”, “@reuters.com”, “@usatoday.com”, 

“@washpost.com”, or “@wsj.com”.

4/5/2022

2022-NPFO-00106 Neily, Nicole

the Department of Homeland Security’s October 15, 2021 K-12 School Safety and Security meeting, held via zoom from 2-3pm ET: • A list 

of registered viewers/attendees of this event; • A recording of this event; • A transcription of this event, if one has been produced; • All 

pre-event communications sent to viewers/attendees; • Any post-event communications sent to viewers/attendees.
4/5/2022

2022-NPFO-00107 Patterson, Frederick
Please provide any GS-12/13 equivalent 1801 series vacancies within the St. Louis, MO 50 mile radius commuting area, which were 

available at the time. (Date Range for Record Search: From 06/25/2017 To 10/23/2017)
4/8/2022

2022-NPFO-00108 Emerson, Sarah

1) All records, reports, emails, memos, and other documents mentioning or relating to the 2022 attempted attack by Russian 

cybercriminal organization Strontium on Ukrainian, European Union, and American targets 2) All records, reports, emails, memos, 

calendar entries, and other documents mentioning or relating to Microsoft's involvement in national security affairs as they pertain to the 

Russia-Ukraine conflict. (See: https://blogs.microsoft.com/on-the-issues/2022/04/07/cyberattacks-ukraine-strontium-russia/ and 

https://www.nytimes.com/2022/02/28/us/politics/ukraine-russia-microsoft.html) (Date Range for Record Search: From 02/01/2022 To 

04/08/2022)

4/8/2022

2022-NPFO-00109 Schaffer, Aaron March 2022 calendar records for Jen Easterly (Date Range for Record Search: From 03/01/2022 To 03/31/2022) 4/11/2022

2022-NPFO-00110 Pagliery, Jose
On Jan. 27, 2022, CISA received an already-redacted copy of Halderman's report. The agency received this document without and 

imposed restrictions limiting its disclosure. You Request: a copy of this report.
2/16/2022

2022-NPFO-00111 Cosentini, Victor

for any employee currently directly employed by the Cyber Security and Infrastructure Security Agency, documented documents relating 

to the school attended by each person who received a Master of Science in Cyber Security or Master of Science in Cyber Engineering. 

(Date Range for Record Search: From 1/1/2015 To 4/20/2022)

4/20/2022

2022-NPFO-00112 Schaffer, Aaron
The titles of the channels used in your agency's Slack instances as of April 21, 2022. (Date Range for Record Search: From 04/21/2022 To 

04/21/2022)
4/21/2022

January 2022 to September 2022 7 CISA FOIA Logs
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2022-NPFO-00113 Anderson, Paul

I am requesting any applications to the Cyber Information Sharing and Collaboration Program by Rodney Joffe, April Lorenzen, Shawn 

Henry, Crowdstrike, Zeta Analytics, Packet Forensics, or Neustar. I am requesting any contributions made by Rodney Joffe, Neustar, April 

Lorenzen, Shawn Henry, Crowdstrike, Packet Forensics, or their employees in 2015/2016 to the following Automated Indicator Sharing 

Operational Context of Russian hacking and any Forum Posts from these organizations, or members of these organization (Date Range for 

Record Search: From 07/01/2015 To 09/30/2017)

4/27/2022

2022-NPFO-00114 Anderson, Paul

I am requesting any Indicator Bulletins, Analysis Reports, Joint Analysis Reports, Malware Initial Finding Reports, Malware Analysis 

Reports, Joint Indicator Bulletins related to Dukes, CyberBerkut, FancyBear, CozyBear, APT 28, APT29, Sofacy Group, and TG-4127. I am 

requesting any Indicator Bulletins, Analysis Reports, Joint Analysis Reports, Malware Initial Finding Reports, Malware Analysis Reports, 

Joint Indicator Bulletins authored or contributed to by Shawn Henry, Crowdstrike, Rodney Joffe, Neustar, April Lorenzen, Zeta Analytics, 

Packet Forensics, Manos Antonakakis, Damballa (Date Range for Record Search: From 07/13/2015 To 12/25/2017)

4/27/2022

2022-NPFO-00115 Sabin, Samantha

request the following records: A list of all the Slack team domains that are in active use by employees or divisions within the Cybersecurity 

and Infrastructure Security Agency as of April 27, 2022. The domain names usually follow a URL pattern of “[team-name].slack.com,” and I 

am asking for a list of the active domain names, such as “cisa.slack.com” or "jcdc.slack.com." (Date Range for Record Search: From 

7/13/2021 To 4/27/2022)

4/28/2022

2022-NPFO-00116 Geller, Eric

The 2022 Q2 reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, 

which requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption. (Date 

Range for Record Search: From 01/01/2022 To 04/28/2022)

4/28/2022

2022-NPFO-00117 Gillum, Jack

All emails sent to or from Director Jen Easterly or Executive Director Brandon Wales in which the word "Dragos" is in the subject or body 

of the message. Emails should include, but not be limited to, senders or recipients outside of the U.S. government. (Date Range for Record 

Search: From 01/01/2022 To 02/01/2022)

5/2/2022

2022-NPFO-00118 Schaffer, Aaron April 2022 calendar records for Jen Easterly (Date Range for Record Search: From 04/01/2022 To 04/30/2022) 5/4/2022

2022-NPFO-00120
access to agency records that have been generated in connection to yourself (Date Range for Record Search: From 1/1/1983 To 5/8/2022)

5/9/2022

2022-NPFO-00122 Turner, Adam

Specifically, we are seeking: 1) Disinformation Governance Board Operating Protocols: Any and all records pertaining to the development, 

operation, and authority of the Disinformation Governance Board since its inception. This includes, but is not limited to, any documents 

that explain or outline protocols that prevent the Board or any of its employees or contractors, from either directly or indirectly censoring 

U.S. citizens. 2) Procedures when U.S. citizens are monitored: Any and all records created by Department officials that discuss or establish 

protocols for instances when U.S. citizens may have their activities caught in the monitoring activities of the Board. This should include, 

but is not limited to, any specifically designated recourse for aggrieved parties, potential personnel actions facing officials involved in the 

monitoring (direct, indirect, inadvertent, or intentional), notification procedures for when unauthorized monitoring may have occurred, 

and training materials for those involved in the day to day implementation of the Board’s activities and recommendations. 3) The time 

frame for this search should be January 1, 2020 through the date the search has begun. (Date Range for Record Search: From 01/01/2020 

To 05/10/2022)

5/10/2022

2022-NPFO-00123 Turner, Adam

Specifically, we are seeking: 1) Communications establishing the Board’s Leadership: All records that discuss or detail the creation of the 

Board, including its name, mission, operational activities, and leadership structure between or among the following list of DHS officials 

and individuals: a. Alejandro Mayorkas b. Rob Silvers c. Jennifer Gaskell d. Nina Jancowicz e. Marsha Espinosa f. Jen Easterly g. Lynn Parker 

Dupree h. Thomas McDermott i. Katherine Culliton-Gonzalez 2) The time frame for this search should be January 1, 2020 through the date 

the search has begun. (Date Range for Record Search: From 01/01/2020 To 05/10/2022)

5/10/2022

2022-NPFO-00124 Covucci, David
any emails, white papers, documents published, notes from meetings, and agency communications from 5/1/2019-6/3/2019 that contain 

the following phrases: milkshakes, milkshake, milkshaking, milk shake, milk shakes.
5/10/2022
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2022-NPFO-00135

Hello, I am writing to request any and all of records within your department pertaining to myself, ). This 

request is pertinent to a civil and possible criminal case that I am researching and gathering evidence in order to clear my name from 

being fraudulently and/or erroneously added to a law enforcement watchlist, and subsequently resulting in my children and I becoming 

victims of harassment, deprivation of human, medical and legal rights and targeted by groups of vigilante-type stalkers on a daily basis. 

My full name is  and residing at , 

. Any and all records or information regarding my name and person through the dates given below are being requested. Since 

this is concerning a civil lawsuit that is concerning deprivation of human, medical and legal rights, refusal to provide records under the 

premise of police investigation is not valid. This deprivation of rights has been withheld for over a decade and requires immediate 

attention. Thank you for your cooperation. (Date Range for Record Search: From 01/01/2010 To 06/05/2022)

6/6/2022

2022-NPFO-00136 Howell, Michael

All communications, attachments, and calendar invites, to and from and the Cybersecurity and Infrastructure Security Agency, Office of 

the Director to any individual whose email address ends in any of the below domains: • @fb.com • @youtube.com • @meta.com, • 

@pinterest.com • @wikimedia.org • @reddit.com, and • @twitter.com: (Date Range for Record Search: From 1/21/2021 To 6/6/2022)
6/6/2022

2022-NPFO-00137 Devine, Curt

CNN requests the report obtained and reviewed by the U.S. Cybersecurity and Infrastructure Agency that was authored by J. Alex 

Halderman (of the University of Michigan) related to Dominion Voting Systems. To be clear, this is a request for the report that provided 

the basis for the CISA advisory in 2022 to states that called for “defensive measures to reduce the risk of exploitation of these 

vulnerabilities.” Additionally, CNN requests any CISA reports, memos or letters created based on this report. For example, if CISA created 

an internal report or review document based on this Halderman report, CNN requests access to those documents as well. In addition to 

the records described above, provide any processing notes produced in the course of fulfilling this request and any records that, because 

of their nature or subject matter, are substantially the same as the records described above and have been previously disclosed, are the 

subject of currently pending requests or are likely to become the subject of subsequent requests

6/2/2022

2022-NPFO-00138

Needing a copy of something showing a search warrant was conducted in my home at il for 

for possession of Childs pornography (Date Range for Record Search: From 01/01/2015 To 12/31/2016) 6/13/2022

2022-NPFO-00139 Geller, Eric

The full 60-day SolarWinds lessons learned review that was compiled in early 2021. This document is referenced in a series of emails that I 

obtained through a previous FOIA request (2021-HQFO-00863) and which I have attached here for your reference. To be clear, I am not 

just requesting the executive summary of this review, which, according to the emails, was intended to be released publicly. I am 

requesting the entire review, subject to appropriate and narrowly tailored redactions as necessary. (Date Range for Record Search: From 

05/01/2021 To 06/15/2022)

6/15/2022

2022-NPFO-00140 Geller, Eric

remanded appeal regarding: SolarWinds-related emails (meaning any emails that explicitly reference SolarWinds or indirectly refer to this 

cyber campaign) sent by or to officials serving (both presently and at any point during the relevant date range) as Director, Deputy 

Director, Chief of Staff, Executive Assistant Director for Cybersecurity, Executive Assistant Director for Infrastructure Security, and 

Assistant Director, Stakeholder Engagement Division

5/5/2022

2022-NPFO-00141 Geller, Eric

Remanded appeal regarding: all reports and other documents submitted to CISA by other agencies pursuant to Emergency Directive 21-

01. (Date Range for Record Search: From 12/07/2020 To 02/01/2021) (Date Range for Record Search: From 12/7/2020 To 2/1/2021) 5/5/2022
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2022-NPFO-00149 McTigue, Brandon

1. All communications from November 1, 2020 to January 31, 2021 made by your agency to, or received by your agency from Rudolph 

Giuliani concerning or relating to Smartmatic and/or any allegations of election fraud committed by Smartmatic or any other voting 

technology company. 2. All FOIA requests made by Rudolph Giuliani to this agency from November 1, 2020 to January 31, 2021. 3. All 

documents produced by this agency to Rudolph Giuliani in response to a FOIA request submitted by those parties from November 1, 2020 

to December 18, 2020. (Date Range for Record Search: From 11/1/2020 To 1/31/2021)

6/24/2022

2022-NPFO-00150 McTigue, Brandon

1. All communications from November 1, 2020 to January 31, 2021 made by your agency to, or received by your agency from Mike Lindell 

and/or Douglas Frank concerning or relating to Smartmatic and/or any allegations of election fraud committed by Smartmatic or any 

other voting technology company. 2. All FOIA requests made by  to this agency from November 1, 2020 

to January 31, 2021. 3. All documents produced by this agency to  in response to a FOIA request 

submitted by those parties from November 1, 2020 to December 18, 2020 (Date Range for Record Search: From 11/1/2020 To 1/31/2021)

6/24/2022

2022-NPFO-00151 McTigue, Brandon

1. All communications from November 1, 2020 to January 31, 2021 made by your agency to, or received by your agency from Newsmax 

Media, Inc., Chris Salcedo, John Bachman, Howie Carr, Greg Kelly, Rob Schmitt, Emerald Robinson, Shaun Kraisman, Grant Stinchfield, 

Mark Kaye, and/or Michelle Malkin concerning or relating to Smartmatic and/or any allegations of election fraud committed by 

Smartmatic or any other voting technology company. 2. All FOIA requests made by Newsmax Media, Inc., Chris Salcedo, John Bachman, 

Howie Carr, Greg Kelly, Rob Schmitt, Emerald Robinson, Shaun Kraisman, Grant Stinchfield, Mark Kaye, and/or Michelle Malkin to this 

agency from November 1, 2020 to January 31, 2021. 3. All documents produced by this agency to Newsmax Media, Inc., Chris Salcedo, 

John Bachman, Howie Carr, Greg Kelly, Rob Schmitt, Emerald Robinson, Shaun Kraisman, Grant Stinchfield, Mark Kaye, and/or Michelle 

Malkin in response to a FOIA request submitted by those parties from November 1, 2020 to December 18, 2020. (Date Range for Record 

Search: From 11/1/2020 To 1/31/2021)

6/24/2022

2022-NPFO-00152 McTigue, Brandon

1. All communications from November 1, 2020 to January 31, 2021 made by your agency to, or received by your agency from Herring 

Networks, Inc. d/b/a One America News Network, Alex Salvi, Kara McKinney, Elma Aksalic, Michael Dinow, Stephanie Hamill, Dan Ball, 

Patrick Hussion, Chanel Rion and/or Samantha Lomibao concerning or relating to Smartmatic and/or any allegations of election fraud 

committed by Smartmatic or any other voting technology company 2. All FOIA requests made by Herring Networks, Inc. d/b/a One 

America News Network, Alex Salvi, Kara McKinney, Elma Aksalic, Michael Dinow, Stephanie Hamill, Dan Ball, Patrick Hussion, Chanel Rion 

and/or Samantha Lomibao to this agency from November 1, 2020 to January 31, 2021 3. All documents produced by this agency to 

Herring Networks, Inc. d/b/a One America News Network, Alex Salvi, Kara McKinney, Elma Aksalic, Michael Dinow, Stephanie Hamill, Dan 

Ball, Patrick Hussion, Chanel Rion and/or Samantha Lomibao in response to a FOIA request submitted by those parties from November 1, 

2020 to December 18, 2020 (Date Range for Record Search: From 11/1/2020 To 1/31/2021)

6/24/2022

2022-NPFO-00153 McTigue, Brandon

1. All communications from November 1, 2020 to January 31, 2021 made by your agency to, or received by your agency from Sidney 

Powell concerning or relating to Smartmatic and/or any allegations of election fraud committed by Smartmatic or any other voting 

technology company. 2. All FOIA requests made by Sidney Powell to this agency from November 1, 2020 to January 31, 2021. 3. All 

documents produced by this agency to Sidney Powell in response to a FOIA request submitted by those parties from November 1, 2020 to 

December 18, 2020.

6/24/2022

2022-NPFO-00154

1) Any and all emails, including email attachments, sent or received by David Bernhardt, Katharine MacGregor, Todd Willens, Daniel 

Jorjani, Douglas Domenech, Lori Mashburn, Susan Combs and/or James Cason that mention or refer to the Coronavirus, also known as 

COVID-19 or COVID19. 2) All policy and legal guidance, any and all internal letters and memos, and any and all drafts and final talking 

points produced by the Office of the Secretary and/or the Office of the Solicitor that referred to the virus. (Date Range for Record Search: 

From 2/1/2020 To 6/28/2022)

5/12/2022
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2022-NPFO-00155 Embertson, Jess

1. All communications to or from any email address ending in @dominionvoting.com between January 1, 2022 and the present 

concerning any of the following: CISA's ongoing Coordinated Vulnerability Disclosure" process; software vulnerabilities, security issues, or 

errors Dr. Alex Halderman or any report of testimony of his or Donna Curling et al. v. Brad Raffensperger et al. 2. All communications to or 

from Dr. Alex Halderman between January 1, 2022 and the present concerning any of the following "CISA's ongoing Coordinated 

Vulnerability Disclosure" process" process; software vulnerabilities, security issues, or errors Dr. Alex Halderman or any report of 

testimony of his or Donna Curling et al. v. Brad Raffensperger et al. 3. All Non-privileged communications to or from any attorneys or 

experts between January 1, 2022 and the present concerning any of the following:software vulnerabilities, security issues, or errors Dr. 

Alex Halderman or any report of testimony of his or Donna Curling et al. v. Brad Raffensperger et al.

5/16/2022

2022-NPFO-00156 Siri, Aaron

all “recurring threat briefings” sent or shared with private sector partners, from August 2021 through the date of the search. Information 

helpful to fulfilling this request: 1. The terms “recurring threat briefings” and “private sector partners” should be interpreted in 

conjunction with their use on DHS’s website: https://www.dhs.gov/ntas/advisory/national-terrorism-advisory-system-bulletin-february-07-

2022 2. Based on DHS’s website, linked above, the search for responsive records could include, but should not be limited to the following 

divisions of DHS: a. Office of Intelligence and Analysis b. Center for Prevention Programs and Partnerships (CP3) c. Nonprofit Security 

Grant Program (NSGP) d. Cybersecurity and Infrastructure Security Agency (CISA) e. Other divisions that work with the Federal Bureau of 

Investigation (FBI) on sharing information with the private sector about issues relating to terrorism, targeted violence, and mis- dis- 

and/or mal-information

6/29/2022

2022-NPFO-00157 Nelson, Chris

Records maintained by Region 8, Cybersecurity and Infrastructure Security Agency, Department of Homeland Security including emails, 

email chains, email attachments, to or from the below named employees of the Rapid-Response Election Cyber-security Unit (RESCU), 

Colorado Secretary of State: (1) Mr. Nathan Blumenthal, Elections Security Manager, RESCU (2) Mr. Tyler Lycan, Elections Security, RESCU 

The Colorado Secretary of State email domain is: coloradosos.gov The subject matter for the records requested is the following key words 

contained within any of the emails or email attachments: (1) misinformation (2) disinformation (3) social media (4) ransomware (5) Trump 

(6) Facebook (7) foreign influence Please provide all records from June 1, 2020, to present. (Date Range for Record Search: From 

06/01/2020 To 06/29/2022)

6/29/2022

2022-NPFO-00158 Howell, Michael

All communications and attachments from the individuals below within the Office of External Relations: Victoria Dillon Chief External 

Affairs Officer  Erin Wieczorek Deputy Chief External Affairs Officer Herbert 

Josey Associate Chief, Communications eanie Moore Associate Chief for Strategic Communication 

Marlynn Barnes Associate Chief, Executive Officer  Scott McConnell Press 

Secretary and External Affairs Advisor Chad Hutson External Affairs Officer c Anne 

Cutler Media Strategist Denise Kerr Strategic Communications Planner Ashley 

Sylvester External Affairs Using any of the following terms in the email or in the subject line: • off 

the record • off-the-record • OTR • not for attribution • on background • on-the-record • on the record • on deep background • 

anonymous • close hold • close-hold • not for release • FOUO • Sensitive • Embargo • Embargoed Please limit the search for this request 

from January 21, 2021, to June 29, 2022. (Date Range for Record Search: From 01/21/2021 To 06/29/2022)

6/30/2022

2022-NPFO-00159

all information from any files on or about me which are maintained by the CISA for the following date range: June 1, 2014 through June 

22, 2022. These records could contain invaluable information that could potentially expose the predator who will not leave me alone. 6/23/2022

2022-NPFO-00160 Gish, Joseph
Any Public Record Requests filed with Idaho counties requesting lists of deceased Idahoans forwarded to CISA/DHS through the FUSION 

Center by the Idaho Secretary of State's Office. (Date Range for Record Search: From 06/01/2021 To 08/31/2021)
7/5/2022

2022-NPFO-00162 Schaffer, Aaron June 2022 calendar records for Jen Easterly (Date Range for Record Search: From 06/01/2022 To 06/30/2022) 7/7/2022
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2022-NPFO-00163 Corso, Matthew

I'm requesting all communications to/from the Department of Homeland Security, to/from the office of the Governor of Virginia, and 

to/from the Secretary of The Commonwealth of Virginia (Secretary of State), emails and/or phone records from the dates of 1/01/2019 - 

7/11/2022, mentioning "Voting Machines, Voting Systems, Electronic Voting Machines, Electronic Voting Systems, Certification, Election 

Security, Election Infrastructure”. (Date Range for Record Search: From 01/01/2019 To 07/11/2022)

7/11/2022

2022-NPFO-00164 Weckerly, Michele

Documents including emails and reports concerning a report made by PECO Energy Company employee Joseph Blackburn to a DHS 

employee that individuals associated with DHS requested access to PECO's rooftop in Philadelphia, Pennsylvania on October 17, 2019 and 

any investigation that took place as a result of that report. (Date Range for Record Search: From 10/18/2019 To 6/22/2022)
7/12/2022

2022-NPFO-00165 Schaffer, Aaron
all emails to and from CISA Director Jen Easterly mentioning a March 22, 2022 call with critical infrastructure partners. Please limit your 

search to emails sent from Feb. 22, 2022 to April 22, 2022 (Date Range for Record Search: From 2/22/2022 To 4/22/2022)
7/11/2022

2022-NPFO-00166 Schaffer, Aaron

all emails to and from CISA Director Jen Easterly mentioning TSA pipeline regulations including but not limited to TSA Security Directive 

Pipeline-2021-01 and Security Directive Pipeline-2021-02. Please search for emails sent between May 5, 2021 and the present. (Date 

Range for Record Search: From 5/5/2021 To 7/12/2022)

7/11/2022

2022-NPFO-00167 Schaffer, Aaron

All emails to and from CISA Director Jen Easterly mentioning any of the following: • “Cyber Incident Notification Act” • “Cyber Incident 

Reporting Act” • “incident reporting” OR “notification” AND “legislation” OR “bill” (Date Range for Record Search: From 9/28/2021 To 

7/25/2022)

7/11/2022

2022-NPFO-00168 Schaffer, Aaron
a copy of the final results or report relating to the micropulse survey referenced on CISA Director Jen Easterly’s calendar on Feb. 18, 2022 

at 3 p.m.
7/11/2022

2022-NPFO-00170 Harding, Trudi

Information on the Cybersecurity and Infrastructure Security Agency involvement in Operation Blackout Election Tabletop Simulation, and 

what informationNational Institute of Standards and Technology gathered for Operation Blackout. Could you please supply documents, 

emails, information, faxes or receipts, etc as to the Cybersecurity and Infrastructure Security Agency Asked by Cybereason to take part in 

Operation Blackout? Did CISA know of Cybereason before Operation Blackout? Has CISA worked with Cybereason before Operation 

Blackout? Could you please supply documents, information, or emails, faxes, or receipts, etc on How many members of the Cybersecurity 

and Infrastructure Security Agency took part in the tabletop simulation? And the following information below: What information was 

gathered by theCybersecurity and Infrastructure Security Agency to make the Cybersecurity and Infrastructure Security Agency to take 

part in the tabletop simulation? How much of the information gathered by the Cybersecurity and Infrastructure Security Agency was open 

source intelligence, human intelligence? Were Tweets used as intelligence? Was Right wing and Left wings group infiltrated for 

information? Could you supply any information, documents, or receipts on Which agencies did the Cybersecurity and Infrastructure 

Security Agency work with to gather the information for the tabletop simulation?

7/12/2022

2022-NPFO-00171 Kane, Cecilia Colliers

requesting lease data on all office space that NPPD leases directly from a private owner/building (i.e., those leases where NPPD is located 

in a non-City/County/State-owned building). Please note that this excludes leases negotiated through the General Services Administration 

(GSA). I request that this information be provided in database file format such as Microsoft Excel (.xls) or Comma Separated Values (.CSV). 

Please include the following data fields: - Location Code - Property Name - Property Address - Property City - Property State - Property Zip 

Code - Property Rentable SF - Property Usable SF - Lease Number - Agency Name - Agency Rentable SF - Agency Usable SF - Lease Type 

(Office, Storage, Warehouse, etc.) - Lease Effective Date - Lease Expiration Date - Current Annual Rent - Renewal Options - Renewal Notice 

Date - Renewal Notice Type - Owner Contact Name - Owner Address - Owner City - Owner Zip Code - Owner Phone Number - 

Latitude/Longitude (Date Range for Record Search: From 1/1/2018 To 7/14/2022)

7/14/2022

2022-NPFO-00172 Moore, Dustin
I'm mainly just curious what data you may have on me since I'm in Cybersecurity. I'm also using this as education for my kid. (Date Range 

for Record Search: From 01/01/2001 To 07/14/2022)
7/14/2022

2022-NPFO-00173 Geller, Eric

Comments on the "5G Security Evaluation Process Investigation" that were submitted to QSMO@CISA.dhs.gov per the instructions here: 

https://www.cisa.gov/blog/2022/05/26/cisa-dhs-st-dod-introduce-results-assessment-5g-security-evaluation-process. (Date Range for 

Record Search: From 05/25/2022 To 07/01/2022)

7/18/2022

January 2022 to September 2022 15 CISA FOIA Logs



Request ID Requestor Request Description Received Date

2022-NPFO-00174 Geller, Eric

Emails to and from CISA.ADMIN.SUBPOENA@CISA.DHS.GOV relating to administrative subpoenas that CISA issue to companies per 

amended request on May 1, 2023, from January 1, 2021 through December 31, 2021. (Date Range for Record Search: From 1/1/2021 To 

7/18/2022)

7/18/2022

2022-NPFO-00176 Hewlett, Iris
records in the possession of NARA relating to records provided by CISA Homeland Security as it pertains to its legal notice ICS Advisory 

(ICSA-22-154-01) Vulnerabilities Affecting Dominion Voting Systems ImageCast X. Original release date: June 3, 2022
7/25/2022

2022-NPFO-00177 Doerr, Gregor

1) Idaho National Laboratory (INL) report 19-55545 (Aviation Cyber Initiative Unmanned Aircraft System Information Security Risks 

Limited Scope Test & Evaluation) 2) Department of Homeland Security's formal request to INL for said report 3) Any documents that 

accompanied the above but were not technically part of the same. (Date Range for Record Search: From 01/01/2019 To 12/31/2020)
7/26/2022

2022-NPFO-00179 miller, travis
All e-mail correspondence to/from Allison Kline or Christopher Schneck containing the term "antonakakis" or "joffe" for the time periods 

July 1, 2020 through January 26, 2022
7/29/2022

2022-NPFO-00181 Ashiogwu, KC

Using the Freedom of Information Act, 5 U.S.C. § 552, I’d like to request the following documents related to The Privacy Act of 1974, 5 

U.S.C. § 552a: Could I please have documents, including reports or presentations, that reflect the number of requests for disclosure of 

personal records under the Privacy Act of 1974 that the DHS has received each year?

8/1/2022

2022-NPFO-00182 Santasiero, Rachel

copy of the Memorandum of Cooperation (MOC) signed by the U.S. Cybersecurity and Infrastructure Security Agency (CISA) and the State 

Service of Special Communications and Information Protection of Ukraine (SSSCIP) on or within a week prior to July 27, 2022. A CISA press 

release described the aim of the MOC as being to “strengthen collaboration on shared cybersecurity priorities.” 8/2/2022

2022-NPFO-00183 Schaffer, Aaron July 2022 calendar records for Jen Easterly (Date Range for Record Search: From 07/01/2022 To 07/31/2022) 8/3/2022

2022-NPFO-00185 Berlant, Shannon

A copy of all current agreements, contracts, memorandum of agreement or memorandum of understanding - between any of these DHS 

partners/entities: DHS, CIS , EI-ISAC , MS-ISAC AND any state or county entity in the state of Oregon. A copy of all current agreements, 

contracts, memorandum of agreement or memorandum of understanding - between any of these DHS partners/entities: DHS, CIS, EI-

ISAC, MS-ISAC AND Crowdstrike or "Crowd strike" For ALL of the above requested records, they would be for Cybersecurity services, 

Endpoint Detection and Response services, and any other area that touches elections infrastructure (Date Range for Record Search: From 

01/21/2017 To 08/09/2022)

8/9/2022

2022-NPFO-00186 Geller, Eric

Remanded appeal regarding: Requesting emails, memos, and other records related to coordination calls held on November 8, 2016, as 

part of the federal government's Election Day cyber incident monitoring plan. These calls are described on page 5 of a document 

published by Time magazine (available at http://ti.me/2tHkaXo): "These Coordination calls will be pre-scheduled and will occur 

throughout the day on Election Day at 0900, 1200, 1500, 1800, 2100, and 2400 hours. Calls will be generated from the FBI's Cyber Incident 

Command Center, and will include NCCIC, CTIIC, and the Cybersecurity Directorate of the National Security Council, at a minimum. During 

the calls all entities will share relevant threat and incident reporting and make determinations on the severity of cyber incidents, if any 

occur." Please search for records in the NCCIC.

7/6/2022

2022-NPFO-00187 Cox, Joseph
any presentation slides, slide decks, or memorandum, that refer to, or are related to, about, or concerning Intrusion Truth, from January 

1st 2018 to the date this request is processed
8/12/2022

2022-NPFO-00188

Hello, In early July 2022, Stephen Odaibo of RETINA-AI Health, Inc. sent a request to Homeland Security regarding myself. On August 2, 

2022 HSI Homeland Security Investigator, officer  arrived at my residence: . I was 

not provided a case number, receipt, or report. I am submitting a FOIA request because I’d like to obtain the full investigation 

report/receipt and all other written documents concerning an investigation on  Thank you (Date Range for 

Record Search: From 06/30/2022 To 08/13/2022)

8/15/2022

2022-NPFO-00189 Santasiero, Rachel

mission statements, descriptions, justifications, organization charts, and other program, administrative, or organizational materials 

related to the creation, scope, or functions of the Joint Cyber Defense Collaborative (JCDC) under the auspices of the Cybersecurity & 

Infrastructure Security Agency (CISA) (Date Range for Record Search: From 7/1/2021 To 9/1/2021)
8/8/2022
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2022-NPFO-00191 Shively, Jacob

Memos, policy planning statements, inter-governmental memoranda of understanding and/or agreements describing implementation of 

the "Quad Cybersecurity Partnership" as announced in the White House Briefing Room's "Quad Joint Leaders' Statement" of 24 May 2022. 

Delivery in electronic format. (Date Range for Record Search: From 05/24/2022 To 08/19/2022)

8/19/2022

2022-NPFO-00192 Power, John

All correspondence, memos, briefings and reports sent or received by CISA Chief Security Officer Kerry Stewart between June 1, 2021 and 

February 28, 2022 on the subject of the USAHERDS app/system (Date Range for Record Search: From 6/1/2021 To 2/28/2022) 8/15/2022

2022-NPFO-00193 Power, John

- All correspondence sent and received between Assistant Director Alaina Clark and Pennsylvania Secretary of Agriculture Russell Redding 

between June 1, 2021 and February 28, 2022 on the subject of the USAHERDS app/system - All correspondence sent and received 

between Assistant Director Alaina Clark and Georgia Commissioner of Agriculture Gary W. Black between June 1, 2021 and February 28, 

2022 on the subject of the USAHERDS app/system - All correspondence sent and received between Assistant Director Alaina Clark and 

Indiana State Department of Agriculture Director Bruce Kettler between June 1, 2021 and February 28, 2022 on the subject of the 

USAHERDS app/system

08/15/2022

2022-NPFO-00194 Schaffer, Aaron

A copy of all email correspondence from CISA email accounts to social media companies from Jan. 1, 2018 to the present. Please limit 

your search to email correspondence about potential misinformation and disinformation. This type of correspondence is detailed in an 

Aug. 10, 2022 Department of Homeland Security Office of Inspector General report. See attachment for additional information. (Date 

Range for Record Search: From 01/01/2018 To 08/21/2022)

8/22/2022

2022-NPFO-00195 Graeff, Ali

A copy of all current agreements, contracts, memorandum of agreement or memorandum of understanding - between any of these DHS 

partners/entities: DHS, CIS , EI-ISAC , MS-ISAC AND any state or county entity in the state of Missouri. A copy of all current agreements, 

contracts, memorandum of agreement or memorandum of understanding - between any of these DHS partners/entities: DHS, CIS, EI-

ISAC, MS-ISAC AND Crowdstrike or "Crowd strike"

8/26/2022

2022-NPFO-00196 Mehrotra, Dhruv

The CISA Incident Reporting System provides a secure web-enabled means of reporting computer security incidents to CISA ( OMB Control 

No.: 1670-0037 - https://us-cert.cisa.gov/forms/report). This system assists analysts in providing timely handling of security incidents as 

well as the ability to conduct improved analysis. I am requesting the records for every incident submitted to CISA through their Incident 

Reporting System submitted from January 1, 2016 until today’s date. These records should include but are not limited to an Incident ID, 

Incident Description, Date, Organizational Details ( including but not limited to a Name of Org ), Along with the above incident reports, I 

also am requesting any malware artifacts submitted to the Department of Homeland Security under the "US-CERT AMAC Malware 

Analysis Submissions" form ( https://www.malware.us-cert.gov/ ). These records should include any file submissions as well as the 

aforementioned form fields (Date Range for Record Search: From 1/1/2016 To 8/26/2022)

8/24/2022

2022-NPFO-00198 Santasiero, Rachel

Mission statements, descriptions, justifications, organization charts, and other program, administrative, or organizational materials 

related to the Secret Service’s role in the Joint Cyber Defense Collaborative (JCDC), established in August 2021 8/31/2022

2022-NPFO-00199 Erdman, James

a copy of documents containing information related to the following: Feds4MedFreedom Feds for Medical Freedom 

Feds4MedFreedom.org F4MF Feds4MedFreedom.com Feds4MedFreedom Fed Workers for Freedom Marcus Thornton  

 Megan Guerrero Brian Lombardi Josh Hamilton, Joshua Hamilton Please note that  

 was an overt employee of the CIA and his employment or any connection to that employer is not/not subject to redaction. Of 

particular interest, is any documentation showing that their social media accounts were being discussed or their activity on behalf of their 

501c3 Feds4MedFreedom.org were being monitored or censored. However, all discussion on the above-mentioned individuals and their 

involvement in the 501c3 or other activity is respectfully requested. Please search records spanning 9 September 2021 until the present 

day (Date Range for Record Search: From 9/9/2021 To 9/10/2022)

9/6/2022
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Request ID Requestor Request Description Received Date

2022-NPFO-00200 Evans, Ailan

Please provide any and all records prepared, received, transmitted, collected and/or maintained by the Cybersecurity and Infrastructure 

Security Agency (CISA) related to communications between CISA and employees/representatives of social media companies Meta 

(Facebook), Twitter, TikTok and Google, regarding the items listed in the following sentence. These items include the "Election Integrity 

Project," "domestic election misinformation," "election misinformation," "misinformation" relating to the 2022 midterm elections, 

"malinformation" relating to the 2022 midterm elections, and "disinformation" relating to the 2022 midterm elections. Please provide all 

communications between CISA and employees/representatives of social media companies Meta (Facebook), Twitter, TikTok and Google, 

regarding the items listed in the following sentence. These items include the "Election Integrity Project," "domestic election 

misinformation," "election misinformation," "misinformation" relating to the 2022 midterm elections, "malinformation" relating to the 

2022 midterm elections, and "disinformation" relating to the 2022 midterm elections. Pursuant to the Freedom of Information Act, please 

respond within 20 business days of receiving this request. (Date Range for Record Search: From 06/01/2022 To 09/02/2022)

9/6/2022

2022-NPFO-00201 Evans, Ailan

Please provide any and all records prepared, received, transmitted, collected and/or maintained by the Cybersecurity and Infrastructure 

Security Agency (CISA) related to communications between CISA and employees/representatives of the Stanford Internet Observatory and 

the University of Washington Center for an Informed Public regarding the items listed in the following sentence. These items include the 

"Election Integrity Project," "domestic election misinformation," "election misinformation," "misinformation" relating to the 2022 

midterm elections, "malinformation" relating to the 2022 midterm elections, and "disinformation" relating to the 2022 midterm elections. 

Please provide all communications between CISA and employees/representatives of the Stanford Internet Observatory and the University 

of Washington Center for an Informed Public regarding the items listed in the following sentence. These items include the "Election 

Integrity Project," "domestic election misinformation," "election misinformation," "misinformation" relating to the 2022 midterm 

elections, "malinformation" relating to the 2022 midterm elections, and "disinformation" relating to the 2022 midterm elections. Pursuant 

to the Freedom of Information Act, please respond within 20 business days of receiving this request. (Date Range for Record Search: From 

06/01/2022 To 09/02/2022)

9/6/2022

2022-NPFO-00202 Martin, Andrew

access to and copies of: 1. Any and all NON PUBLIC damage assessments and incident reports and reports of investigation relating or 

referring to a widely known cyberattack that became public in December 2020 and was often referred to as the Solarwinds hack. For 

reference, a Dec. 13 emergency directive from CISA on the incident specifically mentions Solarwinds Orion products. Such reports may 

have been filed to CISA and/or the US Computer Emergency Readiness Team, the Office of Management and Budget, or Congress. 2. Cost 

assessments associated with the so-called Solarwinds hack. The records should include spreadsheets or a similar document itemizing the 

funds the agency has spent to date spent to respond to the breach. 3. Any and all after-action reports and official agency timelines 

mentioning or referring to the source of the attack, the response by the agency to the attack and lessons learned. 4. Any and all talking 

points the agency has prepared relating or referring to the Solarwinds hack.

9/1/2022

2022-NPFO-00203 Rasheed, Mehreen

Records sufficient to identify the number and types of threats to elections officials relating only to the 2018, 2020, and 2022 federal 

elections (for the positions of President/Vice President, U.S. Senator, or U.S. House of Representatives) currently or previously reported by 

or to the Cybersecurity and Infrastructure Security Agency (CISA), including any reports or analyses of threats to elections officials 

possessed by CISA

9/7/2022

2022-NPFO-00204 Schaffer, Aaron August 2022 calendar records for Jen Easterly (Date Range for Record Search: From 08/01/2022 To 08/31/2022) 9/12/2022

2022-NPFO-00206 Serrano, Simon

any and all documents that support the CISA Joint Statement that "The November 3rd election was the most secure in American history" 

and the following from the same statement that "There is no evidence that any voting system deleted or lost votes, changed votes, or was 

in any way compromised." These statements are available at: https://www.cisa.gov/news/2020/11/12/joint-statement-elections-

infrastructure-government-coordinating-council-election. (Date Range for Record Search: From 10/1/2020 To 9/10/2022)

9/12/2022
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Request ID Requestor Request Description Received Date

2022-NPFO-00207 Turner, Adam

1. From January 20, 2021, though the date this request is processed, records of communications between the following list of DHS 

officials, and Chinese organizations: Officials: XI. Director, Cybersecurity and Infrastructure Security Agency Organizations: a. Huawei b. 

Luokung Technology c. Dawning Information Industry Co. or Sugon d. Global Tone Communication Technology Co. (GOWIN) e. 

Commercial Aircraft Corporation of China f. Three Gorges Corporation g. Beijing Zhongguancun Development Investment Center, 

Zhongguancun Development Group, or Zhongguancun Capital h. Advanced Micro-Fabrication Equipment Inc. (AMEC) i. China Construction 

Technology Co. Ltd. (CCTC) j. China International Engineering Consulting Corp. (CIECC) k. China State Construction Engineering Corporation 

l. Commercial Aircraft Corporation of China, Ltd. (COMAC) m. Sinochem Group Co Ltd n. Global Tone Communication Technology Co. Ltd. 

(GTCOM) o. GOWIN Semiconductor Corp p. Grand China Air Co. Ltd. (GCAC q. China Three Gorges Corporation Limited r. China National 

Aviation Holding Co. Ltd. (CNAH) s. China National Chemical Engineering Group Co., Ltd. (CNCEC) t. China National Chemical Corporation 

(ChemChina) u. Postal Savings Bank v. China Investment Corp. w. Founder Group x. Bohai Capital y. Bohai Harvest z. CEFC China Energy aa. 

State Energy HK Ltd.

9/20/2022

2022-NPFO-00208 Turner, Adam

1. From January 20, 2021, though the date this request is processed, records of communications between the following DHS officials, and 

any email address ending in: “@mail.gov.cn” Officials: XII. Director, Cybersecurity and Infrastructure Security Agency 9/20/2022

2022-NPFO-00212 Beyerstein, Lindsay

a list of all participants in the presentation by Allied Security Operations Group on voting machine vulnerabilities presented to the U.S. 

Department of Homeland Security’s Cybersecurity and Infrastructure Security Agency at the request of Republican U.S. Sen. Ron Johnson 

of Wisconsin. Also seeking the materials presented during this event, including audio, photos, video, slides, and handouts, as well as any 

notes or write-ups of the event by participants
9/26/2022

2022-NPFO-00215 Santasiero, Rachel

a copy of the "Russia-Ukraine Tensions Plan" laying out phases and objectives of operational coordination between the U.S. Government 

and private sector partners through the Joint Cyber Defense Collaborative (JCDC), as well as any posture statements or similar records, 

and plans as well as assessments of a tabletop exercise held in mid-February. The date range of this request is from January 1 – April 1, 

2022 (Date Range for Record Search: From 1/1/2022 To 4/1/2022)

9/27/2022

2022-NPFO-00216 Leopold, Jason

disclosure from the Department of Homeland Security Office of Intelligence & Analysis and CISA the following records: 1. Emails, 

intelligence bulletins and threat assessments, suspicious activity reporting, open source intelligence/social media monitoring reports, 

relating or referring to election integrity, election security and threats made against election workers in the US and the midterm 2022 

elections (Date Range for Record Search: From 7/1/2022 To 10/4/2022)

9/28/2022
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