
Request ID Requestor Request Description Received Date

2023-NPFO-00001 any and all information submitted regarding myself - (NMN) - issues will probably ascertain to Tru Realty, LLC and 10/3/2022

2023-NPFO-00002 records regarding denial of your application for public trust clearance 10/4/2022

2023-NPFO-00003 Zachary Stieber

ll 'tickets' or notices of possible misinformation submitted by CISA workers to the Election Integrity Partnership. (date range: Sept. 3, 2020 
- Nov. 30, 2020)

All 'tickets' or submissions to the Election Infrastructure Information Sharing and Analysis Center by CISA workers (date range: Sept. 3, 
2020 - Nov. 30, 2020)

For each category, isolate to those that mention "Epoch Times", "EpochTimes", "epochtimes", "epoch times", 
"www.theepochtimes.com", "www.epochtimes.com", "Epoch Time", "epoch time", or "NTD."

10/4/2022

2023-NPFO-00004 Zachary Stieber

ll 'tickets', notices, submissions, and communications for alleged misinformation from CISA workers to the Election Integrity Partnership 
(EIP)

All 'tickets', notices, submissions, and communications for alleged misinformation from CISA workers to the Election Infrastructure 
Information Sharing and Analysis Center (EI-ISAC

All 'tickets', notices, submissions, and communications for alleged misinformation from CISA workers to the Center for Internet Security 
(CIS)

Date range for searches: Sept. 3, 2020 - Nov. 30, 2020

Search terms: "Epoch Times", "epochtimes", "Epoch Time", "www.theepochtimes.com", "www.epochtimes.com", "NTD".

10/4/2022

2023-NPFO-00005 Zachary Stieber

provide for the July 9, 2020, meeting between the CISA officials and workers involved with any or all of the following groups: Election 
Integrity Partnership, Stanford Internet Observatory, University of Washington Center for an Informed Public, Graphika, Digital Forensic 
Research Lab ...

All of the following: Meeting notes, agenda(s), emails and other communications (before, during, and after concerning the meeting), 
calendar entries, video footage, audio recording(s), summaries, and other materials

10/5/2022
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2023-NPFO-00006 Sean Dunagan

1.	All records of communication between any official or employee of the Cybersecurity and Information Security Agency and any officer, 
employee, or representative of the Election Integrity Partnership. This request includes, but is not limited to, all â€œticketsâ€� or 
notifications to the Partnership regarding election-related disinformation on any social media platform. For purposes of clarification, 
please see https://stacks.stanford.edu/file/druid:tr171zs0069/EIP-Final-Report.pdf

2.	All records regarding the July 9, 2020 meeting between Department of Homeland Security officials and representatives of the Election 
Integrity Partnership. This request includes, but is not limited to, all related notes, presentations, or summaries, as well as all additional 
records created in preparation for, during, and pursuant to the meeting.

3.	All records of communication between any official or employee of the Cybersecurity and Information Security Agency and any 
employee or representative of the University of Washingtonâ€™s Center for an Informed Public and/or Stanford Universityâ€™s Internet 
Observatory regarding any of the following:

The Election Integrity Partnership
The 2020 U.S. election
Online misinformation and disinformation
Any social media platform

The time frame for this request is January 1, 2020 to the present.

10/5/2022

2023-NPFO-00007 Risa Evans

the following for time period from Jun 1, 2020 to the present: All communications sent to or received by any member of CISAâ€™s Mis-, 
Dis, and Malinformation (MDM) team  via email or any other internal communication system, containing any of the following search 
terms: â€œvaccine,â€� â€œStanfordâ€� â€œObservatory,â€� â€œSIO,â€� â€œRenee,â€� â€œDiResta,â€� or â€œVirality Project.â€�

10/7/2022

2023-NPFO-00008 Records related to yourself 10/10/2022

2023-NPFO-00009 Geller, Eric
The 2022 Q3 reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, 
which requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption. 10/11/2022

2023-NPFO-00010 Aaron Schaffer September 2022 calendar records for Jen Easterly. 10/12/2022

2023-NPFO-00011 Aaron Schaffer a copy of all emails received by the following email address: CISA_CPGsFeedback@hq.dhs.gov from September 1, 2021 to present 10/12/2022

2023-NPFO-00012 Wolfe, Kathryn

access to documents, emails and other correspondence between the Secretary of the Interior's Office and drone pilots within the Interior 
Department agencies (U.S. Fish and Wildlife Service, U.S. Geological Survey, and the Bureau of Land Management) related to drone flights 
that have been canceled since the Interior Department announced on Oct. 30, 2019 that it would temporarily suspend all non-emergency 
drone flights, pending a review

10/14/2022

2023-NPFO-00013 immigration records related to your client 10/14/2022

2023-NPFO-00014 to know why Iâ€™m being blocked from receiving any money from any of my stocks binds and trusts 10/15/2022

2023-NPFO-00015 Tony Giles

I need to know who and when put me on the list of people that need to be watched and talked about! Til tok, Facebook, instagram, 
twitter, and many other media outlets have made false accusations and untruths about me. I want all the transcript's from when this 
started years ago. I want detailed names of all the people that were involved in making these decisions.

10/17/2022
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2023-NPFO-00016 ALL RECORDS 10/17/2022

2023-NPFO-00017 Andrea Reyes 1. Any/All records regarding any Investigation documents for (your) client from the time period between 01/01/2016 to 12/31/2016 10/18/2022

2023-NPFO-00018 Requesting FOIA records pertaining to myself 10/18/2022

2023-NPFO-00019 Morgan Yardis

1. The EIP Final Report indicates that from September 3, 2020 through
November 19, 2020, â€œEIP processed 639 in-scope tickets.â€� We request the
records of each of these 639 tickets.
2. The VP Report cites 911 incidents reported between February 2021 and
August 2021 in the form of tickets of which 174 were referred to platforms for
potential action. We request all 911 tickets, including any additional tickets
that may have been generated pertaining to the 174 tickets where action was
recommended.
3. Custodians: EIP and VP reports have been careful to avoid including any
specific government employee names. Also, the nature of the CISA,
Intelligence & Analysis (I&A), and GEC operations are such that no
government employee names are made public and often redacted in FOIA
productions. Further, as made clear under established FOIA case law, the
agency is the best positioned to identify which government officials within the
respective agency possess or are potential custodians of such records.

Officials:

a) Christopher Krebs
b) Matthew Masterson
c) Geoff Hale
d) Ben Scribner
e) Allison Snell
f) Juan Figueroa
g) Antonio daRosa
h) James Smith
i) Amy Rue
j) Rachel Heinemeier
k) Michael Hawkins
l) Scott Wetzel
m) Connor Gauvin
n) Kathy Kincaid
o) Selam Kidane

  i

10/19/2022

2023-NPFO-00020 Beckett, Chris

Q: How many cybersecurity attacks have been made upon government agencies in the last two years from September 2020 to September 
2022?

Would it also be possible to provide a monthly breakdown for that period - ideally showing what proportion of the monthly total was 
made by private hackers, and what was made by state-sponsored agencies. 

I would particularly like to discover if CISA has seen the volume of cyber-attacks rise following the Russian invasion of Ukraine this 
February?

10/17/2022
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2023-NPFO-00021 Records related to yourself 10/19/2022

2023-NPFO-00022 records regarding yourself 10/23/2022

2023-NPFO-00023 I am doing a school project and was instructed to search a FOIA file on someone or myself that I am interested in and I am just curious 
about the different information included in these files. 

10/24/2022

2023-NPFO-00024 Evers, Austin
any final assessments, analyses, memoranda, guidance, or directives used to support the decision to not accept a proposal by the Center 
for Internet Security (CIS) to protect election workers from harassment. Please provide all responsive records from March 1, 2022, 
through the date the search is conducted

10/25/2022

2023-NPFO-00025 Thivakar Ranjan
 database to companies. who are importing and exporting goods in and out of the United States from Canada. on agricultural products.  I 
was advised by the CBP to reach out through this website to get the database. I can be reached via email
Phone: 7167100077 Thank you

10/26/2022

2023-NPFO-00026 Rose Santos
Relevant to GS00Q14OADS111 Task Order 70RCSA22FR0000055 seeking copies of the following: (1) Task order title page (1st page only) 
and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 10/26/2022

2023-NPFO-00027 Rose Santos
Relevant to GS00Q14OADU104 Task Order 70RSAT22FR0000104, we seek CLEARLY RELEASABLE copies of the following: (1) Task order 
title page (1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 10/26/2022

2023-NPFO-00028 Rose Santos
Relevant to 47QRAD20D1103 Task Order 70RCSA22FR0000042, we seek CLEARLY RELEASABLE copies of the following: (1) Task order title 
page (1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 10/26/2022

2023-NPFO-00029 immigration records related to your client 10/27/2022
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2023-NPFO-00030 Sean Dunagan

1.	All emails, direct messages, task management alerts, or other records of communication related to the work of the Election Integrity 
Partnership sent via the Atlassian Jira platform between any official or employee of the Cybersecurity and Information Security Agency 
and any member, officer, employee, or representative of any of the following:

The Election Integrity Partnership

The University of Washingtonâ€™s Center for an Informed Public

Stanford Universityâ€™s Internet Observatory

The Center for Internet Security

The Elections Infrastructure Information Sharing & Analysis Center

The National Association of Secretaries of State

The National Association of State Election Directors

Graphika

The Atlantic Councilâ€™s Digital Forensics Research Laboratory

Any social media company

2.	All memoranda of understanding, guidelines, or similar records related to the Cybersecurity and Information Security Agencyâ€™s use of 
the Atlassian Jira platform for work related to the Election Integrity Partnership.

10/27/2022

2023-NPFO-00031 Benjamin Fong privacy act request 10/28/2022

2023-NPFO-00032 Byrne, Malcolm

reports, assessments, and similar materials relating to the near-simultaneous cyberattacks against three regional electric power 
distribution companies (Oblenergos) in western Ukraine on December 23, 2015. This request is limited to materials prepared by 
representatives of the National Cybersecurity and Communications Integration Center (NCCIC)/Industrial Control Systems Cyber 
Emergency Response Team (ICS-CERT)

10/27/2022
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2023-NPFO-00033 Colin Aamot

All documents pertaining to orders, authorities, policies, memorandums, directives, or email traffic (and attachments) detailing the 
mission, priorities of the DHSâ€™s Countering Foreign Influence Task Force, the Mis, Dis, and Mal-Information (MDM) Team within CISA, 
and the Disinformation Governance Board.

All communications, email chains, and attachments with third party companies (Meta, Facebook, Twitter, Instagram, Microsoft, Google, 
Yahoo) regarding misinformation, disinformation, censorship, suppression of social media posts, or foreign influence within the DHSâ€™s 
Countering Foreign Influence Task Force, the Mis, Dis, and Mal-Information (MDM) Team within CISA, and the Disinformation Governance 
Board (email domains: @meta.com, @facebook.com, @fb.com, @twitter.com, @instagram.com, @microsoft.com, @google.com, 
@yahoo.com). 

All emails, attachments, and documents pertaining to contracts with third party vendors regarding persona management, managed 
attribution, publicly available information, messaging capabilities via social media personas, persona cover plans, or amplification, 
suppression, removal, or censorship of social media or other messaging platforms. 

All documents, email traffic, attachments, memorandums relating to or referring to misinformation, disinformation, suppression, 
censorship, or removal of social media content or messaging relating to COVID-19 vaccines, the 2020 election, election security, gendered 
disinformation, or other current events. 

All documents, capabilities briefs, email traffic, and attachments referencing the Facebook Content Request System in referencing content 
moderation requests, take down requests, suppression requests, misinformation, or disinformation. 

10/31/2022

2023-NPFO-00034 Rose Santos
Relevant to HSHQDC06D00058 Order HSHQVT11J00010, we seek CLEARLY RELEASABLE copies of the following: (1) Task order title page 
(1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 10/31/2022

2023-NPFO-00035 Stanley, Chris

From CISA, FGI requests the following from June 1, 2020, through the date the search begins:

1.	All emails to, from, and copied to Kate Starbird of the University of Washington. Her published email address is kstarbi@uw.edu. 
2.	From the custodians whose email records result from the search of part 1, we request a search for all text messages, including those 
sent from encrypted messaging apps (WhatsApp, Signal, etc.), that were sent to or received from Kate Starbird. 
3.	From the custodians whose email records result from the search of part 1, we request a search for all direct messages from any social 
media platforms sent to or received from Kate Starbird. Her published Twitter handle is @katestarbird. 

10/31/2022
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2023-NPFO-00036 Stanley, Chris

From CISA, FGI requests the following from June 1, 2020, through the date the search begins:

1.	All emails to, from, and copied to Alex Stamos of Stanford University. His published email address is stamos@stanford.edu. He may 
also use other email addresses, including from his company that may end with @ks.group. 
2.	From the custodians whose email records result from the search of part 1, we request a search for all text messages, including those 
sent from encrypted messaging apps (WhatsApp, Signal, etc.) that were sent to or received from Alex Stamos. 
3.	From the custodians whose email records result from the search of part 1, we request a search for all social media direct messages 
from social media platforms that were sent to or received from Alex Stamos or the organizations with which he is affiliated. His published 
Twitter handle is @alexstamos, the handle for his organization at Stanford is @stanfordio, and the handle for his company is 
@KrebsStamos

10/31/2022

2023-NPFO-00037 Sean Dunagan

1.	All records related to any presentations, briefings, or meetings between any official or employee of CISA and any official, 
representative, or member of the League of Women Voters. This request includes, but is not limited to, all related slide decks, briefing 
materials, notes, transcripts, audio or video recordings, and all other records created in preparation for, during, and/or pursuant to any 
such engagement.

2.	All records of communication between any official or employee of CISA and any official, representative, or member of the League of 
Women Voters.

The time frame for this request is January 1, 2020 to the present.

11/1/2022

2023-NPFO-00038 Aaron Schaffer October 2022 calendar records for Jen Easterly. 11/1/2022

2023-NPFO-00039 Daniel Lopez

the following documents from CISA, and its Cybersecurity Advisory Committee (4/1/20 to the date of search):
â€¢	Meeting minutes, 
â€¢	White papers, 
â€¢	Memos, and 
â€¢	PowerPoint presentations 

Please produce the aforementioned records related to the following topic:
â€¢	White Coat Waste Project
â€¢	Dog experiments

11/1/2022

2023-NPFO-00040 Rose Santos
Relevant to 47QRAD20D8128 Order 70RCSA22FR0000049, seeking copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS)

11/1/2022

2023-NPFO-00041 Rose Santos
relevant to HHSN316201200040W Task Order 70RCSA21FR0000114, seeking copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS)

11/1/2022

2023-NPFO-00042 Siri, Aaron

All records, including but not limited to all communications, concerning the â€œ10 ongoing projects on monitoring and
aggregating MDM [mis-, dis-, and mal-information] threats around elections, run by the National Science Foundation,â€� as
reported on October 31, 2022. 11/1/2022
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2023-NPFO-00043 Siri, Aaron

All documents concerning â€œrecurring threat briefingsâ€� sent or shared with private sector partners, from August 2021 through the date 
of the search.
Information helpful to fulfilling this request:
1. The terms â€œrecurring threat briefingsâ€� and â€œprivate sector partnersâ€� should be interpreted in conjunction with their use
on DHSâ€™s website: https://www.dhs.gov/ntas/advisory/national-terrorismadvisory-system-bulletin-february-07-2022 11/1/2022

2023-NPFO-00044 Siri, Aaron

All records concerning the â€œProtecting Critical Infrastructure from Misinformation & Disinformation Subcommitteeâ€� Meeting(s) 
conducted by or with the Cybersecurity and Infrastructure Security Agency (CISA) as reported on October
31, 2022.1 The records should include, but not be limited to, the following:
â€¢ The date and time the meeting(s) took place;
â€¢ The location of the meeting(s);
â€¢ The names and titles of all individuals in attendance; and
â€¢ All records created or used in preparation for, during,
and as follow-up to the meeting.

11/1/2022

2023-NPFO-00045 Byrne, Malcolm
documents relating to the establishment of the National Cybersecurity and Communications Integration Center, including but not limited 
to operational directives, mission statement, organizational structure, and statements of tasks and responsibilities 10/28/2022

2023-NPFO-00046 Sean Dunagan

1.  Entries into â€œFacebookâ€™s Content Request Government Reporting Systemâ€� made by CISA employees.

2.  All policies, regulations, guidelines, or similar records related to the use of â€œFacebookâ€™s Content Request Government Reporting 
Systemâ€� by CISA.

3.  All communications to and from CISA employees and @meta.com and @facebook.com concerning â€œcontent moderationâ€�, 
â€œcontent reportingâ€�, â€œxtakedownsâ€�.

4.  All communications to and from CISA employees that contain the terms â€œcontent moderationâ€�, â€œcontent reportingâ€�, 
â€œxtakedownsâ€�.

11/2/2022

2023-NPFO-00047 Jason Leopold 1. The latest final copy of any joint intelligence bulletin created by CISA and I&A relating or referring to Tuesday's, November 8, 2022, 
midterm election.

11/3/2022

2023-NPFO-00048 Jason  Schoeffner
I am requesting info on the misinformation disinformation governance program that's been scrapped due to privacy concerns and 
information on The use of private companies to assist in this program as well as the use of drones and what role they play involving the 
subject

11/3/2022

2023-NPFO-00049 Ron Hartke

clearly releasable info only:
1.	the first page (i.e., Face Page) of the current contract award, and first 15 pages of the Performance Work Statement or Statement of 
Work for the existing contract # 70T01022F7668N028/	70T01020D9NREM057
(https://www.fpds.gov/ezsearch/fpdsportal?indexName=awardfull&templateName=1.5.3&s=FPDS.GOV&q=%0970T01022F7668N028&x=
0&y=0
2. for the existing contract, who is currently assigned as:
PM/TM/POC (govt program manager, technical manager or govt owner of the requirement), 
COR (Contracting Organization Representative), 
CO/KO (contract officer), and 
CS (contract specialist, if applicable)

11/7/2022

2023-NPFO-00050 Zack Bayhan  a list of articles and social media posts that DHS has had taken down or flagged as misinformation.  11/7/2022
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2023-NPFO-00051 Morgan Yardis
1. From January 20, 2021, through the date this request is processed, records of emails sent to or received by the following email address:
records@records.facebook.com 11/7/2022

2023-NPFO-00052 Morgan Yardis
1. From January 20, 2021, through the date this request is processed, records of emails sent to or received by the following email address:
@2020partnership.atlassian.net 11/7/2022

2023-NPFO-00053 Chris Nelson

Records and communications regarding the use of cellular modems by any U.S. State (or entity therein) to transmits unofficial U.S. 
election-night results from precincts to central offices using cellphone network carriers, wherein:

(1)	known vulnerabilities exist or have been identified in the past
(2)	attempts have been made by nation-states or any â€œhackersâ€� to illegally access those systems or intercept communications from 
those systems
(3)	documented risk assessments have performed
(4)	 attempts to introduce malware have been discovered

Please provide records from July 1, 2020, to present

11/7/2022

2023-NPFO-00054 Jason Leopold 1. The latest final copy of any joint intelligence bulletin created by CISA and I&A relating or referring to Tuesday's, November 8, 2022, 
midterm election. 

11/3/2022

2023-NPFO-00055 Jason Leopold

1. All emails and text messages mentioning or referring to Elon Musk's final purchase of Twitter on October 27, 2022. Please search the 
offices of Director, Deputy Director, Executive Director, Chief of Staff, Cybersecurity Division and National Risk Management Center. 
Please limit the search to leadership and GS15 and above. 
2. All emails, text messages and any reports (including threat assessments and intelligence bulletins) mentioning or referring to any tweets 
posted to Twitter by Elon Musk since October 27, 2022. You may search the same offices identified in part 1. 
3. Any and all records mentioning or referring to layoffs at Twitter since Elon Musk took control of the company on October 27, 2022, 
changes in Twitter's operations, and changes to its blue check verification system. You may search the same offices identified in part 1.

11/7/2022

2023-NPFO-00056 Morgan Yardis

From January 20, 2021, through the date this request is processed, records of communications regarding the Government Reporting 
System within the Facebook Content Request System. Suggested search terms to facilitate this request include â€œspecial Facebook 
portalâ€�, Facebook Content Requests Systemâ€�, â€œGovernment Reporting Systemâ€�, â€œFacebook CRSâ€�, â€œxtakedownsâ€�, 
â€œFacebook Content Requestâ€�

11/9/2022

2023-NPFO-00057 Reena Bhatia
previous RFP documents for the below opportunity:
Solicitation ID: RFI-ESS-RCIS-22-00005
Title: Exercise Support Services (ESS)

11/11/2022

2023-NPFO-00058 any documentation that would validate why my Precheck and Global Entry were revoked. 11/14/2022

2023-NPFO-00059 I have filed a complaint to IC3 and would like to know the status of my complaint. Has it been worked on? Has anyone looked at it. What 
is the progress here? I am a victim of a crypto scam and need answers.

11/15/2022
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2023-NPFO-00060 Reed Rubinstein

1.	For the time period between July 1, 2022, and November 4, 2022, all records of any communication sent to or from any of the below 
listed custodians that contain any of the following terms: â€œMD,â€� â€œMDM,â€� â€œCFITF,â€� â€œdisinformation,â€� 
â€œmisinformation,â€� â€œmalinformation,â€� â€œDisinformation Governance Board,â€� â€œDGB,â€� â€œGEC,â€� â€œFITFâ€�

a.	Jen Easterly
b.	Alaina Clark
c.	Bridget Bean
d.	Victoria Dillon
e.	Stephanie Doherty
f.	Kiersten Todt
g.	Robert Costello
h.	Geoff Hale
i.	Kim Wyman
j.	Allison Snell
k.	Lauren Protentis
l.	Brian Scully

2.	For the time period of July 1, 2022, through November 8, 2022, all records of any communication sent to or from any CISA employee 
that contain the search term â€œfacebook.com/xtakedownsâ€�.

3.	Records sufficient to evidence all CISA employees who logged into the Facebook portal or accessed it from their work (government) 
device. 

4.	All records that define MDM (or any subpart) or instruct CISA employees on how to decide which posts should be flagged/submitted to 
the portal. 

11/15/2022

2023-NPFO-00061 Sally Yi

Request any documents related to talent agent planning, particularly around salary budgeting and decision to create separate role 
categories under CISA
Request information on the planning and efficacy of the 2021 hiring sprint, any reports on the efficacy of the Honors Program, and details 
on how many applicants are using the Cybersecuirty Talent Management System
Request information about the DHS Honors Program (planning documents, reports on efficacy, percentage of 2021 Honors Program 
participants who received a final offer)
Request information about the 60-day 2021 Cybersecurity Workforce Sprint (planning documents, reports on efficacy, how many are still 
employed)

11/15/2022
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2023-NPFO-00062 Vicens, AJ

the following records:

The "security audit relating to vulnerabilities in the Judiciaryâ€™s Case Management/Electronic Case Files system (CM/ECF)" referenced in 
a Jan. 6, 2021 statement made by the Administrative Office of the United States Courts. The full sentence for reference:

"The AO is working with the Department of Homeland Security on a security audit relating to vulnerabilities in the Judiciaryâ€™s Case 
Management/Electronic Case Files system (CM/ECF) that greatly risk compromising highly sensitive non-public documents stored on 
CM/ECF, particularly sealed filings."

Source: https://www.uscourts.gov/news/2021/01/06/judiciary-addresses-cybersecurity-breach-extra-safeguards-protect-sensitive-court

Please provide any emails, memos, internal communications, presentations or any other material related to this audit.

11/22/2022

2023-NPFO-00063 access to my father's information.  who died in 2020. I'm his legal ascendant 11/23/2022

2023-NPFO-00064 La Liga Defensora 
 Any and all documents relating to €™s detentions, apprehensions, and interactions with CBP, including any 
expedited removal orders, if any. #31780-Navarro 11/28/2022

2023-NPFO-00065 Aaron Schaffer November 2022 calendar records for Jen Easterly. 12/1/2022

2023-NPFO-00066 Sean Dunagan

All records related to the Organization for Security and Cooperation in Europeâ€™s Election Observation Mission to observe the 
November 8, 2022 U.S. elections. This request includes, but is not limited to, the following:
o All records related to any the May 2022 meeting between Senior Election Security Lead Kim Wyman, Cybersecurity Specialist David 
Kuennen, International Affairs Advisors Adeline Piotrowski and Caleb Klakring, and representatives of the OSCE Election Observation 
Needs Assessment Mission.
o All records related to any additional meetings between any official or employee of the Department of Homeland Security and any 
foreign representative participating in the Election Observation Mission.
o All related records of communication between any official or employee of the Department of Homeland Security and any other 
individual or entity.

12/1/2022

2023-NPFO-00067 Chris Nelson

Records and communications of Region 9, Cybersecurity and Infrastructure Security Agency, Department of Homeland Security 
concerning:

1.	Contact with Meta (@meta.com); Facebook (@facebook.com); Twitter (@twitter.com); regarding removing specific user accounts or 
censoring or removing specific information, or URLs from any of those social media platforms.
2.	Contact with any of the following employees of the San Francisco Field Office, Federal Bureau of Investigation, including (1)  

(2)  (3) (4) (5) (6) (7) (8)  regarding 
removing specific user accounts or censoring or removing specific information, or URLs from any of those social media platforms.

Please provide all records from January 1, 2020, to August 1, 2021.

12/5/2022
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2023-NPFO-00068 Sean Dunagan

1.	All records of communication between any official or employee of the 
Cybersecurity and Information Security Agency and any employee or 
representative of the Center for Internet Security (CIS), the Election Infrastructure Information Sharing and Analysis Center (EI-ISAC), 
and/or the Multi State Information Sharing and Analysis Center and/or (MS-ISAC) regarding any of the following: 
 
The Election Integrity Partnership 
The National Association of Secretaries of State (NASS) 
The National Association of State Election Directors (NASED) 
The 2020 U.S. election 
Online misinformation and disinformation 
Any social media platform 
Misinformation Reporting Portal 
Jira  
Atlassian 
 
 
2.	All records of communication between any official or employee of the 
Cybersecurity and Information Security Agency and any employee or 
representative of the National Association of Secretaries of State (NASS) regarding any of the following: 

The Election Integrity Partnership 
Stanford University 
The Center for Internet Security (CIS) 
The Election Infrastructure Information Sharing and Analysis Center (EI-ISAC) 
The 2020 U.S. election 
Online misinformation and disinformation 
Any social media platform 
Misinformation Reporting Portal 
Jira  
Atlassian 
 
3.	All records of communication between any official or employee of the 
Cybersecurity and Information Security Agency and any employee or 

i  f  i  i i  f  i  i   i   f  f i  

12/5/2022

2023-NPFO-00069 Jennifer Orten I am requesting electronic copies of all text and email communications received by or sent from CISA and DHS and ISAC that includes the 
term, recipient, and/or subject of Belfer from 2016-present.

12/6/2022

2023-NPFO-00070 AFL, AFL
1. An unredacted copy of the email with the subject line "Misinformation Reports," that is posted at the following link. The time period for 
this request is Jan. 7, 2021. https://twitter.com/christina_bobb/status/1599399706613923840 12/6/2022

2023-NPFO-00071 Jack Gillum

all expense documentation relating to CISAâ€™s Cybersecurity Advisory Committee (CAC), from June 1, 2021, to the present. â€œExpense 
documentationâ€� includes, but is not limited to, merchant receipts and purchase orders. Applicable expenses include those incurred by 
U.S. government personnel or CAC members; they include, but are not limited to: hotel stays, airfare, train tickets, rental cars, restaurant 
bills, conference fees, and per diem rates/reimbursements. 

12/7/2022
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2023-NPFO-00072 Chris Nelson

Records and communications of employees of the Cybersecurity and Infrastructure Security Agency (CISA), U.S. Department of Homeland 
Security and employees of the Ukrainian State Service of Special Communications and Information Protection of Ukraine (SSSCIP) 
regarding (1) information exchanges and sharing of best practices (2) cyber incidents (3) critical infrastructure security and / or protection 
(4) cybersecurity training (5) joint exercises.

Please provide records from March 20, 2022, to present

12/7/2022

2023-NPFO-00073 Any info on me you have 12/8/2022

2023-NPFO-00074 I requesting records on myself. 12/8/2022

2023-NPFO-00075 Christopher Alexander

1. All records of communication between any official or  employee of the Cybersecurity and Information Security Agency and any officer, 
employee, or representative of the Election Integrity Partnership. This request includes, but is not limited to, all "tickets" or notifications 
to the Partnership regarding election-related disinformation on any social media platform. 
2. All records regarding the July 9, 2020 meeting between Department of Homeland Security officials and representatives of the Election 
Integrity Partnership. This request includes, but is not limited to, all related notes, presentations, or summaries, as well as all additional 
records created in preparation for, during, and pursuant to the meeting.
3. All records of communication between any official or employee of the Cybersecurity and Information Security Agency and any 
employee or representative of the University of Washington's Center for an Informed Public and/or Stanford University's Internet 
Observatory regarding any of the following:
    1.	The Election Integrity Partnership
    2.	 The 2020 U.S. election
    3.	Online misinformation and disinformation
    4.	Any social media platform
4. All records of communications between any official or employee of the Cybersecurity and Information Security Agency and any 
employee or representative of the Louisiana Secretary of State.
5. All records of communications between any officer, employee, or representative of the Election Integrity Partnership and any employee 
or representative of the Louisiana Secretary of State.
The time period for this request is January 1, 2020 to present. 

12/9/2022

2023-NPFO-00076 Chris Nelson

Records and communications of Jen Easterly, Director, CISA; Christopher Krebs, Former Director, CISA; Matt Masterson, Former CISA 
Senior Cybersecurity Advisor; and Brian Scully, CISA Senior Cybersecurity Advisor, regarding:

1.  CISA facilitated or hosted USG-industry meetings with Meta (@meta.com); Facebook (@facebook.com); Twitter (@twitter.com); 
Wikimedia Foundation (@wikimedia.org); Pinterest (@pinterest.com); LinkedIn (@linkedin.com); concerning election security.
2.  Election Infrastructure Subsector Government Coordinating Council Meetings
3.  Election Infrastructure Subsector Government Coordinating Council Joint MDM Working Group Meetings
4.  Preparatory meetings with any employees of the DHS Office of Intelligence and Analysis; Federal Bureau of Investigation; Office of the 
Director of National Intelligence; National Security Agency; U.S. Secret Service; concerning any of the aforementioned USG-industry 
meetings and / or Coordinating Council Meetings.

Please provide all records from January 1, 2019, to present

12/12/2022

2023-NPFO-00077 Stephen Webb the date cisa.gov first began using an Elliptic Curve Cryptography certificate for encryption. 12/13/2022
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2023-NPFO-00078

I,  am of sound mind, and declare under perjury of law that,

I want to know how the Federal government is keeping me safe <3,

I might run for President one day ;),

I need all information the Department of Homeland Security has on myself be sent to my Tribe's Legal Aid Department at 3009 E. Portland 
Ave Tacoma, WA 98404, 

And that I love the United States of America.

Signed and sealed at the University of Washington Seattle Campus on 12/13/2022 14:59.

12/13/2022

2023-NPFO-00079 Katherine Schickedanz
1. Any and all budgetary information regarding expenditures related to the acquisition of location data, consumer marketing data, and 3rd 
party data to include licensing and product fees for 3rd party data brokerage software (Venntel, Babel Street, etc.) 12/15/2022

2023-NPFO-00080 Rose Santos
relevant to 47QRAD20D1207 Order 70RSAT21FR0000026, we seek CLEARLY RELEASABLE copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 

12/16/2022

2023-NPFO-00081 Nikalina Ilievski

Please provide any and all records within your possession and control including unfounded or unsubstantiated documents, including but 
not limited to: administrative investigations, complaints, charges, and disciplinary proceedings, including but not limited to a statement of 
charge, transcript of hearing, a notice of decision, disposition, letters of termination or resignation, counseling, reprimands, censure, 
reinstatement, a record of appeal procedure, and the final written opinion or memorandum supporting the disposition and discipline 
imposed including the agency's complete factual findings and its analysis of the conduct and appropriate discipline of: 

, , and 

12/16/2022

2023-NPFO-00082 Jennifer Orten
ALL communications between all members of the MDM and Election Security Initiative Team (National Risk Management Center of CISA) 
that are sent by, received from, and/or contain the word "Treasury" between January 1, 2020-present (December 16, 2022) 12/16/2022

2023-NPFO-00083
employment history that (you) submitted to ICE and Eqip in 2021 sometime in the Summer that listed job history for the past 5 years. 
Seeking the dates (joining and leaving), the gaps in employment, and the addresses along with their dates listed 12/19/2022
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2023-NPFO-00084 Chris Nelson

Records and communications of Jen Easterly, Director, CISA; Nitin Natarajan, Deputy Director, CISA; Christopher Krebs, Former Director, 
CISA; Matt Masterson, Former CISA Senior Cybersecurity Advisor; and Brian Scully, CISA Senior Cybersecurity Advisor, regarding:

CISA facilitated or hosted meetings with the company TikTok, owned by the Chinese company ByteDance

Communications of the above named persons with Evan Nicholas, US Law Enforcement Outreach Lead, TikTok; Jim Ammons, Crisis 
Manager, TikTok; Patrick Deschamps, Trust and Safety, TikTok; or other employee using @tiktok.com email domain regarding:

Election security; disinformation; misinformation; foreign influence; use of TikTok on government owned and / or issued cellphones or 
computers; foreign intelligence; bad actors.

12/20/2022

2023-NPFO-00085 Zachary Stieber all documents regarding the establishment of the CDC-Census Bureau project aimed at combating misinformation. 12/15/2022

2023-NPFO-00086 Naseef Bryan Everything that is vital for Americans 12/21/2022

2023-NPFO-00087 Jennifer Orten to request electronic copies of ALL current and previous lists "of civil society groups Twitter has partnered with" as referenced by V. 
Gadde in the June 7, 2022 CSAC MDM subcommittee meeting.

12/21/2022

2023-NPFO-00088 Reed Rubinstein

II. Records Requested
A. All emails to or from John Brennan. The time frames for this item are September 1, 2020, to November 1, 2020, and March 23, 2022, to 
the date of processing.
B. All records of, mentioning, or regarding the â€œPublic Statement on the Hunter Biden Emailsâ€� dated October 19, 2020, that is 
available at https://www.politico.com/f/?id=00000175-4393-d7aa-af77-579f9b330000 and attached as Exhibit A.
C. All records of or regarding the processing of the above items.

III. Custodians
A. All persons assigned to, working on, or working through CISAâ€™s â€œMDM teamâ€�
B. Jen Easterly
C. Nitin Natarajan
D. Brandon Wales
E. Kiersten E. Todt
F. Kim Wyman
G. Christopher Krebs
H. Matthew Masterson

12/22/2022

2023-NPFO-00089 Tobias, Jimmy Any and all official work calendars and itineraries for Jen Easterly, the director of the Cybersecurity and Infrastructure Security Agency. 
This request seeks records produced since June 20 2021.

11/1/2022

2023-NPFO-00090 Chris Nelson

Records or communications (including assessments, reports, memoranda, publications, email, email chains, email attachments) 
concerning TikTok, a subsidiary of the Chinese company ByteDance using any form of source code, programming, or an in-app browser to 
monitor user keystrokes and / or capture personal user information like credit card numbers, bank account information, date of births, 
home addresses, telephone numbers, current location data, geolocation, computer file names, images, personal messages, browsing 
history, cellular carrier, wireless connections, passwords and / or medical information.

Please provide all records from January 1, 2020, to present.

12/23/2022

2023-NPFO-00091 Tobias, Jimmy Any and all work calendars or itineraries for Geoff Hale, the director of the Election Security Initiative at the Cybersecurity and 
Infrastructure Security Agency. This request seeks records produced since January 2021.

12/23/2022
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2023-NPFO-00092 Chris Nelson

All records or communications (see below for specific definitions) of Incident Response Analyst, CISA, regarding a 
Russian military group known as Fancy Bear, or APT28, infiltrating a U.S. satellite communications provider, who has customers in the U.S. 
designated critical infrastructure sectors.

Please provide records from September 1, 2021 to present.

12/23/2022

2023-NPFO-00093 Seth Fisher  any information involving bitcoin Blockchain technology. 12/26/2022

2023-NPFO-00094 Jack Gillum Digital copies of CISA Director Jen Easterly's calendars and schedules, from July 13, 2021, through the present. 12/27/2022

2023-NPFO-00095 Carolina Gomez  -Please provide any/all documents pertaining to any apprehensions, detentions, and/or deportations under my 
name and/or fingerprints from 01/01/1976 to 12/31/1978.

12/27/2022

2023-NPFO-00096 Siri, Aaron

All communications sent or received by the individuals listed
below, from April 1, 2021 through the date of search, that
contain the word â€œBerensonâ€�.
â€¢ Carol Crawford
â€¢ Elisabeth Wilhelm
â€¢ Kevin Griffis
â€¢ Lynn Sokler
â€¢ Brooke Aspinwall
â€¢ Jay Dempsey
â€¢ Dia Taylor
â€¢ Sapana Parikh
â€¢ Kenya Ford
â€¢ Melody Stevens

12/27/2022

2023-NPFO-00097 records related to yourself 12/27/2022

2023-NPFO-00098 would like all information DHS has on myself. 12/28/2022

2023-NPFO-00099 Chris Nelson

Reports or communications regarding
(1)	Credible or specific plans to attack electricity infrastructure.
(2)	Information or intelligence communicated with the private sector and state and local partners, regarding threats to electricity 
infrastructure.
(3)	Communications or briefings provided to the Electricity Sub-Sector Coordinating Council Charter regarding threats to electricity 
infrastructure.
(4)	Confirmed attacks on any electricity infrastructure by any person or group labeled as â€œdomestic extremistsâ€� or â€œdomestic 
terroristsâ€�.

Please provide records from January 1, 2020 to present

12/28/2022

2023-NPFO-00100 Tobias, Jimmy

Any and all written or electronic communication, including email attachments, between Cybersecurity and Infrastructure Security Agency 
director Jen Easterly and any official, executive or representative of one or more of the following companies: Twitter, Facebook, TikTok, 
Instagram, Snapchat, Google, Microsoft, Reddit, Wikipedia, Apple and/or Amazon. This request also seeks all written and electronic 
communication between Easterly and Twitter head of legal policy, trust, and safety Vijaya Gadde. This request seeks records produced 
since June 2021.

12/28/2022
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2023-NPFO-00101 Reed Rubinstein

I. Requested Records
AFL requests the following records under the Freedom of Information Act (FOIA), 5 U.S.C. Â§ 552(a).
A. All emails to or from Jim Clapper and/or Mike Hayden, the first two signatories to a Public Statement on the Hunter Biden Emails 
(October 19, 2020), https://bit.ly/3FPVfnV. The time frames for this item are September 1, 2020, to November 1, 2020, and March 23, 
2022, to the date of processing.
B. All records relating to or regarding the processing of item A.

II. Custodians
A. All persons assigned to, working on, or working through CISAâ€™s â€œMDM teamâ€�
B. Jen Easterly
C. Nitin Natarajan
D. Brandon Wales
E. Kiersten E. Todt
F. Kim Wyman
G. Christopher Krebs
H  Matthew Masterson

12/28/2022

2023-NPFO-00102
 I want to get access to my records because i have access to unclassified  information trought Cisa infrastructure Security agency 12/28/2022

2023-NPFO-00103 Jennifer Orten

 copy of ALL contracts and Memorandums of Agreement made between the Center for Internet Security (CIS), operating also as MS-ISAC, 
with each of the following: Utah's Lt Gov office, Utah's Dept of Public Safety, and Salt Lake County, and Maricopa County, and also 
Colorado Secretary of State.

I would also like electronic copies of ALL contracts and addendums and memorandums of agreement between DHS and any entities or 
counties or government agencies in the state of Utah.

12/28/2022

2023-NPFO-00104 Jennifer Orten

electronic copy of ALL contracts and Memorandums of Agreement made between the Center for Internet Security (CIS), operating also as 
MS-ISAC and EI-ISAC, for the purpose of EDR services (Endpoint Detection and Response).

From 2014 to the present
12/28/2022

2023-NPFO-00105 David  Perretta the law used by the Blair County district attorney office that gives them permission to remove me from access to social media because 
they are in fear of me telling people on Facebook of this illegal activity

12/30/2022

2023-NPFO-00106 ryan lasalle

All communication between DHS and Twitter, Inc. ("Twitter") requesting content removal or communication between DHS and Twitter 
concerning the removal of content on Twitter.

All communication between DHS and META/Facebook ("Facebook") requesting content removal or communication between DHS and 
Facebook concerning the removal of content on Facebook.

All communication between DHS and Google requesting content removal in search results or content removal from YouTube or 
communication between DHS and Google/YouTube concerning the removal of content on Google and/or YouTube.

1/1/2023

2023-NPFO-00107 Rose Santos

[Reference FGI# 23-81357G] Relevant to GS00Q14OADS204 Task Order 70RCSA23FR0000001 (CISA), we seek CLEARLY RELEASABLE copies 
of the following: (1) Task order title page (1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work 
Statement (SOW/PWS) [WE DO NOT SEEK PRICING] (this FOIA request should be placed in the â€œsimpleâ€� agency FOIA processing 
queue)

1/2/2023
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2023-NPFO-00108
all records that have been collected by the State of Delaware containing data about me, all collected records of my personal 
private data as well as a list detailing with whom my personal private data has been shared 1/2/2023

2023-NPFO-00109 Gram Slattery

all formal intelligence and security bulletins, memoranda, assessments and directives issued by Cybersecurity and Infrastructure Security 
Agency officials regarding threats to power generation or power transmission facilities/infrastructure, that have been issued since July 1, 
2022. This request is limited to formal bulletins, memoranda, assessments and directives disseminated broadly to agency personnel 
and/or to partner agencies or private-sector partners.

1/3/2023

2023-NPFO-00110 Dara Williams
 had his computer confiscated for alleged child pornography in 2011, 2012 maybe? 

Lives in Alabama. Hoover, Quinton, maybe Adger area? 1/4/2023

2023-NPFO-00111 Aaron Schaffer December 2022 calendar records for Jen Easterly 1/5/2023

2023-NPFO-00112 no records requested 1/5/2023

2023-NPFO-00113 all records pertaining to my identity theft and my child 1/6/2023

2023-NPFO-00114 Release of the information data contained in the Alien File Records under my name by the agency described above. 1/7/2023

2023-NPFO-00115 ryan lasalle

All communication between CISA and Twitter, Inc. ("Twitter") requesting content removal or communication between CISA and Twitter 
concerning the removal of content on Twitter. All communication between CISA and META/Facebook
("Facebook") requesting content removal or communication between CISA and Facebook concerning the removal of content on 
Facebook. All communication between CISA and Google requesting content removal in search results or content removal from YouTube 
or communication between CISA and Google/YouTube concerning the removal of content on Google and/or YouTube.

1/7/2023

2023-NPFO-00116 Amber Krabach any and all records of communication sent to CISA sent between Jan. 1, 2018 and Jan. 10, 2022 that contain the keyword â€œAK4WAâ€� 1/10/2023

2023-NPFO-00117 Mohammad Ali

 all information related to the DHS CISA offering known as "Enhanced Cybersecurity Services" (also identified as "ECS", and "DHS ECS", and 
"DHS Enhanced Cybersecurity Services".) Specifically emails, brochures, presentations, documentation, meeting notes, (etc.) related to 
ECS and how the service (is/was) offered, either directly by DHS CISA, or via the commercial organizations that DHS CISA authorized to 
distribute government-furnished information for the ECS Program. 

According to DHS CISA's website [reference A] (and/or previous version of the website), the following commercial parties offer (or 
previously offered) ECS Services:
- Companies: ViaSat, CenturyLink, AT&T, Lumen
- Company email addresses: ecs@viasat.com, ecs@centurylink.com, vz-ecs@one.verizon.com, ecs-pmo@list.att.com
- Government Email Addresses:

Any records (PDFs, docs, emails, spreadsheets, calendar meetings, etc.) involving those organizations (and/or associated email addresses) 
and the ECS program, would be responsive to this request. Please note that the ECS program involves a classified component, so 
responsive records (such as emails) may exist at the SECRET and TOP SECRET/SCI levels -- and unclassified or redacted records (from 
classified systems) would also be responsive to this request. 

1/11/2023
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2023-NPFO-00118 Clinton Rarey

all email communications from Steve Adler pertaining to twitter communications and a review of Twitter accounts between January 1st 
2021 to December 1st 2022.

Keywords searching for: Twitter, tweet, Clint, Clinton, @ClintonRarey @ClintRarey @Rarey4ATXD1 

1/12/2023

2023-NPFO-00119
Any and all documents relating to  detentions, apprehensions, and interactions with CBP, including any 
expedited removal orders, if any. #38605- 1/12/2023

2023-NPFO-00120 Robert Ellertson

a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the FBI, USDOJ, 
or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past eight (8) years; and c) the list 
containing all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past eight (8) 
years; and d) provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB

1/15/2023

2023-NPFO-00121 all information on my  U.S. citizenship that is associated with my Social Security Number my maiden  name or my name 1/16/2023

2023-NPFO-00122  Requesting all information on my U.S. citizenship that is associated with my Social Security Number that is associated with 
my maiden name 

1/16/2023

2023-NPFO-00123 Tye Johnson
Video footage from New Orleans International Airport near and at Gate C 7 United Airlines April 8, 2022 at 8:06 PM to 10:00 PM. This is 
for a pending lawsuit being filed. The footage is needed to show the events that followed an arrest. 1/17/2023

2023-NPFO-00124 assistance with tracking and removing I-Spy platform so I can have my privacy back. 1/17/2023

2023-NPFO-00125 records related to your client's security clearance. 1/18/2023

2023-NPFO-00126

all information regarding the Agency (CISA's) determination to revoke my  access to classified information. This 
is based on the letter "NOTICE OF DETERMINATION TO REVOKE ACCESS TO CLASSIFIED INFORMATION," which was dated for January 13, 
2023, and sent electronically on January 17, 2023. It states that I can submit a FOIA request within fifteen (15) calendar days of my receipt 
of this Notice of Determination regarding all information that has led to this determination. I am requesting the following information 
below:

All documents, records, or reports upon which this Notice of Determination is based. This includes all files and records that led to the 
determinations in the following documents:
â€¢	Notification of Temporary Physical Access Suspension Pending Preliminary Inquiry, Dated 11.18.22
â€¢	Re: Notification of Suspension of Eligibility for Access to Classified Information, Dated 11.23.22
â€¢	Notice of Proposed Indefinite Suspension, Dated 11.28.22
â€¢	Notification of Placement on Notice Leave, Dated 11.28.22
â€¢	Notice of Decision on Proposed Indefinite Suspension, Dated 12.29.22
â€¢	Notice of Determination to Revoke Access to Classified Information, Dated 1.13.23

I am also requesting the entire investigative file, as permitted by the national security and other applicable laws and regulations, including 
Executive Order 12968

1/19/2023

2023-NPFO-00127 Completed unredacted file pertaining to any detentions, apprehensions, and removal records. Including Encounter ID:  1/19/2023

2023-NPFO-00128 all e-mails associated with my yahoo account   from 2013-2018 1/20/2023

2023-NPFO-00129 any and all records kept about myself as well as any biofeedback recordings made in renton, washington. 1/22/2023

2023-NPFO-00130
All records pertaining to DHS case HQ07QR19HO0011, regarding the arrest and subsequent prosecution of   

on 3 counts of possession of child 
pornography.

1/23/2023
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2023-NPFO-00131 Evans, Austin investigative file and any records pertaining to his Notice of Determination. Mr. Coloradoâ€™s notice indicated that this was the email 
address to request his DHS file.

1/23/2023

2023-NPFO-00132 immigration review on property claims and/or information on legal claims processed matter 1/24/2023

2023-NPFO-00133 no records requested 1/26/2023

2023-NPFO-00134 Heywood, Michelle

1) All signed PROTECTED CRITICAL INFRASTRUCTURE INFORMATION (PCII) PROGRAM MEMORANDUM OF AGREEMENTS between the 
Department of Homeland Security (DHS) and the state of Ohioâ€™s Secretary of Stateâ€™s office for years 2009 - present.

2.) Signed DEPARTMENT OF HOMELAND SECURITY NON-DISCLOSURE AGREEMENT(S) FOR PROTECTED CRITICAL INFRASTRUCTURE 
INFORMATION (PCII) for the State of Ohio SOS Office.

3.) Contractor Certification Memorandum for the Record for the State of Ohio SOS office for years 2009 to present

1/26/2023

2023-NPFO-00135 Augustino Gonzales  documents related to the use of AI in cyber attacks and documented cases of when it has been used. 1/26/2023

2023-NPFO-00136 Cherala, Molly

Any and all information regarding data breaches at Rackspace Technology from 2012 to present date:
â€¢ Any communications between your agency and Rackspace Technology from 2016 until present date regarding Rackspaceâ€™s data 
security.
â€¢ Any and all reports produced by Rackspace regarding their cybersecurity given to your agency from 2016 to 2022.
â€¢ Any and all reports produced by your agency regarding Rackspaceâ€™s cybersecurity from 2016 to 2022.

1/26/2023

2023-NPFO-00137 a copy of (your) NCIC report 1/27/2023

2023-NPFO-00138 the documents, records and reports upon which the Notice of Determination (attached) was based for for access 
to classified information, as well as the entire investigative file

1/27/2023

2023-NPFO-00139

Hello i have reason to  believe someone is making false claims that i may be bothering them if there is a civil case or any personal 
information on me may you send it to me. i also want to make it clear i am a US citizen also a christian i want to know if anyone is making 
false claims of terrorism on me or false allegations please get back to me asap

1/27/2023

2023-NPFO-00140 records regarding yourself 1/30/2023

2023-NPFO-00141 Rose Santos
Relevant to GS00Q14OADS111 Order 70RCSA23FR0000002, we seek CLEARLY RELEASABLE copies of the following: (1) Task order title 
page (1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 1/31/2023

2023-NPFO-00142 Rose Santos
Relevant to 47QTCH18D0025 Order 70RCSA21FR0000084, we seek copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS)

1/31/2023

2023-NPFO-00143 Vincent Diodoro

 a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the FBI, USDOJ, 
or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past five (5) years; and c) the list containing 
all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past five (5) years; and d) 
provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB. 2/2/2023
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2023-NPFO-00144

access to: a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the 
FBI, USDOJ, or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past five (5) years; and c) the list 
containing all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past five (5) 
years; and d) provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB. The 
undersigned also requests that you remove my name and any aliases from any and all â€œWatchlistsâ€� under your agency's control

2/3/2023

2023-NPFO-00145
Bridgette Ramasodi-

Johnson

copies of public records that Relate to (you) regarding searches of (you) home, finances, employment history, travel history, surveillance 
by Los Angeles County Sherrif, LAPD, Department of Transportation, INS, FBI, Homeland Security, Local Law enforcement Crime 
prevention center, Military Police, US Air Mashalls, Immigration and Customs boarder Patrol

2/3/2023

2023-NPFO-00146 documents that show the reason your FAST card application was denied 2/5/2023

2023-NPFO-00147
Bridgette Ramasodi-

Johnson

1. Emails with the terms â€œPalladium,â€� â€œSUB-zERO,â€� â€œ50/50 CBP Assistâ€� using the full term and any related acronym or 
abbreviation, between CBP or DHS and any other federal agencies between the dates of 01/01/2015-3/31/2023

2. information regarding possible government surveillance of my home, electronics, family, vehicle tracking, state and local law 
enforcement.  

3. â€œTarget listsâ€� include those compiled with data provided by outside vendors through automated and non-automated services. See
      
3.1 Emails or other communications by CBP or DHS officials, agents, contractors or other employees regarding subject matter referenced 
above.  r

4. Emails or other communications by CBP or DHS, LAX security, LAPD, LA County Sheriff, Crime Stoppers, Antelope Valley College officials, 
agents, contractors or other employees regarding subject Bridgette K. Ramasodi-Johnson. This includes any emails 

2/6/2023
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2023-NPFO-00148 Petti, Matthew

1. Documents mentioning, describing or generated in response to the CommuteAir leak, the preceding hack or subsequent fallout, 
including but not limited to:

* Damage assessments
* Emails
* Interagency communications (local, state, or federal)
* Communications with the press about the CommuteAir leak
* Communications with Twitter or other social media or sharing platforms

2. Documents mentioning or describing "Tillie Kottmann" or "maia arson crimew."

You may limit this request to records generated between January 19, 2023 and the present.

The "CommuteAir leak" refers to documents from the Terrorist Screening Database that were posted on a public server belonging to the 
airline CommuteAir, and forwarded to media outlets by the security researcher maia arson crimew, formerly known as Tillie Kottmann. 
The leak was first reported by the Daily Dot on January 19, 2023: https://www.dailydot.com/debug/no-fly-list-us-tsa-unprotected-server-
commuteair/

A spokesperson for CommuteAir told the Daily Dot that the Cybersecurity and Infrastructure Security Agency was informed about the 
leak. Spokespeople for the Transportation Security Administration and Federal Bureau of Investigation have also acknowledged that their 
agencies are also aware of the reported cybersecurity incident.

2/6/2023

2023-NPFO-00149 Jones, Thomas

On October 31, 2022, the publication The Intercept posted a story detailing the Department's use of a platform at Facebook for the 
submission of requests to take down or suppress content. https://theintercept.com/2022/10/31/social-media-disinformation-dhs/ The 
article provided a URL to the portal of https://www.facebook.com/xtakedowns/login where the government could submit requests to 
suppress or remove content. Cybersecurity and Infrastructure Security Agency.

2/6/2023

2023-NPFO-00150 any and all correspondence to and from this agency concerning me, my work, and/or my activities as a journalist. I am known as 2/8/2023

2023-NPFO-00151 ryan lasalle All communication between CISA and Twitter, Inc. ("Twitter") between 2018 to February 2023 2/9/2023

2023-NPFO-00152 ryan lasalle All communication between CISA and META/Facebook ("Facebook") between 2018- February 2023 2/9/2023

2023-NPFO-00153 ryan lasalle All communication between CISA and Google/YouTube between 2018-February 2023 2/9/2023

2023-NPFO-00154 Jason Akers

a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the FBI, USDOJ, 
or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past five (5) years; and c) the list containing 
all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past five (5) years; and d) 
provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB

2/10/2023

2023-NPFO-00155 James Lee interview of Satoshi Nakamoto, creator of bitcoin, is said to be 4 individuals. Iâ€™m interested in who the 4 individuals are 2/11/2023

2023-NPFO-00156 Douglas Lucas

records and reports related to the cybersecurity and technical analysis of VR systems which spanned two weeks in the summer of 2018 
and is referenced in a May 16, 2019 letter from VR Systems to Senator Ron Wydenand published by Politico at the following web address: 
https://www.politico.com/f/?id=0000016a-e72c-d72a-af6e-f72eb6550002 

2/14/2023

2023-NPFO-00157 Any and all records pertaining to . 2/15/2023
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2023-NPFO-00158 Douglas Lucas
records referring to the 2018 risk and vulnerability assessment conducted for Tallahassee-based elections vendor VR Systems, referenced 
in a May 16, 2019 letter from VR Systems to Senator Ron Wydenand published by Politico at the following web address: 
https://www.politico.com/f/?id=0000016a-e72c-d72a-af6e-f72eb655000

2/15/2023

2023-NPFO-00159 Tim Kilcullen

all documents relating to the admission of Vijaya Gadde as an original member of the Cybersecurity Advisory Committee (the admission 
was announced on December 1, 2021) When our request speaks of Gaddeâ€™s â€œadmissionâ€� to the Cybersecurity Advisory Council, 
we mean the decision to accept or hire her for the role on this specific committee in CISA. 2/17/2023

2023-NPFO-00160  all documents possible across all agencies having to do with me, , family , including 
written, visual or audible records. Thank you

2/18/2023

2023-NPFO-00161
a copy of (your) Internal Affairs report that was conducted by a Mr. George Hyek on 12/12/2022 on behalf of CISA Internal Affairs division 
and requesting any and all documentation to include the individual who made the allegation against (you). The internal allegation was to 
question my integrity about an OF-306 (you) filed.

2/21/2023

2023-NPFO-00162 Morgan Yardis

1. From June 1, 2020, through September 30, 2021, records of communications between the list of Cybersecurity and Infrastructure 
Security Agency (CISA) officials and the list of Global Disinformation Index/Atlantic Council employees regarding the 2021 US-Paris Tech 
Challenge, Disinfo Cloud, Park Advisors and/or the AN Foundation.

CISA officials
a) Christopher Krebs
b) Matthew Masterson
c) Geoff Hale
d) Ben Scribner
e) Allison Snell
f) Juan Figueroa
g) Antonio daRosa
h) James Smith
i) Amy Rue
j) Rachel Heinemeier
k) Michael Hawkins
l) Scott Wetzel
m) Connor Gauvin
n) Kathy Kincaid
o) Selam Kidane
p) Kat Wisener
q) Jackeline Scarola
r) Nate Blumenthal
s) Jason Lamote
t) Sara Sendek
u) Scott McConnell
v) Robert Hanson
w) David Stern
x) Brian Scully

Global Disinformation Index/ Atlantic Council employees and board members
I. Clare Melford
II. Daniel Rogers

  

2/22/2023
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2023-NPFO-00179 CORTEZ JONES no records requested 3/5/2023

2023-NPFO-00180 Pranali Shindolkar the previous RFP documents for Contract Number: 70RCSA20FR0000077; Incumbent Name: Federal Miracle Tech LLC 3/5/2023

2023-NPFO-00181 all records about yourself 3/7/2023

2023-NPFO-00182 George Balbona

a copy of all materials provided to Georgia County Officials by CISA during the GAVREO Conference held at The Jekyll Island Convention 
Center from February 12th through the 15th 2023. CISA was a vendor/exhibitor at GAVREO as described in the GAVREO Conference 
Agenda. Also requesting the names and contact information of all CISA employees who attended the aforementioned GAVREO 
Conference

3/7/2023

2023-NPFO-00183 Byrne, Malcolm
Reports, such as malware analysis reports, assessments, and conclusions about the July 2010 Stuxnet virus attack on Iran and identified 
threats to US critical infrastructure posed by this virus.The date range for materials is July 1, 2010 to November 30, 2010 3/7/2023

2023-NPFO-00184 Travis Miller

Please provide all grants of funding, federal assistance awards, and cooperative agreements issued by the Cybersecurity and Infrastructure 
Security Agency from 2016 through the present

Please provide all e-mails to/from Matt Masterson of the Cybersecurity and Infrastructure Security Agency for the time period of January 
1, 2020 through March 1, 2021 with any of the following terms: switchboard, twitter, facebook, youtube, google, disinformation, 
misinformation, biden, trump, covid, vaccine, hack, leak, hunter, DNC, or election

Please provide all e-mails to/from Brian Scully of the Cybersecurity and Infrastructure Security Agency for the time period of January 1, 
2020 through March 1, 2021 with any of the following terms: switchboard, twitter, facebook, youtube, google, disinformation, 
misinformation, biden, trump, covid, vaccine, hack, leak, hunter, DNC, or election

Please provide all e-mails to/from Geoff Hale of the Cybersecurity and Infrastructure Security Agency for the time period of January 1, 
2020 through March 1, 2021 with any of the following terms: switchboard, twitter, facebook, youtube, google, disinformation, 
misinformation, biden, trump, covid, vaccine, hack, leak, hunter, DNC, or election

Please provide all e-mails to/from Kim Wyman of the Cybersecurity and Infrastructure Security Agency for the time period of January 1, 
2020 through March 1, 2021 with any of the following terms: switchboard, twitter, facebook, youtube, google, disinformation, 
misinformation, biden, trump, covid, vaccine, hack, leak, hunter, DNC, or election

Please provide all e-mails between Brian Scully of the Cybersecurity and Infrastructure Agency and Renee DiResta for the time period of 
January 1, 2020 through the present

Please provide all e-mails between Geoff Hale of the Cybersecurity and Infrastructure Agency and Renee DiResta for the time period of 
January 1, 2020 through the present

3/8/2023

2023-NPFO-00185 CORTEZ  JONES no records requested 3/8/2023

2023-NPFO-00186 CORTEZ  JONES no records requested 3/8/2023

2023-NPFO-00187 M M no records requested 3/9/2023

2023-NPFO-00188 Basir Jalali a copy of the RFP or Statement of Work or Performance Work Statement for the task order # : 47QFRA19F0025 Date Range for Record 
Search: From 01/01/2018 To 12/31/2019

3/10/2023
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2023-NPFO-00189 documentation showing why your NEXUS renewal application was denied 3/11/2023

2023-NPFO-00190 Terpsehore  Maras

the MOU signed by DHS and GCA in 2017 outlining how DHS agreed to enhance collaboration on cybersecurity initiatives, and they have 
since worked together on various projects, including the development of cybersecurity best practices and the establishment of 
information sharing programs. to have all details including the ELECTION information sharing programs and cybersecurity outlines for 
them including the public-private partnership that Lisa Robb a former CISA contractor told me about in 2018

3/11/2023

2023-NPFO-00191 Jeremy Borden
The time period for this request is January 1, 2020 to present. 

Please provide all emails and correspondence to and from FAS Impact Fellow Lisa Einstein
3/13/2023

2023-NPFO-00192 Byrne, Malcolm

analyses, threat assessments, and descriptions of proposed or adopted defenses against the industrial control system (ICS)-specific 
malware known by the name PIPEDREAM, produced or received by CISA after the last revision date of the CSA (AA22-103A). Specifically, 
the date range for documents sought is May 25 - December 31, 2022

3/13/2023

2023-NPFO-00193 Pranali Shindolkar
 provide us with the previous RFQ documents for below mentioned contract details
Contract Number: 70RCSA20FR0000122
Incumbent Name:  Dark Wolf Solutions LLC

3/14/2023

2023-NPFO-00194 Lisa Martinez
any law enforcement records and digital media, including investigative writings, reports, photos, videos (including patrol vehicles and 
body cameras if available), 911 calls and audio regarding our client, spanning from 02/01/2023 until present (03/14/2023) relating to your 
client,

3/14/2023

2023-NPFO-00195 records pertaining to the rejection of your global entry application 3/14/2023

2023-NPFO-00196 Michael Ravnitzky a copy of any CISA records identifying which agency was affected as described in this CISA advisory:  https://www.cisa.gov/news-
events/cybersecurity-advisories/aa23-074a

3/17/2023

2023-NPFO-00197 Bizub, Shelby

records of notifications to consumers of non-terrorism-related data breach notifications received by the Department of Homeland 
Security Cybersecurity and Infrastructure Agency by any company, corporation, or entity operating under the laws of the United States. I 
am requesting data breach notifications where there is no open or ongoing law enforcement investigation. I am requesting notifications 
received from 2010 until 2023.If practicable and within the form in which the records are maintained, the following non-confidential 
information included in the requested records:
1. Company/Entity Name
2. Company/Entity Address (including city &amp; state)
3. Company Aliases (if included in the notification record)
4. Number of individuals affected by the reported breach (if included in the notification record)
5. Number of records leaked by the reported breach (if included in the notification record)
6. Breach Submission Date (i.e., Date the breach was reported/notified to DHS-CISA)
7. Incident Date (i.e., Date the notified breach was first discovered)
8. Type of breach Whether the breach occurred by the following circumstances:
Information technology hack (i.e., unauthorized access to or control over a computer network security system)
Improper disposal of secured, private, or confidential information (confidential info need not be disclosed)
Improper loss of secured, private, or confidential information (confidential info need not be disclosed)
Improper theft of secured, private, or confidential information (confidential info need not be disclosed)
Unauthorized access or disclosure of secured, private, or confidential information (confidential info need not be disc)
Location of breach (i.e., where the disclosure of secured, private or confidential information was accessed)
EX: desktop computer, electronic medical record, electronic mail, laptop or portable computer device, network server, paper, or film

3/17/2023

2023-NPFO-00198 leslie Rodriguez no records requested 3/19/2023
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2023-NPFO-00199

access to: a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the 
FBI, USDOJ, or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past five (5) years; and c) the list 
containing all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past five (5) 
years; and d) provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB.

3/20/2023

2023-NPFO-00200

Good morning,
I have had global entry since 2017 with no issues. This weekend as I was traveling to Chicago, my TSA pre check was not working. When I 
logged into global entry it said that  application has been revoked. It doesnâ€™t explain why it was and I havenâ€™t had any issues for it 
to be revoked. Id love an explanation of you donâ€™t mind please.  Look forward to hearing from you. 

My information. 
 

3/20/2023

2023-NPFO-00201 records related to the denial of  recent application for a public trust clearance 3/21/2023

2023-NPFO-00202 Daniel Grodek What duties and responsibilities were  performing for the Department of Homeland Security taking place on and around 
September 17, 2021?

3/24/2023

2023-NPFO-00203 Daniel Grodek ' time sheet, pay statement or both from September 17, 2021. While protecting  private information, please 
provide if any hours were worked across 6:12 PM EST on September 17, 2021

3/24/2023

2023-NPFO-00204 (your) records 3/25/2023

2023-NPFO-00205 Walla Dabbagh no records requested 3/27/2023

2023-NPFO-00206 Rose Santos

[Reference FGI# 23-82302a] Relevant to 47QTCH18D0028 Order 70RCSA21FR0000044, we seek CLEARLY RELEASABLE copies of the 
following: (1) Task order title page (1st page only) and (2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work 
Statement (SOW/PWS) [WE DO NOT SEEK PRICING] (this FOIA request should be placed in the â€œsimpleâ€� agency FOIA processing 
queue)

3/27/2023

2023-NPFO-00207 any document, note, mention, digital information on the named family 3/27/2023

2023-NPFO-00208 Kim Johnson confirmation that CISA received an email from email address to phishing-report@us-cert.gov on March 24, 
2022

3/28/2023

2023-NPFO-00209
I request a citizenship status report, for Including any other variations ie 

 etc. I urgently need to have this information for my private affairs. 3/28/2023

2023-NPFO-00210 James Michael

copies of email correspondence between CISA employee Roland Tetreault and staff members from the Office of Senator Reed taking 
place between February 1, 2023 through March 31, 2023.  Please search CISA email serves for correspondences between email address 
"Roland.Tetreault@cisa.dhs.gov" and individuals with email addresses ending in "@reed.senate.gov"

3/29/2023

2023-NPFO-00211 need to find out why the DHS is surveilling me and for how long 3/30/2023

2023-NPFO-00212 Sharmine Jones

any FOIA requests filed with as the subject from NPPD/CISA when the Office of Infrastructure Protection (NPPD), [now the 
Infrastructure Security Division (CISA)] existed and the Infrastructure Security Compliance Division (ISCD, NPPD) [now Chemical Security 
(ISD, CISA)]. This would include any and all documents/records associated with any FOIA request (s) filed with David Wulf as the subject 
from 2013 to the present day

3/30/2023

2023-NPFO-00213 information regarding (your) paternal grandfather, Specifically anything about a case involving images children. 
Additionally, to know if he was in possession of any pictures of (you) or (your) sisters

3/30/2023
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2023-NPFO-00228

an explanation and resolution of  the appearance of SSSS  on all boarding passes since February 28th 2023 and Global Entry Revocation of 
same date. 4/13/2023

2023-NPFO-00229 Anuja Patil

the previous RFP documents for the below contract number.

Previous Contract Number: GS-00F-115DA/ 70RCSA20FR0000074
Title: Acquisition Support Services

4/14/2023

2023-NPFO-00230 Evans, Ailan

communications between the Cybersecurity and Infrastructure Security Agency and any of the following organizations for the time period 
between January 20, 2021 and March 31, 2023:
 
Global Disinformation Index
Institute for Strategic Dialogue 
Harvard's Shorenstein Center
Internews
The Aspen Institute
Craig Newmark Philanthropies
Atlantic Council's DFR Lab
Public Goods Project
First Draft
Jigsaw at Google
The National Science Foundation

4/14/2023
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2023-NPFO-00231 Morrow, Andrew

I. Request 1: All records of Communications from or to CISA regarding the term â€œInformation Removalâ€�
This is a request for all communications, meaning either emails, letters, powerpoint presentations, records or documents of any kind that 
were produced, or received, by CISA relating to and/or including within them the keywords â€œinformation removal.â€� 
â€œCommunicationsâ€� should be interpreted in the broadest possible sense to convey a document or correspondence intended to be 
conveyed from one person to another, or one agency to another, or one agency to a business or a business to an agency or any 
combination of interpersonal or interagency relationships, that conveys a thought or request for action. 

II. Request 2: All records of Communications from or to CISA regarding the term â€œMisinformationâ€�
This is a request for all communications, meaning either emails, letters, powerpoint presentations, records or documents of any kind that 
were produced, or received, by CISA relating to and/or including within them the keywords â€œmisinformation.â€� 
â€œCommunicationsâ€� should be interpreted in the broadest possible sense to convey a document or correspondence intended to be 
conveyed from one person to another, or one agency to another, or one agency to a business or a business to an agency or any 
combination of interpersonal or interagency relationships, that conveys a thought or request for action. 

III. Request 3: All records of Communications from or to CISA regarding the term â€œDisinformationâ€�
This is a request for all communications, meaning either emails, letters, powerpoint presentations, records or documents of any kind that 
were produced, or received, by CISA relating to and/or including within them
the keywords â€œdisinformation.â€� â€œCommunicationsâ€� should be interpreted in the broadest possible sense to convey a document 
or correspondence intended to be conveyed from one person to another, or one agency
to another, or one agency to a business or a business to an agency or any combination of interpersonal or interagency relationships, that 
conveys a thought or request for action. 

IV. Request 4: Annual Reports
This is a request for all records regarding CISAâ€™s annual reporting on CISAâ€™s own activities to any body having oversight of CISA 
including, but not necessarily limited to, the United Stateâ€™s Congress between the date of November 16, 2018 and present. Keywords 
present in requested reports include â€œinformation removal,â€� â€œmisinformationâ€� and â€œdisinformation.â€� This is a request for 
any and all annual reports CISA has made to any and all US State liaisons or affiliates of CISA between November 16, 2018 and present. 
This is a request for any and all annual reports CISA has made to any and all foreign or non-state actor liaisons or affiliates of CISA 
between November 16, 2018 and present. 

4/17/2023

2023-NPFO-00232 Pranali Shindolkar
previous RFP documents for the below contract number & incumbent:
Contract Number: 70RCSA20FR0000077
Incumbent Name: Federal Miracle Tech LLC

4/18/2023

2023-NPFO-00233 Tracy Welborn

(1) Please provide the Agreement contract for ALBERT MONITORING SYSTEMS (also referred to as Cybersecurity Services or CSS) with DHS 
and Center for Internet Security/Election Infrastructure Information Sharing and Analysis Center (CIS / EI-ISAC), as offered to the Secretary 
of States mentioned in the Memorandum of Agreement for Cybersecurity Services (Federally Funded Election Service) under Section III 
CONSIDERATION: "Pursuant to the agreement with DHS, CIS is providing Cybersecurity Services and associated security devices at no 
charge to Entity"

(2) Please provide DHS/CISA/CIS documents which define the term "Entity Information Systems" to be provided by the "Entity", i.e. 
Secretary of States as stated in Section X CONFIDENTIAL OBLIGATION of the CIS MOA

4/20/2023
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2023-NPFO-00234 Janet Bahena

All documents related to the chemical plant operated by Chemtool, Incorporated (â€œChemtoolâ€�) and The Lubrizol Corporation 
(â€œLubrizolâ€�) at 1165 Prairie Hill Road in Rockton, Illinois (â€œthe Rockton Siteâ€�), and its status and activity with respect to CISAâ€™s 
CFATS Program, dated on or after January 1, 2014, including but not limited to the following: 

a.	Correspondence and communications between Chemtool and/or Lubrizol and DHS (including CISA) regarding 
        the Rockton Site,
b.	Documents relating to whether the Rockton Site held any â€œchemical of interest,â€�
c.	Documents relating to whether the Rockton Site was a â€œchemical facility of interest,â€�
d.	Documents relating to any â€œTop-Screenâ€� that Lubrizol and/or Chemtool draft and/or submitted to DHS 
        (including CISA) regarding the Rockton Site,
e.	Documents relating to whether the Rockton Site was a â€œcovered chemical facility,â€�
f.	Documents relating to any â€œSecurity Vulnerability Planâ€� that Lubrizol and/or Chemtool drafted and/or submitted 
        to DHS (including CISA) regarding the Rockton Site, 
g.	Documents relating to any â€œSite Security Planâ€� that Lubrizol and/or Chemtool drafted and/or submitted to DHS 
        (including CISA) regarding the Rockton Site,
h.	Documents relating to any â€œAlternative Security Programâ€� that Lubrizol and/or Chemtool drafted and/or 
        submitted to DHS (including CISA) regarding the Rockton Site,
i.	Documents relating to any designation by DHS (including CISA) of the Rockton Site as â€œpresumptively high riskâ€� 
        or â€œhigh risk,â€�
j.	Documents relating to any risk-based tier (1 through 4) that DHS (including CISA) assigned to the Rockton Site,
k.	Documents relating to any Authorization Inspection or Compliance Inspection conducted by DHS (including 
        CISA) of the Rockton Site.

4/25/2023

2023-NPFO-00235 Kenny Tran record of ChatGPT data privacy leaks 4/26/2023

2023-NPFO-00236 Weiner, Eian

a complete copy of your contracts/awards file relative to the security services provided at the above premises, including copies of all 
contracts and/or agreements regarding the security services provided at the New York Stock Exchange, located at 11 Wall Street, New 
York, New York 10005 for a period of three (3) years prior to and including May 1, 2019; copies of all security operations manual(s) and/or 
post orders regarding the security services provided at the subject premises; and copies of all bids, proposals, and/or contractual offers 
tendered to the Government by any party to provide security services at the premises

4/26/2023

2023-NPFO-00237 Rose Santos
Relevant to 47QRAD20D1016 Order 70RCSA20FR0000063, seeking copies of the following: (1) Task order title page (1st page only) and (2) 
the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 4/26/2023

2023-NPFO-00238 Busch, Shelby

â€¢ Any and all communications to and from misinformation@cisecurity.org to any email address originating from Maricopa County 
Recorderâ€™s Office, Elections Department from November 3, 2020 through December 15, 2022; and
â€¢ Any and all documents pertaining to the CISA Cybersecurity Advisory Committee (CSAC) Protecting Critical Infrastructure from 
Misinformation & Disinformation (MDM) Subcommittee from November 3, 2020 through December 15, 2022.

4/26/2023
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2023-NPFO-00239

any records related to but not limited to, "myself," " h". Records associated with 
. Records related to address  Additionally requesting records related to 

but not limited to: 
4/27/2023

2023-NPFO-00240 Brendan Dailey entirety of human interaction such as persons involved in the research and development of CHATGPT. 4/29/2023

2023-NPFO-00241 any and all information in reference or including (your)self 4/29/2023

2023-NPFO-00242 Zachary Stieber

any and all emails, texts, and instant chat messages to and from Jen Easterly mentioning "subpoena." Date range: April 27, 2023 - April 30, 
2023

5/1/2023

2023-NPFO-00243 Request for Ice Records regarding medical history for (your)self ( 5/2/2023

2023-NPFO-00244 Colin Aamot Full FOIA Logs, years 2000-present 5/2/2023

2023-NPFO-00245 Rose Santos

Relevant to HSHQDC06D00021 Order HSHQDC11J00166 seeking copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) [WE DO NOT SEEK PRICING] (this FOIA 
request should be placed in the â€œsimpleâ€� agency FOIA processing queue)

5/3/2023

2023-NPFO-00246 Sharmine Jones any and all documents relating to the OIG filed with David Wulf as subject from NPPD, CISA part of DHS from 2007-present day 5/4/2023

2023-NPFO-00247 records regarding information pertaining to the denial of Sentri application, any and all dates to do with (your) involvement that may 
cause (your) denial for the Senti program

5/4/2023
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2023-NPFO-00248 Stanley, Chris

FGI requests records for calendar years 2018, 2019, 2020, and 2021 of the total aggregate hours of leave used by all employees from all 
federal agencies for which the National Finance Center processes the transactions in the following categories:
â€¢ Annual leave
â€¢ Restored leave
â€¢ Compensatory time
â€¢ Sick leave
â€¢ COVID emergency leave
â€¢ Family medical leave
â€¢ Administrative leave
We are request that the leave information be separated by federal agency (top level agency would be good, e.g., a department but not all 
its bureaus, agencies, and offices). Also, please provide the data by year and pay period for each leave category.
Please note that in asking for records of â€œthe total aggregate hours of leave used,â€� FGI is not asking that any specific employeeâ€™s 
leave or any other personally identifiable information (PII) be provided.

Some of the records expected for my pending FOIA request 2022-OCFO-02265-F, submitted on February 20, 2022, would also be included 
in the records requested here. That request could be merged into this new request if that would speed the overall processing. If the 
previous request is nearing completion and release, please complete that one and release those records and omit USDA from this request.

4/27/2023

2023-NPFO-00249 all the records related to o we can apply for a US waiver for him to visit the US 5/5/2023

2023-NPFO-00250 all records related to so we can apply for a US waiver for him to visit the US 5/5/2023

2023-NPFO-00251 Michael Pollok

copies of any and all documentation relied upon by or her co-workers to request a subpoena on or about January 23, 
2023 directed to Charter Communications regarding Internet Protocol Address 74.64.69.58. This request includes but is not limited to any 
and all reports, documents, notes, e-mails, text messages, or other records that Special Agent Seeley created or relied upon to believe 
that illegal pornography had been downloaded via Bit Torrent to the aforementioned Internet Protocol Address between August 15, 2022 
and October 26, 2022

5/5/2023

2023-NPFO-00252 Akshata  Kulkarni

previous Statement of Work/Solicitation documents for the contract awarded to Integrity Management Consulting Inc. under GSA OASIS 
Pool 1 SB 47QRAD20D1019. Details of the contract provided below:

Awardee Name: Integrity Management Consulting, Inc.
Contract Number: 70RCSA20FR0000047/47QRAD20D1019
Agency: Department of Homeland Security
Office: Cybersecurity and Information Security Agency
Contract Vehicle: GSA OASIS Pool 1 
Period of Performance: Jul 01, 2020/Jun 30, 2024

5/8/2023

2023-NPFO-00253 Rose Santos
relevant to GS00Q14OADS111 Order 70RCSA20FR0000101 we seeking copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS)

5/8/2023

2023-NPFO-00254 Geller, Eric

any documents (including emails, memos, or any other records) written by, sent to, or copied to Executive Assistant Director for 
Cybersecurity Eric Goldstein that memorialize, describe, or reference any listening sessions that CISA has held or plans to hold with 
industry partners to discuss CISA's secure-by-design work. Time frame: April 1, 2023, to the date of the search for records.

5/8/2023

2023-NPFO-00255
all records related to the DHS CISA's Anti-Harassment Unit (AHU) investigation conducted in response to (your) client,
complaint, Case No. AHU-382-2022, including a copy of any reports, findings, recommendations and/or related statements and 
correspondence

5/8/2023
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2023-NPFO-00256 any and all records (including but not limited to documents, transcripts, photographs, videos, notes)  about me or with my name in it 
maintained at your agency

5/9/2023

2023-NPFO-00257 Zetter, Kim
I am requesting any and all records pertaining to a report submitted by the Justice Department to CISA between May 28, 2020 and 
January 31, 2021 regarding anomalous traffic the Justice Department, or a division of the Justice Department, had detected emanating 
from a SolarWinds server. 

5/3/2023

2023-NPFO-00258 Taibbi, Matt
all communications from the Countering Foreign Influence Task Force and CISA in general to the social media platforms Facebook, 
Twitter, and YouTube regarding "voting-related disinformation." The request covers the period 2018 to 2021. 5/3/2023

2023-NPFO-00259 Chris Nelson

Records and communications of 1) Eric Goldstein, Executive Assistant Director, Cybersecurity and Infrastructure Agency (CISA), 
Department of Homeland Security; 2) Bob Kolasky, former Assistant Director, Cybersecurity and Infrastructure Security Agency; 3) 
Matthew Masterson, former Senior Cybersecurity Advisor, Cybersecurity and Infrastructure Security Agency regarding:
1)	intrusion campaigns from foreign-based cybercriminals potentially impacting or impacting the 2020 U.S. election.
2)	foreign government entities or foreign government-supported entities (bad actors) conducting probes or attempting to access any 
local or state election infrastructure during the 2020 U.S. election.
3)	Emails, email chains, or email attachments with any person @cybercom.mil or @arcyber.army.mil regarding the 2020 U.S. election.

Please provide records from May 1, 2020, to November 1, 2022

5/10/2023

2023-NPFO-00260 Anuja Patil

the previous RFP documents for the below contract number.
Previous Contract Number: 70RCSA20FR0000047
Title: Procurement Management Support

Incumbent Details: Integrity Management Consulting, Inc.
UEI Number: E5J4Y4AU14S6
Period Performance: 
Start Date - Jul 01, 2020
Potential End Date - Jun 30, 2024

5/11/2023

2023-NPFO-00261 any records pertaining to our client.  5/12/2023

2023-NPFO-00262 Eric Geller
the 2022 Q4 reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, 
which requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption 5/15/2023

2023-NPFO-00263 Eric Geller
the 2023 Q1 reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, 
which requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption 5/15/2023

2023-NPFO-00264 Taibbi, Matt

1. all correspondence between the Cybersecurity and Infrastructure Security Agency and Erly Stage Publishing about the "Reslience Series" 
of publications, including submitted drafts and proposed revisions for such publications as Bug Bytes and Real Fake 
2. any and all information about the compensation paid to Erly Stage and its contributors by CISA or the Department of Homeland 
Security for these publications

5/15/2023

2023-NPFO-00265 records related to your client 5/15/2023

2023-NPFO-00266 the USA Hire assessment that (you) completed on April 25, 2023 for position OWE-ICTAP-11935726-23-JM 5/15/2023
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2023-NPFO-00267 Clint Combs

Files, memos, emails, text messages, communications, voicemails, screenshots from social media accounts, iCloud files, and other records 
mentioning or describing the Order of Nine Angels (ONA) and their activities including but not limited to:

The arrest of Angel Almeidan
Age:  22
Queens, New York
E.D.N.Y. Docket No. 21-CR-613 (RPK) Link(https://www.nydailynews.com/new-york/ny-angel-satanist-pedophile-gun-ammunition-arrest-
20211124-2ldqaweajndand4xy5mngkrxyi-story.html )

5/16/2023

2023-NPFO-00268 Clint Combs Records mentioning or describing former Iranian General Qassem Soleimani. (Source: 
https://www.nytimes.com/2020/01/03/obituaries/qassem-soleimani-dead.html )

5/16/2023

2023-NPFO-00269
phone calls, call records, location monitoring, video recording, documents of surveillance, phone records, video footage, text messages, 
surveillance photos, dash camera footage, reports of any ongoing surveillance or investigations pertaining to 5/16/2023

2023-NPFO-00270 any records whether electronic or paper about me maintained at your agency 5/16/2023

2023-NPFO-00271 a copy of my file, specifically the portion that disqualifies me from consideration for a border patrol agent position 5/19/2023

2023-NPFO-00272 Renee Dudley

Email correspondence with CISA from the following people:

Allyson Knox
Frank Cavaliere
Paula Boyd
Matt Gelman
Fred Humphries
John Sampson
Stephanie Peters
Paul Caron
Allison Halataei
Daniel Lerner
Chan Park
Randy Long
James Farrell
Jessica Vallejo
Matt Gelman
Stephanie Peters
Tom Roesser

5/19/2023

2023-NPFO-00273 background investigation 5/23/2023

2023-NPFO-00274 information on any and all investigation (involving yourself) 5/23/2023

2023-NPFO-00275 Brandon Brewer
 the contract from CRI Advantage with Cybersecurity and Information Security Agency (AKA CISA) Cyber Sentry devision, hosted by Idaho 
National Labs (INL)  in Idaho Falls, ID. Requesting the contracted awarded amount along with the job position roles and requirements to 
full-fill those positions. 

5/23/2023
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2023-NPFO-00276 Rina Gandhi

We are filing this CBP FOIA, on behalf of  a foreign national of Guatemala. We are requesting 
to obtain any records of apprehensions, detentions, and interactions with CBP. As well as any records of any entries and exits, voluntary 
departures or expedited removals. Please find attached a G-28 for our representation.  

5/24/2023

2023-NPFO-00278 Eric Geller

All emails, memos, and PowerPoint presentations that document or record federal agencies' compliance with CISA Binding Operational 
Directive 22-01, which requires agencies to update their vulnerability management procedures, remediate vulnerabilities listed in CISA's 
Known Exploited Vulnerabilities catalog, and report on the status of those vulnerabilities. Please search in the Capacity Building sub-
division of the Cybersecurity Division. Date range: 11/3/2021 to 5/25/2023.

5/25/2023

2023-NPFO-00279 Eric Geller
all lessons-learned reports, after-action reviews, and "quick look" review reports and assessments that assess CISA's operational and 
programmatic performance in supporting efforts to secure U.S. elections. Date range: 12/1/2018 to 5/25/2023. 5/25/2023

2023-NPFO-00280 Renee Dudley

1) CISA representatives' notes of the "listening sessions" with tech companies that took place during the 2023 RSA conference
2) Any CISA memos or other written materials that resulted from these sessions, to include staff email discussions of the sessions
3) Any handouts, presentations, slide decks or other materials provided by the tech companies to CISA representatives during these 
sessions

5/25/2023

2023-NPFO-00282 citizenship status of 5/26/2023

2023-NPFO-00283 any records criminal and as well as civil pertaining to (your) own personal record 5/27/2023

2023-NPFO-00284 Records related to yourself 5/31/2023

2023-NPFO-00285 documents, records, or reports used as the basis for November 15, 2022 Notice of Determination regarding 6/1/2023
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2023-NPFO-00286 Reed Rubinstein

II. Records Requested
A. All records mentioning â€œBrennanâ€� and the words, â€œHunter Bidenâ€� or â€œHunterâ€� and â€œlaptop.â€� The time frames for this 
item are September 1, 2020, to November 1, 2020.
B. All records mentioning the â€œHunter Biden laptopâ€� and either â€œPoliticoâ€� or â€œintelligence officialsâ€� for the time period of 
October 15, 2020 â€“ October 25, 2020.
C. All records of or regarding the processing of the above items.

III. Custodians
A. All persons assigned to, working on, or working with CISAâ€™s â€œMDM teamâ€�
B. Robert Silvers
C. Kelli Ann Burriesci
D. Marie Chalkley
E. Drew Kuepper
F. Serena Hoy
G. Robert Baschall
H. David Cloe
I. Samantha Vinograd
J. Lucian Sikorskyj
K. Thomas McDermott
L  Nina Jankowicz

6/1/2023

2023-NPFO-00287 Dwayne Triplett jr all data, funding/grant resources 6/1/2023

2023-NPFO-00288 Shahin Sahota
information on the Rothschild attacks going on in California. There voices are being played through a drone or satellites loudspeaker 
making threats and they are targeting people with microwave weapons are able to affect electronic devices 6/2/2023

2023-NPFO-00289 Chris Nelson

1)  Records and communications, including emails, email chains, email attachments, text messages, meeting minutes, voice recordings, 
charts, correspondence, statements, letters, memoranda, reports, statistical data, presentations, notes, or other form of record, from 
April 1, 2023, to present concerning the Chinese state-backed hack â€œVolt Typhoonâ€� targeting communication and maritime sectors in 
Guam in May 2023 for the following:
a) Director Jen Easterly, Office of Cybersecurity and Infrastructure Security Agency 
b) Executive Director, Brandon Wales, Office of Cybersecurity and Infrastructure Security Agency 
c) Eric Goldstein, Executive Assistant Director, Office of Cybersecurity and Infrastructure Security Agency

6/2/2023

2023-NPFO-00290 Morgan Yardis

1. From January 20, 2021, through the date this request is processed, records of communications between the list of CISA officials with 
the email address â€˜knightresearchnetwork@groups.ioâ€™
CISA Officials:
a) Kristen Heidelberg 
b) Mariefred Evans (
c) Megan Tsuyi 
d) Kim Wyman 
e) Geoffrey Hale 
f) James Nash

6/2/2023
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2023-NPFO-00291 Morgan Yardis

1. From January 20, 2021, through the date this request is processed, records of communications between the list of CISA officials with 
the email address â€˜fakenewssci@googlegroups.comâ€™.

CISA Officials:
a) Kristen Heidelber
b) Mariefred Evans
c) Megan Tsuyi 
d) Kim Wyman
e) Geoffrey Hale
f) James Nash 

6/2/2023

2023-NPFO-00292 Morgan Yardis

1. From January 20, 2021, through the date this request is processed, records of communications between the list of CISA officials and the 
list of external email addresses:

CISA Officials:
a) Kristen Heidelberg
b) Mariefred Evans 
c) Megan Tsuyi )
d) Kim Wyman 
e) Geoffrey Hale 
f) James Nash 

External Email Addresses:
I. kstarbi@uw.edu
II. jccarter@uw.edu
III. dean.jackson@ceip.org
IV  pcio guild@googlegroups com

6/2/2023

2023-NPFO-00293 records related to yourself 6/3/2023

2023-NPFO-00294 Robert Dalby

All documents (physical and electronic) and communications (including written physicals communications and electronic communications 
(i.e. e-mail, Slack, Microsoft Teams)) relating to the publishing of a CISA TRIPwire report, including all drafts and ersion histories of the 
report, published on or about December 16, 2022 on the TRIPwire website as referenced in this article from The Intercept found at the 
following link: https://theintercept.com/2023/06/05/dhs-cop-city-andy-ngo/.  

Also requesting all documents and communications concerning the identity of the person who drafted the 12/16/22 TRIPwire report and 
their or DHS's decision to include in that report the exact same language used in a post published by right-wing activist Andy Ngo on his 
Post Millennial website that was published online on or about December 15, 2022, referring to domestic criminal suspects as "militants."  I 
also request all internal DHS agency documents and communications related to the changing, and decision to change, the TRIPwire 
report's wording to how it currently appears at https://tripwire.cisa.gov/news/282450, with the term "militant" removed, including any 
preliminary or earlier drafts of the report.  

Also requesting all DHS documents and communications concerning how DHS defines the word "militant" and any documents and 
communications that provide instructions, guidance, or advice on when to use or not use the term "militant" to refer to a domestic 
individual accused of a domestic crime when drafting and publishing publicly available reports such as the reports posted on DHS's 
TRIPwire website.

6/6/2023
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2023-NPFO-00295 Eric Geller

all records â€” including emails, memos, and reports â€” that contain data regarding, and specific examples of, participation by electric 
utilities, natural gas companies, water system operators, and chemical companies in the Industrial Control Systems Cybersecurity Initiative 
100-day plans that CISA co-led for these four sectors/subsectors.

Please include, at a minimum:
(1) Any records that list the number of companies in each sector/subsector that have deployed technology to enhance their "detection, 
mitigation, and forensic capabilities" and "enable near real time situational awareness and response capabilities in critical industrial 
control system (ICS) and operational technology (OT) networks" (quoting a DOE fact sheet: https://bit.ly/3NeoGUl) as part of the 
sectors'/subsectors' respective 100-day plans; and
(2) Any records that name companies that have deployed the aforementioned technology as part of their sector's/subsector's 100-day 
plan.
Date range: 04/01/2021 - 06/06/2023

6/6/2023

2023-NPFO-00296 Record of all entries, exits, encounters and apprehensions
Full name: 

6/6/2023

2023-NPFO-00297 Riley Barr no records requested 6/6/2023

2023-NPFO-00298 Joe Lancaster any DHS documentation referencing a group titled "Defend the Atlanta Forest," from January 2021 to June 6, 2023. Group name may 
possibly be abbreviated "DAF" or "DTAF" 

6/6/2023

2023-NPFO-00299 Edward Jopeck

emails, documents and decision briefs about CISA ISD's awareness of gunshot detection technology and products and CISA ISD's decision 
not to test, evaluate, advise or discuss said capabilities with stakeholders at schools, public venues and conferences addressing the areas 
of school security, special event security, and active shooter response training.

6/9/2023

2023-NPFO-00309 Dwayne Triplett jr

locating Twitter/social media partner lists, funding foundation brands and also Affilates campaigns and programs records.
3966 Berkshire st Detroit michigan 48224 6/13/2023

2023-NPFO-00310 Patrick Finnegan records on (your) Father from . Specifically seeking information on his 
hospitals his date of birth so on and so forth

6/13/2023

2023-NPFO-00311 VRUSHALI PEDNEKAR

the previous RFP documents for the below contract number.

Previous Contract Number: 70RCSJ22C00000001
Title: Records and Information Management (RIM) and Accessible Technology Services (508)
Incumbent Details: Advent SVCS

6/14/2023

2023-NPFO-00312

any records or documents related to myself,  from January 1st, 2017 to June 1st, 2023. Specifically, I am seeking any 
communications, memos, notes, surveillance summaries, or other relevant documentation produced by or in coordination with U.S. 
Department of Homeland Security (DHS), or Cybersecurity & Infrastructure Security Agency (CISA)

6/14/2023

2023-NPFO-00313 Records related to your client 6/16/2023

2023-NPFO-00314 I-94 CPB travel history 6/16/2023

2023-NPFO-00315 Kimberly Randolph no records requested 6/19/2023

2023-NPFO-00316 Michael Sinclair any and all releasable information, including final agency decisions by DHS, CISA or both, on DJI's Aeroscope as a legally available means 
for DHS, CISA, or both to detect drones, in the execution of DHS or CISA's missions

6/20/2023

2023-NPFO-00317 requesting information regarding my public trust status. Why have I not heard from the government in two months? Why has the officer 
in charge of my request ignored me? Why was I denied? 

6/20/2023
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2023-NPFO-00318 Chris Nelson

1) Records and communications of the below identified persons, including emails, email chains, email attachments, text messages, 
meeting minutes, voice recordings, video recordings, photographs, charts, correspondence, statements, letters, memoranda, reports, 
statistical data, presentations, notes, or other form of record, concerning cyberattacks through MOVEit file transfer software by Russia-
linked extortion group Cl0p/CLOP/Clop.

o	Jen Easterly, Director
o	Nitin Natarajan, Deputy Director
o	Brandon Wales, Executive Director
o	Eric Goldstein, Executive Assistant Director for Cybersecurity
o	Dr. David Mussington, Executive Assistant Director for Infrastructure Security
o	Mona Harrington, Assistant Director for the National Risk Management Center

2) Records of any previous cyberattacks on US infrastructure concerning the Russia-linked extortion group Cl0p/CLOP/Clop.

Please provide records from January 1, 2021, to present

6/21/2023

2023-NPFO-00319 Christopher Corrie

information around the procurement process and data provider selected by the DHS Geospatial Management Office (GMO) to provide the 
Business Points data for the Homeland Infrastructure Foundation Level Data (HIFLD) Program geospatial database, including 
recommendations made and discussions with Integrity Management Consulting, the contractor that supported the acquisition. Specific 
data requests or references to a "contract" below all refer to the Business Points Data contract awarded in or around May, 2023, whether 
that is a subcontract under Integrity's award (or another prime), or an award directly from the government.

1) The name of the vendor awarded the contract to provide the Business Points Data.
2) The total value of the awarded contract, as well as the currently funded amount.
3) The length of the contract period of performance, and length/number of optional periods of performance (if relevant)
4) A copy of the accepted proposal and award (with redactions if necessary)
5) The number of proposals submitted for this procurement, and number of vendors invited to provide an oral presentation.
6) The names of all other vendors that submitted proposals to provide the Business Points HIFLD data.
7) Copies of correspondence among employees of the DHS Geospatial Management Office, or between employees of the DHS Geospatial 
Management Office and Integrity Management Consulting related to the evaluation or award of the Business Points data contract. 
8) Copies of any email correspondence between the vendors submitting proposals for the Business Points data and Integrity Management 
Consulting or the DHS Geospatial Management Office between 1/1/2023 and 6/1/2023.

6/22/2023

2023-NPFO-00320 Renae Spurgeon

the names and positions of all the staff from the United States that work at the underground data facility under the Baneasa Shopping City 
in Bucharest Romania. According to the data found on Hunter Biden's laptop, Joe Biden has been frequenting Bucharest Romania since 
2014 (as VP) and has plenty of communication with Popoviciu (prior to his prison time), Hunter was there on a regular basis from 2014-
2015 (when the Baneasa Shopping City was being constructed) and most recently, Jill Biden was there in May of 2022. From the data on 
Hunter's laptop, I can only connect the dots that the Bidens were a key factor in getting that data center up and running.
If this data center is NOT staffed by American citizens, then information regarding who to contact since the data from Americans would be 
kept, monitored and perhaps gone through by foreign operatives

6/22/2023
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2023-NPFO-00321 Morgan Yardis

1. From January 20, 2021, through the date this request is processed, records of the following documents for the former Chief of Staff 
Kiersten Todt.
Documents:
a) Standard Form 50s (SF-50)
b) Resume
c) Recusal Statements
d) STOCK Act Notifications of Future Employment Discussions or Agreement
e) Signed Biden Ethics Pledge

6/23/2023

2023-NPFO-00322

a) any and all records and/or documents that have been prepared, received, transmitted, collected and/or maintained by the FBI, USDOJ, 
or DHS concerning me or my activities; b) The Terrorist Screening Database (TSDB) list for the past five (5) years; and c) the list containing 
all the agencies, entities, private corporations or individuals with whom you have shared the TSDB during the past five (5) years; and d) 
provide a copy of the Standard Nomination Form or original information that was used to place my name on the TSDB.

6/23/2023

2023-NPFO-00323 Nikos Danakos no records requested 6/25/2023

2023-NPFO-00324 Samuel Mangold-Lenett
documents and communications pertaining to the Department of Homeland Security's funding and use of "artificial intelligence," "AI," 
"machine learning," and "deep learning" technologies in the identification and securing of "soft targets" 6/29/2023

2023-NPFO-00325 Renee Dudley

a budgetary breakdown of how CISA allocated its $650 million in ARPA funds. Please provide specifics including, but not limited to:

-the names of entities to receive funds
-the use/expected use of those funds
-how much of the allocated amounts have already been spent
-date of allocation/spending

6/30/2023

2023-NPFO-00326 Emerson Chen The number of military spouses hired by the Cybersecurity and Infrastructure Security Agency (CISA) under the authority of Executive 
Order 13473 from 2019 to present, broken down by year

6/30/2023

2023-NPFO-00327 Morgan Yardis
1. From November 1, 2022, through the date this request is processed, records related to Kiersten Todtâ€™s new role as senior advisor at 
CISA, including Job Description, hiring approval(s), ethics guidance, guidance from the Ethics Office and/or Office of General Counsel, 
authorization for outside activity

6/30/2023

2023-NPFO-00328 Michael Steinborn

all reports, memos, emails, correspondence, and other documents that pertain to CISA's involvement with the planning, coordination, and 
execution of Super Bowl LVI. This includes any agreements or contracts between CISA and other agencies or entities involved in Super 
Bowl LVI, any training materials or protocols for CISA personnel involved with the event, and any assessments or evaluations of CISAâ€™s 
performance or effectiveness in providing security for the event (e.g. existing after-action reports)

6/30/2023

2023-NPFO-00329 Michael Ravnitzky copy of the segregable releasable portions of the document: Dam Sector Protective Measures Handbook (DHS, 2007) 7/3/2023

2023-NPFO-00330 Eric Geller
The 2023 Q2 reports and associated correspondence submitted by agencies to CISA pursuant to section 3(d)(i) of Executive Order 14028, 
which requires agencies to submit progress reports documenting their adoption of multi-factor authentication and encryption 7/5/2023

2023-NPFO-00331 Williams, Dakota
any records produced by the governing committee of the Cybercorps Scholarship-for-Service committee. specifically looking for 
committee membership, a historical record of when the committee has met in the past ten years (dates only are fine), and any minutes 
they may have produced.

7/7/2023
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2023-NPFO-00332 Whitson, Stewart

1.  Please provide DHSâ€™s memo or letter detailing and assigning the Center for Internet Securityâ€™s responsibilities and/or role in 
local, state and federal elections.

2.  Please provide any manuals, letters or memos delegating the authority for the DHS, Cyber Infrastructure Security Agency (CISA), or CIS, 
including the Elections Infrastructure Information Sharing and Analysis Center (EI-ISAC) and the Multi-State Information Sharing and 
Analysis Center (MS-ISAC), to access voter data (electronically), from voting machines, on election day.

3.  Please provide any manuals, documents, and electronic communications, from DHS, describing the organizational/hierarchy for the 
reporting or relationship hierarchy between the DHS, CISA, and the CIS.
 
4.  Please provide the inspection/oversight reports for the CIS, conducted by the DHS or the CISA, identifying any risk assessments or 
analysis (i.e. National Institute of Standards and Technology (NIST) Cybersecurity Framework) of CIS vulnerabilities and the election 
process. This request specifically involves threats through real time access via Albert sensors, and oversight of contract vendors for 
election monitoring.

7/7/2023

2023-NPFO-00333 Lashunda Thomas Please include any info. related to this case; Case#: 18-USC-2422 7/12/2023

2023-NPFO-00334 Jacob Lassiat the names and contact information of people in your agency that deal with construction, facilities or project managers 7/13/2023

2023-NPFO-00335 Grigorian, Ann a copy (or web link) of the most recent audit or study or report by the U.S. Government of the Center for Internet Security (CIS), EIN 52-
2278213, a 501(c)3 and ISAC partner operating under CISA

5/17/2023

2023-NPFO-00336 all records regarding 5/31/2023

2023-NPFO-00337

1) all records you have in your possession regarding  and (2) all records you have in your possession regarding True 
the Vote, Inc. The information requested herein includes, without limitation, all communications that include s name 
and also communications that include the name of True the Vote, Inc., ™s corporate entity

6/12/2023

2023-NPFO-00338 Fitzgerald, Garrett
all communication from 9/27/22 to 10/01/22 between anyone at CISA and Officer 

. As well as any reports generated, or logs of work performed based on this communication. 7/13/2023

2023-NPFO-00339 reasons for revocation of B1/B2 non immigrant visa 7/16/2023

2023-NPFO-00340 Records related to you 7/16/2023

2023-NPFO-00341 Records related to you 7/16/2023

2023-NPFO-00342 Records related to you 7/16/2023

2023-NPFO-00343 Records related to you 7/16/2023
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2023-NPFO-00344 Ira Luschenstein

I want all records, files, data, transcripts, and information that pertains to the DHS Organized Gangstalking and Community Policing 
program, including the training manuals/program, and of the existence of the collaboration of local DHS offices that work with the state, 
local police, citizen corps, fusion centers, NGO's, private companies, religious institutions, InfraGard, neighborhood watch secretly 
employed as vigilantes and used in groups to terrorize, stalk, torture, slander, harass and hunt suspected individuals using a method 
known as Gangstalking.  I with strong evidence believe CISa is infilitrating American citizens personal computers and hacking into their 
private communications and accessing their camera's to spy on the innocent civilian.

7/16/2023

2023-NPFO-00345 Christopher O'Donnell
the following records, maintained by the Cybersecurity Infrastructure Security Agency (Senior Procurement Executive Officer).  Record(s) 
showing the number of warranted contracting officers employed by DHS, the Cybersecurity Infrastructure Security Agency.   7/17/2023

2023-NPFO-00346 Records related to you 7/18/2023

2023-NPFO-00347 Anna East

a copy of a winning grant application from a public institution of higher education for the 2022 award cycle of the grant program listed 
below. If a successful public institution of higher education application is not available, please provide us with a copy of a winning grant 
application from a non-profit or other agency that has met or exceeded the standards and expectations of the program.

Grant Program Title: Rural Emergency Medical Communications Demonstration Project (REMCDP)
Agency: U.S. Department of Homeland Security
Funding Opportunity Number (FON): DHS-22-CISA-120-REMCDP-001
Assistance Listing Number: 97.120
Link to page on SAM.gov: https://sam.gov/fal/d6984fd61be6498d8817cbd903047439/view

7/18/2023

2023-NPFO-00348 Records related to you 7/18/2023

2023-NPFO-00349 Timothy Selling
a listing of unclaimed funds owed by the Department to individuals and organizations, where such funds, checks or payments have been 
outstanding and unclaimed for at least 6 months. This would include vendor payments, refunds and all other funds where payments were 
issued but not cashed by the payees

7/19/2023
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2023-NPFO-00350

all the information available about (yourself), or (your) data. Seeking comprehensive access to any records, including but not limited to 
the following:
Intelligence Operations: Any records related to intelligence operations in which I may have been involved, directly or indirectly, including 
intelligence gathering, analysis, transfers, or any other related activities.
Cryptology Activities: Any records pertaining to my association with cryptology activities, including involvement in codebreaking, 
encryption, decryption, or any other relevant areas.
Cryptocurrency: Any records related to my association with cryptocurrencies, including involvement in cryptocurrency transactions, digital 
wallets, blockchain technology, or any other relevant activities.
Cyber Activities: Any records related to my involvement in cyber activities, including but not limited to cyberattacks, cybersecurity 
defenses, penetration testing, vulnerability assessments, or any other related activities.
Signal Intelligence: Any records related to signal intelligence activities, including the interception, collection, analysis, or decryption of 
electronic communications.
Cyber Incidents: Any records related to cyber incidents involving me, including any reported breaches, intrusions, or unauthorized access 
to systems or data.
Cyber Surveillance: Any records of cyber surveillance activities involving me, including monitoring, tracking, or interception of electronic 
communications or online activities.
Cyber Research: Any records related to cyber research activities in which I may have been involved, including studies, projects, 
publications, or any other relevant information.
Biometrics/forensics: Any records related to digital forensics investigations involving me, including the examination and analysis of digital 
devices or evidence.
DNA Records and History of Usage: Any records related to my DNA records, including collection, analysis, storage, and any usage history 
associated with me

7/19/2023

2023-NPFO-00352 any and all information pertaining to me or anyone attached to me that has been gathered 7/23/2023

2023-NPFO-00353 Nathan Hunt
records of what the agency did to investigate and resolve these complaints as well as any available investigative notes that are available. I 
am also requesting records of actions taken to recover the stolen military laptop. 7/23/2023

2023-NPFO-00354 Nathan Hunt
records of how the information submissions were handled and what this agency did to investigate and resolve these complaints. I am also 
requesting records of actions taken by  DHS to recover the stolen military laptop to disconnect it from my navy BCI implants. 7/23/2023

2023-NPFO-00355 Mike Howell

from 2021 to the present: All emails to/from/bcc Jen Easterly jen.easterly@cisa.dhs.gov mentioning, â€œon the backgroundâ€�, â€œoff 
the recordâ€�, â€œoff-the-recordâ€�, â€œon backgroundâ€�, â€œdeep backgroundâ€�, â€œcomplianceâ€�, â€œconfidentialâ€�, 
â€œcomplaintâ€�, â€œinvestigationâ€�, â€œclassifiedâ€�, â€œLIMDISâ€�, â€œnot for attributionâ€�, â€œnon-attributionâ€�, â€œnot 
attributedâ€�, â€œsourceâ€�, â€œanonymityâ€�, â€œanonymousâ€�, â€œsensitiveâ€�, â€œcounselâ€�, â€œembargoâ€�, â€œembargoedâ€�, 
â€œpolicy draftâ€�, â€œtalking pointsâ€�, â€œpre-readâ€�, â€œbriefing sheetâ€�, â€œsitrepâ€�, â€œmemorandum draftâ€�, or 
â€œmemorandumâ€�. All calendar entries and internal Microsoft Teams or Lync messages from Jen Easterly mentioning â€œon the 
backgroundâ€�, â€œoff the recordâ€�, â€œoff-the-recordâ€�, â€œon backgroundâ€�, â€œdeep backgroundâ€�, â€œcomplianceâ€�, 
â€œconfidentialâ€�, â€œcomplaintâ€�, â€œinvestigationâ€�, â€œclassifiedâ€�, â€œLIMDISâ€�, â€œnot for attributionâ€�, â€œnon-
attributionâ€�, â€œnot attributedâ€�, â€œsourceâ€�, â€œanonymityâ€�, â€œanonymousâ€�, â€œsensitiveâ€�, â€œcounselâ€�, 
â€œembargoâ€�, â€œembargoedâ€�, â€œpolicy draftâ€�, â€œtalking pointsâ€�, â€œpre-readâ€�, â€œbriefing sheetâ€�, â€œsitrepâ€�, 
â€œmemorandum draftâ€�, â€œmemorandumâ€�, â€œRepublican â€�, â€œDemocratâ€� or â€œnomineeâ€�

7/24/2023

2023-NPFO-00356 to know my availability and status of what this agency has on me. 7/26/2023

2023-NPFO-00357 Lori Romero immigration file for your client 7/28/2023
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2023-NPFO-00358 Emily Baker-White

any and all documentation pertaining to the use of generative artificial intelligence (AI) tools, including but not limited to ChatGPT, Bard, 
MidJourney, and others, by employees at the CISA. Specifically seeking the following records:

1) Any and all policies, principles, rules, presentations, recordings, training materials, or guiding documents relating to the use of 
generative AI tools by department employees.
2) Any and all standard forms that employees fill out before using generative AI tools and/or to track their usage of such tools.
3) Any and all lists of all generative AI tools used by department employees to date.
4) Any and all textual inputs and outputs of chat conversations that ensued between department employees and chatbots, inclusive of all 
prompts, chats, questions, and responses thereto. 
5) Any and all visual, audio, or video outputs created by a generative AI service on behalf of any department employee, and any and all 
prompts, chats, questions, or other inputs made by a department employee to services that create such visual, audio, or video outputs.
6) Any and all internal or external correspondence that refers to, consists of, or mentions ChatGPT and other generative AI services.
7) Any and all prior generative AI-related records previously released by your agency pursuant to a public records request.

Timeline for search is October 1, 2022 until this search request is fulfilled

7/28/2023

2023-NPFO-00359 Christopher O'Donnell
the following records maintained by Cybersecurity Infrastructure Security Agency (the Senior Procurement Executive Officer). Records 
showing the number of contracting officers/contract specialists with and without a warrant employed by DHS, (the Cybersecurity 
Infrastructure Security Agency)

7/30/2023

2023-NPFO-00360 Rose Santos

Relevant to 47QRAD20D1103 Order 70RCSA20FR0000080 seeking copies of the following: 
(1) Task order title page (1st page only) and 
(2) the Task Orderâ€™s CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 

7/31/2023

2023-NPFO-00361 Cindy Cotton the list of counties (there are 92) in the state of Indiana that have signed a Memoranda of Agreement with CISA. Specifically, the MOA 
which allowed their election county network to be monitored. 

7/31/2023

2023-NPFO-00362 Can you tell me what security clearance I currently hold? 8/1/2023

2023-NPFO-00363 do I have current clearance? and if so, what type? 8/1/2023
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2023-NPFO-00364 Josh Henderson

looking to understand what your organisation is spending on all Salesforce products between the dates 1st August 2019 to 1st August 
2023. This includes all quotes (preferably in PDF format) with associated units and discounts relating to salesforce products. Please see the 
following products (not an exhaustive list)  -
1. Salesforce Sales Cloud
2.  Salesforce Service Cloud
3. Salesforce Revenue Cloud
4. Salesforce Marketing Cloud
5. Pardot
6. Salesforce Experience Cloud
7. Commerce Cloud
8. Salesforce Analytics Cloud
9. Salesforce Apps Cloud
10. Salesforce IoT Cloud
11. Tableau
12. MuleSoft
12. Inspections Management
13  License and Permit Management

8/5/2023

2023-NPFO-00365 David Rowe records related to your client 8/6/2023

2023-NPFO-00366 Charles Staley

any and all records, documents, emails, communications, reports, memos, meeting minutes, and any other relevant materials held by the 
Department of Homeland Security (DHS) that pertain to the identity of Satoshi Nakamoto, also known as the creator(s) of Bitcoin (BTC). 
This request specifically includes details related to internal emails, as well as any reported meetings between a DHS agent and Satoshi 
Nakamoto.

To assist you in locating the requested information, specifically seeking the following:
1. Any records, documents, or communications that mention or discuss the identity, background, biographical information, or any other 
identifying details related to Satoshi Nakamoto.
2. Any internal emails or communications within the Department of Homeland Security that reference Satoshi Nakamoto, Bitcoin (BTC), or 
any activities or discussions related to cryptocurrency
3. Any records, documents, or communications that mention or report a meeting between a DHS agent and Satoshi Nakamoto, including 
meeting minutes  notes  correspondence  and any related materials

8/9/2023

2023-NPFO-00367 Case record files,  Award Suppot, 8/11/2023

2023-NPFO-00368 All documents, redacted and unredacted, related to  association with CISA, all dates and times of decisions 
related to his case, warrants, etc.

8/11/2023

2023-NPFO-00369 entry and exit dates from the USA for myself in order to provide them to the US embassy in Jordan. I need those dates ASAP for my 
newborn baby registration and paperwork. Thank you

8/11/2023

2023-NPFO-00370 all information regarding an investigation of 07/14/1998 agent spory was one of two agents conducting the investigation. 8/13/2023
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2023-NPFO-00371 Stanley, Chris

FGI requests all records from June 1, 2020, through the date the search begins as described below relating the Cybersecurity Advisory 
Committee and any of its subcommittees.

1.	All emails including attachments to, from, and copied to  involving the Cybersecurity Advisory Committee and any of its 
subcommittees. Other records indicate that his official email address is If any other email addresses were used 
for official business of the advisory committee, those should also be included in the search. 

2.	All emails to, from, and copied to the CISA Cybersecurity Advisory Committee (CSAC) Support Team at 
CISACybersecurityAdvisoryCommittee@cisa.dhs.gov involving the members of the advisory committee or its subcommittees and any of 
the members or anyone working for or on behalf of the members.

3.	All messages including attachments in any Slack channels used the Cybersecurity Advisory Committee, the MDM Subcommittee, and 
any other subcommittee.

4.	All text messages sent to or received by  relating to the Cybersecurity Advisory Committee, any of its subcommittees, any 
of the members, and anyone working for or on behalf of the members. This would include messages from a phoneâ€™s default text 
message application and from other encrypted messaging apps (WhatsApp, Signal, etc.) if used. This request seeks messages from Mr. 
Nashâ€™s mobile numbers  and any additional numbers if used for official business.

5.	Calendar items of  relating to Cybersecurity Advisory Committee and any of its subcommittees.

6.	Phone logs of This should include records for his mobile numbers  and any additional 
numbers if used for official business.

Please see the request letter for additional details.  

8/14/2023

2023-NPFO-00372 Marshall, Monique

1. The most up-to-date organizational chart/structure for the Office for Bombing Prevention, including all sub-offices and divisions.

2. A current list of all Office for Bombing Prevention (and it's sub-offices/sub-divisions) employees. Specifically, please provide the first 
and last name, title, OPM job series, office name, pay scale, and email for each employee. I request these documents be provided in a 
machine-readable format, such as CSV, and not PDF

8/21/2023

2023-NPFO-00373 Sergio Rodriguez  want to know why are the reasons, that way I donâ€™t Reconsider the options on reapply or do request reconsideration. 8/17/2023

2023-NPFO-00374 Matthew Kaar

copies of all submissions in response to the Cybersecurity and Infrastructure Security Agency (CISA) RFI titled "Request For Information 
(RFI) - Presidentâ€™s Cup Cybersecurity Competition (PCCC)" with Notice ID 70RCSA21RFI000008. The RFI was originally published on 
August 18, 2021 at this URL: https://sam.gov/opp/b5508db4399b4afa8bb3c15d531d7b5b/view. This request includes all cover letters, 
technical response documents, and any other information submitted by interested parties, whether individuals, organizations, or 
businesses

8/21/2023
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2023-NPFO-00375 Colin Aamot

I request disclosure of the following records:
2022-NPFO-00001
2022-NPF0-00027
2022-NPFO-00002
2022-NPF0-00030
2022-NPFO-00011
2022-NPF0-00029
2022-NPF0-00006
2022-NPF0-00031
2022-NPF0-00033
2022-NPFO-00036

8/21/2023

2023-NPFO-00376 Colin Aamot

I request disclosure of the following records:
2022-NPFO-00038
2022-NPF0-00045
2022-NPFO-00043
2022-NPF0-00047
2022-NPFO-00041
2022-NPFO-00060
2022-NPF0-00046
2022-NPF0-00055
2022-NPF0-00042
2022-NPFO-00053

8/21/2023

2023-NPFO-00377 Colin Aamot

I request disclosure of the following records:
2022-NPFO-00054
2022-NPFO-00056
2022-NPFO-00057

8/21/2023

2023-NPFO-00378 Colin Aamot

I request disclosure of the following records:
2021-NPFO-00036
2021-NPF0-00041
2021-NPFO-00037
2021-NPF0-00044
2021-NPFO-00043
2021-NPF0-00048
2021-NPF0-00038
2021-NPF0-00050
2021-NPFO-00039
2021-NPF0-00051

8/21/2023
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2023-NPFO-00379 Colin Aamot

disclosure of the following records:
2021-NPFO-00052
2021-NPF0-00060
2021-NPFO-00054
2021-NPF0-00068
2021-NPFO-00055
2021-NPF0-00075
2021-NPF0-00061
2021-NPF0-00074
2021-NPFO-00059
2021-NPF0-00072

8/21/2023

2023-NPFO-00380 Moore, Johnathan

a copy of any and all ISC security directives, rules, regulations or orders that prohibit photography or video recording in Federal buildings 
foyers, lobbies, corridors, building entrances or auditoriums per 41 CFR 102-74.420. Specifically for the Social Security Administration and 
if there are directives, orders etc. when were they entered into the Federal Register

8/21/2023

2023-NPFO-00381 Colin Aamot

all previously responsive records under the following previous FOIA requests:

2021-NPFO-00073
2021-NPFO-00081
2021-NPFO-00076
2021-NPFO-00084
2021-NPFO-00079
2021-NPFO-00101
2021-NPFO-00080
2021-NPFO-00083
2021-NPFO-00078
2021-NPFO-00086

8/23/2023

2023-NPFO-00382 Colin Aamot

All previously responsive records under the following previous FOIA requests.

2021-NPFO-00087
2021-NPFO-00092
2021-NPFO-00090
2021-NPFO-00093
2021-NPFO-00091
2021-NPFO-00096
2021-NPFO-00088
2021-NPFO-00097
2021-NPFO-00089
2021-NPFO-00098

8/23/2023
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2023-NPFO-00383 Colin Aamot

All previously responsive records under the following previous FOIA requests.

2021-NPFO-00102
2021-NPFO-00108
2021-NPFO-00103
2021-NPFO-00111
2021-NPFO-00107
2021-NPFO-00112
2021-NPFO-00110
2021-NPFO-00113
2021-NPFO-00106
2021-NPFO-00115

8/23/2023

2023-NPFO-00384 Jennifer  Gunter

1.All memorandum of understanding between FBI/DHS or its agents and â€œCause of Americaâ€� group and its agents.

2.All financial records between FBI/DHS or its agents and â€œCause of Americaâ€� group or its agents.

3.All contracts between the FBI/DHS or its agents and â€œCause of Americaâ€� group or its agents.
8/23/2023

2023-NPFO-00385 Terry Pearce

all investigative notes and documentation on Homeland Security Cyber Security court case - United States District Court for the Eastern 
District of Virginia Case No 2:22-mj-248 and Case No 2:23-cr-00010 - United States of
America vs Aaron Paul Gonzales. Any investigative notes initiated and completed by Special Agent HSI John W. Shields and US Attny 
Rebecca Gantt. Criminal complaint starting 12/2022 thru 11/2023. Probable cause started 7/26/21 via HSI Cyber Crime Center from the 
UK National Crime Agency. Surveillance of the home began 5/6/2022. Requesting any and all additional documentation pertaining to 
these 2 cases

8/23/2023

2023-NPFO-00386 records related to you 8/24/2023

2023-NPFO-00387 Colin Aamot

All previously responsive records under the following previous FOIA requests.

2021-NPFO-00114
2021-NPFO-00131
2021-NPFO-00134
2021-NPFO-00118
2021-NPFO-00117
2021-NPFO-00125
2021-NPFO-00132
2021-NPFO-00120
2021-NPFO-00116
2021-NPFO-00127

8/25/2023
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2023-NPFO-00388 Colin Aamot

all previously responsive records under the following previous FOIA request

2021-NPFO-00122
2021-NPFO-00139
2021-NPFO-00134
2021-NPFO-00140
2021-NPFO-00130
2021-NPFO-00137
2021-NPFO-00126
2021-NPFO-00142
2021-NPFO-00136
2021-NPFO-00141

8/25/2023

2023-NPFO-00389 Colin Aamot

all previously responsive records under the following previous FOIA request.

2021-NPFO-00148
2021-NPFO-00152
2022-NPFO-00008
2021-NPFO-00145
2022-NPFO-00010
2021-NPFO-00064
2021-NPFO-00149
2022-NPFO-00004
2021-NPFO-00150
2022-NPFO-00005
2021-NPFO-00155
2022-NPFO-00007

8/25/2023

2023-NPFO-00390 Colin Aamot

all previously released responsive records under the following previous FOIA request.

2021-NPFO-00001
2021-NPFO-00006
2021-NPFO-00002
2021-NPFO-00007
2021-NPFO-00003
2021-NPFO-00008
2021-NPFO-00004
2021-NPFO-00011
2021-NPFO-00005
2021-NPFO-00012

8/25/2023
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2023-NPFO-00391

all records and communications (written, electronic, or verbal) from the DHS CISA where my name and identity 
ColonelRETJohn, any variations, or any pseudonyms used to identify me, bestowed to me by Government Officials) were discussed, 
considered, identified, or targeted by DHS CISA, in coordination with the FBI, the Foreign Influence Task Force, or any form of inter action 
with other U.S. Government or non-US Government Agencies and international partners such as the 5EYES (Five English Speaking Nations 
(any form of Law Enforcement, Intelligence, or Information Sharing sub-groups of the 5EYES or 5 EYES Plus).  These groups are to include, 
but not limited to DHS CISA Mis/Dis/Mal-Information Boards (formal or informal, Groups, or any contractors or Highly Qualified Experts 
(HQEs)/Special Government Employees (SGEs) retained to conduct such activities.  This is also to include any interaction of DHS CISA or 
any individuals/groups associated with DHS CISA  had with any form of Social media (to include, but not be limited to Twitter (Now known 
as X), Facebook, and LinkedIn or their representatives.  This search is to include all forms of communication from 2010 where I was asked 
by an Obama Political Appointee if I was a member of the Tea Party to the present time

8/26/2023

2023-NPFO-00392 Colin Aamot

all previously released responsive records under the previous FOIA requests:

2021-NPFO-00013
2021-NPFO-00018
2021-NPFO-00014
2021-NPFO-00019
2021-NPFO-00015
2021-NPFO-00020
2021-NPFO-00016
2021-NPFO-00021
2021-NPFO-00017
2021-NPFO-00022

8/26/2023

2023-NPFO-00393 Colin Aamot

all previously released responsive records under the previous FOIA requests:

2021-NPFO-00023
2021-NPFO-00030
2021-NPFO-00024
2021-NPFO-00031
2021-NPFO-00025
2021-NPFO-00032
2021-NPFO-00028
2021-NPFO-00029

8/26/2023

2023-NPFO-00394 Colin Aamot

all previous responsive records under the previous FOIA requests:

2020-NPFO-00122
2020-NPFO-00130
2020-NPFO-00123
2020-NPFO-00131
2020-NPFO-00124
2020-NPFO-00135
2020-NPFO-00128
2020-NPFO-00134
2020-NPFO-00126
2020-NPFO-00136

8/26/2023
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2023-NPFO-00395 Colin Aamot

all previous responsive records under the previous FOIA requests: 

2020-NPFO-00156
2020-NPFO-00164
2020-NPFO-00157
2020-NPFO-00163
2020-NPFO-00158
2020-NPFO-00166
2020-NPFO-00159
2020-NPFO-00168
2020-NPFO-00160
2020-NPFO-00169

8/26/2023

2023-NPFO-00396 Colin Aamot

all previous responsive records under the previous FOIA requests:
2020-NPFO-00170
2020-NPFO-00172
2020-NPFO-00173
2020-NPFO-00174

8/26/2023

2023-NPFO-00397 Colin Aamot

all previous responsive records under the previous FOIA requests:

2020-NPFO-00003
2020-NPFO-00009
2020-NPFO-00025
2020-NPFO-00004
2020-NPFO-00010
2020-NPFO-00024
2020-NPFO-00005
2020-NPFO-00012
2020-NPFO-00027
2020-NPFO-00006
2020-NPFO-00016
2020-NPFO-00031
2020-NPFO-00007
2020-NPFO-00020
2020 NPFO 00030

8/26/2023
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2023-NPFO-00398 Colin Aamot

all previous responsive records under the previous FOIA requests:

2020-NPFO-00029
2020-NPFO-00041
2020-NPFO-00048
2020-NPFO-00032
2020-NPFO-00042
2020-NPFO-00046
2020-NPFO-00037
2020-NPFO-00043
2020-NPFO-00049
2020-NPFO-00036
2020-NPFO-00045
2020-NPFO-00052
2020-NPFO-00040
2020-NPFO-00047
2020 NPFO 00055

8/26/2023

2023-NPFO-00399 Colin Aamot

all previously released records under the previous FOIA requests:

2020-NPFO-00064
2020-NPFO-00077
2020-NPFO-00093
2020-NPF0-00060
2020-NPFO-00083
2020-NPFO-00099
2020-NPFO-00071
2020-NPFO-00087
2020-NPFO-00101
2020-NPFO-00072
2020-NPFO-00086
2020-NPFO-00102
2020-NPFO-00076
2020-NPFO-00089
2020 NPFO 00103

8/26/2023

2023-NPFO-00400 Colin Aamot

all previously released records under the previous FOIA requests:

2020-NPFO-00105
2020-NPFO-00113
2020-NPFO-00109
2020-NPFO-00115
2020-NPFO-00107
2020-NPFO-00119
2020-NPFO-00106
2020-NPFO-00120
2020-NPFO-00114

8/26/2023

2023-NPFO-00401 Katie Pitt a CERTIFIED copy of the arrest/crime report, including the narrative, and any other documents which pertain to , 
 (Case 5:22-cr-00068-SB)

8/28/2023
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2023-NPFO-00402 Colin Aamot

all previously released records under the previous FOIA requests:

2019-NPF0-00005
2019-NPF0-00047
2019-NPFO-00081
2019-NPF0-00018
2019-NPF0-00057
2019-NPFO-00080
2019-NPF0-00019
2019-NPFO-00059
2019-NPFO-00085
2019-NPF0-00032
2019-NPFO-00062
2019-NPFO-00088
2019-NPF0-00037
2019-NPFO-00068
2019 NPFO 00091

8/29/2023

2023-NPFO-00403 Colin Aamot

all previously released records under the previous FOIA requests:

2019-NPFO-00095
2019-NPFO-00105
2019-NPFO-00129
2019-NPFO-00094
2019-NPFO-00112
2019-NPFO-00136
2019-NPFO-00096
2019-NPFO-00126
2019-NPFO-00138
2019-NPFO-00098
2019-NPFO-00127
2019-NPFO-00141
2019-NPFO-00099
2019-NPFO-00128
2019 NPFO 00143

8/29/2023
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2023-NPFO-00404 Colin Aamot

all previously released records under the previous FOIA requests:

2019-NPFO-00146
2019-NPFO-00161
2019-NPFO-00173
2019-NPFO-00154
2019-NPFO-00163
2019-NPFO-00174
2019-NPFO-00158
2019-NPFO-00167
2019-NPFO-00176
2019-NPFO-00156
2019-NPFO-00169
2019-NPFO-00179
2019-NPFO-00160
2019-NPFO-00171
2019-NPFO-00183

8/29/2023

2023-NPFO-00405 Colin Aamot

all previous responsive records under the previous FOIA requests:

2019-NPF0-00187
2019-NPF0-00195
2019-NPF0-00214
2019-NPF0-00190
2019-NPF0-00204
2019-NPF0-00216
2019-NPF0-00192
2019-NPF0-00207
2019-NPF0-00215
2019-NPF0-00194
2019-NPF0-00211
2019-NPF0-00218
2019-NPF0-00196
2019-NPF0-00213
2019-NPF0-00221

8/29/2023
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2023-NPFO-00406 Colin Aamot

all previous responsive records under the previous FOIA requests:

2019-NPF0-00220
2019-NPFO-00229
2019-NPFO-00242
2019-NPF0-00222
2019-NPFO-00232
2019-NPFO-00252
2019-NPF0-00223
2019-NPFO-00244
2019-NPF0-00261
2019-NPFO-00225
2019-NPFO-00240
2019-NPF0-00266
2019-NPFO-00228
2019-NPFO-00243
2019 NPFO 00270

8/29/2023

2023-NPFO-00407 records related to your client 8/29/2023

2023-NPFO-00408 records related to you 8/29/2023

2023-NPFO-00409  

Hi, on April 17th my application for global entry was denied. Can you please explain to me why it was denied? My interview was on 
Sunday April 9th at EWR. I'm a full-time student and I've never been arrested, never received a moving violation and I've never had any 
interaction with law enforcement. Looking forward to hearing from you, Naftoli Lubin

8/30/2023

2023-NPFO-00410 Matthew Dolan

Any and all records related to the investigation at the University of Michigan related to the â€œservice disruptionâ€� that affected internet 
connectivity and wifi during the week of Aug. 27, 2023. The request for information should include, but not be limited to any so-called 
ransomware payments from or on behalf of the university to a third party

8/30/2023

2023-NPFO-00411 Colin Aamot

all previous responsive records under the previous FOIA requests:

2019-NPFO-00287
2019-NPFO-00288
2019-NPFO-00295
2019-NPFO-00284
2019-NPFO-00289
2019-NPFO-00298
2019-NPFO-00285
2019-NPFO-00291
2019-NPFO-00305
2019-NPFO-00286
2019-NPFO-00290
2019-NPFO-00306
2019-NPFO-00283
2019-NPFO-00297
2019-NPFO-00307

8/31/2023
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2023-NPFO-00412 Colin Aamot

all previous responsive records under the previous FOIA requests:

2019-NPFO-00316
2019-NPFO-00338
2020-NPFO-00001
2019-NPFO-00317
2019-NPFO-00344
2019-NPFO-00357
2019-NPFO-00319
2019-NPFO-00345
2019-NPFO-00355
2019-NPFO-00320
2019-NPFO-00350
2019-NPFO-00337
2019-NPFO-00353

8/31/2023

2023-NPFO-00413 Colin Aamot

all previous responsive records under the previous FOIA requests:

2018-NPF0-00011
2018-NPF0-00016
2018-NPF0-00041
2018-NPF0-00014
2018-NPF0-00015
2018-NPFO-00044
2018-NPFO-00017
2018-NPF0-00034
2018-NPFO-00047
2018-NPFO-00018
2018-NPFO-00040
2018-NPFO-00049
2018-NPF0-00019
2018-NPFO-00043
2018 NPFO 00052

8/31/2023
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2023-NPFO-00414 Colin Aamot

all previous responsive records under the previous FOIA requests:

2018-NPFO-00054
2018-NPF0-00070
2018-NPF0-00079
2018-NPFO-00053
2018-NPFO-00124
2018-NPFO-00087
2018-NPF0-00051
2018-NPFO-00077
2018-NPF0-00086
2018-NPFO-00064
2018-NPFO-00076
2018-NPFO-00089
2018-NPF0-00066
2018-NPFO-00080
2018 NPF0 00096

8/31/2023

2023-NPFO-00415 Colin Aamot

all previous responsive records under the previous FOIA requests:

2018-NPF0-00095
2018-NPF0-00131
2018-NPFO-00150
2018-NPF0-00118
2018-NPFO-00144
2018-NPF0-00154
2018-NPF0-00115
2018-NPFO-00145
2018-NPFO-00159
2018-NPF0-00119
2018-NPF0-00140
2018-NPF0-00160
2018-NPFO-00123
2018-NPFO-00148
2018 NPFO 00167

8/31/2023
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2023-NPFO-00416 Colin Aamot

all previous responsive records under the previous FOIA requests:

2018-NPFO-00171
2018-NPFO-00184
2018-NPFO-00233
2018-NPFO-00176
2018-NPF0-00218
2018-NPFO-00232
2018-NPFO-00178
2018-NPFO-00207
2018-NPFO-00239
2018-NPF0-00177
2018-NPF0-00217
2018-NPFO-00312
2018-NPFO-00186
2018-NPF0-00265
2018 NPFO 00245

8/31/2023

2023-NPFO-00417 Colin Aamot

all previous responsive records under the previous FOIA requests:

2018-NPFO-00248
2018-NPFO-00273
2018-NPF0-00290
2018-NPFO-00629
2018-NPFO-00274
2018-NPFO-00288
2018-NPFO-00268
2018-NPFO-00275
2018-NPFO-00293
2018-NPFO-00263
2018-NPFO-00279
2018-NPF0-00340
2018-NPFO-00264
2018-NPFO-00278
2018 NPFO 00299

9/1/2023
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2023-NPFO-00418 Colin Aamot

all previous responsive records under the previous FOIA requests:
2018-NPFO-00300
2018-NPFO-00309
2018-NPFO-00311
2018-NPFO-00301
2018-NPFO-00310
2018-NPFO-00313
2018-NPFO-00304
2018-NPFO-00306
2018-NPFO-00355
2018-NPFO-00302
2018-NPFO-00303
2018-NPFO-00356
2018-NPFO-00308
2018-NPFO-00337
2018-NPFO-00320

9/1/2023

2023-NPFO-00419 Colin Aamot

all previous responsive records under the previous FOIA requests:
2018-NPFO-00319
2018-NPFO-00330
2018-NPFO-00350
2018-NPFO-00322
2018-NPFO-00333
2018-NPFO-00348
2018-NPFO-00328
2018-NPFO-00343
2018-NPFO-00352
2018-NPFO-00329
2018-NPFO-00354
2018-NPFO-00357
2018-NPFO-00331
2018-NPFO-00358
2018-NPFO-00363

9/1/2023
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2023-NPFO-00420 Colin Aamot

all previous responsive records under the previous FOIA requests:
2018-NPFO-00368
2018-NPFO-00367
2018-NPFO-00381
2018-NPFO-00361
2018-NPFO-00366
2018-NPFO-00383
2018-NPFO-00364
2018-NPFO-00369
2018-NPFO-00382
2018-NPFO-00365
2018-NPFO-00373
2018-NPFO-00387
2018-NPFO-00380
2018-NPFO-00378
2018-NPFO-00389

9/1/2023

2023-NPFO-00421 Colin Aamot

all previous responsive records under the previous FOIA requests:
2018-NPFO-00388
2018-NPFO-00411
2018-NPFO-00450
2018-NPFO-00396
2018-NPFO-00422
2018-NPFO-00457
2018-NPFO-00403
2018-NPFO-00425
2018-NPFO-00459
2018-NPFO-00409
2018-NPFO-00428
2018-NPFO-00461
2018-NPFO-00412
2018-NPFO-00445
2018-NPFO-00464

9/1/2023

2023-NPFO-00422 records related to you 9/3/2023

2023-NPFO-00423 Rose Santos Relevant to HSHQDC14DE2024 Order HSHQDC15J00450 we seek copies of the following: 
Task order and documents incorporated by reference, including proposal

9/4/2023

2023-NPFO-00424 Rose Santos Relevant to HSHQDC06D00021 Order HSHQVT10J00026 we seek copies of the following: 
Task order contract and documents included by reference, including the proposal

9/4/2023

2023-NPFO-00425 Pranali Shindolkar
the previous RFP documents for below mentioned contract number and incumbent.
Contract Number: F2023061324
Incumbent Name: Deloitte Consulting LLP

9/5/2023

2023-NPFO-00426 Pranali Shindolkar
the previous RFP documents for the below contract number & incumbent
Contract Number:  F2023061300
Incumbent:  Deloitte Consulting LLP

9/5/2023
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2023-NPFO-00427 Sean Dunagan

1.  All records related to the participation of Cybersecurity and Infrastructure Security Agency employees in the September 10, 2020 
webinar titled â€œ2020 Election Messaging,â€� which was hosted by the League of Women Voters. For purposes of clarification, please see 
https://www.lwv.org/sites/default/files/2020-09/2020%20Election%20TC%20Webinar%209-10-20.pdf. This request includes, but is not 
limited to, all related records of communication between any official or employee of the Agency and any other individual or entity.
 
2.  All audio or video recordings of the webinar described in part one of this request.

The time frame for this request is January 1, 2020 to the present

9/7/2023

2023-NPFO-00428 Stanley, Chris

records for calendar year 2022 of the total number of hours of leave used by all employees from all federal agencies for which the USDA 
National Finance Center processes payroll and leave transactions in the following categories:
â€¢ Annual leave
â€¢ Sick leave
â€¢ Administrative leave
â€¢ Restored leave
â€¢ Compensatory time
â€¢ COVID emergency leave
â€¢ Family medical leave

9/8/2023

2023-NPFO-00429 records related to you 9/8/2023

2023-NPFO-00430
to request a record of my exit and entry into the United States for the past 10 years, all done as an American citizen. My specific request 
pertains to travel to/from Israel. 
 Passport number 

9/8/2023

2023-NPFO-00431 Dagley, David

copies of National Protection and Programs Directorate (NPPD)'s uncashed or outstanding funds listing.

Please email the listing of these outstanding amounts detailing the following information (where available).
â€¢ Payee Name
â€¢ Check or Warrant #
â€¢ Check Date
â€¢ Outstanding Amount
â€¢ Payee Address
â€¢ Any Agency Codes or Names

7/27/2023
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2023-NPFO-00432 Jason Leopold

1. Emails, photographs, videos, memos, text messages, letters, directives, and intelligence bulletins and assessments, suspicious activity 
reporting, open source intelligence/social media monitoring reports, Threat Assessments, Patriot Reports, Situation Reports, after action 
reports, referencing the 2023 Burning Man Festival, the heavy rains that prevented festival goers from entering or leaving the site and the 
threat to public safety or national security.

2. Directives or emails, memos, letters, text messages referencing the decision to prevent festivalgoers from leaving or entering the site 
due to the rains and mud and copies of any emergency action plan.

3. Correspondence, such as emails, memos, letters, text messages, CISA sent to and received from the following agencies referencing the 
weather and mud at the 2023 Burning Man Festival and decisions to prevent festivalgoers from exiting the site: FEMA, US Bureau of Land 
Management, DHS Office of Intelligence & Analysis, Pershing County Sheriffs Office, Washoe County Sheriffâ€™s Office, Nevada State 
Police, Pyramid Lake Paiute Tribe Police Department.

9/13/2023

2023-NPFO-00433 Berlant, Shannon

any MOU, MOA, contract or any other type of agreement between CISA (and/or any of CISA's components, including NPPD) and: Ryan 
Jackson Cobb (also known as Jack Cobb or Ryan Cobb), to include any corporation for which he is an authorized signer, including (but not 
limited to) Pro V&V, Inc. and/or Proformance Verification and Validation LLC and/or ProCOG, LLC

9/13/2023

2023-NPFO-00434  records regarding a secondary search conducted upon your re-entry to the US from Mexico 9/14/2023

2023-NPFO-00435 Peter Vegliante video from 8/14/2023 the SSA is located at 11401 W Flagler st in Miami Florida. Case number 23024896B 9/14/2023

2023-NPFO-00436 records related to you 9/14/2023

2023-NPFO-00437 records related to you 9/14/2023

2023-NPFO-00438 Colin Aamot

1. Copies of all OGE Form 202 (Conflict of Interest Referral) generated within or by the agency or submitted to the Office of Government 
Ethics (OGE) from January 1, 2021 to present. 
2. Copies of all Copies of all OGE Form 278e (Public Financial Disclosures) or OGE Form 278-T (Periodic Transaction Reports) generated 
within or by the agency or submitted to the Office of Government Ethics (OGE) from January 1, 2021 to present

9/14/2023
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2023-NPFO-00439 Colin Aamot

1) Records sufficient to identify all employees who entered into a position at the agency as a Political Appointee since January 20, 2021, to 
the date this records request is processed, and the title or position of each employee (to the extent that individuals have held multiple 
positions during this time period, identify each title or position and the time period it was held). 
2) Records sufficient to identify all career employees who, between January 20, 2021, and the date this records request is processed, have 
been detailed to 
 1) a position eligible to be filled by a Political Appointee, or 
 2) a new position through coordination or consultation with either the White House Liaison or Presidential Personnel Office; the title or 
position of each employee while on detail; and each employeeâ€™s originating agency or component, and prior title. For each individual 
identified in response to Requests 1 and 2 provide: 
1. The resume provided by the individual to the agency in connection with determining the appropriate salary for the individual, or if that 
is not available, a recent resume contained within the agencyâ€™s records. I no objection to the redaction of employeeâ€™s contact 
information, such as email, address, phone numbers etc.; however, prior employment, education, and descriptions of such experiences 
are not exempt and should be produced. 
2. Any waivers issued to the individual pursuant to 18 U.S.C. Â§ 208(b). 
3. Any authorizations for the individual issued pursuant to 5 C.F.R. Â§ 2635.502. 
4. Any Ethics Pledge waivers, issued pursuant to Section 3 of Executive Order 13989 and Office of Government Ethics Legal Advisory 21-
04, received by the individual. 
5. Any ethics agreement executed by the individual; any Certification of Ethics Agreement Compliance; and any records relating to any 
violation by an individual of his or her ethics agreement. 
6. Records reflecting any recusal determination made or issued for the individual. 
7. Copies of any SF-50 forms for the individual reflecting any change in position, title, or salary, including when the employee starts or 
leaves a position. 
8. Completed Ethics Pledge for each individual

9/14/2023

2023-NPFO-00440 Colin Aamot

documents and data sufficient to account for the monthly occupancy or vacancy rates for the agency's five largest buildings (measured by 
square footage) from January 1, 2020, to December 31, 2022. A copy of all agency telework policies or directives that were in place due to 
COVID-19 and/or the pandemic between 1 January 2020 and April 1, 2023

9/15/2023

2023-NPFO-00441 Colin Aamot

records and documents sufficient (list, spreadsheet, or database) to account for of all contracts or grants referred for investigation, 
review, inquiry, or Office of the Inspector General (OIG) scrutiny due to potential, alleged, or confirmed fraud, waste, or abuse (FWA) 
from 2017 to present, including company details, contract specifics, and documentation of the referral process

9/15/2023

2023-NPFO-00442 Colin Aamot

1. A copy of all internal policy documents, memorandums or guidance pertaining to FOIA processing and procedures, FOIA Appeal 
processing and procedures, and Mandatory Declassification Review (MDR) processing Policy and Procedures between 2018 and present. 
Please include any and all documents relating to steps the agency takes when processing or deconflicting with other agencies when 
processing FOIA requests, Appeals, or MDR requests. 
2. I also hereby request a list of the oldest 50 FOIA's still open with the Agency including the request date, request body/text, and 
requestor

9/15/2023

2023-NPFO-00443 any and all records pertaining to yourself and your personal information. Including but not limited to any licensing, certifications, etc. 9/15/2023

2023-NPFO-00444 Colin Aamot
documents sufficient to account for the agency's usage and retention policies or directives for official communications via Slack, Signal, 
Microsoft Teams, Lync, or any other internal messaging platforms from 2018 to present  9/16/2023
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2023-NPFO-00445 Colin Aamot
all manuals or documents relating or pertaining to e-discovery, e-discovery vendor manuals, or e-discovery internal processes or 
processing steps for e-discovery software currently used by the agency with regard to discovery during litigation, foia litigation, or any 
other litigation holds for 2021 to present

9/16/2023

2023-NPFO-00446 Jeremy Harris-Ameral the authorization for wiretaps that have been placed on your devices from 2021 until current 9/16/2023

2023-NPFO-00447 most recent i-94 certificate 9/18/2023

2023-NPFO-00448 Jessica Dolcy
any proposal/bid submission/contract information between CISA and SolvSecure Systems LLC as it pertains to Contract Number: 
70RCSJ22C00000002. Requirements Contract was:  IOD IT Strategy and Portfolio Support. The contract was entered around September 
2022

9/18/2023

2023-NPFO-00449 Jessica Dolcy proposal submission/bid submission/and contract 70RCSA22C00000012 entered with Sesom Consultants LLC 9/18/2023

2023-NPFO-00450 records regarding the revocation of your nexus card 9/18/2023

2023-NPFO-00451 milliron, ryan

Any emails in the account of Nitin Natarajan sent to or from: 
Renee DiResta 
Alex Stamos
Matt Masterson
Garrett Graff
Vivian Schiller
Ryan Merkley
Christina Nemr
Clint Watts
Laura Rosenberger
David Agranovich
Chris Krebs
Nina Jankowicz

during the period of February 16  2021 through June 5  2023

6/12/2023

2023-NPFO-00452 records related to you 2/2/2023

2023-NPFO-00453 Erik Chernushin
Legal procedure and guidelines for any and all criminal investigations. Hacker/Ransom/Malware criminal investigations policies, 
guidelines, rulebooks and procedures used in prosecution, apprehending, and surveillance of criminals and handoff to DOJ/State/Local 
Authorities

9/21/2023

2023-NPFO-00454 DePalma, Rachel a copy of the CISA report number 2023- USCERTv31232O4 OMB Control No.: 1670-0034; expiration data 2024-10-31. Report was 
submitted on May 3, 2023 by Ashly Howard. 

9/21/2023

2023-NPFO-00455
copy of my background investigation that was recently adjudicated for my TS/SCI security clearance. Specifically, all the detailed 
notes/interview transcripts obtained as part of my Department of Homeland security investigation initiated on 19 Feb 2021. 2/17/2023

2023-NPFO-00456
a copy of your background investigation that was recently adjudicated for your TS/SCI security clearance. Specifically, seeking all the 
detailed notes/interview transcripts obtained as part of your Department of Homeland security investigation initiated on February 19, 
2021

9/22/2023

2023-NPFO-00457 Yehuda Miller all communications from anyone in the agency with the Associated Press with email domain ap.org or ap.com
the dates of communications requested are October 1, 2020 through Dec 1, 2020

9/24/2023

2023-NPFO-00458 Manetirony Clervrain no records requested 9/25/2023

2023-NPFO-00459
MARCELINA  JARAMILLO 

JAIMES 

POR MEDIO DE LA PRESENTE SOLICITO LAS TRES APLICACIONES DS160  DE LA VISA DE TURISMO: LA PRIMERA OCASION APLIQUE EN EL 
AÃ‘O 2007, LA SEGUNDA OCASION FUE EN EL AÃ‘O 2016 Y LA ULTIMA FUE EN EL AÃ‘O 2017. 9/26/2023
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2023-NPFO-00460 Terry Pearce

Records related to No 2:22-mj-248 and Case No 2:23-cr-00010 - United States of America vs Aaron Paul Gonzales.
Any investigative notes initiated and completed by Special Agent HSI John W. Shields and US  Attny Rebecca Gantt.  Criminal complaint 
starting 12/2022 thru 11/2023. Probable cause started 7/26/21 via HSI Cyber Crime Center from the UK National Crime Agency. 
Surveillance of the home began 5/6/2022.  Requesting any and all additional documentation pertaining to these 2 cases.

9/27/2023

2023-NPFO-00461 Colin Aamot

1. All Records Management Self-Assessment (RMSA) reports generated or submitted to the U.S. National Archives and Records 
Administration (NARA) for the past 7 years (if not already in the public record and released at https://www.archives.gov/records-
mgmt/resources/saorm-reports), 
2. As well as, any supporting documents such as, but not limited to: new organizational charts due to reorganization or other 
circumstances, updated policies on records management, new policies or frameworks regarding information governance, et cetera

9/28/2023

2023-NPFO-00462 Colin Aamot
Documents sufficient to account for the number of GLOMAR responses sent annually for the last 7 years in conjunction with total number 
of FOIA requests closed out for the same time period. Copies of all GLOMAR responses/letters sent to the original requestor for the last 48 
months

9/28/2023

2023-NPFO-00463 records related to yourself 9/28/2023

2023-NPFO-00464 records related to yourself 9/28/2023

2023-NPPA-00001 records related to yourself 10/10/2022

2023-NPPA-00002 records related to yourself 11/2/2022

2023-NPPA-00003
Eduardo Bravo 

Camarillo
Requiere dinero 11/18/2022

2023-NPPA-00004 NG SENG GIAP no records requested 1/14/2023
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2023-NPPA-00007 KARENNA BOWLES

1. Any and all records, including but not limited to documents, communique, files, dossiers ,profiles, about myself, as the first 
â€“party/First person requestor.

2. Any records relating or referring to me (first-party/ first person Requestor), including but not limited to my family members (including 
nearest kin), friends, associates, clergy, contacts, neighbors, employers, landlords, including but not limited to records that document any 
monitoring, surveillance, observation, questioning, interrogation, investigation, infiltration and/or collection of information relating
to the organization or its members.

3. Any orders, agreements, or instructions to monitor, conduct surveillance, question, interrogate, investigate, infiltrate, and/or collection 
information relating to me (first-party/ first person Requestor), including but not limited to my family members (including nearest kin), 
friends, associates, clergy, houses of worship, contacts, neighbors, employers, landlords.

4. Any records relating or referring to how, why or when I/ me (first-party/ first person Requestor), including but not limited to my family 
members (including nearest kin), friends, associates, clergy, houses of worship, contacts, neighbors, employers, landlords  were selected 
to be a subject of monitoring, surveillance, observation, questioning, interrogation, investigation, infiltration, and/or collection of 
information.

5. Any records relating or referring to how monitoring, surveillance,  observations, questioning, interrogation, investigation, infiltration 
and/or collection of information relating to me (first-party/ first person Requestor), including but not limited to my family members 
(including nearest kin), friends, associates, clergy, houses of worship, contacts, neighbors, employers, landlords  was or will be conducted.

6. Any records relating or referring to the names of any other military, federal, state or local government agencies participating in any 
monitoring, surveillance, observation, questioning, interrogation, investigation, infiltration and/or collection of information relating to me 
(first-party/ first person Requestor), including but not limited to my family members (including nearest kin), friends, associates, clergy, 
houses of worship, contacts, neighbors, employers, landlords 

7. Any records relating or referring to the specific role of this agency or agency component in the National Joint Terrorism Task Force or 
any local Joint Terrorism Task Force, in any monitoring, surveillance, observation, questioning, interrogation, investigation, infiltration, 
and/or collection of information relating to me (first-party/ first person Requestor), including but not limited to my family members 
(including nearest kin), friends, associates, clergy, houses of worship, contacts, neighbors, employers, landlords 

8. Any records relating or referring to the specific role of any military, federal, state or local government agency participating in any 
monitoring, surveillance, observation, questioning, interrogation, investigation, infiltration and/or collection of information relating to me 
fi / fi    i i    i i    f i   i i   i  f i  i   

3/24/2023

2023-NPPA-00008 records related to yourself 5/9/2023

2023-NPPA-00009 Anything pertaining to my identity. 9/10/2023

2023-NPPA-00010 records related to yourself 9/12/2023

2023-NPPA-00011 records related to yourself 9/13/2023

FY23 68 CISA FOIA Logs

(b)(6)

(b)(6)

(b)(6)

(b)(6)




