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F 
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''Tarpley, Kyle </0 

"Rezmovic, Jeffrey 

cc.fbk61 
• "Hopkins, Brian </Q 
p,)(6) I 

Subject: Boston CVE Panel 

Date: 2014/04/10 10:48:03 

I 

Type: Note.EnterpriseVault.Shortcut 

Here is a bit more info if you want to pass along: 

Here is the link to the event S2 will be joining 
Monaco: https: //forum. iop. ha rvard. ed u/ content/ countering-violent-extremism­
a nd-power-com mun ity 

Speech title: Countering Violent Extremism and the Power of Community 

Themes: 

In response to the Boston marathon attack and other incidents of 
radicalized violence, we're working to build a comprehensive network of tools to 
more effectively address the evolving nature of threats to the homeland. 

Key is the recognition that local communities are best positioned to 
intervene and prevent violence, well before an individual commits a terrorist act. 

Marineka Penland 

Office of the Deputy Secretary 

Department of Homeland Security 

Phone: IL"_>C_6J-----~ 
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Sent Date: 2014/04/10 10:48:03 
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F 
Rezmovic, Jeffrey < (b)(6) 

rom·.,.---~-~~-~ 
1,)(6) 

To: "d':' Vallance, Brian 
(b),6) 

Subject: brian/jeff catchup mtg 

Date: 2011/11/0116:04:00 

Start Date: 2011/11/02 14:30:00 

End Date: 2011/11/02 15:00:00 

Priority: Normal 

Type: Schedule.Meeting.Request 

Location: brian's office 

Attendees: de Vallance, Brian 

When: Wednesday, November 02, 2011 2:30 PM-3:00 PM (GMT-05:00) Eastern Time (US & 
Canada). 

Where: brian's office 

Note: The GMT offset above does not reflect daylight saving time adjustments. 

Some issues that I wanted to discuss/make sure I am staying on top of for you: 

1) 
2) 

Ross Ashley mtg 

PSD 10 

3) Violence in Northern Mexico article 

4) Interpol mtg 

5) 
6) 
7) 
8) 

Canned/Pre-approved Talking Points 

SCG 
CQ Subscription 

WH CVE Update 
. 1")(6) 

Senderh~~6zlmov1c, Jefr~~ip~ 
R . . t "de Vallance, Brian 

ec1p1en :[OJ(6} pi~. -----------~ 
Sent Date: 2011/11/01 lB:04:42 

Delivered Date: 2011/11/0116:04:00 
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FOR OFFICIAL USE ONLY 

Homeland Security Advisory Council 
Countering Violent Extremism Subcommittee Meeting 

April 14, 2016 

Overview: 
• You will meet with the Homeland Security Advisory Council's (HSAC) Countering 

Violent Extremism (CVE) Subcommittee. 
• The Subcommittee is chaired by Farah Pandith, Adjunct Senior Fellow at the Council 

on Foreign Relations and Senior Fellow at the Kennedy School of Government at 
Harvard University, and Adnan Kifayat, Senior Resident Fellow, German Marshall 
Fund of the United States. 

• During the meeting, the Subcommittee will hear from various subject matter experts 
and discuss how the Department can best collaborate with technology and social 
media companies, philanthropic organizations, and education and mental health 
sectors to help counter violent extremism. 

• Your participation is as follows: 
o 11 :30 a.m.: You will arrive during the meeting and greet the Subcommittee 

members. 
o 11 :35 a.m.: You will receive a progress report from the co-chairs. 
o 11 :45 a.m.: 
o 12:00 p.m.: 

You will make remarks and provide feedback to the group. 
You will depart. 

Discussion Points: 
• You will have thirty minutes to meet with the CVE Subcommittee, hear about the 

progress they have made to date, and receive an overview of the final report they will 
issue in June 2016. 

• The Subcommittee is focused on six key areas regarding CVE efforts: 
o Communications and Messaging 
o Research and Analysis 
o Engaging with Technology and Social Media Companies 
o Funding and Resourcing Efforts 
o Incorporating the Education and Mental Health Sectors 
o Pop Culture and Millennials 

• You should provide candid feedback and guidance to the group, specifically on their 
approach and overall direction of the report. The meeting is not open to the public, 
allowing you to speak freely and to fully leverage the expertise in the room. 

Background: 
• On January 21. 2016, the CVE Subcommittee co-chairs briefed you during the HSAC 

meeting at the Wilson Center. 

1 
FOR OFFICIAL USE ONLY 
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FOR OFFICIAL USE ONLY 

• The CVE Subcommittee was stood up in December 2015 to act as an incubator of 
ideas for the Office for Community Partnerships, and to leverage outside expertise 
and new thinking to allow the Department to go beyond how it has conventionally 
framed and envisioned C'VE efforts. 

• The CVE Subcommittee is comprised of members of the HSAC as well as a number 
of selected subject matter experts and key thought leaders from private industry, 
academia, and non-governmental organizations. 

Participants: 
Secretary Johnson 
George Selim, Director, Office for Community Partnerships 
Sarah Morgcnthau, Executive Director, Homeland Security Advisory Council 
Homeland Security Advisory Council CVE Subcommittee Members 

Attachments: 
A. Meeting Agenda 
B. CVE Subcommittee Membership List 
C. Biographies 
D. CVE Subcommittee Tasking Memo 
E. CVE Subcommittee Federal Register Notice 

Staff Responsible for Briefing Memo; Sarah Morgcnthau, Executive Director, 
Homeland Security Advisory Council, OPELb_JC_6J ______ ~ 

OGC Reviewer: Attorney in Component Counsel or HQ, Title, Phone Number. 

FOR OFFICIAL USE ONLY 
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9:00-10:00 a.m. 

10:10 a.m. 

10: 15-11 :30 a.m. 

11 :30-12:00 p.m. 

12:00-1:00 p.m. 

I :00 -2:00 p.m. 

2:00-2:30 p.m. 

2:30-3:00 p.m. 

3 :00-4:00 p.m. 

4:00p.m. 

COUNTERING VIOLENT EXTREMISM 
SUBCOMMITTEE DRAFT AGENDA 

DHSHQ 
3801 Nebraska Ave NW DC 

Thursday, April 14th, 2016- 9:00 a.m. to 4:00 p.m. 

Classified Intelligence Briefing (Building r)(6
) I 

Welcome and Introductions (Building 1, Room 01-044) 
Sarah E. Morgenthau 
Executive Director, Homeland Security Advi~oiy Council 

Focus Arca Progress Reports by Subcommittee Members 
Ali Soufan (Communicatiorn/Me~saging) 
Seamus Hughe~ (Funding and Re~ourcing) 
Joel Meyer (Engaging \Vith Tech and Social Media Companies) 
Paul Goldenberg (Incorporating the Education and Mental Health Sectors) 
Laila Alawa (Pop Culture/Millennial~) 

Meeting with Secretary Johnson 

\Yorking Lunch (EDF Private Dining Room) 
Office for Community Partnen,hips and CVE Task Force Overview 
George Selim, Director, Office for Community Partnerships 

Panel on Digital Marketing, Startups and Early Stage Investing 

[0)(6) 

Tentative Call ·with Snapchat Representative 
TBD 

Tentative S&T Briefing on CVE Metrics and Assessments 
TBD 

Continued Focus Arca Read Outs and Discussion on Next Steps 
Farah Pandith, Chair, CVE Subcommittee 
Adnan Kifayat, Chair, CVE Subcommittee 

Meeting Adjourns 
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Farah Pandith (Co-Chair) 

Adjunct Senior Felio"', Council on Foreign Relations 

Farah Pandith currently leads numerous efforts designed to counter extremism through ne\v 
organizations, programs, and initiatives. Ms. Pandith was appointed the first-ever Department of 
State Special Representative to Muslim Communities in June 2009. From 2004 to 2007, she was 
the Director for Middle East Initiatives at the National Security Council (NSC). Prior to the 
NSC, Ms. Pandith was Chief of Staff at the Bureau for Asia and the Near East for the U.S. 
Agency for International Development. 

Ms. Pandith is currently an Adjunct Senior Fellow at the Council on Foreign Relations, and a 
member of the Leadership Council of Women and Girls Lead. She also serves on the Board of 
Overseers at the Fletcher School of Law and Diplomacy at Tufts University and on the Smith 
College President's Council. 
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Adnan Kifayat (Co-Chair) 

Senior Resident Fellow, The German Marshall Fund of the United States 

Adnan Kifayat is a senior resident fellow at The Gennan Marshall Fund (GMF), where he 
advises the organization on its efforts to strengthen leadership development and Next Generation 
strategies in the transatlantic region and its joint work in programming the OCP Policy Center 
Atlantic Fellowship in Europe, North Africa, and sub-Saharan Africa. He also contributes to the 
continued development of GMF's Leadership, Diversity and Inclusion Initiative. 

Over the last 15 years, Kifayat has held senior positions in public service, including at the White 
House, State Department, and Treasury Department, where he established partnerships with 
strategic allies to cooperate in trade, finance, development, counterterrorism and national 
security. He has helped develop innovative and sustainable mechanisms to counter the spread of 
violent extremism and prevent the tlO\v of funds to terrorist organizations. 

Until recently, Kifayat served as Secretary of State John Kerry's acting special representative to 
Muslim communities and was instrumental in creating programs to broaden and deepen U.S. 
diplomatic engagement through social entrepreneurship, political empO\verrnent, and shared 
commitments to security. As senior advisor to the Under Secretary of State for public diplomacy, 
he led the development and deployment of the Public Diplomacy 2.0 Initiative, which helped 
transform the State Department into a new media-savvy institution. His work at the Treasury 
Department resulted in initiatives and agreements to promote financial cooperation bet\veen the 
United States and key partners, in the Middle East, G8, and Asia. He served as an alternate 
executive director of the African Development Bank, shaping Bank activities on the African 
continent. He served twice on the National Security Council staff to coordinate counterterrorism 
and economic issues across the Middle East and Africa. 

Kifayat's private sector experience includes creating strategies for Cargill to access Central 
Asian and Latin American agribusiness markets, and designing programs for Delphi 
International to promote U.S. economic and civil society engagement on a people-to-people basis 
around the world. 
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Laila Alawa 

CEO and Founder, The Tempest 

Laila Alawa is the CEO and Founder of The Tempest, a leading digital media company where 
the world goes to hear the voices and stories of underrepresented \Vomen. With more than half a 
million monthly visitors, the company covers everything from life to humor, entertainment to 
new1> through articles, video1>, podca1>ts and mixtapes. She i1> al1>0 the host for The Expose, a 
Coming o/Faith weekly podca1>t tackling tough topics with 1,nark and wit. Her work and writing 
has been mentioned in The Ne\v York Times, Al-Jazeera America, Yahoo! Ne\vs, 
ThinkProgress, The Guardian, NPR, PRI, The Huffington Post, Feministing, Salon, Mashable, 
Color Lines, Bmtle, Mic and Buzzfeed. Her work was recently published in the literary 
anthology, Fait~/Ully Feminist: Jewish, Christian and Muslim Feminists on Why We Stay. She 
was recently featured in The Ne\v York Times' Women in the World. She's also appeared on Al­
Jazeera America, BBC World News, NPR, and Huffington Post Live. In 2015, Laila \Vas named 
an Ariane de Roth1>child Fellow. 

Through her online activism and creative approach to digital issues, she has made it her mission 
to elevate the voices of those \Vho are often not heard. As the creator of many viral multimedia 
campaigns, 1,he is eager to work with organizations that both advocate and innovate in the public 
interest. 

Prior to founding The Tempest, Laila \Vas a research specialist at Princeton University, studying 
socio-cognitive proce1>1>ing under the framework of community identity and belonging. 

She ha1> a bachelor's degree from W elle1>ley College, and has studied leader1>hip and social 
entrepreneurship at the University of Cambridge. A passionate runner, she lives in Washington, 
D.C. 
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John R. Allen 

General, U.S. Marine Corps (Ret.) 

General John R. Allen is a retired U.S. Marine General who served as the Commander of the 
NA TO International Security Assistance Force and the Commander of U.S. Forces Afghanistan 
from 2011 to 2013, the pivotal point in the \Var. General Allen recently served as Special 
Presidential Envoy for the Global Coalition to Counter ISIL. He is the first Marine in history to 
command a theater of war, and is the longest serving commander in that conflict. 

Concluding a distinguished 38 year career in the spring of 2013, General Allen \Vorked as an 
advisor to both the Secretaries of Defense and State on Middle East Security, and has affiliations 
with the Brookings Institution, the Johns Hopkins School of Advanced International Studies, the 
Atlantic Council, and Council on Foreign Relations. 

General Allen holds numerous U.S. personal and international decorations, including the 
Defense Distinguished Service Medal, the Defense Superior Service Medal, the Legion of Merit, 
The Lethvich Leadership Trophy, the Global War on Terrorism Service Medal, the Humanitarian 
Service Medal, the NATO Meritorious Service Medal, the Afghan Ghazi Mir Bacha Khan 
Medal, the French Legion d'Honneur, the Commander's Cross of the Order of Merit of the 
Polish Republic, the Taiwan Order of the Resplendent Banner with Special Cravat, and the 
Mongolian Meritorious Service Medal, First Class. 
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Russ Deyo 

Under Secretary for Management, Department of Homeland Security 

Russ Deyo was sworn in as Under Secretary for Management at the U.S. Department of 
Homeland Security on May 11, 2015. In the Department's number three post, Mr. Deyo 
exercises leadership authority over all aspects of the Department's management programs, 
processes, and \Vorkforce of more than 230,000 employees. 

Mr. Deyo oversees management of the Department's nearly $60 billion budget. He also serves as 
the Chief Acquisition Officer, administering control over the Department's approximately S16.5 
billion in procurements annually, and 72 major acquisition programs that are in development or 
sustainment \Vith a life cycle cost estimate of more than $300 million. 

As Under Secretary, Mr. Deyo leads the Management Directorate's six lines of business, 
including financial management, human capital, procurement, information technology, security, 
and facilities and asset management. The management portfolio touches every aspect of 
Department operations. Leading with a data-driven focus, Mr. Deyo concentrates efforts on 
integrating management functions, improving customer service, and sustaining quality financial 
ste\vardship. 

Mr. Deyo has over 30 years of management experience in both the government and private 
sector. Prior to his appointment, Mr. Deyo retired from Johnson & Johnson in 2012 after 27 
years of service, \Vhere he held a number of positions, including Vice President of 
Administration and General Counsel. For 16 years, he also served as a member of the Executive 
Committee, the company's principal management group for global operations. 

Prior to Johnson & Johnson, Mr. Deyo was an Assistant U.S. Attorney for the District of New 
Jersey from 1978 to 1985, serving the last three years as Chief of Special Prosecutions. From 
1977 to 1978, Mr. Deyo was an attorney at Patterson, Belknap, Webb & Tyler in New York City. 

Mr. Deyo is a graduate of Dartmouth College and holds a J.D. from Georgetown University Law 
Center. 
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Paul Goldenberg 

President and CEO, Cardinal Point Strategies, LLC 

Paul Goldenberg is the President and CEO of Cardinal Point Strategies (CPS), LLC, a strategic 
advisory and business intelligence consulting fim1. As President and CEO of Cardinal Point 
Strategies, Mr. Goldenberg is a trusted advisor with a long history of helping to resolve the 
highest profile and most confidential matters for governments, businesses, academia and NGOs 
around the world. Mr. Goldenberg also serves as the National Director of the Secure 
Community Net\vork, the nation's first faith-based information sharing analysis center 
recognized by OHS as the a national model. 

Mr. Goldenberg':, public career includes more than two decades as the first State Chiefofthe 
Office of Bias Crimes and Community Relations in Ne\v Jersey leading the nation's first full 
time State Attorney General's effort focusing on hate crimes and ethnic terrorism, Director of the 
nation's 6th largest county social service and juvenile justice system, and as a law enforcement 
official leading investigation efforts for cases in domestic terrorism, political corruption, and 
organized crime. 

From 2004-2009, Mr. Goldenberg played a key role in setting policy for the legislation and 
investigation of ethnic terrorism and hate crimes in his role as senior law enforcement advisor to 
the Organization for Security and Cooperation in Europe. In the course of his lmv enforcement 
career, Mr. Goldenberg received South Florida's most distinguished citation for valor, Officer of 
the Year, an honor presented after serving as lead agent in one of South Florida's longest term 
undercover assignments. 
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Jane Harman 

President and CEO, \Voodrow \\1ilson Center 

Jane Harman is the head of the WoodrO\v Wilson International Center for Scholars, a 
Washington, D.C. think tank devoted to the ideals of former U.S. President WoodrO\v Wilson. 
Congresswoman Harman served in Congress from 1993 to 1998 and 2001 to 2011. Following 
her resignation from Congress on February 28, 2011 she joined the Woodrow Wilson Center as 
its first female Director, President and CEO. During her time in Congress she represented the 
Aerospace Center of California during nine terms in Congress; she served on all the major 
security committees: six years on Armed Services, eight years on Intelligence and four on 
Homeland Security. 

Congresswoman Harman has made numerous Congressional fact-finding missions to hotspots 
around the world including North Korea, Syria, Libya, Afghanistan, Pakistan, Yemen, and 
Guantanamo Bay to assess threats against the U.S. Harman received the Defense Department 
Medal for Distinguished Service in 1998, the CIA Seal Medal in 2007, and both the CIA 
Director's A\vard and the National Intelligence Distinguished Public Service Medal in 2011. 
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Seamus Hughes 

Deputy Director of the Program on Extremism, George Washington University 

Seamus Hughes is the Deputy Director of the Program on Extremism at George Washington 
University. Hughes previously worked at the National Counterterrorism Center (NCTC), serving 
as a lead staffer on the U.S. government's efforts to implement the national countering violent 
extremism strategy. He regularly led engagements with Muslim American communities across 
the country, provided counsel to civic leaders after high-profile terror-related incidents, and met 
with families of individuals who joined terrorist organizations. Mr. Hughes created a 
groundbreaking intervention program to help steer individuals away from violence through non­
law enforcement means and \Vorked closely with FBI Joint Terrorism Taskforces, Fusion 
Centers, and U.S. Attorney Offices. 

Prior to the NCTC, Mr. Hughes served as the Senior Counterterrorism Advisor for the U.S. 
Senate Homeland Security and Governmental Affairs Committee. He has authored numerous 
legislative bills, including sections of the 9/11 Commission Recommendations Act and the 
Special Agent Samuel Hicks Families of Fallen Heroes Act. He is the recipient of National 
Security Council Outstanding Service and two NCTC Director's Awards for outstanding service. 
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Jeffrey Miller 

Senior Vice President and Chief Security Officer, National Football League 

Jeffrey Miller is Senior Vice President and Chief Security Officer of the National Football 
League (NFL) where he oversees all event security, investigative programs and services. Prior to 
joining the NFL, Mr. Miller spent 24 years with the Pennsylvania State Police, retiring in 2008 
after serving six years as Commissioner. In that role, he oversaw a complement of over 6,000 
enlisted and civilian personnel and a budget of S800 million dollars. He \Vas responsible for 
implementing crime-and crash-reduction strategies, anti-terrorism efforts, and general policing 
practices, including emergency response in all 67 counties in Pennsylvania. 

Mr. Miller holds an Associate Degree from the University of South Florida, a Bachelor's of 
Professional Studies Degree in Criminal Justice from ElizabethtO\vn College, and a Master's 
Degree in Public Administration from the Pennsylvania State University. He is a graduate of the 
Federal Bureau of Investigation (FBI) National Academy in Quantico, Virginia, and the FBI 
National Executive Institute. 
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Joel Meyer 

Senior Vice President, Public Sector, Dataminr 

Joel Meyer is Senior Vice President at Dataminr, Inc., a real-time information discovery 
company that analyzes all public tweets and other publicly available data to deliver the earliest 
signals for breaking news, real-world events, off the radar context and perspective, and emerging 
trends. 

Prior to joining Dataminr in 2013, he served as a Director on the White House National Security 
Council staff focusing on countering domestic radicalization and at the U.S. Department of 
Homeland Security in the Office of the Secretary as Senior Advisor to the Coordinator for 
Counterterrorism. He previously practiced lmv at Akin Gump Strauss Hauer & Feld, LLP, and is 
an inactive member of the California and District of Columbia bars. 
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Michael Nutter 

Former Mayor of Philadelphia, Pennsylvania 

Michael A. Nutter served two terms as Mayor of Philadelphia, Pennsylvania. He was first 
elected in November 2007, and then re-elected to a second tenn in November 2011. Most 
recently, while Mayor of Philadelphia he worked closely with the Department of Homeland 
Security and Secretary Johnson on the operational security and contingency planning for the 
September 2015 Papal visit which was designated as a National Special Security Event. Before 
being elected mayor, he served for almost 15 years on the Philadelphia City Council representing 
the 4th District. 

Mr. Nutter holds a B.A. from the Wharton School at the University of Pennsylvania. 
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Matthe"' Olsen 

President of Consulting and Co-Founder, IronNet Cybersecurity 

Matthew Olsen is President of Consulting and Co-Founder at lronNet Cybersecurity. Mr. Olsen 
is responsible for leading IronNet's consulting services, providing strategic and operational 
guidance to companies on cybersecurity and cyber threats, and helping to guide IronNet's 
business development. Mr. Olsen is also a lecturer at Harvard Law School and a national 
security analyst for ABC News. 

Mr. Olsen has worked for over t\vo decades as a top government official on national security, 
intelligence and law enforcement issues. Appointed by the President to serve as the Director of 
the National Counterterrorism Center (NCTC), Mr. Olsen led the government's efforts to 
integrate and analyze terrorism inforniation and coordinate counterterrorism activities for three 
years. Prior to joining the NCTC, Mr. Olsen was the General Counsel for the National Security 
Agency. Mr. Olsen also served at the Department of Justice in a number ofleadership positions, 
including Special Counselor to the Attorney General, responsible for national security and 
criminal cases. Mr. Olsen \Vas also a federal prosecutor for over a decade and has served as 
Special Counsel to the Director of the Federal Bureau oflnvestigation. 
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Ali Soufan 

Chairman & Chief Executive Officer, The Soufan Group LLC 

Ali H. Sou fan is Chairman & Chief Executive Officer of The Sou fan Group LLC and has been a 
member of the Homeland Security Advisory Council since September 2012. Mr. Soufan is a 
fonner FBI Supervisory Special Agent who investigated and supervised highly sensitive and 
complex international terrorism cases, including the East Africa Embassy Bombings, the attack 
on the USS Cole, and the events surrounding the 9/11 attacks. Mr. Soufan also served on the 
Joint Terrorist Task Force, FBI New York Office, \Vhere he coordinated both domestic and 
international counterterrorism operations. 

Mr. Soufan has received numerous mvards for his counter-terrorism work, including the FBI 
Director's A\vard for Excellence in Investigation and the Respect for Lmv Enforcement A\vard. 
Mr. Soufan is the author of The New York Times Top 10 Bestseller, "The Black Banners: The 
Inside Story of9/1 land the War Against al-Qaeda" and a recipient of the Ridenhour Book Prize. 
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Juan Zarate 

Senior Advisor, Center for Strategic and International Studies (CSIS) 

Juan Zarate is a senior adviser at the Center for Strategic and International Studies (CSIS), the 
senior national security analyst for CBS Ne\VS, a visiting lecturer at the Harvard Lmv School, and 
a national security and financial integrity consultant. Zarate served as deputy assistant to the 
president and deputy national security adviser for combating terrorism from 2005 to 2009 and 
was responsible for developing and implementing the U.S. government's counterterrorism 
strategy and policies related to transnational security threats. He was the first ever Assistant 
Secretary of the Treasury for Terrorist Financing and Financial Crimes, where he led domestic 
and international efforts to attack terrorist financing, the innovative use of the Treasury 
Department's national security related powers, and the global hunt for Saddam Hussein's assets. 
He is also a forn1er federal prosecutor who served on terrorism prosecution teams prior to 9/11, 
including the investigation of the USS Cole attack. 

Zarate is the author of the recently published Treasury's War: The Unleashing of a New Era of 
Financial Warfare (PublicAffairs, 2013), Forging Democracy (University Press of 
America, 1994 ), and a variety of articles in the Ne\V York Times, Washington Post, Wall Street 
Journal, Los Angeles Times, Washington Quarterly, and other publications. He has his own 
weekly national security program on CBSNews.com called Flash Points. He is a graduate of both 
Harvard College and Harvard Law School and a former Rotary International Fellow 
(Universidad de Salamanca, Spain). Zarate sits on several boards of advisers, including for the 
director of the National Counterterrorism Center (NCTC) and HSBC's Financial Services 
Vulnerabilities Committee. 
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William ''Bill" Webster 

Retired Partner, Milbank, Tweed, Hadley & MeCloy, LLP 

William H. Webster (HSAC Chair) served as the Director of the Central Intelligence Agency 
(CIA) from 1987 to 1991. Prior to his service as CIA Director, Judge Webster served as Director 
of the Federal Bureau of Investigation from 1978 to 1987, a Judge on the United States Court of 
Appeals for the Eighth Circuit from 1973 to 1978, and a United States District Court Judge for 
the Eastern District of Missouri from 1970 to 1973. In 1991, Judge Webster was presented the 
Distinguished Intelligence Medal. Judge Webster was also awarded the Presidential Medal of 
Freedom and the National Security Medal. Following his departure from the CIA, Judge Webster 
joined the lmv firm of Milbank, T\veed, Hadley & McCloy, LLP in Washington, DC, and is no\v 
a retired partner. 
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Homeland Security Advisory Council 

Countering Violent Extremism Subcommittee Membership List 

Name 

Farah Pandith (Chair) 

Adnan Kifayat (Chair) 

Laila Alawa 

John Allen 

Russ Deyo 

Paul Goldenberg 

Jane Harman 

Seamus Hughes 

Joel Meyer 

Jeffrey Miller 

Michael Nutter 

Matthew Olsen 

Ali Soufan 

Juan Zarate 

William Webster (Ex-officio) 

Title, Organization 

Adjunct Senior Fellow at the Council on Foreign Relations, Senior 
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MEMORANDUM HJR: 

!·ROM: 

SllBJECT: 

NO\t!mbcr 18. 2015 

Judge William H. Webster 

t ·"· nl•1rnrmwrH ol lluml'land '>~curit)" 
\\ .: ""· l"'L, I \( 'I• ',· 

So,:\ Homeland 
"~.c Security 

Chairman. I lomcland \ccurity Advisor: Council 
-~-- r ---

kh Charles Johnsi,o/1~\; . 
Seeretan _, ~~-- '-, "- ~ ._. 

llomela~d Sccurit)~·(\~uncil 
Establishing a Countering Violent Extremism Suhcommittcc 

In May 2015. the Homeland Security Advisory Council (Council) provided me 
\nth a number of key findings and recommendations in a document called the "foreign 
Fighter Task Foret! lfrport:· \\hich helped shapL my thinking on where the Dcpartmcm 
needs to he on countering violent extremism (CVE). The n:port said among other things 
that: 

Governmem should suppor, credihfe messages and messe,1gers aimed 10 

counter rhc narratives o(violcnr exfrt>misrs through public private 
partnerships. Government should 1101 he rhe messenger. as ir is 
immediareZi· dismissed by the rarger audience. bur ii can assist 10 bring 
together social media. analytic experts. rcclmo!og_r innovators. and young 
people 10 discuss. in11owae amt e.w;cwc o counrer-norral!\·c initiarirc as 
ire// as net roots, gmssroors copaclf_i hui/ding e.ff(Jrfs to ampl1/): crecliruh!e 
messengers and cha!icnge on and o/Jlinc actions. 

I agree \\ith the Council's recommendation. and n:centl) announced the creation 
of the Onice for Community Partnerships (OCP) to help the Department move in this 
direction. This ne\\ oftict! has a direct mandate to foster greater inYolvcmcnt from both 
the tcchnolog~ and philanthropic sectors in promoting private efforts to huild and sustain 
m:tworks and cultivate idea:-. to counter violent extremism. OCP \\ill abo cxplorc ideas 
ll.1r heller puhlic 1m::s;saging. how to increase the I1cpartn1..:nt"s puhlic-facing CVE efforts. 
and suggest ways to impnffe our ongoing engagement. n:scarch. and Ia,\ enforcement 
training to counter violent extremism. 
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Building on these efforts. I request the Council estab!i'.'.>h a Subcommittee that is 
focused on CVF and can act as an incubator of ideas for OCP. Establishing a CVF 
Subcommittee that le\'erages outside expertise and new thinking allows us to go beyond 
the wav we have conventionallv framed and envisioned our CVE efforts, and creates a - . 
space for us to ··think big.·· The CVE Subcommittee will be comprised of\·etted 
members of the Council as well as a number of seleded subject matter experts and ke: 
thought leaders from private industry. academia. and non-gon!rnmental organizations. 
As the Council is comprised of academic experts. communit: leaders. and senior JeyeJ 
officials from industr: and from state and local gon:mment. it is uniquely positioned to 
prmide actionable findings and recommendations on CVE. The Council will prnvide 
those recommendations to the Department. 

The CVE Subcommittee can expand on the recommendations from the Council"s 
May 2015 Task Force Report. identifying hm\ the Department can best support non­
go\'ernmenta! initiatives that either directly or indirectly counter \"iolent extremism. 
Specifically. the Subcommittee should address the following: 

• What opportunities or platfonns \\·ill be useful for the facilitation of public-private 
partnerships with the technology and philanthropic sectors? 

• How can the Department develop new networks and a framework for sustained 
dialogue and cngagc.:ment with technology companies. foundations and 
philanthropic organizations'.' 

• What other non-government sectors, besides technology and philanthropic, should 
be le\·eragcd for CVE and how should the Department engage those sectors'~ 

• How can the Department \\·ork with education and mental health professionals on 
CVE efforts to help parents and schools understand ho\\' they can counter youth 
radicalization to \·iolcnce? 

• Hm\ can the Department inspire peer-to-peer attempts to challenge\ iolent 
extremism through public-pri \ ate partm:rships'? 

I request that the CVE Suhcommittee prm·ide a \'erbal updall: to the Council on 
January 2 L 2016. I further request that the Subcommittee provide written interim 
recommendations to the Council by March 2016 and final recommendations by 
May 2016. 

I thank you and the Council for the \\·ork that has been done to date on a wide 
range of important issues. and look fof\\ ard to our continul.!d work together. 

1 

Page 2 of 2 



DHS-001-425-006918

1 
73866 Federal Register/Vol. 80, No. 227/Wednesday, November 25, 2015/Notices 

DEPARTMENT DF STATE 

[Public Notice: 9357] 

Removal of Sanctions on Person on 
Whom Sanctions Have Been Imposed 
Under the Iran Sanctions Act of 1996, 
as Amended 

AGENCY: Department of State. 
ACTION: Notice, 

SUMMARY: Tim SAcrAtarv of Sti!lfl has 
decided to terminate silnr.tions imposed 
under the lra1t Sanr.tions Act of Hl96 
(Pub. L. 104-172) (50 U.S.C. 1701 note) 
("ISA'"), as amended. 011 Uettin S.p.A. 
(a.k.a. Uettin) on the basis that the 
company is no longer engaging in 
sanr.tionable activity desr.ribed in 
section 5(a) of ISA. 'and that this person 
has provided reliable assurances that it 
will not knowing! y engage in 
sam:tionable activities in the future. 
ThflrAforn, r.erlflin sandions llrnt were 
imposed on Dettin on August 29, 2014 
are Ito longer in effect. 
DATES: Effective date: The sanctions on 
lkttin are lifted effective November 2, 
2015. 

FOR FURTHER INFORMATION CONTACT: On 
general issues: Offir.e of Sanr.tions 
Polir.y and Implementation, Department 
of State, Telephone: (202) 647-7489. 
SUPPLEMENTARY INFORMATION: On August 
29, 2014, the Ser.retarv of Stflte mflde a 
determirrnlion to impfJse Cflrlain 
sanr.tions on, inter alia, Dettin S.p.i\. 
(a.k.a. Dcttin) under the Iran Sanctions 
Act of 1996, as amended (P.L. 104-172) 
(50 U.S.C. 1701 note), See 7U FK 5U8UO 
(Or.tober 3, 2014). Additiorrnl 
infornrntion regflrding lhe bflsis for 
imposiltg sanctions and the specific 
sanctions imposed on Dettin is 
contained in the Federal Register notice 
cited above. 

Pursuant to section 9(b)(2) of ISA a1ul 
the authority delegated to the Ser.retary 
of State in the October 9. 2012 
Memorandum to relevant agency heads. 
''Udegation of Certain Functions and 
Authorities Under the Trnn Threat 
Redur.tion and Syria Human Rights Act 
of 2012,'" ("Delegatio1t Memorandum"), 
the Secretary now has decided to 
terminate sanctions on IJettin on the 
basis that the company is no longer 
engflging in Sflnr.liorrnlile ar.tivity 
desr.ribed in sectio1t 5(a) ofTSA, and 
that this person has provided reliable 
assurances that they will not knowingly 
engage in sanctionable activities in the 
future. The sanctions on Uettin. 
tlrnrefore, are no longer in Affect. 

Pursuant to the authority delegated to 
the Secretary of State in the Delegation 
Memorandum. relevant agencies and 
instrumentalities of the United States 

Government shall take all appropriate 
measure.~ within lheir fluthorit:< lo r.arry 
out tlrn provisions of thi.~ notice. 

The following cori.~tilute.~ fl r.urrent, as 
of this date, list of persons on whom 
sanctions are imposed under ISA. The 
particular sanctions imposed on an 
individual person are identified in the 
relAvant Federal Register Nol ice. 

-l:limeh Markazi-Central Insurance of 
Iran (See Public Notice 82li8. 78 FK 
21183, April 9, 2013) 

-Cflmbi.~. Dimitris (See Publir. Notir.e 
8268, 78 FR 21183, April 9, 2013) 

-FAL Oil r.ompany LimilAd (.~ee Public 
Notice 7776, 77 FR 4389, Januar\' 27, 
2012) , 

-Perland Company Limited (Sec Public 
Notice 8352, 78 FR 35351, June 12. 
2013) 

-Goldentex FZh (see Public Notice 
88U7. 7U FK 5U8UO, October 3, 2014) 

-Impire Shipping (See Public Notice 
8268, 78 FR 21183, April 9, 2013) 

-Jam Petror.hemirnl CompRny (See 
Puhlir. Notir.A 83i>2 78 FR 35351, Junfl 
12, 2013) 

-Kish Protection and Indemnity (a.k.a. 
Kish P&I] (Sec Public Notice 8268, 78 
FK 21183, April U, 2013) 

-Kuo Oil (SJ Pte. Ltd. (sAe Puhlic 
Nol ice 7776, 77 FR 4389, jflnuarv 27, 
2012) . 

-Naftiran Intcrtradc Company (sec 
Public Notice 7197. 75 FR 62916, 
October 13. 2010) 

-Nihinrn Food and Bevernge JL T (See 
Puhlir. Notir.A 83i>2, 78 FR 35351, June 
12, 2013) 

-Petrochemical Commercial Company 
International (a.k.a. PCCI) (sec Public 
Notice 7585, 7li FK 568lib. September 
14, 2011) 

-PetrtS!eos de Venezuelfl S.A. (fl.k.a. 
PDVSA) (see Publir. Notir.e 7:i8:i, 76 
FR 56866, September 14, 2011) 

-Royal Oyster Group (sec Public Notice 
7585. 76 FK 5b8bli, September 14, 
2011) 

-SpeAdy Ship (fl.k.a. SPD) (see Pulilir. 
Notice 7585, 76 FR :i6866, September 
14, 2011] 

-Sytrol (sec Public Notice 8040, 77 FR 
5U034, September 25, 2012) 

-Zhuhai Zhenrong Company (sAe 
Puhlir. Notir.A 7776, 77 FR 4389, 
Ja1rnary 27, 2012) 

IJatr,rl: \Jr,v.,mbrr 5. 201:l. 

Kurt W. Tong, 
Actmg Assistant. SP.cretaiyforEconomic. and 
BllsinP.ss Atfairs. 
IFN. Doc. 21,15-:JIJIJb2 l- !led 11-24-15: H:45 am] 

BILLING CODE 4710-07-P 
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DEPARTMENT DF HOMELAND 
SECURITY 

[Docket No. DHS-2015-0076] 

Homeland Security Advisory Council­
New Tasking 

AGENCY: The Office of 
In tergovernmen ta] Affairs/ Part rwrshi p 
and hngagement. UHS. 
ACTION: Nol ice of lask Rs.~ignnrnnt for tlrn 
Homela1ul Security Advisory Council. 

SUMMARY: The Sccrctarv of the 
Department of llomcland Security 
(IJHS), Jeh Johnson. tasked his 
Homeland SP.curily Advisor:" r.ouncil lo 
establi.~h a subr.ommittee entilled 
Countering Viole1tt Extremism (CVE) 
Subcommittee on September 28, 2015. 
The CVE Subcommittee will provide 
findings and recommendations to the 
Homeland SP.curily Advisor:" r.ouncil 
on hest prnr.lice.~ sourr.ed from the 
ter.hnology and philanthropir. sectors. 
education and mental health 
professionals. and community leaders. 
This notice informs the public.: of the 
establi.~hment oft he CVE Subr.ommittee 
and is nol fl notir.e for .~olicilation. 
FOR FURTHER INFORMATION CONTACT: 
Sarah E. Morgcnthau, Executive Director 
of the llomcland Sccuritv Advisory 
Council. Ol'fice of Intergovernmental 
Affairs/Partner.~hip flnd EngRgAmAnl, 
O.S. DApartment ofHonrnlflml Security 
at (202) 447-313:i or hsac@hq.dhs.gov. 
SUPPLEMENTARY INFORMATION: The 
Homeland Security Advisory Council 
provides organizationally independent, 
strntegic, tinrnly, specific, flnd 
actio1table adYir.e and rer.omme1tdati01ts 
for the r.onsideration of the Secretary of 
the Department of llomcland Security 
on matters related to homeland security. 
The Council is comprised of leaders of 
]or.al law AnforcAment, firsl responders, 
state and ]or.al govenm1ent, the priYate 
ser.tor, a1ul ar.ademia. 

'}"risking: "J'he CVh Subconunittee will 
develop actionable findings and 
rer.ommendations for the DApartment of 
Homela1ul Securitv. The subcommittee 
will address the fo·llowing: (1) \Vhat 
opportunities or platforms will be useful 
for the facilitation of public-private 
partnerships with both the technology 
and philflnthropir. .~ector.~? (2) How can 
the Department develop new 1tetworks 
and a framework for sustained dialogue 
and engagement with technology 
companies. foundations and 
philflnthropir. organizfltiori.~? (3) What 
otlrnr non-government sectors, be.~idAs 
ter.hnology and philanthropir., should 
be leveraged for CVE and how should 
the Department engage those scctors't (4) 
How c.:an the Department work with 
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education and mental health 
professionals on CVE efforts to help 
parents and sr.hools under.~tand how 
they can co1mter youth. radir.alizatio11 to 
Yiolenr.e'! (5) How r.an the Department 
inspire peer-to-peer attempts to 
challenge violent extremism through 
public/private partnership? 

Sr11Pd11IP: The CVE Subr.ommilteA 
findings a1ul recommendations will be 
submitted to the Homela1ul Securitv 
Advisorv Council for their dclibcralion 
and vote during a public meeting. Once 
the report i:; voted on by the Homeland 
SP.r.urity Advi.~ory Counr.il, ii will be 
sent to the Ser.retary for his review and 
ar.ceptance. 

Dated: November 111. 2015. 

Sarah E. Morgenthau, 
Executive Director. 
[FK Doc. 2U15-:Jllllti4 Filed 11-,4-15; e:45 aml 

BILLING COOE 9110-9M-P 

DEPARTMENT DF STATE 

[Public Notice: 9359] 

60-Day Notice of Proposed Information 
Collection: Reporting Requirements 
for Responsible Investment in Burma 

ACTION: Notice of request for public 
comment 

SUMMARY: The Department of State is 
seAking OfficA of Ma1rngement .'Ind 
Budget (0MB) approYal for the 
il1formation r.ollectio11 described below. 
In accordance with the Paperwork 
Reduction Act of Hrn5, we are 
requesting corruuents on this collection 
from all inlArA.~ted individ1rnls ilIHl 
organizations. The purpose of this 
notice is to allow 60 clays for public 
comment preceding submission of the 
collection to OMH, 
DATES: The Department will accept 
comments from the public up to January 
25, 20m. 
ADDRESSES: You mflv submit r.ommAnts 
by a11y of the following methods: 

• WPb: Persons with access to the 
Internet may comment on this notice bv 
going to 1vww.Hegulations.gov, You can 
search for the document by entering 
''Dor.lei N11mber: DOS-2015-0070'' in 
th.e Search field. Then click the 
"Comment Now" button and complete 
the comment form. 

• Hmui/: steinJL@stute.gov 
• Hegular Alm'/: Send written 

comments lo: B1ireilu ofDAmocrnr.v. 
Human Rights, and Labor, C/0 Ten"nifer 
Steil1, Rm 7822, U.S. Department of 
State, 2201 C Street NW. 
You must include the OS form number 
(if applicable), information collection 

title, and the OMH control number in 
any r.orrAspondence. 
FOR FURTHER INFORMATION CONTACT: 
Direct request:; for additional 
information regarding the collection 
lislAd in lhis notir.A, inr.luding requA.~ts 
for copies of th.e proposed coller.tion 
instrument and supporting documents, 
to Jennifer Stein, who may be reached 
on 202-647-1211 or at Stein/L@ 
state.gov, 

SUPPLEMENTARY INFORMATION: 
• TillP oflnfomwlion r:ollPcti,m: 

Reporti11g Reqi.tirements for RespollSible 
Investment in Burma. 

• OlvIB Control ,Vumbpr.· 1403-0209. 
• TypP of RPfJIIPSI: ExlAnsion of fl 

Currently ApprovAd Coller.tion. 
• Originu/ing OfficP: B1ireilu of 

Demor.rar.y, Human Rights, find LRlior, 
DRL/EAP. 

• Form N111nbPr: No form. 
• Hespondents: U.S. persons and 

AnlitiAs Angaged in nAw invAslnwnt in 
Burma in an amount over $500.000 in 
aggregate. per OFi\C General Lir.ense 17, 
which authorizes new investment in 
Hurma. 

• Estimated Number af Respondents: 
30. 

• Estimated Number af Responses: 
30. 

• Jlwrage TimP pPr Response: 31 
hours. 

• Total E.~timatPd Burden Time: 930 
hours. 

• Frequency: \Vithin 180 days of new 
investment in Burma over S500,000, 
annually thereafter. 

• Obligation to Ilespand: Mandatory. 
\Ve are solir.itil1g public comments to 

permit the Department to: 
• EYaluate wh.eth.er the proposed 

information collection is 11ecessary for 
the proper functions of the Department. 

• Evaluate the ar.r.uracv of our 
estimate of the time and Cost burde11 for 
this proposed collection. including the 
validity of the methodology and 
as:;umption:; u:;ed. 

• Enha11ce the quality, utility, and 
clarity of the information to be 
collected. 

• Minimize th.e reporting burden on 
those who arc to respond, including the 
use of automated collection techniques 
or other forms of information 
ler.hnology. 
Please note that r.omments submitted in 
response to this Notice arc public 
record. Hefore including any detailed 
personal information. you :;hould be 
awarA that vour r.omments as suhmilted, 
includil1g y;our personal il1formation. 
will be aYailable for publir. reYiew 

Ab.~/mc/ of propo.~erl col/Pelion· 
Section 203(a)(1)(B) of the 

International tmergency tconomic 
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Power:; Act (ltEPA) grants the Pre:;ident 
authority lo, inlAr alia, prevAnl or 
prohibit any acquisition or transaction 
involving any property, in which a 
foreign com1try or a 11ational thereof has 
any interest, by any person, or with 
resper.l to Rny properly, suhjer.l to tlrn 
jurisdiction of the U11ited States, if th.e 
Pre:;ident dech1ri;:; a national emergency 
wilh rAspAcl lo any unusuill find 
extraordinary threat, which has its 
:;ource in whole or :;ubstantial part 
outside the United States. to th.e 
national security, foreign policy, or 
Aconmn:v of lhe United SlfllflS. SeA i>O 
U.S.C. 1701 et seq. 

In Exer.utive Order 13047 of May 20, 
1997, the President determined that the 
action.~ find policiAs of tlrn GovArnnwnt 
of Burma, il1clucling its large-scale 
repres:;ion of the democratic opposition 
in Bumm, conslituled Rn unusufll and 
cxtraordinarv threat to the national 
:;ecurity and foreign policy of the United 
States, declared a natio11al emergenr.y to 
deal with that threat, and prohibited 
new investnrnnl in Burma. In 
subsequent ExecutiYe Orders, the 
Pre:;ident modified the scope of the 
nfltional AmArgAnr.y to i!ddress 
additional concerns with the actions 
and policies ol the Government of 
Burma. In Exer.utiYe Order 13448 of 
October 18, 2007, the President 
modifiAd tlw emergency lo address the 
co11ti1med repressio11 of the clemocratir. 
opposition in Hurma, manifested in part 
lhrough the r.ommission ofhunrnn 
rights abuses and pervasive public 
corruption, In Executive Order 13bHl of 
Tulv 11. 2012. the President further 
mo.dificd the emergency to address, 
intAr i!liil, human rights ab11.~es 
partir.ularly in eth.nir. areas. 

In rA.~ponsA to Sflveral politir.al 
reforms bv the Government of Burma 
and pursuant to authority granted by 
IEEPA, th.e Department of the Treasury's 
Office of Foreign Assets Control (OFAC) 
i.~sued a gAnAral lirnr1.~e (GL 17) on Yul:, 
11, 2012 authorizing new inYestme11t in 
Hurma, subject to certain re:;triction:; 
and conditions. 

In order to support llw DApi!rtnrnnl of 
State's efforts to assess the extent to 
which new U.S. inve:;tment authorized 
h:,, GL 17 furlhers ns. foreign policy 
goals of. inter alia, improving human 
rights protections and facilitating 
political reform il1 Burma. GL 17 
requires U.S. persons eJ1gaging il1 new 
investment in Burma to report to the 
Department of State information related 
to such inve:;tment. a:; laid out in the 
"RP-porting Requirenrnnls on 
Responsible lll\'estment in Burma. 
(hereafter referred to as the 
"collection"). This collection is 
authorized by section 203(a)(2) of 
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F 
Walls Erin < 1,1t6) 

rom,n,k6l I 
... - - - I 

ICb>C6> 
Bari11as, Ben 

I 

To: rb)(6) 1'J 6J 
ess1e Hernan ez I' ' 

,<(b)(6) 

I 
CC: '"Sarah Morgenthau' 4Cb)(6) I ~--~-------~ Subject: Briefing Materials for HSAC CVE Subcommittee Meeting 

Date: 2016/04/06 11:14:00 

Priority: Normal 

Type: Note 

IGA ExecSec, 

Please see the attached materials that the HSAC was tasked with preparing for S1 for the CVE 
Subcommittee meeting on April 14. Please be sure to include CMO when you send these out for 
coordination. 

I spoke with r,)(6) In ESEC and we discussed that given the format of the meeting, talking points 
would not be necessary. I would also like to note that the agenda is in draft form and will likely be 

updated by HSAC during the review period. We will include the most current version when everything is 
sent up to ESEC. 

Thank you, 
Erin 

Sender: Walls, Erin <jCb)(6) 
kbk61 I 
"IGA Exec5ec2 < 1')(6) 

(b)(6) 

an as, en < 
Recipient~'"'"""'====::;;:::i _______________________ _L_~ 

"Jessie Hernandez (b)(6) 

'"Sarah Morgentha~-------------------------~ 

Sent Date: 2016/04/06 11:15:01 

Delivered Date: 2016/04/06 11:14:00 
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9:00-10:00 a.m. 

10:10 a.m. 

10: 15-11 :30 a.m. 

11 :30-12:00 p.m. 

12:00-1:00 p.m. 

I :00 -2:00 p.m. 

2:00-2:30 p.m. 

2:30-3:00 p.m. 

3 :00-4:00 p.m. 

4:00p.m. 

COUNTERING VIOLENT EXTREMISM 
SUBCOMMITTEE DRAFT AGENDA 

DHSHQ 
3801 Nebraska Ave NW DC 

Thursday, April 14th, 2016- 9:00 a.m. to 4:00 p.m. 

Classified Intelligence Briefing 1')(6>:Cb>C>(C):Cb>C>CE> 

Welcome and Introductions (Building 1, Room 01-044) 
Sarah E. Morgenthau 
Executive Director, Homeland Security Advi~oiy Council 

Focus Arca Progress Reports by Subcommittee Members 
Ali Soufan (Communicatiorn/Me~saging) 
Seamus Hughe~ (Funding and Re~ourcing) 
Joel Meyer (Engaging \Vith Tech and Social Media Companies) 
Paul Goldenberg (Incorporating the Education and Mental Health Sectors) 
Laila Alawa (Pop Culture/Millennial~) 

Meeting with Secretary Johnson 

\Yorking Lunch (EDF Private Dining Room) 
Office for Community Partnen,hips and CVE Task Force Overview 
George Selim, Director, Office for Community Partnerships 

Panel on Digital Marketing, Startups and Early Stage Investing 

l(b)(6) 

Tentative Call ·with Snapchat Representative 
TBD 

Tentative S&T Briefing on CVE Metrics and Assessments 
TBD 

Continued Focus Arca Read Outs and Discussion on Next Steps 
Farah Pandith, Chair, CVE Subcommittee 
Adnan Kifayat, Chair, CVE Subcommittee 

Meeting Adjourns 
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Farah Pandith (Chair) 

Adjunct Senior Felio"', Council on Foreign Relations 

Farah Pandith currently leads numerous efforts designed to counter extremism through ne\v 
organizations, programs, and initiatives. Ms. Pandith was appointed the first-ever Department of 
State Special Representative to Muslim Communities in June 2009. From 2004 to 2007, she was 
the Director for Middle East Initiatives at the National Security Council (NSC). Prior to the 
NSC, Ms. Pandith was Chief of Staff at the Bureau for Asia and the Near East for the U.S. 
Agency for International Development. 

Ms. Pandith is currently an Adjunct Senior Fellow at the Council on Foreign Relations, and a 
member of the Leadership Council of Women and Girls Lead. She also serves on the Board of 
Overseers at the Fletcher School of Law and Diplomacy at Tufts University and on the Smith 
College President's Council. 
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Adnan Kifayat (Chair) 

Senior Resident Fellow, The German Marshall Fund of the United States 

Adnan Kifayat is a senior resident fellow at The Gennan Marshall Fund (GMF), where he 
advises the organization on its efforts to strengthen leadership development and Next Generation 
strategies in the transatlantic region and its joint work in programming the OCP Policy Center 
Atlantic Fellowship in Europe, North Africa, and sub-Saharan Africa. He also contributes to the 
continued development of GMF's Leadership, Diversity and Inclusion Initiative. 

Over the last 15 years, Kifayat has held senior positions in public service, including at the White 
House, State Department, and Treasury Department, where he established partnerships with 
strategic allies to cooperate in trade, finance, development, counterterrorism and national 
security. He has helped develop innovative and sustainable mechanisms to counter the spread of 
violent extremism and prevent the tlO\v of funds to terrorist organizations. 

Until recently, Kifayat served as Secretary of State John Kerry's acting special representative to 
Muslim communities and was instrumental in creating programs to broaden and deepen U.S. 
diplomatic engagement through social entrepreneurship, political empO\verrnent, and shared 
commitments to security. As senior advisor to the Under Secretary of State for public diplomacy, 
he led the development and deployment of the Public Diplomacy 2.0 Initiative, which helped 
transform the State Department into a new media-savvy institution. His work at the Treasury 
Department resulted in initiatives and agreements to promote financial cooperation bet\veen the 
United States and key partners, in the Middle East, G8, and Asia. He served as an alternate 
executive director of the African Development Bank, shaping Bank activities on the African 
continent. He served twice on the National Security Council staff to coordinate counterterrorism 
and economic issues across the Middle East and Africa. 

Kifayat's private sector experience includes creating strategies for Cargill to access Central 
Asian and Latin American agribusiness markets, and designing programs for Delphi 
International to promote U.S. economic and civil society engagement on a people-to-people basis 
around the world. 
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Laila Alawa 

CEO and Founder, The Tempest 

Laila Alawa is the CEO and Founder of The Tempest, a leading digital media company where 
the world goes to hear the voices and stories of underrepresented \Vomen. With more than half a 
million monthly visitors, the company covers everything from life to humor, entertainment to 
new1> through articles, video1>, podca1>ts and mixtapes. She i1> al1>0 the host for The Expose, a 
Coming o/Faith weekly podca1>t tackling tough topics with 1,nark and wit. Her work and writing 
has been mentioned in The Ne\v York Times, Al-Jazeera America, Yahoo! Ne\vs, 
ThinkProgress, The Guardian, NPR, PRI, The Huffington Post, Feministing, Salon, Mashable, 
Color Lines, Bmtle, Mic and Buzzfeed. Her work was recently published in the literary 
anthology, Fait~/Ully Feminist: Jewish, Christian and Muslim Feminists on Why We Stay. She 
was recently featured in The Ne\v York Times' Women in the World. She's also appeared on Al­
Jazeera America, BBC World News, NPR, and Huffington Post Live. In 2015, Laila \Vas named 
an Ariane de Roth1>child Fellow. 

Through her online activism and creative approach to digital issues, she has made it her mission 
to elevate the voices of those \Vho are often not heard. As the creator of many viral multimedia 
campaigns, 1,he is eager to work with organizations that both advocate and innovate in the public 
interest. 

Prior to founding The Tempest, Laila \Vas a research specialist at Princeton University, studying 
socio-cognitive proce1>1>ing under the framework of community identity and belonging. 

She ha1> a bachelor's degree from W elle1>ley College, and has studied leader1>hip and social 
entrepreneurship at the University of Cambridge. A passionate runner, she lives in Washington, 
D.C. 
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John R. Allen 

General, U.S. Marine Corps (Ret.) 

General John R. Allen is a retired U.S. Marine General who served as the Commander of the 
NA TO International Security Assistance Force and the Commander of U.S. Forces Afghanistan 
from 2011 to 2013, the pivotal point in the \Var. General Allen recently served as Special 
Presidential Envoy for the Global Coalition to Counter ISIL. He is the first Marine in history to 
command a theater of war, and is the longest serving commander in that conflict. 

Concluding a distinguished 38 year career in the spring of 2013, General Allen \Vorked as an 
advisor to both the Secretaries of Defense and State on Middle East Security, and has affiliations 
with the Brookings Institution, the Johns Hopkins School of Advanced International Studies, the 
Atlantic Council, and Council on Foreign Relations. 

General Allen holds numerous U.S. personal and international decorations, including the 
Defense Distinguished Service Medal, the Defense Superior Service Medal, the Legion of Merit, 
The Lethvich Leadership Trophy, the Global War on Terrorism Service Medal, the Humanitarian 
Service Medal, the NATO Meritorious Service Medal, the Afghan Ghazi Mir Bacha Khan 
Medal, the French Legion d'Honneur, the Commander's Cross of the Order of Merit of the 
Polish Republic, the Taiwan Order of the Resplendent Banner with Special Cravat, and the 
Mongolian Meritorious Service Medal, First Class. 
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Russ Deyo 

Under Secretary for Management, Department of Homeland Security 

Russ Deyo was sworn in as Under Secretary for Management at the U.S. Department of 
Homeland Security on May 11, 2015. In the Department's number three post, Mr. Deyo 
exercises leadership authority over all aspects of the Department's management programs, 
processes, and \Vorkforce of more than 230,000 employees. 

Mr. Deyo oversees management of the Department's nearly $60 billion budget. He also serves as 
the Chief Acquisition Officer, administering control over the Department's approximately S16.5 
billion in procurements annually, and 72 major acquisition programs that are in development or 
sustainment \Vith a life cycle cost estimate of more than $300 million. 

As Under Secretary, Mr. Deyo leads the Management Directorate's six lines of business, 
including financial management, human capital, procurement, information technology, security, 
and facilities and asset management. The management portfolio touches every aspect of 
Department operations. Leading with a data-driven focus, Mr. Deyo concentrates efforts on 
integrating management functions, improving customer service, and sustaining quality financial 
ste\vardship. 

Mr. Deyo has over 30 years of management experience in both the government and private 
sector. Prior to his appointment, Mr. Deyo retired from Johnson & Johnson in 2012 after 27 
years of service, \Vhere he held a number of positions, including Vice President of 
Administration and General Counsel. For 16 years, he also served as a member of the Executive 
Committee, the company's principal management group for global operations. 

Prior to Johnson & Johnson, Mr. Deyo was an Assistant U.S. Attorney for the District of New 
Jersey from 1978 to 1985, serving the last three years as Chief of Special Prosecutions. From 
1977 to 1978, Mr. Deyo was an attorney at Patterson, Belknap, Webb & Tyler in New York City. 

Mr. Deyo is a graduate of Dartmouth College and holds a J.D. from Georgetown University Law 
Center. 
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Paul Goldenberg 

President and CEO, Cardinal Point Strategies, LLC 

Paul Goldenberg is the President and CEO of Cardinal Point Strategies (CPS), LLC, a strategic 
advisory and business intelligence consulting fim1. As President and CEO of Cardinal Point 
Strategies, Mr. Goldenberg is a trusted advisor with a long history of helping to resolve the 
highest profile and most confidential matters for governments, businesses, academia and NGOs 
around the world. Mr. Goldenberg also serves as the National Director of the Secure 
Community Net\vork, the nation's first faith-based information sharing analysis center 
recognized by OHS as the a national model. 

Mr. Goldenberg':, public career includes more than two decades as the first State Chiefofthe 
Office of Bias Crimes and Community Relations in Ne\v Jersey leading the nation's first full 
time State Attorney General's effort focusing on hate crimes and ethnic terrorism, Director of the 
nation's 6th largest county social service and juvenile justice system, and as a law enforcement 
official leading investigation efforts for cases in domestic terrorism, political corruption, and 
organized crime. 

From 2004-2009, Mr. Goldenberg played a key role in setting policy for the legislation and 
investigation of ethnic terrorism and hate crimes in his role as senior law enforcement advisor to 
the Organization for Security and Cooperation in Europe. In the course of his lmv enforcement 
career, Mr. Goldenberg received South Florida's most distinguished citation for valor, Officer of 
the Year, an honor presented after serving as lead agent in one of South Florida's longest term 
undercover assignments. 

Page 8 of 17 



DHS-001-425-006928

Jane Harman 

President and CEO, \Voodrow \\1ilson Center 

Jane Harman is the head of the WoodrO\v Wilson International Center for Scholars, a 
Washington, D.C. think tank devoted to the ideals of former U.S. President WoodrO\v Wilson. 
Congresswoman Harman served in Congress from 1993 to 1998 and 2001 to 2011. Following 
her resignation from Congress on February 28, 2011 she joined the Woodrow Wilson Center as 
its first female Director, President and CEO. During her time in Congress she represented the 
Aerospace Center of California during nine terms in Congress; she served on all the major 
security committees: six years on Armed Services, eight years on Intelligence and four on 
Homeland Security. 

Congresswoman Harman has made numerous Congressional fact-finding missions to hotspots 
around the world including North Korea, Syria, Libya, Afghanistan, Pakistan, Yemen, and 
Guantanamo Bay to assess threats against the U.S. Harman received the Defense Department 
Medal for Distinguished Service in 1998, the CIA Seal Medal in 2007, and both the CIA 
Director's A\vard and the National Intelligence Distinguished Public Service Medal in 2011. 
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Seamus Hughes 

Deputy Director of the Program on Extremism, George Washington University 

Seamus Hughes is the Deputy Director of the Program on Extremism at George Washington 
University. Hughes previously worked at the National Counterterrorism Center (NCTC), serving 
as a lead staffer on the U.S. government's efforts to implement the national countering violent 
extremism strategy. He regularly led engagements with Muslim American communities across 
the country, provided counsel to civic leaders after high-profile terror-related incidents, and met 
with families of individuals who joined terrorist organizations. Mr. Hughes created a 
groundbreaking intervention program to help steer individuals away from violence through non­
law enforcement means and \Vorked closely with FBI Joint Terrorism Taskforces, Fusion 
Centers, and U.S. Attorney Offices. 

Prior to the NCTC, Mr. Hughes served as the Senior Counterterrorism Advisor for the U.S. 
Senate Homeland Security and Governmental Affairs Committee. He has authored numerous 
legislative bills, including sections of the 9/11 Commission Recommendations Act and the 
Special Agent Samuel Hicks Families of Fallen Heroes Act. He is the recipient of National 
Security Council Outstanding Service and two NCTC Director's Awards for outstanding service. 
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Jeffrey Miller 

Senior Vice President and Chief Security Officer, National Football League 

Jeffrey Miller is Senior Vice President and Chief Security Officer of the National Football 
League (NFL) where he oversees all event security, investigative programs and services. Prior to 
joining the NFL, Mr. Miller spent 24 years with the Pennsylvania State Police, retiring in 2008 
after serving six years as Commissioner. In that role, he oversaw a complement of over 6,000 
enlisted and civilian personnel and a budget of S800 million dollars. He \Vas responsible for 
implementing crime-and crash-reduction strategies, anti-terrorism efforts, and general policing 
practices, including emergency response in all 67 counties in Pennsylvania. 

Mr. Miller holds an Associate Degree from the University of South Florida, a Bachelor's of 
Professional Studies Degree in Criminal Justice from ElizabethtO\vn College, and a Master's 
Degree in Public Administration from the Pennsylvania State University. He is a graduate of the 
Federal Bureau of Investigation (FBI) National Academy in Quantico, Virginia, and the FBI 
National Executive Institute. 
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Joel Meyer 

Senior Vice President, Public Sector, Dataminr 

Joel Meyer is Senior Vice President at Dataminr, Inc., a real-time information discovery 
company that analyzes all public tweets and other publicly available data to deliver the earliest 
signals for breaking news, real-world events, off the radar context and perspective, and emerging 
trends. 

Prior to joining Dataminr in 2013, he served as a Director on the White House National Security 
Council staff focusing on countering domestic radicalization and at the U.S. Department of 
Homeland Security in the Office of the Secretary as Senior Advisor to the Coordinator for 
Counterterrorism. He previously practiced lmv at Akin Gump Strauss Hauer & Feld, LLP, and is 
an inactive member of the California and District of Columbia bars. 
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Michael Nutter 

Former Mayor of Philadelphia, Pennsylvania 

Michael A. Nutter served two terms as Mayor of Philadelphia, Pennsylvania. He was first 
elected in November 2007, and then re-elected to a second tenn in November 2011. Most 
recently, while Mayor of Philadelphia he worked closely with the Department of Homeland 
Security and Secretary Johnson on the operational security and contingency planning for the 
September 2015 Papal visit which was designated as a National Special Security Event. Before 
being elected mayor, he served for almost 15 years on the Philadelphia City Council representing 
the 4th District. 

Mr. Nutter holds a B.A. from the Wharton School at the University of Pennsylvania. 
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Matthe"' Olsen 

President of Consulting and Co-Founder, IronNet Cybersecurity 

Matthew Olsen is President of Consulting and Co-Founder at lronNet Cybersecurity. Mr. Olsen 
is responsible for leading IronNet's consulting services, providing strategic and operational 
guidance to companies on cybersecurity and cyber threats, and helping to guide IronNet's 
business development. Mr. Olsen is also a lecturer at Harvard Law School and a national 
security analyst for ABC News. 

Mr. Olsen has worked for over t\vo decades as a top government official on national security, 
intelligence and law enforcement issues. Appointed by the President to serve as the Director of 
the National Counterterrorism Center (NCTC), Mr. Olsen led the government's efforts to 
integrate and analyze terrorism inforniation and coordinate counterterrorism activities for three 
years. Prior to joining the NCTC, Mr. Olsen was the General Counsel for the National Security 
Agency. Mr. Olsen also served at the Department of Justice in a number ofleadership positions, 
including Special Counselor to the Attorney General, responsible for national security and 
criminal cases. Mr. Olsen \Vas also a federal prosecutor for over a decade and has served as 
Special Counsel to the Director of the Federal Bureau oflnvestigation. 
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Ali Soufan 

Chairman & Chief Executive Officer, The Soufan Group LLC 

Ali H. Sou fan is Chairman & Chief Executive Officer of The Sou fan Group LLC and has been a 
member of the Homeland Security Advisory Council since September 2012. Mr. Soufan is a 
fonner FBI Supervisory Special Agent who investigated and supervised highly sensitive and 
complex international terrorism cases, including the East Africa Embassy Bombings, the attack 
on the USS Cole, and the events surrounding the 9/11 attacks. Mr. Soufan also served on the 
Joint Terrorist Task Force, FBI New York Office, \Vhere he coordinated both domestic and 
international counterterrorism operations. 

Mr. Soufan has received numerous mvards for his counter-terrorism work, including the FBI 
Director's A\vard for Excellence in Investigation and the Respect for Lmv Enforcement A\vard. 
Mr. Soufan is the author of The New York Times Top 10 Bestseller, "The Black Banners: The 
Inside Story of9/1 land the War Against al-Qaeda" and a recipient of the Ridenhour Book Prize. 
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Juan Zarate 

Senior Advisor, Center for Strategic and International Studies (CSIS) 

Juan Zarate is a senior adviser at the Center for Strategic and International Studies (CSIS), the 
senior national security analyst for CBS Ne\VS, a visiting lecturer at the Harvard Lmv School, and 
a national security and financial integrity consultant. Zarate served as deputy assistant to the 
president and deputy national security adviser for combating terrorism from 2005 to 2009 and 
was responsible for developing and implementing the U.S. government's counterterrorism 
strategy and policies related to transnational security threats. He was the first ever Assistant 
Secretary of the Treasury for Terrorist Financing and Financial Crimes, where he led domestic 
and international efforts to attack terrorist financing, the innovative use of the Treasury 
Department's national security related powers, and the global hunt for Saddam Hussein's assets. 
He is also a forn1er federal prosecutor who served on terrorism prosecution teams prior to 9/11, 
including the investigation of the USS Cole attack. 

Zarate is the author of the recently published Treasury's War: The Unleashing of a New Era of 
Financial Warfare (PublicAffairs, 2013), Forging Democracy (University Press of 
America, 1994 ), and a variety of articles in the Ne\V York Times, Washington Post, Wall Street 
Journal, Los Angeles Times, Washington Quarterly, and other publications. He has his own 
weekly national security program on CBSNews.com called Flash Points. He is a graduate of both 
Harvard College and Harvard Law School and a former Rotary International Fellow 
(Universidad de Salamanca, Spain). Zarate sits on several boards of advisers, including for the 
director of the National Counterterrorism Center (NCTC) and HSBC's Financial Services 
Vulnerabilities Committee. 
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William ''Bill" Webster 

Retired Partner, Milbank, Tweed, Hadley & MeCloy, LLP 

William H. Webster (HSAC Chair) served as the Director of the Central Intelligence Agency 
(CIA) from 1987 to 1991. Prior to his service as CIA Director, Judge Webster served as Director 
of the Federal Bureau of Investigation from 1978 to 1987, a Judge on the United States Court of 
Appeals for the Eighth Circuit from 1973 to 1978, and a United States District Court Judge for 
the Eastern District of Missouri from 1970 to 1973. In 1991, Judge Webster was presented the 
Distinguished Intelligence Medal. Judge Webster was also awarded the Presidential Medal of 
Freedom and the National Security Medal. Following his departure from the CIA, Judge Webster 
joined the lmv firm of Milbank, T\veed, Hadley & McCloy, LLP in Washington, DC, and is no\v 
a retired partner. 
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Homeland Securi Advison., Council (HSACl 

Proposod Charter 
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' 
HSAC MEMBERS I 

1')(5) Expens in academia 

Allen John General (Ret.) U.S. Marine Corps 5/8/2014 4/30/2016 and the rese,irch 
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Holtzman Elizabeth 
Herrick's Government Relations 

5/8/2014 4/30/2016 
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private sector Pract,ce 
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Woodrow Wilson lntern,itional Expens in academia 
Harman Jane President and CEO 

Center for Scholars 
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National Policy 

President of Government Relations 
CSRA Inc. 

Maker 
-·--·--·--·--·--·--·--·--· -·--·--·--·--,-·--·-r--·--·--·--·--·--·--·--·--·--·--·--·T·--·--·--·--·--·--·--·--·--·--·-- · --·--·--·-- --·--·--·--·-

Nutter Michael ' Former Mayor ' City of Ph ,lade Ip h ,a, Pen nsylvan ,a 1/4/2016 1/4/2018 
St,ite, Local, Tribal 

' ' Off1c1al 
' ' I 

Total= ' Parameter Breakdown '° : 
'° ' Senior 165 & uni B 32.5% ' 

Middle Aged (50-64) " SS.0% : 
Up and Comer (49 & ' under) 

; 12.5% i 
White ;o 

' 
75.0% 

' AfAm ; 
' 

12.5% 
Lal,no/His"an,c ' ' 

; C% 

""' ' 5.0% 
Native American ' 2.5% 

As,an 0 CO% 

D.C. " 42.5% 
NE B 32.5% 

West ' S.C% 
South ' 10.0% 

Southwest ' S.C% 
Midwest ' SC% 

Male ;, 80.0% 
Female s 20.0% 

----------------------------------- ----------- ------------ ---------------- -------------------

Last Name First Name Title Organization Rec'd By: Term Proposed Charter 
Expires? Appointment? Designation 

otential Renlacement I 
1')(5) 

Page 2 of 4 



DHS-001-425-006939

Page 3 of 4 



DHS-001-425-006940

,..,~ 
Comm"'•• 

2ad Slate 
l.a5t Nam, F,..., Namo ""' o, anuc,o;,n w,,.,...,.,. c, u;oolO ""'"" C"o;eo1 suoo,no 1mm1g,ot1on& s,,,. z; Phan, Em,;, Gond" M o,von;· Go, rah Son,o, A ,a Com" ln~a,Oruciu" ,ocal Auth, p,. '""""" s,m., Onl'O lssU05 Oe ... , .. 

Page 4 of 4 



DHS-001-425-006941

U.S. DEPARTMENT OF HOMELAND SECURITY 

For Immediate Release January 13, 2016 

FACT SHEET 

Over the last decade, we have become a stronger. safer. and more secure nation. The 
Department of Homeland Security continues to make the United States more resilient, not only 
to teITorist and violent extremist attacks, but also to threats and disasters of all kinds, while 
safeguarding the fundamental rights of all Americans. 

Below are some of the Department's significant achievements under the leadership of 
President Obama: 

Counterterrorism 

• NTAS improvements 
o In order to enable DHS to more effectively and quickly communicate infonnation 

to the public and other partners regarding threats to the homeland in the evolving 
threat environment. and following discussions with homeland security 
stakeholders, on December 16, 2015, Secretary Jeh Johnson directed an update to 
the National Terrorism Advisory System (NTAS) to add a new form of advisory 
the NTAS "Bulletin" - to the existing NT AS "Alerts." 

• Strengthen the Visa Waiver Program 
o In 2014, Secretary Johnson took steps to enhance the security of the Visa Waiver 

Program (VWP), by requiring additional personal information for the EST A 
application. In 2015, Secretary Johnson announced additional security measures. 
Under the VWP, we are now seeking from participating countries the 
implementation of information sharing agreements, mandatory use ofE-Passports, 
and a request for use of more Federal Air Marshals. 

o This year, we are implementing the Visa Waiver Improvement and Terrorist Travel 
Prevention Act of 2015, which was signed into law by President Obama on 
December 18, 2015 as patt of the Omnibus bill. This bill places new restrictions 
on eligibility for travel under the Visa Waiver Program. 

Aviation Security 

• Trusted traveler programs, including TSA Prev® and Global Entry 

o The TSA Pre./® application program has enrolled over 2 million travelers since its 
inception in December 2013, including more than 1 million in 2015 alone. In 
addition to these enrollments, CBP trusted travelers those enrolled in other 
trusted traveler programs such as Global Entry, NEXUS and SENTRI - are also 

automatically eligible for TSA Pre./®. 
• Preciearance 
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o Preclearance allows CBP to screen passengers bound for the U.S. before they arrive 
on U.S. soil. So far, we've established preclearance capability at 15 airports 
worldwide, and it has proven very effective. In 2015, Secretary Johnson announced 
10 additional preclearance candidate airports in nine countries, and DHS's goal is 
to expand to several of them by the end of the Administration. 

• Enhanced security at foreign airports •,vithfiights directed lo the U.S. 
o In 2014, TSA directed additional security measures at airports overseas with direct 

flights to the United States. Those enhancements have been adopted as their own 
by many of the countries in which these airports exist. In response to the crash of 
Metro jet Flight 9268 on the Sinai Peninsula, and to enhance aviation security, TSA 
instituted a series of additional, precautionary security enhancements with respect 
to commercial passenger and cargo flights bound for the United States from foreign 
airports in the region. 

Cyhersecurity 

• Tangible Improvements to Cybersecurity 
o DHS provides a common baseline of cybersecurity across the civilian Federal 

Government primarily through two programs. The first of these programs, called 
EINSTEIN, detects and blocks known cybersecurity threats attempting to 
compromise federal agencies. Deployment of the EINSTEIN phase that actively 
blocks cyber attacks. known as EINSTEIN 3A, increased by over 30% across the 
civilian Federal Government in 2015. EINSTEIN 3A now protects nearly half of 
the federal workforce. In the recent omnibus, Congress included the Cybersecurity 
Act of 2015, which requires alt civilian agencies to participate in EINSTEIN 3A by 
the end of FY 16. The second program. Continuous Diagnostics and Mitigation 
(CDM). detects cybersecurity risks inside agency networks. The first phase of 
COM, which detects vulnerabilities on agency computers, is available to 97 percent 
of the civilian Federal Government. 

o Under the Cybersecurity Act of 2015, DHS will now operate the Federal 
Government's portal for information sharing with the private sector. This means 
OHS wilt receive cyber threat indicators on a voluntary basis directly from the 
private sector and will share those indicators, as appropriate, with federal agencies 
and private sector participants to improve our collective resilience. The bill 
provides liability protections to the private sector when sharing this information 
with OHS, as welt as requires OHS to implement extensive and robust privacy 
and civil tibe11ies protections for the American people and to safeguard sensitive 
information. 

Immigration 

• DACA 
o In 2012, DHS implemented the Deferred Action for Childhood Arrivals (DACA) 

policy, which has provided an opportunity for undocumented immigrants who 
came here as children and are not enforcement priorities to seek temporary relief 
on a case-by-case basis. Since then, more than 700,000 people have received this 
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relief under the DACA policy. 
• Executive Actions on Immigration 

o On November 20, 2014, DHS announced a series of executive actions to address as 
much of our broken immigration system as the agency could. These actions 
prioritize for apprehension. detention and removal threats to national security, 
public safety, and bonier security, and streamline legal immigration and promote 
citizenship for high-skilled immigrants, entrepreneurs, and families. The 
Administration continues to fight to implement policies that would enable up to 4 
million parents of American citizens and lawful permanent residents. as well as 
additional DACA recipients, to be held accountable, work on the books, and pay 
their fair share of taxes. 

o The President created the White House Task Force for New Americans, which is 
co-chaired by the Domestic Policy Council and U.S. Citizenship and Immigration 
Services. The Task Force has launched the Building Welcoming Communities 
Campaign to help local communities strengthen integration efforts and the Stand 
Stronger Citizenship Awareness Campaign to spread awareness about the rights 
and responsibilities of U.S. citizenship. 

• Prioritized the removals of national securit_y and public safety threats and recent border 
crossers 

o DHS, through the U.S. Immigration and Customs Enforcement, has refined its 
priorities to improve the quality of its removals by focusing on the most serious 
threats to national security, public safety, and border security. 

• Priority Enjbrcemenl Program 
o DHS continues to make significant strides in building partnerships with local law 

enforcement and community leaders through the Priority Enforcement Program. 
This outreach is part of a nation-wide effort to promote collaboration with local law 
enforcement in order to implement the Priority Enforcement Program's common­
sense approach that focuses enforcement resources on convicted criminals and 
individuals who threaten national security or public safety, while ensuring that law 
enforcement agencies maintain community trust. Of note, 15 of the top 25 
jurisdictions with the largest number of previously declined detainers are now 
participating in PEP, representing 47 percent of previously declined detainers. Most 
law enforcement agencies are now cooperating via PEP. 

• Increased U.S. ca1wcity to accept nji1gees 
o DHS, along with the State Department, supports a diverse, worldwide refugee 

admissions program, representing the United States' proud heritage of offering a 
safe haven, freedom, and opportunity to those fleeing persecution. Each year. 
following rigorous background and security checks. thousands are admitted to this 
country as part of the overseas refugee program, and under this Administration we 
are increasing our capacity to accept refugees while ensuring national security. 

Border Security 

• Decrease in attempted unlmiful migration 
o DHS has dedicated historical levels of resources to securing the Southern border. 

The number of apprehensions. an indicator of total attempts to cross the Southern 
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border, has dramatically declined. In Fiscal Year 2014, total apprehensions along 
the Southern border were 479,000. For FY2015. apprehensions along the Southern 
border were down to 331,333 only one time since 1972 has that number been 
tower. 

• Established a Southern Border and A11proaches Campaign 
o On November 20, 2014, DHS initiated the creation of the Southern Border and 

Approaches Campaign, a unified approach to improve how the Department protects 
the homeland across our borders. The campaign more effectively coordinates the 
assets and personnel of U.S. Customs and Border Protection (CBP). U.S. 
Immigrations and Customs Enforcement (ICE), U.S. Citizenship and Immigration 
Services (USCIS), the U.S. Coast Guard (USCG), and other resources of the 
Department. The Plan achieved full operational capability in 2015. 

Management 

• Unity rdEffort 
o In April 2014, DHS began implementation of the Unity of Effort initiative to build, 

sustain, and unify the Department's efforts to address the diverse challenges \Ve 
face in ensuring the safety and security of the United States. This has brought about 
a more centralized process for making decisions concerning budget requests, 
acquisition, strategy, and other Departmental functions. 

o Since then, DHS has achieved efficiencies in acquisition management. and fostered 
greater collaboration and transparency with the private sector to strengthen program 
execution. Specifically, DHS instituted the Joint Requirements Council to provide 
an informed connection between its strategic guidance and the budget and 
acquisition process. 

Community Engagement and Countering Violent Extremism 

• Meeting with communities to hear their concerns 
o Since the White House Summit on Countering Violent Extremism (CVE) last 

February, the United States Government has focused on strengthening our effort 
to prevent extremists from radicalizing and mobilizing recruits. especially here at 
home. 

o DHS senior officials have conducted over 200 meetings with community leaders as 
part of the U.S. government's countering violent extremism effmts. 

• Established Office of Community Partnersluj,s 
o In September, DHS announced the creation of the Office for Community 

Partnerships. This Office wilt lead the inter-agency CVE effo11. 
o Just last Friday, the Department of Homeland Security and the Department of 

Justice announced the Countering Violent Extremism Task Force. The interagency 
CVE Task Force will be hosted by the Department of Homeland Security and will 
bring together the best resources and personnel from across the executive branch to 
ensure that we face the challenge of violent extremism in the White House in a 
unified and coordinated way. 

U.S. Secret Service 
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• 2015 Papai Visit and 701
1, Anniversary United Nations General Assembly 

o In September, 2015 the U.S. Secret Service and other components of DHS 
successfully protected over l 60 world leaders at the 70th Anniversary of the United 
Nations General Assembly in New York. and coordinated security preparations for 
the Pope's visit to Washington, DC. New York. and Philadelphia. PA. 

U.S. Coast Guard 

• Major drug interdictions 
o Between May and August of 2015, the USCG STRATTON seized more than 

66,500 pounds of cocaine worth more than $1 billion. This included seizures of 
cocaine from two drug-running submarines - one of which amounted to 12,000 
pounds of cocaine worth about $ l 8 l million. 

o Between August and November of 2015, the BERTHOLF seized nearly 29,000 
pounds of cocaine worth over $432 million during 1 l different interdictions. The 
BERTHOLF also took possession of an additional 20.000 pounds seized by Coast 
Guard and Canadian forces over a four-month period in the Eastern Pacific. 
BERTHOLF's total offload of more than 49,000 pounds of cocaine wmth $748 
million represents a significant portion of the remarkable interagency and partner 
nation interdiction efforts for FY 2015. which totaled more than l 10 interdictions. 
700 suspected smugglers taken into custody, and the seizure of nearly 709,888 
pounds of cocaine worth roughly $9.4 billion. 

Federal Emergency Management Agency 

• Disaster Resilience and Response 
o The Federal Emergency Management Agency (FEMA) has enhanced its disaster 

response capabilities, including through the creation of FEMA Corps and the DHS 
Surge Capacity Force and prepositioning resources before disasters hit. 

o FEMA has effectively led the response to major national disasters, including 
superstorm Sandy in 2012. 

Academic Research 

• Stimulating Research and Development and Academic F:ngagement 
o DHS has established Research and Development teams in the areas of border 

security, aviation, biological threats, cyber security, and counter-terrorism to ensure 
that future investments are directly linked to strategic priorities and operational 
needs. 

o DHS has strengthened its outreach efforts to academic institutions through the 
establishment of the Office of Academic Engagement, which supports the 
Department's mission by building and improving relationships with the academic 
community. 

o DHS also created the Homeland Security Academic Advisory Council, comprised 
of leadership from more than twenty universities and colleges around the country, 
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to provide recommendations on matters related to homeland security, including 
student and recent graduate recruitment, international students, academic research 
and faculty exchanges, campus resilience, homeland security academic programs, 
and cybersecurity. 

### 
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Wenger, Lauren j(b)(6) J 
FroT::L1&~>r_8_JB_D_H_F_2_3S~P-rl--~~=~===~=====~~~----"i 

"Morgenthau, Sarah </O==DHS/OU==EXCHANGE ADMINISTRATIVE GROUP 

CCt "Woodhams, Katrina </0-DHS/OU-EXCHANGE ADMINISTRATIVE GROUP 
t0)(6) 

Wails, Erm <)0-DHS/00-EXCHANGE ADMINISI RAIIVE GROUP 
(b)(6) 

Subject: Call 

Date: 2016/02/22 10:02:00 

Importance: High 

Priority: Urgent 

Type: Note 

I am trying to arrange a call between Ali and Farah, Ad nan and Sarah. 

Do any of the times below work for Ali and Farah to hold a quick call on due outs from the CVE 

Subcommittee meeting?: 

• Tuesday after 11 am, Wednesday between 9-12 or any time aher 9:00 am on Thursday 

Thanks, 

Lauren 

Lauren Wenger 

Department of Homeland Security 
Office for Community Partnerships 

[0)(6) 

cid: 1 m age003. png@Ol 008990. 7 4538170 

(b)(6) 
5 

d Wen er, Lauren 
en er (b)(6) 

'*,~)(6~)-----'-----------------~----' 

1')(6) 

R . . t ,1'k6l ecipien : ~ .. w~,~,~d"ha~m~,~,~at~,,~,,~,"O~~ 
1,)(6) 

"Walls, Erin </O=DHS/0 
(b)(6) 
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Sent Date: 2016/02/22 10:01:58 

Delivered Date: 2016/02/22 10:02:00 
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Wen er Lauren (b)(6) 
From 1')(6) 

~----~-~ 
"Wenger, Lauren 
,1-,\(~\ 

To: (b)(6} 

"Hill John < O-
1,)(6) 

Subject: Call for CVE Working Group to Discuss Data Tasking 

Date: 2016/02/03 08:22:54 

Start Date: 2016/02/03 14:00:00 

End Date: 2016/02/03 14:30:00 

Type: Appointment 

Location: Dial in#: 866-816-7287, Pin: 5759658 

Attendees: CVE Working Group; Hill, John 

CVEWG Members, 

In lieu of a meeting this week, there will be a call today at 2pm to discuss the tasking listed 
below in more detail. Please also note that we will be holding an in-person meeting next 

Wednesday, February 10th . Calendar invite and details for that will be sent shortly. Please see 

below for the data call: 

Good Afternoon, 

Below and attached you will find the data call related to personnel costs and funding levels for 
Countering Violent Extremism Programs and Initiatives in FY 2016 mapped to the recently 

outlined in the OHS CVE Action Plan. 

Background: In order to ensure the United States is positioned to counter homegrown violent 

extremism and prevent domestic radicalization, the House Report directs the Office of 
Community Partnerships to provide a detailed description of all OHS countering violent 

extremism (CVE} programs and initiatives, including associated personnel and funding levels, not 

later than 60 days after the date of enactment of the OHS appropriation. 

In the attached file, the CVE lnteragency Budget Data is divided into 4 different portions: 

• CVE Program Funding Levels: Each component should provide a brief summary of the 

CVE program or exercise that they funded. 

• FY16 Plan Budget: Each component should provide an estimate of their funding of CVE 

programs for FY2016. 

• Salaries and Benefits: Each component should provide the planned amount for FY 16 for 

salaries and benefits for CVE related work. 
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Attached is the OHS CVE Action Plan and, if you have any questions regarding this data call, 
please contact John Hill[0>C6> ~lease provide your completed file to Ryan Mitchell 

and John Hill by COB, 2/9/16. 

V/R 
John Hill 

(b)(6) 

Sender: Wenger, Lauren <Cb)(6) 

"Wen er Lauren 
,0)(6) 

Recipient: 0)(6) =~---~~ "Hill John < O-D 
0)(6) 

Sent Date: 2016/02/03 08:22:54 
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From: Mo:genthau, Sarah 
(hl,6) 

T "Walls Erin < Q-D 
o: (b)(6) 

5 
b" ct· Can you have Mike send the CVE letter to the Judge to let him know we would like to circulate 

u Je ' prior to the call 

Date: 2016/02/25 09:52:52 

Type: Note 

S d 
Mornenthau Sarah (b)(6) 

en er: l(bk61 "'-'=-----,' 

• . . t "Walls Erin <IO=DI 
ec1p1en l(b)(6) I 

Sent Date: 2016/02/25 09:52:50 

Delivered Date: 2016/02/25 09:52:52 
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• Good morning everyone and welcome to DHS Headquarters, 
otherwise known as the NAC. 

• As most of you know my name is Sarah Morgenthau and I am the 
Executive Director of Secretary Johnson's Homeland Security 

Advisory Council, otherwise known as the HSAC. This is the third in 
person meeting of the HSAC's Countering Violent Extremism 

Subcommittee. 

• I am grateful to all of you for taking time out of your very busy 
schedules to be here. You are a very special group and I am excited 
about the work you are doing. 

• These subcommittees are an important tool in the federal government 
where there is often a need to bring in fresh ideas and candid 
feedback from experienced senior advisors like yourselves who are 

not afraid of playing this role. 

• Please know that Secretary Johnson and the Department leadership 
are very aware of the important work you are doing. The Secretary 
will be joining us at 11 :30 this morning. 

• This subcommittee was established at the request of Secretary 
Johnson in conjunction with the establishment of the new Office for 
Community Partnerships in September. This is the office at DHS that 
is devoted to domestic efforts to counter violent extremism. 

• The recommendations this subcommittee puts forth will be an 
essential element to helping the Department stay ahead of the curve 
on efforts to counter violent extremism. 
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• The subcommittee has been operating on an aggressive timeline and 
will have some solid recommendations ready for the Secretary at the 
next full Council meeting on June 2nd• 

• I need to remind everyone that this meeting is closed to the public. 
Please do not share any of the materials we provide to you today with 
anyone outside of the subcommittee. All of the discussions between 
subcommittee members and subject matter experts who meet with 
this group are not for attribution. 

• I will now turn it over to our Co-chairs, Farah Pandith and Adnan 
Kifayat. We are very lucky to have these two very special individuals 
as our leaders. 
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F Mor enthau Sarah 1')(6) 
rom (b)(6) 

T , "Selim, George </0 
o. (b)(6) 

Subject: can you share this w OCP stakeholders? 

Date: 2016/05/13 15:54:00 

Priority: Normal 

Type: Note 

Hi George, per our convo earlier this week, I am attaching the FRN announcing the June 2nd CVE 

meeting. Do you want to share this with OCP stakeholders, to include some of your USG partners who 

are part of the interagency TF. They are welcome to join us at the CVE brief or any part of the day that is 
open to the public. Please make sure we get their names since need to track attendance for the Wilson 
Center. Thanks. 

Sender: 1')(6) 
=-----r 

. . "Selim 
Rec1p1ent: •a">'c6•J ===~=~ 

Sent Date: 2016/05/13 15:54:11 

Delivered Date: 2016/05/13 15:54:00 

Page 1 of 3 



DHS-001-425-006983

Federal Register/Vol. 81, No. 93/Friday, May 13, 2016/Notices 29881 

Aj}"ected Public: Husine:;se:;, 
Hstinmted Number ofHespondents: 

50. 
Hstinmted Time per Respondent: 2 

hour.~. 
E.~lirnated Tola] Ann11a/ B1mien 

Hom'.~: 100. 

Dntt,d: J\lny \I. 21l 1k 

Tracey Denning. 
J\gency C/earnnce Officer, L'.S. Customs and 
Border Protection. 
[FK Doc. 2(Jlb-1127H Filed 5-U-lb; H:45 aml 

BILLING CODE 9111-14-P 

DEPARTMENT DF HOMELAND 
SECURITY 

[Docket No. DHS-2016---0022] 

Homeland Security Advisory Council 
Meeting 

AGENCY: The Offir.e of Partner~hip find 
Engagement, OHS. 
ACTION: Notice of partially closed 
Federnl Advi~ory Commillee meeting. 

SUMMARY: The Ilomcland Sccnrity 
Advi:;orv Council (''Cou1u;il'') will meet 
in perso-n on June 2, 201fi. Memher.~ of 
the pulilic nrny partir.ipate in person. 
The meeting will be partially closed to 
the public. 
DATES: The Counr.il will meel Thur~day, 
June 2. 201fi, from 10:05 a.m. to 5·15 
p.m. EDT. The meeting will be open to 
the public from 1:50 p.m. to 4:25 p.m. 
EUT. Please note the meeting may dose 
early if lhe Counr.il hfls r.ompleted its 
busines~. The meeting will be closed to 
tlte public from 10:05 a.m. to 11:20 a.m. 
EDT, 1:00 p.m. to 1:40 p.m. EDT, and 
4:30 p.m. to 5:15 p.m. EDT. 
ADDRESSES: Tlte meeting will be held at 
tlte VVooclrow \·Vilson International 
Center for Scholars ("Wilson Center"], 
located at 1300 Pennsylvania Avenue 
NW,, Washington, UC 20004. All 
vi.~itors will lie pror.essed lhrough lhe 
lobby of tlte Wilsan Center. VVritten 
public r.amments prior to the meeting 
must be received by 5:00 p.m. EDT on 
Monday, May 30, 201li, and must be 
identified bv Docket No, UHS-2016-
0022. \·VritlAn publir. comments afler lhe 
meeting must be identified by Dacket 
Na. DHS-2016-0022 and mav be 
submitted by anc of the follo\ving 
method:;: 

• Federal cllulcmakin,g Pm1al: http:! I 
www.reguiations.gov, Follow the 
in:;truction:; for submitting comments. 

• Email: IISAC@hq.dhs.gaF. Inclnde 
Docket No. 1JHS-2U1li-U022 in the 
subjer.t line of the me%age. 

• Fux: (202) 282-9207. 
• Mail: Homeland Security Advisory 

Council, Attention Mike Miron, 

Department of Homeland Security, 
Mailstop 0445, 245 Murray Lane SW .. 
Washington, DC 20528. 

Instructions: All submission:; received 
must include lhe word~ '·Department of 
Homeland Ser.urity"" mul "DHS-2016-
0022,'. the docket number for this 
action. Comments received will be 
po:;ted without alteration at http:/! 
1vww.regulutions,gov, including any 
personill infornrnlion provided 

Docket: For access to the docket to 
read r.ommenl.~ rer.eived liv the r.ounr.il, 
go to http://w1vw.rngulatio.ns.gov, searr.h 
"DHS-2016-0022." "Open Dor.ket 
Poldcr" and access yonr comments. 
FOR FURTHER INFORMATION CONTACT: 
Mike Miron flt HSAC@hq.dh.~.gov or at 
(202) 447-3135. 
SUPPLEMENTARY INFORMATION: Notice of 
thi:; meeting is given under Sec, 1U(a) of 
the Federnl Advi~orv Commillee Ar.t 
(FACA), Publir. Law· 92-4fi3 (5 lJ.S.C 
appendix), wl1icl1 requires each FACA 
committee meeting to be open to the 
public. 

The Com1cil proYicles organizationally 
independent. strategic, timely, sper.ific, 
actionable advice, and 
reconunendations to the Secretary of the 
Department of Homeland Security 
(DHS) on matters related to homelRnd 
security. Tlte Counr.il is comprised of 
leaders of local law enforcement, first 
responders, federal, State, and local 
government, the private sector. and 
academia, 

The Council will meet in an open 
session between 1:50 p.m. and 4:25 p.m. 
EUT, The Council will receive reports 
and rer.ommentfalions from the 
Cyber.~er.uril:, Suhcommitlee and the 
C01mtering Violent Extremism 
Subcommittee. 

The Counr.il will meet in fl clo~ed 
session from 10:05 a.m. to 11:20 a.m. 
EDT, 1:00 p.m. to 1:40 p.m. EDT, and 
4:30 p.m. to 5:15 p.m. EDT to receive 
:;ensitive operational counterterrori:;m 
infornrnlion from .~enior DHS offir.ials, 
infornrnlion on current lhreflt~. ilnd a 
soutl1en1 border security update. 

Husis for Purfi(I/ Closure: In 
ar.r.ordfl;lce with Ser.. 10(d) of the 
Federal Advisarv Committee Ar.t 
(FACA), the Sec~etary oftlte Department 
of I lomeland Sccuritv has determined 
thi:; meeting requires partial closure. 
The disclosure of the information 
relaved would be delrimenlfll lo lhe 
pubiic i11terest for the following reasallS: 

The Council will receive dosed 
.~e~.~ion liriefings from senior DHS 
officials. These briefing.~ will r.onr.ern 
matters sensitive ta lrnmeland securitv 
within the meaning of 5 U.S.C. · 
552b(c)(7)(E) and 552b(c)(9)(Il). The 
Council will receive operational 
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counterterrorism update:; on the current 
lhreflt environment ilnd ~er.uril:, 
measnres associated with countering 
such threats, including those related to 
aviation ~er.urily progrnms, and 
southwest border security updates. The 
session is clo:;ed under 5 U.S,C. 
5i>2b(r.)(7J(EJ bernuse diM:losure oft \ml 
informatio11 could re\'eal ilivestigath'e 
techniques and procedures not general] y 
avilili!hle lo lhe publir., i!llowing 
terrorists and tlwse witl1 interests 
against the United States to circumvent 
lhe lflw find lhwarl the Department ·s 
strategic initiatives. In addition. the 
session is clo:;ed pursuant to 5 U,S,C. 
5i>2b(r.)(9J(BJ beciluse diM:losure of lhe~e 
ter.hniques and procedures could 
frustrate the successful implementation 
of proleclive meflsure.~ designed lo keep 
our country safe. 

Purticipution: Members of the public 
will have until 5 p.m. EDT on Monday, 
May 30. 2016. to register to attend the 
Council meeting on June 2, 2016, Due to 
limited flvflilaliility of seating, 
admittance will be on a first-come first­
serve basi:;, Participants intere:;ted in 
attending the meeting can r.ontar.t Mike 
Miron at I ISAC@hq.dhs.gaF or (202) 
447-3135, You are required to provide 
your full legal 1rnme, date of birth, mul 
company/agency affiliation. The public 
may access the facility via public 
lrnnsporlation or 11.~e the publir. parking 
garages located near the Wilson Center. 
Wibon Center directions can be found 
at: hllp:/ /1vi/s,111rPnlPl'.Ol'g/rlirPdion.~. 
Members of the public will meet at 1:15 
p.m. EDT at the Wilson Center':; main 
entrnnr.e for .~ign in Rnd e.~r.orting lo lhe 
meeting room for the public session. 
Late arrivals alter 1:45 p.m. EUT will 
nol be permitted ilr.r:e.~s lo the facility. 

Faci]jty Access: Yon arc required to 
pre:;ent a valid original government­
issued 10, to include a State DriYer's 
License or Non-Driver's Identification 
Card, U.S. Government Common Acces:; 
Carel (CAC), Military Iclentifir.ation Card 
or Person Identification Verification 
Card: U.S. Passport. U.S. Horder 
Crossing Carel, Permanent Resident Carel 
or Alien Registration Card; or Native 
American 'J"ribal Document. 

Information of Sn-vims for 
Individuals with Disabilities: Por 
information on far.ililies or .~ervir.es for 
indiYiduals with disabilities. or ta 
request special assistance at the 
meeting, r.onlflr.l Mike Miron ill HSAC@ 
hq.dhs.gov ar (202) 447-3135 as soan as 
possible. 
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Daletl: May 10. 2016. 

Sarah E. Morgenlhau, 
Hxrr:11/ivr: /Jirorlur, Humr:lrmrl S0c11nty 
J\dvis01yC0unr1I, DI IS. 
[FR Doc. W1fi-11:J45 Filnd 5-12-tli: 11:45 aml 

BILLING CODE 9110~M-P 

DEPARTMENT OF HOUSING AND 
URBAN DEVELOPMENT 

[Docket No. FR-5910-N-07] 

60-Day Notice of Proposed Information 
Collection: Continuum of Care 
Homeless Assistance---Technical 
Submission 

AGENCY: OffiGe of Community Planning 
and Development. IlUD. 
ACTION: Notice, 

SUMMARY: HUD is seeking approval from 
the Office of Management and Budget 
(0MB) for the information collection 
described bdow. In accordance with the 
Paperwork Reduction Act, HUD is 
rnquesting r:omnrnnl from all inlArestfld 
parties on the proposed coller;tion of 
information. The purpose of this notke 
is to allow for 60 days of public 
comment, 

DATES: l,ommenls Due D11/e: July 12, 
201fi. 

ADDRESSES: Interested persans are 
invited to submit comments regarding 
this proposal. Co1mnents should refor to 
the proposal by name and/or OMH 
C:onlrol NumbAr and should be SP.Ill to: 
Calette Pollard. Reparts Management 
Offir.er, QDAM, Department af Housing 
and Urban Development, 451 7th Street 
SW,, Room 417li, Washington. DC 
20410-5000: telephone (202) 402-3400 
(this is not a toll-frefl number) or Anrnil 
at Colette.Pallard@lmd.gov far a r;opy af 
the propased farms ar ather available 
information. Persons with hearing or 
speech impairments may access this 

number through TTY by calling the toll­
free Federal Relay Service at (800) 877-
8339. 
FOR FURTHER INFORMATION CONTACT: 
Norm Suchar. Director, Office of Special 
Needs Assistance Programs. Offic1; of 
Community Planning .'Ind Development, 
Department of Housing and Urban 
Development, 431 7th Street s·w., Room 
7262, 'Washington. DC 20410; telephone 
(202) 708-5015 (this is not a toll-free 
number). Persons with hearing or 
spAer.h impairments may ilCCAss lhis 
number through TTY by calling the toll­
free Federal Relay SerYiGe at (800) 877-
8339. 

Copies of availablA documents 
submitted to 0MB may be obtained 
from Ms. Pollard. 
SUPPLEMENTARY INFORMATION: This 
nolir.A informs tlw public tlrnl HUD is 
seeking approval from 0MB for the 
information collection described in 
section A. 

A. Overview of Information Collection 

TjfJc af lnfarmatian Callcctfon: 
Continuum of Care Homdess 
Assislance-TAchnical Submission. 

UMB Approval l'•lumber: 2506-0183. 
Type of Requm;t: Extension of 

r;urrently appraYed callection. 
Form !Vumber: HUD-40WJU-3a, HUD-

40090-3b. 
Descriptfon of the need for the 

infannatian and prapased use: This 
submission is to request an extension of 
a r.urrenll~ approved collection 
assor.iated with tlrn TAdrnical 
Submission phase of the Cantinuum of 
Care (CoC) Program Application. This 
submission is limited to the Technical 
Submission process under the CoC 
Program inlArim rnle, .'IS aulhorizfld by 
the HEARTH Act. Applicants who are 
successful in the CoC Pragram 
Competition arc required to submit 
more detailed technical information 
before a grant agreement. The 

Information collection Number of Frequency of Responses Burden hour 
respondents 

750 

Total 750 

B. Solicitation of Public Comment 

This notice is soliciting comments 
from members of the public .'Ind affAclAd 
parties concerning the collection of 
information described in section A on 
tlrn following: 

(1] 'Whether the proposed collection 
of information is necessary for the 
praper performance of the functions of 

response per annum per response 

1 750 8 

1 750 8 

the agency, including whether the 
information will have practical utility; 

(2) The accurar.y of tlrn ilgency's 
estimate af the burden of the proposed 
collection of information; 

(3) Ways to enhance the quality. 
utilitv, .'Ind cli!ritv of the infornrnlion to 
be co"ller.ted; ilmi" 

(4) \Vavs ta minimize the burden af 
the collcCtion of information on those 
who are to respond: including through 

Page 3 of 3 

information to be collected will be used 
lo ensure that technir.al retp1iremenls 
are mel prior to the e.,rnr.ution ofil grant 
agreement. The technical requirements 
relate to a more extensive description of 
the budgets for administration costs, 
timelirws for project implerrwntation. 
nrnlch documentillion and otlrnr projAr.l 
specific dor.unrnnlation, and 
information to support the resolution of 
grant conditions. llUD will use this 
detailed information to determine if a 
project is financially feasible and 
whetlrnr all proposAd ar.livilies are 
eligiblA. All information collected is 
used to carefullv r.onsider r.onditional 
applicants for fllnding. It' llUD collects 
less information. or collected it less 
frequently. the Department could not 
nrnke a final delAnnination concerning 
lhe Aligiliility of applicants for grant 
funds and conditional appliGants would 
not be eligible to sign grant agreements 
and receive funding. To sec the 
regulations for the CoC Program and 
applir.ablA supplementilr~ documents, 
visit H1JD's HomelAss Resourr.A 
Exchange page at http.>:// 
www.h u d exchange. inf al programs/ cac/. 
The statutory provisions and the 
implementing interim rule (also found 
at 24 r.FR pi!rt 587) that govArn the 
program require the informatian 
provided by the Tedmical Submissian. 

Respondents (i.e., affected public): 
Applicants that are sur;r.essful in the 
Continuum of Care llomclcss Assistance 
Grant competition. 

Estimated Number af !lespandents: 
750. 

Estimated Number af !lespanses: 750. 
Frequency af Hespanse: 1. 
Average !Iaurs per Hespansc: 8. 
Total Estimated Burdens: 6,000. 
Note: Preparer of thi.> notice may 

substitute the chart far everythin,g 
liegiDniDg ,vith estinmted Dumber u_f 
/'espuJ)(lents ribuve: 

Annual burden Hourly cost Annual cost hours per response 

6,000 21 126,000 

6,000 21 126,000 

the use of appropriate automated 
collection techniques or other forms of 
infarmatian ter.hnalogy, e.g.. permitting 
electronic submission of responses. 

HUD encourages inleresled parties to 
submit camment in respanse ta these 
questions. 

Aulhorily: s.,ctinn :1507 of thr l'nperwork 
Reduction Act of 1995, 44 U.S.C. chapter 35. 
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From: Cohen, John </ 1')(6) 

. Catbev-Blam011ist Irisbia <G ,,6, 
SentV1a:[1J)(6) 

~"~G/~E~W~o~c~ki=,=g~G=m~o=p~f~b:):(6:)================-~ 
To: r)(6) I 

U.<001/COI <CC. ICO 

(b)(6) 

CC: 

Subject: Canceled: CVE Working Group Meeting 
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Date: 2012/07/09 11:27:11 

Start Date: 2012/07/1110:00:00 

End Date: 2012/07/1111:00:00 

Importance: High 

Priority: Urgent 

Type: Schedule.Meeting.Canceled 

Location: NAC 4; ROOM 101; Telecon: 1-800-320-4330 PIN: 119832 

CVE Working Group;ICb)(6);(b)C)(C) 

(b)(6);(b)C)(C) 

Attendees 

All, 

Due to the NCR CVE Workshop on Wednesday, there will be no CVE Working Group meeting this 

week. The next meeting will take place on Wednesday, July 18, 2012. 

Thanks, 
Caroline 

Caroline Simmons 

Director of Special Projects 

Counterterrorism Working Group 

U.S. Department of Homeland Security 

(b)(6) 

NEW LOCATION; NAC 4; ROOM 01-101; please delete all other invites for 
this meeting, 

Purpose: To coordinate all internal and external operations and outreach 
efforts related to CVE, 

If you have any questions, please contact Nate Snyder atL[b_J'
6
_> ___ ~I or 

Caroline Simmons at f1'>C6> I 

Bridge info: 
(b)(6) 
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Cohen, John (b)(6) 
Sender: Cathev-Blo~J 

1Cbk6l I 

"CVE Working Group <l(b)(6) 

(b)(6) 

Recipient: 
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Susel, Irving </~-------------------------~ 
Sent Date: 2012/07/09 11:27:08 

Delivered Date: 2012/07/09 11:27:11 
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From: John Allen (b)(6) ~--------~ 
SentVia: borino@brookings.edu 

"Morgenthau, Sara11~,N-,(-6)----------------------~ 

"Adnan Kifayat <A 
"Farah Pandith <FP 

To: "Wenner Lauren < 
n,J(6J 
"Alysha Tierney <~1

1 
"Walls, Erin </O=D1 
(b)(6) 

I 

' 
Subject: Canceled: HSAC CVE Working Lunch 

Date: 2016/05/03 10:10:28 

Start Date: 2016/05/03 11:00:00 

End Date: 2016/05/03 12:30:00 

Importance: High 

Priority: Urgent 

Type: Schedule.Meeting.Canceled 

Location: Cosmos Club, 2121 Massachusetts Ave NW, Washington, DC 20008 

Sender: John Allen IL(O_J(
0
6)--~,s;;;,;-------------~ I _____ ' 

"Morgenthau, Sarah< 1')(6) 

l1')(6) 
, ,_nan "1 aya, . ""1,a 

"Farah Pandith <FPanq 
Recipient: "Wenger, Lauren </0~ 

(b)(6} I 
"Alysha Tierney <alys 
"Walls Erin <IO-DHS 
"1')(6) I 

Sent Date: 2016/05/03 10:og:s4 

Delivered Date: 2016/05/03 10:10:28 
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30 page draft document ''2016 CCA Program 
ll\UFO'' 

Page 01 of 30 

W,thheld pursuant to exempt,on 

(b)(5) 

of the Freedom of lnformat,on and Pr,vacy Act 
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Page 02 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-006992
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 05 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 06 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 07 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 11 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 12 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 13 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 14 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 15 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 16 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 17 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 18 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 19 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 20 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 21 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 22 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 23 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 24 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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Page 25 of 30 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 
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From: Farah Pandith (b)(6) 
"Mor enthau SLa __ ca_h_<fibili)(,;6)------~------------, 

To: 1')(6) 

Subject: CFR 6/6 DC: Adolescent Minds, Extremism, and the Power of Pop Culture 

Date: 2016/05/26 10: 19:29 

Type: Note 

Naif A. Al-Mutawa, Creator of THE 99 and 
Assistant Professor of Clinical Psychology, Kuwait 
University 

Farah Pandith, Adjunct Senior Fellow, Council 
on Foreign Relations 

Dear Ms. Morgenthau: 

DC Comics' Justice League of America have 
joined forces with Teshkeel Comics' THE 99 to 
create an unstoppable army of superheroes, and 
forge a link between pop culture and 
international affairs that was long overdue. 
Despite pop culture's tremendous influence on 
youth and adolescents, it has been a weak 
component in CVE landscape. 

Ahead of the curve and a pioneer in this space, 
Dr. Naif Al-Mutawa understands kids and their 
minds. An award winning serial entrepreneur, 
clinical psychologist and clinical hypnotherapist, 
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Sarah E. Morgenthau, Homeh 

Security Advisory Council 

Monday, June 6, 2016 

12:00 p.m.-1:30 p.m. 

Council on Foreign Relations 

1777 F Street, NW 

Washington, DC 20006 

:-.1cmbcr DircctOI)'. 
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Dr. M utawa is the creator of THE 99, the first 
group of comic superheroes born of an Islamic 
archetype. THE 99 has received positive 
attention from the world's media; Forbes named 
THE 99 as one of the top 20 trends sweeping the 
globe and President Barack Obama praised Dr. 
Naif and THE 99 as perhaps the most innovative 
of the thousands of new entrepreneurs viewed by 
his Presidential Summit on Entrepreneurship. 

To influence the demographic of Muslims under 
the age of thirty, which is nearly a billion strong, 
ideas like this must be scaled up and fast. 
Influencing this generation requires using 
powerful role models, pop culture and knowledge 
about the human brain. How can for-profit 
companies, civil society and governments work 
to bring forward ideas that can help fight the lure 
of extremist ideology? What ideas are missing 
and who are the next generation of superheroes? 

We invite you to join us as we discuss these 
questions, and how the power of all kinds of 
"superheroes" can be enlisted in the fight against 
extremism. 

With best regards, 
Farah Pandith 

clcl cl cl cl cl fl Faceb Twi Linke Yout 
log ook tter din ube RSS 
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Sender: Farah Pandith (b)(6) 

R 
. . t "Mor enthau SLac-,-h~b0J0(6°)------------~-----~ 

ec1p1en 1')(6) 
~~------~-----------------~ 

Sent Date: 2016/05/2610:18:56 

Delivered Date: 2016/05/26 10: 19:29 
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From: Farah Pandit 1')(6) ~-~~---~------------, 
T "Mor enthau Sarah (b)(6) 

o: (b)(6) 

Subject: CFR DC 5/24 Illuminating the Threat of Extremists: How Media Makes its Choices 

Date: 2016/05/1112:05:23 

Type: Note 

Phil Kent, Former President and COO of CNN 
News Group, Non-Executive Chairman, Vevo LLC 
and Advanced Leadership Fellow, Harvard 
University 

Farah Pandith, Adjunct Senior Fellow, Council 
on Foreign Relations 

Dear Ms. Morgenthau: 

There is no bigger megaphone to learn about what is 

happening around the globe than the one media holds 
on and offline. What is the responsibility to the public 

when covering the complicated and nuanced aspects of 
groups like ISIS, Al Qaeda and Boko Haram and how 

do media executives make choices about the way they 

bring stories to the world? Can media be independent 

while still helping governments by covering the road to 

recruitment? 

Phil Kent, recently chairman and chief executive officer 
of Turner Broadcasting System, Inc. (TBS, Inc.) has a 
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Sarah E. Morgenthau, Homeh 

Security Advisory Council 

Tuesday, May 24, 2016 

12:00 p.m.-12:30 p.m. 

12:30 p.m.-1:00 p.m. 

Council on Foreign Relations 

1777 F Street, NW 
Washington, DC 20006 

:-.1cmbcr DircctOI)'. 
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wealth of experience to examine these questions. At 

TBS, Inc., Phil was responsible for a portfolio of news, 

entertainment and animation, young adult & kids 

networks and businesses including CNN/U.S., CNN 

International, CNN.com and HLN. He also oversaw the 

strategic reorganization of the news division while 
serving as president and chief operating office of CNN 

News Group. 

We invite you to join us as we discuss the role of the 

media in the years after 9/11 and the new terrain in the 
years to come as citizens, countries and communities 

fight violent extremists. 

With Best Regards, 

Farah Pandith 

Sender: Farah Pandith (b)(6) 

• 
- - t "Morgenthau, s=-,-ca-:-h'ic'Occ)(6,C)===='-------------~ 

ec1p1en \1,k61 I 
Sent Date: 2016/05/1112:05:08 

Delivered Date: 2016/05/1112:05:23 
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Hi, 

Walls, Erin p,)(6) 
Fromj(b)(6) I 

To· "Wenger, Lauren[bl(6) 
[0)(6) . 

Subject: checking in 

Date: 2016/05/12 10:04:00 

Priority: Normal 

Type: Note 

Do you have a few minutes to talk today to go through where everything stands re: the CVE report? I am 
around most of the day. 

Thanks! 

Erin Walls 

Director, Homeland Security Advisory Council 

U.S. Department of HomelJnd Security 

r)(6) 

Walls Erin (b)(6) Sendera,s,s,s,==~~ 

Recipient: "Wenger, Lauren 
(b)(6) 

1')(6) 

Sent Date: 2016/05/12 10:04:48 

Delivered Date: 2016/05/12 10:04:00 
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Miron Mike :f1'>(6) 
From: [0)(6)' I 

"McOuillao, Patrick lio1\6l 
To:r)(6) 

Subject: Chief Haddad on national security board (with video) 

Date: 2010/05/06 08:13:00 

Priority: Normal 

Type: Note 

I think the Chief meant to say he is on the HSAC's CVE \Vork group? 

Chief Haddad on national security board (with video) 

Published: Friday, April 30, 2010 

By Sean Delaney, Press & Guide Newspapers 

DEARBORN -- Police Chief Ronald Haddad \Vas recently appointed to serve on the Homeland 
Security Advisory Council, \Vhich provides advice and recommendations to Homeland Security 
Secretary Janet Napolitano on matters related to homeland security. 

The council is comprised of leaders from state and local government, first responder 
communities, the private sector, and academia. 

"It's an honor, a privilege and a tremendous responsibility," said Haddad, who traveled to 
Washington, D.C. earlier this month to meet with his fellow council members. 

The group's efforts, Haddad said, will be focused on sharing information and improving 
communication on the national stage. 

In addition to Haddad, the group currently has more than t\vo-dozen individuals listed on its 
membership roster, including Maryland Gov. Martin O'Malley, Austin Police Chief Art 
Acevedo, Community Engagement Officer Omar Alomari with Ohio Homeland Security, Acting 
Professor of Law Asli Bali of the UCLA School of Law, President and CEO Richard Cohen of 
Southern Poverty Law Center, Sheriff Doug Gillespie of the Las Vegas Police Department, 
Senior Analyst and Executive Director Dalia Mogahed of the Gallup Center for Muslim Studies, 
Executive Director Dan Rosenblatt of the International Association ofChiefa of Police, and 
Director Nadia Roumani of the American Muslim Civic Leadership Institute. 

"Our job is to identify what type of training \vould suit front line law enforcement, officers, and 
to improve their ability to work more effectively with community members to mitigate threats or 
actual crime," Haddad said. 
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The council, he said, was fom1ed in the wake of a grO\ving number of attacks on American soil, 
including the attempted bombing of a Northwest Airlines flight on Christmas Day in 2009 and 
the arrest of the Hutaree militia group charged with plotting to levy war against the U.S. 

"When you look at those things, it's clear that we can ill afford to \Vork in a vacuum," Haddad 
said. ''We need to reach out to members of the community and open up the lines of 
communication." 

The city of Dearborn and its police department has already established several similar advisory 
committees to facilitate communication between different cultural and religious groups, as well 
as various groups and organizations throughout the city. 

"We're engaging the community in a \Vay that's never been done before," Haddad said. 

The Homeland Security Advisory Council will continue that effort on a larger scale. 

"There's no cookie-cutter model for something like this," he said. "It needs to be broad enough 
to work for the entire country." 

But it still starts at home, Haddad said. He encourages Dearborn residents to sign up for Nixle, a 
community information service provider built exclusively to provide secure and reliable 
communications. 

It connects the Dearborn Police Department to residents in real-time, delivering information to 
residents of a geographically targeted area. 

The information is instantly available over cell phones by text message, by e-mail and over the 
Web at no cost. 

Visit the city's Web site at www.cifyofdearborn.org.fOr more information. 

Contact Staff Writer Sean Delaney a 1')(6> 

Sender: Miron, Mike 1(b)(6)., •;;;,;-----------,. ____________ _J 

"McQu1llan, P~(b)(6) 

Recipient: (b)(6) 

Sent Date: 2010/05/06 08:13:33 

Delivered Date: 2010/05/06 08:13:00 
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F 
Rezmovic Jeffre 1, '6) 

rom (b)(6) 

To: "~ntiago, Heather (b)(6) 
(b}\6) 

Subject: chiefs of staff 

Date: 2015/07/08 13:29:00 

Priority: Normal 

Type: Note 

HQ: Christian Marrone, Paul Rosen, Rob Silvers 

ICE: Leonard Joseph 

ESEC: Kim O'Connor 

FEMA: Michael Coen 

1&A: Mary Peterson 

1GA: Alaina Clark 

MGMT: Vince Micone 
NPPD: David Hess 

DGC: Meghan Ludtke 

DHA: Terri Cheshire 

DLA: Ryan Ramsey 

CBP: Timothy Quinn, Stephen Schorr 
TSA: Tom McDaniels, Alan Metzler 
ONDO: Mary Kruger 

OPA: Tammy Howard 

OPS: Todd Heinz 

PLCY: Holly Canevari 

PRIV: Jordan Gottfried 

S&T: Christina Murata 

USCG: CAPT Michael Ryan 
USCIS: Juliet Choi 

USSS: Britton Yee 

CVE: David Gersten 

(150MB: Gary Merson 

FLETC: Pamela Jastal, George Kovatch 

PSO: James Dinneen 

HSAC: Sarah Morgenthau 

Mil: Admiral Joanna Nu nan 

CRCL: Veronica Venture 

Jeff Rezmovic 

Office of the Deputy Secretary 
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U.S. Department of Homeland Security 

Office: r1')(6) 

Mobile ~-------~ 

Rezmovic Jeffre 1')(6) 
Sender: 1'}(6} ~;;~~;;;;;;;;;iibiili6ii:; _______________ _j ____ l 

Recipient: i)(6) 

Sent Date: 2015/07/08 13:29:17 

Delivered Date: 2015/07/08 13:29:00 
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Subject: Christopher Jordan Dorner Manifesto 

Date: 2013/02/07 19:27:50 

Type: Note.EnterpriseVault.Shortcut 

A few folks from the CVE WG have asked about Christopher Darner's manifesto so 
I'm attaching it below. For those unaware, this individual is accused of targeting 
law enforcement officials in the Southern California area in the last few days and 
is still at large. As my office is across the street from LAPD HQ, it seems like 
downtown LA has been effectively on lockdown most of today. 

Haroon Azar 
Regional Director for Strategic Engagement 
National Protection and Programs Directorate 
U.S. Department of Homeland Security 

City Hall I Los Angeles, CA 90012 
Office: p,>(6> 

p,)(6) 

Christopher Dorner w/ Chief William Bratton 
< http ://hi phopa ndpol iti cs. files. wordpress.com/20 13/0 2/ screen-shot-2013-02-07-
at-5- 21-53-a m. png ?w= 462&h = 413 > 

Christopher Dorner w/ Chief William Bratton 

I know most of you who personally know me are in disbelief to hear from media 
reports that I 
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5 
d Azar, Haroon [0)(6) 

ReC:0::rLb-•)\_6_) ___ ---d...-----------------_J 
Sent Date: 2013/02/07 19:27:48 

Delivered Date: 2013/02/07 19:27:50 

Page 2 of 2 



DHS-001-425-007032

Page 1 of5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007033

Page 2 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007034

Page 3 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007035

Page 4 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007036

Page 5 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007037

Page 1 of5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007038

Page 2 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007039

Page 3 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007040

Page 4 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007041

Page 5 of 5 

W1thhe1d pursuant to exemption 

(b)(6) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007042

Simmons Caroline 1')(6) 
From·,1,)(61 ' 

T , "CVE Working Grau 
o. ,1-,)(6) 

CC: "Cramer, Drew </0 
11-,\(~\ 

Subject: Classified CVE Working Group Mtg/SVTC on Wednesday 

Date: 2011/12/19 14:14:13 

Type: Note.EnterpriseVault.Shortcut 

All -

As discussed in last week's CVE Working Group meeting, this week, I&A will be 
providing a classified briefing to the group on internet radicalization. Ideally, they 
would like to provide the presentation at the TS/SCI level in the BLDG 3 SCIF but 
we want to make sure that every Component/office will be able to send a 
representative with that clearance level. Do you mind confirming by COB today 
whether you are cleared at the TS/SCI level and/or whether you can send another 
representative from your Component/office who is cleared? If you are not 
attending in person, do you mind sending your VTC POC and/or site location for 
where you will participate via SVTC? Drew Cramer (cc'd) is helping to set up the 
SVTC and can assist with any technical issues. 

Additionally, we would like to send out the slide deck from last week's FBI-DHS 
SVTC to this group. As such, do you mind sending me your JWICS email? 

Thanks! 

Caroline 

S d Simmons Caroline 1')(6) 
en er 1')(6) =~---,-----, 

"CVE Workin Grau 
1,)'6) 

Recipient\ 'ramer rew < 
1-,\(~\ 

Sent Date: 2011/12/19 14: 14: 11 

Delivered Date: 2011/12/19 14: 14: 13 
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F 
Simmons Caroline 1')(6) 

rom: l0)(6) 

" 
To: l(b)(6) 

"Cramer, Drew </Cl 
fb}(6} 

CC: "CT Staff </0 DH'I 
l(b)(6) I 

I 

Subject: Classified CVE Working Group Mtg/SVTC on Wednesday 

Date: 2012/02/06 17:08: 14 

Type: Note,EnterpriseVault.Shortcut 

All -

Please see the attached agenda for the CVE meeting this week in the BLDG 5 
SCIF at 10 AM on Wednesday, February 8, 2012. I&A will be providing a 
classified briefing to the group on Somalia at the TS/SCI level. If you would like 
to video conference in via SVTC lease rovide our VTC POC name and contact 
information to Drew CramerCbJ(6J 

~b~)(~6)~=====================~=======]J-Uy"C::O!,mgm,v-;nbruary 7, 20 12. 

Thanks, 

Caroline 

Caroline Simmons 

Director of Special Projects 

Counterterrorism Working Group 

U.S. Department of Homeland Security 

1')(6) 

5 
d Simmons, Caroline 1')(6) 

en er (bJ(6l 
•,,~," ~,e-,.,--,--,' 

l1')(6) I 

R 
. . t "Cramer Drew </0 

ec1p1en : ~1')(6) I 

,1,)(6) 
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Sent Date: 2012/02/06 17:08:08 

Delivered Date: 2012/02/0617:08:14 

Message Flags: Unread 
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F Simmons, Caroline tbk6l 
rom: (b)(6) 

1 

T , "CVE Working Grouj 
o. 1Cb>C6> I 

"'":rc1m~-. nr < 
1')(6) 

CC: 

Subject: Classified CVE Working Group Mtg/SVTC on Wednesday 

Date: 2012/01/09 18:21:05 

Type: Note,EnterpriseVault.Shortcut 

All -

In this week's CVE meeting, I&A will be providing a classified briefing to the group 
on internet radicalization to violence in the BLDG 5 SCIF at 10 AM on Wednesday, 
January 11. The presentation will be at the TS/SCI level. If you would like to 
video conference in via SVTC, please provide your VTC POC name and contact 
information to Drew Cramer1Cb>C6> I 
(b)(6) by COB Tuesday, January 10. 

Thanks! 

Caroline 

Sender: Simmons, Caroline 1')(6) 
1')(6) 
"CVE Working Grau 
(b)(6} 

R . . t "Cramer Drew < 
ec1p1en : (b)(6) 

c"cr"'"'s~,~,.~<"/o~o-H=~ 
,1,)(6) 

Sent Date: 2012/01/09 18:21:00 

Delivered Date: 2012/01/09 18:21:05 
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1. What is the status of DHS efforts to develop domestic counter messaging 
programs targeting the violent lslamist extremist ideology? 
The Internet is a powerful networking and communication tool that can be used to 
disseminate messages and empower networks to counter violent extremism. At DHS, 
part of our strategy emphasizes raising awareness and empowering community efforts 
to build an onlinc capacity and develop their own counter-narrative and engagement 
efforts. Efforts such as the Peer to Peer Challenging Extremism program is an 
example of what DHS is seeking to support. Further, the new CVE lnteragency Task 
Force has four major lines of effort that it will cover, one in particular is on strategic 
communications. This line of effort will explore counter-narrative effectiveness and 
best practices. The Task Force will also bring a Digital Strategy Officer on board. 
Last, The Global Engagement Center ( GEC), housed at the Department of State, will 
lead the coordination, integration, and synchronization of Government-wide 
communications activities directed at foreign audiences in order to counter the 
messaging and diminish the influence of international terrorist and violent extremist 
organizations. The GEC will closely coordinate with the CVE lnteragency Taskforce. 

2. How is the Department working with social service agencies, including the 
Department of Health and Human Services and the Department of Education, as 
part of a whole of government approach to CVE? 
The Department will work with domestic agencies through the CVE Intcragcncy Task 
Force. 

a. What role will the recently established lnteragency CVE Task Force have 
as part of this process? 
The Department of Health and Human Services and the Department of 
Education arc members of the Intcragcncy CVE Task Force. Part of the 
rationale for creating the Task Force was to create ways for non-security and 
non-law enforcement agencies to play an active role in a tangible whole-of­
government approach. 

3. What is the timeline for the CVE grant selection and award process for the 
funding included in P.L. 114-113? 
DHS currently anticipates that the funding opportunity will be announced sometime 
in the Summer of 2016, with awards happening in the Fall of 2016. 

a. How will the Department award CVE grants? How will projects or 
organizations be vetted? What role will the Director of the Office for 
Community Partnerships have in this process? 
DHS will utilize FEMA's Grants Program Directorate (GPD) infrastructure for 
awarding grants. It will similarly follow the current model in place for the 
Transit and Port Security Grant Programs. FEMA GPD awards and conducts 
fiscal audits, and the subject matter expertise is provided by the Transportation 
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Security Administration and the United States Coast Guard. DHS Office for 
Community Partnerships (OCP)will continue to be involved in all CVE related 
aspects, from designing the funding opportunity's purpose, goals, eligible 
activities, and evaluation criteria, to providing CVE subject matter expertise in 
the evaluations of applicants and collecting the performance measures for 
incorporation into the Department's overall CVE activities. 

4. What accountability and auditing plans and capabilities does DHS have in place 
to ensure that once these funds will be used for their intended purpose once 
allocated? 
FEMA GPD will administer the funding, conduct financial accountability 
assessments, audits, and ensure the integrity of the competitive process. Like all grant 
programs, FEMA GPD will conduct audits on the fiscal side of activities. OCP will 
ensure that the outcomes on CVE arc as planned. 

a. Does DHS have any metrics or measures for success to ensure programs 
using these funds are successful? If so, what are they? 
Given the wide variety of the activities that would be eligible, there is not a 
specific set of metrics that have been established. Projects will be evaluated, in 
part, on the metrics they identify, and OCP will review each application's 
proposed metrics for adequacy. 

5. Under what circumstances would these funds be transferred for emergent 
threats, as allowed in title five, section 543, Subsection (a), (b)? 
The funds were appropriated in a "general provision" which contains no programs, 
essentially as a place holder to be transferred by the Secretary to the appropriate place 
within the Department in consultation with the appropriations committees. The intent 
being that the funds would be transferred to carry out the initiatives described in the 
JES. The entirety of the SlO million for the CVE initiatives will be transferred to 
FEMA State and Local Programs appropriations to be awarded by FEMA GPD in 
accordance with the plan agreed upon by FEMA GPD and OCP. 

a. How will you ensure that CVE programs do not suffer as a result of a 
transfer of funds? 
Sec above. 

6. Does DHS plan to utilize information and themes from public testimonials of 
former or estranged extremists in the Department's CVE efforts? 
DHS is exploring this tactic and will continue to pursue it through the CVE 
Intcragcncy Task Force. This will include empirical research to determine the 
effectiveness of developing counter-narratives using testimony from '"former" violent 
extremists. 
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a. If so, can you provide examples similar efforts undertaken by foreign 
partners? 
The United Kingdom has several prominent examples of"formers" who are 
engaged in countering violent extremism such as the work of the Quilliam 
Foundation, which is headed by a former member of an Islamist group. 
Canada has developed a program called Extreme Dialogue that features a film­
based curriculum to tell the personal stories of Canadians profoundly affected 
by violent extremism, including the testimony of a former member of the 
extreme far-right. Finally, in 2011 Google Ideas hosted a major Summit 
Against Violent Extremism which launched the international Against Violent 
Extremism Network that draws on the experiences of violent extremists, gang 
members and survivors of violence to work together to prevent violence. The 
Network remains active today. 
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"<LH~H ! McC,lUL !< ,~, 8EN>JI[ <l THO...~so .. Ml~51SS1PP1 

The f-[onornble Jeh Johnson 
Secretary 

(Our 1-iuui'.lrci't Jfourtttnt!1 !!11111;1rc1;B 

ll.~. Houi.ir of ilieµrrscnt:itiucr, 

0:ummtttc, nn 1inmdan~ ~,rurttu 

mm,Qiugtun. :00:: 20315 

April 5, 2016 

l: S. Department of! Iomeland Security 
\Vashmgton. DC 20528 

Dear Secretary Johnson, 

".- ,'I 

' -

In your recent testimony before the Committee on Homeland Security, you noted that 

"coW1tering viok:nt extremism (CVE) gm:n the current threat environment-i~ in my judgment 

as important as any of our homeland security missions. I'm \·cry supportive and appreciative of 

the Congress·s efforts to help us out with grant money to do all this. There's bipartisan support in 

Congress for our CV[ efforts, and J"m glaJ to sec that." The Committee agrees with you 

regarding ,he impmtance of thi.s effort. and with vour comments highlighting violent Islamlst 

extremist groups as the greatest terrorist threat 10 the CS Homeland. [n Congressional testimony 

last year you acknowledged, "'At the moment. my priority has been focusing on commW1ities that 

l believe are most vulnerable, at Jca<;t .~ome members of the community. tu appeals from rsrr, 
Al·Qacda, and other terrorist groups oversea-; who are actively targetin!:'. individuals in '.hesc 

communities. And so t think \Ve need to fot:;US on comm~it1.es that themselves have the a'::iil1ty to 

influence who may be turning 111 the direction ofvwlence." 

As yuu kntrn. ~everal hundred L'.S. persons have joined or attempted to join the fslamic 

State of Iraq and Syria (ISIS) and other Isla mist groups overseas and over 80 have been arrested 

in the LS for !error-related activity. Despite the terror threat in the homeland being at its highest 

levels since the Septcmhcr 11, 2001 attack.s. the Federal government lack.~ a coheSl\'C strategy to 

counter the violent lslamist extremi::it ideology or al Qaeda. ISIS. and their allies. 

Therefore. I am pleased that funding was included in Public L1w (P.L) 1!4-113. the 

"Consolidated Ap11rnrriati0ns Act of 2016," to exranJ the Department of Homeland Security's 

support to states. Inca! gO\ernmenb. tnbal gLl\"crnr.1er.ts. nonprofit organization::.. and institutiom, 

of higher educatinn. A~ out!mcd in this legislation, $10 million has been allocated for "a 

countering violent extremism (CYE) initiative tn help states and local eommumtie.s prepare for. 

1 
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prevent, and respond to emergent threats from violent extremism .. " 1
• In addition to these 

appropriated funds, as you know, the Department requested $ l O million in the fiscal year 2017 
budget request for CVE activities. I am supportive of this request as well. 

We .support an adequately resourced CVE effort across the Federal government and 
particularly within the Department of Homeland Security. However, it is vital that the 
Department have a transparent strategy for how the $10 million provided in P.L. 114-113 will be 
allocated, a process for ensuring that the funds are used for their intended purpose, and the 

capability to measure effectiveness of CVE initiatives. We also expect the Department to 
develop a plan for the dedicated CVE grant program to provide the resources to 50l(c)(3) 
organizations working to, of note, counter the propaganda and recruitment efforts of ISIS and al 

Qaeda, as well as their affiliates and ideology. Additionally, the Department should ensure the 
bulk of the $10 million goes toward counter-messaging and other engagement efforts that utili7.C 
credible voices to enhance CVE efforts and related targeted programs. It is imperative that the 
Depaiiment support vetted organizations that offer credible voices countering the ISIS message 
while ensuring these funds are distributed effectively and responsibly. 

On March 30, 2016, representatives from the DHS Office of Community Partnerships 

(OCP) and the Federal Emergency Management Agency (FEMA) provided a briefing to 
Committee staff on the Department's plans for this funding. I thank the Department for their 
willingness to assist the Committee in its oversight. As a follow up to this briefing, I am writing 

to request written answers on the status of DHS CVE efforts, including spending plans for the 
$!0 million provided in P.L. 114-113 and the $50 million requested in the FY2017 budget. 

Please provide answers to the following questions no later than April 22, 20 l 6: 

l. What is the status of DHS efforts to develop domestic counter messaging programs 

targeting the violent Islamist extremist ideology? 
2. How is the Department working with social service agencies, including the Department 

of Health and Human Services and the Department of Education, as pat1 of a whole of 

government approach to CVE? 
a. What rnle will the recently established Interagem:y CVE Task Force have as part 

of this process? 
3. What is the time!ine for the CVE grant selection and award process for the funding 

included in P.L. 114-113? 
a. flow will the Department award CVE grants? How will projects or organizations 

be vetted? What role will the Director of the Office of Community Partnerships 

have in this process? 

1 Consolidated Appropriations Act, 2016, § 5-543 (2015). Available at: hup,· \11111·.consrch'.!.tl' hill 11.:Jth· 
_C,:~lJll.'l'('~~·h~lJ!._'iC-bil_l :!0:.'.() !_c::;l 

2 
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4. What accountability and auditing plans and capabilities does DHS have in place to 

ensure that once these funds will be used for their intended purpose once allocated? 

a. Docs DHS have any metrics or measures for success to ensure programs using 

these funds are successful? If so, \vhat are they? 

5. Under what circumstances would these funds be transferred for emergent threats, as 
a!!owed in title five, section 543, Subsection (a), (b)?2 

a. How will you ensure that CVE programs do not suffer as a result of a transfer of 

funds? 

6. Does DI IS plan to utilize information and themes from public testimonials of former or 

estranged extremists in the Department'.-, CVE effmis? 

a. If so, can you provide examples similar efforts undertaken by foreign partners? 

appreciate your continued efforts in protecting the nation against the threat of violent 

extremism, and look forward to conducting rigorous oversight of how you use these 

appropriations. If you have any questions, please contact Alan Carroll or Paige Davies on the 

Committee staff at (202) 226-8417. 

MICHAEL T. McCAUL 
Chairman 

'Consolidated Appropria!ions Act, 2016, § 5-543. 

3 
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All 

F 
Lee, SY -p,)(6) 

rom: (FYDIBDI 
1')(6) 

To: 

CC: 

Subject: [CLEARANCE BY CDBJ DHS FY 17 Budget Fact Sheet 

Date: 2016/01/15 07:01:39 

Priority: Normal 

Type: Note 

I 

0MB has requested all agencies to submit a fact sheet the FY 17 budget request, scheduled for 
rollout on Feb. 9 

Draft fact sheet attached and below has been coordinated and cleared by MGMT/Chip Fulghum. 

Please review and let us know if there are any edits. 

Note that changes could occur between now and the budget release, but 0MB has requested a 
draft by COB today for their first round of revie\v and pass back. Thanks 

DEPARTMENT OF HOMELAND SECURITY (DHS) 
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9 pages of draft budget proposals 
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August 26, 2016 

DECISIOK 

MEMORANDUM FOR THE SECllBTAR,Y 1~ ) .11 
\1 : 'ill\ry\ /JJ I 

FROM: George Selittl 

OJJice oflhe Se1_·rerary 
U.S. Department of Homcfand Security 
Washington, DC 20528 

Director1 Office for Community Partnerships 

SUBJECT: Community Partnership Strategy for 
Countering Violent Extremism 

Purpose: To request your approval of the DHS Community Partnership Strategy/Or 
Countering Violent Extremism (CVE). 

Background: Over the past several years, the U .S, Government has acknowledged the need 
to supplement traditional counterterrorism and law enforcement approaches to address the 
evolving threat from violent extremism. In accordance with the 2011 White House National 
Strategy for Empowering T,ocal Partners to Prevent Violent Extremism in the United :,'tates 
and the subsequent Strategic Implementation Plan, the Office for Community Partnerships, 
with support from across the Department, has developed the DHS Community Partnership 
Strategy/Or Countering Violent Extremism, This strategy emphasizes community-based 
solutions to counter all forms of violent extremism by equipping state, local, tribal, and 
territorial governments, community organizations, and other partners with the necessary 
infonnation and resources to support a grassroot'> CVE approach. 

Discussion 
The threat from violent extremism continues to evolve. Terrorists at home and abroad are 
increasing attempts to radicalize and recndt individuals to conduct violence within the 
United States. Accordingly. DHS must adapt to the changing violent extremism threat by 
supplementing traditional law enforcement and cmmterterrorism operations with programs 
that empower communities to recognize warning signs and intervene before violeuce occurs 
in suspected cases of radicalization. These programs mitigate the effects of messaging and 
targeted propaganda material on the internet and technology platforms that attempt to 
radicalize individuals to conduct violence. In the homeland security context, CVE activities 
focus on deterring individuals from conunitting or materially supporting foreign ai1d 
domestic extremist violence. 
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The OHS Community Partnership Strategy.for Countering Violent Extremism outlines goals 
and objectives that the Department can take over the next five years to decrease 
communities' receptiveness to violent extremist recruitment narratives; provide peaceful 
avenues for expressing grievances; educate communities about the threat of online 
recruitment and radicalization to violence; and prepare and equip communities to address all 
forms of violent extremism. To achieve this vision, DHS will coordinate internal CVE 
programs, build trust and partnerships among local community partners, provide local 
partners with CVE training and tools, and continue researching and analyzing the causes of 
radicalization. Throughout these activities, OHS will preserve civil rights, civil liberties, and 
pnvacy. 

Timeliness: An approved department-level strategy will serve to articulate DHS CVE aims 
and vision, and solidify the business principles and efforts across the department to conduct 
and manage CVE programs and activities. 

Recommendation: That you approve the OHS Community Partnership Strategy.for 
Countering Violent Extremism and issue the Memorandum to OHS Leadership for 
Implementation, signaling the approval of the strategy and our new CVE Approach. 

Approve/date _____________ Disapprove/date 

Modify/date ____________ Needs discussion/date 

Attachment: 
A. The OHS Community Partnership Strategy.for Countering Violent Extremism 
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PREFACE 

In November 2015. Jeh C. Johnson, Secretary of the U.S. Department of Homeland 
Security (the Depaitment), directed the Homeland Security Advisory Council ('"HSAC"), 
to establish a subcommittee ("Subcommittee") that is focused on Countering Violent 
Extremism ("CVE"). 1 The Subcommittee was stood up to act as an incubator of ideas for 
the new Office for Community Partnerships (DHS/OCP), and has worked to leverage 
outside expertise and new thinking to support and enhance as welt as assist in reframing 
and re-envisioning, where necessary the Department's CVE efforts. 

Specifically, the Subcommittee was asked to address how the Department can best 
suppott non-governmental initiatives that either directly or indirectly counter violent 
extremism, including: 

• Identifying opportunities or platforms useful for the Department's facilitation of 
public-private partnerships with both technology and philanthropic sectors 

• The development of new networks and a framework for sustained dialogue and 
engagement with those partners to include non-governmental sectors 

• Other non-governmental sectors, besides technology and philanthropic, that should 
be leveraged for CVE and how the Department should engage them 

• How best to work with education and mental health professionals to help parents 
and schools understand how they can counter youth radicalization to violence 

• How the Department can inspire peer-to-peer attempts to challenge violent 
extremism through public-private pattnerships 

This report focuses on the spread of violent extremist ideology and the recruitment of 
American youth to extremist groups, and how the Department can be a platform and an 
engine to leverage pa1tnerships in the technology, health, education, communications, 
cultural, philanthropic, financial, and non-government sectors to counter such recruitment. 
While recognizing previous efforts - from those of the Spring 2010 Countering Violent 
Extremism Working Group to the more-recent Foreign Fighter Task Force this report 
seeks to focus on discrete areas, separate and distinct than those unde11aken in other efforts. 

Subcommittee Findings 

To effectively address and conquer the challenge of violent extremism, our nation 
requires the full engagement of our whole community, and entities across sectors. Chief 
among these elements are the American people and the American private, non­
governmental and academic sectors, working in partnership with the government. Today, 
more than ever, we must harness the power of American ingenuity, creativity, and 
resilience. We must engage, activate, and align the private and non-governmental and 
academic sectors to address violent extremism, and the threat that it poses - in all its forms, 
across alt communities. 

1 Plea~e see Appendix #5 fur CVl:. t.!efinilinn. 
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Subcommittee Members recommend a range of initiatives to support the Department's 
approach to the above focus areas. having solicited a broad array of views from leaders in 
the non-governmental, technology, philanthropic, public, health, and academic sectors. 

Notably. the Subcommittee unanimously recommends significantly increasing staffing 
funding by as much as $ too million for both grants and program administration for the 
DHS/OCP charged with implementing CVE efforts and representing the Department 
within the newly designated CVE Task Force. This funding would be used to develop a 
nationwide infrastructure of federal support to local community efforts, continue to spur 
innovation online and in the social sciences. and provide necessary grant funding to support 
non-profits and local governments in their CVE work. The current funding level of $10 
million in FY 16 for grant programs through DHS/OCP is insufficient to effectively counter 
the spread of violent extremist ideology in the United States, and does not in itself offer 
the chance to level - much less gain advantage against - increasingly aggressive efforts to 
recruit and radicalize our youth by violent extremist organizations at home and 
abroad. 2 Securing additional funding can help mitigate the threat of violent extremist 
ideologies but will require close and sustained coordination with Congress - potentially to 
include a new Congressional Liaison within DHS/OCP. This will include dedicated 
funding spanning alt fonns of violent extremism and funding for data and metrics such that 
future programing may be supported based on evidence. 

Just as significantly. while many related national security challenges (such as public 
health or di mate change}' receive funding for initiatives through private foundations and 
other non-profits, CVE receives very tittle. As such, in the immediate term, all of the 
weight of this challenge is on government to mobilize resources and encourage stronger 
private sector engagement. Given the credibility of non-government actors to achieve CVE 
objectives, and adaptive nature of private philanthropy, incentivizing their involvement 
will be paramount for success. Expe11s strongly recommend that government act quickly 
to enable a conducive environment for private sector action. 

Many experts expressed concerns that funding is tied to the same agencies that have 
law enforcement mandates or that CVE stigmatizes some of the very communities it seeks 
to help, notably the American Muslim communities. As noted in the recommendations, 
addressing the core of these perceptions and otherwise creating incentives for private 
foundations to help address this challenge cooperatively is critical if we are to have a lasting 
impact. 

This report seeks to catalyze efforts between the public and private sectors. The 
Subcommittee notes the need not just for a high volume of activities, but also for more 
targeted, professional, and comprehensive actions. Of note, better data analysis and use of 

2 Con,istent with the undw,tunding thut SIO million is not ,utfieicnt. on Muy 26. 2016, the Senute i\ppropriutiom, 
Cmnmiuee reported uul S. 300 I. The Department ur Homeland Security Appropriation., Acl. 2017 which pruvide., 550 
million for CVE grants for FY 17. http,://v,,,,\'Y,,· .congrc,,.gov/billi l 14th-con!:'rc'>siscnatt-bill/ .~001 
3 The 'w'hite Huuse. Office ufthe Pre,,., Secretar)·. "Fact Sheet: The 2015 Natiunal Secmit)· Straleg)·." l\'ew,, relea.,e. 
fchruary 6. 2015. Tiic White House. https://www.whitehouse.goYithe-prc."-offiee/2015/02/06/fact-shect-2015-
natiunal- ,,ecuril y- .,trate g)·. 
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innovative measures of effectiveness will be important to ensure future efforts are 
evidence-based. 

In addition, a common theme that underlies the majority of recommendations is the 
need to recognize the cultural and technological trends shaping identities of Millennials 
and to directly engage them in efforts. 

Also notable is what the government should not do, such as to act as the messenger 
(as opposed to empowering "credible messengers" or "influencers"). Further, government 
must avoid stigmatizing specific communities or those seeking mental health services and 
ensure adherence to the privacy restrictions inherent in The Privacy Act and The Health 
Insurance Portability and Accountability Act (HIPAA). 

The use of social media and technology are part of the challenge, the Department 
must fully understand and leverage social media in its policy and programmatic activities. 
To generate new ideas and bring additional expertise to the Department's CVE work in 
this sector, the Subcommittee spoke with a range of experts in digital marketing and 
branding, technology. and social media. 

The United States Government must take all forms of violent extremism and 
radicalization seriously. prioritizing those forms that pose the greatest threats to safety and 
security. most urgently. 

Ultimately, the approaches this repott recommends for the Department will help it 
evolve over time and adapt to the changing nature of violent extremism itself. namely. the 
convergence and alliances of violent extremist groups across the full spectrum of 
grievances: To include those that espouse and/or unde11ake violence justified through 
vanous ideologies, to include anarchists, sovereign citizens, white-supremacists, and 
others. 

The subcommittee believes that the U.S. Government needs to build mechanisms 
for animating state, local, civil society, and the private sector as key enablers to adapt to 
this new era of challenges. This report seeks to assist in that effort. Based on these themes, 
and in light of the functional areas requested by the Secretary for examination, the 
Subcommittee respectfully submits the following recommendations. 

5 
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EXECUTIVE SUMMARY 

The Countering Violent Extremism (CVE) 4 Subcommittee of the Homeland 
Security Advisory Council (HSAC) engaged with a wide range of experts and leaders to 
assess the status of efforts to counter violent extremism in the Homeland. Based on their 
input, the Subcommittee is making recommendations to expand on non-governmental 
partnership principles referenced in the HSAC Foreign Fighter Task Force Interim Report. 
Spring 2015. Specifically, the Subcommittee recommends: 

;... Strengthening the Department to Do the Job: The Department is significantly 
under-resourced to provide the activities and programming to stem online and 
offline radicalization and recruitment to extremist violence in the United States. A 
clear-eyed view of the threat before us, which the Subcommittee recognizes, 
requires an immediate and significant increase in funding and other resources -
including possibly new authorities - for the Department to accomplish its goals. 

Key Recommendations 
• Strengthen the Office for Community Partnerships by immediately increasing 

funding and authority 
• Redesign infrastructure of communications to take into account new 

technologies and methods being used by the non-governmental sector 
• Given the evolving threat and how the process of radicalization itself is 

evolving. update and change the rules on how government uses lexicon 
• Invest in deeper and more deliberate data analysis and more well-trained 

professionals in government to coordinate efforts efficiently 
• Develop partnerships with the Departments of State, Education, and Health and 

Human Services to build new tines of interaction on CVE programs 
• Strengthen partnerships with State, Local, Tribal and Territorial law 

enforcement stakeholders to ensure connectivity and coordination on CVE 
efforts. 

)..- Focusing on a National Architecture Across All 50 States: Given that we live 
in an open and democratic system, and regardless of ideological persuasion, the 
threat of violent extremism does not recognize U.S. jurisdictional boundaries - state 
and local, national or tribal. The Department must be aggressive about building the 
necessary networks nationally. Existing efforts that have proven effective must be 
scaled up. Our approach must be focused on the power of government to encourage 
and unleash our greatest strengths. The private, non-governmental sector -
including the full range of civil society across all communities, working hand-in­
hand with leaders in science, faith, and technology and with the full endorsement 
of our elected leaders at all levels offers the best chance to counter the threat of 
violent extremism for future generations. 

-1 In tbi, report. CVE is defined a.~ action.~ to counter cfforn by cxtrcllli.~t, to radicalize. recruit or n1obilizc follov>icrs to 
viulence and lu at.!dre.,~ the cnntlilion., thal allnw vinlenl extrerni~t recruitment and radicaliLalion 
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Key Recommendations 
• Scale existing partnerships with the non-governmental sector that are already 

funded by government and have proven to be effective 
• Establish new strategic partnerships with the private sector 
• Catalyze new networks with the philanthropic and financial sectors 
• Create and leverage networks and professional associations of mental health 

and social services organizations to create scalable partnerships with the 
philanthropic sector 

• Partner and expand national networks of mayors and governors. 

)..- Prioritizing Attention on the Millennial Generation: Our nation's youth are at 
risk of online radicalization and recruitment like never before. They are by far the 
largest demographic being targeted by extremists, especially online. It is therefore 
our duty to protect them. Prioritized attention to the generation under 30 years old 
(digital natives across race, religion, ethnicity, location, socioeconomic levels, 
ideology, and gender) is required to prevent violent ideologies from influencing 
this segment of our population. 

Key Recommendations 
• Prioritize attention on efforts to counter the recruitment of youth to violent 

ideologies across race, religion, ethnicity, location. socioeconomic levels, and 
gender 

• Establish partnerships for collaboration with the Department of Health and 
Human Services and Department of Education to address a range of pathways 
to recruitment, exchange of best practices and lessons learned. 

• Scale up platforms (social media, technology, new, and emerging media) to 
encourage private sector creation of more and more targeted online content and 
micro-targeted distribution channels 

• Partner with public and private colleges and universities across the country 

In this report, the Subcommittee lays out a conceptual framework for the 
Department and offers specific actions that should be taken to leverage its strength, address 
areas of improvement. and provide a way forward that is measurable and comprehensive. 
This report offers the Secretary of Homeland Security a clear assessment of what must 
done in the short and tong term. The recommendations herein are paramount to keep the 
Department appropriately adaptive to the new generation of threats to the Homeland related 
to the threat of violent extremism. 
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I. THE DEPARTMENT: SETTING Us UP TO Do THE JOB 

Background 

Based on consultations with a wide range of experts, the Subcommittee 
recommends that the Department of Homeland Security develop a comprehensive 
organizational plan to address the issue of the rising appeal and impact of violent 
extremist ideologies to domestic audiences. This wilt require significantly scaling the 
Department's footprint and capacities to engage civil society and the private sector. Our 
investment must match our rhetoric and rise to the generational challenge that we face, so 
that words can translate into concrete and measurable action. In order to do so. the 
Department must look inward to change the way it speaks to itself and the world and to 
invest in best practices that catalyze research and harness the full spectrum of American 
technology and creativity to take on this challenge while. at the same time, looking 
beyond government to identify partners-as well as resources- who can assist in this effort. 

The Subcommittee urges the Department to recognize its strategic strengths as an 
institution in fulfilling its objective, including acting as convener and facilitator, and as a 
thought leader and intellectual partner to prioritize what is working. Building the right 
platforms and networks across U.S. society and facilitating connectivity with non­
governmental partners presents an appropriate rote for the Depaitment as it seeks to engage 
a new generation of change-makers. In order to empower such momentum, the Department 
must have clear leadership and direction, with a broad footprint to complement non­
governmental actors. With inspiration from a wide variety of experienced organizations 
and people ranging from non-profits, entrepreneurs, business leaders, and those within 
government. progress towards defeating violent extremist ideologies is possible. 

Recommendation 1: Strengthen the Office for Community Partnerships 

Context: 

In September 2015, Secretary Johnson established DHS/OCP to "build 
relationships and promote trust. and. in addition. find innovative ways to support 
communities that seek to discourage violent extremism and undercut terrorist narratives."5 

DHS/OCP is charged with leading the Department's CVE efforts and with serving as the 
inaugural chair of the interagency CVE Task Force. 

Given its central role within both the Department and the interagency, DHS/OCP 
1s welt suited to lead the efforts described throughout this document, and wilt require 
significant new resources to do so. Despite increased public and policy focus on CVE, 
federal funding has not matched the scope of this very real and present challenge. The 
initial national CVE strategy released in 20 t 1, "ErnpO\vering Local Partners to Prevent 

' Department of Homeland Security. Statement by Secretary Jch C. Johnson on DHS's New Office for Community 
Panner~hip~. September 28. 2015. 
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Violent Extremism in the United States"6 provided unfunded or under-funded roles and 
responsibilities for federal, state, local, and community partners on prevention. For five 
years, the Department has been placed in the untenable position of implementing a national 
strategy with no new funding. In FY 16, for the first time, Congress allocated $10 million 
dollars to the Department for CVE grants, and $3. lM for the establishment of the office; it 
should move quickly to hire staff for DHS/OCP and efficiently and effectively dispense 
grant funding, including establishing new mechanisms for moving federal funding 
immediately to effective pattners and programs. 

In January 2016. Secretary Johnson announced the creation of the permanent 
interagency CVE Task Force which is responsible for bringing together personnel from 
across the executive branch to ensure that the challenge of violent extremism is faced in a 
unified and coordinated way. The CVE Task Force's work is important and integral to the 
success of CVE efforts. To this end. since all of the domestic focused recommendations. 
particularly those that are operational in nature would be best carried out by DHS/OCP. 

Actions: 
1. Establish DHS/OCP as the Secretary's CVE office, ensuring its leadership 

reports directly to the Secretary. 
2. Significantly increase funding to DHS/OCP and authorize it to distribute 

funds to state, local. and non-governmental actors. 
a. Provide DHS/OCP with $100 million per fiscal year in funding. 

This funding wilt be used for CVE grants for programs and 
networks implemented across the nation. This would include 
office infrastructure. field staff expansion, and program resources. 

3. Formalize DHS/OCP's role as the single CVE coordinator for the 
Department and a single point of contact to facilitate ease of dialogue 
between non-governmental entities and the Department. 

4. Extend the mandate of the HSAC CVE Subcommittee to serve as a standing 
partner to DHS/OCP, the Department's Private Sector Office, and the 
Department in implementing the recommendations of this repo11 and 
facilitating input and engagement from outside subject matter experts. 

5. Establish regional offices around the country to facilitate DHS/OCP 
partnerships across state and local jurisdictions. 

6. Formalize a pattnership for a DHS/OCP Innovation Lab modeled after the 
State Department and Defense Department's similar efforts. 7 The Lab 
should facilitate the full range of efforts related to innovation and 
partnerships with technology innovators. 

7. Task DHS/OCP and the Department's Private Sector Office to: 
a. Aggressively implement a philanthropic development strategic plan 

to provide ways for regional philanthropic fundraising for 

6 The White I louse. "Empowering Local Partner~ to Prevent Violent Extremi~m in the United State~.'' Augu~t 2011 
7 Pdlcrin, Cheryl. Do D's Silicon Valley [nnovat1on Experiment Begins.'' U.S. Defl(//'ll//1'1/I of Defense. 29 October 
2015. mu/ Dt'parlmrnl o{S!ale, Burem1 o/'Poli11rnl·M1/i1an Af}inr.1. Stralegr Lab 
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community programs, working with the new Philanthropic Advisor 
to the HSAC (see Section II, Recommendation 2). 

b. Build new access points for American companies, social 
entrepreneurial organizations, and educational institutions to 
contribute to CVE in-kind and otherwise. 

c. Build on what we have done overseas and remodel it for the 
American context. Seizing the best ideas and content on all aspects 
of CVE from other agencies and departments and other countries 
- requires new lines of interaction with the State Department, 
USAID, and Voice of America (See further: Section III. 
Recommendation 2). 

Recommendation 2: Redesign Infrastructure of Communications 

Context: 

The changing nature of technology and the access it provides to ideas, notably the 
type and volume of violent extremist content and efforts to recruit youth to violent 
extremism has created an evolving challenge and oppottunity. We are struggling to keep 
up with its pace and impact. Importantly, the process of radicalization begins at an 
individual level and relies on a constant feed of reinforcing ideologies that are spread both 
on and offline. Looking at the way ideas are spread in both domains is vital to our efforts. 
Local communities are central to understanding not only the origin but also the impact of 
changes taking place within neighborhoods, among peer groups, and as a result of 
influencers. In the online space, extremist groups have mastered the facility of integrated 
systems of communication. globally and at a scale and pace that has surpassed our current 
efforts to dominate the playing field. Their 24/7 efforts require us to be equally as constant 
and we must engage on this challenge on a level that is commensurate. With numerous 
forums wholly dedicated to messaging hate, current counter-narrative efforts are 
insufficient to keep up in time or volume of content. We must address the challenge of 
micro-targeting by our adversaries, which puts an onus on communities and the private 
sector to help confront and counter in creative ways. 

In the case of foreign fighters seeking to join groups like !SIL the Subcommittee 
sees the potential of a significant chapter ahead. A March 2015 Brookings Institution 
report suggested that !SIL suppotters used approximately 46,000 Twitter accounts 
worldwide. 8 According to the Department's Center of Excellence, the University of 
Maryland's National Consortium for the Study of Terrorism and Responses to Terrorism 
(START), in 2002, the Internet was a factor contributing to the radicalization of 37°/41 of 
the foreign fighters and aspirants who attempted travel to conflict zones to fight on behalf 
of terrorist organizations there. By 2015, the Internet contributed to the radicalization of 
86% of those attempting travel since 2005, and 83% of the same in 2015 alone. Half of 
the individuals used the Internet and other technology tools as their primary source of 
information about traveling to the conflict zones. Further, approximately half of the 

~ Berger. J.M. and Morgan. Jonathan. '·The [SIS Twitter(' onsensus: Dctlning and describing the population of ISIS on 
·1 wiHer." Brooking~ lnsti(utinn. The 13ronking~ Project on U.S. Relations with the blamic World. March 2015. 
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successful travelers maintained an active presence on social media. most often using social 
media to encourage others to travel, document experiences. and share tips for evading law 
enforcement detection. The data indicates that 20°/41 of individuals attempting travel had 
established relationships with online travel facilitators who helped arrange safe houses and 
escorts to conflict zones. 

American youth are not immune to this and there are increasing effmts to recruit 
young Americans to violent extremist ideologies. The nature of social media and the way 
extremists seed their ideas means that our communication system must be specific to the 
American context. The Department must adapt to this new era while amplifying our 
knowledge of how extremists lure youth offline in more traditional means. Arguably our 
nation has extraordinary possibilities of saturating the on and offline space. 

Actions: 

1. Leverage private sector expe11ise and best practices for deploying technology, 
communications. and marketing across mediums: 

a. Bring private sector talent into the government through the Department's 
Loaned Executive Program to assess and provide recommendations on 
communications and marketing efforts to suppott the CVE mission, 
including how to design measures of effectiveness. 

b. Institute a new exchange program whereby the Department's professionals 
can embed with technology, marketing, and communications companies for 
sh011 periods of time to team expertise and build relationships; this can be 
accomplished through the Exemplar Program authorized through the 
Department's Private Sector Office. 

c. Appoint "Technology Advisers" who are employed in the private sector but 
who are able to work with and provide expertise to the Depaitment through 
the HSAC CVE Subcommittee. 

d. Build mechanisms for the exchange of best practices and lessons learned 
from the media and technology sectors on the creation of adjacent and 
native content for persuasion. 

2. For the Department to help support the efforts of non-profit programs and 
organizations working to address messaging, technology, and communications 
issues by identifying one dedicated point of contact within DHS/OCP to convene 
non-profit and the private sector stakeholders to further the Department's and 
OCP's \Vork in this field. 

3. Appoint a new Member to the HSAC who works for a communications. branding 
or marketing agency and has a range of relevant experience in media and related 
imlustries. 

II 
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Recommendation 3: Change Our Lexicon by Shifting How We Speak with Each Other 
and the World 

Context: 

The term CVE was developed to describe soft power tools focused on countering 
and defeating the ideology of violent extremists. It encompasses the range of 
communications, community engagement, mental health, and related practices that may 
reduce ideological, psychological, or community-driven factors conducive to support for 
violent extremist ideologies. In recent years, the term has moved into new spaces and has 
created unintended implications. CVE is not hard power, and it is not an investigative tool 
for law enforcement. Regardless, there is now a great deal of confusion among a new 
generation of government officials and civic leaders about what it means, what actual CVE 
programs do, and how to measure their impact. Recognition of this problem is critical, but 
it is possible to begin to change the perception and reclaim the original intent. 

There are several layers to the issue around lexicon in the context of CVE. On the 
one hand, it might seem obvious to change the term CVE because there is a perception 
about its meaning that securitizes relationships between government and in particular 
Muslim communities. This results in credible influencers rejecting work that at alt 
connects them to CVE. On the other hand, reformulating a new term that is agreed upon 
by the inter-agency and community groups could take years and is unlikely to yield a 
sustainable consensus. Subcommittee members do not recommend that the Department 
engage in a process to redefine CVE itself. Instead, the Subcommittee recommends 
focusing on immediate steps now that can help engage the full range of actors in the private 
and non-governmental sectors across communities in our nation. 

There is a disagreement among scholars, government officials, and activists about 
the right lexicon to use around the issues of violent extremism. At the same time, report 
after report has recommended that the U.S. Government be consistent in its language and 
its meaning, highlighting that tone and word choice matter. Under no circumstance should 
we be using language that wilt alienate or be disrespectful of fellow Americans. Thus, we 
need to be clearer in what we mean and how we say it. Further, we are at a particular 
moment on the world stage with global events driving fear, political and cultural rhetoric 
leaning on sharp and divisive language, and deep polarization and distrust across 
communities. AU of this is set against the backdrop of digitally connected recruitment 
efforts that are actively trying to exploit differences and create divisions across U.S. 
society. We must speak with honor and respect about all communities within the United 
States. We should give dignity to the many histories and diversities within our nation and 
advocate for a consistent whole of government approach that utilizes agreed terms and 
words. Tone and word choice matter. 

Mental health experts and educators connect the environment we live in to 
emotional and physical well-being, behavior and issues of identity, belonging, and security. 
Words are part of that environment. Often without knowing it, we have constructed 
language in daily use that promotes an "us and them" narrative of division. Though it was 
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within the context of the "War on Terror," the Department's 2008 guidance about lexicon 
is important to review as it has bearing on groups like ISIL It instructs the Department to 
ensure terminology is ''properly calibrated to diminish the recruitment efforts of extremists 
who argue that the West is at war with Islam." 

In condemning violent extremism in all forms, we must also be better at 
communicating with the public and within government. In sum, we are in a complicated 
and challenging chapter: more people know we need to fight the spread of extremist 
ideologies but many do not know what we mean when we say we want to do that through 
CVE programs. 

Actions: 

l. Renew efforts to describe CVE, its origin of soft power. 9 and attempt to re-establish 
the term to ensure that prevention programs are not inter-mingled with surveillance 
or intelligence-gathering programs. 

2. Bring consistency into government use of language and meaning. 
3. Ensure the Department reviews the 2008 directive and uses a vocabulary when 

discussing extremism that avoids the '·us versus them" framing. 
4. Reject religiously-charged terminology and problematic positioning by using plain 

meaning American English. 
a. US v THEM: For example, use "American Muslim" rather than "Muslim 

American"; '·Muslim communities" rather than '·Muslim world." 
b. AMERICAN ENGLISH: For example, on using American English instead 

of religious, legal and cultural terms like "jihad," "sharia," "taVif" or 
"umma." 

Recommendation 4: Investing in Deeper Research and Data Analytics 

Context: 

In the 15 years since 9/11, there has been a significant amount of research in the 
field of extremism including how extremist groups prey upon young people. what 
techniques they use, and which types of messages resonate. We must be ahead of the curve 
and understand these trends. This means we need research and data that will give us the 
information we need to build a long-term CVE infrastructure that is evolved and adaptive. 

We have seen new aspects to the threat emerge. like women radicalizing. and. 
compared to what we know about foreign populations and radicalization, there is limited 
data on American youth and their vulnerabilities. Moreover, as important as research 
focused on the entire scope of the radicalization process is. we do not have complete 
information around the measurement and evaluation of programs that intend to stop the 

9soft power can be defined as the ability to persuade rather than coerce to achieve a de~ired end. See Nye, Jo~eph S. 
'"Soft Power."' FmTig11 PofiC\', no. 80 (1990): 153-71 
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appeal of extremists' ideologies. As such. we need to construct more effective tools to 
allow greater access to CVE research. and comprehensive and open source data. The 
Department must act as a catalyst to promote more aggressive research and analysis and 
find ways to collaborate with non-governmental expe11s doing such work. 

Actions: 

1. Catalog all CVE programs within America (see map in Appendix 3) both 
government-funded and independent - to create a comprehensive and transparent 
overview of what exists in America and where gaps might exist. Remarkably none 
exists anywhere. 

2. Assess the scope of work that exists on youth between 7 and 30 years of age 
regarding education and the process of violent extremist radicalization. 

3. Develop clear measurements of impact based on the nature of the threat before us, 
and utilizing private sector approaches to measurement. 

4. Build a practicum of research on the connectivity between other forms of 
extremism such as hate speech, cults, and other related issues. 

5. Ensure there is a research focus on oftline efforts to radicalize, including oftline 
efforts that suppott ontine recruitment. 

6. Catalog communications efforts and strategies currently underway that seek to 
provide counter. alternative, or proactive nmrntives by key stakeholders so that 
there is greater connectivity in the collective research. Stovepipes must be broken 
down. 

7. Reduce redundancy in research and analysis. Facilitate cohesive purpose between 
the Department and the Department of State and other government entities to have 
access to and utilize U.S. Government-funded research and knowledge about U.S. 
Government funded programs abroad, and better understand approaches, lessons­
learned and successes from our international partners. 

8. Pioneer research around content from diverse communities within America, using 
this information to design and develop counter-narratives and bespoke programs 
for specific communities. 

9. Redirect more research around gender differences, including child and adolescent 
behavior. 
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II. BUILDING AN ARCHITECTURE FOR ALL 50 STATES 

Background 

No region in the world is immune to the ideology of violent extremists and America 
has not been immune from terrorist attacks inspired by violent extremist ideologies. Rapid 
technological evolution and aggressive peddling of extremist ideology of all kinds suggests 
that extremist groups are exposing America's children to an unprecedented array of 
techniques, narratives, and tactics to radicalize. Although the United States has powerful 
advantages to fortify ourselves against the spread of violent extremist ideology, including 
our traditions of community activism and awareness on and oftline. there has been 
significant growth in the ability of violent extremists to scale their efforts. In addition to a 
rise in hate-related crimes and speech reported across the country, there are open 
investigations by law enforcement agencies on American citizens in all 50 states targeting 
groups like !SIL. 

We must scale up our efforts proportionally to ensure that future generations have 
the capacity and tools to stem the appeal of violent extremist ideology and thus, diminish 
the threat of teITorism in our own nation. We do not have the luxury of time. We must 
help create a new system of awareness, resilience, and understanding around extremism 
and the violence that comes from it. We must include alt aspects of the trajectory to 
radicalization and develop a comprehensive response to the threat we face. To date, we 
have not built a nationwide architecture that integrates all that we know about radicalization 
and its prevention. As a result, efforts are ad hoc, disparate, under-funded, and sometimes 
redundant or counter-productive. 

Efforts to counter extremist violence overseas since 9/ 11 has cost the United States 
over $1.6 tritlion. 1° Funding in FY16 represents the first time ever in the Executive Branch 
that the Department will fund $!OM to support and expand locally led efforts to implement 
CVE programing. There is no guarantee from the Congress that these funds will continue 
to grow in the FYl 7 budget request. Such funding is woefully low and has left us with a 
domestic approach that is segmented and insufficient. 

The Subcommittee believes that the U.S. Government needs a national CVE plan 
that looks at the spread of ideology and its impact, which is distinct from a particular 
terrorist threat and its intersection with law enforcement. Because we know that cross­
border communication and transit are easier than they have ever been, all states and 
localities must be part of addressing the challenge of violent extremism. In order to do so, 
the U.S. Government notably DHS/OCP must have the platfonns to coordinate and 
communicate with partners locally, and those partners must be viewed as central 
components of an integrated system of networks. These networks run across all segments 
of society, from faith leaders to cultural icons, from mental health and science experts to 
teen entrepreneurs to philanthropists and corporations, to parent-teacher networks. 

10 Belasco, Amy. "The Cost of Iraq. A ti;hanistan. and Other Global War on Terror Operations Since 9/ I I:· 
Cungre~sional Re.,earch Service. Decemher 8, 2014 
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The U.S. Government's ability to be the convener and facilitator. catalyze new 
networks, and pioneer new relationships with the non-governmental sector is essential to 
the success of creating a new American roadmap to build resilient communities. 

Empowering local mayors and governors by giving them the insights, ideas, and 
information they need, along with linkages to best in class experts and organizations will 
be a game changer. The Subcommittee urges a nationwide approach to CVE, tailoring 
particular components in line with the individual cities and towns. 

Recommendation 1: Build and Expand Platforms, Networks and Partnerships: 

Context: 

In order to expand to a nationwide footprint. we must create partnerships. platforms. 
and networks across states and localities. Notably we must invigorate non-governmental 
partners who have the expertise, skills, and credibility to construct a comprehensive 
approach to national CVE awareness and understanding around radicalization and 
recruitment. Further. as non-governmental people and systems are often the best 
practitioners of CVE programs, widening the connectivity across expertise areas will allow 
for innovation, creativity, sharing of best practices and coordinating effmts. New national 
platforms. networks and partnerships will allow us to quickly scale up our efforts and 
impact key areas. 

Individuals in the marketing and technology industries have informed the 
Subcommittee of their interest in contributing time and expertise to this challenge. Many 
of CVE's challenges would benefit from this expertise. particularly counter-messaging and 
empowering communities: but, given restrictions on government accepting gifts or in-kind 
donations, a new approach must be imagined so that these partners can contribute. 

Digital marketing experts have a sophisticated set of tools and methodologies that 
are proven to work, such as discovering a range of relevant information, creating, branding 
and marketing compelling content, and tracking real-world metrics to identify the most 
effective content for further distribution. Therefore. outside entities can be far more 
effective in leveraging digital marketing best practices than the government and if 
connected to non-governmental organizations can make a difference to achieving CVE 
objectives. 

Family members, close friends. teachers, and clergy are often the first to notice that 
their loved one or friend is showing a warning sign of radicalization. According to a 
Federal Bureau of Investigation (FBI) report, in more than fifty percent of terrorist cases, 
family members see signs of radicalization but few consider a call for help. Finding ways 
to bring both experts and the general public into the CVE community is paramount for 
success. In short, we must create mechanisms to allow this critical group of people to both 
get help for their loved ones and find ways to seek counsel. 

16 

Page 16 of 38 



DHS-001-425-007120

State and local government. especially in the prison system, and those who have 
experience and understanding around these issues have seldom been brought into the 
larger conversation and tack mechanisms to make that happen. There is an important 
continuum of law enforcement, the judiciary, and the corrections systems that must be 
incorporated into CVE efforts. Working in partnership with key departments and 
agencies. DHS has the capacity to help create a common understanding of the challenges 
of CVE and the potential opportunities for cooperation. 

Finally, educators, schools and networks of parents and teachers, as well as 
organizations that impact youth, have had little to no connectivity to issues around 
radicalization and should be brought into the fold. 

Actions: 

1. Create mechanisms for the exchange of ideas and expe11ise on CVE beyond just the 
Department and include, potentially, the Departments of Education and Health and 
Human Services so that their extensive networks can add to our understanding of 
how violent ideologies are permeating across communities. 

2. Create partnerships with cities and states to develop training and toolkits on CVE 
best practices. Leverage current networks of mayors and governors to develop 
working partnerships and strategies, and share best practices. 

a. Utilize existing networks such as the U.S. Conference of Mayors and 
National Governors Association. 

b. Work with the State Department to strengthen the Strong Cities Network 
for a national network of mayors and Governors in the United States. 

3. Partner with public and private colleges and universities across the country. Scale 
up access to information on CVE by building a comprehensive CVE curriculum 
and create partnerships with universities nationwide so that ''innovation labs" 
around CVE may be stood up. 

4. Facilitate a network of coJTections officials and re-entry service providers to 
identify the prison radicalization risk and spearhead rehabilitation best practices. 

5. Develop demonstration programs that pattner service-providers, faith-based actors, 
and local government to other localities. Take best practices from around the world 
to understand how such partnerships may be created and scaled up. 

6. Create an information-sharing network for mental health, faith-based organizations, 
community centers, social work, and law enforcement actors, ensuring partners 
with access to sensitive information use separate servers with respect to HIPAA 
compliance. 

Recommendation 2: Mental Health and Social Services Partnerships 

Context: 

Remarkably, though we know that understanding the child and adolescent mind is 
critical to understanding the radicalization and recruitment process, the U.S. Government 
has not built a formal system of accessing the very best data, research, and experts on a 
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regular basis. Because developmental experts consider adolescent and young adult brain 
development and cognition to continue until roughly age 26, adolescence stretches into 
adulthood. 11 As recruits to violent extremist groups get younger and younger, and ISIL in 
particular is curating precise content for youth at specific stages of development, we are 
woefully behind in bringing the very best our nation has to offer into protecting our youth. 
Even further. we have not built any substantive outlets for youth to access help as they find 
themselves being drawn into the ideology, nor have we sufficiently offered America's 
parents a way to get help for their children as they perceive a change in their behavior. 
Consulting with mental health experts seems obvious. but there is no regular system in 
place to do so nor have we connected the world-class medical expertise in this field to our 
understanding about radicalization and extremism. We need to "complicate" 12 the thinking 
of adolescents around decision making, appeal to their individuality, openly discuss 
radicalization rather than avoid it. and understand their thinking on and impact of emotional 
impulses. It is rare to find partnerships between those that work on CVE and these medical 
and scientific experts who can help build more targeted and effective programs. 

The subcommittee believes that the U.S. Government must do far more with our 
mental health sector. We have reached out to almost every other sector in America and we 
must execute a new chapter and partnership with the health sector, broadly speaking. Child 
and adolescent mental health resources must be a patt of the architecture to protect our 
nation's youth so as emerging adults develop their \Vorldvie\V and subsequent behavior 
they have the tools needed to be resilient to the appeal of violent extremist ideologies. 13 14 

Actions: 

1. Work with leading hospitals and medical schools nationally to convene a high level 
group of researchers from psychology/psychiatry whose work specifically 
addresses violent extremism and those whose work could inform important aspects 
ofCVE. 

2. Create a system of ongoing dialogue between mental health sector experts with 
those in the policy sphere. and support dialogue between those doing research in 
the field and those designing content and distribution channels to reach our youth. 

3. Create a new dynamic and innovative center by using an existing mental health 
venue (hospital, child-mind institute, research center, etc.) to bring together every 
element and dimension of the challenge. America needs a place that is the leading 

11 Interview with subject matter experts from Massachusetts General Hospital 
12 Term wa., pre.,enteJ anJ explained tu the Subcomrniuee Juring conver~atiun with .,ubject matter expert., frnrn 
:vlassachusctts General Ho.,1)ital. 
13 AdJitinnally, re~earcher., al Wor!J Health OrganiLalion (WHO) recently cnncluJeJ that 2.7% ufthe aJult population 
has cx1Krienced at lca.,t one mental di,ordcr in the pa!;! year the best way to tackle thi, concerning trend i., through 
preventiun early in childhnuJ Jevelupmenl. Thu~. a natinnal apprnach that fucuse., nn chi!Jren and yuung adult~ nn and 
oftline \vill provide the best 01)portunity to help prevent our youth trom tinding extremi,t ideology a1)pcaling. 
14 Clinicians have also noted that V.'e should not adopt "the simplistic notion that mental illness could act as a marker for 
potential assassins. when psychot,c illnesses arc relatively common and assassms arc extraordinanly rare." That is. we 
should not regard those »ho are seeking mental help as a "ponl" of potential lone actor terrorisb, nnt only becau~e it is 
inaccurate. but because it could stigmatize those being in therapy and deter people who need help from seeking it. which 
cnu!J have serious consequences for the individual ant.! his or her en,,irnnmenl. 
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touchstone on how to help teens and young adults by understanding what is 
happening in the mind and that connects the behavioral. medical and scientific 
expertise on this issue. 

a. Part of this center will use BioPsychoSocial l.'i and Socio-Ecological 16 

frameworks in addition to several critical domains. including social bonds, 
identity, marginalization, discrimination, trauma. civic engagement/youth 
voice, individual and community resilience, and community engagement as 
well as participatory research including in-group and out-group dynamics 
and online behavior research. 

b. In each of these spheres, it is also important to think not only about 
risk/protective factors but how people have translated this knowledge into 
interventions that work. The center can be a place that can offer a holistic 
analysis of what is happening to teens and young adults and ways 
communities can get help as needed. 

4. Create a network of grassroots organizations that counsel and disengage, usmg 
health, family, and social work resources, modeled on successful programs in other 
countries, but tailored to the U.S. context. 

5. Create a national hotline for rapid intervention teams in the event ofa radicalization 
concern. 

6. Utilize the vast array of programs that already exist for other purposes, such as 
reducing juvenile crime, countering gangs. and preventing violence. We must 
develop a keen understanding of the mental health progression from childhood 
through adulthood with this particular kind of threat, incorporating CVE goats into 
existing mental health programs rather than having to consider creating new 
programs from scratch. 

Recommendation 3: Catalyze Efforts in the Philanthropic and Private Sectors 

Context: 

Non-governmental actors can play a significant role in generating ideas and 
expertise, networks, momentum, and substantive funds to tackle problems that once were 
perceived to be the sole responsibility of government. Cause related philanthropy has built 
momentum among Millennials and interestingly, cultural icons from finance, tech, music 
and film have championed causes to fight child exploitation, including the plights of child 
soldiers and child slavery. Despite this fact, the issue of radicalization and recruitment of 
young people has not yet been a mainstream topic of philanthropy. 

15 BiuPsychuSucial - P~ychologyip~ychiatry often take., a "'biupsycho~ucial approach tu undeVitanding health and 
illne,s. i\nd more ,peeifieally consider, how 1)syehological (i.e .. emotion.,, feeling,. thought,. behaviors), social (i.e .. 
wcioeconomic .',latus. culture. ~ocietal context) and biological (i.e., genetic~. ba~ic neuro~cience prnces~e~. phy~iology) 
factors and their complex interaction, influence health and helwvior. 
16 The Socio-Ecological model comiders the complex interplay between an individual and his/her levels of social 
ecology (e.g .. family. friend,. ,chool. neighborhood, nation. culture). Thi, model highlight., the range of ,ricial 
context~l!actuVi that a peViun live., within and that may make himlher ,. ulnerable r!f .,erve to protect himlher. This 
model em1)ha,ize, that each level of one', !;(Kial ecology influence, another and therefore can be an op1x1nunity for 
invention and will ultimately have impact acros., level~. 
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Ironically. it is this very sector that is needed most in order to scale up local ideas 
to fight the recruitment of youth for several reasons. Through seeding new ideas and 
creative approaches, increasing the power of ongoing projects or building new momentum, 
these kinds of private resources are very powerful. To inject alternative spaces and ideas 
into communities that are vulnerable, it takes organic and local initiatives to resonate 
because they are trusted. 

Unfortunately, despite the seriousness of the threat of extremists, and the increase 
in fear and awareness in America that extremist ideology is increasing, non-governmental 
sectors continue to give little funding to organizations or initiatives that deal with this 
threat. Indeed, we have not seen the non-governmental sector realize its potential in 
providing funds to protect youth from violent extremists. 

Despite the attempts at very high levels. there have been few major foundation 
initiatives or notable individual philanthropists who have initiated a new wave of 
philanthropic giving to communities who want to protect youth from the appeal of violent 
ideologies. The common perception that "government has money" or "it is a government 
problem" from potential donors has resulted in serious challenges and slowed the scaling 
up of effective local CVE programs. Local grassroots effmts, which could have the most 
impact, have difficulty accessing the needed resources to execute their ideas at scale. 
Organic ideas in the social media sector that beg to be tested require money. 
Professionalizing the fight against extremists in the ideological space requires more 
resources and, at present, the American effort at the grassroots is insufficient compared to 
the significant and growing threat posed by extremists preying on youth. However, while 
we have seen lots of money flow to other cause related philanthropy, American donors and 
civic investors have not yet taken on the issue of the spread and impact of extremist 
ideology. 

At the same time. the evolving challenge of micro-targeting by our adversaries puts 
an onus on communities and the private sector to help confront and counter in creative 
ways and these communities require resources to be activated and grow. 
Government has a role to play in catalyzing private resources and leveraging limited 
government money to encourage more private resources to focus on this challenge. We 
also must find mechanisms that can move resources and funding quickly to private sector 
partners who are working at a pace commensurate with our adversaries to counter the threat 
in real time. Speed of funding is important and this may require a reexamination of vetting 
processes to streamline and create momentum where possible. 

The new era of this threat requires a proliferation of local programs across the 
nation in a wide variety of ways to protect our nation's children, and Americans must be 
made aware for the need for non-governmental money to achieve this common goal. 
America has over l 20 million youth under age 30. There are less than five small regional 
U.S. Government funded programs that deal specifically with stopping the appeal of groups 
like ISIL, a handful of experimental initiatives in the pipeline, and limited private donation 
to this cause. Things must change. 
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Actions: 

DHS/OCP and the Department's Private Sector Office to carry out and coordinate: 

l. Place personnel within philanthropic organizations. modeled after the USDA 
supply chain coordinator program. 17 

2. Build regional philanthropic plans of action and activate a corps of volunteer, expert 
fundraisers to help community stakeholders access funds by pattnering with 
experienced philanthropic advisory organizations. 

3. Appoint a philanthropic advisor as a new Member of the HSAC and task the HSAC 
to develop a follow-on repott on private philanthropy supporting CVE. 

4. Facilitate networks between philanthropic organizations and non-governmental 
organizations that are seeking funding. 

a. Seek legal guidance on what role is appropriate for the Department in these 
types of meetings. 

b. Examine vetting processes and funding mechanisms to ensure they are the 
quickest possible so that momentum and speed are encouraged. 

c. All meetings should be open to the public to ensure transparency in the 
process. 

d. Encourage non-profits to share best practices for fundraising, development, 
and building credibility. 

5. Convene actors and encourage the creation of philanthropic hubs for funding 
content creation and distribution channels for online programs. Engage and 
utilize selected foundations focused on the threat of violent extremism as third­
party vehicles for the Department to engage in funding and support of online and 
offline grassroots efforts directly. Foundations acting as intermediaries for 
government funding to these organizations can help activate a broad spectrum of 
technology innovators, local organizations and expertise. 

6. Examine federal gift regulations to ensure the government may welcome private 
sector contributions that may reduce extremism. 

7. Incentivize a generation of social entrepreneurs focused on these issues, through 
tax incentives, seed funding, and rewarding change-maker successes. 

8. Explore creating a consortium of technology companies which can partner with the 
Department on content development, share best practices in the industry. and 
provide expertise on how best to develop counter extremist messaging, including 
preventing technology platfonns from being used for violence and violent extremist 
recruitment. 

17 Interview with tric Ke~sler. FuunJer. Principal and Seniur Managing Director. Arabella Advi~uVi .. \1ay l l. 2016. 
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III. GENERATIONAL THREAT 

Background 

The Millennial Generation in the United States (those born between 1982 and 2000) 
no\V represent a quarter of the nation's population, exceeding that of the Baby Boomer 
generation. 1

H Millennials are also the most diverse generation compared to any of those 
that preceded them 44.2 percent of Mitlenniats are part of a minority race or ethnic group. 
Notably, the population currently under 5 years of age is a majority-minority generation, 
illustrating the diversity the next generation of adults represents. The Millennial generation 
are digital natives. yet they are influenced both on and oftline. Their exposure to news, 
world events, and each other, profoundly affect their ideas, behavior, and wortdviews. 
Naturally, connectivity to their peers globally is an important characteristic of this under 
30 generation. Beyond simply recognizing that they are unique in the way they use social 
media to interact and influence each other, this digitally connected generation is the prime 
target for extremists. The American Freedom Party (AFP), a white supremacist group, 
recently established a youth wing, 19 and they are not alone in doing so. Further, youth­
focused wings of extremist organizations allow young people to draw in their peers and to 
facilitate youth-friendly marketing strategies. It is working. In the last few years, we have 
watched as youth in our country and globally are being radicalized at a concerning rate, 
crossing tines of race, nationality, socio economic status, ideology, education, and gender. 

Researchers confirm that the median age for those recruited and radicalized to 
become foreign fighters for !SIL is 26 years otd, 20 with the Internet playing a primary or 
contributing role in almost all radicalization processes. Even further, because extremists 
have developed kid and young adult friendly content. we must focus our attention on the 
online space. However, because youth are influenced by peers and move along emotionally 
through one-to-one persuasion, we also need to create an offline approach that is 
community driven and generational friendly. Effecting change in the environment means 
that we have to build a 24/7 comprehensive approach to influencing this generation. In 
order to do so, we must mobilize a range of efforts to protect them from recruitment and 
radicalization. Together with national networks of experts, peer influencers and credible 
content producers we can have enormous impact now. Stopping recruitment means 
expanding our understanding of the threat to this generation from diverse groups. We must 
restructure our national CVE efforts toward a framework that is attune with this 
demographic and design a system of influence on and offline that can significantly diminish 
the appeal of extremist ideology. 

Recommendation 1: Protection/Predator Awareness 

11 2015 Cen~us Bureau Repurt. 
19 '"Racist Group Begins Youth Recruitment Effort." 1!11ri-Dc/r111wrio11 Lmgue. January 12, 20 I 5. 
http://blog.adl.orgiextremism.\,hite-~upremacbt-group-begins-youth-recruitrnent-effort. 

ZO Program on Extrerni~rn at the (ieorge Wa~hington University. Re110rt. .. April 2016." Acces~eJ \fay 25, 2016. 
https :/ techs .g wu.eclu/sites/cch~.g wu .edu/fil es/ downloads/ April Report C pclate. pdf. 
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Context: 

The Department's CVE efforts are an attempt to protect our nation's young people 
from extremists who prey upon the Millennial generation. 21 The Department must reframe 
the conversation to reflect this reality and design a robust program around the protection 
of our youth, which must include predator awareness and an understanding of 
radicalization. In doing so, our citizens wilt be better equipped for this threat. Because 
family members. close friends, teachers. and clergy are often the first to notice that their 
loved one or friend may become radicalized, public awareness is a critical first step. 

Significant collaborations forged with tech companies and other non-governmental 
and local community partners over the years have resulted in a willingness to facilitate 
Internet safety and related educational and awareness efforts. With parents as the first line 
of defense, we must work with our partners to teach parents how to identify extremist 
ideological recruitment and also to teach them what to do in the event that they believe 
their child is radicalizing. Using all aspects of influence, we must find community 
spearheaded approaches to be responsive to America's parents and children. 

Actions: 

l. Develop a curriculum in partnership with the Department of Education and 
education experts and non-profits to disseminate to schools, teaching children 
appropriate online etiquette to mitigate online hate. 

2. Create an action plan with the Department of Education to provide the training and 
expertise to school superintendents and others about radicalization. 

3. Create a network connecting technology solutions to non-profit organizations and 
small businesses whose missions or interests overlap with CVE but tack the 
technical expertise, branding. and marketing. to actualize their full impact potential. 

4. Build a network of parents who can collaborate on related issues. such as grassroots 
organizing to raise awareness of and raise funds for efforts to prevent online 
predators. 

5. Build a network of mothers by partnering with existing organizations to scale up 
efforts for innovation and awareness. 

6. Develop a Peer Mediation and Training Program through the National Crime 
Prevention Council (NCPC) for peer mediation and training related to violent 
extremism in all of its forms. 

Recommendation 2: Providing Alternative Outlets and Counter Narrative Content 

21 Johnson, Secretary Jch. "Rclllarks by Secretary of Homeland Security Jch Johnson /\t The Univcr,ity of Michigan 
Dearborn A, PrepareJ." Speech. Uni\·er.,ily of .\1ichigan-Dearburn, Dearburn . .\1L January I '.I. 2016. 
https :I lwv>iw .dh ,.gov/ncws/20 I 6101 I I )lremarks-,ccrctary-homclanct-,,ecurity-jeh-johm,on -uni vcr,, ity-m ich igan -
dearborn 
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Context: 

'·Generations, like people, have personalities, and Mitlennials have begun to forge 
theirs: confident, self-expressive, liberal. upbeat, and open to change."22 As optimistic as 
this is, it is important to note that this generation and the one below it is the demographic 
that is of interest to extremists and one that ISIL has exploited. They are aware that youth 
are, among other things, searching for belonging, navigating their identity, and looking for 
emotional connectivity and purpose. This period of discovery is compounded by 
adolescence and unique social-contextual factors. It is in this environment that extremist 
narratives find fertile soil. In the years since 9/11, this generation has experienced a unique 
set of factors that set them apart not the least of which is their exposure to a 24/7 media 
storm. instant images, likes. tweets, and sound bites from around the world and their peers. 
They are taking part in concmTent systems of influence and experiencing global events in 
new and personal ways. A significant number of violent extremists begin their 
radicalization process online where social media facilitates access to answers they are 
seeking and promotes a personal connection to those interested in ideological dialogue. 
Such connectivity to extremists online can turn to coordination of plans. and the 
development of both online and offline relationships as welt as exposure to messages of 
opportunity, adventure, and purpose. Speaking of the three sisters radicalized by ISIL, 
Shiraz Maher describes the roots of radicalization like this: "It's identity, stupid:S:'3 

Regardless of the brand of extremist interested in winning them over, they are 
positioning their narratives to appeal to a sense of belonging, purpose, and identity. 
Whether the recruitment is by the Klu Klux Klan or that of ISIL, young people are targeted 
and persuaded around issues of belonging and identity. William Mccants, a Senior Fellow 
at the Brookings Institution, commented, '·Our brain may be wired to love our own group 
and dislike outsiders, but culture is the software that helps us detennine who's in and who's 
out" 24 The cultural context in America is distinct from any other western nation, 
particularly around issues of identity. We should exploit this advantage in a real way. 
Beyond the rhetoric about American values, Millennials need to see, experience, and own 
their unique stories. Just presenting Americans as the most diverse nation in the world 
does not go far enough. We must help ignite the development of content where peers of 
different cultural upbringings have the opportunity to influence each other and create their 
own influential voices both on and offline. Further, we have a unique oppmtunity to 
develop ethnically precise and very specific content marketing to segmented audiences 
delivered by grassroots partners However, the involvement of the government is an 

2'2 l'n\'. Millen11ial.1·. Confident. Con11ectet!. Open to Chu11ge" Report. 1-'ebruary 24, 2010. 
http: ifv.,wvi. pewsocia ltrend s.org/20 1 0/02/2 4/mi ll enn ials-con fi dent ·Connected-open -to ·change/ 
c.s Maher, Shiraz. '·The root~ of radicalization'' 1t 's identity, ~tupid." Tlw Guardian. June 17, 20 15. 
http: i/www. theguardian. comicommentisfree/20 l 5/j un/ l 7 /roots-radicalhation-identity. bradford ·jihadist -causes. Sn' 
Also: Wood, (iraerne. '·\Vhat ISlS Really \Vant~." The At/anti!'. \far ch 2015. 
http://www.theatlantic.com/magazine/archi ve/20 I 5/03/what-ish-reall y-wants/384980/: Berger. J.M. "Enough a bout 
]slam: Why religion is not the most uscfol way to understand JSJS." Brookings. fchn.rnry 18. 2015. 
hnp :1 / w w w. brooking.'>. ed ulb Jog~/orJer. frorn-c hao~lpo~l~/20 l 5102/ I 8-enough ·about. is lam. berger 
c-1 McC'ants. William. '·How Terrorist~ Conv111cc Thcm~clvcs to Kill." T/A1E. Dcccn1bcr 10. 2015. 
hnp :1 /tirne.conv'4 14445 7 lhuw · terrori~t ~·kill/ 
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immediate disqualifying and delegitimizing factor for any messaging campaign 
government. and will not have recognition by or resonance in the target audience. What 
does demonstrate success is the utilization of "influencers" with existing credibility and 
following, who can directly engage in both a broadcast as welt as a direct dialogue with 
volume. tone, and content to which the target demographic will respond. 25 

Special attention should be focused on the use of''formers" those who have 
been disengaged from the path to violent extremism as credible messengers. Some 
international coalition partners have been quite successful in reducing recidivism and 
leveraging the voices and actions of disengaged extremists in countering narratives and 
working within at-risk communities. The U.S. Government should better understand the 
use of these voices and how to integrate them into programming. 

Reaching Millennials through a variety of constructive, positive, and identity­
building approaches wilt, in turn, encourage community and belonging within the greater 
American space. As we develop alternative narratives we must learn from mistakes in the 
past and recommit to finding new ways to offer the target audiences messages delivered 
through credible influencers (such as activists, peer leaders. actors, comedians. athletes and 
others). Fmther, cause-related marketing and initiatives that incorporate Millennials 
seamlessly and dearly into the greater American space, both online and in-person, offers 
great promise. This is either undertaken commensurately or followed closely by on-the­
ground influences, with personal interaction between individuals. many of whom could be 
considered social influencers and/or who are positioned within particular networks of 
individuals who have demonstrated interest and willingness to join violent extremist 
organizations. These various factors may be determinative in mobilizing individuals to 
join or adopt to violent extremist groups, their messages, and their efforts. Our best hope 
to counter negative influence is positive influence, to offer alternatives to the propaganda 
of extremist groups, through which we may help young people find alternate pathways. In 
the development of alternative nmrntives and programs, government can have a role to 
play. but for a number of reasons. that role must be minimal. 

Actions: 

l. Leverage entrepreneurs from influencer communities. who may act as messengers, 
change-makers, or inspiration for their cohorts. 

2. Facilitate the use of"formers" in CVE programming and messaging. 
3. Build out net\vorks of "former" violent extremists nationally from the wide array 

of groups including far right, anti-government. and other extremists groups seeking 
to radicalize and recruit. 

4. Facilitate credible messenger and similar training of individuals in at-risk 
populations with social media and related companies. such as YouTube. 

5. Work with the technology sector to amplify counter extremist content from diverse 
communities from across America and build grassroots campaigns to fmther this 
effort. 

25 Interview with Chris Graves and Shelina Janmoharnetl of Ogilvy Noor. May 20, 2016. 
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6. Create and implement a cohesive redesign of discussion around American history 
to puncture incorrect understanding of American history through partners such the 
Smithsonian, the Department of State's Bureau for Educational and Cultural 
Affairs, the Department of Education, and the Public Broadcasting Service, and 
other organizations and experts, to normalize cross-community conversation to 
eradicate ideas that any community is an "other." 

7. Focus on gender diversity of youth through careful attention to the range of push 
and pull factors that attract individuals of differing gender. 

8. Work with Department of State to scale effective programs that have already been 
funded by the U.S. Government to develop leadership skills and engage diverse 
youth change-agents and connect them to their American peers. 

9. Work with think tanks that run international networks of change-makers and invest 
in long-term leadership development in key communities to build out American 
partnerships. 

10. Re-examine existing legal and policy architecture to 
communications within the United States based on content 
departments and agencies. and federally funded efforts. 

facilitate 
produced 

strategic 
by other 

11. Create a Virtual Department of Homeland Security Corps made up of university 
students modeled after the Department of State's Virtual Foreign Service. 
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CONCLUSION 

Our nation's children will grow up in a world we could not have imagined a 
generation ago a thriving world where human ingenuity and knowledge continues to 
expand by leaps and bounds. As that process of human evolution, including the expansion 
of freedom and liberties across the globe proceeds, our government must remain vigilant, 
adapt. and evolve to protect them. 

We must do so by demonstrating faith in the American people, in their government, 
and we must be confident in the power of America's ideas. No new policy area, and no 
response to a historically unprecedented threat, comes without growing pains - and the 
Department will need to make difficult choices to adapt. 

The recommendations in this report provide an overview of essential areas for 
countering efforts by extremists to radicalize, recruit. or mobilize followers to violence, 
including the conditions that allow violent extremist recruitment and radicalization to take 
hold. Foundational to each recommendation is embedded a belief that by acting as a 
convener, facilitator, and responsible financial partner. the government can help the 
American people defeat the threat of violent extremism. By looking clearly at what we 
need and what we must do to get there, we can build a sustainable architecture of 
engagement that incorporates all our tools and all the components that wilt protect our 
youth and future generations. This report is. by no means, an all-encompassing strategy -
all components of the U.S. Government must coordinate their efforts to ensure that 
authorities are properly exercised. The Homeland is vital and central to alt efforts. This 
report helps provide a basis for how the Department can more effectively organize and 
operationalize against the threat of violent extremism. 

The Subcommittee thanks you for the opportunity to provide our thoughts and 
recommendations and stand ready to help the Department in any way. 

Farah Pandith (Chair) 
Adnan Kifayat (Chair) 
General (Ret.) John Allen 
Paul Goldenberg 
Seamus Hughes 
Joel T. Meyer 
Jeffrey Miller 
Michael Nutter 
Matthew Olsen 
Ali Soufan 
Juan Zarate 
William Webster (Ex-officio) 
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Appendix 1: Members of the Countering Violent Extremism (CVE) Subcommittee of 
the Homeland Security Advisory Council 
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I 
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John Allen 

,---------
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I Matthew Olsen 

I Ali Soufan 

I Juan Zarate 

I 

William Webster 
(Ex-officio) 

Title, Organization 
Adjunct Senior Fellow at the Council on Foreign Relations, Senior 
Fellow at the Kennedy School of Government at Harvard 
University, Former Special Representative to Muslim Communities, 
U.S. Department of State 
Senior Resident Fellow, German Marshall Fund of the United 
States, and Head of Global Security Ventures, Gen Next Foundation 
General, US Marine Corps (Ret.) and Co-Director, Center for 21st 

. Century Security and Intelligence, the Brookings Institution 
President and Chief Executive Officer. Cardinal Point Strategies 

Deputy D1rector, Program on Extremism at George Washmgton 
University 
Senior Vice President. Public Sector at Dataminr 
Senior Vice President and Chief Security Officer, National Football 
League 
Former Mayor of Philadelphia. and David N. Dinkins Professor of 
Professional Practice of Urban & Public Policy. Columbia 
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Co-Founder and President, Business Development, lronNet 
Cybersecurity 
Chairman and Ch1efExecut1ve Officer, The Soutan Group LLC 

Chairman and Co-Founder, The Financial Integrity Network 

Retired Partner, Milbank, Tweed, Hadley & McCtoy LLP 

Members of the Department of Homeland Security Staff: Sarah Morgenthau, Erin 
Walls, and Lauren Wenger 

Special Thanks to: Lila Ghosh, Ryan B. Greer, Michael Masters, Lauren Wenger, Erin 
Walls, and Alysha Tierney for their advice and assistance in compiling this report. 
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Appendix 2: Experts Consulted Include: 

Individuals 26 

• Kevin Bearden. VP of Foreign Affairs, Federal Civilian Agencies for General 
Dynamics 

• Charlotte Beers, Former Under Secretary for Public Diplomacy and Public Affairs, 
U.S. Department of State (2001-2003) 

• Gene Beresin, MD, Executive Director, The Clay Center for Young Healthy Minds 
at Mass General Hospital 

• Ambassador Matthew Bryza, Nonresident Senior Fellow, Atlantic Council 
• Soraya Chemaly, Director, Women's Media Center Speech Project 
• Kathleen Deloughery. Science and Technology Directorate. DHS 
• Heidi Ellis, MD, Director, Center for Refugee Trauma and Resilience at Boston 

Children's Hospital 
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• Ambassador James Glassman, Former Under Secretary for Public Diplomacy and 

Public Affairs, U.S. Department of State (2008-2009) 
• Christopher Graves, Global Chair, Ogilvy Public Relations 
• Sasha Havlicek, Chief Executive Officer, Institute for Strategic Dialogue 
• John Herman, MD, Associate Chief. Department of Psychiatry at Massachusetts 

General Hospital 
• Shelina Janmohamed, Vice President. Ogilvy Noor 
• Jonathan Keidan, Co-Founder and President, lnsideHook 
• Eric Kessler, Founder. Principal and Senior Managing Director, Arabella Advisors 
• Imam Mohamed Magid, Executive Director, Alt Duties Area Muslim Society 
• Alisa Milter, PhD., Research Associate, Refugee Trauma and Resilience Center at 

Children's Hospital 
• Hedieh Mirahmadi, President, World Organization for Resource Development and 

Education 
• William Sabatini. General Manager, Radio Sawa 
• Parisa Sabeti Zagat, Policy and Communications, Facebook 
• Ron Schouten. MD. Director of the Law and Psychiatry Service, Massachusetts 

General Hospital 
• George Selim. Director, the Office for Community Partnerships. DHS 
• Tara Sonenshine, Former Under Secretary for Public Diplomacy and Public 

Affairs, U.S. Department of State (2012-2013) 
• Peter Stern. Policy Manager for Risk, Facebook 

26 Individual, consulted did not nccc,,,arily .~peak on behalf ot their organizations and their contributiom, .,hould he 
viewed a.'> theirs alnne. 
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Appendix 3: lnfographics 
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Appendix 4: Relevant Reports and Recommendations 

Beutel, Alejandro J. Building Bridges to Strengthen America: Forging an Effective 
Counterterrorism Enterprise hetiveen Muslim Americans & Lmv Enforcement. Executive 
Summary. Muslim Public Affairs Council. Recommendations: 

a) MPAC argues for a domestic counterteITorism enterprise centered on community­
oriented policing. 

b) Law enforcement focuses on criminal behavior while communities address the 
ideological and social components which lead to violent extremism. 

c) Move away from a "securitized" relationship. 

Briggs, Rachel and Sebastien Feve. Policy Briefing: Countering the Appeal qf'E,·tremism 
Online. Institute for Strategic Dialogue. Recommendations: 

a) Strengthening digital literacy and critical consumption among young people. 
b) Increasing counter-messaging, counter narrative, and alternative narrative activity. 

Government communications need to be centralized and coordinated. Governments 
need to be realistic about their ability to play an active messenger role and make 
significant investments 111 funding non-governmental organizations to offer 
credible alternatives. 

c) Building the capacity of credible messengers: governments should make 
investments in building skills and expertise of the most effective counter 
messengers. Governments should use their convening power to bring in private 
sector. 

Davis, Thomas J. September 2014. Nmv is the Time for CVE-2. U11dating and 
Implementing a Revised U.S. National Strategy to Counter Violent Extremism. Naval 
Postgraduate School. Recommendations: 

a) Identifying the federal agency in charge of administering the U.S. CVE strategy. 
b) Developing a more robust and actionable national CVE framework. 
c) Refocusing the federal government on support and not local engagement of CVE. 
d) Requiring all CVE related tenns be defined in every document. 
e) Requiring regular evaluations and updates of the U.S. CVE strategy. 

Department of State, and USAID. Department of State & USAID Joint Strategy on 
Countering Violent Extremism. Report. May 20 l 6. Recommendations: 

a) Enhance CVE diplomacy. 
b) Focus on CVE strategic communications. 
c) Expand rule of law and develop programs to advance CVE. 
d) Promote research and learning. 
e) Elevate CVE within broader U.S. foreign policy. 

Muslim Public Affairs Council. Policy Report: Data on Post-9/1 I Terrorism in the United 
States. Recommendations: 

a) Expand community-oriented policing initiatives. 
b) Increase support for research on combating biased policing. 
c) Expand investments in better human capital acquisitions. 
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d) Highlight citizen contributions to national security. 
e) Reform the fusion center process to increase coordination among law enforcement. 

Adopt MPAC's ''four essential principles" to successful engagement with Muslim 
American communities, 

U.S. Department of Homeland Security. American Foreign Fighters: bnJdications j()r 
Homeland Security Final Report. August 31, 2015. Pages 43-44. Publication RP14-
01.03.11-01. Recommendations: 

a) Countering Violent Extremism (CVE) efforts can be strengthened by incorporating 
travel behaviors of foreign fighters. 

b) Relying on a range of international, federal, state, local, community pa1tners, and 
families is critical for the U.S. to continue focusing on efforts to identify potential 
foreign fighters as early as possible. 

Vidino, Lorenzo and Seamus Hughes. Countering Violent Extremism in America. The 
George Washington University Center for Cyber & Homeland Security: Program on 
Extremism. Recommendations: 

a) If the U.S. government truly wants to engage in robust CVE, it will need to provide 
sufficient funding. 

b) The administration should appoint one department as the lead for CVE efforts to 
ensure more focused programs and a single point of contact for public advocacy 
and congressional oversight. 

c) Engagement and other trust-building initiatives are useful and should be continued. 
d) Build trust in American Muslim communities. 
e) Develop accountability for CVE at the federal level. 
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Appendix 5: Glossary 

Countering Violent Extremism (CVE): Actions to counter efforts by extremists to 
radicalize, recruit, or mobilize followers to violence and to address the conditions that 
allow violent extremist recruitment and radicalization. 

Credible Messengers: Individuals or organizations that have the ability and authority to 
influence audiences. Whether they are religious leaders, teachers, parents, pop culture 
idols, those who are the best placed to create change are those whom CVE efforts must 
prioritize. 

ISIL: The Islamic State of Iraq and the Levant. 

Disengagement: The process whereby an individual experiences a change in role or 
function that is usually associated with a reduction of violent participation. It may not 
necessarily involve leaving the movement, but is most frequently associated with 
significant temporary or permanent role change. Additionally, while disengagement may 
stem from role change, that role change may be influenced by psychological factors such 
as disillusionment, burnout or the failure to reach the expectations that influenced initial 
involvement. This can lead to a member seeking out a different role within the movement. 27 

Formers: Individuals who have been involved in violent extremism but have become 
rehabilitated and offered to serve as credible messengers in CVE programming. 

Network: Offices; organizations; communities associated based on location, ethnicity, or 
some other demographic association. Communities of disenfranchised individuals and 
those who influence them will represent those for whom CVE programming will be scoped 
and by whom it should be carried out; creating connectivity across these individuals wilt 
be paramount for success. 

Platfonn: A tedmological tool or organizational mechanism to facilitate coordination or 
communication. Platfonns wilt enable cross-sector and interagency cohesion for effo1ts. 

Radicalization: The social and psychological process of incrementally experienced 
commitment to extremist political or religious ideology. Radicalization may not necessary 
lead to violence but it is one of the several risk factors required for this. 28 

Violent Extremist: An individual who supports or commits ideologically-motivated 
violence to further political goals. 

27 I I organ, John, and Kurt Braddock. "Rehabilitating the Terrorists'': Challenges in A~~es~ing the F.ffectivene~s of De­
rndicalizmion Programs."' Termri.1·m 11111/ Politirnl Violt'11ct' 12 (2010): 267-91 
28 Ifnd 

33 

Page 33 of 38 



DHS-001-425-007137

Appendix 6: Bibliography 

Anne Aly, Elisabeth Taylor & Saul Karnovsky (2014) "Moral Disengagement and 
Building Resilience to Violent Extremism: An Education Intervention", Studies in Conflict 
& Terrorism, 37:4, 369-385, DOI: lO. l080/l0576 lOX.20l4.879379 

Belasco, Amy. 'The Cost of Iraq, Afghanistan, and Other Global War on Terror Operations 
Since 9/11." Congressional Research Service. December 8, 2014 

Berger, J.M. and Morgan, Jonathan. "The ISIS T\vitter Consensus: Defining and describing 
the population of ISIS on Twitter." Brookings Institution. The Brookings Project on U.S. 
Relations with the Islamic World. March 2015. 

Berger, J.M. "'Enough about Islam: Why Religion Is Not the Most Useful Way to 
Understand ISIS." Brookings (blog), February 18, 2015. Accessed May 25, 2016. 
http://www.brookings.edu/blogs/order-from-chaos/posts/2015/02/ l 8-enough-about­
islam-berger. 

Beutel, Alejandro J. "Building Bridges to Strengthen America: Forging an Effective 
Counterterrorism Enterprise between Muslim Americans & Law Enforcement. Executive 
Summary." Muslim Public Affairs Council. 

Bhui et al.: '·A public health approach to understanding and preventing violent 
radicalization." BMC Medicine 2012 10: 16. 

Boston Children's Hospital, UMass Lowell. Minerva Initiative, and National Institute of 
Justice. "Methods for Successful Research Related to Violent Extremism N the Somali­
American Community." Report. February 12, 2015. Accessed May 26, 2016. 
http://bit.ly/l U9aK7N 

Boston Children's Hospital, UMass Lowell, Minerva Initiative, and National Institute of 
Justice. '·Pathways to and away from Violent Extremism among Somalis in North 
America." Report. February l 3, 2015. Accessed May 26. 20 l 6. http://bit.ly/1 VjKFZ l 

Briggs, Rachel and Sebastien Feve. '·Policy Briefing: Countering the Appeal of Extremism 
Online." Institute for Strategic Dialogue. 

Carpenter, J. Scott, Matthew Levitt. Steven Simon. and Juan Zarate. Fighting the 
Ideological Battle: The Missing Link in U.S. Strategy to Counter Violent Extremism. 
Repott. The Washington Institute. July 2010. Accessed May 25, 2016. 

Coolsaet, Rik. "Facing the Fourth Foreign Fighters Wave: What Drives Europeans to Syria, 
and to the Islamic State? Insights from the Belgian Case?" Egmont: Royal Institute for 
International Relations. Report. March 2016. Accessed May 25, 20 l 6. 
http://www.egmontinsti tute. be/wp-content/uploads/20 l 6/02/egmont. papers.8 l _online­
versie. pdf. 

34 

Page 34 of 38 



DHS-001-425-007138

Davis. Thomas J. "Now is the Time for CVE-2. Updating and Implementing a Revised 
U.S. National Strategy to Counter Violent Extremism." Naval Postgraduate School. 
September 2014. 

Department of Homeland Security, Homeland Security Advisory Committee. "Countering 
Violent Extremism Working Group." Spring 2010 .. http://bit.ly/27VFraR 

Department of Homeland Security, Homeland Security Advisory Committee. "Foreign 
Fighter Task Force Interim Report." Spring 2015. 

Department of Homeland Security. '·Montgomery County Model." 
https://www.dhs.gov/sites/default/files/publications/Montgomery%20County%20MD%2 
0Community%20Partnership%20Model-WORDE%20Report.pdf 

Department of Homeland Security. ''Statement by Secretary Jeh C. Johnson on DHS's New 
Office for Community Partnerships." September 28, 2015. 

Department of Homeland Security. '·Tenninology to Define the Terrorists: 
Recommendations from American Muslims." Office of Civil Rights and Civil Liberties. 
January 2008. 

Department of State, and USAID. "Department of State & USAID Joint Strategy on 
Countering Violent Extremism." Repott. May 2016. Accessed May 26, 2016. 
http://www.state.gov/documents/organ intion/257913 .pdf. 

Ellis, B. H., Abdi, S. M., Lazarevic, V., White, M. T., Lincoln, A. K., Stem, J. E., & 
Horgan, J. G.(2015, November 30)." Relation of Psychosocial Factors to Diverse 
Behaviors and Attitudes Among Somali Refugees." American Journal of Orthopsychiatry. 
Advance. online publication. http://dx.doi.org/l 0.1037 /ortOOOOl 21 

Feddes, Attard R., Liesbeth Mann, and Be11jan Doosje. "Increasing Self-esteem and 
Empathy to Prevent Violent." Journal of Applied Social Psychology 45 (2015): 400-1 l. 

Harvard University's Institute of Politics. "Harvard IOP Spring 2016 Poll." Report. April 
25, 2016. Accessed May 25, 2016. http://iop.harvard.edu/youth-pott/harvard-iop-spring-
2016-poll. 

Hazen, Eric, Steven Schlozman, and Eugene Beres in. "Adolescent Psychological 
Development: A Review." Pediatrics in Review 29, no. 5 (May 2008): l 6 l-68. 
http://pedsinreview.aappublications.org/cgi/content/full/29/5/ I 61 

Hedayah, and International Centre for Counter-Terrorism - The Hague. "Developing 
Effective Counter-Narrative." September 2014. Meeting Note 

35 

Page 35 of 38 



DHS-001-425-007139

Horgan. John, and Kurt Braddock. "Rehabilitating the Terrorists?: Challenges in Assessing 
the Effectiveness of De-radicalization Programs." Terrorism and Political 
(2010): 267-91. Accessed May 25, 
https://www.start.umd.edu/sites/default/files/files/publications/Derad.pdf. 

Violence 22 
2016. 

Interview with Chris Graves and Shelina Janmohamed of Ogilvy Noor. May 20. 2016. 

Interview with Ron Schouten, MD, Director of the Law and Psychiatry Service, 
Massachusetts General Hospital 

Johnson, Secretary Jeh. "Remarks By Secretary of Homeland Security Jeh Johnson At The 
University of Michigan Dearborn As Prepared." Speech, University of Michigan­
Dearborn, Dearborn, Ml. January 13. 20 l 6. 
https ://www.dhs.gov/news/20l6/01 / l 5/remarks-secretary-homeland-securi ty-jeh-
j o hnson-university-mich igan -dearborn 

Maher, Shiraz. "The roots of radicalization? It's identity, stupid." The Guardian. June 17. 
2015. http://www.theguardian.com/commentisfree/2015/jun/ 17 /roots-radical isation­
identity-bradford-j ihadist -causes. 

Mccants. William. "'How Terrorists Convince Themselves to Kill.'' Time. December 10. 
2015. Accessed May 25. 20 l 6. http://time.com/4 l 44457 /how-terrorists-kill/. 

Muslim Public Affairs Council. Policy Report: "Data on Post-9/l l Terrorism in the United 
States." 23 April 2013. http://\V\V\v.rnpac.org/publications/policy-papers/post-9 l 1-
terrorism-database.php 

Nutter, Michael. ''Proposal for the Creation of a National Commission on Domestic, 
TeITorism. Violence and Crime in America." January 2013. 

Nye, Joseph S. "Soft Power." Foreign Policy, no. 80 (1990): 153-71. 

Perliger. Arie and Pedahzur, Ami, "Social Network Analysis in the Study of Terrorism and 
Political Violence" (2010). Working Papers. Paper 48. 
http://opensiuc.lib.siu.edu/pn wp/48 

Program on Extremism at the George Washington University. Report. "April 2016." 
Accessed May 25, 2016. https://cchs.gwu.edu/sites/cchs.gwu.edu/files/downloads/April 
Report Update.pdf. 

"Racist Group Begins Youth Recruitment Effort." Anti-Defamation League. January 12, 
2015. http:/ /blog.ad] .org/ex tremism/whi te-supremacis t-group-begins-you th-recruitment­
effort. 

36 

Page 36 of 38 



DHS-001-425-007140

Ressler, Steve. "Social Net\vork Analysis as an Approach to Combat Terrorism: Past, 
Present, and Future Research." Homeland Security Affairs 2, Article 8 (July 2006). 
https://www.hsaj.ondarticles/l 7 l 

Rewriting the Narrative: An Integrated Strategy for Counter radicalization. Report. The 
Washington Institute. March 2009. Accessed May 25, 2016. 
http://www.washingtoninstitute.org/uploads/Documents/pubs/PTF2-
Coun terradic a ti za ti on. pd f. 

Sparrow, Malcolm K. 'The Application of Network Analysis to Criminal Intelligence: An 
Assessment of the Prospects.'' Social Networks l 3, no. 3 (September l 99 l ): 25 l-74. 

START. Overvie1v: Profiles of Individual Radicalization in the United States - Foreign 
Fighlers (PIRUS-FF). Issue brief. April 2016. Accessed May 25. 2016. 
https ://www. st a 11. umd.edu/pubs/ST ART _PIR US-FF _InfographicSeries_April20 l 6. pdf. 

The White House. "Empowering Local Partners to Prevent Violent Extremism in the 
United States." August 201 t. 

The White House. Office of the Press Secretary. "Fact Sheet: The 2015 National Security 
Strategy.'' News release. February 6, 2015. The White House. 
https ://www.whitehouse.gov/the-press-office/2015/02/06/fact-sheet-20 l 5-national­
security-strategy. 

Tucker, David. "Terrorism, Networks, and Strategy: Why the Conventional Wisdom is 
Wrong." Homeland Security Affairs 4, Article 5 (June 2008). 
https ://www .hsa j.ondarticles/ l 22 

United States Census Bureau. "ACS DEMOGRAPHIC AND HOUSING ESTIMATES." 
2014. Raw data. http://l.usa.gov/l WWSXrt 

United States Census Bureau. "Mitlennials Outnumber Baby Boomers and Are Far More 
Diverse, Census Bureau Reports." News release, June 25, 2015. Accessed May 25. 2016. 
https ://www.census.gov/newsroom/press-releases/20 l 5/cb 15-1 l 3. html. 

United States. Department of Homeland Security. ''American Foreign Fighters: 
Implications for Homeland Security Final Report." August 31, 2015. Pages 43-44. 
Publication RPI 4-01.03.11-0 I. 

United States. Department of Homeland Security. Office for Civil Rights and Civil 
Liberties. "TERMINOLOGY TO DEFINE THE TERRORISTS: RECOMMENDATIONS 
FROM AMERICAN MUSLIMS." January 2008. Accessed May 25. 2016. 
https ://www.dhs.gov/xlibrary/assets/dhs_ crcl_terminology _ 08- l -08_accessible. pdf. 

37 

Page 37 of 38 



DHS-001-425-007141

Vidino, Lorenzo and Seamus Hughes. "Countering Violent Extremism in America." The 
George Washington University Center for Cyber & Homeland Security: Program on 
Extremism. December 2015. 

Wood, Graeme. "'What ISIS Really Wants." The Atlantic. Accessed May 25, 2016. 
http://www. theatl an tic. co ml magazine/ arch iv e/20 15 /03 /what-is is-real I y-wan ts/3 84 9 80/. 

Wood, Graeme. "'What ISIS Really Wants': The Response." The Atlantic, February 24, 
2015. Accessed May 25, 2016. 
http://www. theatl an tic. com/in temati on al/ arch i ve/20 15 /02/what -is is-real l y-wan ts-reader -
response-atlantic/385710/. 

38 

Page 38 of 38 



DHS-001-425-007142

page draft document 

Page 1 of 4 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007143

Page 2 of 4 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007144

Page 3 of 4 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007145

Page 4 of 4 

W1thhe1d pursuant to exemption 

(b)(5) 

of the Freedom of 1nformat1on and Privacy Act 



DHS-001-425-007146

MEMORANDUM FOR: 

FROM: 

SUBJFCT: 

JAN 2 3 2015 

\_', li<p.i1llnv111otllo11nL,rid'-,,.,,,11 

~' Homeland 
~/ Security 

Secretarv Jch Charles, Jnh11,rn1 
• I /<: 

Alan D. Hersi11 1 I u l< '__)/,1J /'7 
Assistant Sccrct.ar) & Ch1d D1plumat1c Ol !leer 
Office of Policy 

Request for Signature: Letter to Norwegian Minister of 
Justice and Public Security Anders Anundsen Regarding 
Enhanced U.S.-1\orwegian Counterterrorism and Law 
Enforcement Cooperation (WF# 1059891) 

Context: The attached letter v.'as drafted in conjunction with the strategy that I presented 
IP till· Counterterrorism Advisory Board (CTAB) in December 2014 to leverage the 
February 2015 Visa Waiver Program site visit to improve security cooperation with 
Norway. particularly with regard to the threat posed by foreign terrorist fighters. In the 
letter. you urge the Norwegian Minister of Justice and Public Security to take the 
following steps to improve his ministry's counterterrorism posture and cooperation with 
DHS: 

I) Fully implement and regularly share terrorism and law enforcement infonnation 
through the Homeland Security Presidential-6 and Preventing and Combating Serious 
Crime Agreements; 

2) Initiate "Systematic collection of Advance Passenger (nfonnation for all flights 
entering Norway and develop and implement a Passenger Name Records system: and 

3) Expand Countering Violent Extremism (CVE) cooperation with Dl IS. 

In addition, you thank the Nonvegian government for its interest in the predcarance 
program and encourage the continuation of expert-level exchanges bet\veen OHS and the 
Norwegian Ministry of Justice and Public Selurity. 

OGC/Chief Counsel Coordination: This document has been reviewed in its entirety for 
legal sufficiency by Daniel Ahr, and it ha"> not been substantially changed since his/her 
review. 

""" dlt,.!_'.<" 
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Clearance: The attached letter was cleared by the following components: 
• CBP: Steve Schorr, cleared with comment, 01/12 2015 
• CRCL: Tamarn Kessler cleared with comment. 01/13/2015 
• CVE Coordinator: David Gersten, cleared with comment, 01/09/2015 
• l&A: Mary Peterson, cleared no comment, 01/12/2015 
• ICE: Leonard Joseph, cleared with edits, 01/13/2015 
• MGMT: Vince Micone, cleared with comments, 01/12/2015 
• OGC: Daniel Ahr, cleared with comments, 01/16/2015 
• PRIV: Jordan Gottfried. cleared with comments.01/13/2015 

Timeliness: The attached letter wit! be delivered during the february 2-5, 2015 Visa 
Waiver Program site visit to Norway. 

Transmittal: The Visa Waiver Program site visit team will hand-deliver the attached 
letter to the Royal Nonvegian Ministry of Justice and Public Security. 
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BILLING CODE 9110-9M 

DEPARTMENT OF HOMELAND SECURITY 

[Docket No. DHS-2016-0022] 

MEETING: Homeland Security Advisory Council 

AGENCY: The Office of Partnership and Engagement, OHS 

ACTION: Notice of partially closed Federal Advisory 

Committee meeting 

SUMMARY: The Homeland Security Advisory Council ("Council") 

will meet in person on June 2, 2016. Members of the public 

may participate in person. The meeting will be partially 

closed to the public. 

DATES: The Council will meet Thursday, June 2, 2016, from 

10:05 a.m. to 5:15 p.m. EDT. The meeting will be open to 

the public from 1:50 p.m. to 4:25 p.m. EDT. Please note 

the meeting may close early if the Council has completed 

its business. The meeting will be closed to the public 

from 10:05 a.m. to 11:20 a.m. EDT, 1:00 p.m. to 1:40 p.m. 

EDT, and 4:30 p.m. to 5:15 p.m. EDT. 

ADDRESSES: The meeting will be held at the Woodrow Wilson 

International Center for Scholars {"Wilson Center"), 

located at 1300 Pennsylvania Avenue NW., Washington, D.C. 

20004. All visitors will be processed through the lobby of 

the Wilson Center. Written public comments prior to the 
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meeting must be received by 5:00 p.m. EDT on Monday, May 

30, 2016, and must be identified by Docket No. DHS-2016-

0022. Written public corrunents after the meeting must be 

identified by Docket No. DHS-2016-0022 and may be submitted 

by one of the following methods: 

• Federal eRulemaking Portal: -·~t~t~v~= -~'"··~''"~..,'··~·.., ~-~'~·'_'~'~'~·-.:~·~·~, t-. ~· ~~·~" -~·~" ~ 

Follow the instructions for submitting comments. 

• E-mail: .:-=::-;".c:.J.:1J~-:.q.cL:o.c · ... Include Docket No. DHS-2016-0022 

in the subject line of the message. 

• Fax: (2021 282-9207 

• Mail: Homeland Security Advisory Council, Attention Mike 

Miron, Department of Homeland Security, Mailstop 0445, 

245 Murray Lane SW, Washington, DC 20528. 

Instructions: All submissions received must include the 

words "Department of Homeland Security" and "DHS-2016-

0022," the docket number for this action. Comments 

received will be posted without alteration at 

h · __ · __ c : , ',' ·,c_:·,c.:·,c.: • .cco:1 u 1 ,::. · __ _i_ c.-.in :: . :1 c.-.i ·,.,· 1 including any personal 

information provided. 

Docket: For access to the docket to read comments received 

by the Council, go to h·._· __ c:,','·,c.:·,c.:·,c.:.rco:1ul,::.·._j_c.-.in":.:1c.-.i·,.,·, search 

"DHS-2016-0022," "Open Docket Folder" and provide your 

corrunents. 
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FOR FURTHER INFORMATION CONTACT: Mike Miron at 

11:::.~-.:::~l1"_;·.:.::k:.c..f_,.T .. T or at (202) 447-3135. 

SUPPLEMENTARY INFORMATION: Notice of this meeting is given 

under Section lO{a) of the Federal Advisory Committee Act 

{FACA), Public Law 92-463 (5 U.S.C. Appendix), which 

requires each FACA corrunittee meeting to be open to the 

public. 

The Council provides organizationally independent, 

strategic, timely, specific, actionable advice, and 

recommendations to the Secretary of the Department of 

Homeland Security {OHS) on matters related to homeland 

security. The Council is comprised of leaders of local law 

enforcement, first responders, federal, state, and local 

government, the private sector, and academia. 

The Council will meet in an open session between 1:50 

p.m. and 4:25 p.m. EDT. The Council will receive reports 

and recorrunendations from the Cybersecurity Subcorrunittee and 

the Countering Violent Extremism Subcommittee. 

The Council will meet in a closed session from 10:05 

a.m. to 11:20 a.m. EDT, from 1:00 p.m. to 1:40 p.m. EDT, 

and 4:30 p.m. to 5:15 p.m. EDT to receive sensitive 

operational counterterrorism information from senior OHS 

officials, information on current threats, and a southern 

border security update. 
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Basis for Partial Closure: In accordance with Section lO(d) 

of the Federal Advisory Committee Act (FACA), the Secretary 

of the Department of Homeland Security has determined this 

meeting requires partial closure. The disclosure of the 

information relayed would be detrimental to the public 

interest for the following reasons: 

The Council will receive closed session briefings from 

senior OHS officials. These briefings will concern matters 

sensitive to homeland security within the meaning of 5 

U.S.C. §§ 552b{cl (71 {Eland 552b{cl (91 {Bl. The Council will 

receive operational counterterrorism updates on the current 

threat environment and security measures associated with 

countering such threats, including those related to 

aviation security programs, and southwest border security 

updates. The session is closed under 5 U.S.C. § 

552b(c) (7) (E) because disclosure of that information could 

reveal investigative techniques and procedures not 

generally available to the public, allowing terrorists and 

those with interests against the United States to 

circumvent the law and thwart the Department's strategic 

initiatives. In addition, the session is closed pursuant 

to 5 U.S.C. § 552b(c) (9) (B) because disclosure of these 

techniques and procedures could frustrate the successful 
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implementation of protective measures designed to keep our 

country safe. 

Participation: Members of the public will have until 5 p.m. 

EDT on Monday, May 3 0, 2016, to register to at tend the 

Council meeting on June 2, 2016. Due to limited 

availability of seating, admittance will be on a first-come 

first-serve basis. Participants interested in attending the 

meeting can contact Mike Miron at ll'.::.~-.:::~l1"_;·.:.::k:.c..f_,.T .. T or (202) 

447-3135. You are required to provide your full legal name, 

date of birth, and company/agency affiliation. The public 

may access the facility via public transportation or use 

the public parking garages located near the Wilson Center. 

Wilson Center directions can be found at: 

h ·-- ·-- c: 1 ' 1 '·,c.: j_ 1 c:rJn, _'con · __ c,_c. rJr :1 1 .. -~ . .l _cc,, ·-- _i_cJn Members of the public 

will meet at 1:15 p.m. EDT at the Wilson Center's main 

entrance for sign in and escorting to the meeting room for 

the public session. Late arrivals after 1:45 p.m. EDT will 

not be permitted access to the facility. 

Facility Access: You are required to present a valid 

original government issued ID, to include a State Driver's 

License or Non-Driver's Identification Card, U.S. 

Government Common Access Card {CAC), Military 

Identification Card or Person Identification Verification 

Card; U.S. Passport, U.S. Border Crossing Card, Permanent 
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Resident Card or Alien Registration Card; or Native 

American Tribal Document. 

Information of Services for Individuals with Disabilities: 

For information on facilities or services for individuals 

with disabilities, or to request special assistance at the 

meeting, contact Mike Miron at H:_:.D..~::,:h,·;.,·~_h":.:1c.-.i·,.,· or (202) 

447-3135 as soon as possible. 

Dated: May 3, 2016. 

Sarah E. Morgenthau, 

Executive Director, Homeland Security Advisory Council, 
OHS. 
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F 
Sheedfar, Megan [0)(6) 

rom: l(b)(6) I 
To: "Macdonald Jennifer ltb (6) I 1')(6) I 

1')(6) 

0 

CC: 
"O'Connor Kimberlv J1')(6) 

~ ( (b)(6) 

= " 1')(6) 
(b)(6) 

" 
rb)(6> 

Subject: Clearance Request Response to Chairman Mccaul regarding the CVE grant program 

Date: 2016/07/26 10:52:51 

Priority: Normal 

Type: Note 

Jennifer, 

Attached for your review and clearance, please find the incoming, cover memo, and draft 

response to Chairman Mccaul regarding the CVE grant program. 

This response was drafted by OCP for Secretary Johnson's signature and has been cleared by 

the following Components: 

• MGMT/DJ Harper-7/14/2016 

• OGC/Mike Goad-7/18/2016 

• PLCY/Briana Petyo-7/21/2016 

• FEMA/Michael Coen- 7/21/2016 

• OLA/Connie LaRossa- 7/25/2016 

Please let us know if you have any questions. 

Thanks, 

Megan Sheedfar 

Office of the Executive Secretary 

Office of the Secretary 

U.S. Department of Homeland Security 

l(b)(6) 
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1127728 

16-3049 

Sheedfar Megan .p,)(6) I 
Sender: (FYDIBOHF23SPDI 

""""'lao.ald_.Jec"""L ~-_L°'Jb~),'c,"°6)[::::,----------------'----, 
(b)(6) 

Recipient 

1(b}(6} 

"Swain 
j(b)(6) 

Donald <ID--=11 

"Plostock, Michael </U 
n,}(6} I 

Sent Date: 2016/07/26 10.52.47 

Delivered Date: 2016/07/26 10:52:51 

Message Flags: Unread 
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MICHAEL T McCAUL, TEXAS 
,_·,,,s,Pl,Ml, 

The llonorable Jeh Johnson 
Secretary 

®11c liu11brcb Jfourtcc11t~ 0:ungrcss 

l!l.!i!>. 11oune of l!leprenentuliuen 
([ommillee nu l~nmduuh !i!>ecurily 

lmlusl1i11gtu11. li.'l(!l 20515 

July 7. 2016 

U.S. Department ofllome!and Security 
Wa:,;hmgton D.C .. 20528 

l)car Secretary Johnson, 

8ENNIE: G. THOMPSON, M1SSISS1f'PI 
M~'.~I,\·,~ U[S'S[~ 

I am writing to express my serious concern with the Department of Homeland Security's (OHS) 
approach Lo distributing "Countering Violent Extremism Grants'' as provided for 111 the 
Consolidated Appropriations Act of2016 (P.L.114-113). OHS guidance for these grants shows 
yet again that the Administration is failing to acknowledge the nature of the enemy \vc face and 
reluses to cal! the threat what it is-radical lslarnist terrorism Hased on the Department's 
announcement and the briefing provided to Congressional staff. I have serious concerns that the 
currenl apprnach vvill not he efTective in keepmg Islamist temirists from recruiting Americans. 

Rather than focus on combating jihadist propaganda, DIJS has chosen to continue the 
Administration's politically-correct approach to the threat. Nowhere is radical Islamist terror 
even mentioned, and the evaluation criteria for 1he'ie granls fails Lo give priority to pushing back 
against this hateful ideology Instead, the Department appears tu be treating a!! extremist 
ideologies equally and is not seeking to confront Lhreals in a risk-based manner. lt is nucial that 
this money be allocated to organizations Lhat arc prepared to light hack against ISIS and other 
jihadist groups, especially those targeting Americans to join their fight abroad or to kill at home. 
Failure to make this a clear priority undermines the purpose of these grants and risks making 
Limn a costly distraction for taxpayers rather than an important layer of defense against terror 

Furthermore, the scope of these grants is dangerously broad. Indeed. as written, the guidance 
seems to :~uggest they could be used for anything from jobs programs to business development. 
This is not what we need in a high-threat environment. As experts and top officials have noted, 
what we need to <lo is cnunter the narrative of lslamist terrorist groups head-on by using credible 
voices and conununity organizations. But the vague apprnach outlined hy DHS waste.~ an 
opportunity to decisively push back agamst a viulent ideology that is putting our people and 
country in danger. I am also concerned 01 IS is not prepared to keep applicants fi-om using these 
funds for unauthorized or even detrimental purposes. 

These flaws are unacceptable. We face the most severe terror threat since 9/1 l, and we need 
policies and programs that will protect /vncricans from the real danger-radical lslamist 
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terrorism I urge you to clarify the guidance for these grants and to use this critical funding to 
fight back against terrorist recruitment more decisively My Committee will exercise rigorous 
oversight on how the fund.'> are awarded and used, and we will he watching to make sure the 
Department allocuLes them .strategically. Time is not on uur .side. Our enemies arc dead set on 
attackmg the Lnited States and undermining our way of life, and the American people expect 
your Department to stop gruups like ISIS from turning our city streets into war zones in this 
generational .,;trugglc. 

Sincerely, 

• 

MICHAi:!. T. MCCAUi. 
Chnirman 
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July 25, 2016 

MEMORANDUM FOR THE SECRETARY 

l'.S. Department of llonwland Seeuril_, 
Washington. DC ~05~8 

Homeland 
Security 

FROM: George Selim t 
Director, orn/e-for Community Partnerships 

SUBJECT: Response to Chairman McCaul's July 7, 2016 letter regarding 
the Countering Violent Extremism Grant Program 
(WFl 127728) 

Context: The attached letter provides a coordinated response to Chairman McCaul's 
inquiries regarding the Department's recently launched Countering Violent Extremism 
Grant Program. The response addresses the Chairman's concern.'\ surrounding the scope, 
focus, eligibility, accountability, and administration of the program. Further, it 
acknmvledgcs the need for continued support from the Chairman on increased funding 
and authorization for the Office for Community Partnerships. 

OGC/Chief Counsel Coordination: This document has been reviewed in its entirety for 
legal sufficiency by Michael Goad/OGC, and it has not been substantially changed since 
his review. 

Clearance: 
• MGMT: Deputy CoS DJ Harper per CoS Bruce cleared with edits on 7/14/16 
• PLCY: Briana Petyo cleared with comments on 7/21/16 
• OGC: Michael Goad cleared with edits on 7/18/16 
• OLJ\: DAS Connie LaRossa cleared with edits on 7/25/16 
• !'EMA: CoS Michael Coen cleared with edits on 7/21/16 

Timeliness: Given the intricacies of the new grant program, the response required 
multiple rounds of extensive coordination; OLA needed additional time for clearance. 

Transmittal: OLA will transmit the response. 
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From 
Sheedfar, Megan ~0)(6) 

l(b)(6) I 

To 
, "Macdonald, Jenni 
• (b)(6) I 

1')(6) 

cc "O' \ )lb) 
=ri,)(6) 

"Swain Donald <10 
(b)(6} ' "Plostock, Michael <A 
(1-,)(6) ' 

Subject: Clearance Request: Response to Chairman Perry regarding CVE subcommittee 

Date: 2016/07/06 12:31:18 

Priority: Normal 

Type: Note 

Jennifer, 

Attached for your review and clearance, please find the incoming, cover memo, draft response, 

and enclosure to Chairman Perry regarding the CVE subcommittee. 

This response was drafted by IGA for Sarah Morgenthau's signature and has been cleared by 

the following Components: 

• PLCY /Briana Petyo - 6/27/2016 

• MGMT/DJ Harper-6/27/2016 

• OGC/Eric Columbus -6/28/2016 

• OLA/Susan Corbin - 6/28/2016 

• OCP/Nathaniel Snyder- 6/29/2016 

• OPA/Marsha Catron - 6/30/2016 

Please let us know if you have any questions. 

Thanks, 

Megan Sheedfar 

Office of the Executive Secretary 

Office of the Secretary 

U.S. Department of Homeland Security 
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Desk: Cb>C6> 

Cell: 
(b)(6) 

1126343 

16-2840 

Sende 

Recipien 

• Sheedfar, Megan< 
r.(b)(6) 

(b)(6) 

"Macdonald, Jennif 

(b)(6) 

t 
onnor, r 1muer 

l(b)(6} 

"Swain, Donald </ 
1-,\(~\ 

"Plostock, Michael 
(b)(6} 

Sent Date: 2016/07/06 12:31:09 

Delivered Date: 2016/07/06 12:31:18 

Message Flags: Unread 
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3Ec/NIE ',. T..OMPSON, MISSJ~~IPP• 
,,-,, ·": '.n,~c,, 

(9nc liunl'lr.ei'l lli"ourtrru!f! ([ongrrs!3 

li!.f'. 1iousr of iltcµrt£zn!J!'acs 
<£ommittee on l'iomdanb ~ecurill! 

l!llas4ing!on. BQ: ~0515 

The Honorable Jeh C. Johnson 
Secretary 

June 20. :'016 ~ = = 
2 
z 
N 
0 

Department of Homeland Security 
Washington. DC 20528 

'(' ___ , 
,·,r:'; 

,:::< 

Dear Secretary Johnson 

In 1'-iovernber 2015, the Homeland Security Advisory Council (HSAC) established a 
Countering Violent Extremism (CVE) Subcommittee. wluch was tasked with C:eveloping 
findings and recommendations related to CVE. In June 2016, the Subcommittee submitted to you 
an interim report. I was outraged to learn that one of the members of the CVE Subcommittee. 
Ms. Laila Alawa. tweeted in September 2014, among other infiammatory tweets, that .. 9/1 I 
changed the world for good, and there·s no other \vay to say it."" 1 It is extremely concerning, and 
frankly disgraceful, 1hat someone who believes there was anything good about the deaC.liest 
attack on American soil, an event that claimed the lives of thousands of Americans. has beer. 
tasked with providing advice to senior government officials rcsponsibie for ensuring there is 
never another event like 9/11. Whether or not this individual is a paid DHS er,_-ip]oyee, receiving 
advice from a person with such radical views calls into question the Subcom..mit~ee·s work and 
reputation. 

ln furtherance of the Committee on Homeland Security·s oversight efforts, please provide 
the follo\\ing information no later than July 4. 2016. 

1. Given the sensitivity of some issues related to CVE, was :\1s. Alawa granted a securit~ 
clearance in her capacity as a member of the HSAC's CVE Subcommittee? If so, please 

provide the level of clearance she held and how long 1he clearance was scheduled to be 

active? 

2. \\-'hat were \1s. Alawa·s qualifications to be selected for the CVE Subcommittee? Why 
was Ms. Alawa chosen to serve as a member of1he Subcommittee? 

1 http5 ''t,,_., ittcr.com ,I Lila in Ii fe stJtus.'5099 226 751_29_85 1904 
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3. It is my understanding th::n members Qf the HSAC and its Subcommittees sene in an 

unpaid capacity. I lo\vever. does DHS reimburse any costs (travel. lodging. meals and 

C'<pcnses. etc. l as'.'.>ociated ¼ith an individual"s sen ice on the HSAC ,)r 1ts 

Subcommittee;;':' If so. please pro\ide a detuilcd uccounting of any DI-IS expenses 

a;;sociated v..ith \ls. Ala\1,,a·s participation on the CVF Subcommittee. 

--l-. !-IO\\. if at alL v1.ere members of the CVL Subcommittee vetted":' What did this vetting 

enlail and \Vhich official made the final decision to select Ms. :-\lawa'? 

.::; !'he June 2016 report that the CVE Suhcommincc submitted to you \Vas an interim 

report (liven that these st:itements of \!s. Alav..·a·s have now been called into que:;tion. 

½ill DHS end her participation on the Subcommittee'? Please provide a justification for 

the Depurtmem·s decision. 

Thunk you in advance for your prompt utlention to this matter. Should you have any 
additional questions. plea:;e do not hesitate to ha\ e your stuff contact Ryan Consaul \Vith the 
Committee on Homebnd Security m;:i,jority staff at 202-226-8--l-l 7. 

Respectfully, 

SCOTT Pl·.RRY 
Chairman 
Subcommittee on Oversight and 
Management Efficiency 
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July 1, 2016 

MEMORANDUM FOR THE CHIEF OF STAFF 

THROUGH: Ph·1· M N ./ ' · 

L.S. Department of llomeland Seeurit:, 
\\ a~hinJ!lDn. DC 20528 

Homeland 
Security 

r 1p A. c ama.~, _) .{. · . .,..,.,,,,. 
Assistant Secreta~,1/ /of/Partnership and Engagement 

'/l. ' . ', 

fROM: 

SUBJECT: 

•.. I :I'-. 
Sarah E. Morgenthau ~-->'--------...... v --------------
Executive Director, Homeland Security Advisory Council 

Request for Signature: Response to Congressman Perry on 
information regarding CVE Subcommittee (WF 1126343) 

Context: Congressman Scott Perry, Chairman of the Subcommittee on Oversight and 
Management Efficiency, House Homeland Security Committee, sent a letter to Secretary 
Johnson requesting information on the Homeland Security Advisory Council's (HSAC) 
CVE Subcommittee and one of its members, Laila Alawa. Congressman Perry is 
concerned about tweets made by Ms. Alawa, including a comment made by her in 
September 2014 that "9 11 changed the world for good, and there's no other way to say it." 
According to recent press reports, Ms. Alawa clarified that the meaning of the comment 
cited in Congressman Perry's letter was that the events of 9/ 11 changed the world forever, 
not for the [greater] good. Congressman Perry believes Ms. Alav.'a·s social media tweets 
call into question the work and reputation of the CVE Subcommittee. He is asking for 
infonnation on her pai1icipation and qualifications to serve on the CVE Subcommittee, as 
well a.s specifics on any travel reimbursements she received and the internal vetting 
process for the HSAC and its subcommittee member.'\. 

Clearances: 
OGC: Eric Columbus, cleared, 6/28/2016, with comments. 
PLCY: Briana Petyo, cleared. 6/27/2016, with comments. 
OLA: Susan Corbin, cleared. 6/28/ 16, with edits. 
OCP: Nathaniel Snyder, cleared, 6/29/16. with edits. 
MGMT: DJ Harper, cleared. 6/27/2016, with comments. 
OPA: Marsha Catron. cleared. 6/3012016. 

Timeliness: Congressman Perry requested a response no later than July 4, 2016. 
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F Brought, Nathaniel l(b)(6) 
rom:~0)(6) 1 

"Rezmovic Jeffrev I 
ToJ0)(6) I 

' Kuepper, Anarew 1 
0)(6) 

CC· "O'Connor, Kimberl1 
. (b)(6} I 

"Swain Donald < 
l0k6l I 

"Allen-Gifford, Patri 
0)(6) 

Subject: Clearance Request: Response to Finnish Minister Orpo regarding CVE 

Date: 2015/10/28 18:12:39 

Priority: Normal 

Type: Note 

Jeff and Drew, 

Attached for your review and approval, please find the incoming, cover memo, and draft response to 

Finnish Minister Orpo regarding CVE collaboration between the United States and Finland. 

This response was drafted by PLCY for the Secretary's signature and has been cleared by the following 

Components: 

• CRCL/Tamara Kessler-10/23/2015 

• S&T/Christina Murata -10/26/2015 

• MGMT/DJ Harper-10/26/2015 

• DLA/Susan Corbin -10/26/2015 

• l&A/Mary Peterson-10/27/2015 

• OCP/David Gersten-10/27/2015 

• OGC/Meghan Ludtke - 10/27/2015 

• PRIV /Jonathan Cantor - 10/27/2015 

Please let us know if you have any questions. 

Thanks, 

Nathaniel J Brought 
Office of the Executive Secretary 
Office of the Secretary 

U.S. Department of Homeland Security 

Deskr)(
6
) I 

Cell: 
0)(6) 
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1109368 
15-4161 

Sender: Brought, Nathaniel .(b)(6) 

(b)(6> I 

1')(6) I 
1-,\(~\ 

1')(6) 

Recipient: 

onnor, r 1muer,, 
11-,)(6) 

"Swain, Donald </0 

"Allen-Gifford Patrid 
(b)(6) I 

Sent Date: 2015/10/28 18:12:38 

Delivered Date: 2015/10/28 18:12:39 
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MEMORANDUM FOR: 

FROM: 

SUBJECT: 

FOR OFFICIAL USE ONLY 

OCT 2 8 2015 

U.S. llepart111e11t 01· llomela11d Security 
w~shington, DC 2052~ 

Homeland 
Security 

Alan V. Bcrsin rvi= ,r/ 
Assistant Secretary for International Affairs Pt 

& Chief Diplomatic Officer, PLCY 

Request for Signature: Response to Finuish Minister of 
the Interior Petteri Orpo Regarding Your September 25, 
2015 Meeting and the Establishment of a U.S.-Finlaml 
JI om eland Seeu.-ity Dialogue (WF #1109368) 

Context: Minister Orpo wrote to you on October 13, 2015, to thank you for meeting 
with him during his visit to Washington on September 25. Purthennore, he proposes 
measures to strengthen U.S.-Finland bilateral homeland security cooperation in the 
following areas: 1) countering violent extremism; 2) information sharing; 3) traveler 
targeting; 4) refugee screening; and 5) science and technology colbboration in 
emergency management and critical infrastructure protection. In the attached response, 
you thank Minister Orpo for your meeting and advise him of steps DHS is taking to 
strengthen collaborntion in these area$. 

Clearance: 
• CRCL: Tamara Kessler, cleared, 10/23/15, with comments/edits. 
• I&A: Mary Peterson, cleared, 10/27/2015, without comment. 
• MGMT: DJ llarper, cleared, 10/26/2015, with edits. 
• OCP: David Gersten, cleared, 10/27/2015, with edits. 
• OGC: Meghan Ludtke, cleared, 10/27/2015, without comment. 
• OLA: Susan Corbin, ckured, I 0/26/2015, without comment. 
• PRIV: Jonathan Cantor, ckarcd, 10/27/2015, without comment. 
• S&T: Christina Murata, cleared, 10/26/2015, without comment 

Timeliness: PLCY is submitting the draft response beyond ESEC's deadline due to the 
need for additional Component review. 

Transmittal: PI ,CY/OIE will transmit both the original letter and an electronic copy 
directly to the Finnish Ministry of the 1nterior. 

FOR OFFICIAL USE ONLY 
www.dhs.gov 
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F 
Broome Michael fbl(6) 

rom:~0)(6) 1 

To: "H~rrison, Sarah~ 
(b)\6) 

CC: "O'Connor, Kimbel 
l0}(6} I 
"Swain, Donald <J 

fb}(6} 
ostocK, ,·,1cnae1 

(b)(6) I 

5 b"ect• Clearance Request Response to Representative Mccaul regarding the CVE Grants Programs 
u l ' application review process 

Sarah, 

Date: 2016/09/20 19:02:26 

Priority: Normal 

Type: Note 

Attached for your review and clearance, please find the incoming, a subsequent incoming, cover 
memo, and draft response to Representative Mccaul regarding the CVE Grants Programs 
application review process. Please note that this this one letter is being submitted in response to 
both incomings. 

This response \Vas drafted by OCP for the Secretary's signature and has been cleared by the 
following Components: 

• MGMT/Melissa Bruce-9/8/2016 

• FEMA/Michael Coen - 9/9/2016 

• PLCY/Briana Petyo 9/13/2016 

• I&A/Maiy Peterson 9/13/2016 

• OGC/Eric Columbus 9/15/2016 

• OLA/Connie LaRossa 9/20/2016 

Please let us know if you have any questions. 

Thank you, 

Michael Broome 
Office of the Executive Secretaiy 
Department of Homeland Security 
i:ho1(b)(6) I 
Cell: ~-------~ 
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16-4413 
1130837 

Sender 

Recipient 

Broome Michael p,)(6) 
: p,)(6) I 

"Harrison Sarah I 
(b)(6) 
1')(6) 

• "O'Connor, Kimb<J 
11,)(6) ' "Swain Donald < 

(b)(6) 

"Plostock MichaE 
(1-,)(6) 

Sent Date: 2016/09/20 19:02:21 

Delivered Date: 2016/09/20 19:02:26 
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September 20, 20 l 6 

MEMORANDUM FOR THE SECR~Y 

l .S. [),,partml'llt uf lloml·land ~wrurit~ 
Wuslling1011. DC 20.528 

Homeland 
Security 

FROM: George Selim ff 
Director, Officc,,t'or Co munity Paitnerships 

SUBJECT: Response to Representative McCaul's August 28 and September 
8, 2016 letters regarding tile Countering Violent Extremism 
Grants Program applicant security review process (\VF 1130837 
and \VF 1131212) 

Context: The attached letter provides a coordinated response to Representative 
McCaul's inquiries regarding the CVE Grant Program's applicant security review 
process. This response also acknowledges the September 1, 2016 briefing led by the 
Office for Community Partnerships along with the Office for Intelligence and Analysis 
and the Federal Emergency Management Agency that Representative McCaul's staff 
received on the same inquiry. further, the response assures the Department will continue 
to work closely with his Committee to keep him informed and involved. 

OGC/ChiefCounsel Coordination: This document has been rcvie\l,1ed in its entirety for 
legal sufficiency by Michael lsacco/OGC, and it has not been substantially changed since 
his review. 

Clearance: 
• MGMT: Melissa Bruce cleared without comment on 9/8/16 
• PLCY: Briana Petyo cleared with comments on 9/13/16 
• l&A: Mary Peterson cleared without comment on 9/13/16 
• OGC: Eric Columbus cleared with edits and comments on 9/15/16 
• OLA: Connie LaRossa cleared with edits and comments on 9/20/16 
• FEMA: CoS Michael Coen cleared with edits on 9/9/16 

Timeliness: The fully cleared draft and cover memo are due for transmittal on 9/21/16. 

Tl'ansmittal: OLA will transmit the response. 
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l,~ICHA(l T r,,cCAUL. TEX,\S 
(h\."'.•,,·, 

The Honorable Jch Johnson 
Secretary 

O)nc liuni'lrc.U lfuurtceutlT ([nngrcmi 

II.§. :!Hun!lc uf fil..eµrcn..entutiucu 
(!Jummi!lre nn illntudnn~ §rrnri!U 

lilns11{ngtntt, fil(!I 211515 

August 29, 20 l 6 

Department of Homeland Sccuriiy 
Washington D.C. 20528 

Dear Secretary Johnson: 

DUJ,,IL G. rnort.P~ON. MISSISSIPPI 
1• ·\.',~l'<G ,'.•C/,•5[,l 

+"" , r 
·--~ r·.-, 
C 

Thank you for your response to the concerns I raised regarding the lack of focus and 
prioritization of radical fslamist terrorism in DI !S's Countering Violent Extremism Grant 
Program. While I appreeiatc your work on this issue and under.standing of the threat, I remain 
concerned that OHS efforts lack the focus necessary to address the primary terrorist threat facing 
the Homeland. I will continue to work to ensure this grant prngrnm and other Federal "CYE" 
efforts are laser focused on countering this deadly and growing ideology. 

In addition to the issues I raised in my July ?1 11correspondcnce, I have serious concerns about 
how the Department will vet "CVE" grant applicants. On July 5

th
, my staff attended a briefing 

with the Office of Community Partnerships (OCP) and the Federal Emergency Management 
Agency (FEMA) regarding the grant program. During this briefing. OHS officials stated that the 
Office of Intelligence and Analysis (I&A) would handle the security vetting of grant 
applicants. To date and despite repeated requests for information, the Department has fai!ed to 
provide the Committee with infonnation regarding the vetting process and screening criteria that 

will be used. 

The applicant vetting process must include security cheeb against the Terrorist Screening 
Database (TSDB), as well as criminal databases. Tt is also vital that OHS consider what foreign 
funding grant applicants receive and how 1hat funding influences their ideology and outreach 
activities. American taxpayers and Congress must have assurances that domestic non-profit 
groups and other entities receiving funds under this program arc not being influenced by foreign 

powers. 

According to the Notice of Funding Opportunity, applications are due on September 6, 
2016. After this date, vetting of applications will begin. I am writing to a,;;;k you to ensure that 
details on the vetting process arc provided to the Committee as quickly as possihle hut not later 

than September 1, 2016. 
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As you know, the radicalization of Americans by foreign terrorists like !SIS is a growing threat 
and much more needs to be done to counter their efforts, including their onlinc 
propaganda. Thank you for your continued attention to this important matter. 

cc: The Honorable Francis X. Taylor 
The Honorable Craig Fugate 
Mr. George Selim 

Sincerely, 

~"J.°#~ 
MICHAEL T. MCCAUL 
Chairman 
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O(N~I, G ~H0"1?SO><. "11ss,ssro?1 
<· ·-·-

(rJnc liunOrcO .!Fourtcrnth (fongrt66 

= co = = 0 -V, 

lt.~ 1Hmrnc of 16.cpru,entatiucA 
<!:ommittee nn 1iomeluu~ ~ccuritu 

llllnn4ingtun. l!J(!! ~0313 ,.., _ .. :.... 

The llonorable Jeh Johnson 
Secretary 
l1 S. Department of HomclanJ Securit~ 
Washington, DC 20:i28 

Dear Mr Secreiary 

September 8, 2016 

-0 

I 
0, 

=-::::: 
0 

N 

"" 

On September I. 2016. representatives from the Dcpanment of Homeland Security's (OTIS) 
Of!ice of Community Panncrships (OCP), Federal Emergency \-tanagcmcnt Agency (FE:\itA), and 
Office or lnti.':lligencc and i\nalysis (]&A) pro\'ided a briefing to Corrnrnttee Staff on the Depanment·s 
plans for vetting .. countenng v10lent extremism" (CVE) grant applicants. 1 thank you for the 
Department's responsiveness to the Committee·s letter on this topic .i.nd appreciate your willingness 10 

engage on this issue. Ho\vever, the Committee remains concerned that the \'etting plans that were 
presented arc msufficicnt. 

It is ckar FFMA has a time~tested process to monitor orgamzat1ons that have hcen awarded 
grams for roicntial rmsuse of funds. However, it 1s essential that rnore be done to thoroughly •.:ct 
applicants prior to making awards. I remair, concerned that the Deranrncnt cannot articulate clear 
criteria which would cause an apphcation to be denied, including something as obvious as ensuring thm 
;my organi1a1ion listed a.s an unindicted to-conspirator in the Holy Land Foundation case be disqualified 
from rcccmng homeland security grant fundmg, such as the Islamic Soc let) of North Amenca and the 
Council on American-Islamic Relations. Additionally_ 1t \\as relayed that DHS doc:> not have defined 
agrccmenb with other department~ and agencies which will a..:;s1st in field vetting mdi\'idual~ and 
organl/.ations. Also. it \\.'a<; rresentcd that DHS has no plan or intention to Lheck for any possible 
maligned foreign influenc.e on an aprlicant. 

Taken together, these gaps and other related issues increase the Committee's apprehensio:i. that 
these grants will be provided to institutions or rndividuals that could undernune the Department's cffort~ 
to counter radical Islamist terrorism. I write to urge you to resolve these concern:, and ensure such 
weaknesses arc addressed before grants arc awarded. Should yuu have any questions or concerns, please 
rnniact Alan Carroll wlth the Conunittce on Homeland Security stafT at (202) 226-8417. 
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Sincerely, 

MICHAEL T. McCAUL 
Chairman 
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~ page draft letter 
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qfficcjor Cirif Righ1.1· um! Cirif Lihcrlic.1· 
L.S. Drpartmcnt of Homrland Scrurity 
Wa~hingtnn, DC 20.'i28 

February 19, 2015 

MEMORANDUM FOR THE SECRETARY 

FROM: 

SUBJECT: 

/ 

/1 / ·~ f 
Megan H. Mack.-- ~ L/l(,1,,_ · LJ.,,·\. 
Officer for Civil Rights and Civil Liberties 

Request for Signature: Response to The Syrian American Council's 
1/29/2015 letter regarding partnership with the Syrian American 
community, WF #1065490 

Context: At the request of the DHS Counter-Ten-orism Advisory Board. the Office for Civil 
Rights and Civil Liberties (CRCL) created a strategy to expand Department engagement with Syrian 
American communities with strong equities in the conflict in Syria. 

As part of this engagement plan, you met with key Syrian American stakeholders, including the 
Syrian American Council (SAC) at a roundtable in Chicago, Illinois, on June 13. 2014. The 
meeting gave the .stakeholders the opportunity to express to you their thoughts and concerns. CRCL 
has continued its extensive engagement with the Syrian American community .since the June 
meeting. 

The president of the SAC has written to alert you to the difficulties the Syrian American community 
faces and to encourage continued collaboration with the Department. CRCL recommends that the 
response to the letter be signed by you, given the long-tem1 .strategic interests of the Syrian 
American Community on key Department initiatives, including combatting the foreign fighter 
threat, countering violent extremism, and community engagement. This response by you would 
highlight the fact that DHS values its partnership with the SAC. 

OGC/Chief Counsel Coordination: This document has been reviewed in its entirety for legal 
sufficiency by Daniel Ahr, OGC/NPPD, and it has not been substantially changed since his review. 

Clearance: l&A - Mary Peterson, cleared, 2/18/15, w/o comment 
MGMT- DJ Harper, cleared, 2/18/15, w/o comment 
PLCY - Holly Canevari, cleared, 2/19/15, w/o comment 
USCIS - Lori Scialabba, cleared, 2/19/15. w/o comment 

Timeliness: CRCL requests that you sign the response a.s soon a.s practicable. 
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MEMOKANDllM HlR TIIE SECRET AR\ · ii . 

\ 
, · 1t'c1 '-

FROM: David Hey1rs111 _ /tMv" / 
Assistant Secretary for Policy 

I ',, lh·p.111111<·11( n! lln1ndantl '-<<UIJI\ 

\\ ., .1,," ., "' )( ,,, • ' 

Homeland 
Security 

Sl JIJJECI: Request for Signature: Homeland Security Ad,·isory Council 
(HSAC) Thank You for Sen·icc ),cite.- for Gonrno.-Martin 
()'Malley (WF 1011439) 

Context: The Honorable l\f artm ()''.\·lalley. Gln emor of the State of \laryland. tendered his 
resignation from the I !SAC. ·1 ucsda:,. March 4, 2014. (i(nemor ()'\tallcy was appointed by 
fom1er Secretary Napolitano to the HSAC m June 2009. :md reappointed 111 September 2012 
(jo\ernor o· \talley is resigning before his tcm1 expires in Scptcmhcr 201-l. Go\'emor O'\falley 
served in the position of HSAC Courn:il \lember. \Vith his departure. :,our council membership 
stands at :n out nf a possible 35 positions. 

The HSAC is the Secretary"s primary advisory Council. The I ISAC was established in 2002, via 
Executive Order 13260. to advise the White House Oftice of Homeland Security, and was 
reconstituted as a Federal Advisory Committee Act-chartered committee by then Secretary Tom 
Ridge during DHS's formation. HSAC members arc Special Unvernmcnt l::imployees who serve 
as senior advisors and, upon request by the Senetary, provide organiLationally independent 
advit.:e and recommendations on homeland security polit.:ics. prngrams, and operations. 

Ciovemor (.J'\,talley previously served as the Chair of the HSJ\Cs Community Resilience Task 
torce mid a member of the Countering Violent Extremism Working Group. Both of these HSAC 
subcommittees have proYided key recommendations that the Department has implemented. 

Coo.-dination: This action has been coordin;.ikd \\Jth the Departmenfs Committee 
\lanagcment Oflice. OGC. and \fGl'vfT. 

OGC/Chief Counsel Coordination: ·1 his dncument has heen re\·ie\wd in its entirety for legal 
sufficiency by DCOS Prudence Carr and it has not been suhstantially changed since her re\ie\\. 

Timeliness: There is no timeliness concern related to this letter. 

Trnnsmittal: The signed letter may he maile<l directly to Governor O'Malley using the address 
shown on the thank you letter. 

Exccuti\·c Sec.-eta.-iat Recommendation: I recommend you sign the enclosed letter. 

Clisa \-fontoya. Exernti\'e Secretary Date 

ll\\".tlh,.~in 
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DETERMINATION TO PARTIALLY CLOSE A 
HOMELAND SECURITY ADVISORY COUNCIL MEETING 

The Homeland Security Advisory Council ('"Council") will meet on January 21, 2016, 
from 10:10 a.m. to 4:35 p.m. EST at the Woodrow Wilson International Center for 
Scholars in Washington D.C. A portion of the Council meeting will include briefings 
on sensitive information which, if released to the public prematurely, could 
significantly frustrate implementation of proposed agency actions. 

In accordance with the Government in the Sunshine Act, 5 U.S.C. § 552b, five agenda 
items, presented from IO: IO a.m. to 1:25 p.m. EST and 3:05 p.m. to 4:35 p.m. EST, 
require closure of their respective portions of the meeting. The Council will receive 
sensitive operational counterterrorism information from senior officials and 
information on current threats and security measures from the Cybersecurity 
Subcommittee and Countering Violent Extremism Subcommittee leadership. 
Disclosure of this information could frustrate the successful implementation of 
protective measures designed to keep our country safe. In addition, disclosure of that 
information could reveal investigative techniques and procedures not generally 
available to the public, allowing terrorists and those with interests against the United 
States to circumvent the law and thwart the Department's strategic initiatives. 

After consultation with the Office of the General Counsel, and in accordance with 
section IO(d) of the Federal Advisory Committee Act, 5 U.S.C. Appendix, I approve 
the partial closure of the Council meeting which will: 

1. "(7) disclose investigatory records compiled for law enforcement purposes, or 
information which if written would be contained in such records, but only to 
the extent that the production of such records or information would-
(E) disclose investigative techniques and procedures", 5 U.S.C. 552b(c)(7)(E). 

2. "(9) disclose information the premature disclosure of which would-

Date: 

(B) in the case of any agency, be likely to significantly frustrate 
implementation ofa proposed agency action", 5 U.S.C. 552b(c)(9)(B); and 

Jeh Charles Johnson 
Secretary, Department of Homeland Security 
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Rinehart Kalee ~(b)(6) 
From: t0)(6) ' I 

T , "Barry, Patrick <I 
0

• 01(6 
0)(6) 

CC: 

Subject: Clearance Request: Response to Rep. Collins regarding CVE 

Date: 2015/03/20 09:35:16 

Priority: Normal 

Type: Note 

Pat, 

Attached for your review and approval, please find the incoming, cover memo, and draft response to 
Representative Doug Collins regarding CVE. 

This response was drafted by CRCL for the Deputy Secretary's signature and has been cleared by the 

following Components: 

• MGMT/Vince Micone-3/16/2015 

• PLCY/HollyCanevari -3/17/2015 

• DGC/Erica Woods - 3/17/2015 

• OP A/Tammy Howard - 3/17/2015 

• CVE-C/David Gersten - 3/17/2015 

• OLA/Alexandra Veitch - 3/18/2015 

Please let us know if you have any questions. 

Thanks, 

Kalee Rinehart 
Office of the Executive Secretary 

Office of the Secretary 
U.S. Department of Homeland Security 

1")(6) I 

1070373 
15-0984 

Sender: Rinehart, Kalee 0)(6) 
1-,\(6\ 

"Barry, Patrick< 

Recipient: (b)(6) 
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(b)(6) 

Sent Date: 2015/03/20 09:35:14 

Delivered Date: 2015/03/20 09:35:16 
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i ,· DOUG COLLINS 
'[) ; c; 

[OMMITil·f-ON 
JUDl[I,'-

Jlllll 
) ,, ,., "\~ ·,, • SI', I ; ,",J'(, 

R,,' ·"''''' 

' 

"H:, • {I, I:. llt,11 I 
,"<) •. [)(' /•,c,I C 

(Congress of t!Jc <Llnitcl:l $tiltcs 
l'.!)onsr of i,rµrrsrntatibrs 
~\!.lr15l)lllg:ton, D( 2(1.3 \S-l 009 

cor,;r,.IJTlCC: .-_,:,: RULES 

CU-CHAIRM/111 OF THI: 
CRU,lWE f-m.;il' S CAUCUS 

,":," 7):, :, 

The 1-lonorablc Jch Johnson 
Secretary 
Department of I !omciand Security 
3801 Nebraska i\yenuc. N\V 
\\'ashington. D.C. 20528 

Dear Secretary Johnson: 

l-'cbn1ar) 2(1. 2015 

I write to ensure Lhat the Dcpnnmcnt of I lnmeland Security (DI IS) is fucused on its stated 
mission to protect America and dd'i.:nd the homeland in light of rcccnl comments concerning 
your primities. 

> ,~---
·•. - . 

•.; -

In opening the seeund day of the While I louse Summit on Combating Violent li:-.:tremism la:.t 
month. you said. "m: in the adrnini.'-tration and the g,n·crnment should giYe ,·oice to the plight or 
:\foslims li\·ing in this country and the discrimination th<.1l they face. And so I personally ha\·c 
committed to speak out about the situation Lhat very often people in the iv1uslim community in 
this country foce: the fact 1hat there arc l .(1 billion \,!uslirns in the wnrld and the Islamic faith is 
one about peace and brotherhood." 

Your \\·ords raised concern among snme oJ'm:, constituents that Df!S is more interested in 
scoring pnlitical points than its primary mission. I [a\·ing n:\·iemxl your agency's stated \·ision 
and gonls, I fail to see how the promotion or public dc!Cnsc or any single group by DHS ralls 
into the agency's jurisdiction or goals . 

.-\ccording to your agency"s ,vebsitc, "the \·ision of homeland security i.'- Lo ensun:: a homeland 
that is sale, :,ccurc. and rcsilicnL ag<.1inst terrorism um! other !rnzards." 

DI-Is· website also articulates fi\·e hnmeland security rnissinns: "preventing terrorism and 
enhancing :.ccurily. securing and managing our bnnicr. enforcing and mlministcring our 
immigration laws. safeguarding and security cyberspace. and ensuring resilience to disasters:· 

Simply put. Mr. Set.'.retary. I do not believe that DI JS serving n:, a PR agency for a group it has 
unilaterally decided merits attention fall.~ under any or the missions outlined by the agenc) itsel r. 

',<1,'1S L),,·. F'l•, -, 11 <' .-,, I H 
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The I !on. Jeh .lohn~on 
Febnrny 26. 20 15 

I'm sure you share my belie!" that your agency has limited resources lo complete its num..:rous 
rcspunsibi[itics vital tu !he SL'curity ur our nation. Therefore. I stnmgly encourage you and other 
DI IS officials to lem·e concerns regarding discrimination to the DepartmL'nt ofJu;;ticc. the 
kderal agency legally responsible Jill" addressing such situations. 

DI IS has many important duties that ensure tile safety or our citizens as well as 1he well-being of 
American comme1-cc and travel. As the leader of this agency. I trust you will prioritize DI-IS" 
mission o\"er the prumolion or any single community or faith. 

Sinccre!Y. 

~~SCI~ 
.Vlcmber of Congress 
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<Cong-rrrr£r of tlJr <llnltrb ~tatr£r 
i!)O!HJ'r of :l{q1rrorntt1t1Ur.!:r 

i!Hb////J!}"/011, t:l1( 2L\'13-ll\i:) 

Orr11L~1. 8u;_;1\·•1;~ ---

I" I, I,, II, I., I" I, I" ,I.// 

r:· 
' tl , .. ~---. 

·' ---~ 
-~1;, 

J~ ;;. 
~:-~, co 

"',.-
:,·" 

0 ;try 10 b-;.;1 "' C "° 
-.; ¼ ,.-v ,, co ,~ -, 

;1W ",l __ 
,-

' I "· ' 
[."'f.' --

Tnc r-1cnor.Jorc Je:h Jonnso,: 
Seueiury 

Dep;irrmPn: of Homc12nd S<:!c:111.'· 
3SGJ :\!ebra3i,a A\ 1c,nuc·, NW 
\.'\12:,11i11gto:·,, DC 20528 

11
11'1i111

1 
•1 /I,'/• 11/1 I, I'''' i/1//i/111 i• /1' ,I I/ 11/1 I 111, I /1//1/ 
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U(fice .for Cii·il Righ1.1· u111/ Cii·il Li/!cr1ie.1 
IJ.S. Dcpartmrnt of Homeland Srrnritl 
Washington. DC 20528 

March 19, 2015 

MEMORANDUM FOR THE DEPUT\;'.>SECR!JTARY 

\
. I , . j // \_ l 

FROM: Megan H, Mack l··IAL. vv\ 

SUBJECT: 

Officer for Civil Rights and Civil Liberties 

Request for Signature: Response to Letter from Representative Doug 
Collins regarding the Department and CVE, WF #1070373 

Context: Representative Collins sent correspondence to Secretary Johnson regarding the 
Department's role in CVE, especially in light of the Secretary's statement at the White 
House CVE Summit on February 18, 2015. You have been asked to respond. 

Representative Collins' letter draws attention to the Secretary's comments regarding the 
government's outreach efforts to Muslims, their vulnerability to violent extremism, as well 
as the discrimination they face worldwide. Representative Collins raises concerns that these 
comments and the Department's efforts in general are focused more on "scoring political 
points" and '·serving as a PR agency for a group," than on protecting the homeland. 

The response outlines the Department's primary mission of protecting the homeland, its 
strategy to counter violent extremism, and its basic understanding that violent extremism 
knows no one ideology or group. 

OGC/Chief Counsel Coordination: This document has been reviewed in its entirety for 
legal sufficiency by Erica Woods, OGC, and it has not been substantially changed since her 
review. 

Clearance: OLA -Alexandra Veitch, cleared, 3/18/15, w/o comment 
OPA-Tammy Howard, cleared, 3/17/15, w/o comment 
PLCY - Naomi Wilson, cleared, 3/17 /15, w/o comment 
CVE-C- David Gersten, cleared, 3/17/15, w/comment 
OGC-Erica Woods, cleared, 3/17/15, with edits 
MGMT - Vince Micone, cleared, 3/16/15, w/o comment 

Timeliness: CRCL requests that you sign the response as soon as practicable. 
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2 page draft letter to ''Hon. Doug Collins'' 
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Mike, 

Walls Erin 1')(6) 
From\1')(6) ' 

To: "Miron, Mik 
L_----c=------->-----_J CC: "Wenger, Lauren ,0=}(6"} __________ 

0 

Subject: Clearances 

Date: 2016/03/29 11:37:00 

Priority: Normal 

Type: Note 

Can you review the list of CVE subcommittee members and provide Lauren and I the clearance levels for 
everyone? We are arranging an intel briefing for the in person meeting on April 14 and need to 
determine what level everyone can be briefed at. 

Thanks, 
Erin 

Walls Erin< (b)(6) 
Sender:(b)(6) 

~~--~~ 

R . . t "Miron, Mike 
ecipien : "Wenger, La ~--------------------~ 

Sent Date: 2016/03/29 11:37:10 

Delivered Date: 2016/03/29 11:37:00 
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7 page draft 

UNCLASSIFIED 

Statement for the Record 

The Honorable Alejandro N. Mayorkas 
Deputy Secretary 

U.S. Department of Homeland Security 

Before the 

United States Senate 
Homeland Security and Governmental Affairs Committee 

Regarding 

"Steps Taken by the Department of Homeland Security to Mitigate the 
Threat to the Homeland from ISIS and Affiliated Terrorist Groups and our 

Response in the Wake of the Brussels Terror Attacks" 

May 26, 2016 

UNCLASSIFIED 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center at www.communityengage.net. 

* Kareem Shora from DHS/CRCL created the Blog "DHS CRCL Partners with 
State Department in Germany Community Engagement CVE Exchange Program". 
* I will leave the new video "How to set up an iftar dinner" starring Haroon Azar 
from DHS/NPPD on the Home page (also on the Iftar Dinner page and a Blog 
entry). Ramadan begins Friday, July 20 and ends on Saturday, August 18. Iftar 
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dinners provide great opportunities to do community outreach! 
* DHS/CRCL is holding a Somali Cultural Training Session on July 18 in Seattle, 
WA. 
* DHS/CRCL is holding a Quarterly Los Angeles Community Engagement 
Roundtable Meeting on July 18. 
* DHS/CRCL is holding a Quarterly Seattle Community Engagement Roundtable 
Meeting on July 19. 
* On September 12 and 13, 2012, NCTC will host a two day gathering of the 
CVE/Community Engagement community of interest. Participants will include 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center at www.communityengage.net. 

* I added a new video "How to set up an iftar dinner" starring Haroon Azar from 
DHS/NPPD to the Home and Iftar Dinner page and also created a Blog 
entry. Ramadan begins Friday, July 20 and ends on Saturday, August 18. Iftar 
dinners provide great opportunities to do community outreach. We hope to 
produce more videos in the future and will look to our CE-DRC members as 
interviewees! 
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* DHS/CRCL is holding a Somali Cultural Training Session on July 18 in Seattle, 
WA. 
* DHS/CRCL will participate in USPAK Foundation Annual Youth Leadership 
Conference in Washington, DC from July 8 - 11. 
* The Global Counterterrorism Forum (GCTF) Victims of Terrorism Conference 
will be held in Madrid, Spain from July 9 - 11 
* On September 12 and 13, 2012, NCTC will host a two day gathering of the 
CVE/Community Engagement community of interest. Participants will include a 

Sender:Cb>(6) 

Recipient: 

Page 4 of 6 



DHS-001-425-007358

(b)(6) 

Page 5 of 6 



DHS-001-425-007359

(b)(6) 

Sent Date: 2012/07/03 10:59:51 

Delivered Date: 2012/07/03 11:00:01 

Page 6 of 6 



DHS-001-425-007360

From: 1')(6) 

To: 

Page 1 of 6 



DHS-001-425-007361

(b)(6) 

Page 2 of 6 



DHS-001-425-007362

(b)(6) 

Subject: Community Engagement Online Resource Center (CE-ORC) · Weekly Updates (July 23) 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center atwww.communityengage.net<http://www.communityengage.net/>. I 
added the links so you can go directly to the page or article of interest without 
having to look for it from the Home page. A~er clicking the link, you will first be 
required to sign in to the website before it takes you to your desired page or 
article. 
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* Seamus Hughes from NCTC created the Blog "Statement by the President on 
the Occasion of Ramadan 
< https: //sites. goog le.com/ a/ com mun itye ngage. net/ engage/blog/statementbythep 
residentontheoccasionoframadan> ". The President released his statement on 
July 20, 2012. 
* Jenny Presswalla from NCTC created the Blog "US Government Hosts CVE 
Workshop for Law Enforcement in the National Capital Region 
< https: //sites. goog le. com/ a/ com mun itye ngage. net/ engage/blog/usgovern mentho 
stscveworkshopforlawenforcementinthenationalcapitalregion> ". DHS and NCTC, 
in collaboration with the D 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center at www.communityengage.net. 

* I added Countering Violent Extremism in the United States by Congressional 
Research Service (CRS) released in May 2012 to Publications of Interest. 
* I added Islamic Community Outreach by U.S. Attorney Peter F. Neronha 
(District of Rhode Island) to Best Practices. U.S. Attorney Neronha published 
Islamic Community Outreach to his Spring 2012 edition "Federal Notes" 
newsletter. 
* The LASO CVE Conference will be held in Los Angeles, CA on June 14. 
* DHS/CRCL will participate in American-Arab Anti-Discrimination Committee 
(ADC) National Convention from June 21 - 24. 
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If you have forgotten your login and/or password please send me an email and I 
will provide your login with a new temporary password. 

Have a great week! 

Very Respectfully, 

Lee A. Wilkinson 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center at www.communityengage.net. 

* "Beyond the Revolution" is the video highlighted this week from a recent 
Google Zeitgeist event with Farah Pandith, the State Department's Special 
Representative to Muslim Communities. Zeitgeist Minds is a collection of videos 
from Google's Zeitgeist events (https://zeitgeistglobal.appspot.com). 
* I added Promoting Good Campus Relations: Working With Staff And Students 
To Build Community Cohesion And Tackle Violent Extremism In The Name Of 
Islam At Universities And Colleges by the UK Department of Education and Skills 
released in December 2011 to Publications of Interest. 
* I began updating POC information in the different department/agency 
pages. Please validate your POC information and ensure I represented your 
department/agency description appropriately. 

Page 3 of 6 



DHS-001-425-007375

* The OHS CRCL/State Department CVE Community Engagement Exchange 
Program and Speaker Tour 

=~-------------------------, 
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Greetings! 

Here are the highlights of this week's updates (Feb 18-Mar 02) to the Community 
Engagement Online Resource Center (CE-ORC) at www.communityengage.net 
<http://www.communityengage.net/> . 

* Several posts were added to the Blog this week including "LA police say they 
don't spy on Muslims" added by Haroon Azar from DHS/CRCL detailed to the LA 
mayor's office. 
* The American Mosque 2011: Report Number 1 was added to the Statistics 
page and it highlights the rapid growth of mosques in America. I noticed 
yesterday morning that the Drudge Report (www.drudgereport.com) links to an 
article related to this document. 
* Alex Abboud added the recently released Norwegian CVE Strategy to the 
Norwegian CVE Strategy page under the National Strategies drop down menu. 
* Quintan Wiktorowicz, the Senior Director for Community Partnerships at the 
National security Staff, passed the article Building Trust Between Law 
Enforcement and Arab- and Muslim-American Communities to me from the DO 
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Greetings! 

Here are the highlights of this week's updates (Mar 03 - Mar 09) to the 
Community Engagement Online Resource Center (CE-ORC) at 
www.communityengage.net < http ://www.communityengage.net/> . 

* Renee McMahon posted notes from the CVE Community of Interest 
Conference to the Blog. The countering violent extremism (CVE) community of 
interest (COi) attendees spanned several Departments and Agencies, including 
the DHS, DOD, DOJ, FBI, State, Department of Energy (DOE), Department of 
Education (DoED), Department of Health and Human Services (HHS), Department 
of Treasury, US Institute of Peace (USIP), and US Agency for International 
Development (USAID). 
* I started building an interactive POC map that you will find under Gov't Points 
of Contact. It is still currently under construction but feel free to check it 
out. Depending on the browser version you are using, you may or may not be 
able to see it. I am continuing to work on it. Using a map is a great way to 
visualize al 
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Greetings! 

Here are the highlights of this week's updates (Mar 10 - 16) to the Community 
Engagement Online Resource Center (CE-ORC) at www.communityengage.net 
<http://www.communityengage.net/> . 

* Kareem Shora posted to the Blog "2012 DHS CRCL Community Engagement 
Section Roundtables" with a map of the roundtable locations throughout the US. 

* Added Robert "Bradrr Deardorff's Naval Postgraduate School thesis 
"Countering Violent Extremism: The Challenge and the Opportunity" and the white 
paper "Countering Violent Extremism: Scientific Methods & Strategies" to the 
Publications of Interest page. 
* Posted the article to the Blog, "Muslims question no-fly detention, other issues 
in meeting with Homeland Security advisers". This article ran in the press after 
Kareem Shara and Abdi Farah fielded questions and criticisms at a Portland, OR 
roundtable. 

* I've been updating POC pages and I'm almost finished. 

Did you know that you have the ability to make edits to ANY page on 
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Greetings! 

Here are this week's highlights from the Community Engagement Online Resource 
Center atwww.communityengage.net<http://www.communityengage.net/>. 

* Haroon Azar posted Somali Film Company Launches in Kenya to the Blog. 
* Jeremy Stem bier added the ADAMS Center Event Report to the Best Practices 
page. On April 13, 2012, the All Dulles Area Muslim Society (ADAMS) hosted an 
Internet Safety Workshop to teach parents about threats their children face 
online. Participants included NCTC's CVE Group, the FBI Washington Field Office 
(WFO), DHS/CRCL, the Loudon County Sheriff's Department, and Muflehun, a 
non-profit organization that works to educate communities about 
radicalization. The workshop was attended by approximately 100 parents. 
* Added John Brennan's "Ethics and Efficacy of the Presidents CT Strategy" 
speech to the Speeches & Testimony page and it is also featured on the Home 
page this week. Mr. Brennan's speech was delivered at the Woodrow Wilson 
International 
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Priority: Normal 

Type: Note 

Becca, Mike 

Please see below a message that will be transmitted to your respective Executive Secretariat, seeking 
clearance on the CVE Engagement Best practices document. 
This document is due to the White House National Security Staff as a due out from the Strategic 
Implementation Plan on Domestic Radicalization. 
Please review and add any best practices form HSAC, as it relates to CVE. 
Please contact me if I can be of assistance. 

Best, 

lrfan 

The National Engagement Task Force (NETF), co-led by DHS-CRCL and the DOJ Executive Office of U.S. 
Attorneys, is tasked by the Domestic Radicalization IPC to guide engagement activities designed to 
counter violent extremism, by helping to coordinate federal comm unity engagement efforts at the 
national level. The NSS has tasked the interagency, through the NETF, to develop and disseminate best 
practices in community engagement to local government officials, law enforcement, US Attorney's 
Offices, and fusion centers. 

As such, CRCL has drafted the attached document to describe best practices of engagement efforts 
conducted by OHS in an effort to counter violent extremism in the US. CRCL requests DH S's review of 
the attached draft Best Practices- Community Engagement to Counter Violent Extremism. 

CLEARANCE DUE NOON, WEDNESDAY, DECEMBER 19: 

Please provide clearance and (a) indicate your concurrence or "no comment", or (b) explain your 
comments, including specific textual changes where needed to address your comments. 

Silence will be construed as concurrence. 

For questions, please contact: 

lrfan Saeed 

Senior Policy Advisor 
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U.S. Department of Homeland Security 
Office for Civil Rights and Civil Liberties 
Washington, D.C. r)(6) 

BACKGROUND 

The White House led lnteragency Policy Committee {IPC) on Domestic Radicalization recently developed 
a strategic approach to countering violent extremism (CVE), entitled Empowering Local Partners to 
Prevent Violent Extremism in the United States. The Strategic Implementation Plan (SIP) to implement 
this approach to CVE outlines how the government will support and help empower American 
communities and their local partners in their grassroots efforts to prevent violent extremism. 

As the Strategic Implementation Plan for Empowering Local Partners to Prevent Violent Extremism in 
the United States {SIP) states, "Communication and meaningful engagement with the American public is 
an essential part of the Federal Government's work, and it is critical for developing local partnerships to 
counter violent extremism." Engagement and outreach initiatives are directed towards a range of goals, 
including addressing grievances, protecting civil rights, building trust with law enforcement agencies, 
and promoting integration and community resilience. Active engagement also undermines key 
recruiting narratives used by violent extremist groups, including al-Qa'ida, and its affiliates. 

The SIP details three broad objectives: 
1. Enhance federal engagement with and support to local communities that may be targeted by 
violent extremists 
2. Build government and law enforcement expertise for preventing violent extremism 
3. Countering violent extremist propaganda while promoting our ideals 

The National Engagement Task Force is charged by the SIP with the following responsibilities: 
Coordinating federal engagement efforts with communities targeted by violent extremist radicalization; 
working with departments and agencies to increase their support to U.S. Attorney-led engagement 

efforts in the field; and disseminating regular reports on best practices in community engagement to 
U.S. Attorneys' Offices, law enforcement, local government officials, and fusion centers. 

NETF meetings are regularly attended by representatives from the Federal Bureau of Investigation, State 
Department, Treasury Department, National Counterterrorism Center, Department of Health and 
Human Services. Other components of DHS and DOJ, including United States Attorneys, also regularly 
participate. 

S d 
Saeed Irfan <(b)(6) 
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Legislative Text (Relevant Language) 

SEC. 543. 
(a) For an additional amount for emergent threats from violent extremism and from complex, 
coordinated terrorist attacks, $50,000,000 to remain available until September 30, 2017. 

(b) Funds made available in subsection (a) for emergent threats may be transferred by the 
Secretary of Homeland Security between appropriations for the same purpose, notwithstanding 
section 503 of this Act. 

(c) No transfer described in subsection (b) shall occur until 15 days after the Committees on 
Appropriations of the Senate and the House of Representatives are notified of such transfer. 
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1) Joint Explanatory Statement to Legislative Text (Relevant Section) 

Responding to Emergent Threat~ from Violent Extremism 

A general provision in title V ofthi~ Act provide~ S50,000,000 fi.1r emergent threat~ from 
violent extremism and from complex, coordinated terrorist attacks, and allO\vs the 
Secretary to transfer such funds betv,,een appropriations after notifying the Committees 
15 days in advance. Within these funds, not more than $ l 0,000,000 is for a countering 
violent extremism (CVE) initiative to help states and local communities prepare for, 
prevent, and rc~pond to emergent threats from violent cxtrcmi~m; not lcs~ than 
$39,000,000 i~ fi.1r an initiative to help ~tatc~ and local government~ prepare for, prevent, 
and respond to complex, coordinated terrorist attacb with the potential for ma~s 
casualties and infrastructure damage; and not less than $1,000,000 shall be for expanding 
or enhancing the Joint Counterterrorism Av,'areness Workshop Series, \vhich brings 
together federal, state, and local governments, and the private sector to help regions 
improve their counterterrorism preparedness posture, including the ability to address the 
threat of complex terrori~t attaeb. 

All funds under the CVE initiative shall be provided on a competitive basis directly to 
states, local governments, tribal governments, nonprofit organi/.ations, or institutions of 
higher education. Eligible activities for the CVE initiative shall include, but not be 
limited to, planning, developing, implementing, or expanding educational outreach, 
community engagement, ~ocial service program~. training, and exerci~es, as well as other 
activities a~ the Secretary determines appropriate. Exi~ting program~ should be utilized 
wherever practical. Eligible activitie~ for the initiative related to complex coordinated 
terrori~t attacks ~hall include, but not be limited to, planning, training and exercise~ to 
support plans, and other activities the Secretary detennines appropriate, consistent with 
this statement. 

Not later than 45 day~ after the date of enactment ofthi~ Act, the Department shall brief 
the Committees on plam fi.1r execution of the initiatives, to include timclines, goals, 
metrics, and how the \\1hole of Community will be included. 
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Executive Summary

President Donald Trump’s animosity towards Muslims is well documented. During his campaign, he 
often expressed suspicions about American Muslims, called for greater surveillance of their mosques and 
communities, and refused to rule out forced registration of Muslims in government databases.1 Within a 
week of taking office, he fulfilled his campaign promise to institute a "Muslim ban," issuing an executive 
order temporarily barring people from seven Muslim-majority countries from entering the United States 
and halting the Syrian refugee program. Two federal courts halted implementation of the order, relying 
in part on his calling for a ban on Muslims entering the country.2 Trump transition officials have also 
signaled the administration's intent to target American Muslims in other ways. They have floated the idea 
of renaming the Department of Homeland Security's Countering Violent Extremism (CVE) program 
“Countering Radical Islam or Countering Violent Jihad,” to make clear it will target only American 
Muslims.3 Reports suggest that such a change is imminent.4 New DHS Secretary John Kelly is conducting 
a review of the program which will determine its final contours.5  Four groups previously awarded over 
$2.2 million in federal dollars to work on CVE projects aimed at Muslim communities worried by the 
new administration's statements have stated that they will decline the funds, and others may follow suit.6  

Regardless of whether CVE is called Countering Radical Islam or not, the programs initiated under 
this rubric by the Obama administration — while couched in neutral terms — have, in practice, 
focused almost exclusively on American Muslim communities. This is despite the fact that empirical 
data shows that violence from far right movements results in at least as many fatalities in the U.S. as 
attacks inspired by Al Qaeda or the Islamic State.7 CVE not only stigmatizes Muslim communities 
as inherently suspect, it also creates serious risks of flagging innocuous activity as pre-terrorism and 
suppressing religious observance and speech. These flaws are only exacerbated when CVE programs are 
run by an administration that is overtly hostile towards Muslims, and that includes within its highest 
ranks individuals known for their frequent and public denunciations of a faith that is practiced by 1.6 
billion people around the world.8

CVE has been part of the conversation about counterterrorism for over a decade, but the approach 
became more prominent in the United States starting in 2011, when the White House issued its 
“National Strategy for Empowering Local Partners to Prevent Violent Extremism in the United States.” 
CVE aims to supplement law enforcement counterterrorism tactics such as surveillance, investigations, 
and prosecutions with a secondary set of prevention measures. Roughly speaking, these can be divided 
into three categories:

1.	 Initiatives focused on identifying American Muslims — especially young people — who 
have adopted “radical” or “extremist” ideas, or who supposedly exhibit signs of alienation 
and are therefore assumed to be at risk for becoming terrorists. These are frequently called 
intervention programs, and are supported by research grants aimed at identifying the 
predictive signatures of people who become terrorists.

2.	 Programs to fund or facilitate the provision of health, education, and social services to 
American Muslim communities, based on the theory that adverse economic and social 
conditions facilitate terrorism.
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3.	 The promotion of messages that the government believes will counter the propaganda 
of groups like ISIS, as well as monitoring and sometimes suppressing messages that the 
government believes foster extremism, including encouraging Internet companies to remove 
extremist or terrorist content from their websites and promote counter-messages.9

In 2014, the Department of Justice (DOJ) announced CVE pilot programs in Boston, Los Angeles, 
Minneapolis, and Montgomery County, Maryland. The Federal Bureau of Investigation (FBI) has 
launched its own initiatives and Congress has allocated $10 million for the Department of Homeland 
Security (DHS) Office of Community Partnerships to distribute in grant funding. These funds were 
awarded in the waning days of the Obama administration to a mix of 31 police departments, academic 
institutions, and non-profit groups.10 

CVE proponents often present the strategy as a “soft” approach, which aims to divert at-risk American 
Muslims away from terrorism. A central goal of the Obama administration was to develop partnerships 
between the government and Muslim civil society to identify individuals at risk of terrorism and 
conduct interventions, which could include counseling, mentoring, or mental health treatment. The 
aim may be laudable, but CVE’s negative consequences outweigh any assumed and unproven benefits. 

Many CVE programs label people as potential terrorists using disproven criteria and methods. The first 
is that extremist ideology is a precursor to, and driver of, terrorism. While this proposition has some 
intuitive appeal, it has been disproven by decades of empirical research. Many people hold views that 
can be described as “extreme” and never act violently; the reverse is also true. 

The second disproven premise underlying CVE is that there is a predictable path toward terrorism, and 
that potential terrorists have identifiable markers. This notion has also been repeatedly debunked by 
empirical findings acknowledged by the White House and various law enforcement agencies. Yet CVE 
programs run or sponsored by the government continue to use unscientific lists of markers or signs in 
a misguided effort to identify individuals who are supposedly on their way to becoming terrorists. This 
overly broad approach creates a grave risk that people who have nothing to do with terrorism will be 
labeled potential threats, particularly because schoolteachers and social service and healthcare providers 
who come into contact with young Muslims, but have no law enforcement or intelligence experience, 
are expected to make these determinations. 

CVE intervention programs are framed as community-led efforts to counsel young Muslims. In practice 
they are mostly led, funded, and administered by law enforcement agencies, including the Departments 
of Justice and Homeland Security, U.S. Attorney’s Offices, the FBI, and state and local law enforcement 
agencies. The involvement of these agencies increases the likelihood that these programs will act as a 
vehicle for intelligence reporting about people and organizations in CVE-targeted communities who 
have been identified as terrorism risks based on disproven indicators. Publicly available information 
about these programs does not include rules preventing the entities that receive funding for, or 
participate in, CVE programs from sharing information with the FBI and police. 

It is unlikely that either new or existing CVE programs will carry tangible security benefits. Channeling 
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law enforcement resources into investigating people based on a potpourri of unproven indicators isn’t 
likely to snare criminals, but rather to draw scrutiny to individuals whose speech or beliefs are outside the 
mainstream. In addition, these programs risk damaging critical relationships between law enforcement 
and Muslim communities, further undermining the goal of preventing terrorism.

These risks are far from theoretical. The United Kingdom has used a similar approach, which has 
resulted in thousands of people, including children, being wrongly identified as potential terrorists. 
The U.K.’s CVE program is widely perceived as targeting Muslims, particularly their political views; 
and has resulted in widespread suspicion of government among British Muslims. Top officials in the 
government have called for its review or dismantling.

Finally, by targeting extreme or radical viewpoints — either by identifying political views as potential 
indicators of terrorism, or by seeking to suppress them online — CVE programs restrict discourse 
and debate. This not only undermines First Amendment values, but also drives terrorist narratives 
underground, where they are harder to challenge. 

This report aims to trigger a much-needed course correction by highlighting the risks of CVE programs. 
It recommends a shift away from CVE to a framework that focuses on viewing American Muslims as 
a source of strength rather than suspicion. The report makes six recommendations, which should be 
implemented by the responsible federal, state, and local agencies.

First, counterterrorism and law enforcement officials should focus on what has been proven to 
work, rather than trying to identify pre-terrorists based on disproven criteria. This means vigorously 
investigating any suspicion of criminal activity, a tactic that has a proven track record of leading to 
counterterrorism successes. Communities should feel comfortable sharing information when they 
suspect criminal activity, rather than pressured to detect nebulous markers of radicalization.

Second, although American Muslims have a strong record of assisting law enforcement, these 
relationships have been frayed by 15 years in which their communities have been the primary focus 
of counterterrorism efforts, most recently by CVE. To increase mutual trust, government agencies 
should reset engagement efforts with American Muslims to cover a broad range of issues, rather than 
focusing resources on contentious counterterrorism programs. Law enforcement officers should not 
lead engagement efforts and there should be strict protocols for the sharing of information gathered in 
the course of community outreach.

Third, to the extent that the federal government continues to conduct or provide funding for CVE 
programs, it should ensure that the agencies running CVE programs, as well the groups and agencies 
that receive federal dollars, have in place public and robust safeguards against the manifest risks posed 
by these programs before they are implemented. 

Fourth, while there is no evidence to suggest that providing funds for social and educational programs 
helps prevent terrorism, these initiatives are generally beneficial and could be continued. However, to 
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avoid the risks associated with CVE, these programs should be conducted outside the counterterrorism 
and law enforcement umbrella, and include safeguards to prevent them from turning into vehicles for 
intelligence gathering.

Fifth, with respect to CVE measures relating to the Internet — i.e., monitoring and removal of content 
and counter-messaging — this report recommends greater transparency and the development of 
procedural safeguards. 

Finally, government funding of terrorism research should adhere to scientific protocols, measure the 
effectiveness of CVE programs, and pay close attention to their impact on community relations and 
constitutional norms.

Even if the federal government pulls back from its active sponsorship of CVE or renames it to make 
clear that the target is “radical Islam,” the infrastructure for these programs has already been developed 
at the local level. It is therefore critical that government agencies, particularly at the state and local levels, 
heed the recommendations set out above and dismantle, or at the very least substantially reconfigure, 
their CVE programs.
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CVE Takes Center Stage

While the ideas underlying CVE have been around for years, the approach became an increasingly 
prominent part of U.S. counterterrorism policy since 2011. 

A.  White House CVE Strategy and Plans

In August 2011, President Obama unveiled the “National Strategy for Empowering Local Partners to 
Prevent Violent Extremism in the United States” (White House CVE Strategy),11 which was followed 
by an implementation plan (2011 White House CVE Implementation Plan).12 The latter was updated 
in October 2016 (2016 White House CVE Implementation Plan).13  

The first plank of Obama’s White House CVE Strategy was “enhancing [f ]ederal engagement with 
and support to local communities targeted by violent extremists.”14 While CVE was framed without 
reference to a particular group or ideology, President Obama’s introduction to the document suggests 
that American Muslims are the primary target.15 Indeed, the Brennan Center’s research shows that 
the bulk of these initiatives, as well as the pilot programs discussed later in this report, are focused on 
American Muslims.16 The aim of the strategy was to leverage post-9/11 outreach efforts designed to 
foster better relations between law enforcement and Muslim communities to encourage them to work 
with law enforcement to identify potential violent extremists and develop intervention strategies.17 
This goal was highlighted in the White House 2016 CVE Implementation Plan and in the DHS 
implementing grant program, both of which explicitly envision support for interventions.

Research on CVE was the second plank of the strategy,18 in order to develop training for communities 
and government “about how people are radicalized to accept violence, and what has worked to prevent 
violent extremism.”19 The 2016 CVE Implementation Plan included an additional emphasis: making 
such research more easily accessible to the public in order to inform CVE programs.20

The final goal was to develop methods to counter internet propaganda that promotes violent extremism.21 
This included monitoring social networking sites that advance violent extremist narratives and refuting 
their messages.22 The 2011 White House CVE Implementation Plan acknowledged that the latter 
was the “most challenging area of work, requiring careful consideration of a number of legal issues, 
especially those related to the First Amendment.”23 

Obama’s CVE Strategy recognized the risks posed by this approach and put forward broadly worded 
principles aimed at ameliorating them. These included the need to protect civil rights and civil liberties 
and to ensure that the government did not “stigmatize or blame communities because of the actions 
of a handful of individuals,” as well as the admonition that strong religious beliefs and opposition to 
government policy should not be confused with violent extremism.24 Yet, despite repeated requests 
from civil rights and community organizations, the Obama administration never provided information 
on how these principles would be implemented.25 

I.
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The 2016 White House CVE Plan acknowledged community opposition, noting that “some have 
expressed fear of stigmatization and general distrust regarding CVE efforts, specifically citing 
community engagement as being carried out for purposes of law enforcement investigations or 
intelligence collection.”26 In response, the plan noted that investigation and intelligence collection are 
“not the goal of CVE efforts” and that “[p]rotection of individual privacy and freedom of expression … 
will be woven into all efforts.”27 Agency lawyers would “analyze potential privacy, civil rights, and civil 
liberties considerations” for federal CVE programs. But there is no indication that assessments will be 
made public or that federally-funded programs run by state and local agencies or non-governmental 
organizations (which make up a significant portion of these efforts) will be evaluated.28 Indeed, as 
discussed later in this report, there is little evidence that such assessments have been undertaken or that 
protections have been incorporated into either the FBI’s CVE initiatives or the pilot programs funded 
by the federal government.29

B.  Action by Congress and Federal Agencies

An inter-agency CVE task force was established in early 2016, led by the Justice Department and 
DHS.30 A few months earlier, DHS established an Office of Community Partnerships, with the stated 
mission of countering violent extremism,31 which recently issued its own CVE strategy (2016 DHS 
CVE Strategy). The guiding principles of the strategy state that “[i]ntelligence and law enforcement 
investigations are not part of CVE activities,” and that “[p]reservation of individual liberty, fairness, 
and equality under the law and respect for civil rights, civil liberties, and privacy are fundamental to 
CVE.”32 

Funding for CVE has also increased. Because grants for these programs flow through several different 
agencies and programs, and may not even be designated as CVE, it is not possible to get a complete 
picture. For the last few years, the government dedicated between $3 million to $4 million annually 
of the National Institute of Justice’s budget for research aimed at understanding what leads individuals 
to terrorism.33 In addition, DHS’s newly-created Office of Community Partnerships was allotted $13 
million, of which $10 million was earmarked for grants “to help states and local communities prepare 
for, prevent, and respond to emergent threats from violent extremism.”34 CVE dollars may also be 
available through other sources, such as the Office of Community Oriented Policing Services at the 
Justice Department, which funded a program in Montgomery County, Maryland in 2014.35

The request for grant proposals from the DHS Office for Community Partnerships recognized the need 
to ensure that CVE programs do not “infringe on individual privacy, civil rights, and civil liberties.”36 
Those seeking grants were required to “describe any potential impacts to privacy, civil rights, and civil 
liberties and ways in which applicants will protect against or mitigate those impacts and administer 
their program(s) in a nondiscriminatory manner.”37 Applications that did not appropriately protect 
civil rights and civil liberties would not be eligible for grants.38

On January 13, 2017, days before Obama left office, DHS released the list of 31 CVE grant recipients, 
which includes the broad categories into which they fall.39 Approximately $2 million was allocated for 
“developing resilience.”40 About the same amount was earmarked for training and engagement activities 
and on intervention programs each, while about $2.7 million is allocated to challenging the narrative. 

DHS-001-425-007419



COUNTERING VIOLENT EXTREMISM   |  7

Exporting CVE to the World

The U.S. has been a vocal proponent for CVE at the U.N. In 2014, it sponsored a Security Council 
resolution requiring governments to take action against foreign fighters, which included a section 
on CVE.41 Although the resolution neither defined violent extremism nor affirmatively stated that 
it leads to terrorism,42 it nonetheless elevated CVE as an essential part of addressing terrorism and 
asked states to take measures to combat violent extremism.43

President Obama placed his personal imprimatur on these efforts, putting in a rare appearance at 
the meeting that approved the resolution on foreign fighters. In February 2015, President Obama 
brought together high-ranking officials from 70 countries for a three-day summit on CVE.44

The U.S. has also led efforts to embed CVE in the U.N.’s human rights institutions, sponsoring 
a resolution at the U.N. Human Rights Council.45 The passage of the resolution was contentious, 
necessitating a rare vote in the Council.46 Four of the original sponsors — Ireland, the Netherlands, 
Norway, and the United Kingdom — withdrew their support after its passage because of concerns 
about changes made during the floor debate.47 

In December 2015, the U.N. Secretary General issued a Plan of Action to Prevent Violent Extremism, 
which positioned CVE as a human rights-focused alternative to security-based counterterrorism 
approaches.48 Critics have noted that, like U.N. resolutions on CVE, the plan does not define 
“violent extremism,” fails to present convincing evidence of the causes or “drivers” of “violent 
extremism,” and “despite these threshold failings, … nonetheless prescribes a host of programmatic, 
political, and institutional actions with significant implications.”49

U.N. human rights experts have raised concerns about the impact of CVE. In 2016, Ben Emmerson, 
the Special Rapporteur for Counterterrorism and Human Rights, issued a report highlighting the 
conceptual weaknesses of the CVE framework and cautioned that the approach jeopardizes anti-
discrimination norms, freedom of expression, freedom of movement, and securitizes the protection 
of human rights in undesirable ways.50 In their annual Joint Declaration in May 2016, the United 
Nations Special Rapporteur on Freedom of Expression, David Kaye, and his counterparts from the 
African Commission on Human and Peoples’ Rights, the Inter-American Commission on Human 
Rights, and the Organization for Security and Co-operation in Europe, also raised concerns that 
CVE programs “risk undermining freedom of expression.”51 Kaye warned that: “efforts to counter 
‘violent extremism’ can be the ‘perfect excuse’ for democratic and authoritarian governments around 
the world to restrict free expression and seek to control access to information.”52

A final tranche of a little over $1 million was awarded to “building capacity” of community-level non-
profit organizations active in CVE. As of this writing, four groups awarded funds have stated that they 
will decline the funding in light of the Trump administration’s apparent antipathy to Muslims, while 
one other has stated that it will do so if the framework for the program is changed to combating radical 
Islam rather than violent extremism generally.53
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It is impossible to evaluate the actual programs being funded because grant applications have not been 
made public; we also do not know whether they have incorporated adequate non-discrimination and 
civil rights and civil liberties protections. Two points about the grants are, however, worth noting. First, 
almost one-third of the funding will go to police and public service agencies and policing research 
institutions, underlining the central role of law enforcement in CVE. Second, of the non-profit groups 
providing services to communities and individuals, groups focusing on Muslims were awarded almost 
80 percent of funding.54 A notable exception is the allocation of $400,000 to Life After Hate, a group 
run by former members of the “American violent far-right extremist movement,” which is known for its 
work in counseling individuals who wish to leave these movements.55 An important distinction between 
Life After Hate and the intervention programs targeted at Muslim communities is that the group assists 
those who have self-identified as belonging to violent extremist movements with disengagement, and 
not on identifying pre-terrorists.56
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CVE’s Shaky Foundations

CVE programs are built on two shaky premises. The first is that extremist ideology is a precursor to, 
and driver of, terrorism. While this proposition has some intuitive appeal, it has been disproven by 
decades of empirical research. Many people hold views that can be described as “extreme” and never act 
violently; the reverse is also true. The second premise is that there is a predictable path toward terrorism 
with clear markers that can be used to identify potential terrorists. This notion has also been repeatedly 
debunked by empirical research.

Below, we detail what empirical research tells us about how people become terrorists. In the next 
section, we explain how the U.S. government’s CVE framework departs from these findings. 

A.  Extremist Beliefs Do Not Cause Terrorism 

Extreme or radical views are often assumed to lie at the heart of terrorism. But evidence shows that 
the overwhelming majority of people who hold radical beliefs do not engage in, nor support, violence. 
Prominent counterterrorism experts sum up what the research shows:

•	 Prof. Randy Borum, University of South Florida: “A focus on radicalization … risks implying 
that radical beliefs are a proxy — or at least a necessary precursor — for terrorism. We know 
this not to be true. Most people who hold radical ideas do not engage in terrorism, and many 
terrorists — even those who lay claim to a ‘cause’ — are not deeply ideological and may not 
‘radicalize’ in any traditional sense.”57

•	 Prof. John Horgan, Georgia State University: “The idea that radicalization causes terrorism 
is perhaps the greatest myth alive today … the overwhelming majority of people who hold 
radical beliefs do not engage in violence [and] there is increasing evidence that people who 
engage in terrorism don’t necessarily hold radical beliefs.”58

•	 Prof. Andrew Silke, University of East London: “The evidence isn’t there to say ideology is 
the prime reason why people are becoming terrorists, and yet ideology is the foundation on 
which the counterterrorism effort is built. … That is a mistake.”59

•	 Dr. Marc Sageman, former CIA Officer: “[I]deology is commonly blamed for this turn to 
violence … [b]ut my interviews with terrorists in the name of Islam showed me that they 
were not ideologues and, indeed, did not understand much about their ideology … there 
are big problems with the ideology thesis. It is not a necessary condition to becoming a 
terrorist.”60

These views are supported by a multitude of empirical studies, several of which were funded or 
conducted by governments, including those of the United States and the United Kingdom.61 

II.
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Even the FBI acknowledges the difficulty of pinpointing the role of ideology in terrorism. In 2011, 
the Bureau analyzed 57 terrorism plots62 to evaluate the impact of Anwar al-Awlaki, the high-
profile American-born cleric who was killed by a drone strike in Yemen.63  He is widely considered 
the “inspiration” for several terrorist attacks, including the 2005 London subway bombings and the 
attempted 2010 Times Square bombing.64 The FBI concluded:

	 It is difficult to quantify the degree to which Islamist materials and ideologues — such as 
Anwar al-Aulaqi (US Person), Abdullah e-Faisal, and Feiz Muhammed, all of whom appeal to 
English-speaking audiences — played a part in the radicalization of the persons included in this 
assessment. … While Internet personalities are often cited as a source of radicalization, factors 
outside the scope of this assessment — such as social environment and personal psychology 
(how a person processes both external and internal messaging) — were also influential.65

The FBI’s assessment hints at the difficulty in predicting who will become a terrorist, a topic explored 
in the next section. 

B.  No “Terrorist Profile” or Tell-Tale Signs of Terrorism

Western governments have spent millions trying to find a predictable trajectory that leads someone 
to terrorism or the tell-tale signs of a potentially violent actor. While the search continues,66 empirical 
analysis has produced two definitive conclusions:  

•	 There is no fixed profile of a terrorist. The process by which a person embraces violence is 
dynamic and involves an array of personal, social and political factors that interact with each 
other in complex, individualistic ways.

•	 Precisely because it is a complex mix of factors that leads to terrorism, there is no predictable 
path to violence. It is simply impossible to reliably assess who will become a terrorist within 
a population and who will not.  

As detailed in the Brennan Center’s 2011 report, Rethinking Radicalization, law enforcement agencies, 
including the FBI and the New York City Police Department (NYPD), initially embraced a “religious 
conveyor belt” theory of how an individual becomes a terrorist. In essence, both agencies posited that 
there is a consistent, predictable pattern of stages of radicalization, which begins with the adoption of 
extremist religious beliefs.67 The notion of a religious or ideological “conveyor belt” with visible markers 
along the way has been thoroughly debunked.68 

Noted counter-terrorism scholar and former CIA officer Marc Sageman, summed up the state of research, 
stating: “[d]espite decades of research … we still do not know what leads people to engage in political 
violence. Attempts to discern a terrorist ‘profile’ or to model terrorist behavior have failed to yield 
lasting insights.”69 The original proponents of the theory, the NYPD and the FBI, have retreated from 
their positions. In 2016, the NYPD’s report on homegrown terrorism — which set out the conveyor 
belt theory — was removed from the department’s website as part of the settlement of a lawsuit about 
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the department’s surveillance of Muslims.70 The FBI’s Strategic Plan to Curb Violent Extremism goes 
even further. Obtained through a Freedom of Information Act request and never before published, it 
unambiguously states:  

	 There is neither one path or personality type, which is prone to adopting extremist views of 
exhibiting violent tendencies, nor is there a singular path or personality that leaves an individual 
vulnerable to others who may seek to impress these views or tendencies upon them. There are 
no individually unique behavioral changes for those who mobilize to violent extremism.71

Rather, according to the FBI, social science research has developed “numerous behavioral models 
outlin[ing] the dynamics and factors leading to violent extremism” and has come to the conclusion that 
“violent extremism is not a linear progression, but an evolving, dynamic situation involving numerous 
factors, catalysts, inhibitors, and mobilization variables.”72 

In sum, researchers agree, as does the FBI, that there are no unique signs of individuals who may be 
likely to commit terrorism.
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�U.S. Government CVE Model Not Supported By Empirical Research 

There is a deep disconnect between counterterrorism researchers who believe that “we are no closer to 
answering our original question about what leads people to turn to political violence” and government 
agencies that recognize this reality, but nonetheless promote CVE programs which assume that that 
there must be ways to identify people who might become terrorists.73 CVE relies on community partners 
— such as schools, social workers, and religious leaders — to pinpoint such individuals. But experience 
has shown that even trained law enforcement professionals with access to secret intelligence and state-
of-the-art analytics have difficulty predicting who might become violent in the future.

Additionally, CVE undermines the social compacts and trusting relationships school teachers, social workers, 
and religious figures require to effectively serve communities. This is because CVE programs are often run 
by, or in close cooperation with, law enforcement officials, without safeguards to prevent the exchange of 
confidential information. This means that personal details about people identified as potential terrorists — on 
the basis of disproven indicators — can easily be shared with law enforcement agencies, essentially resulting 
in a system of soft surveillance and reporting by entities that are traditionally bound to confidentiality. People 
will withhold information from doctors, counselors, social workers, and teachers if they think they will 
report their conversations to the police.

This approach is also unlikely to contribute to safety. CVE programs will result in the reporting of large 
numbers of people who have nothing to do with terrorism and the diversion of law enforcement resources 
from more fruitful pursuits. Moreover, CVE has been counterproductive; it is sowing distrust of government 
in the very American Muslim communities that have been strong partners in counterterrorism efforts.

III.

What is Violent Extremism?

The White House CVE Strategy states that violent extremists are “individuals who support or 
commit ideologically-motivated violence to further political goals.”74 Similar definitions are used 
by DHS,75 the FBI,76 and the National Counterterrorism Center.77 

This definition encompasses criminal activity, but is also broad enough to cover speech and beliefs. 
The 2011 White House CVE Plan states that its goal is to “prevent violent extremists and their 
supporters from inspiring, radicalizing, financing, or recruiting individuals or groups in the United 
States to commit acts of violence.”78 While financing or recruiting someone to commit violence is 
a criminal act, “inspiring” or “supporting” violence is not necessarily a crime. In the landmark case, 
Brandenburg v. Ohio, the Supreme Court upheld the right of a Ku Klux Klan member to voice 
support for racist violence. It found that constitutional guarantees to free speech apply even to 
“advocacy of the use of force or of law violation except where such advocacy is directed to inciting 
or producing imminent lawless action and is likely to incite or produce such action.”79 

The term “radicalizing” too, could include speech and ideas.80 In fact, as discussed later in this report, 
several CVE pilot programs list political viewpoints, such as concern about U.S. foreign policy or 
human rights abuses in the Middle East, as signs that someone might be on the path to violence.81
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A.  Discredited Ideological Markers; Vague Behavioral Indicators

The first post-9/11 models of radicalization, such as those put forward by the FBI and the NYPD, 
identified belief systems — particularly conservative interpretations of Islam, often described as “jihadi” 
or “salafi” ideology — as the key drivers of terrorism.82 Although these crude religious markers have 
been fully discredited by empirical research and have now been rejected by some of the very agencies 
that once put them forward, they remain influential in the terrorism discourse.83 They have been 
supplemented by more coded references to ideological viewpoints, such as concerns about U.S. foreign 
policy or the belief that West is at war with Islam. In addition, recent government documents suggest 
that American Muslims, particularly youth, who are “alienated,” “withdrawn,” or feel “unjustly treated” 
are at high risk of becoming terrorists. Table 1, which lists the various markers of vulnerability to 
terrorism identified by federal agencies and local CVE programs, demonstrates this evolution, as well 
as common themes. For purposes of comparison, the chart also includes the markers used by the U.K.’s 
CVE program, which, as will be discussed later, has had a significant influence on U.S. policy.84

The notion that concerns about U.S. foreign policy or feelings of alienation are markers of terrorism 
originates, in great part, from law enforcement studies seeking to identify commonalities among past 
terrorism cases.85 These are used to create checklists to identify those “at risk” of committing terrorism.86

While such analyses may be valuable as a post-mortem tool for law enforcement and researchers, they 
are not a useful predictive tool. Accepted social science methodology requires a comparison between 
behaviors and beliefs common to terrorists and a control group.87 As Sageman explains:

	 Any attempt to assess the validity of indicators or factors that might lead an individual to commit 
political violence would require a study including both (a) individuals who actually carried out 
acts of political violence, and (b) individuals (the control group) who are similar to the first set 
in all respects except that they did not engage in violence. Use of a control group is critically 
important because it is only by a comparison with this control group, in which the indicator of 
actual violence is absent, that one can make the argument that other indicators specific to the 
subject group are valid. In short, a control group helps to lower the probability of generating a 
false positive, that is, falsely identifying someone as a future terrorist when he is not.88	

Sageman also noted that in his three decades of experience studying terrorism, he observed a “repeated 
failure within the government to employ basic scientific principles, such as the use of a control group, to 
test the specificity and validity of terrorism-related measures.”89 The Brennan Center’s own research bears 
out this conclusion. 

While most government studies remain secret, The Intercept published a 2014 National Counterterrorism 
Center (NCTC) document entitled “Countering Violent Extremism: A Guide for Practitioners and 
Analysts,” which contains a rating system for risk of violent extremism.90 The guide suggests that individual 
American Muslims — not suspected of any wrongdoing — be evaluated on a range of measures, such 
as expressions of hopelessness, sense of being unjustly treated, general health, and economic status. Of 
course, these traits are not predictive of violence and would raise no suspicion if found in non-Muslims. 
It is not known whether the NCTC guidance has been used in practice. However, a similar NCTC 
document, “Radicalization Dynamics: A Primer,” has been used in training by Los Angeles police,91 and 

DHS-001-425-007427



COUNTERING VIOLENT EXTREMISM   |  15

Table I: Terrorism Indicators Identified by Government Agencies and Programs

Date Source Indicators 

2006 FBI92 •	 Isolation from former life;
•	 Wearing traditional Muslim attire, growing facial hair; 
•	 Frequent attendance at mosque or prayer group;
•	 Travel to a Muslim country;
•	 Increased activity in a pro-Muslim social group or political cause. 

2007 New York City Police 
Department93

•	 Giving up cigarettes, drinking, gambling, urban hip-hop gangster clothes;
•	 Wearing traditional Islamic clothing, growing a beard; 
•	 Involvement in social activism and community issues;
•	 Reading religious scripture;
•	 Showing unusual maturity and seriousness.

2011 Los Angeles Police 
Department94 

•	 Strong need to join a social group, psychiatric disorders;
•	 Pattern of violent behavior;
•	 Outrage over U.S. or western foreign policy;
•	 Perceived glory of fighting for a cause;
•	 Interest in adventure and action.

2014 National 
Counterterrorism 
Center95 

•	 Perceived economic stress;
•	 Sense of being unjustly treated;
•	 Low trust in institutions and law enforcement; 
•	 Expressions of hopelessness and futility; 
•	 Lack of access to healthcare and social services;
•	 Isolation from friends, family, community;
•	 Personal ties to other violent extremists;
•	 Concerns about anti-Muslim discrimination;
•	 Foreign policy concerns relating to U.S. operations in Iraq and Afghanistan, 	

Israel’s treatment of Palestinians and others.

2015 Montgomery County96 •	 Ideology, beliefs, and values: notion that West poses a threat to group, bifurcated world 
view of “us v. them,” justifying violence;

•	 Psychological factors: PTSD, mental illness, search for purpose or adventure;
•	 Sociological motivators: alienation, acculturation problems, marginalization, 

discrimination, kinship ties;
•	 Political grievances: human rights abuses, lack of political rights and civil liberties, 

corruption, conflict and foreign occupation;
•	 Economic factors: unemployment, relative deprivation, financial incentives.

2015	 “Don’t Be a Puppet,”97 
FBI online game for high 
school students

•	 Personal need for excitement, power, purpose, importance, and achievement; 
•	 Fears and frustrations such as social alienation and anxiety.

2015 Minneapolis CVE 
Framework98

•	 Disaffection;
•	 Disconnect between youth and religious leaders;
•	 Internal identity crises;
•	 Community isolation;
•	 Lack of opportunity, including high unemployment, lack of activities for youth, and few 

mentors.

2015 Boston CVE 
Framework99

•	 Feeling isolated and alienated
•	 Frustration at U.S. policy and events around the globe.

2015 United Kingdom
Prevent Strategy100

•	 Feelings of grievance and injustice;
•	 A desire for political or moral change;
•	 Over-identification with a group or ideology;
•	 "Them" and "us" thinking;
•	 Being at a transitional time of life.
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likely other law enforcement agencies as well.101 These themes are also found in NCTC briefings aimed at 
training communities to identify violent extremists.102 Two such community awareness briefings state that 
“common steps toward violent extremism” include experiences of “alienation, racism, blocked social mobility, 
humiliation.”103 They suggest a linear progression from concerns about U.S. aggression against Muslims, to 
the view that the “U.S. is at war with Islam,” to an embrace of violence as the appropriate response.104

In sum, U.S. policymakers, while acknowledging that there are no tell-tale signs of who is likely to 
become a terrorist, nonetheless promote an approach that maintains that likely terrorists come with 
visible flags. Although the newer checklists tend to avoid obvious religious stereotypes, these are replaced 
with subjective personality assessments and evaluations of political beliefs. Empirical research does not 
support the use of these as predictive of terrorism. 

B.  Enlisting Parents, School Teachers, and Mental Health Workers

Law enforcement agencies have long relied on Muslim communities to alert them to potential terrorist 
plots.105 However, CVE is not about reporting suspected crimes. In practice, it is about identifying 
Muslims as terrorism risks on the basis of common behaviors. President Obama’s National Security 
Adviser Lisa Monaco explained the approach at an April 2014 forum at Harvard’s Kennedy School:  

	 What kinds of behaviors are we talking about?  For the most part, they’re not related directly 
to plotting attacks. They’re more subtle. For instance, parents might see sudden personality 
changes in their children at home — becoming confrontational. Religious leaders might notice 
unexpected clashes over ideological differences. Teachers might hear a student expressing an 
interest in traveling to a conflict zone overseas.  Or friends might notice a new interest in 
watching or sharing violent material.106

Several of the behaviors identified by Monaco — personality changes and ideological differences with 
authority figures — are extremely broad and subjective and are present in many young adults.107 To 
support asking the families, friends, and teachers of young Muslims to watch out for pre-terrorist 
behavior,108 Monaco cited studies showing that in more than 80 percent of cases involving violent 
extremists, “people in the community — whether peers or family members or authority figures or even 
strangers — had observed warning signs a person was becoming radicalized to violence.”109 The 2016 
White House CVE Implementation Plan echoed this view.110  

Neither Monaco nor the White House provided references for these studies. However, two frequently 
cited examinations of lone wolf terrorism suggest that these offenders signal their intent to commit 
violence, either via social media or to family and friends. A 2014 review of 119 cases of known lone 
terrorists found: “In 82.4 percent of the cases, other people were aware of the individual’s grievance 
that spurred the terrorist plot, and in 79 percent other individuals were aware of the individual’s 
commitment to a specific extremist ideology. In 63.9 percent of the cases, family and friends were 
aware of the individual’s intent to engage in terrorism-related activities because the offender verbally 
told them.”111 Another study covered 98 cases between 1940 and 2013, concluding that roughly 80 
percent had broadcast their intent to commit a violent act through various means, including: social 
media, TV appearances, as well “statements to friends, family members, and mental health providers, 
transportation workers and police officers.”112 
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At first glance, these studies may appear to support CVE’s focus on training people to spot signs of 
terrorism. But the studies do not adequately take into account the phenomenon of “confirmation bias,” the 
tendency to interpret information that conforms to pre-existing viewpoints.113 Only in retrospect would 
changes in behavior — particularly subtle ones — appear consequential. There is also no data on all the 
cases where friends or family members noticed something “off” about someone but no violence resulted 
(i.e., there is no control group). As Professor John Horgan, the author of one of the studies referenced in 
the previous paragraph, has said, “[i]t’s not that easy to reverse-engineer violent extremism.”114 

Enlisting schoolteachers and other adults who are in contact with young people into CVE is of particular 
concern. Not only does it turn trusted adult role models into informants, the reporting process can 
become an outlet for anti-Muslim sentiment. There is no reason to believe, for example, that teachers 
are different from the rest of Americans, 61 percent of whom have a negative view of Islam, according 
to a 2015 Brookings poll. 115

Stereotypes about American Muslim children are not uncommon in schools. The case of Texas ninth-
grader Mohammed Ahmed is an extreme example, but illustrates the point. Last September, Ahmed, who 
lives in a Dallas suburb, brought a homemade digital clock to school to show to his engineering teacher. 
When the clock beeped in English class, Ahmed showed it to the teacher, who thought it looked like a 
bomb.116 Ahmed soon found himself questioned by police, handcuffed, and fingerprinted. His treatment 
provoked outrage from many quarters, including President Obama and Facebook’s Mark Zuckerberg.117 
Yet Ahmed is hardly alone. According to a 2015 study by the California Chapter of the Council on 
American Islamic Relations, 55 percent of 621 Muslim students said they had faced religion-based 
bullying118 (approximately twice the national average for school bullying).119 One in five students reported 
discrimination from a teacher, including 27 percent of female respondents who wore a hijab (headscarf ).120 
Another survey, conducted by a Montgomery County CVE program, found that 10 percent of Muslim 
students felt a teacher or school administrator had “treated them unfairly because they are Muslim.”121 

Teachers and psychologists have sounded the alarm about CVE. The nation’s second-largest teachers’ union, 
the American Federation of Teachers objected strongly to an FBI CVE program, describing it as “ideological 
profiling and surveillance” that would have “a chilling effect on our schools and immigrant communities, 
jeopardizing children’s sense of safety and well-being and threatening the security and sense of trust of entire 
communities.”122 Two psychologists writing in Psychology Today criticized CVE programs for asking mental 
health professionals to report young Muslims on the basis of unproven signs that someone might be on the 
path to violence.123 Professional ethics, they noted, already require them to take action if they know that 
someone is “imminently at risk of harming him/herself or others.” But CVE programs advocate reporting 
far beyond that standard, requiring mental health professionals to “spy on their patients, read minds, and 
predict the future.”124 

C.  CVE Programs Will Not Improve Public Safety

The unfounded and imprecise nature of the indicators used in CVE programs strongly suggests that 
they will result in large numbers of false positives. This effect is magnified by the rarity of domestic 
terrorist attacks. 

Terrorism expert Sageman offers the following hypothetical. Suppose the government has a tool to identify 
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potential terrorists based on certain types of 
information, which is 100 percent sensitive 
— i.e., it is associated with and can identify 
all potential terrorists who will actually 
carry out violent acts. The information is 
also exceptionally specific, and would result 
in only one error — i.e., one false positive 
— in 100 predictions. The accuracy of the 
hypothetical tool (which is far more accurate 
than anything found in real life) would 
depend on the number of terrorists in the 
population. If there were 100 terrorists in 
a population of one million people (a base 
rate of 1/10,000), the predictive tool would 
identify all 100 of them, because it is 100 
percent sensitive. However, because the tool 
is only 99 percent specific, for every hundred 
evaluations, it would make one error and 
thus falsely identify another 10,000 people 
as actual terrorists. In sum, even though the 
tool is near “perfect,” the probability that 
it would identify a person who is an actual 
terrorist is less than 1 percent.125 

The practical difficulty of predicting who 
will engage in violence is illustrated by 
recent cases investigated by the FBI. Omar 
Matteen (who killed 49 people at the Pulse 
night club in Orlando) and Tamerlan 
Tsarnaev (one of the perpetrators of the 
Boston Marathon bombing) were both 
investigated and questioned by the FBI. But 
the agents — who had counterterrorism 
expertise and access to intelligence databases 
— were not able to discern that they would 
later carry out attacks and ultimately closed 
down their investigations.126  

CVE efforts also undermine security by 
sowing division and distrust among American Muslim communities who are a vital source of information 
for law enforcement. Studies show that Muslims have provided information in between 33 to 40 percent of 
foiled U.S. terrorist plots.127  

Although under the Obama administration CVE was deliberately framed without reference to a 
particular ideology, one would be hard-pressed to find a CVE program directed at non-Muslims.128  

Can Anti-Gang Programs Serve as a Model for CVE? 

The White House CVE Strategy cites the Justice 
Department’s Comprehensive Gang Model as an 
inspiration for CVE.129 While a full-scale evaluation of 
gang prevention programs is beyond the scope of this 
report, a few facts suggest that these programs may not 
provide a sound model for CVE. 

First, the scope of gang violence is far greater than 
terrorism. There were approximately 30,000 active gangs 
in the United States in 2012, with roughly 850,000 gang 
members,130 and gangs are estimated to be responsible 
for as much as 90 percent of violent crime in some 
jurisdictions.131 By contrast, the annual number of 
terrorist incidents (of every stripe) in the U.S. in the last 
15 years totals in the low hundreds at most.132 Developing 
accurate predictive models for crime is difficult generally 
and near impossible with such low frequency. 

Second, the track record of gang reduction programs is 
mixed. The DOJ’s Comprehensive Gang Model failed 
in three of its six test sites and had “no measurable effect 
on the growth of gang membership.”133

Finally, like CVE, gang reduction programs 
disproportionately target minorities,134 while excluding 
predominantly white groups, such as motorcycle gangs 
and hate groups;135 they also use vague and ill-defined 
criteria for placing individuals on gang lists,136 which can 
subject them to sentencing enhancements for otherwise 
legal associations with “known gang members.”137 
Concerns about gang lists led to a California law requiring 
people to be informed before they are added to a gang 
database and a chance to challenge the designation.138 
Minority communities have also long feared that anti-
gang initiatives are a cover for intelligence collection.139 
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A 2016 survey of nearly 400 state, county, and municipal law enforcement agencies found that although 
they had serious concerns about anti-government extremism, not one “had a formal outreach program 
designed to counteract anti-government, racist, or other forms of violence.” 140 

Given this focus, it is hardly surprising that many American Muslims perceive these programs as 
stigmatizing, particularly since in the last 15 years, violence from individuals inspired by anti-government 
and neo-Nazi ideologies has resulted in many more fatalities in the U.S. than have al-Qaeda or Islamic 
State inspired attacks.141 Law enforcement’s central role in CVE and the history of surveillance of 
Muslim communities have raised concerns that these programs are a pretext for intelligence gathering.142  

Indeed, there is widespread acknowledgement, both among researchers and even the government, that 
American Muslims have serious concerns about CVE.143 Below are a few prominent critiques of the 
framework: 

•	 Yusufi Vali, Executive Director, Islamic Society of Boston Cultural Center: CVE “seems to 
reinforce the same stereotype that society holds of American Muslims: that they or Islam are 
inherently violent.”144

•	 Islamic Shura Council of Southern California, which represents 86 mosques and Muslim 
organizations in the greater Los Angeles area: CVE programs “will specifically target, stigmatize, 
and infringe upon the protected rights of Muslim community members in Southern California.”145 

•	 Muslim student groups at 27 colleges in California: CVE provides “reinforcement … to the 
stereotypes that Muslims are security threats, as well as the climate of fear the surveillance 
program will create, especially amongst Muslim youth.”146

•	 Forty-four Somali and Muslim groups from Minnesota, including the largest mosques in 
the state: “CVE is based on the premise that religion or nationality (Somali) determines an 
individual’s propensity towards violence. … It will further stigmatize and marginalize the 
Somali/Muslim community by treating all of its members as suspects and by holding an entire 
community responsible for the actions of others.”147 

•	 Council of American-Islamic Relations and 18 other American Muslim and Asian organizations: 
“CVE is likely to result in law enforcement targeting an individual based on his/her political 
opinion and exercise of religion. These are First Amendment protected activities which no 
government-sponsored programs should encroach upon. Law enforcement cannot be allowed 
to use them as a basis for action.”148

•	 Coalition of 27 civil liberties and community organizations including Muslim Advocates and 
the American-Arab Anti-Discrimination Committee: “The FBI and local law enforcement 
could feed information they gather in CVE and community outreach settings into ongoing 
surveillance and monitoring practices — including the demographic mapping of American 
Muslim communities, pressuring individuals to become informants and placing people on the 
No-Fly List and other watchlists based on loose standards.”149
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So unpopular is CVE among Muslims, that the very term is considered toxic.150 As a result, many programs 
have rebranded themselves. The Minnesota CVE initiative is now called “Building Community Resilience,” 
the Boston program is “Promoting Engagement, Acceptance and Community Empowerment” (PEACE), 
Los Angeles goes by Recognizing Extremist Network Early Warnings (RENEW), and Montgomery 
County calls itself Build Resilience Against Violent Extremism (BRAVE).151

D.  U.K. Experience Demonstrates Shortcomings of CVE

While formal CVE programs are still new in the U.S., the United Kingdom has used a similar approach 
for over a decade.152 The results show that thousands of people, including children, were wrongly 
singled out (false positives). The program is widely perceived as targeting Muslims, particularly their 
political views, and has resulted in widespread suspicion of government among British Muslims.    

The United Kingdom’s CVE program, called Prevent, launched in 2003. It initially focused on 
providing resources to Muslim communities for “integration and social cohesion” programs,153 but grew 
to encouraging teachers, doctors, and social workers to identify people “vulnerable” to extremism.154 
Those identified as at risk are evaluated by a panel to determine whether they need support — such as 
mentoring or guidance on theology, health, educational opportunities, and career guidance — in order 
to divert them from terrorism.155

As Table 1 shows, the Prevent vulnerability assessment criteria are very similar to those espoused by 
U.S. CVE programs.156 They too are empirically unproven, vague, and allow for bias and stereotypes 
to drive reporting. Of the 22 indicators listed in the U.K.’s “vulnerability assessment framework,” the 
vast majority is so capacious they could include almost anyone.  Some examples: feelings of grievance 
and injustice; a need for identity, meaning, and belonging; and a desire for political or moral change.157 
Sir David Omand, an architect of the U.K. program and the former head of the country’s signals 
intelligence agency, GCHQ, has conceded the lack of scientific basis for these criteria, noting that a 
study by the Security Service “concluded there was no discernible pattern that could be of operational 
use to separate those who might be vulnerable to radicalization from those of similar backgrounds 
who would not be.”158 More recently, the U.K.’s Royal College of Psychiatry questioned the research 
underlying the risk factors being used for referrals, noting that it had not been made public and 
subjected to scientific scrutiny.159 

In a sign that bodes ill for U.S. programs, of the nearly 4000 people identified as potential terrorists 
between 2007 and 2014, some 80 percent were unfounded.160 This means that thousands of people 
who had nothing to do with terrorism were referred to the police. Indeed, it is unclear whether even 
the remaining 20 percent had any connection to terrorism, because there is no publicly available 
information on these cases.161 Unsurprisingly, the U.K.’s CVE program is perceived by many Muslims 
as discriminatory and stigmatizing.162 

As detailed in separate 2016 reports from the Open Society Justice Initiative and the Institute of Race 
Relations, these concerns have been greatly exacerbated by the passage of the Counter-Terrorism 
and Security Act of 2015, which imposes a legal duty on local authorities, schools, social services 
departments, and even nurseries, to report those they believe to be vulnerable to being drawn into 
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terrorism (formerly, such reporting was encouraged but not required).163 The program has also become 
more explicitly focused on extremist speech and ideology rather than violence, with “extremism” defined 
as opposition to “fundamental British values.”164 The combination of compulsory reporting and this 
nebulous standard led to Muslim children being suspected of terrorism in the following situations:

•	 A 12-year old boy for playing a terrorist in drama class;165 

•	 A 17-year old boy who became more overtly religious; 166 

•	 A 14-year old boy who talked about “eco-terrorism” in class; 167  

•	 A teenage boy who came to school with leaflets promoting a boycott of Israel;168 

•	 A teenager who went to a peaceful protest against the Israeli deputy ambassador;169 and

•	 A two-year-old who sang an Islamic song and said “Allahu Akbar” (God is great).170 

Prominent British mosques have criticized the U.K.’s CVE approach as “ill-conceived and flawed 
policy” used to “spy [on] and denigrate the Muslim community and cause mistrust,” and called for its 
boycott.171 In a July 2015 open letter, 280 prominent academics, writers and activists wrote that the 
program “reinforces an ‘us’ and ‘them’ view of the world, divides communities, and sows mistrust of 
Muslims,” calling on the U.K. government to end the policy.172 In June 2016, the country’s National 
Union of Teachers passed a motion calling for the CVE effort to be scrapped because it causes “suspicion 
in the classroom and confusion in the staffroom.”173 As summed up by the UK’s Independent Reviewer 
of Terrorism Legislation, “the lack of confidence in aspects of the Prevent program[], particularly but 
not exclusively among Muslims, is undeniable.”174 

The net effect of CVE in the U.K., which has been exacerbated since the introduction of the statutory 
duty to report, has been to generate hostility and suspicion among Muslim communities, which is 
counterproductive. The former Chief Superintendent for London’s Metropolitan police summed up 
the problem: “you need a good relationship with the community for people to come forward with 
intelligence. If the community doesn’t trust law enforcement, they will be reluctant to share information 
vital for countering terrorism.”175 
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CVE in Practice 

While there is much talk about CVE principles, little is known about its practice. In the U.S., only 
a few programs have been mounted, many of which are in the early stages of implementation, and 
information about them is limited. In an effort to learn more, the Brennan Center filed several Freedom 
of Information requests, some of which are still pending.176

As noted, community-oriented CVE consists of two elements: 1) ensuring that Muslim communities 
have certain resources; and 2) identifying potential radicals and intervening before they become violent. 
While there is no particular evidence suggesting that after-school and mentorship programs contribute 
to reductions in terrorism,177 these types of programs, if properly structured to avoid law enforcement 
involvement, can offer concrete benefits to many underserved communities. Intervention programs, 
however, pose serious risks of labeling Muslims as terrorists on the basis of little more than conjecture, 
and offer little benefit from the perspective of either law enforcement or relevant communities.

A.  Federal Initiatives

In 2016 the FBI launched two initiatives aimed at enlisting civilians to spot individuals at risk of 
becoming terrorists. First, it published a CVE program for schools, warning principals about the 
“emerging trend” of young people “embracing violent radical ideologies.”178 Formally titled “Preventing 
Violent Extremism in Schools” (FBI CVE School Guidance), the guide states that young people “possess 
inherent risk factors making them susceptible to violent extremist ideologies or possible recruitment.”179 
In fact, the data shows that the number of people younger than age 18 involved in terrorism is tiny. Of 
the 101 people prosecuted for ISIS-related offenses up to mid-2016, only five were aged 18 or under.180 
Meanwhile, nearly 15 million students are enrolled in the nation’s high schools.181 

Contrary to the FBI’s own CVE Plan, which states there is no single path to becoming a terrorist,182 its 
guidance to schools embraces the notion that there is a “trajectory to radicalization.”183 According to the 
FBI CVE Plan, there are no “individually unique behavioral changes for those who mobilize to violent 
extremism.”184 In contrast, the School Guidance states that students “on the pathway to becoming 
radicalized or mobilizing, often exhibit behaviors or engage in communications, indicating support 
for extremist ideologies or highlighting future intentions.”185 While it disavows the use of profiles, the 
guidance urges schools to keep watch on students’ political views and identify those who are “curious 
about the subject matter” of extremism.186 Such an approach undermines educational institutions’ 
traditional role as environments where robust and open inquiry is nourished; instead placing them in 
the role of actively monitoring students’ political and religious views for signs of violent extremism.187

The FBI asks schools to stage “interventions” for students displaying “concerning” behaviors, which 
would involve school resource officers (who are law enforcement officers) and state and local police.188 
Of course, schools routinely get involved when students have behavioral problems. But the increased 
participation of law enforcement in schools has come under severe criticism for criminalizing 
disciplinary issues; adding a counter-terrorism element to the mix is only likely to increase these types 
of problems.189 	

IV.
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As of this writing, it is not known whether any schools 
have implemented the FBI’s recommendations. 
However, another FBI CVE tool that debuted last 
year and is already up and running is a website, 
“Don’t Be A Puppet.”  (https://cve.fbi.gov/home.
html) The video’s imagery encourages the audience 
to “free” a “puppet” from the “strings” of violent 
extremism that control it. The website identifies 
suspicious behavior so broadly that it practically 
invites stereotypes to influence what gets reported. 
For example, using “private messaging apps”190 or 
playing violent “internet games”191 are deemed signs 
of trouble, as are “stress by problems at home, grades, 
peer pressure, bullying and … frustration.”192 

Muslim community and civil rights groups have 
criticized the site, noting that instructions such  
as reporting someone “traveling to places that 
sound suspicious” would likely lead to reporting of 
Muslims. According to a letter sent to FBI Director 
James Comey from the American-Arab Anti-
Discrimination Committee:

	 A trip to France or Germany, which are home to many far-right groups, is not likely to be 
considered suspicious by most teachers and community leaders. Although there should be 
nothing inherently suspicious about traveling either to Saudi Arabia or Iraq, where some 
Muslim holy sites are located, bias could lead individuals to report innocent, constitutionally 
protected activity to law enforcement.193	

The American Federation of Teachers, along with 18 other educational and immigrants’ rights 
organizations, asked the FBI to end “Don’t Be a Puppet,” arguing that the venture was contrary to 
public schools’ mission to be safe, welcoming places of learning.194 They particularly emphasized the 
risks to American Muslim children:

	 The harmful effects of such a campaign cannot be overstated. Racial profiling is marginalizing 
and will take an emotional and psychological toll on innocent children. A generation of children 
is growing up living in fear due to the current hateful rhetoric in the public arena targeted at their 
family and communities. Efforts like Don’t Be a Puppet will only exacerbate the bullying and 
profiling of Middle Eastern and Muslim students by creating a culture of animosity and distrust.195

The FBI also has announced plans to create Shared Responsibility Committees (SRCs) to review cases 
of individuals who might be at risk of becoming terrorists, to decide whether they can be diverted 
from this path via counseling.196 Although the Bureau has not fully disclosed how these committees 
will work,197 leaked draft letters to potential members (Draft SRC Letter),198 press reports,199 and FBI 
briefings200 provide an outline of likely SRC operations.

FBI: CVE is an Intelligence Program

Despite claims that CVE is not a means for 
intelligence gathering, internal documents 
from the FBI’s CVE office describe the 
approach as designed to “strengthen our 
investigative, intelligence gathering, and 
collaborative abilities to be proactive in 
countering violent extremism.”201 The 
conflict of interest between the FBI’s 
“fundamental law enforcement and 
intelligence responsibilities” and CVE’s 
emphasis on social or mental health 
interventions was highlighted in the 2015 
report of the 9/11 Review Commission, a 
Congressionally-mandated panel set up to 
review the Bureau’s operations.202 The panel 
recommended that CVE responsibilities be 
transferred to another agency “more directly 
involved with community interaction.”203
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The membership of SRCs is not well defined, and neither are the parameters of their work. The 
committees are described as “multi-disciplinary groups voluntarily formed in local communities … 
at the initiative of the group and sometimes with the encouragement of the FBI.”204 It is not clear 
how SRC members will be selected, although it seems likely that the Bureau will play a central role. 
Membership of SRCs will be secret, with the FBI undertaking to “make all reasonable efforts not 
to divulge the identities of SRC members.”205 There is no information on what confidentiality rules 
SRCs will follow, on what basis they will make assessments about whether a person is suitable for an 
“intervention,” or even what such an intervention might entail. 

Although the Draft SRC Letter says the FBI “will not… use the SRC as a means to gather intelligence on 
the subject or… potential connections to terrorism,”206 the operational model of these committees suggests 
otherwise. It explicitly allows for broad information sharing, stating that “[t]he SRC can, but will not be 
required to, inform the FBI of an individual’s progress throughout the course of the program.”207 Committee 
members may be subpoenaed for documents or testimony related to a referred individual in any criminal or 
civil investigation.208 Moreover, since the FBI is the agency creating the committees, and in some instances 
financing them,209 there is a considerable likelihood that the committees will perceive pressure, if not an 
obligation, to share information about people it evaluates. 

According to the Draft SRC Letter, the FBI can refer individuals who it believes are “potential violent 
extremists” to the Committee, a category that appears to be broader than those being investigated by the 
Bureau under its expansive intelligence gathering mandate.210 The committees may also receive referrals 
from other sources.211 This means that the SRCs could serve as a conduit of personal information about 
individuals who are not suspected of any criminal activity or involvement in terrorism or even being 
assessed as potential threats by the Bureau. 

Although there has been no official announcement, it may be that the Bureau is reconsidering SRCs, 
as it previously indicated to a handful of Muslim community groups in October 2016.212 In discussing 
the 2016 White House CVE Implementation Plan, Brette Steele, who led the Countering Violent 
Extremism Task Force under President Obama, reportedly said that “We determined that efforts to 
build intervention teams are less likely to succeed if they are driven by the federal government,” and 
suggested that the teams should instead be community-led.213

But the 2016 White House CVE Plan retains a central role for law enforcement. Intervention teams will be 
“led by a variety of practitioners, including, but not limited to, behavioral and mental health professionals, 
local law enforcement officials, and faith-based and other non-governmental representatives.”214 This does 
not preclude FBI participation and explicitly envisions local law enforcement agencies as potentially 
leading intervention teams. Moreover, where such programs do not exist, “DOJ, in coordination with 
[f ]ederal partners” is charged with making sure they are established.215 Finally, while the plan states that 
“[m]any intervention teams will work independent of the government,”216 it obviously leaves open the 
possibility that others will not.

Even leaving aside FBI-led intervention programs, as discussed below, federal law enforcement agencies 
remained integrally involved in several federally-funded CVE programs that are being carried out at the 
local level, raising similar conflict of interest issues.
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B.  CVE Pilot Programs

1. Montgomery County, Maryland

In 2014, the Justice Department gave approximately $500,000 to the World Organization for Resource 
Development and Education (WORDE)217 to run a CVE program in Montgomery County, Maryland. 
WORDE describes itself as “a nonprofit, educational organization whose mission is to enhance 
communication and understanding between communities to mitigate social and political conflict.”218 
The Montgomery County program is worth considering in detail because WORDE has been publicly 
described as an effective, evidence-based model that could be scaled up for use in other locales.219 

WORDE runs several programs under the CVE rubric. Many of these are fairly standard community 
building initiatives such as educational programs on conflict resolution, the impact of 9/11 on youth, 
family support, and town halls with public officials.220 It also sponsors programs that give Muslims the 
chance to work with people of other races and religions on cooperative ventures such as delivering food 
to the homeless.221 These types of initiatives are sometimes described in the academic literature as “CVE 
relevant” to denote that they may have some long-term impact in reducing the likelihood that people 
will turn to violence, but are not expected to have a direct or immediate effect. 

Under a separate DOJ grant, these WORDE programs were evaluated by three academics.222 This evaluation 
is the basis for WORDE’s claim that it follows an evidence-based model. But the evaluation has been 
criticized by researchers at the University of Illinois for its circular reasoning.223 Without any scientific basis, 
the evaluators named certain qualities — feeling lonely or making friends with people from another race — 
that would impact an individual’s risk of becoming a violent extremist.224 The programs were then evaluated 
to see whether effected these risk factors. Even by this measure, as the study itself concedes, WORDE’s results 
were no better than those of other multicultural programs, which did not have CVE as their goal.225

In addition, WORDE runs two programs that can be categorized as “CVE specific” — i.e., they aim 
to identify American Muslims vulnerable to violent extremism. These programs, which raise the greatest 
concerns about individual rights, were not evaluated because they were started after the evaluation 
process began.226 The first is the “Cyber Civility Curriculum,” a “peer gatekeeper training” program that 
“train[s] high school students on recognizing and assisting peers experiencing isolation, personal crisis, and 
bullying.”227 Not much information is publicly available about this program and it is not clear that it is 
even operational.228 The second program is its intervention program, which claims to utilize “professionally 
trained, culturally sensitive clinicians [who] engage with clients (including refugees) on a wide range of 
psychological and social work issues, including those related to acculturation.”229 Its focus is on immigrants 
from the Middle East, South Asia and North, West, and East Africa — mostly Muslim regions. 

WORDE has released a CVE instructor’s manual, which sets out its approach to intervention based 
on “lessons learned and best practices from two years of programming and evaluation.”230 The manual 
states that “radicalization to violent extremism is multi-faceted, interconnected and often entails 
overlapping potential factors” and identifies “five clusters of potential risk factors of radicalization: 
sociological motivators; psychological conditions; ideology/belief/and values; political grievances; and 
economic factors.”231 
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The manual concedes:

	 This framework was developed using terms such as ‘risk factor’ or ‘indicators of vulnerability’ 
in the colloquial sense. It is important to note that scientifically, ‘risk factors’ may assume that 
risk is quantifiable, or that there is a proven causal link between two factors (for example, 
smoking is a common risk factor of lung cancer). However because there are no studies to date 
that have demonstrated a causal link between any one risk factor, or combination of factors, 
and an individual becoming a terrorist, our use of the term ‘risk factor’ is not predictive of who 
will become radicalized. Instead, it represents a structured guide to explore variables that have 
a potential to contribute to one’s radicalization.232

Despite these nods to scientific inquiry, WORDE in fact seems to use these factors to do just what 
the group says they cannot. The very report, which states that researchers have not identified any “risk 
factor, or combination of factors” unique to individuals likely to become terrorists, simultaneously aims 
to teach others how to identify individuals as vulnerable to violent extremism based on “potential risk 
factors.”233 Earlier WORDE trainings, including for police officers in schools, reflect the same model.234 
But, as one CVE expert, Dr. Arun Kundnani, has explained, if the model has no “predictive power” as 
WORDE concedes, then it “shouldn’t be used … because it means the variables it focuses on have no 
demonstrable relationship to radicalization.”235 

There is no information available on the number or type of interventions conducted by WORDE 
since it received DOJ funding.236 Indeed, Professor John Horgan of Georgia State University, one of 
the researchers who assessed the program after it received government dollars, publicly criticized the 
group’s lack of transparency in this regard, noting that we cannot accept “at face value claims that these 
programs are effective.”237

Many of the “potential risk factors” WORDE identifies as relevant to assessing risk for violent extremism 
are capacious enough to encompass any number of common problems faced by human beings, such as 
stress or feelings of alienation. Others, such as those listed under the headings of “political grievances” 
and “ideology, beliefs and values” — are shared by many people who never commit an act of violence 
and are at the core of the values protected by the First Amendment. For example, WORDE identifies 
several prominent extremist narratives, suggesting that ascribing to these views could signal a propensity 
for violent extremism. First on the list is the view that the West is at war with Islam and Muslims based 
on “US interventions in Afghanistan and Iraq, drone attacks in Pakistan, the establishment of military 
bases in Muslim majority countries, human rights abuses against Muslims in Guantanamo Bay, civil 
rights infringements, US support for Israel, and Washington’s reluctance to support regime change 
in authoritarian states in the Middle East.”238 Similarly, WORDE portrays concerns about Western 
foreign policy and abuses in Muslim countries as signals of a potential inclination toward terrorism. 
This includes concerns regarding: “state repression,” “the brutal practices of repressive authoritarian 
regimes in the Middle East,” “lack of political representation, perceptions of political discrimination 
and feelings of disenfranchisement,” “government corruption,” and “foreign interventions.”239

These views are hardly unique to budding terrorists. They comprise a list of current national security-related 
issues discussed on the pages of American newspapers and debated in Congress every day. Repression in 
the Middle East is routinely documented and criticized by human rights organizations and the U.S. 
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government. Suggesting that opposition to drone strikes is a suspect “extremist narrative,” or that human 
rights concerns are an extremist “grievance” and precursors to terrorism, is not only patently absurd, but 
also illustrates how government-funded CVE programs can impinge on political speech.

American Muslims identified as potential problems based on this unfounded evidence are referred to 
WORDE’s CVE intervention program, which works hand-in-glove with the Montgomery County 
Police Department. This could give the police access to information about individuals who have been 
identified as at risk, potentially based solely on their political beliefs. Information about WORDE’s 
relationship with Montgomery County police are set out in its grant application:

•	 More than a third of WORDE’s DOJ funding was sub-granted to Montgomery County 
police to employ a social worker to assist with CVE cases;240

•	 The police are in charge of coordinating “referrals and interventions specifically to combat 
violent extremism;”241 

•	 Police officers and WORDE caseworkers decide jointly whether a “CVE case” should be 
handled by the “criminal-intelligence system or utilizing the public and private social services 
resources available.” 242 

Information may also flow from WORDE to the police after a referral is made and in the course of an 
intervention. According to the group, it follows the Health Insurance Portability and Accountability 
Act (HIPAA) standard and reports those it considers an “imminent threat” or a threat to “national 
security,” but it has no formal guidance on what this open-ended standard entails.243

Finally, whatever assurances WORDE may offer, law enforcement’s perspective on CVE could not be 
clearer. Montgomery County assistant police chief Darryl McSwain views the program as a “way to 
gather information on security threats and share it with state and federal officials.”244

In sum, WORDE’s CVE intervention program has significant deficiencies. The program uses a checklist 
of broadly described measures, including widely held political views, as a way to identify individuals at 
“risk” for becoming terrorists. At root, WORDE adopts the thoroughly debunked approach of trying 
to predict who is likely to become a terrorist. The group also works closely with Montgomery County 
police when deciding which cases to refer for intervention and it appears that information can also flow 
to the police during counseling. Finally, despite claims of demonstrated effectiveness, the intervention 
aspect of WORDE’s programs has simply never been scientifically evaluated.  
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2. Boston, Los Angeles and Minneapolis	

In September 2014, the Department of Justice announced plans to create CVE pilot programs in 
Boston, Los Angeles, and Minneapolis-St. Paul.245 Run by local U.S. attorneys, these programs include 
two features: CVE-relevant efforts that aim to provide Muslim communities with social and educational 
programs, and CVE-specific efforts to identify potential radicals and conduct interventions, possibly 
through the FBI-led SRCs.

Boston

Boston’s Framework for Prevention and Intervention Strategies (Boston CVE Framework) envisions 
CVE-relevant activities such as skills training, efforts to increase awareness about mental health 
resources, and training on digital literacy.246 The framework notes that “[r]esearchers across the globe 
have made it clear that the path to violent extremism is not linear and there are no valid or reliable 
indicators to ‘predict’ who is more likely to engage in violent extremism.”247 The lead agency in charge, 
the Massachusetts U.S. Attorney’s office, also conceded that “[w]ithout specific behavior indicators, it 
may be challenging to craft specific intervention protocols.248

Nonetheless, the framework calls for programs to train people to identify “individuals vulnerable 
to isolation, alienation and becoming disenfranchised,”249 perhaps through teacher-created “lists of 
students to determine which students appear not to be connected”250 and those who express anger or 
frustration at U.S. foreign policy.251 According to the framework, it does not have a law enforcement 
component and police will become involved only “once an individual has begun to prepare for or 
engage in ideologically-motivated violence.”252 However, the framework does not specify who will be 
responsible for deciding that a person has crossed the line into criminal activity, or on what basis.

So far, the Boston program appears to be proceeding along two tracks: trainings and a grant program. 
Trainings, which are frequently arranged by the U.S. Attorney’s office,253 are meant to teach educators, 
public health providers, and community and faith-based leaders to spot individuals vulnerable to 
violent extremism.254 

The grant program is run by the Massachusetts Executive Office of Health and Human Services (MA-
HHS), which was awarded some $217,000 by the U.S. attorney’s office to distribute CVE funds 
to “non-profits, for-profits, and/or education systems.”255 The agreement between the two offices 
acknowledges that “there is a lack of understanding regarding violent extremism,” but specifically 
envisions intervention programs for individuals are vulnerable to recruitment to terrorism because they 
“feel[] isolated and alienated” or because they are frustrated and angered by “U.S. policy and events 
around the globe.”256 

In early 2016, MA-HHS solicited information from stakeholders on a range of CVE initiatives including 
intervention programs for individuals who display “concerning behavior” to “prevent mobilization to 
violence.”257 Several community and civil rights groups expressed concerns with respect to this and 
other aspects of the proposed grant program.258 
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When the agency issued its final request for proposal in August 2016, it appeared to take account 
of some of these criticisms. The program, which has been rebranded as the Promoting Engagement, 
Acceptance and Community Empowerment (PEACE) project, identifies its overall goal as preventing 
“violence” motivated by prejudice (as defined in hate crimes laws) or that meets the federal definition 
of terrorism.259 The solicitation bars the use of grant funds to “prohibit[] protected speech; suppress[] 
political dissent; profil[e] based on race, national origin, religious affiliation, ethnicity and/or ideology,” 
or to “erod[e] confidentiality protections established by law.”260 Importantly, the program appears to 
have moved away from a reporting framework based on discredited signs of pre-terrorism to one that 
requests proposals for “[i]nformation and referrals” for “spouses, parents, guardians or caretakers who 
are concerned that a child in their care or custody, or adult, may be recruited by organizations that 
promote, plan or engage in violence.”261

These are welcome developments, which are further buttressed by the award of grants that do not 
appear to include any intervention component. The grants announced are as follows:

•	 Empower Peace  will outreach to high schools and work with students to develop social 
media strategies and campaigns to promote tolerance and acceptance, and will offer a one 
day academy on social media and messaging related to violence prevention.

•	 Somali Development Center  will convene local Somali leaders to promote economic 
development, community engagement, and social adaptation and cohesion. The Center will 
focus on the prevention of harmful cultural practices, the development of women and girls, 
and opportunities for immigrant and refugee youth.

•	 United Somali Youth will work with Somali and other African and Middle Eastern youth 
in the Greater Boston area to help build academic, social, athletic and critical life skills. 
The organization will offer afterschool programs, counseling, college readiness assistance, 
extracurricular activities, and community events.262

Despite this progress, it is clear that Massachusetts CVE is focused on American Muslims. Two 
out of the three grants were given to groups that work primarily with Muslims and it is not clear 
whether the grant to Empower Peace will also be focused on these communities. It should also be 
noted that that the improvements in the Massachusetts approach may be entirely undercut if the U.S. 
Attorney’s Office or other government agencies continue to sponsor trainings that promote debunked 
indicators of violent extremism263 or initiates intervention programs along the lines of the FBI’s Special 
Responsibility Committees. 

Los Angeles	

The Los Angeles Framework for Countering Violent Extremism includes a CVE-general component, 
which mainly relies on existing rather than new programs, the overwhelming majority of which involve 
Muslim communities.264 It also envisages the creation of a CVE-specific intervention program to 
provide individuals “already deemed to be on a path towards violent extremism, with off-ramps to 
needed social services, mental health, faith-based, and other services.”265
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In September 2016, the LAPD’s Deputy Chief of Counterterrorism, Michael Downing, outlined 
how the Los Angeles intervention program would work.266 Called Recognizing Extremist Network 
Early Warnings (RENEW), is run jointly with the FBI, the Los Angeles County Sheriff’s office, the 
Los Angeles County Department of Mental Health, as well as the Joint Regional Intelligence Center. 
According to Downing:

•	 The Joint Terrorism Task Force (JTTF), which includes representatives from Los Angeles 
police and the FBI as well as other state and federal agencies, notifies a designated coordinator 
in the LAPD’s mental evaluation unit if they come across a “subject they would like the 
program to look into.” Calls from the public would also be referred to the coordinator.

•	 The coordinator transmits the person’s name to the Joint Regional Intelligence Center for 
a “full work-up,” including criminal records, whether the person has a weapon, a “Social 
Media analysis,” and travel and financial records.

•	 The work-up is assessed by a joint LAPD-LA Department of Mental Health program that 
will decide whether: 1) the subject is a threat and should be held for evaluation, 2) the subject 
exhibits signs of mental illness and should be referred for outpatient therapy; or 3) the 
subject is not mentally ill but “may be isolated and would respond well to better integration 
with community or social services such as a mentorship [or] cross-cultural program.”

•	 The result is reported back to the coordinator, who may also inform the JTTF.

Missing from Downing’s presentation is the basis on which individuals would be referred to RENEW 
in the first place. If only those already under investigation by the JTTF were referred, the program 
could work as a means of exploring alternatives to prosecution. But the program appears to be broader. 
It starts with an evaluation by the regional intelligence center, which would hardly seem necessary in 
the case of an existing investigation suggesting that RENEW also anticipates collecting names from the 
public. While the criteria for referring someone are not specified, it seems likely that they will be similar 
to those previously identified by the LAPD as characterizing violent extremists, including political 
speech (e.g., outrage over U.S. or western foreign policy), psychological disorders, patterns of violent 
behavior, and capacious criteria that allow ample room for preconceptions (e.g., interest in adventure 
and action, strong need to join a social group).267 

Remarkably, Downing’s model does not allow for a perfectly plausible outcome: a person may be wrongly 
referred. In such cases, individuals wrongly identified as potential violent extremists — potentially on the 
basis of political views or common behaviors — will be thoroughly investigated and, even if they are found 
to have nothing to do with terrorism, could be added to intelligence databases of suspicious activity.268 

Minneapolis

Minneapolis-St. Paul has the nation’s largest Somali-American community and the area’s CVE 
plan is largely focused on them. The Minneapolis Framework lists five “community-identified root 
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causes of radicalization:” “disaffected youth;” “a deepening disconnect between youth and religious 
leaders;” “internal identity crises;” “community isolation;” and “lack of opportunity.”269 Now called 
“Building Community Resilience” and funded with $1 million in government and private money, the 
initiative includes: a mentorship program for Somali youth operated by Big Brothers Big Sisters of the 
Greater Twin Cities; an education and career resource hub for Somali youth in the Cedar-Riverside 
neighborhood; and some $500,000 in grants to be distributed by Youthprise, a non-profit organization 
focused on teenagers.270 Thus far, most of the programming has been “CVE-relevant,” meaning long-
term initiatives that may reduce violence. 

While these initiatives are no doubt broadly helpful, it is not at all clear they do anything to prevent 
people from turning to terrorism.271 Moreover, even these benign initiatives have raised suspicions 
because a previous community engagement program obtained funding from the federal government by 
promising to identify radicals among youth.272  

The Minneapolis Framework also anticipates an intervention component, but does not provide 
details on how subjects will be identified. It suggests that “community volunteers” such as mothers, 
community organizers, religious leaders, and mental health professionals mobilize to work “directly 
with families before law enforcement is ever involved.”273 The framework does not address the issue of 
when or how law enforcement should become involved. It is not clear whether such an intervention 
program has been established, although in 2014, the Minneapolis public school system announced that 
it planned to place youth workers in lunchrooms and other non-classroom settings to “identity issues 
and disaffection at school.”274 According to news accounts, the program was in effect in the 2015 school 
year but was discontinued due to a lack of funds.275

DHS-001-425-007444



32  |  Brennan Center for Justice

CVE Online

CVE is increasingly moving into the online space. Counterterrorism officials are concerned about ISIS’s 
online recruitment and propaganda, although both have diminished dramatically in the last year.276 The 
Obama White House repeatedly urged companies to monitor social media for terrorist or extremist 
content, remove certain accounts and posts, promote counter speech by funding voices that it considers 
useful counterpoints to ISIS, and encouraged companies to promote these counter-messages on their 
platforms.277 While these efforts may seem different in kind from the community programs discussed 
above, they too rest on the disproven premise that terrorism is driven by extreme ideologies. The way 
to address the threat, the thinking goes, is to find ways to combat the spread of these ideas, either by 
removing them from the internet or by promoting the voices of those who contest them. 

Online CVE is a complex subject, worthy of its own investigation. However, some core issues have 
emerged that are discussed below. 

A.  Monitoring Social Media and Removing Information

Social media companies, such as Facebook, Google, and Twitter, have been urged to screen content on 
their platforms. Often, this is described as looking for “terrorist content” and “terrorist activity,”278 but 
also includes attempts to monitor “radicalization,” which appears to be something short of terrorism.279

An initial question is whether companies like Twitter and Facebook should be running analytical tools 
on all their users to identify vague concepts like “radicalization,” which inevitably involves core political 
views, or whether they should instead rely on reporting by users.280 Another difficulty is identifying 
such information. Social media companies take the position that there is no “magic algorithm” for 
distinguishing “terrorist content”281 and doing so requires them to make challenging judgments based 
on limited information and guidance.282 Detecting “radical” or “extreme” material is even harder 
since these concepts are elusive, especially for global online platforms operating across cultures and 
languages.283 

Nonetheless, several companies have become more active in monitoring their platforms, removing 
posts and closing accounts that violate “community standards,” generally banning “hate speech” and/
or the promotion or praise of “acts of terror.”284 In August 2016, Twitter reported that it had deleted 
360,000 accounts for promoting terrorism since mid-2015.285 Facebook, too, has taken a more vigorous 
approach. According to its head of public policy, when the company becomes “aware of an account 
supporting terrorism, we look at their friends, and associated accounts, so we can remove them.”286 
In December 2016, Facebook, Microsoft, and Twitter announced that they would create a shared 
database of the digital fingerprints of “the most extreme and egregious terrorist images and videos 
we have removed from our services — content most likely to violate all of our respective companies’ 
content policies.”287 Even supporters of the initiative are concerned about the lack of transparency 
about what the database captures.288 Critics worry that the initiative will squelch speech.289 Facebook 
has drawn criticism for, among other things, deactivating the accounts of several prominent Palestinian 
journalists,290 deleting accounts and posts relating to the conflict in Kashmir,291 and removing an iconic 
Vietnam War photo of a young napalm victim because it ran afoul of nudity restrictions.292 While 

V.

DHS-001-425-007445



COUNTERING VIOLENT EXTREMISM   |  33

Facebook conceded that these materials and accounts were taken down by mistake and restored them, 
the cases illustrate the difficulty of making judgments about what materials fall within its broadly 
phrased community standards.293

It is an open question whether removing online content is particularly useful in fighting terrorism. 
ISIS’s use of Twitter has been examined in a handful of studies, some of which suggest that suspending 
accounts of ISIS supporters is helpful in limiting the group’s reach.298 Others scholars, however 
maintain that these efforts are futile and that accounts simply re-appear under other names.299 For 
example, according to The New York Times, Twitter repeatedly tried to cut off the pro-ISIS account of a 
group called Asawitiri Media, which in 2015 was on its 335th iteration.300 Indeed, removals may even 
be counterproductive: they can destroy potentially valuable sources of intelligence; close avenues for 
engaging with and dissuading ISIS supporters (a core part of CVE counter-messaging strategy); and 
result in a smaller, but more focused and coherent group operating in a “much louder echo chamber,” 
thus creating greater risks.301 Another unresolved question is whether it is “ethical to suppress political 
speech, even when such speech is repugnant?”302 While most may find it acceptable to remove ISIS 
accounts, doing so risks the proverbial slippery slope that could result in the removal of posts and videos 
from groups that may not be violent but are nonetheless distasteful or unpopular.

Lastly, it must be noted that the policies governing takedowns are set by the corporations that own 
these platforms. While some progress has been made in increasing transparency about removals for 
counterterrorism or CVE purposes, the data is anecdotal and — except in cases of a public outcry — 
little information is available about the actual types of information and accounts that are deleted.303 

Selected Removal Standards 

Facebook: organizations engaged in “terrorist activity” not allowed to have a presence on the 
site; removes content that expresses support for groups engaged in terrorist or organized criminal 
activity, supports or praises leaders of such groups, and condones their violent activity.294 

Twitter: blocks accounts that “make threats of violence or promote violence, including threatening 
or promoting terrorism.”295 

YouTube: prohibits content intended to recruit for terrorist organizations, incite violence, celebrate 
terrorist attacks or otherwise promote acts of terrorism, and does not permit foreign terrorist 
organizations to use the site.296 

Microsoft: deletes “terrorist content” by, or in support of, terrorist organizations identified for 
sanctions by the United Nations Security Council if the material “depicts graphic violence, 
encourages violent action, endorses a terrorist organization or its acts, or encourages people to join 
such groups.”297

DHS-001-425-007446



34  |  Brennan Center for Justice

B.  Counter-messaging

The Obama administration also encouraged alternatives to the messaging of groups like ISIS through 
direct funding and by encouraging “the private sector to consider ways to increase the availability of 
alternative content.”304 

Government counter-messaging efforts are not new. During the Cold War, the U.S.-owned Radio Free 
Europe beamed programs to those living behind the Iron Curtain.305 Until recently, these efforts were for 
overseas consumption and conducted primarily through the State Department. In 2013, key portions 
of the Smith-Mundt Act were repealed,306 lifting the requirement that the Statement Department 
disseminate its programs only to audiences abroad.307 This paves the way for domestic distribution of 
the State Department’s programs.308 DHS recently awarded $2.7 million in CVE funding for counter-
messaging309 and such campaigns are also a part of the agenda of the CVE pilot programs in Boston, 
Los Angeles, and Minneapolis.310  

In addition, encouraged by the government, at least some companies are taking steps to promote 
messages that rebut “extremist” views. Google has given grants to nonprofit organizations “to enable 
[them] to place counter-radicalization ads against search queries of their choosing.”311 In 2016, the 
company’s “tech incubator” Jigsaw (previously called Google Ideas) tested a program called the Redirect 
Method. A search for one of 1,700 keywords triggered ads leading to anti-ISIS playlists curated from 
existing material on the internet.312 Similarly, the State Department piloted a four-week Facebook 
campaign targeting people in Morocco, Tunisia, and Saudi Arabia who “expressed an interest in Iraq, 
Syria, or Islamic State-related topics, as indicated by their Facebook activity” and directed them to 
videos that were meant to dissuade them from supporting ISIS.313

Counter-messaging campaigns raise several questions. First, how are companies identifying users to 
in order to provide targeted content? If they are running algorithms that identify users searching for 
certain terms, which are likely closely associated with political views, this information may be available 
to the companies and potentially shared with the government. Second, while providing the opportunity 
for sponsored ads as Google has done is relatively harmless, larger scale attempts at manipulating 
information available on the internet may damage companies’ reputations. Facebook faced a firestorm 
of criticism when it was alleged that it had manipulated the “Trending Topics” portion of its newsfeed to 
demote conservative sources.314 Similar concerns have been raised about recent efforts by the company 
to identify “fake news” on its site.315

A key issue when the government funds counter-messaging campaigns is whether its involvement will 
be disclosed.  CVE programs seek to work through third-party interlocutors who are perceived as more 
effective messengers than the government.316 But concealing government sponsorship has the potential 
to backfire; here too the U.K.’s experience again proves instructive. The British government funded a 
multi-million dollar “series of clandestine propaganda campaigns intended to bring about ‘attitudinal 
and behavioral change’ among young British Muslims as part of a counter-radicalization program[].”317 
When the initiative became publicly known, it was met with broad condemnation for “undermining, 
rather than amplifying, the work of Muslim civil society,” generating further distrust among the U.K.’s 
Muslim communities,” and treating citizens as a fifth column.318
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Indeed, elevating certain types of information through government funding may be inimical to free 
speech if the sponsor is not disclosed. While it is not clear that there are any legal rules requiring the 
disclosure of government sponsorship for CVE messaging, courts and individual judges have regularly 
expressed concerns about the distorting impact of allowing government speech to be disseminated 
without attribution.319

Finally, there is little consensus about the effectiveness of counter-messaging campaigns.  Proponents 
point to the number of people reached by such methods,320 but there is a significant leap from getting 
people to click on a link or watch a video to changing their views. As one of the State Department 
officials involved in setting up early counter-messaging ventures stated: “Nobody wants to cop to the 
fact that [messaging is] pretty tangential to stopping fighters from carrying out attacks,” although “[i]t 
probably helps at the margins.”321 
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Conclusion and Recommendations

The government’s primary interest in engaging with American Muslim communities is to ensure that 
they report individuals they suspect of involvement in terrorism. CVE expands the pool of individuals 
whom the government seeks to identify to include those who are considered in some way vulnerable 
to becoming terrorists, with the promise that there are methods for diverting such individuals from the 
path to extremism. As the above discussion demonstrates, empirical research does not support the idea 
that such individuals can be reliably identified. Moreover, the notion that the government will use non-
law enforcement approaches rather than prosecutions is belied by placing CVE programs under the 
jurisdiction of law enforcement agencies and by the close involvement of law enforcement. Not only 
does this approach put any troubled or politically active Muslim in the crosshairs of counterterrorism 
policing, but it also adds little to our security because the likelihood of false positives is so high. By creating 
suspicion among large segments of the Muslim community, as these programs have demonstrably done, 
CVE also damages the already strained relationship between American Muslims  and law enforcement, 
undermining counterterrorism cooperation. 

It is recommended that government agencies abandon the CVE framework. This means more than just 
changing the name. Rather, it is recommended that they do the following.

A.  Focus Counter-Terrorism on Evidence of Wrongdoing, Not Vague and Disproven Indicators

The goal of preventing terrorism is best met by pursuing those who are suspected of planning or 
committing acts of violence based on concrete facts. This approach focuses law enforcement resources 
on actual criminal activity rather than vague notions of alienation and political beliefs. Targeted 
intelligence gathering and normal police work — exploring the connections of known terrorist 
networks (including online) and investigating tips of genuinely suspicious activity, for example — 
would allow law enforcement officers to identify individuals before they undertake violence. The 
Institute of Homeland Security Solutions, which examined 86 terrorist plots against U.S. targets from 
1999 to 2009, confirms this common sense conclusion. More than 80 percent of the foiled plots 
were discovered “via observations from law enforcement or the general public.”322 While the study did 
not discount the importance of intelligence gathering, it emphasized “the importance of more basic 
processes, such as ensuring that investigative leads are properly pursued, which unclassified reporting 
suggests have foiled an order of magnitude more cases.”323

B.  Repair Relations with Muslim Communities

Like any other American community, Muslims have a critical role to play in reporting suspicious activity 
of all sorts, including relating to terrorism. And the evidence shows Muslims are responsible for providing 
information on up to 40 percent of thwarted terrorism plots.324 Yet the relationship has been frayed. For 
the last 15 years, law enforcement agencies have treated Muslims as suspect communities. There needs 
to be a re-set, forming broad-based partnerships with Muslim that are not based solely counterterrorism 
cooperation and are designed to allay fear and build trust. In concrete terms, this means:

VI.
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•	 Outreach efforts to American Muslims should identify and address community concerns, 
rather than build relationships to advance a contentious counter-terrorism framework. A 
broad lens on engagement efforts will ameliorate the concerns of American Muslims that 
they are viewed as a suspect community, providing a more sustainable and stable basis for 
building trust.    

•	 All community engagement programs should be completely transparent, with a clear 
articulation of their purpose and the government agencies involved. 

•	 Law enforcement agencies should not lead engagement programs. Rather, they should be 
called upon when necessary to answer questions, or if invited by community institutions. 

•	 To quell concerns about spying, all community partnership programs should include specific, 
publicly announced, robust safeguards to ensure that they are not used as intelligence gathering 
vehicles. The FBI, as well as local police and other law enforcement agencies, should adopt public, 
comprehensive policies that enshrine a bright line between community outreach and intelligence 
gathering, except in instances where an official becomes aware of criminal activity. 325 

C.  Build Concrete Safeguards into CVE Programs

If government agencies continue to run CVE programs or fund them, then they and grant recipients 
must adhere to certain rules to ameliorate the numerous risks posed by CVE. In a welcome development, 
DHS’s notice of CVE funding opportunities asks those applying for grants to describe potential impacts 
to privacy, civil rights, and civil liberties, and “ways in which applicants will protect against or mitigate 
those impacts.”326 And the 2016 White House CVE Plan provides that Agency lawyers will “analyze 
potential privacy, civil rights, and civil liberties considerations”327 for federal CVE programs. These 
protections should be bolstered in the following ways:

•	 Safeguards should uniformly cover all agencies and programs, and information about all 
programs should be posted online on a central portal;

•	 All CVE programs supported or funded by government agencies should be evaluated by 
privacy and civil liberties officers or attorneys at the relevant agency using publicly available 
criteria and methodology. 

•	 All safeguarding plans and evaluations should be disclosed to the public. 

•	 There should be a complaints process for those who believe their rights have been violated by CVE.  

•	 CVE training materials, information sharing procedures and evaluation tools should be 
publicly available so that they may be reviewed by experts who are independent of the 
government.
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•	 Specific and publicly available protocols should be developed to protect confidentiality 
during sensitive intervention and mental health-oriented programs. 

D.  Delink Social and Educational Programs from Counter-Terrorism

The CVE programs in Minneapolis and Montgomery County include several social and educational 
programs — such as conflict resolution, youth engagement and family support — that may, in the 
long term, contribute to reducing violence. While there is no evidence to show that these programs 
are useful for counterterrorism, they are broadly beneficial. For the most part, they do not present 
the same level of risk as individualized intervention efforts. On the other hand, there is a significant 
history of spying on Muslim communities via community engagement programs. Accordingly, it is 
recommended that these efforts be housed in appropriate agencies and not under a counterterrorism 
or law enforcement umbrella. And like community engagement programs, these too should include 
specific, publicly announced, robust safeguards to increase community trust. Giving law enforcement 
access to data collected through these programs would increase community distrust of all government 
programs.

E.  Greater Transparency About Online CVE 

Online CVE initiatives online requires a different range of fixes. These programs affect a broad swath 
of Americans who may be researching or discussing politics or religion online. At the very least, the 
government should refrain from pressuring social media companies to monitor their platforms for 
vague and disproven indicators of “radicalization.” Companies should be more forthright about what 
exactly they are doing in terms of monitoring and removal. They should build on their transparency 
record in the context of government requests for removal by publicly disclosing information about 
the process for identifying content that might violate their community standards or terms of service 
(e.g., does it involve an algorithm? what role do humans play in making decisions?) and disclose the 
number of posts or accounts they are deleting. In addition, they need to find mechanisms to assure their 
customers that information is being removed from their platforms in an even-handed way and is not 
distorting the flow of information online. 

Finally, government funding of domestic counter-messaging initiatives should be disclosed so that  
these programs not to cross the line into secret government propaganda, which is antithetical to 
democratic values. 

F.  Ensure Government-Funded Research Adheres to Scientific Protocols

For at least the last several years, a significant focus of CVE funding has been research into the drivers 
and signs of radicalization. As experts have noted, and as is demonstrated in this report, this research 
often fails to adhere to basic scientific protocols, and studies are often kept secret. The 2016 CVE 
Implementation Plan and the 2016 DHS CVE Strategy both include welcome commitments to 
making research public.328 However, it is also critical that the research the government relies on when 
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formulating and disseminating policies is conducted in accordance with scientific principles. This 
means that government should, at the very least, require researchers to: 1) use valid and reliable social 
scientific methods, including unbiased sampling and control groups; and 2) subject their findings to 
academic peer review. 

For all the research dollars that have been spent on counterterrorism, little seems to have been channeled 
to measuring effectiveness. Again, the 2016 CVE Implementation Plan and the 2016 DHS CVE 
Strategy are promising first steps in that they include a greater focus on measuring the effectiveness of 
programs. 329 Data-driven analysis is vital for both community-oriented programs and for online CVE 
initiatives, and should be integral to project design and approval. 

Finally, evaluations must find ways to measure the negative consequences of programs as well, including 
in terms of erosion of trust, undermining of constitutional norms, and stigmatization of Muslim 
communities. These should serve as a basis for developing concrete safeguards that go beyond the 
assurances of consideration of civil rights and civil liberties issues that have thus far been provided.

Simply put, CVE is not the right solution for preventing terrorism in the United States. The way 
forward with Muslim communities is to treat their integration and success — rather than their ability 
to spot terrorists — as the goal of government programs. 
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18	 Id. at 6; see also 2011 White House CVE Implementation Plan, supra note 11, at 12-14. The particular 
areas identified as needing further research are: 1) pre-operational indicators of violent extremism; 2) the role 
of the Internet; 3) single-actor terrorism, including lessons learned from school shooters; 4) disengagement; 
and 5) non-al-Qaida threats. 

19	 White House CVE Strategy, supra note 11, at 6. The 2011 White House CVE Plan also notes the need 
for improved training on CVE, especially in light of what it characterizes as “a small number of instances of  
[f ]ederally sponsored or funded CVE-related and counterterrorism training that used offensive and inaccurate 
information.” 2011 White House CVE Implementation Plan, supra note 11, at 15. To improve the quality 
of materials, the Plan prioritizes identifying offensive training materials and improving review processes, devel-
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oping a CVE curriculum for inclusion in existing training programs in this area, establishing a DHS committee 
to review training materials and experts, ensuring that training guidance is incorporated into FEMA grants, and 
introducing measures to increase the quantity of training materials. Id. at 17-18. This appears to be a reference 
to the discovery that the training materials used by the FBI promoted the idea that “main stream [sic] American 
Muslims are likely to be terrorist sympathizers.” Spencer Ackerman, FBI Teaches Agents ‘Mainstream’ Muslims Are 
‘Violent, Radical’, Wired, Sept. 14, 2011, https://www.wired.com/2011/09/fbi-muslims-radical/. In response, 
the White House ordered the DHS to lead an inter-agency process to review and improve CVE-related train-
ing and the FBI stated that it had purged several hundred pages of documents. Letter from John O. Brennan, 
Ass’t to the President for Homeland Sec., to Farhana Khera, President & Exec. Dir., Muslim Advocates (Nov. 
3, 2011), available at https://www.muslimadvocates.org/files/JOB-CVE-training-letter-to-Khera-11.3.11.pdf; 
Spencer Ackerman, FBI Purges Hundreds of Terrorism Documents in Islamophobia Probe, Wired, Feb. 15, 2012, 
https://www.wired.com/2012/02/hundreds-fbi-documents-muslims/. The response was criticized by civil rights 
and Muslim grassroots groups because “no public accounting was given indicating that more comprehensive 
inter-agency review was initiated as promised, no re-training of officers and agents tainted by the biased and 
inaccurate trainings was apparently ever done, and no disciplinary action appears to have been taken against 
those responsible for preparing and providing the trainings.” Debi Kar, End the Use of Anti-Muslim Training 
Materials by the Federal Government, Muslim Advocates (Aug. 14, 2014), https://www.muslimadvocates.org/
end-the-use-of-anti-muslim-training-materials-by-the-federal-government/. 

20	 2016 White House CVE Implementation Plan, supra note 13, at 5-6.

21	 White House CVE Strategy, supra note 11, at 6-7. 

22	 2011 White House CVE Implementation Plan, supra note 11, at 18-20. The plan states that a “separate strat-
egy” will be developed focusing on CVE online, but our research has not uncovered any such publicly available 
document, except for the updates set out in the 2016 White House CVE Implementation Plan. See 2016 White 
House CVE Implementation Plan, supra note 13, at 13-14; see also infra text accompanying notes 276-321. 

23	 2011 White House CVE Implementation Plan, supra note 11, at 18.

24	 White House CVE Strategy, supra note 11, at 7-8.

25	 See Letter from the American Civil Liberties Union et al. to Lisa Monaco, Ass’t to the President for Homeland 
Sec. (Dec. 18, 2014) [hereinafter “Coalition Letter to Lisa Monaco”], available at https://www.aclu.org/sites/de-
fault/files/assets/141218_cve_coalition_letter_2.pdf. This request was renewed in April 2016. See Letter from the 
American Civil Liberties Union et al. to Hon. Jennifer Easterly, Senior Dir. for Counterterrorism, White House 
(Apr. 22, 2016), available at https://www.amnestyusa.org/pdfs/CounteringViolentExtremism_April2016.pdf. 
The Brennan Center and the American Civil Liberties Union also filed Freedom of Information Act requests with 
several agencies to unearth policies or guidance for ensuring that CVE programs include appropriate safeguards. 
In early 2016, both organizations filed suit to compel the government to produce documents that explain how 
these programs are intended to work. See Press Release, Brennan Ctr. for Justice at N.Y.U. School of Law, Brennan 
Center Files Suit to Make “Countering Violent Extremism” Records Public (Jan. 29, 2016) [hereinafter “Bren-
nan Ctr. CVE Press Release”], available at https://www.brennancenter.org/press-release/brennan-center-files-suit-
make-countering-violent-extremism-records-public; ACLU v. Department of Homeland Security: FOIA Lawsuit 
Seeking Records on “Countering Violent Extremism” Programs, American Civil Liberties Union (last updated Feb. 
9, 2016), https://www.aclu.org/cases/aclu-v-department-homeland-security-foia-lawsuit-seeking-records-counter-
ing-violent-extremism. While documents have been produced in response to these lawsuits and are referred to 
throughout this report, none of those reviewed thus far indicate the development of safeguards against these risks.

26	 2016 White House CVE Implementation Plan, supra note 13, at 3.

27	 Id. 

28	 The DOJ and DHS may, however, “provide advice and consultation about potential privacy, civil rights, and 
civil liberties issues to state, local, tribal, and territorial authorities regarding their proposed CVE programs and 
activities.” Id.
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29	 See infra text accompanying notes 201-203, 205-211, 212-216, 240-243, 266-268.

30	 The task force is charged with coordinating support and outreach to CVE “stakeholders,” providing technical 
assistance to CVE “practitioners,” working “with CVE stakeholders to develop multidisciplinary interven-
tion programs” and managing communications. Press Release, Dep’t of Homeland Sec., Fact Sheet on Coun-
tering Violent Extremism Task Force (Jan. 8, 2016), available at https://www.dhs.gov/news/2016/01/08/
countering-violent-extremism-task-force. 

31	 Press Release, Dep’t of Homeland Sec., Statement by Secretary Jeh C. Johnson on DHS’s New Office for 
Community Partnerships (Sept. 28, 2015), available at https://www.dhs.gov/news/2015/09/28/statement-
secretary-jeh-c-johnson-dhs%E2%80%99s-new-office-community-partnerships. 

32	 Dep’t of Homeland Sec., Dep’t of Homeland Sec. Strategy for Countering Violent Extremism 2 
(Oct. 28, 2016) [hereinafter “DHS CVE Strategy”], available at https://www.dhs.gov/sites/default/files/
publications/16_1028_S1_CVE_strategy.pdf.

33	 Starting in 2012, the National Institute Justice (NIJ) launched a $3.2 million grant program with a focus 
on “understanding extremism and advancing strategies for effective prevention and intervention.” Office 
of Justice Programs, Dep’t of Justice, Nat’l Inst. Justice: Annual Report 22 (2012), available at 
https://www.ncjrs.gov/pdffiles1/nij/244249.pdf. In 2015, this program was funded at $4 million. Office 
of Justice Programs, Dep’t of Justice, Nat’l Inst. Justice, NIJ-2015-3983, Research and Evalu-
ation on Domestic Radicalization to Violent Extremism 8 (2015), available at https://www.ncjrs.
gov/pdffiles1/nij/sl001152.pdf;  Dep’t of Justice, FY 2016 DOJ Request: State, Local and Tribal Law 
Enforcement Assistance 1 (2016), available at https://www.justice.gov/sites/default/files/jmd/pages/at-
tachments/2015/01/30/3_2016_state_and_local_chart.pdf. 

34	 161 Cong. Rec. H10162, H10163 (daily ed. Dec. 17, 2015), available at https://www.congress.gov/
crec/2015/12/17/CREC-2015-12-17-pt3-PgH10161.pdf (statement explaining Division F of the Consoli-
dated Appropriations Act of 2016 submitted by Rep. Harold Rogers, Chairman of the House Committee on 
Appropriations).

35	 See Cooperative Agreement #2014-CK-WX-K043 between Ronald L. Davis, Dir., Office of Community 
Oriented Policing Services, and Hedieh Mirahmadi, President, World Organization for Resource Develop-
ment and Education (last updated Oct. 2014), available at https://www.brennancenter.org/sites/default/
files/01-%20Cooperative%20Agreement%20COPS.pdf (obtained by the Brennan Center through Freedom 
of Information Act request).

36	 Dep’t of Homeland Sec., DHS-16-OCP-132-00-01, Notice of Funding Opportunity: Fiscal 
Year 2016 Countering Violent Extremism (CVE) Grant Program 4 (June 6, 2016) [hereinafter 
“2016 CVE Grant NOFO”], available at https://www.fema.gov/media-library-data/1467814173660-
58024ff00713060a31e54a2b0b54deb9/FY16_CVE_NOFO_Final.pdf.

37	 Id. at 4-5. 

38	 Id. at 12.

39	 DHS CVE Grant Press Release, supra note 10. The full list is as follows. Developing Resilience: Police Founda-
tion - $463,185 (Boston); Ka Joog Nonprofit Organization – $499,998 (Minneapolis); Heartland Democracy 
Center – $165,435 (Minneapolis); Leaders Advancing and Helping Communities - $500,000 (Dearborn, Mich.); 
Tuesday’s Children - $147,154 (Nationwide); Music in Common - $159,000 (Nationwide); Peace Catalyst Inter-
national, INC - $95,000 (Nationwide); Coptic Orthodox Charities - $150,000 (Nationwide). Training and En-
gagement: City of Houston, Mayor’s Office of Public Safety & Homeland Security - $400,000 (Houston); City of 
Arlington, Police - $47,497 (Arlington, TX); Illinois Criminal Justice Information Authority - $187,877 (Illinois); 
Global Peace Foundation - $150,000 (New Jersey); Nebraska Emergency Management Agency - $300,000 (Ne-
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braska); City of Dearborn Police Department - $51,521 (Dearborn, Mich.); City of Los Angeles, Mayor’s Office 
of Public Safety - $400,000 (Los Angeles); Denver Police Department - $240,000 (Denver); National Consortium 
for Advanced Policing - $200,000 (Nationwide). Managing Interventions: City of Los Angeles, Mayor’s Of-
fice of Public Safety - $425,000 (Los Angeles); Crisis Intervention of Houston, Inc. - $400,000 (Houston); Las 
Vegas Metropolitan Police Department - $425,000 (Las Vegas); Life After Hate Inc. - $400,000 (Nationwide); 
Muslim Public Affairs Council Foundation - $393,800 (Nationwide). Challenging the Narrative: Project Help 
Nevada, Inc. - $150,000 (Reno, Nev.); Unity Productions Foundation - $396,585 (Nationwide); America Abroad 
Media - $647,546 (Nationwide); Rochester Institute of Technology - $149,955 (Nationwide); Masjid Muham-
mad, Inc. - $450,000 (Nationwide); The University of North Carolina at Chapel Hill - $866,687 (Nationwide); 
Muslim American Leadership Alliance - $40,000 (Nationwide). Building Capacity: Counter Extremism Project 
- $298,760 (New York); Claremont School of Theology - $800,000 (Los Angeles). 

40	 The Notice of Funding Opportunities defines resilience as “communities where violent extremists routinely 
meet disinterest and opposition, recruitment attempts routinely fail, and communities know what tools 
and support are available to assist individuals that may be on a path towards violence.” 2016 CVE Grant 
NOFO, supra note 36, at 2.

41	 S.C. Res. 2178, U.N. Doc. S/RES/2178 ¶¶ 15-19 (Sept. 24, 2014), available at http://www.un.org/en/
sc/ctc/docs/2015/SCR%202178_2014_EN.pdf.  See generally Justin Sink, UN Security Council Approves 
Foreign Fighters Resolution Pushed By Obama, Hill (Sept. 24, 2014, 3:26 PM), http://thehill.com/policy/
international/218803-un-security-council-approves-resolution-to-stop-foreign-terrorist 

42	 See Colum Lynch & Elias Groll, Obama’s Foreign Fighters Campaign is a Gift to the World’s Police States, 
Foreign Pol’y, Sept. 30, 2014, http://foreignpolicy.com/2014/09/30/obamas-foreign-fighters-campaign-is-
a-gift-to-the-worlds-police-states/; Faiza Patel, President Obama to Preside Over Flawed UN Security Council 
Resolution on Foreign Fighters, Just Sec. (Sept. 23, 2014, 9:25 AM), https://www.justsecurity.org/15393/
security-council-resolution-foreign-fighters/; Martin Scheinin, Back to 9/11 Panic? Security Council Resolu-
tion on Foreign Terrorist Fighters, Just Sec. (Sept. 23, 2014, 2:54 PM), https://www.justsecurity.org/15407/
post-911-panic-security-council-resolution-foreign-terrorist-fighters-scheinin/.  

43	 Most of the measures suggested in Resolution 2178 are positive – e.g., “promoting political and religious toler-
ance, economic development and social cohesion and inclusiveness, ending and resolving armed conflicts, and 
facilitating reintegration and rehabilitation” – but, with the exception of armed conflict, it is unclear that there 
is evidence that they constitute drivers of terrorism. See Naz Modirzadeh, If It’s Broke, Don’t Make it Worse: A 
Critique of the U.N. Secretary-General’s Plan of Action to Prevent Violent Extremism, Lawfare (Jan. 23, 2016, 
7:48 AM), https://www.lawfareblog.com/if-its-broke-dont-make-it-worse-critique-un-secretary-generals-plan-
action-prevent-violent-extremism [hereinafter “Lawfare, Critique of the U.N. Secretary-General’s CVE Plan”].

44	 Tanya Somanader, President Obama Chairs the U.N. Security Council Meeting on Foreign Terrorist Fighters, White 
House (Sept. 24, 2014, 7:04 PM), https://www.whitehouse.gov/blog/2014/09/24/president-obama-chairs-
un-security-council-meeting-foreign-terrorist-fighters; Press Release, White House, FACT SHEET: The White 
House Summit on Countering Violent Extremism, (Feb. 18, 2015), https://www.whitehouse.gov/the-press-of-
fice/2015/02/18/fact-sheet-white-house-summit-countering-violent-extremism. The program for the summit re-
flects the priorities of the White House CVE Strategy: finding ways for identifying violent extremists, including 
by asking Muslim communities to do so, and developing ways of countering extremist narratives. See Steven W. 
Hawkins, Obama’s Anti-Extremism Plan lacks Human Rights Safeguards, Al Jazeera America, Feb. 19, 2015, 
http://america.aljazeera.com/opinions/2015/2/obamas-extremism-plan-lacks-human-rights-safeguards.html. 

45	 Human Rights Council Res. 30/15, Human Rights and Preventing and Countering Violent Extremism, A/
HRC/RES/30/15 (Oct. 12, 2015); Press Release, Dep’t of State, Office of the Spokesperson, Fact Sheet on 
Key U.S. Outcomes at the UN Human Rights Council 30th Session (Oct. 8, 2015), available at http://www.
state.gov/r/pa/prs/ps/2015/10/248047.htm. 
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46	 The debate revealed significant differences among countries about whether the resolution should address “ideology 
or action, or both, and how either would be defined, and whether ‘violence’ was even a necessary element.” See UN 
HRC: Resolution on “Violent Extremism” Undermines Clarity, Article 19 (Oct. 8, 2015), https://www.article19.
org/resources.php/resource/38133/en/un-hrc:-resolution-on-%E2%80%9Cviolent-extremism%E2%80%9D-
undermines-clarity. This ambiguity continues into the resolution itself, which does not define “violent extremism” 
or distinguish it from terrorism, except to imply that it is a broader concept. 

47	 See Vice-President and Rapporteur of the U.N. Human Rights Council, Rep. of the Human Rights Council 
on Its Thirtieth session, ¶ 196, U.N. Doc. A/HRC/30/2 (May 19, 2016) (by Mothusi Bruce Rabasha Palai), 
http://www.ohchr.org/EN/HRBodies/HRC/RegularSessions/Session30/Documents/A-HRC-30-2_en.doc. 
In addition, Ireland on behalf of Belgium, Denmark, Estonia, Iceland, Mexico, Poland, Sweden and Switzer-
land expressed concerns about oral revisions added during the discussion of the resolution. See id. ¶ 210 at 
39; Letter from Ireland, on behalf of a Group of States, to the President of the U.N. Human Rights Council 
(Oct. 2, 2015), available at https://www.dfa.ie/media/dfa/alldfawebsitemedia/ourrolesandpolicies/int-pri-
orities/humanrights/HRC30---General-Comment-by-Ireland-after-the-vote-regarding-the-draft-resolution-
on-human-rights-and-preventing-and-countering-violent-extremism.pdf.

48	 U.N. Secretary-General, Plan of Action to Prevent Violent Extremism, U.N. Doc. A/70/674 (Dec. 24, 2015), 
available at https://documents-dds-ny.un.org/doc/UNDOC/GEN/N15/456/22/PDF/N1545622.pdf. 

49	 Lawfare, Critique of the U.N. Secretary-General’s CVE Plan, supra note 43. 

50	 Special Rapporteur on the Promotion and Protection of Human Rights and Fundamental Freedoms While 
Countering Terrorism, Rep., Human Rights Council, ¶¶ 36-47, U.N. Doc. A/HRC/31/65 (Feb. 22, 2016), 
available at https://goo.gl/xPx0wi.  For a discussion of the report, see Faiza Patel & Amrit Singh, The Human 
Rights Risks of Countering Violent Extremism, Just Sec. (Apr. 7, 2016, 12:15 PM), https://www.justsecurity.
org/30459/human-rights-risks-countering-violent-extremism-programs/. 

51	 Press Release, Office of the High Commissioner for Human Rights, Countering Violent Extremism, A ‘Per-
fect Excuse’ to Restrict Free Speech and Control the Media – UN Expert (May 3, 2016), available at http://
www.ohchr.org/EN/NewsEvents/Pages/DisplayNews.aspx?NewsID=19916&LangID=E.  

52	 Id.  

53	 See supra text accompanying notes 4, 6.

54	 Out of the nearly $5 million allocated to groups that provided services to individuals and communities, ap-
proximately $3.9 million (78%) was dedicated to groups that focus on Muslims and Muslim communities. The 
breakdown of Muslim-focused groups is as follows: America Abroad Media, Coptic Orthodox Charities, Global 
Peace Foundation, Heartland Democracy Center, Ka Joog Nonprofit Organization, Leaders Advancing and 
Helping Communities, Life After Hate Inc., Masjid Muhammad Inc., Muslim American Leadership Alliance, 
Muslim Public Affairs Council, Peace Catalyst International Inc., and Unity Productions Foundation.

55	 About Us, Life After Hate, http://www.lifeafterhate.org/about.

56	 ExitUSA and Against Violent Extremism (AVE) Network are Life After Hate programs that provide services 
and support to current and former members of violent extremist organizations. Programs & Partners, Life 
After Hate, http://www.lifeafterhate.org/programs/.

57	 Randy Borum, Radicalization into Violent Extremism I: A Review of Social Science Theories, 4 J. Strategic Sec. 
7, 8 (2011), available at http://scholarcommons.usf.edu/cgi/viewcontent.cgi?article=1139&context=jss. 

58	 John Knefel, Everything You’ve Been Told About Radicalization is Wrong, Rolling Stone, May 6, 2013, http://
www.rollingstone.com/politics/news/everything-youve-been-told-about-radicalization-is-wrong-20130506  
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129	See Factsheet: A Comprehensive U.S. Government Approach to Countering Violent Extremism, Dep’t of Home-
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to%20CVE-Fact%20Sheet.pdf (last visited Jan. 30, 2017) [hereinafter “Factsheet: Comprehensive CVE Ap-
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Schanzer, Triangle Ctr. on Terrorism and Homeland Sec., Law Enforcement Assessment of the 
Violent Extremist Threat 7 (2015) [hereinafter “2015 Triangle Study”], available at https://sites.duke.
edu/tcths/files/2013/06/Kurzman_Schanzer_Law_Enforcement_Assessment_of_the_Violent_Extrem-
ist_Threat_final.pdf. According to a study by the United States Military Academy’s Combating Terrorism 
Center, right-wing extremists averaged 307.5 attacks per year in the first 11 years of the twenty-first century. 
Arie Perliger, Combating Terrorism Center at West Point, Challengers from the Sidelines: Un-
derstanding America’s violent Far-Right 87 (Nov. 2012), available at https://www.ctc.usma.edu/v2/
wp-content/uploads/2013/01/ChallengersFromtheSidelines.pdf. These two studies would total 313.5 ter-
rorism incidents per year. Other studies show lower numbers. For example, the Global Terrorism Database 
maintained by the START at the University of Maryland identifies 256 terrorist attacks from 2001 to 2014. 
Nat’l Consortium for Study of Terrorism and Responses to Terrorism, Fact Sheet: American 
Deaths in Terrorist Attacks 1 (Oct. 2015), available at https://www.start.umd.edu/pubs/START_Amer-
icanTerrorismDeaths_FactSheet_Oct2015.pdf. 

133	See Malcolm W. Klein & Cheryl L. Maxson, Street Gang Patterns and Policies 126 (2006). See also 
Erika Gebo et al., The OJJDP Comprehensive Gang Strategy: The Comprehensive Gang Model, in The Hand-
book of Gangs 399-402 (2015) (Scott H. Decker & David C. Pyrooz eds., 2015); Irving Spergel et al., The 
Comprehensive, Community-Wide Gang Program Model: Success And Failure, in Studying Youth Gangs 222 
(James F. Short & Lorine A. Hughes eds., 2006). 

134	The Justice Policy Institute’s examination of data shows that African-Americans and Latinos were roughly 
fifteen times more likely than non-Hispanic whites to be identified by law enforcement as gang members.  
Judith Greene & Kevin Pranis, Gang Wars: The Failure Of Enforcement Tactics And The Need 
For Effective Public Safety Strategies 36 (2007), available at http://www.justicepolicy.org/uploads/jus-
ticepolicy/documents/07-07_rep_gangwars_gc-ps-ac-jj.pdf; See also Stacey Leyton, The New Blacklists: The 
Threat to Civil Liberties Posed by Gang Databases, in Crime Control and Social Justice (Samuel L. Meyers 
Jr. & Randolph N. Stone eds., 2003) [hereinafter “Leyton, The New Blacklists”] (noting the disproportionate 

DHS-001-425-007467



COUNTERING VIOLENT EXTREMISM   |  55

targeting of minority groups for inclusion in gang databases by law enforcement). 

135	For instance, the National Youth Gang Survey, which incorporates data from all police departments serving 
populations with at least 2,500 people, and all county police and sheriff’s departments, does not include 
hate groups and motorcycle gangs in its definition of gangs—both groups that are predominantly white. 
Sara Lynn Van Hofwegen, Unjust and Ineffective: A Critical Look at California’s STEP Act, S. Cal. Interdis-
ciplinary L.J., 679, 684 (2009), available at http://www-bcf.usc.edu/~idjlaw/PDF/18-3/18-3%20Van%20
Hofwegen.pdf.  

136	See, e.g., id. (“For example, police commonly place African American youth in gang databases merely because 
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2015, http://www.nytimes.com/2015/05/31/magazine/how-do-you-define-a-gang-member.html; Leyton, 
The New Blacklists, supra note 134. 

137	See generally Youth Justice Coalition, Tracked and Trapped: Youth of Color, Gang Databases, and 
Gang Injunctions 6, 7 (2012), available at http://www.youth4justice.org/wp-content/uploads/2012/12/
TrackedandTrapped.pdf. 

138	Assemb. B. 2298 (Cal. 2016) (codified at Cal. Gov’t. Code § 70615 and Cal. Pen. Code §§ 186.34, 
186.35); see also Dave Maass, Victory! Gov. Brown Signs Bill to Overhaul California’s Broken Gang Databases, 
Electronic Frontier Foundation (Sept. 28, 2016), https://www.eff.org/deeplinks/2016/09/gov-brown-
signs-bill-overhaul-californias-broken-gang-databases.
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Tampa Bay Times, Sept. 15, 2012, http://www.tampabay.com/news/publicsafety/crime/police-gang-lists-
can-have-life-long-impacts-and-are-questioned-by-legal/1251855; Charles Hallman, Gang List Criticized as 
Racial Profiling, Twin Cities Daily Planet (Aug. 6, 2009), http://www.tcdailyplanet.net/gang-list-criti-
cized-racial-profiling/; Josmar Trujillo, Gangbusters: How the Upsurge in Anti-Gang Tactics Will Hurt Com-
munities of Color, Truthout (Jan. 19, 2016), http://www.truth-out.org/news/item/34475-the-upsurge-
in-gang-conspiracy-charges-is-not-protecting-communities-of-color. Cf. Kate Abbey-Lambertz & Joseph 
Erbentraut, The Simple Strategies That Could Fundamentally Change How Communities View Their Police, 
Huffington Post (Feb. 17, 2015, 7:35 AM), http://www.huffingtonpost.com/entry/community-policing-
police-trust_n_6607766 (“Like some of the skeptics in Madison, [Opal] Tometi, the #BlackLivesMatter 
co-founder, is hesitant to embrace community policing, which she describes as ‘a euphemism for more sur-
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140	David Schanzer et al., The Challenge and Promise of Using Community Policing Strategies to 
Prevent Violent Extremism 11 (2016) [hereinafter “Schanzer et al., The Challenge and Promise of 
Using Community Policing Strategies to Prevent Violent Extremism”], available at https://www.
ncjrs.gov/pdffiles1/nij/grants/249674.pdf. CVE’s construction of American Muslim communities as particu-
larly suspect is also reflected in how anti-extremism programs are conceived: for “anti-government extrem-
ism,” police assume that they should target groups identified with that movement not the broader commu-
nities from which their members come, but initiatives to counter “extremism connected with al Qaeda or 
like-minded terrorist organizations” are aimed at all Muslims, not groups that support ISIS or some other 
terrorist group. Id.

141	A report from the National Consortium for the Study of Terrorism and Responses to Terrorism (START), led 
by the University of Maryland, found that attacks committed by al-Qaeda and affiliated movements resulted 
in fewer deaths (62) than far-right extremists (245) in the U.S. from 1990 to 2014, excluding 9/11 and the 
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and Responses to Terrorism,  Twenty-Five Years of Ideological Homicide Victimization in the 
United States of America 1 (2016), available at https://www.start.umd.edu/pubs/START_CSTAB_EC
DB_25YearsofIdeologicalHomicideVictimizationUS_March2016.pdf.  Other studies also show a serious 
threat from right-wing violence, although numbers vary depending on what cases are counted as terrorism. 
Moreover, because of the overall number of terrorist attacks is very low, a single incident can easily skew num-
bers, especially if statistics cover only a few years. For example, an ongoing 2016 study by the New America 
Foundation shows that prior to June 2016, “jihadist” attacks in America had resulted in fewer deaths (45 
as of May 26, 2016) than “right wing” attacks (48 as of May 26, 2016). Data from a single attack, the June 
12, 2016 Orlando shooting, reversed that conclusion. What Is the Threat to the United States Today?, New 
America Found., https://www.newamerica.org/in-depth/terrorism-in-america/what-threat-united-states-
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the Triangle Center on Terrorism and Homeland Security and the Stanford School of Public Policy at Duke 
University showed that 74 percent rated anti-government extremism, such as sovereign citizen’ movements, 
as one of the top three terrorist threats in their jurisdiction, while 39 percent listed extremism connected with 
al Qaeda or like-minded terrorist organizations as a top terrorist threat. Another 33 percent listed environ-
mental extremism as the biggest threat. 2015 Triangle Study supra note 132, at 3, 4.

142	The outreach programs that form the basis of many CVE efforts have in the past been used as a means of 
gathering intelligence on participating groups and individuals. See, e.g., Michael Price, Brennan Ctr. 
for Justice, Community Outreach or Intelligence Gathering? A Closer Look at ‘Countering 
Violent Extremism’ Programs (2014) [hereinafter “Community Outreach or Intelligence Gather-
ing”], available at https://www.brennancenter.org/sites/default/files/analysis/Community_Outreach_or_In-
telligence_Gathering.pdf. In addition, documents obtained through Freedom of Information Act requests 
demonstrate that even routine observations of Federal Bureau of Investigation officers on members of Mus-
lim communities ended up in intelligence records. American Civil Liberties Union,  ACLU Eye on 
the FBI (Mar. 27, 2012), available at https://www.aclu.org/files/assets/aclu_eye_on_the_fbi_-_mosque_
outreach_03272012_0_0.pdf. As explained by Los Angeles-based community and civil rights groups: “We 
understand [CVE] against the backdrop of the over decade-long history of the federal government’s intru-
sive surveillance on mosque communities and American Muslims more generally, absent evidence of their 
engaging in any criminal activity…. In light of the failure of the federal government at any level to ensure 
safeguards against religious profiling, we cannot help but believe that CVE programs will open the doors to 
further profiling of American Muslims and other impacted communities.” Press Release, Asian Americans 
Advancing Justice- Los Angeles et al., Los Angeles Based Groups Serving American Muslim Communi-
ties Question Federal Government’s “Countering Violent Extremism” Programs as Ill-Conceived, Ineffec-
tive, and Stigmatizing (Nov. 13, 2014) [hereinafter “Los Angeles Press Release”], available at http://www.
advancingjustice-la.org/sites/default/files/20141113%20-%20MR%20-%20CVE%20Statement.pdf. Simi-
larly, in a 2015 letter, a number of Boston groups noted: “CVE programs developed with the input of law 
enforcement agencies threaten to incorporate intelligence gathering into the process by which individuals are 
referred to or use mental health and other social services.” Letter from Muslim Justice League et al. to Lisa 
O. Monaco, Ass’t to the President for Homeland Sec. and Counterterrorism (Feb. 13, 2015), available at 
https://www.brennancenter.org/sites/default/files/analysis/Boston%20Organizational%20Letter%20re%20
CVE%20Concerns.pdf. Somali groups in Minnesota have also expressed unease. Letter from Minnesota 
Muslim Groups to Department of Justice et al. (May 1, 2015) [hereinafter “Minnesota Letter”], available 
at http://files.ctctcdn.com/bd15115b001/d068ad69-9ad8-46a0-bdcd-b9d57454ed20.pdf. So important is 
this issue in the Somali community that even the groups working with the U.S. Attorney on youth programs 
included a “no spying” clause in their agreement with him. Memorandum of Understanding between the 
United States Attorney’s Office for the District of Minnesota and the Somali American Taskforce, 1 (2015) 
[hereinafter “USAO-SATF MOU”] available at http://www.justice.gov/usao-mn/file/764306/download.

143	Schanzer et al., The Challenge and Promise of Using Community Policing Strategies to Prevent 
Violent Extremism, supra note 140, at 19-31; 2016 CVE Implementation Plan, supra note 13, at 3; Robert 
McKenzie, Countering Violent Extremism in America: Policy Recommendations for the Next President, Brookings 
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Inst. (Oct. 18, 2016), https://www.brookings.edu/research/countering-violent-extremism-in-america-policy-
recommendations-for-the-next-president/. Of course not all Muslims are opposed to CVE. Six Muslim and So-
mali groups were part of the Greater Boston Regional Collaborative, which developed the Boston CVE Frame-
work. Boston CVE Framework, supra note 99, at 16. The Somali American Taskforce, which consists of 12 
Somali-American individuals including “religious leaders, teachers, students and mental health professionals,” 
entered into an agreement with the Minnesota U.S. Attorney to develop CVE programs such as mentor-
ships and education and career resources for Somali youth. See Angela Davis, Community-Led Force Looking to 
Curb Terror Recruitment, CBS Minn. (May 14, 2016, 5: 35 PM), http://minnesota.cbslocal.com/2015/05/14/
community-led-task-force-looking-to-curb-terror-recruitment/; USAO-SATF MOU, supra note 142, at 4 
(identifies twelve individuals who signed and dated the document). In Los Angeles, the Muslim Public Affairs 
Council works closely with the LAPD and runs a program called Safe Spaces, which is broadly in line with the 
government’s CVE model. Muslim Pub. Aff. Council, Safe Spaces: An Updated Toolkit for Empower-
ing Communities and Addressing Ideological Violence, Muslim Pub. Aff. Council (2015), available 
at http://www.mpac.org/safespaces/files/MPAC-Safe-Spaces.pdf. The LA CVE Framework cited MPAC’s Safe 
Spaces as a “grassroots approach to prevention.” Los Angeles Interagency Coordination Group, The Los 
Angeles Framework for Countering Violent Extremism 5 (2015) [hereinafter “LA CVE Framework”], 
available at https://www.dhs.gov/sites/default/files/publications/Los%20Angeles%20Framework%20for%20
CVE-Full%20Report.pdf. However, the group has rejected FBI-sponsored CVE. See The Problem with the FBI’s 
‘Shared Responsibility Committees’, Muslim Pub. Aff. Council (Mar. 31, 2016), http://www.mpac.org/policy-
analysis/the-problem-with-the-fbis-shared-responsibility-committees.php. 

144	Boston CVE Framework, supra note 99, at 20 (dissenting opinion of Yusufi Vali, Exec. Dir., Islamic Soci-
ety of Boston Cultural Ctr.). 

145	Los Angeles Press Release, supra note 142. 

146	Statement, MSA West, Muslim Student Associations Across CA Against Federal Government’s Countering 
Violent Extremism Programs (Feb. 21, 2015), http://us4.campaign-archive2.com/?u=30d739eaae2442c8d2
0aad278&id=25a5c44b43&e=%5bUNIQID.

147	Minnesota Letter, supra note 142. 

148	Letter from Council on American-Islamic Relations (CAIR) et al., on behalf of a Coalition of Nineteen Civil 
Liberties and Community Organizations, to Hon. Jeh Johnson, Sec’y of Homeland Sec. (Aug. 31, 2016), 
available at http://www.cair.com/images/pdf/2016-CVE-Grant-Program.pdf. 

149	Coalition Letter to Lisa Monaco, supra note 25, at 3.

150	The Boston CVE Framework, for example, acknowledges community hostility to CVE by cautioning against 
“creat[ing] and/or brand[ing] separate programs labeled CVE which may have a certain stigma.” Boston 
CVE Framework, supra note 99, at 2. The LA CVE Framework similarly notes the “antipathy and opposi-
tion towards CVE as a concept… voiced by some civil rights and advocacy groups in Los Angeles and around 
the country.” LA CVE Framework, supra note 143, at 9. Professor John Horgan, in a National Institute of 
Justice panel states, “I am not entirely sure when this happened, but at some point over the last two years, 
CVE, the term CVE became the new terrorism. It is a very deeply contentious label that if you used it, you 
were seen as compromised or in the service of federal government or in the service of interest[s] that really 
ran counter to what it is that we say on paper that we are trying to do.” Horgan Panel, supra note 114. 

151	Michael Downing, The RENEW Program: A New Approach to Identifying Early Warnings of Po-
tential Violent Behavior (2016) [hereinafter “RENEW Framework”] (on file with the Brennan Ctr.); 
Philip Marcelo, What’s In a Name? Government Recast Anti-Extremism Efforts, Associated Press (Aug. 26, 
2016 12:32 AM EDT), http://bigstory.ap.org/article/29e87290d5a74a988cce221ef6a14996/whats-name-
governments-recast-anti-extremism-efforts/; Montgomery Country BRAVE Model, World Org. Res. Dev. and 
Educ., http://www.worde.org/programs/the-montgomery-county-model/ (last visited Jan. 30, 2017). 
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152	Samuel J. Rascoff, Establishing Official Islam? The Law and Strategy of Counter-Radicalization, 64. Stan. L. 
Rev., 125, 148 (2012) (“American domestic counter-radicalization is emerging mainly as a (modified) im-
port from Europe, chiefly from the United Kingdom”). 

153	HM Government, Cm 6888, Countering International Terrorism: The United Kingdom’s Strat-
egy ¶¶ 49, 102 (2006), available at https://www.gov.uk/government/uploads/system/uploads/attachment_
data/file/272320/6888.pdf. 

154	HM Government, Prevent Strategy ¶¶ 10.143, 10.35-10.43 (2011) [hereinafter “2011 Prevent Strat-
egy”], available at  https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/97976/
prevent-strategy-review.pdf

155	2016 Channel Duty Guidance, supra note 100, at ¶¶ 80, 83. Integration and social cohesion initiatives 
have been substantially scaled back and are now run by a separate government agency from Prevent, although 
the two initiatives remain coordinated. 2011 Prevent Strategy, supra note 154, at ¶¶ 6.30-6.31; Open 
Society Justice Inst., Eroding Trust: The UK’s Prevent Counter-Extremism Strategy in Health 
and Education 25 (2016) [hereinafter “OSJI Prevent Study”], available at https://www.opensocietyfoun-
dations.org/sites/default/files/eroding-trust-20161017_0.pdf.

156	See supra text accompanying notes 92-100.

157	Most interventions under Prevent seem to be conducted under a program named Channel and the guid-
ance on how to identify individuals is issued under the auspices for that program. See 2016 Channel Duty 
Guidance, supra note 100, at ¶ 7; Channel Framework, supra note 100, at 2. The other factors listed in 
the Channel vulnerability assessment include “feelings of grievance and injustice; feeling under threat; a need 
for identity, meaning and belonging; []desire for status; []desire for excitement and adventure; []need to 
dominate and control others; susceptibility to indoctrination; a desire for political or moral change; oppor-
tunistic involvement; family or friends involvement in extremism; being at a transitional time of life; being 
influenced or controlled by a group; relevant mental health issues; over-identification with a group or ideol-
ogy; ‘them and us’ thinking; dehumanisation of the enemy; attitudes that justify offending;  harmful means 
to an end; harmful objectives; individual knowledge, skills and competencies;  access to networks, funding 
or equipment;  and criminal capability.” 

158	OSJI Prevent Study, supra note 155, at 37.

159	Royal College of Psychiatrists, Position Statement PS04/16, Counter-Terrorism and Psychiatry 
7 (Sept. 2016), available at http://www.rcpsych.ac.uk/pdf/PS04_16.pdf. The Royal College also noted “po-
tential conflicts with the duties of a doctor” and the possibility that “Prevent could reduce the willingness 
of people to access mental health treatment.” Id. at 4. See also British Academics, Letter, Anti-Radicalization 
Strategy Lacks Evidence Base in Science, Guardian, Sept. 28, 2016, https://www.theguardian.com/poli-
tics/2016/sep/29/anti-radicalisation-strategy-lacks-evidence-base-in-science. 

160	National Channel Referral Figures, Nat’l Police Chief ’s Council, http://www.npcc.police.uk/Freedomo-
fInformation/NationalChannelReferralFigures.aspx (last visited Oct. 24, 2016).

161	According to a recent report by the government of the U.K., interventions for “the vast majority of cases” 
in which an individual has been linked to extremism have been successful because “there are no remaining 
concerns that the individual will be drawn into terrorism.” This, of course, begs the question of whether there 
was a substantiated reason to suspect them of being pre-terrorists in the first instance. HM Government, 
Cm. 9310, CONTEST: The United Kingdom’s Strategy for Countering Terrorism: Annual Report 
for 2015 (July 2016), ¶ 2.37, available at https://www.gov.uk/government/uploads/system/uploads/attach-
ment_data/file/539683/55469_Cm_9310_Web_Accessible_v0.11.pdf. 
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I. EXECUTIVE SUMMARY 
 
Countering violent extremism (CVE) has become an increasingly important pillar of 

national security policy in the United States and was even highlighted in the 2015 National 
Security Strategy as “more important than our capacity to remove terrorists from the battlefield”.1 
However, CVE is an evolving concept for both policymakers and practitioners alike.2 Part of 
Georgetown University’s Center for Security Studies, the National Security Critical Issues Task 
Force (NSCITF) produced this report to provide a comprehensive framework to better 
conceptualize and implement of CVE. The NSCITF’s framework for CVE is based on the 
public health model, which categorizes prevention into primary, secondary, and tertiary 
activities.3 Using the public health model for CVE, the United States Government (USG) and 
its partners would be better able to define the CVE mission, assign responsibilities for its 
implementation, and engage effectively in combined action for its execution. 

 
Summary of Key Findings 

1. CVE has an unclear definition, mission, and leadership structure (see page 7). 
2. Violent extremism shares risk factors with other social ills, enabling the use of pre-

existing capabilities and resources in its prevention (see page 8). 
3. A multi-sector and non-discriminatory approach enables a holistic strategy using 

multiple capabilities (see page 10). 
4. Success remains difficult to quantify; the lack of meaningful metrics to evaluate CVE 

initiatives complicates evidence-based program design and funding decisions (see 
page 11). 

 
  

                                                
1 The White House, “2015 National Security Strategy,” (2015). 
2 See key finding #1. 
3 For public health model, see Green, L. A., et al., “Ecology of medical care,” (2001): 5. 
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The Public Health Model for CVE 
The NSCITF selected the public health model framework for CVE because the model 

emphasizes proactive engagement to evaluate, address, and mitigate the wide-ranging dynamics 
of violent extremism. As it relates to CVE, the public health model defines strategies and 
activities using a framework of primary, secondary and tertiary approaches (see page 19): 

 
Primary Prevention is a broad approach directed toward society as a whole. 
Success at this level mitigates the root causes of extremist behavior by addressing 
social grievances that can drive populations to violent extremism. Activities of 
primary prevention include education, health services, social engagement, cultural 
awareness, and personal development programs.  
 
Secondary Prevention focuses on individuals and groups identified as at-risk for 
violent extremism. Success at this level stops any radicalization progression and 
reduces the potential for future radicalization. Activities of secondary prevention 
include intervention, community engagement, and counter-messaging. 
 
Tertiary Prevention is a targeted approach directed toward radicalized individuals 
or groups who are actively planning attacks or recruiting for a violent extremist 
cause. Success at this level prevents violence and neutralizes the individual or 
group’s ability to carry out violence. Activities of tertiary prevention include 
disengagement, de-radicalization, isolation, and redirection.  
 

Recommendations 
1. Adopt the public health model to define, analyze, and implement CVE (see page 21). 
2. Identify and communicate a clear CVE leadership structure (see page 21). 
3. Define the roles and responsibilities of government agencies and partners with respect 

to CVE programs (see page 22). 
4. Prioritize and make strategic choices on CVE resources and capabilities (see page 22).  
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II. METHODOLOGY AND SCOPE OF RESEARCH 
 
The NSCITF developed its findings and recommendations through substantive research 

on existing CVE literature, applied programs, and interviews with experts. Existing literature 
surveyed included open-source academic, policy, and media reports on CVE, along with strategic 
plans from USG agencies, non-governmental organizations (NGOs), and foreign government 
studies. The NSCITF researched formal program evaluations and literature on past and current 
CVE initiatives in over 18 countries, including the United States. The NSCITF also interviewed 
over 25 policymakers, experts, and program implementers to understand the current perceptions, 
practices, and challenges in CVE.  

The NSCITF examined current CVE practice and policy to understand the CVE 
mission, its evaluation metrics, and perceptions of violent radicalization. The NSCITF began by 
examining the various definitions, concepts, and missions as described by policymakers and 
practitioners. Further, the NSCITF surveyed the causal factors for individuals’ radicalization and 
examined community responses to CVE programs. Additionally, the NSCITF surveyed 
evaluation metrics currently used by practitioners and policymakers. Beyond traditional CVE 
frameworks, the NSCITF also surveyed various public health programs to understand if similar 
activities could apply to CVE. 

Several organizations and individuals were also critical to the success of the project. The 
NSCITF relied on work by other organizations in the field such as the University of Maryland 
National Consortium for the Study of Terrorism and Responses to Terrorism, George 
Washington University’s Program on Extremism, the Department of State’s Hedayah Center, 
the Global Counterterrorism Forum, the Fordham Law Center on National Security, and 
Georgetown University’s previous work on Lone Wolf Terrorism (see bibliography on page 26). 
The NSCITF also owes a debt of gratitude to the staff of the Georgetown Security Studies Review, 
specifically Editor-in-Chief Robert Morgan Byrne-Diakun, for editing the manuscript of this 
report. 
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III. CVE BACKGROUND AND ISSUES 
 
Although the United States’ National Security Strategy (NSS) has only recently focused 

on CVE, European programs and international law established the groundwork for modern 
CVE in the late 20th century. An early example was the European EXIT program in Norway, 
Sweden, and Germany during the 1980s that focused on community and law enforcement efforts 
to dissuade or disengage right wing violent extremists.4 Likewise, the Organization for Security 
and Cooperation in Europe was the first international body to recognize that “tackling root 
causes of terrorism” was critical in the wake of 9/11, when the United State’s response primarily 
focused on conventional counterterrorism. 5  The United Kingdom created one of the first 
national-level CVE programs to counter homegrown violent extremism in 2006, with a specific 
emphasis on Islamic extremism.6 Although the United States has extensive experience with 
violent radicals from the Weather Underground to modern Islamic Terrorism, there have been 
few unified national efforts to counter violent extremism. 

In the last five years, however, the USG has sought to unify domestic CVE approaches 
into an overarching national policy. The first modern U.S. CVE programs began in the mid-
2000s with ad-hoc approaches like the Montgomery County Model, an inter-faith NGO-led 
program, that sought to develop a community-based approach to intervention and de-
radicalization.7 In 2011, the White House drew national policy attention to these incipient 
efforts by releasing a strategy document focused on empowering local communities to prevent 
violent extremism.8 Two years later, the United States established three nationally sponsored 
pilot programs to test community-based CVE efforts in Boston, Minneapolis, and Los Angeles. 
In 2015, the White House drew international attention to CVE with a summit of international 
leaders to build awareness of CVE, counter extremist narratives, and emphasize community-led 
efforts. However, US strategy on CVE remains embryonic, despite its inclusion in the 2015 NSS 
and the foundation of a joint CVE Task Force in early 2016. 9 

                                                
4 Demant, Froukje, et al., “Decline and Disengagement: An Analysis of Processes of Deradicalization,” (2008). 
5 OSCE, “Preventing Terrorism and Countering Violent Extremism and Radicalization,” (2014). 
6 Her Majesty’s Government of the United Kingdom, “The Prevent Strategy,” (2011). 
7 Evans et. al., “Evaluation of a Multi-Faceted, U.S. Community Based, Muslim-Led CVE Program,” (2016). 
8 The White House, “Strategic Implementation Plan for Empowering Local Partners,” (2011). 
9 Department of Homeland Security, “Countering Violent Extremism Task Force,” (2016). 
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The United State’s hesitance can be attributed to several challenging issues, foremost, 
that CVE is difficult to define and distinguish from counterterrorism. In its research, the 
NSCITF found that the USG does not share a specific definition or vision for CVE.10 While the 
scope of this report does not include a unified definition, the NSCITF’s working definition is 
that CVE refers to activities that prevent individuals from radicalizing, adopting violent 
extremist ideologies, and engaging in terrorist activities. 11  However, this definition is not 
universally accepted.12 CVE’s emerging nature means that most programs are loosely defined, 
locally based, and understand common CVE activities in diverse ways.13 Adding to the challenge 
is the fact that policy and practice inexorably link counterterrorism and CVE such as in several 
national programs like the UK’s Channel.14 The challenge in defining and distinguishing CVE 
from other activities is one of the main obstacles to establishing an effective national policy. 

Another central challenge is the fact that CVE activities aim to alter the nearly 
unknowable in dissimilar groups and individuals. At its core, violent extremism is the beliefs, 
feelings, and behaviors that individuals or groups use to justify violence to achieve political 
goals.15 While behaviors are observable, it is intensely difficult to identify beliefs or feelings that 
will cause future violent behavior.16 Further, violent radicalization occurs in the extremes of the 
political spectrum, and includes both secular and religious movements.17 In the last 30 years, 
violent radical groups that identified with right wing, new left, single issue and ethno-separatist 
ideals have all perpetrated violence in the United States.18 Additionally, individual adherents vary 
widely in character. Adherents from the Islamic State of Iraq and the Levant (ISIL) have come 
from various age, gender, socioeconomic, and educational backgrounds.19 The myriad challenges 
associated with recognizing a violent extremist make CVE activities challenging to calibrate, 
concentrate, and prioritize. 

                                                
10 See key finding #1. 
11 Mastroe, Caitlin and Susan Szmania, “Surveying CVE Metrics in Prevention, Disengagement, and Deradicalization,” (2016). 
12 Department of Homeland Security, DHS Lexicon: Terms and Definitions, (2016). 
13 Fink, Romaniuk and Barakat, “Evaluating Countering Violent Extremism Programming,” (2013). 
14 Hussain, Ghaffar, “Countering Extremism: Learning from the United Kingdom Model,” (2015). 
15 McCauley & Moskalenko, “Mechanisms of Political Radicalization,” (2008). 
16 Taylor, John and Michael Horgan, “A Conceptual Framework for Addressing Psychological Processes,” (2006). 
17 Bruce Hoffman, interview by authors, 15 June 2016; and Gumbel, Andrew, “Domestic Terrorism Threat in the US,” (2015). 
18 Gumbel, Andrew (Ibid); and Southern Poverty Law Center, “SPLC Database on US Hate Groups,” (Accessed 2016). 
19 For examples, see Engel, Richard, “ISIS Files: What Leaked Documents Reveal,” (2016); and Center on National Security at 
Fordham Law, “ISIS Cases in the United States,” (2015). 
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Another challenge is that the process of violent radicalization has few universal indicators 
or attributes. While some research has attempted to develop a universal variable to aggregate 
radicalization indicators, the broader academic consensus is that several causal mechanisms 
contribute to individuals embracing political violence.20 The NSCITF found the multi-variable 
model used by the National Counterterrorism Center (NCTC) and the Federal Bureau of 
Investigation (FBI) to be the most compelling model for understanding radicalization. This 
model identifies five broad factors for radicalization: personal, group, community, sociopolitical, 
and ideological.21 Further frustration, feelings of relative deprivation, and a desire to catalyze a 
greater movement translate radicalized sentiments to asymmetric political violence.22 These push 
and pull factors combine as individuals progress through pre-radicalized, seeking, and radicalized 
phases prior to an attack or the provision of material support to a violent extremist group (see 
Figure 1). Post-radicalization, some individuals may also pass through disengagement and de-
radicalization phases if they transition away from the group. CVE activities are concerned with 
each one of these phases, despite the challenges inherent in this space.23  

 
Figure 1: CVE as related to counterterrorism and radicalization phases 

  

                                                
20 For discussion, see King, Michael and Donald Taylor, “The Radicalization of Homegrown Jihadists,” (2011); Silber, M.D. and 
A. Bhatt, “Radicalization in the West,” (2007); and McCauley & Moskalenko, “Mechanisms of Political Radicalization,” (2008). 
21 Patel, Faiza, “Rethinking Radicalization,” (2011); and Kumar, Ramakrishna, Islamist Terrorism and Militancy in Indonesia, 
(2014). 
22 For examples, see Gurr, Ted, Why Men Rebel, (1970): 3-21; and Gaventa, John, Power and Powerlessness, (1980): 3-32. 
23 Mastroe, Caitlin and Susan Szmania, “Surveying CVE Metrics in Prevention, Disengagement, and Deradicalization,” (2016). 
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IV. KEY FINDINGS 
 

1. CVE Has an Unclear Definition, Mission, and Leadership Structure 
CVE has an unclear definition, mission, and leadership structure. First, there is no 

consensus on how to define the CVE mission in the USG (see Figure 2). For instance, the DHS 
CVE policy focuses on mitigating or preventing terrorist activities, while the Department of 
State focuses on alleviating root causes. The NSCITF’s research into the term CVE and its 
mission uncovered no single, authoritative definition that encompassed all of its facets. A 
common definition would allow for better communication between different organizations and 
individuals. The lack of a cohesive definition causes counterproductive programs and unclear 
results.24 

 Without a coherent mission to provide direction, no USG agency can properly take 
ownership of CVE activities. The absence of organization can result in confusion, poor 
coordination, a failure to share ideas, and slow decision-making.25 The Obama Administration 
sought to provide greater national policy leadership by creating the CVE Task Force in January 
2016, but an inadequate structure will likely limit its effectiveness. While DHS administers the 
task force, DoJ jointly shares the leadership role; the two agencies rotate as the lead for the CVE 
Task Force on an annual basis. 26  In addition to differing opinions on CVE’s definition, 
alternating leadership hampers effective action. Several studies of private sector companies 
demonstrate that long-term leadership enables innovative approaches and sustainable strategies.27  

 
 
 
 
 
 
 

                                                
24 McCants, William, and Clint Watts, “US Strategy for Countering Violent Extremism,” (2012). 
25 Corkindale, Gill, “The Importance of Organizational Design and Structure,” (2011). 
26 Department of Homeland Security, “Countering Violent Extremism Task Force,” (2016). 
27 Wesser, Maxwell, “The Most Innovative Companies Have Long-Term Leadership,” (2014). 
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Figure 2: Various USG Agency Descriptions of CVE28 29 30 31 
Organization Description of CVE 

Department of Homeland 
Security 

Approach to mitigating or preventing potential terrorist activity; 
emphasizes the strength of local communities via engagement with a 
broad range of partners to gain a better understanding of the behaviors, 
tactics, and other indicators associated with terrorist activity. 

Department of Justice 
A realm of policy, programs, and interventions designed to prevent 
individuals from engaging in violence associated with radical political, 
social, cultural, and religious ideologies and groups 

Department of State Conducting proactive actions to address the conditions that enable violent 
extremist recruitment and radicalization 

The White House 
The preventative aspects of counterterrorism as well as interventions to 
undermine the attraction of extremist movements and ideologies that seek 
to promote violence; efforts address the root causes of extremism through 
community engagement 

US Agency for 
International Development 

Proactive actions to address the conditions that enable violent extremist 
recruitment and radicalization 

 
2. Violent Extremism Shares Causes and Risk Factors with Other Social Ills 

Violent extremism shares risk factors with other social ills, enabling the use of pre-
existing capabilities and resources. While individuals embrace political violence for a variety of 
reasons, complex social issues, such as economic inequality or racial discrimination, increase risk 
factors for violent extremism.32 Several radicalization models highlight the relative deprivation 
between an individual’s aspirations and capabilities as significant to violent radicalization.33 
While macro-level factors in society are not the sole reason for feelings of relative deprivation, 
even individuals who do not directly experience them can have a sympathetic reaction or use the 
circumstance as justification for violence.34 For instance, Muslim youth in Europe often describe 
themselves as victims of prejudice in the workplace and in society.35 These attitudes are rooted in 
reality; a 2006 study by the EU Agency for Fundamental Rights found that minorities and 
immigrants experienced greater levels of unemployment, representation in the least desirable 

                                                
28 Department of Homeland Security, DHS Lexicon: Terms and Definitions, (2016). 
29 Weine, Stevan and William Braniff, “Report on the National Summit on Empowering Communities,” (2015). 
30 The White House, “Fact Sheet: The White House Summit on Countering Violent Extremism,” (2015). 
31 The Department of State and USAID, “Joint Strategy on Countering Violent Extremism,” (2016). 
32 Horgan, John, “From Profiles to Pathways and Roots to Routes,” (2008). 
33 Bjørgo, Tore, “Root Causes of Terrorism: Myths, Reality, and Ways Forward,” (2005). 
34 Denoeux, Guilain and Lynn Carter, “Guide to the Drivers of Violent Extremism,” (2009): 63-67. 
35 Stern, Jessica, “Mind Over Martyr: How to Deradicalize Islamist Extremists,” (2010). 
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jobs, and received disproportionately low wages.36  While structural social issues can simply 
increase gang participation, criminal activity, and drug abuse, in some cases these causes can be 
motivations for violent radicalization.37  

Since violent extremism shares some risk factors with other social ills, opportunities exist 
to use pre-existing capabilities and resources. Violent extremism originates in part from basic 
human needs and well-established prevention programs that target other social ills can be 
effective for CVE efforts.38 For example, working to reduce unemployment will modify the risk 
for participation in both gangs and violent extremist organizations in a particular community.39 
While such cause and effect relationships require scrutiny, the similarity in causal factors between 
violent extremism and other social ills suggests existing social prevention work influences CVE.40 
The primary and secondary levels of prevention across these social ills have overlapping and 
mutually reinforcing prevention methods that can limit the impact of violent extremism. The 
tertiary prevention methods diverge as the social ills become more acute (see Figure 3). 
Figure 3: Other social ills as related to public health model for CVE 
 
 
 
 
 
 
 
 
 
 
 
 

                                                
36 European Union Agency for Fundamental Rights, “Report on Racism and Xenophobia,” (2007). 
37 World Health Organization, “Global Status Report on Violence Prevention,” (2014); Office of Juvenile Justice and 
Delinquency Prevention, “Violence in the Community,” (1998); and Laila Alwala,, interview by the authors, July 11, 2016. 
38 Horgan, John, Paul Gill, et al., “A Comparative Analysis of Violent Behavior and Radicalization,” (2016). 
39 Branz, Barbara, “Europe’s Muslim Youth: An Inquiry Into the Politics of Discrimination,” (2007). 
40 Laila Alwala, interview by authors, July 11, 2016. 
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3. A Multi-Sector and Non-Discriminatory Approach is Necessary 
A collaborative, multi-sector approach to CVE enables a holistic strategy that uses 

multiple capabilities to counter violent extremism from different approaches. As no single cause 
has been proven to drive violent extremist behavior, effective CVE approaches must account for 
numerous risk factors, such as poverty, low education, and social exclusion.41 For example, the 
Luta Pela Paz (Fight for Peace) program in Rio de Janeiro, Brazil utilizes a multi-sector 
approach that addresses and alleviates causes for extremist violence. The program serves as a 
vehicle for prevention measures such as education, social events, job training, and job placement 
services. Importantly, Luta Pela Paz thrives on multi-sector support from the community, 
government, and local businesses. 

The program's holistic approach has had a positive effect.42 Formerly at-risk for gang-
involvement, participants are graduating secondary school, taking jobs, and contributing 
positively to the community. Despite differences between gang participation and violent 
extremism, Luta Pela Paz's multi-sector approach demonstrates an approach that can be applied 
almost directly to CVE. Communities with high risk factors for radicalization will benefit greatly 
from the social network, conflict resolution, physical activity, and educational opportunities 
afforded by similar programs. 

CVE efforts must be non-discriminatory; programs directed at specific communities and 
populations can increase an individual’s inclination to turn to radical ideologies by reinforcing an 
insider-outsider mentality.43 In many cases, extremists conceptualize their violence as a means to 
address grievances against the government, society, or a competing worldview. 44  As such, 
discriminatory approaches can increase the risk for radicalization for at-risk individuals. 45 
Additionally, discriminatory approaches can miss real threats that do not fit a standard profile. 
Shannon Conley, a young white woman and recent convert to Islam, was arrested after 
attempting to join ISIL in Syria.46 Since US CVE efforts often focus primarily on Muslim 
communities, individuals like Shannon Conley are often overlooked. 

                                                
41 Shader, Michael, “Risk Factors for Deliquency,” (2004). 
42 Sport for Development and Peace International Working Group, “From the Field,” (2007). 
43 Mandel, David R., “Radicalization What Does it Mean?” (2009). 
44 Bandura, Albert, “The Origins and Consequences of Moral Disengagement,” (2004): 121. 
45 Gurr, Ted, Why Men Rebel, (1970). 
46 Morrison, Aaron, “Islamic State Recruit Shannon Conley,” (2015). 
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The World Organization for Resource Development and Education (WORDE) in 
Montgomery County, Maryland is another example of a successful multi-sector, non-
discriminatory approach. WORDE developed a community-based initiative known as Build 
Resistance Against Violent Extremism (BRAVE). The model seeks to engage a broad range of 
community stakeholders; provide education about violent extremism; connect vulnerable 
individuals with necessary resources; and establish a framework for successful crisis 
intervention. 47  A broad network of individuals and organizations participate in BRAVE, 
regardless of their race, gender, and religious backgrounds. An empirical program evaluation 
found that the BRAVE model has a positive effect on 12 of 14 CVE-related indicators in 
individuals and reduced some barriers to intervention among peer groups and the community. 48  

 
4. Success is Difficult to Quantify 

It remains difficult to correlate inputs with outputs to demonstrate the success of CVE 
programs to policymakers. As CVE focuses on prevention, success is a “non-event.” Also, most 
prevention methods are only loosely tied to CVE because the primary and secondary levels of 
prevention affect other social programs along with CVE.49 Without meaningful data or metrics, 
it is difficult to justify funding and political support for CVE. 

Despite the difficulties associated with quantifying CVE outcomes, NSCITF interviews 
and panel discussions repeatedly echoed the need for evidence-based approaches to CVE 
programming.50 Measures of success are also critical for securing taxpayer funding and the 
necessary resources for program development or implementation. 51  This consideration is 
especially time-sensitive as community organizations are already ‘re-branding’ current 
development work as CVE without tailoring programs to achieve positive CVE outcomes.52 
While many primary prevention strategies are general purpose, simply changing language in 
grant requests for existing programs is unlikely to produce effective efforts. NSCITF interviews 
with CVE practitioners also revealed concerns over unclear definitions of the CVE mission and 
                                                
47 Manger, Thomas and Hedieh Mirahmadi, “The Montgomery County Model,” (2013). 
48 Evans, William P., et. al., “Evaluation of a Multi-Faceted, US Community Based, Muslim-Led CVE Program,” (2016). 
49 Ryan Greer, interview by authors, July 12, 2016; and Bruce Hoffman, interview by authors, 15 June 2016. 
50 Ryan Greer, interview by the authors, July 12, 2016; and Amy Pope, interview with authors, June 24, 2016. 
51 Mastroe, Caitlin and Susan Szmania, “Surveying CVE Metrics in Prevention, Disengagement, and Deradicalization,” (2016). 
52 See key finding #1. 

DHS-001-425-007502



 

12 

associated activities because it could result in misspent resources. As an example, a practitioner in 
a prominent international development organization was concerned that as interest and funding 
for CVE increases, the international development community will simply rebrand on-going 
projects to fit the CVE mission.53 

As evidenced by other social development fields that share causal factors with CVE, 
systematic empirical studies can uncover meaningful metrics to enable incremental program 
improvements.54 Successful programs that seek to alleviate other social violence issues have been 
implemented, researched, and improved.55 Practitioners and policymakers alike will benefit from 
clearly identifying best practices social health metrics, applying those principles in CVE pilot 
programs, and then scaling successful practices from pilot programs to broader CVE efforts. 
CVE stakeholders should gradually institutionalize and expand upon lessons learned from other 
social health programs as a public health approach is adopted for CVE. 
  

                                                
53 Hal Ferguson, interview by authors, June 25, 2016. 
54 See key finding #2. 
55 Mastroe, Caitlin and Susan Szmania, “Surveying CVE Metrics in Prevention, Disengagement, and Deradicalization,” (2016): 
4-12. 
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V. PUBLIC HEALTH MODEL FRAMEWORK FOR CVE 
 
Framing CVE programs within the public health prevention model is a useful structure 

for evaluating and addressing the wide-ranging dynamics of violent extremism.56 This model is a 
proven and proactive approach in the health sector than can be applied to violent extremism to 
clarify the mission and evaluate methods throughout the radicalization process.57 The primary, 
secondary, and tertiary levels of prevention within the public health model categorize the 
programs and services employed to prevent violent extremism and mitigate its impact on a 
community, while also treating the victims and perpetrators to mitigate the problem 
comprehensively. 

Normally, healthcare professionals apply the public health model to prevent and mitigate 
medical issues. For example, primary prevention for heart disease includes education about 
healthy eating habits; encouraging regular exercise; and discouraging smoking for the general 
populace. Secondary prevention identifies at-risk individuals with high blood pressure, family 
history, and previous strokes or heart attacks for stricter diet and exercise programs combined 
with medication. For individuals diagnosed with heart disease, tertiary prevention implements 
tailored cardiac or stroke rehabilitation programs to manage associated long-term health issues.58 

Similar to the public health model, the NSCITF model defines strategies using a 
framework of primary, secondary and tertiary approaches. It seeks to address the radicalization 
process progressively with joint programs that organize multiple efforts in time and space. The 
model is most concerned with the radicalization factors highlighted by the NCTC/FBI model.59 
This framework also supports clarifying the CVE mission and leadership through 
synchronization while using a multi-sector and non-discriminatory approach to include more 
stakeholders.60 When de-conflicting by mission and purpose as proscribed in the public health 
model, increasing the number of stakeholders can be done without obscuring the central 
purpose.61 Much as in the traditional public health model, overall success is reduction in the 

                                                
56 See key finding #2 and key finding #3. 
57 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
58 Institute for Work and Health, “What Researchers Mean By Primary, Secondary, and Tertiary Prevention,” (2016). 
59 Patel, Faiza, “Rethinking Radicalization,” (2011); and Ramakrishna, Kumar, Islamist Terror and Militancy in Indonesia, (2014). 
60 See key finding #1 and key finding #3. 
61 Rainey, Hal and Paula Steinbauer, “Developing Element of a Theory of Effective Government Organizations,” (1999). 
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number of incidents rather than eliminating the disease. 62  Reducing the magnitude of the 
problem with success in primary and secondary prevention reduces the risk and resource burden 
from counterterrorism approaches. For example, after local officials in Aarhus, Denmark 
implemented a CVE program, the number of foreign fighters dropped from 34 in 2012 to one in 
2015.63  

 
CVE Primary Prevention 

CVE primary prevention is a broad approach directed toward society as a whole. 
Activities in primary prevention include education, health services, social engagement, cultural 
awareness, and personal development programs that seek to address sociopolitical, group, and 
community factors for violent radicalization.64 This level of prevention is effective because its 
holistic approach has a low risk of stigmatizing communities since it avoids targeting specific 
groups of people.65 Success at this level mitigates the root causes of violent extremism before 
groups or individuals become at-risk often through implementing programs that address basic 
human needs (see Figure 4). 

Examples of primary preventions tools for CVE: 
• Education: Critical thinking courses, extracurricular programs, scholarships, ethics and 

civic engagement courses. 
• Health services: Mental healthcare, improved access to care, and affordable healthcare 

options. 
• Social engagement: Democracy-building, local governance initiatives, and criminal justice 

reform. 
• Cultural awareness: Sensitivity training, interfaith dialogues, and cross-cultural 

engagement. 
• Personal development: Job training, counseling services, and language skill development. 

 

                                                
62 Center for Disease Control, “The Public Health Approach to Violence Prevention,” (2016). 
63 Agerschou, Toke, “Preventing Radicalization and Discrimination in Aarhas,” (2014); and Rosin, Hannah, “How a Danish 
Town Helped Young Muslims Turn Away from ISIS,” (2016). 
64 See Section III. 
65 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
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CVE Secondary Prevention 
CVE secondary prevention is a focused approach directed toward individuals and groups 

identified as at-risk for violent extremism. Activities in secondary prevention include 
intervention, community engagement, and counter-messaging programs. Typically, individuals 
and groups in this category have exposure to extremist ideologies or radical social networks.66 At-
risk individuals may be in the searching phase in the radicalization continuum and can exhibit 
noticeable behavioral changes.67 Bystanders with close personal connections to the individual—
often family, friends, or teachers—are those most likely to notice relevant changes in the 
individual’s behavior; observation and reporting from these bystanders remains critical.68 Law 
enforcement agencies can most sustainably access critical bystander observations by creating 
partnerships that build trust in communities while limiting intrusive searches for radicalization 
indications. 69  These partnerships can increase community resilience and potentially build 
community-led intervention forces that include law enforcement.70 Bystander education and 
access to trained specialists also increases the chances for success at this level.71 Success at the 
secondary level stops the radicalization progression and reduces future radicalization potential 
(see Figure 4).  

Examples of secondary prevention tools for CVE: 
• Intervention: Mentorship, counseling, training on warning signs, mediation, and off-

ramps. 
• Community Engagement: Trust-building between communities and law enforcement, 

CVE education centers, CVE support hotlines, and community resilience programs. 
• Counter-messaging: Real-time campaigns against extremist messages, nodal messaging to 

key influencers, and undermining the appeal of violent extremist messages. 
 
 

                                                
66 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
67 Smith, Brent, Kelly Damphousse, and Paxton Roberts, “Pre-Incident Indicators of Terrorist Incidents,” (2006). 
68 Malik, Mohammed, “I Reported Oman Mateen to the FBI,” (2016); and Mazzetti, Mark, Eric Lichtbalu, and Alan Blinder, 
“Omar Mateen: Twice Scrutinized by the FBI, Shows Threats of Lone Terrorists,” (2016). 
69 Schanzer, David, Charles Kurzman, Jessica Toliver, and Elizabeth Miller, “The Challenge and Promise of Using Community 
Policing Strategies,” (2016). 
70 U.S-Islamic World Forum, “Annual Report: 2014,” (2014). 
71 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
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CVE Tertiary Prevention 
CVE tertiary prevention is a targeted approach directed toward radicalized individuals or 

groups who may be actively committing, planning, or recruiting for a violent extremist cause. 72 
In this radicalization phase, some individuals may no longer be susceptible to CVE methods; 
counterterrorism approaches may be more applicable for those who have already radicalized.73 
For individuals that are susceptible to CVE, early intervention is critical to enable non-judicial 
approaches before the radicalized individual can commit criminal actions.74 After the individual 
commits criminal acts, decision makers must balance CVE activities like disengagement and de-
radicalization with the need to enforce laws. At the tertiary level, significant law enforcement, 
community and intelligence assets must be committed to each individual extremist to ensure 
success. Employing tailored resources—such as de-radicalized former extremists, psychologists, 
religious authorities, and skilled community members—should also aid in disengagement or 
support prosecution, if necessary.75 Tertiary prevention methods are tailored specifically to CVE 
and include disengagement, de-radicalization, isolation, and redirection. Activities in the tertiary 
level are not multi-purpose and they cannot be applied to other social ills as is possible in the 
primary and secondary levels. Since risks and resource costs are highest at this level, emphasizing 
primary and secondary prevention could be more effective.76 Success at the tertiary level prevents 
violence and neutralizes the individual or group’s ability to carry out violence in the future (see 
Figure 4). 

Examples of tertiary prevention tools for CVE: 
• Disengagement and De-radicalization: Abandoning radical groups, altering extremist 

beliefs, emphasizing mitigation efforts, and using the threat of imprisonment as leverage 
to convince radicalized people to pursue de-radicalization programs. 

• Isolation and Redirection: Exiling individuals and preventing individuals from carrying-out 
attacks and influencing others. 
 

                                                
72 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
73 Bruce Hoffman, interview by authors, June 15, 2016. 
74 Vidino, Lorenzo, and Seamus Hughes, “Countering Violent Extremism in America,” (2015); Rosand, Eric, “Taking the Off-
Ramp,” (2016). 
75 Andrews, D.A. et al., “Does Correctional Treatment Work?” (1990); Gendreau, Paul, et al., “A Meta-Analysis of the 
Predictors of Adult Offender Recidivism,” (1996); and Boghani, Priyanka, “De-Radicalization is Coming to America,” (2016). 
76 Weine, Stevan and David Eisenman, “How Public Health Can Improve Intitiatves to Counter Violent Extremism,” (2016). 
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Figure 4: Public health model for CVE 
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VI. APPLYING THE PUBLIC HEALTH MODEL TO CVE 
 
Applying the public health model can help policymakers and implementers direct 

research and analysis to improve CVE programs and initiatives. The United States government 
is currently sponsoring three CVE pilot programs in Boston, Los Angeles, and Minneapolis.77 
All three programs individually emphasize different levels of prevention for CVE and therefore 
they each have gaps that are highlighted by the public health model for CVE. Since the 
programs are new, no formal evaluations have yet assessed their success or failure. The model 
provides a framework to further study these efforts, while suggesting ways to expand 
programming and better synchronize multiple efforts.  

 
Boston Framework78 

The Boston Framework functions as a foundation to help communities identify problems 
and develop solutions to prevent individuals from committing violent extremist acts. Among the 
three pilot programs, the Boston Framework places the strongest emphasis on primary 
prevention. Four of the seven problems and solutions proposed by the framework are primary 
prevention activities. The community identified the potential isolation of youth, grievances with 
US foreign policy, distrust in local government, and a lack of individual cultural sensitivity as the 
potential risk factors for their program. Boston’s primary prevention initiatives sought to address 
these root problems by focusing on developing personal and interpersonal skills; increasing access 
to mental health services; developing engagement networks through mentorship; and training 
law enforcement, teachers, and parents.  

Though emphasized to a lesser extent, the Boston Framework encourages communities 
to consider secondary and tertiary prevention measures. For secondary prevention, the Boston 
Framework advocates community education and media engagement on violent racial and 
religious narratives. Finally, Boston’s tertiary prevention activities emphasize disengagement 
through intervention and crisis management planning as well as de-radicalization through 
comprehensive resources and better understanding.  

                                                
77 See Section II. 
78 United States Attorney’s Office, “A Framework for Prevention and Intervention Strategies,” (2015). 
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Los Angeles Framework79  
In contrast to the Boston Framework, which provides guidelines on CVE program 

implementation, the Los Angeles Framework for CVE is an action plan that focuses heavily on 
tertiary efforts, though it does include some secondary prevention strategies. The three pillars of 
the Los Angeles Framework are Prevention, Intervention, and Interdiction.  

Most Prevention measures in the Los Angeles Framework are secondary CVE efforts that 
focus on targeting at-risk individuals and groups through community engagement. Specific 
secondary prevention activities include hosting public forums, town halls, interfaith events, as 
well as forming community advisory boards to address community needs. Few actions described 
in Los Angeles’ Prevention pillar—such as plans to improve social service delivery—could be 
classified as primary prevention activities within the public health model for CVE.  

The Los Angeles Framework has also developed tertiary prevention strategies for how to 
deal with individuals once they have radicalized but before they have committed violence. Los 
Angeles’ Intervention pillar focuses on off-ramps—described as the process of deflecting a 
radicalizing individual away from violence through a full-scope application of community 
resources. 80  The ultimate goal of the program is to rehabilitate individuals to full social 
participation. Finally, the Los Angeles Framework also includes the Interdiction pillar, which 
focuses on efforts to arrest and potentially prosecute unrepentant individuals when other 
prevention efforts have failed.  

 
Minneapolis Framework81  

The Minneapolis Framework focuses specifically on countering radicalization in the 
Somali community. The framework identifies potential root causes of radicalization as the 
disaffection of youth; disconnects between youth and religious leaders; internal identity crises; 
community isolation; and a lack of economic opportunity. Solutions to these problems include 
community engagement between law enforcement and Somali Minnesotans; prevention 
programs targeted to at-risk Somali youth; and school and community-led intervention 
programs.  
                                                
79 Los Angeles Interagency Coordination Group, “The Los Angeles Framework for Countering Violent Extremism,” (2015). 
80 Ibid. 
81 United States Attorney’s Office, “Building Community Resilience Minneapolis-St. Paul Pilot Program,” (2015). 
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Within the framework, the majority of initiatives are secondary prevention measures 
aimed at building better law enforcement and community engagement. The strategy does not 
contain many tertiary or primary prevention efforts and focuses more narrowly on engaging at-
risk populations. However, some intervention components, specifically those targeted at 
radicalized individuals, could overlap into tertiary prevention. While primary prevention is not 
the framework’s focus, some measures could be considered primary prevention such as after-
school activities, education scholarships, and mentoring programs.  

 
 

  

DHS-001-425-007511



 

21 

VII. RECOMMENDATIONS 
 

1. Adopt the Public Health Model for CVE to Define, Analyze and Implement CVE. 
A lack of consensus on CVE’s definition and activities creates a less than ideal organizing 

construct for the mission of countering violent extremism. The USG can clarify roles and 
responsibilities by adopting the public health model, leading to a more direct mission set and 
precise chain of command. Outside the USG, the public health model can encourage non-
discriminatory support from interested parties in a way that bolsters government efforts. 82  

The model identifies who should be involved at various phases in the radicalization 
process and encourages the application and use of pre-existing prevention efforts. Decision 
makers can also utilize the model to determine where their organization fits within the CVE 
prevention spectrum. Once established, stakeholders reduce redundancy by redirecting resources 
from already-saturated CVE areas to achieve maximum efficiency.  

The model would also help identify existing resources for CVE and support decision-
making.83 Analyzing and communicating the CVE problem as a public health issue also helps 
avoid managing incident response with exclusively law enforcement mechanisms. Once an 
individual or group is identified along the spectrum, decision makers can determine appropriate 
courses of action to prevent violent radicalization that balances risk with preserving critical assets 
in other prevention areas such as community support for CVE efforts. 

 
2. Identify and Communicate a Clear Leadership for CVE. 

Since CVE involves stakeholders across the USG and private sector, and is difficult to 
quantify, identifying leadership in various functional areas will aid in synchronizing cross-societal 
efforts.84 Once identified, a shared understanding of leadership enables stakeholders to vigorously 
pursue strategies within their respective areas. Despite recent efforts to impose more structure on 
CVE at the national policy level, the NSCITF’s research and interviews suggest that 
synchronized effort is currently lacking.85 Within the USG and NGOs, confusion over the 

                                                
82 See key finding #3. 
83 See key finding #3. 
84 See key finding #1 and key finding #4. 
85 See Section II. 
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definition of CVE has led to reluctance to participate. Some NGOs are reluctant to engage in 
CVE due to concern over legal protections and unclear government policy.86 Some community 
leaders likewise cite unclear policy and legal protections as reasons to limit involvement with 
CVE.87 Adopting the public health model for CVE can alleviate some confusion, but clear 
leadership and policy will allow stakeholders to engage in synchronized CVE.  

Further, having a clear leadership and accountability structure will help maintain the 
critical relationship between the community and law enforcement. NSCITF research indicates 
that the community relationship with law enforcement is a critical variable in preventing 
violence.88 While law enforcement capabilities can complement CVE at all levels, overutilization 
can exacerbate the leading triggers for radical behavior while undermining community trust and 
willingness to cooperate with CVE.89 

 
3. Define the Roles and Responsibilities of Government Agencies and Partners. 

Defining the roles and responsibilities of government agencies and partners enables 
increased participation by non-government stakeholders as CVE expands. Delineating legal and 
policy frameworks provides space for multiple stakeholder participation. With clearly delineated 
lines of effort, local communities with intimate knowledge of at-risk individuals in their area can 
better marshal resources and pursue prevention activities. Failing to clearly define roles and 
responsibilities can cause redundant efforts and gaps throughout CVE. Using the public health 
model for CVE supports visualizing the balance between top-down synchronization at the 
national level, and community bottom-up refinement based on local knowledge.90  

 
4. Prioritize and Make Strategic Choices About CVE Resources and Strategies 

Stakeholders should use CVE activities as a strategic means to maximize the impact of 
scarce resources. After the attacks of 9/11, the USG increased spending on domestic 

                                                
86 Thompson, Rep. Bennie G., “FBI Shared Responsibility Committees Must Pass Privacy Test,” (2016). 
87 Stern, Jessica, “Mind Over Martyr: How to Deradicalize Islamist Extremists,” (2010); Currier, Cora and Murtaza Hussain, 
“Letters Details FBI Plan,” (2016); and Hoffman, Bruce et al., “The FBI: Protecting the Homeland in the 21st Century,” (2015). 
88 Bruce Hoffman, interview by authors, June 15, 2016; and Mastroe, Caitlin, “Evaluating CVE: Understanding Recent 
Changes,” (2016). 
89 Boorstein, Michelle, “Muslim Activists Alarmed by the FBI,” (2015);  and Goldman, Adam, “An American Family Saved 
Their Son From Joining the Islamic State,” (2015).  
90 Mastroe, Caitlin, “Evaluating CVE: Understanding Recent Changes,” (2016). 
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counterterrorism by an estimated $75 billion per year.91 With uncertain but potentially high costs 
and risks for a terrorist, this spending would seem to be justified.92 However, most of this 
spending is associated with monitoring and preventing threats that may never come to fruition.93 
Further, the profusion of threats makes it difficult to allocate scarce resources. Former CIA 
Director George Tenant noted in his memoir that, “you could drive yourself crazy believing all or 
even half,” of the thousands of threats that were cataloged on a daily basis.94  Successfully 
executed CVE provides the opportunity to reduce the volume of credible threats and burden on 
scarce counterterrorism resources. Even if CVE only limits the number of easily dissuaded 
extremists, this enables stakeholders to focus greater effort on fewer cases. 

While CVE’s benefits will often be uncertain, there are several instances where they have 
had appreciable effect. Resources devoted to primary and secondary prevention methods can 
reduce ‘push factors’ towards violent extremism.95 The Danish CVE model supplements tertiary 
approaches using intelligence and law enforcement with primary and secondary measures such as 
youth counseling, mentorship, and community outreach.96 Aarhus’ local program has treated over 
330 pre-radicalized individuals and 18 returned foreign fighters, and is associated with a 
significant drop in Danish foreign fighters in the past few years. While the Danish program has 
not been formally evaluated, other secondary CVE programs like the Montgomery County 
Model have had a quantifiably positive effect on individual behaviors and norms. 97 
Supplementing tertiary approaches with effective secondary and primary activities can be an 
effective means to reduce the scope of the problem. 

 
 

  

                                                
91 Mueller, John and Mark Stewart, “Evaluating Counterterrorism Spending,” (2014). 
92 Zycher, Benjamin, “A Preliminary Benefit/Cost Framework for Counterterrorism Public Expenditures,” (2003). 
93 Bjelopera, Jerome, Countering Violent Extremism in the United States, (2014). 
94 Tenet, George, At the Center of the Storm: My Years At the CIA, (2007). 
95 United States Agency for International Development, “Guide to Drivers of Violent Extremism,” (2009). 
96 Hemmingsen, Ann-Sophie, “The Danish Approach to Countering and Preventing Extremists and Radicalization,” (2015). 
97 Evans, William P., et. al., “Evaluation of a Multi-Faceted, US Community Based, Muslim-Led CVE Program,” (2016). 
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APPENDIX A — TERMS AND ACRONYMS 
 

Acronym / Term Meaning 
BRAVE Building Resilience Against Violent Extremism 

CVE 

Countering Violent Extremism 
CVE generally refers to policies and programs that seek to prevent 
individuals from radicalizing, adopting violent extremist ideologies, and 
engaging in terrorist activities. However, the NSCITF found no 
authoritative, unified definition of the term CVE in its research. 

DHS Department of Homeland Security 
DoD Department of Defense 
DoJ Department of Justice 
DoS Department of State 
EDU Department of Education 
FBI Federal Bureau of Investigation 
HHS Department of Health and Human Services 
MCM Montgomery County Model 
NCTC National Counterterrorism Center 
NCTC/FBI radicalization 
model 

Identifies five broad factors for radicalization: personal, group, 
community, sociopolitical, and ideological 

NGO Non-Governmental Organization 
NSS United States National Security Strategy 

NSCITF National Security Critical Issues Task Force, part of Georgetown 
University’ Center for Security Studies 

Public health model for 
CVE 

Divides CVE activities into primary, secondary, and tertiary categories 
based on the public health model for categorizing preventative 
treatment. 

OSCE Organization for Security Cooperation in Europe  
Public health model for 
CVE Primary Prevention A broad CVE approach directed toward society as a whole. 

Public health model for 
CVE Secondary Prevention 

A focused approach directed toward individuals and groups identified as 
at-risk for violent extremism. 

Public health model for 
CVE Tertiary Prevention 

A targeted approach directed toward radicalized individuals or groups 
who are actively committing to and recruiting for a violent extremist 
cause or planning an attack. 

USAID United States Agency for International Development 
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USG United States Government 

Violent extremism 
Violent extremism is the beliefs and behaviors of individuals or groups 
that use violence to achieve political goals. It is distinct from criminal 
violence, nonpolitical violence, and non-violent activity. 

WORDE World Organizations for Resource Development and Education 
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TEXT: Remarks by the President at the Summit on Countering Violent Extremism | Feb 19. 
VIDEO: President Obama Speaks at the Summit on Countering Violent Extremism. 
TWITTER: @WhiteHouse: "When people are oppressed and human rights are denied…when dissent is  

       silenced, it feeds violent extremism" —President Obama #CVESummit 
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TEXT: Remarks by the President in Closing of the Summit on Countering Violent Extremism | Feb 18. 
VIDEO: President Obama Speaks at the Summit on Countering Violent Extremism. 
BLOG: President Obama on the Causes and Antidotes to Violent Extremism. 
BLOG: RE: LA Times Op-Ed: President Obama: "Our Fight Against Violent Extremism". 
FACT SHEET: The White House Summit on Countering Violent Extremism. 
 
 

 
President Obama: Our fight against violent extremism 

February 17, 2015, 11:03 p.m. 
“In the face of this challenge, we must stand united internationally and here at home. We know that 
military force alone cannot solve this problem. Nor can we simply take out terrorists who kill innocent 
civilians. We also have to confront the violent extremists — the propagandists, recruiters and enablers — 
who may not directly engage in terrorist acts themselves, but who radicalize, recruit and incite others to 
do so.” 
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U.S. Muslims Take On ISIS’ Recruiting Machine 

February 19, 2015 
“Imam Magid, speaking upstairs at his Muslim center while a team of Muslim girls pounded out a 
basketball game below, said that real prevention meant programs that give young people as much purpose 
and inspiration as extremists promise. Once young Muslims buy into the ideology, he said, it is very hard 
to pry them loose. “You have to reach them before it happens,” he said.” 
 
 

 
Obama proclaims: 'We are not at war with Islam' 

February 19, 2015 
“"We are not at war with Islam. We are at war with people who have perverted Islam," Obama said 
during his remarks, adding later that Muslim leaders "need to do more to discredit the notion that our 
nations are determined to suppress Islam." 
 

 
LA's Counter-Extremism Efforts Highlighted at CVE Summit 

February 19, 2015 
“In Los Angeles, groups like the Muslim Public Affairs Counsel have already implemented programs 
namely, the Safe Spaces Initiative - aimed at reaching at-risk young people. The Department of Homeland 
Security and the FBI have also been working with LAPD to deter radicalization since the Fall of 2014.” 

 
 

 
Twin Cities Delegation Attends Washington Summit to Discuss Terror Recruiting 

February 19, 2015 
“Richard Thornton, head of the Minnesota FBI, spoke at the summit and put it plainly: Minnesota has a 
problem. Young Somali men and women are leaving the state to join two specific terrorist groups: al-
Shabaab or the Islamic State. He said he’s not trying to scare anyone but that this is a fact.” 
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Obama: Countering Violent Extremism Depends on Muslim Support 

February 18, 2015 
“"Muslim leaders need to do more to discredit the notion that our nations are determined to suppress 
Islam," Obama said, referring to the narrative from Islamic militants that Western nations are in a war 
against Islam.” 
 
 

 
Obama: US at War With Those Who Have Perverted Islam 

February 18, 2015 
“While putting the blame on IS and similar groups — Obama said the militants masquerade as religious 
leaders but are really terrorists — the president also appealed directly to prominent Muslims to do more to 
distance themselves from brutal ideologies. He said all have a duty to "speak up very clearly" in 
opposition to violence against innocent people.” 
 

 
Faulted for Avoiding ‘Islamic’ Labels to Describe Terrorism, White House Cites a Strategic Logic 

February 18, 2015 
“But Mr. Obama said that “we must never accept the premise that they put forward, because it is a lie.” 
The operatives of Al Qaeda and the Islamic State, also known as ISIS or ISIL, “are not religious leaders 
— they’re terrorists,” he said.” 
 

 
RONAN FARROW DAILY  

February 18, 2015 
VIDEO: Battling Hometown Terror 

“As the White House takes on terror with a new counter-extremism summit, two attendees join us - 
including one Somali-American City Council Member from Minneapolis who’s seen homegrown 
radicalization firsthand.” 
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Obama: We’re Fighting Violent Extremism, Not a Religion 

February 18, 2015 
““Groups like al Qaeda and ISIL promote a twisted interpretation of religion that is rejected by the 
overwhelming majority of the world’s Muslims. The world must continue to lift up the voices of Muslim 
clerics and scholars who teach the true peaceful nature of Islam,” he wrote. “We can echo the testimonies 
of former extremists who know how terrorists betray Islam. We can help Muslim entrepreneurs and 
youths work with the private sector to develop social media tools to counter extremist narratives on the 
Internet.”” 

 
 

 
Minnesota Officials, Imams Talk up Community Outreach at White House 

February 18, 2015 
“Minnesota law enforcement, politicians and Muslim leaders gathered Wednesday at the White House to 
tout a nascent, community-backed program as a model for attempts to prevent youths from being swept 
away to fight with jihadist groups abroad.  Sharing a stage with authorities from Paris, Boston and Los 
Angeles at the White House Summit on Countering Violent Extremism, the Minnesota leaders stressed 
the early successes of the new pilot project.” 
 

 

 
Minnesota's Anti-terror Efforts Draw White House Interest 

February 18, 2015 
“"What my community, the Somali-American community, needs today is no less than a Marshall Plan 

tailor-made to the community's employment challenges," Minneapolis City Council Member Abdi 
Warsame said as he described the poverty and lack of upward mobility that help drive radicalization.” 

 
 

 
Obama: We are not at war with Islam 

February 18, 2015 
“Obama also painted the campaign against radicalization and extremism as "ultimately a battle for hearts 
and minds" in an opinion piece published Wednesday in the Los Angeles Times. He added that the focus 

of the summit would be on ways to empower local communities.” 
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VIDEO: Obama Counters 'Violent Extremism' in Speech 

February 18, 2015 
“Speaking at his summit on countering violent extremism Wednesday, Obama sought to strike a balance 
between appealing for more acceptance of Muslim-Americans while emphasizing the need to remain 
vigilant against radicals who could turn violent.” 
 

 

 
VIDEO: White House has Summit to Stop Violent Extremism 

February 18, 2015 
“CNN's Wolf Blitzer talks with Nabil Elaraby, Arab League Secretary-General about the White House 
summit to stop violent extremism.” 

 
 

 
Obama: Countering Violent Extremism Depends on Muslim Support 

February18, 2015 
“President Barack Obama on Wednesday called on American Muslim communities to do more to counter 
what he called "violent extremism," speaking at a three-day White House summit on the issue.” 

 
 

 
Boston Civic Leaders In Washington To Discuss Violent Extremism 

 February 18, 2015 
“It’s a summit drawing people from around the country, including Boston, to look at ways to counter 
violent extremism: to ask, what compels young people to join violent causes? And how can we prevent 
them from attacking the U.S. or going overseas to fight?” 
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Obama: US at War With Those Who Have Perverted Islam 

February 18, 2015 
“Yet the argument over terminology has increasingly become a distraction, including this week as Obama 
gathered law enforcement officials, Muslim leaders and lawmakers for a three-day summit on violent 
extremism. In his remarks Wednesday, Obama acknowledged it was a touchy subject but insisted it was 
critical to tackle the issue “head-on.”” 
 
 
 

 
Obama Announces Initiatives to Curb Recruitment of Terrorist Groups 

February 18, 2015 
“Even as the country wages this fight, Obama concluded that Americans should not lose sight of the fact 
that Muslims are an integral part of U.S. society. He recalled how he recently received a Valentine’s Day 
card from an 11-year-old named Sabrina who wrote to him, “I am worried about people hating Muslims. 
If some Muslims do bad things, that doesn’t mean all of them do.”” 
 
 
 

 
Obama: Don’t Grant Terrorists Legitimacy by Labeling Them Islamic 

February 18, 2015 
“”Of course the terrorists do not speak for a billion Muslims who reject their hateful ideology,” he said.  
“They no more represent Islam than any madman who kills innocents in the name of God represents 
Christianity or Judaism or Buddhism or Hinduism.  No religion is responsible for terrorism.  People are 
responsible for violence and terrorism.”” 
 
 

 
Obama Calls for Global Effort Against Spread of Extremist Ideas 

February 18, 2015 
“In his remarks, Obama also talked up programs in Los Angeles, Minneapolis and Boston as models for 
reaching what officials describe as “vulnerable communities” in the U.S.  “These are partnerships that 
bring people together in the spirit of mutual respect,” he said.” 
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Barack Obama says US 'at War With Those Perverting Islam' 

February 18, 2015 
“Prevention is the focus of the conference. It's mobilised people from the trenches in the battle for hearts 
and minds to share best practices: everyone from teachers to entrepreneurs to Silicon Valley executives 
have been talking about community outreach to marginalised youth and counter-messaging Islamists on 
social media.” 

 
 

 
Obama: We Must Confront 'Twisted Ideologies' That Spawn Violence 

February 18, 2015 
“Obama said that parents, teachers and faith leaders play a key role in preventing terrorist groups from 
penetrating into local communities. They are usually the first to notice signs that someone is beginning to 
adopt radical religious beliefs.” 
 
 

 
By The Numbers: White House Takes On Violent Extremism 

February 18, 2015 
“Wednesday's schedule features a presidential keynote speech and sessions focused largely on domestic 
issues, highlighting programs in three American cities designed to combat recruiting by radical groups.” 
 

 

 
U.S. Communities Called On To Prevent Homegrown Terrorism 

February 18, 2015 
“Participants in the summit will hear about pilot programs in Boston, Los Angeles and Minneapolis, 
where local officials have tried to combat radicalization. Those efforts have included law enforcement, 
but also the business community, teachers, families, churches and mosques.” 
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VIDEO: White House Convenes Summit on Violent Extremism 

February 18, 2015 
“…today the White House brought together community leaders law enforcement officials religious 
leaders and politicians, to share the ways they've approached the threat of violent extremism so other 
communities can learn.” 
 
 

 
The Note: Countering Extremism 

February 18, 2015 
“Officials say the focus is on bolstering domestic efforts to address extremists’ propaganda machine and 
engage young, minority (predominantly Muslim) immigrant communities with alternative opportunities 
and a sense of inclusion. The administration is highlighting three cities: Los Angeles, Boston and 
Minneapolis.” 
 
 
 

 
Obama: No Religion Responsible for Terrorism 

February 18, 2015 
“"No religion is responsible for terrorism — people are responsible for violence and terrorism," Obama 
told delegates at the White House Summit on Countering Violent Extremism.” 
 
 
 

 
Obama: Extremism Fight is 'Battle for Hearts and Minds' 

February 18, 2015 
“"Our campaign to prevent people around the world from being radicalized to violence is ultimately a 
battle for hearts and minds," Obama writes.”” 
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Obama to Call for Joint Efforts Against Violent Extremism at Summit 

February 18, 2015 
“With that threat in mind, Obama is hoping to concentrate the world’s focus on the need to combat the 
underlying ideologies that entice otherwise modern individuals — including many disaffected youth — to 
behead a non-believer, kidnap a schoolgirl or shoot up a synagogue. During the three-day conference, 
Obama is working to highlight local models for preventing radicalization that could be replicated in other 
communities.” 
 
 

 
 

 
A Beaming White House Summit on 'Extremism' 

February 17, 2015 
“Most of the summit’s work is focused on positive alternatives for potential IS recruits while also 
exposing the emptiness of the group’s vision and the likelihood of it collapsing from within.” 
 
 

 

 
Biden Kicks off White House Summit on Countering Violent Extremism 

February 17, 2015 
“"We have to ... engage our communities and engage those who might be susceptible to being radicalized 
because they are marginalized," Biden said.” 
 
 

 
Biden: Including Immigrants Key to Stopping Extremism in US 

February 17, 2015 
“Biden, in his remarks, held up Boston, Los Angeles and Minneapolis as examples of communities 
moving ahead with programs to counter extremism locally. He said the goal was to bring together broad 
coalitions of community leaders so that all Americans — and particularly Muslims — would feel like "we 
see them."” 
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Biden Opens White House Summit on Violent Extremism 

February 17, 2015 
“Biden took part in a round-table discussion with local leaders from Boston, Los Angeles and 
Minneapolis. The three cities have programs to counter extremism that the White House wants to promote 
as examples.” 

 

 
Muslim NGOs Could Help Counter Violent Extremism 

February 17, 2015 
“The White House Summit on Countering Violent Extremism is an excellent moment for stakeholders to 
rise to the challenge and develop a sustainable, long-term solution to violent extremism by engaging and 
empowering Muslim NGOs as strategic partners in a shared fight.” 
 
 

 
Biden: Including Immigrants Key to Stopping Extremism in US 

February 17, 2015 
“Joining local elected officials, community leaders and religious figures, Biden portrayed the U.S. as far 
better positioned than Europe, thanks to what he called America’s successful record at cultural 
integration. He said societies must offer immigrants an “affirmative alternative” to extremism, cautioning 
that military force alone could not address the threat.” 
 
 

 
Joe Biden: Societies Must Offer "Affirmative Alternative" to Extremism 

February 17, 2015 
“He praised the efforts of cities like Boston, Los Angeles, and Minneapolis-St Paul that have been 
working to develop prevention programs. He reserved particular praise for Boston, saying the city "did 
not turn its venom, its anger, its frustration against any community" in the wake of the 2013 Boston 
Marathon bombings that killed three and injured hundreds.” 
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Hennepin County Sheriff at White House Highlighting Anti-Extremism Efforts 

February 17, 2015 
““Violent extremism is a local threat, so local law enforcement agencies should be on the front lines 
helping educate and strengthen our communities to prevent or disrupt these threats. The key is to 
overcome barriers by building trusting and lasting relationships; this creates resiliency,” Stanek said.” 
 
 

 
Minnesota tries softer approach in battling Islamic State 

February 17, 2015 
“Sheriff Rich Stanek of Hennepin County said he’s already built something akin to the “community 
intervention team” Luger envisions. The department has a community advisory board of religious and 
business leaders, both from within the Somali community and outside it, who people can call about their 
concerns without immeidately involving law enforcement. “They get calls, day and night, every day,” 
Stanek said. “That’s building those long-term communities of trust.”” 
 
 

 
50 PHOTOS: Homeland Security Secretary Jeh Johnson Delivers Opening Remarks At The White House 

Summit On Countering Violent Extremism 
February 18, 2015 
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VIDEO: Los Angeles ICG Prevention, Intervention, Interdiction Framework Presentation 
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