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Al Aman, Cemre 

-· E'vah.J;)tion of CVE p(ogn,mming: Random Control Testing (RCT} Model on 
CVE programming; cso can ld<mtlfy the p,ogrammlng typt> l hat Is 
evifvated and where 

Grassroots Mcbiltzat ion, Extremism, a nd (ln)stabil·ity in Africa 
a detalled case study that cotru:>tires and contrasts Boko Maratn to v•cn a 

Man e, ind udi11.g: the conditions that led to the formation of ~ach group; 
structure a.nd organi2:at1-0n; pJannln8 and coordination aetlvllits; and 
public recruitment a.tnpatgns, 
- two additiona l case studies hi orde'r to observe grassioots mobllizatio n jn 
Its formation staRe: Tanz~nlil and UgJnda. 

Evaluation of programming 

Ca~e Studies-idfntifying_ the pathw~y of community and/or group 
radkafizatiuo that took plctce Ill h·istc-rical easts (such as Tuareg Jn Mall, 
Shfning Pt1th Ir Peru); Qf ~oridvctl1'8 "~le of two cities" an~lvses that 
ldt ntifV Why two.sln'l llar cotnmuoltles ~In rermrof proflle~ and gde.v:iti te\) 
c;hos.e different p.a_th.s with respe,ct to s1Jpport for or opposition to VE.. 

I Res••rch mapping ond s•o an•lvsis 

Viole nt Ex, remist Organiiatlor,s and tfie Electoral Cycle iri Africa. A 
Frame.work f6 r Anal~ting Cont~ntiot1s ElettJons Vlol~nce 

Employin.c a comblnation of qua ltta ti\te and quantitat ive ana lysis will 
,allow resear~hen to uf'!cover the tacti~! strat~gles and ratk>nale.s b-ehln(:I 
VEO attacks during the e le.doraJ cyde a nd to oeatea stat istica l model for 
forecastlnp, llkel',' future auac.ks:, P.htevt-ots rn Nlgerla -ond l<cnva In 
particUl·ar will be exam·ined a longside a deeper analysis oilanzania, a 
countrv w!-h a ,ecc-ntl~ formed VEO a nd uocomlr);P. election.sin lone 201S, 

Rcsearth 011 lht Cavtc~ of, a nti Respons~1, to, Violeol ExtremlSm; ldeai 1 

Governance and the Use of Force 
1. Bie data a·naly\is o f soclaf media in the first vear itt?Stlng whac narr.u1ves 
con-elate witll t1e11cls in violen t e,xt ft>mist control of ter,itorv oilnd svDport 
at the level o( fo reign fighters and locat communities 
"2, Econometric analvsls In the- flrsc vear of natl'on.il and cnmmvnlt',' level 
contextual (governance. economic and social) data, to identify statis1icallv 
sign ificant factors. drivlne reo u,tment afld loddcnts of v101ence, 
,f\tghanistan, Mali, Somalia, Lebanon, Tunisia, foreign Fighters. irom US a nd 
France 

I 
Survey o, Oman'.s co-unter-recrv1tment st,atesres 
, f:\eview Qi oatio na l policy a nd methods o f rec;rui~rnent prevf;!ntioo, 
, ln.t, tYlews with governmel'll minlst,rs ove,seelng eve; 
, Interviews with Omani youth: 

A , c.Wl~w of put.lie theological ~dui,atlo-n; 

A re.view of cleric's counter-mess.aslna, 
A l'e,v1ew of pl'ot(am~ and efforts to p, cvent sec1:arlan d lvlsion and 

Jfo$t~ tolerance~ 
, A re view of Oman's policies-to prevent the ma rginaliz.ation of 

Jcommunlttes· 

..... ..._ --What worh and what doesn't tn terms- of CVE programming Unfunded Staie 

Why llave some groups 'ttlhich mobilized in respon$e ~o Unfunded 
utlderr(>presem~ a nd m3tgin;,lited groups acrOs.s sub,S.allaran 

A.fric.'s soci81, political a"d economii; sftvation$ fn their co11ntrfe$ 
stayed non-violent and some turned to-Vio lent ext,ernjsm? Whal 
fa«or:s have le() tc;> such dlffere 'Of mottvationf ;md outcomes for 
these groups? 

t,fow grassroots collectiv~ mobilization car, be osed to promo,e 
Stlblll~y or lnst.)bllltyJ to ijnder-!.tand the undtrl'yln,g motivation for 
attive potit iul mob1lh:atio n; to ana lyze the topology, power 
suut:ture, pr(lductMtv, m~rglnt, splitting1 arid ovwraJI resllle('ce of 
change-drfven o,gantutions; to ut,derst:and local communk..tion 
mechan1sms arid nlw media t~chnoloe;1~~ fo r lnOoenc~ and polltle:al 
mobllization; M(i to understand the impact of elrti!mal factor$ such 
as sanctions or rncreased international media a ttention on 
moblllzallon. 
What works a nd what doesn't in terms o f CVE programming; Unfunded 
develop 3 o,ore rlgofOus M&E'/assumptions testing framewo ,k Ch..tt 
can be shared with and "implemented by other CVE program 
imDl~menters 
What factors are .mo~t s.alifnt in cadicaHiation/suppo rt for VE/or co - Unfunded 
optation of toe-al commun!Ue~ by VE:-actots? wtiat factors shbuld WI:! 
b,: (,;,oting for to ldent~fy where Is \lulnerable tQ VE In the fl,(ture? 

What !laps e>l"iSl In the bodv of res.e.irc.h on vlofent e)tt,emtsm, Unfunded 
particula rly in terms of local-level vulnerabilit ies and resilie ncjes, 
and wh<Ht s.hOuJd the Workslft-am-0n lOC:31 Research trv to caralytt-
new research? How can CSO be.st organize a nd share the. mapping 
of ttsearch eHorb? 
How do viole nteJJtremist gro.,.ps tJse eiections? What is the relatiort Urtfunded 
betwe~n electOT'ol cyde-~ and vtoicnl ! !die.mist @fbups? 

What IS the relative slgnificanoe of global, nat;ooal -and toca1 actors Unfund~d 
and 3rievar'\ces in driving recruitment into vfolent f>xtremrsm In 
different contexts? Under what conditions do these underlying 
gcievances apl)t at to generate st,pport fo , violent e)(tre mlsM Md 
under what conditio ns do o ppo sit ion groups choose alternatives to 

vlolenc.e 1 Wtiat a,e the links between aetloo in the proctkal areas 
of governance a nd the use o f fo"e, a nd effo rts ~o influe nce 
narrau ... e and networks ilhe d@.ve1opment a11d d lSM.~mlnatlon of 
ideas)? What priority should be given to each under different 
Go"dit!oM? When c,onsidered it\ combination, What forms (I( 
poritic~I, security and developrner,t 11ctions are 11kety to offe< mosf 
possibility of success in retludng violent e xtremism and under what 
conditions do combinations produce partlcularly neRitive 
conseauences? 

Unfunded 
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' Glotu1I C~nte.- ro.- Jstreng~hening Comm1.Jnlw Engagemen, and Countering Vlqlent btre rnh rn (b/(-1) l.frafun(le,;j Stale 
Cooperative Efforts:Mapping Sources of Resilien ce 12·18 month comparative studv to 
Securuv I Identify sour<es of resilienceand bener understand how oM why 

extremist groups have not been able to a ttract noL'able support in 

particular are.is, Proposed <ase studies Include coumrtes in West ~fflCi.1, 
South and Southeast Asia, and the Miodle East and Nort.h Africa regions a 

r omparatl,e study that will focus on thtee counlflC$, A ptellmlna,y 
suggest list includes Ghana, Bangladesh, and Malaysia; these can be 
c1daµled to encompass counlrtes in other reg,ont Uke MENA. Each cas.e 
$tucfy will be (leveloped in consultation wi{h loca1 ~rtnecr, afld entt1!1 a 
c<imblnatlon of desk research and fitld-bihed ll'lh:'•v lcw ... and •t~t>arth. 111 

earn country, tl'lt' Global C.entP.-r wm work with Iota I panner\ to org8nl7e a 
consultative worbhop aod undertake interviews al'\d fesea rch; the case 
studies will then be compiled Into a hn.:il out<.O!'M r<;port to be launched 
a roun.d the 10th anniversary of the adoption of the UN Globa• Counter· 
Terrorism Stralegy In 1:016, l ht- report wlll a lso provtde a research 
foundation for CVE programming being undertaken by UN al\d GCTf actors. 

• Re~earct, 
o lodudlng the: d evt?lopmtint bf ti rt'gional CVE blbllography 
1 · Case.nu dies (If afore.mentio ned countries( whic:h w iU ·include~ 
o One workshop developed wlth foe.al partners 
o Fi, ld~based Jntervlews 
o .A multi·sectoral mapping of CVE related a,nd speclfic activities a nd 
capadtJts 
• A fina l repon, to be launched a rou1'd the time of the review ot" the UN 
GlobJI Cuvt") ler-Ten o osrn Sttatesy In WI6. 

MSI CENTRAL ASIAN INVOWEMEl'fT IN TH, Drivers o f radiealb.atton an.d scopp, o f tfie. problem. USAID/Asla USAIO 
CONFLICT IN SYRJA ANO lf\AQ; 
DRIVERS ,!IND R,SPONS£5 

MSI SOVTH ASIA INVOLVEMENT IN THE Drivers of radic.ali1ation a nd scope o f the problem. USAIO/Asia USAIO 
CONFLICT IN SYRIA ANO IRAQ: 
DRIVERS AND RESPOl'<SES 

MSJ SOUTHEAST AS[AN INVOLVEMENT IN THE Drivers o f rJd/c-,llzatlon and scope, (If the problem, USAIO/Asla USAIO 
CONFUCT IN SYRIA AND IRAQ: 
DRIVERS AND RESP0t1Sl.S 

University of Identity and Framlng Theory, Precursor Ac'tivities, arid the Radlca l•zation This projec.t examines ihe-ories abm.n how-violent extremists. Funded NU/OOJ 
Arl<M~as Pr()(4.'SS develop lhei r ideology a nd move to violence. Using data collected 

from the. United Statf''i between 1980 and 2012. th-e. proJec.t will 
a ssist law enforcement, intelligence a nd fusion cen1ers, and 
prost-wtorial t1gendes In determining opllmal llmofnMes fot early 
intervention, The results of this study will advance o ur 
ul)dcrstat1d!ng of how rodlcaU?.Jt lol't does and do<1s not o·ctuf, 
t ranslating into important insights for preventio n a nd countering 
v)olent extremism r'lroc,,1arn.s. 

Brandei.s Universitv Tfle Role of Socia l NetwQr\s in the EvoluQori of Al Qae~ia·in$pired VJo1en~ The study examines the evolution of American At ~eda lns:plred Funded NU/DOJ 
£X1'~rr\jj;m In th~ United State!>, 1993>2013 org.-inlzati()f\S over thf! past twe.ntv years- and will Identify the 

mec;.han*ms th~t rnotivne ~men~ns to v9l4f1 tetr fQr At Qaeda 
Inspired E'JCtr'e,nist violence and ten o.rlst act101.1.s. The prbjec1 will 
roc.;~ on over SOO Individual v1ot(lnt cxtteMlsls 31)d will draw data 
from their on line co mmunic.1!ions. The reVJlts ot this .study will 
(Cndct a p!cnne of how vlOlelH elrtrcrnls.m has ctvolvcd Over 1he 
pa,snwo decade$ and h,ow useful socla l networt a nalys~s too(s are. 
fo r undo~tandJM the @VtJlutlol\ of radlealltatto,n 

ChiJd,en':s. Hospital L,lnderstai,dfng Pathways to and away from Violent Radia lization among The objective of the s tudy ·is to understand pathways to d iverse Funded NIJ/OOJ 
o f Bb::.to,1): Re~ettled SQMall ~l·Jugtf!S" outcomes among So mall ,~fugees: why do some ~mbtact:! t:H~:al~r 

openness to violent e 11.t remism, whlh~ others with ~hart>d life 
hi-stories move towards gangs, crtme, or resilient outcomes .s\.!ch as 
non·viotent actlv1sm? Towhat degree do thes-e outcomes ove,fap? 
The project exp~cls to provide e mpirical evidence of .specific 
modifiable- lndlt.ators rclilted to ch,:inges In o pennes.s to v,otl'rll 
~ re.mi.sm. The. results of the stody will aid in the devetop,nent of 
more tJra.e ted Me\ienuon oro:onms 

Duke University Community Poficiog Slraregie.s To.("oonter Violent E~tremism Little is known about the extent to wliicl",, police departments Funded NU/08J 
aro1,,,nd the country have adopted commu,utv pollclns practlces1 tho 
methods they are using to address the. threat o t violent e:xtt(!mism. 
_and what th~y consider to be best practices In the tieJd. Thi!. Otoletl 
addret.Ses the ,urr~fl1 g1p '" khowte:dge by \JS!tl;(-;. Oi!t lonwide 
~uritv'+ In-depth 1rue:rYtew;, dnd f6cut gtOUP~ t~ betttt undt?utand 
the ewrenl to whi~h 1-,w enforcement •gencles are udng <omrnunTtv 
potic.ing to combat Violent ex.l.remism. The results wi ll provide a 
road·map for 101!1n8 out fo tu,e eng.1gemen11nd .,,tventton 
progr'ams at the .siate and local level. 

Indiana State lone Wolf Terrorism in America: Using knowledge of Radicalization The purpose of the re~earc..h is to u eate a database ori lone wolf Funded NIJ/DOJ 
U11ive1!.ity): Pa thways to ~'"orge Prev~ntion Sttateg,es terr<JrlSm, ti lo ng With .i tht'Or'/· lnfo,med c-.ise studV component and 

a (o·mparirlve analysis, In 0<der to dlstingu1s'1 lone wolves f'rom 
those who undergo radica litation in a group context. The project 
also explores potentinl sign;it\.lres of lof'le-wolves preparing to 
engage ii"\ violent extremism. Tne t esuits will provide much needed 
lnfoHnatlon on the lmportant thoug'h contested topic of lone wolf 
terrorism, as we ll a s render lnd1catorS: of this form o f violent 
extn~mlsm. 

University of Empirical Assessment of Oome.stK Radicahzation This projec.t exa.mllle$1,800individuats in the U.S. O$Soaateclwi th Funded NIJ/DOJ 
M•rv1and vtl)jent extremism 41l orde/ to idv.anee tht emptth;al bas1s ror 

understanding dome;tk ,aditali1ation. The study toruses o n 
dlfft!:rence~ of radlc·als antJJo, the. radlcall2atron pfot-esset oft.hose. 
who ~Cct!Pl the-p.er$onal U$e of vlolenc.e for po11tical p ~rpose5 aod 
those who only engati 1f\ non,.violent trim1nality, the relaUoMhlp 
betw(>en ridi,al beliefs j fW radlc:af behav!Qr, al'ld hQw stronglv ttie 
evide nce support,s theon es at radicalization in general. The Rsults 
of this stud,;wlll prov1de evldence•sllpt,orted concluslons o f l\oW 
tadlc-alization wor~s. a llowing for the development of more. focused 
prevan{!Oll a n.(! counte,lhg vloleut cittrarnlsm progl'-am 
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~AtND Corp·oration fviluatlQ-n of the SlATI P1ogram (b)(~ I £valuating theefie(livene.$.., of the Stare Jnd toe.al .A.ntl·Te,rorism fUMPd NIJ/81A/00J 
Training (SLATIJ program, which is adminis.tered by the Bureau of 
Justioe A.ss.1stance lo the Ofn(e of Justice Programs, fhe SlATl 
program is a prime e11.ample. of c:omr,,unitv lev~I prograiris that t'lave 
shown promise to prevent or otherwise c.ountcr Violent 
radica lization in the U.S. 

Unlver.sllV of llllno1s • t'rM1no1lon3, Crlmes Among Somall·Amerlcans; Conve,gehces of This. projti<t rocuses on the SomaJl·Am~r;can diaspora and IU Fut\ded NIJ/&lOJ 
C.liicag,,_0 R.adK:atization and Trafficking lnvo1vement in two t.fansni'1Von<1l ~rimes: radica1izati0o to violent 

f lll1 c,ml~m and traffldd ng. rn persor~ . i'h1$ study ,wns lO build 
.sc.len,lfic ~nowledse on these. ,rimes-within emphasis-on 
transnatjonal tssues and convergence io contexts of profound 
community vulner~blllty Md imlvc cr-lmloal netw<.irlls ftio co--
oc,cllr,enoe of radloslization and traffic~ng In disadvantaged 
refugt.t and 1mfflf,&:1"1nt con,Munltl.flS wimints an t>tatnln1tlon to 
be tter understand the 1ransnatlo nal and conveq1ence issues 
lnvoiv~d, and how they can inform t!Vldtincu-ba~ed community 
practices. Ttie re$ults of ~hi1 project ran inform the. deve loprne.nt of 
re-1111ent nelghborh_ood -a$ w~U -a~ spctlfle· pOllc1e-~ dC$1gncd tu 
Improve rP$ponses to fadir.aliutlon and 0th.er transnatlonal 1S:$Ues 
in vulnerable oooulations, 

University of Ac;ro~s the Universe ' A Comparative An.ltysis, of Vlolent Radlcall1ation This 3Wilrd develop$ a series of studies comp:uine the beha'llor~I Funder! NII/OOJ 
Massachusetts- Across Three Offet'lder Types with Implications for Crimina l Justice underpinnings o( three types o f U.S.-based offenders sinc-e 1990: 
Lowell Training ond Education .so-lo-tetroric;ts, lone-actor terrorists, and lndividv~ls wht> eng.age in 

mas;s cas.ualty violence. but lack an ideological 1110Uvation. tn 
pattlcula t this research program compares the development.al, 
antecedent behavioral and ideolog"ical factors that crystallize witOin 
1he oHende,- and .ore lilte r e,cpres.sed botl.ivlorally via lhe offeMe 
itself. Tlii.s program o f resean;h seek$ to understand whether 
(di~)sln•ul~fltles arl.' obs.etvablc acrOb rhe:se oHt nd~r t-yp<-:.S and 
what the relev.ant 1mplh:at1on.s are for law enfottement, The re..svt{$ 
fron-, this study will help to dttermlne: lht"! a~ptoprlatenttu of 
profile$ for t tiese. offe,,rier:; ~ well as (lE"velop !ndtca\ors oilnd 
warnings for law enforcement and other community organizatio ns. 

Duke University Evaluating the Federal CVE !nlt;;;live TM~ project will collect informatfon o n the engagement efforts Funded NIJ/DOJ 
I.H?:11!8 condutted by U.S ... Atto,ney.s' Offices, the Pcde-ral Bu,-eau of 
1rivestiga~ion 1FB1), the Department of 11omeland-5ecurity (OHS), 
'afid Lhe: N~Uonal Gountert~rorl.sm Cl'!nttr. th~!.<' data tolktC"lJOr+ 
efforts will include a survey of U.S. AttorneV$1 Oflices and in-de.pth 
lnter'l/lc!wt with k~V offlctals lo catalogue fodetal outreat h .ind 
engag~ment work, The lmpactof these ettorts wilt begin to t;,e 
assessed lhro\lgh foci.ls g1oups ol Mu.slim American communlt\' 
leider-$ in three cllles, Whlle the siudv Ii not a: fo rmatew,luqrlon-of 
en.gageme-nt efforts, the resulti"g catalogue will provide. the basis 
fot future ev4Uuations and the focus, s,ovos wlfl PfOVIIJ-0 valuabh'! 
feedback. co{lcernins outread, eOorts in the United States. 

Brandeis Un"iversity Pris.oner Recollections: The Role of Inte rne t Use and Real·tife Ne.tworks ir Thi$ -award wlO c:QIIHt the llfe hlstodes from aoqroxim;.te!y f1)rty Funded NIJ/DOJ 
lha Et11ly RadlcaUtauon or Al QAeda tnspi,ed l ~rrOr!St OHtndtrs- "homcgr:own' ' tc.rrortst offonder:s 1nsp1reo by Al Qaeoa. rne ptOJect 

w111 as,ert~in the imponance of the Internet .;ind onllne networkll'lA 
in shapiog the early stages of radicalization trajectories. 
CQn10tememl11g the cx!st1ns f V 2012 .1ward chan 111g dumest•c Al 
Qaeda inspired terrorist networks, (he res\ihs of ttiis project will 
lmpmve oor understandlr,e of th~ motrvatloM and processes (h:.t 
moved subjec.ts to become terrorists or to angage in cri'rninal 
activities in svouort of terrorism, 

University of Sequendris Terrorists1 PrecUrsOf Bahaviors: A Crime Specitlc Anal'(s1s The goat of this projecris:fo identify the lemporal dimenstons of Funded NII/DOJ 
Atkans<'ls tenonsts..' pre.cursor condU(.t to determine H these b@havlots oc:cur, 

In i !Qgl(..il , eqveni;:ed pattern. The proje,c~ will parth;ula r{v focus 
upon fdentlfk a tJon of ~c,qu4?ncie-d paue,r'IS that vary by groui, type, 
gro.up slie, and incfden~ type. The proje<·t is interested In 
asc,ertaJ,ning_ whe ther ch.aracteristics ot the Planni.ng. process 
assodated wnh these ttirce ls.sues are conehned wltll the 
.Successfol completion or preVenlion of 1errorist incidents. The 
res\llts of chis nuov would agt,lf'I .ild In \he developme.n1 nf 
·indicato rs for law enforcement or o ther communtty organiiations. 

University of Evaluatlon of a Multi-faceted, U.S. Communitv·Based, Musfim- led CVE This- aw;,rd ,espo.nds to a need both to c.ovnter domestic terrorism Funded NIJ/DOJ 
M.a.ssa(huse.t t~, PfOgf.am and to evaluate programs focused on counte ring such violent 
Lowell): e.i«remism . The propOiecl evah.hltlon will t;,e donP in Montgomery 

County, 11.40, in collaboration with the community-based, Muslim-
led CV( program, The World o,ganlz.:> t!on fot ~cs-ource 
Development and Education ~WORD£), the Montgomery County 
Dcparnnent of Pollco, aM the Mohteomtrv Coww,. Offite o f 
Comf"!\Uriitv Pariner-$1,ips. The results o t t li\S study can prov1de an 
ovldentl.'-bastd modrl for ovll'(>ach at the community level, .i.s wctt 
ai. explore What works tn terms of enijagement among communiues 
ori"!anlla11ons- l lncludit'U!: trimina l lu:stice azencle\) 

UnlW1"'5itV(lf A Compar.itlVC!' StudyofVl t;>lent Extremism and Gangs This-award wiO provi(le (In evld enc..e·based au·essmentof 1he Funded NI I/DOJ 
M•ryl•nd•C.11•~< s imitarities between vtolent extremist.grovps and c1irnlna•gangs. 

P•r~ Gi"vert thdt UiMlnol luu lc.e p.ol!cy mak,crs haVt"t designed Md 
implemented garu: prevenuon a.nd amelro~rion strategi6 tor 
decades, there Is hope tll.lt ,hts .studv can Support the.btttef that 
programs de-vefoped for gang intt~rventions misht have re.!e.vance 
for reductno violent ex1remlsm, 

Michigan State An Assessment of E)ltremist Group$ Use ot Web Forurrts, SocjaJ Media. am There 15 currently limi\ed knowledge o f the rote o f technolQgy and funded Nll/DOJ 
UlilVCiSit~): Tecl1nologv Lo El'le:uhutate .and Radkalltl- 1nd1v1dua l~ to Vlolence compUtfr media ted Cofl'lmunital iOn~ (CMCs), such a~ FaccbOOkand 

Twitter, in the dissemination otmess.ages that promote extremist 
ageridas and ,~dic-alize tndivldu.:ils to vloltrnce. The proµo.sed study 
wiU addre.s$ this g;;ip ttirov$h a serlei o f quiilitaove Mel ouantit;ittlve 
analyses of ousts frorn various fotms of CMC used by members ol 
both the faNigjH Jnd Al Qaeda Inspired extremist movements. The 
project will result ma detailed cypology o, the ideologicat content 
of Post:s, lM value o f o,,hne messages, the techoolo31c.a1 skill o r 
those posting to .socjal rnedia, a nd the matching of posts o n line to 
-ac-tual terrorist JctNit\!, 
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Unlvefsitv(lf fmpfrlw l Asse1smen( of Oome.sUC. Otseng,gemen, ;1ll(I De-n,dicalii.atfon (b )(~ I his ,award wJlJ prol/lde a more sys,temif. arid generali1;1ble Fu"ded NIJ/001 
r,,taryland.callece f£AD3) nderstand ing o r the various equifinfte and multifinite processes 
Pa rk v which lndMdu.ils exit ext,emtsm, This undcrstandlri8 Is i crucial 

1rs~ step i11 Identifying opportunities for effective interv~ntions 
nd e.valuatin.g the aPQroptiatt- ptogtams and lnltlaitl.Jts to take. 
dvantasie of these oooortunities. 

Chlld,en•s Hosplt~I GJng Afflllauon -and Rad1callzJtion to Vloltnt E..Kt,emism Within Sol'l"lnll· he overall goal of tl'\ ls proje<:t Is to conduct in·dcpth analysts of ~unded NIJ/OOJ 
Corporation of American Communities. isle and resiliency rn telation to botl'l gang affiliation and 
Bc>stOf'\ adlcahtatlon to v!ol~nt e-xtremlsm among Somali 't'Ooth fl:'\('ltltd In 

\Jorth Ameri(a, The project will resvlt in Increased understanding Qf 
ow psycho.social and demographic factors relate to support for 
1olem ac.tlv!sm and g,rng affiliation, and of the fOlc of g,1ng: 
ffil iation ior lack thereo f) in the radicalization to violent 
lC'lremlsm of Soma II youth who left Mlnneapolls to join al·ShabMI>, 
he project will develop a theoretical model of \he overlap and 
lvergenco of ian~ afOliaUon and radl~llzauon to violent 
xtremism amo nR So mali 11outh in the U.S.. 

Arkansas Sl.ttc. R.adlc~lltc1tlo11 on \ht! ,nh~rnet: Vlrtual Exlfemlsm 1n the- US from 2012~201 his award wJlf Identify actW~ ontln~ extu~mtst g,-oups b.ised In ttie Funded NU/OOJ 
University Jnited States by r:o Het:tirig ln'formation about a variety of group~. 

!'I duding ~l(ttemht rellglous* natlonalltl, polluc;:il,.and ethnlthV· 
.t$.ed sroups. The project wlll ~reate preliminary Vim~, profiles or 
redo.minant extremist groups, resulting 1n the construction of 

,;leoloijltat maps ;1nd t he identification frame fnte rseClions, ;1:nd 
"ill d i!>cem rhe. effect on(ine eXtre.mist materla t has on indiv;duals 
11ho st<' It ~nd Which wpe.s o f tnat.erlal Is mosi 1nflucnllal 

Hesearch nlangli! Research nrid Evalu,n1on on Domestic Ridlcal!zatlo" lo Violent Extremism he project will provide .i compl'ehensive understanding or Funded NIJ/OOJ 
Institute. Research to Support hit USA eradicatization proce$S-eS among domestic violent extremists t<> 

nform community level prevention and lnt'erventton strategies. 
he study will inc.lude '52 former rlgtn·w!ng-extremiJ.rs ""d wm 
artner with Ute After Hate jLA.H) as slJbfect matter experts to studv 
h.e onset, persistence. i nd dcsisr.antc from extremism· 'fh ts will 
rovide a comprehensfve understandinc of the relationships 
et ween lnd!vlduaMevcl factol's (e.g., Ide miry wo<"\, motivations) 
nd .structural forces (e .g ., community aod criminal justic~ 
rganlt3Uont bart,e rs) With d isengagement and d~radieallzatlo.n. 
he fina l re.su1t will include an "[xit USA" d assification instrument 
or ldentifitatlon o f lhose ~xtremlsts most like lv to disengage 
ndlor deradicalize. 

TBD Gomprehe.nsive Evi'dence-Sased Evaluation of the '1Three Cities11 Program lJ Prornotlng local Re.search ;mo mrormaUon.Sharll'lg on the Ulll\mdl!d OHS 
)rlveri ·o f V1olen, E~remls 

a. The "Three Citie_s" progr;ams tov CVE 1n Bonort, Minneapolis, and t.os 
Angeles are ofle:n cllt-" as cxamptes..of tOgh value. gr,issrools CV£ 
p1ograms, However, \here is no independent , ob)ec.tive eva)uatiori of the =--i'""""'""'--·~-~~-~-·--·~· as detailing how the program:, actuaOv work ior do notl, .and detP.rmining 
Yftltither tl\ttse activities-Impart any negatlvt! or positivto unintended· 
CO[!S~uences. -CR Foreign Fighter Recruitment (ongoing) ll Prorr\ot1,,&Loca1 Rese3u:h al'Jct fnfo, mat1on~Shar111g on the Furidclf OHS 
. This effon seeks to resei'lr(h and iM\yze the communltV·based ri11ers o t vro1en, Extrernl$/Tl 
ec,uitment -strategies u-.ed by terrorist groups ope rating in Iraq and Sy11a, 

eitt\ef to <I raw fore ign l'igtttets or to In-spire homeerowt' tcrrortsm within 
he United States. I"· The re,earch w1II Identify the tomponents of the recrultrnenr process 

{including the relationshlp to the organization,al structure and command 
and control). 

STMl i ProOJt'.s of Pefpe t1.ltors of Terr'Oris,m ln the u .s. betwtie..n 1970-and 2013 lJ Prorrtotfng t.ocal ~ese:ar<:h .iintt lnformatiorJ---Sha,lnt-on the Comple te OHS 
(2014) rive,lof Viotent Extremlsm 
i. There is no sfJ1g_le "profile" or organizations that tar.get the U.S. 
homeland with terrorism, Rat~er1 the sroops th-at ,.:n~cil.td the United 
States between 1970and 2013 had widely varied Ideologies, be.liefs, aod 
gooli, 

SlART C.Om_parlng lone Actor Ttrrorism~ Hate Crtmes1 and Group TeNorlsm (2013 1) Promo1lng loc.al Aesea,ch ~nd tnformatlon,Shc11rlng on the Complete OHS 
i. Examines the charaq:erisito. of comrnunitiies where hate crime. )rivers or Violent Extremism 
lcrro11s.rn, and lo r1~ actor lt rforism occur... F1nds that fone attof tetror~"'· 
while its oen phenomenon, looks· more.like hate crime than gro up 
terrorism. 

START Ch.ara,te-rlstlc$ of Communities Wt,ere: Perpetr.>tor$ Uye and Pre,q,rsor l ) Prom.oting lo,~I Resea r<.h and fnform~rlnn~Sh~rlng on the Comple\e OHS 
Activity Oc<urs {2013) >riVe,s ofVlolent Extremism 
I. f he goal of this proJett Ii to td entlfy the characte,-isu,s of communltfe.s 
where per.sons indicted under terrorism related thargeJ lived, planned, 
-and prepared pfior to tatrYlhg out t<.ir,onst attic~s, 
n. Ovef three-lifths of p,rpetrat.or residences and qver 9n~l,att ot pre+ 
lnt.1den1 actlV!tlts tH<! located lru:ounu~s.dlffor~nl ftoro t l'+e 1ocatton of 
thfl: ~llb$e-quent terrorlst lnddenu. 
Ill. Petp1.mator ,nidtlnUal locatlons and pre-incld~nt actll/lties are 
d istributed atross the United States, but conc.enu·ated 011 the Eastii'lel 
West coasts. 

START Geospatial Pattems of Anteced ent Actrlfty among Tefforist Perpetrators 1) Promoting local Resea,ch and lnformatfon-Shanng on the. Cornplete OHS 
r2013) d1,<ersof V11>lcnt EXtl'emlsm 
i. The ATS allows examination of a number of different units of analysis, 
Analyse!> may t l(amln~: U) chal'dtltrlstics or fedet;i l te.rforhrr, court c.:;ues; 
(2) the charactefistic.s o t persons indicted in each court ca.se or involved in 

1

,ncld<n«, otherwise refe rred to a, lndlctees; (3) chmct•11sUcs o f 
intldE;"nt_s a!ld pl~nr,e-d lridd ents: and (4t antecedent ac.tivities O'lat le~.d vii 
to the Incident and are necessary to ecrrv it out and/or actiieve the goa1s o 
the pef!ions or.groups. - - -

START ~ lysis of factors Related to Hate Crime and Terrorlsm (2012} l) Promoting t ptal Research and lnformation-Shai[ng on the Complete DAS 
!, E,:.amlnes the cou11tv level ch-a1ac,ter1strcs of communtu-es whe,e hate >riversofVloten( Efeuemlsm 
crimes· and terr,;,rism occur. 
II, Ex;amlne,s timing of hnt(' <.rimes t,n.d terrorl~m by ldeolOg't' or te-rro1 lst 
group (level o f i!rtalysis: week), 
lil. Hat~ crimes pl!ak 111 lhi! 1'4 Wt!'tks fo1tow1ng .I tcn6r auad:carrle..d-ou.t 
by t-ert,;,.rlsJ: organiz.atioo$ wl~h an Islamic ifteologv. 
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.,r~m I Hot Spots Of Terrorl$m and Other Crimes. {2012, (b)(~ f 1) Promoiing Local Research .ind tnformat+on-Shirtng 9n lhe Complet(' OHS I;, While the overall percentage of terrorist attacks that result In fatal ;t;es i Drivers of Violent Extremism 
low, the geographic dmrlbutlon of these events remained .similar w!th 
large urba n centers predominating a nd vera good deal of ac.tivfty in 
.smalh~r Meas as well. 
ii, The majority of e xtreme teft·wing terrorism was c,oncentrated in the 
1970S.ahd ethno,natlonal/separatlst terro rism was concentrated u, thtt. 

1

1970. anc! t98()s. ReUglovsly motiv•ted ottac,s ocwrrod prodomln•te'v In 
the 19SOS, cxlret11e: right,wlng lerrod~rn was eonce.ntrahld lr1 the 1990s, 
.anef single iss\le attacks were dispersed across. the 1.:tst thr('e de-=ades 

/f1980s 1990s and 2000:d. 

(b)(61 Bui Id Ina Resmencc to Vlolent btromlsm am.one.Som, fl.•Amorlt.1n• in )) Promoilng loc;at Research ;md lnform.-UOn·Sharin.J( on thE Complete DH) 
Minneapolis·St, Paul (2012~ Prive1s ot Violent E>ttremism 
I NO ONE t\tSK r.AC1 Qt( cltplafnetl leenag, bovs' ;:and young mer'ls 

'"' J involvement in violent extremism. Rather lt W..s the interaction of 
atGhlcago multiple fi;k file tort at multiple 1(!vels, 

ii. RISK F,ACTORS COMBINED to create an opPQrtunitystruttur~ for\lio!et'\~ 
r•tt•m•<"I ITablo 1~ 'rhc key opportvn111e, werec 1) youth<' 
una.«0untable t1me$ and unobserved spaces; 2) perceived i.o,·ial 
legittmacy for vlolent radicalization and terrorist recruitment; 3) the. I present"I of reCI\Olters and •ssoclates. 
iii. THE INVERTED PYRAMID in f igure 1 indicates that: 1) involvement In 
vlole4"1t ~.-ll;tremlsm d.epended on all o,ree oppo,11.lnitles; 2} decre::htng 
proportions of teenage boys/young men are exposed to thee mid and 
IOwet opportvnltles 

(b)(6 

I Leadersh{p, Te,,o,tsm, and tt,e use of Violence (2011} 21 Civil Society, 11,clud!ne the Role of Women and Vovth m COmprete OHS 
i. Examination of the words of the leadets of al Qa'ida and al Qa'ida rn the P'reven~ing and Countering Violent Extremism 
Arc'Jblar1 Penlnsula to help understand what th~y are Uk~. lh~ff leadcr:,.h/i, 

j (Moyn1nan 1nn1w te styfes, and when they are likely ,o use violence to gain what they want, 
or Global Affan•s, 
$Vracuse Unlv,;trsftY) 

Sl Ml Cue Stud_y of Law Enfor,cment Counte,mtasure:t 11-alnst FALH (201-Z) 3) Stt~nethe!llng Communll<,+·Polke Md Cornmvnlty.S4!'curl\'f f.orC4!' Complete OHS 
IL QvaH1o1;ve case study descr;bes how law enforcement intelHgence l\elattons as Ingredients for Countering and Preventing Violent 
mta.Sl11es we,~ useo lo i:ountc, the FAU-1. ~ tremlsm 
ii, A fange of different strategies Via~ used to counter-the FALN threat, 
lncludJhg judl(lal and legal, polltlc.a1 and govf!rnan«', and police and 
l prison systems, w'hich mM liave vari9usty affected the- .ac.tiVities an~ 
oreanization of this terrorist '1,0Ull. 

STAlll lc.ase Study of Opera1ion 8,ac:kfire (2012) 3J Strengthening Commi..nity·Poiice and ComrnunltrSecuritv force C-0mplete OHS 
i. Frame Ope.ration Backfire as a terrorism countermeasure and assess Relations as fngredients fu r Countering and Preventing Violent 

) what made It effective, .at dlsmantnna 1he Family ancl altering the ~.,ct,remtsm 
land.scape fo r a~ors associated with the REM. 

111, Ooeratlon Bockflre owes Its success to on effec1lve orgonlza1ion•f 
framework undertaken by a few, by leaders from various agencies. 

START i Les.soM l.nrne-d frorn I.aw t nfor<.e('l'!e.f'!t Case Studies t~OU.J 3J Strengthening CommunitV·POlice , nd CommunitY·Secur·ity Force Complete OHS 
1. Th~ purpose of thls rcse-arch was ~o oia,r1lnt. dlffer@nl mechanisms cr,;t Re1auons as rn.,:redrenu for counfi!flr'\8 and P(t!vl!nUnt Viol~nl I rhe Un;1ed States anc! other couw;e, hav• used to counter terrqr;,m ~xt:remism 
beyond hi&h·profile military efforts and to e>tamine the effects and 
effectJveness of sud\ Interventions, 
ii. While su.srained inte.ragen(\' col!aboratioo was an essential innovation I In bo•h of these cases, success was • lso lostered bV mo<e ttJdlUonal 
"?Olice me1hods: Spec.ffically, in the FALN investigation and in Operation 
Backfire (tt'ie ~ffort to brtr.ak- apart the Fami1y~. the: rec,ulttnl!nt of a k-ev 
informant represented a pivotal moment that provided ensag~d Jaw 
t':nforcemenl officla,s with ~s~tntfal information :.bout the ope.ration.:,., 
practl~es., ilnd member-5hip of each of the «roups, 

START I P•ttem, of Intervention In Fede,.1 Terro,ism ca, .. lnte<lm 12011) 3) Str~mgt hening Communitv·Police and C.ommunlty·Se,urh-y ft>r~ Complete /DHS 
i. Provide an ovetview of the most significant events that evoked changes ~elations as Ingredients for Countering and Preventing Violent 
In the rnontier In whloh t~rroosts are portr,yed, pufsUed, tlrtd prosewted ~x:trerfl1srn 
as well -as the way in which terrorists and their defende1s have respondec 

l to federal oros~cutorial efforts, 
STARl ,~ounter~Narrative.knowledge Tool for C.VE Practitioners-and Communitj'ej 4J Promoting the C'qunter·narrative ,nd Weatenin@-the Legitimacy Funded OH! 

Primary lnvu.tigators (ongoln&} l)f Violtnt h tr~mtst M@uaging 
i. This prt:ljf:ct will entail~ tnerature review for the purpos~ of i;listilling 
thcs& Complex analyses inlo a u~eful p<111tne or n&r,.itlV1M suppo,t,ng 
viol en~ wl~h the nljnv ,elated counte:r·narratlvf:"l- to violen(e, to inclvde 
sources and re-sources detailing these counter•mm atlves.. 

(b)(6) Integrating Mental Health and Education Fiel-ds into Countering Violent S) Promoting Educational Approache.s to Build Resifience to Violent Funded OHS .. Ex1,emlsm (ongolf\J:} Klremlsm ; i·r:n· i. The proposed work conducts a systematic lit~rature review and 
convenes a targeted wor\shop With CV£, law onforcement, mentJI he.alth, :t~s Osp,t ar,f;f education professionals including ,,,.presentatives from tf\ethfee CVE 

~:~l'·i,a·JI); "p1lotdtle:s,o; 
Ii. It wlO produce in a rapid time frame a short conference repon ana brief 

Chief of Poli(e-, as well as targeted 
Oe"rborfl, Ml, (Co· 
Pl); Education 
leJder TBN (Co,PI) 

ISTMT 'Reiults from a Four•Wl'Yi! SuNeV Report (2014} S) Promoth,e C:dui.atlon,;i,I Ao'proaches 10 euild Reslli~ncc to Violent Complete 011S 
i, Respondenls answered question.s- gauging their revel of concern about )(t temism 
t~ror~isrn, Tht!re: was little change In the·it responsf!s across thC: four r•ses. • !though In wave 3, nine montll• after the 8o<ton Marothon 
bombings, there Was a slgf!ificant upUtk in the percentage of respondents 
who indic.ate<I ~hey had changed 1he.r behavtor 1n the pa$l vearbeuu.s;e o 
the possibility of ao attack, ThJs eflect lar:gely dissipated bv wave 4, which 
octurfed 15 ('l'lunths aft.er the t>omblf\P.S. 

HARl Attitudes before and after the Boston Marathon Sombi(lgs (2013) SJ Promoting Educational Appro.aches to Build Resilience to Violent Complete OHS 
I Peopte who completed the suNeY after the bombings were generallv ~xtrem1sm 
more likely to sav they would call the police if they became aware of 
tcrro rism~rel.ated siluatlo1u. suth a\ a f)C!rson talking~l>Out jolnir,g a 
terrori.st group, reacling moterlal from a terrorist group, distributing 
handouts Supporting terrorism, traveling overseas to Jolo a lC'NOt(SLgroup 
~~bout P.lan~ g~plosives in a P'!.~ e@ce. 
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$fARt Ethl"lc Group Off (e,ence5 '" t~e 2007 P·ew Pon Qf Muslfm Amertcai,s (2010} (b 1(.l1 (6) t nhantins Access to Miin.srream R.eli'glous Knowledge Complete DMS 
Ii. Explores opinions relating to lhe war on ter,oris"1 for seven groups ol 
p;,mlcipan,.s in ~he 2007 Pew poll or U..S Mu.sllros: African·Americ'i'l 
Muslims (setf.idenUfied as. "'Bladt,, and born in lhe. U.S. of U.S.·bom 

p~rentsJ and Mu'illnls born In P:.iJJstau, tran, Ar'ab co-unt(1es, South As1an 
coumries f\!:Xdudins Pakistan, EJJrQpeall count.tie s, arid sub-Saha1an African 
COUi'!UteS, 

ii, lran-bQrn MusOms w~re on average fEt-ss religious th,m other groap.s bui-
th~lr Qpinlo·n!t.about the war or, H.+rrc11sm were strOngrv ftlated to 
lndivldu11 difteren,es In religiosity, perc:eptions of di.scrfmin-atlon. arnf 
oppomton to,gov~rnm:cnt arrd govrrnmtont pol1cJf_.., 
ili.Africiin·Amet1can M\Jslim~ were-mo,e negative than other groups; abou 
the waron terrorism but thlrlr opinio ns were unrelated to these s.am~ 
1ndl\ll<Jool tl iffetences. 

SIAR! Uvl11g in Amtrlta as a Mu.slim atter 9/11 (2009} (6) Enhan,chis AGccss to M:atnstre am Reflg•O\JS. knowledge Complete OHS 
i. Results from fou r national polls of Mu.slim Am eri~ans conducted 
bNWeen 2001 -and 2007 lndlc:att lhal MllSllm Amt!:l'ltanS: fett lntft,Uingly 
nega tlv, ~bout the dlrec.hon in whlc:h Amerfoa is heoded a nd ln, reasingly 
:see the war on te rrori.sm as a war on Islam 

l~T r noilfysls of Teno!'lst Autobiographies (iOt4) (7) Preventi"n& Rad1c;llt1ation in Prlsons.anr1 Rehabllttiting and Compte\e OHS 
L Examined 87 EngJl.sh.laoguage memoirs of to,mer terrorists published Reintegrating Violent Extremists I from 1912 lo-WU. 
ii, Disengagement from terrori.sm jsC""arely sudden, dear-cut , or the re-sStdt 
of a single eveM1 
i"K Disengagement does!"l't wortc ~he· same way foreveryone - itJs a 
hlohl" lndlvlduallie:d 11roce:s!., 

UMASSloweU IO· depth Analysis of some Ol$el\la,geme-M Cases (7) Prevent ing Radicalizatio n in Prisons a nd Rehabilitati.ng a nd Complete OHS 
L (::>St.' Study of Ahmfi>d (20141 Re lnlegratlng Violent Ext,emtsts 
li, Case Sto~y of S.r.>~ (i014) 

HP.~T Disengagement by rype of Gro"p {2014) (1) Pre.v,ntlng RadfcaftlitiQn in Prisons-.Jfld A;el)~bllft,linR and Complete OHS 
i. Members or nation.alist tetTOrlSt and le~-wlng terrorist groups tended .to Reintegrating Violent Extremists 
b-e !deologful at the outs<-t compa,td 10 those who jome.d d sht.-wlns: 
terrorjs1 groups. 
II, votuntaf'Y' d1~en&agcmMt was sllghrlv more. tommon In rlgl"it-wint 
tenorist groups than in other types of rerrofist groups, 
lU, lndMdual~ In right-Wiflg terrorist groups we(e more llkelv ta re-er1aag~ 
than those in na tiort.'llf$t terr<Jri$t or left·wlng terrori$t groups 

SfAllT Disengagement by Roles and Functions: Report (2013) (71 Preventing Radic.alilitio.n in PrJsons c1nd Rehabllitatlflg a nd Comrilete DHS 
i. Consider the relationship between one's role and his or her level of Reintegrating Viole nt fxtremisu 
sattsfac.tlol'\ In the group, sunk costs, a nd avc1!1ablc a.lt«mat!ves outside of 
the mo,..ernent as well a s whether individuals in certain roles- ar, more 
llkclv to e:)tperlence cert.oln oust\/pull factors hvpotht!slzed lob~ 
associated with d i$engagement from terrorism. 

ICST ~re of Terrorjsn, lnvotven,rmt Overview (20U) (7) Preventing Radicali1ation in Prisons,;1nd Rehabilitatin.@ and Complete DHS 
1. Focusts on lhe. dl?v~lopml"nt of terrotlst group members, mrovgn UH'~e Relntegraring Vlolet.Ot Extrl!'rn!Us 

r •ges: becoming involved, engagement, and d1Sengagement. for ,ome,. 
fourth stage, re-engagement, ,s present. 

START !Assessing the Effectiveness of Oe4adicali.zation Programs (2009) (7) Pre.vent ing Radicali:zation in Prhons a nd Rehabilitatfng and Complete OHS 
I One.·vear st1.1dy of select de•,adl,C,lllZation programs and Investigates a Relnleg,atlng Vloler•t f )(t(emlsts 
.series of critical issues surrounding assessment of the effect iveness and 
outcome~ of these programs. 
li, Programs c.olle,rively referred to ilS de·radicalizitlon programs ;Jre, In 
prac:tke, rarely focused o n a<:hievlng 'der.idi<:all.:.n,on' as a ,equlsh ~ or 
even desired outcome ; inste;,d they are more commonly to,used 
prlrnarilV o n reducing the risk o f re•engagement in terrorism and o ther 
1111,1r11cUvttv 

'SIP.Ill Cour1ty~level Corre.latesofTe,rortsmt" lht U.S. (2014) (8J ltst ntlfvlntt l?ollt1ea1 auct ft:0non'11c Opportu11!Ues fot Comp)eie OHS 
i. Attacks tended to cJuster '" .Specific-areas~ especlallt/ large metropolltao Communities Vuln'e, able to ~adicallzation and Recruitm.~nt to 
are,as, frohi 1990.-lOlO .. Yet, tnev \#ere also wtde1\f d ls-pcrsed-each o, 1hll Vlolel'\t btremlsrn 
48 continental U.S. stat,s experienced a t lea~t one attad:. 

START Profiles o f Individual Radicaliza t ion in the United State s: Fore ign Fighte rs (.9) 0<.""elopnle nt A$S1~ta,it.e .ind St.lblllt.'JUOn Efforts (o PfeWnl tlnd Fund!d OHS 
& Retun,ees (ongoing) Counter Violent f:x rrem,sm 
i. Th,s rese.-tch will creatoe the PIRUS dataset which consists of 
,lppro>omate lv 11600 !Jlo lent and rion•Vlotenc ldeologlcally rnot1v1te<l 
criminals from ~cross the extre mist ideo logical spectrum w ho radica lized 
In the Uol{ed States. 
ii. PIRUS c;)ptures over 150ir,dividua l-level vartabtes, including 
rddkalltauon risk factors-, mobl l,tat,on mechanisms, basic demographic, 
and perso nal background$, and radica1tzation tr~Jectorv len,grhs a nd 
outcomes. 

-
STP.RT Bombing a nd Arson Attac~ by Environmental and Animal Righa (9) Oevt:1lopme:-nt Antstana and s.tab11izatton Efforts to Pr~ventand COmple-te OHS 

El<ttomlsts (2013) Cgvrtter V!oO:n, E.'l!tremrHri 
3. overview or the an ons a nd bombings conducted by perpe.tcators 
affllloted with th< Earth l iberation Front (Elf) >rid Animal l.lberouo~ fron t 
(Alf) b'etween 1995 and ~010. and analyzes the characteristics ol the 
lnd1v1duals convleUd of th•He ctimeS:. 

START r omparing Violent ond Nonviolent F•r•Rlghl Hate Groups (20111 (9) OeiJe:IOpmenl M.!.IStDr1cc and StabUi2.auon e,furb to Prt\iE'nl a rld COmphHe DHS 
•· Used th-e Sovll"lern Poverty Law Cenrer's (SPLC) -annuil tntelligence Counter Violent h tfem,sm 
Report al"ld Klan Watch publications to produce a list of hate groups in the 
United $tates. 
b. The o rganizational capacity variable s. age and sizewere re lated co a 
aroup's prr,pe11shv for e~tteme vlol<:11ee- and .ige was re1.iled to srovp 
violence. 
<, Groups th~, pvbJlshed ldeologlc.al hte.rature, such as n.ewslettNS or 
pamphlets, were s ignificantJv less tikelv to be involved in violence. 
d, Grnu~ that were link~d to o thers ,~various wayi d id not increa~~ tt\tr 
pr9pensity for violence or e;Kt reme v101enc.e 
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TSO Rap1dtv Ohang.ing Threats, Aa_pldlv Chanclna Need, ( lHl- 1 Al! ;ireas. 1·9 uorunded OHS 
a. Scientific data Collection and analysis to systematically under.stand 
C\lfftnl CVE perspectlvc,.s throughout the OHS Enterprise wlll mcJude-
syst~atic collectior and anavsis a.titMties.to underHand proeral1\, polky_. 
know1ed8;~. pr11ct1ce-1 tt'thnology use, and programmat1oeaps In the 
pursuit of CVE goa1s. This willtndude data coltection rrom OHS. 
lnteragenc:.y, state, local, ilnd NGO itakthold~rs In the United Stat~t.o 
producE a t-urre.n\, _s ingfe overview of CVF that is cQm_prehensive.tl\d 
focused on c:umint threat!. -all well .t,ll -all typM or J)ubllt and ptll/at~ g;,p\ 
tti.at can b~ ;;i~~resse.d through R&D ac,lvitles. When comblnec;I with the 
resulb Under-standing the CVE landscape p,Oji!'d, this informatio(' wlll1 

for the flrst ~lme, ptovlO«l" +ndeper\de"\, compret\i?nslve loform&tlon thnl 
can he used to prio.riti1e CVE research activities to ensure great~sl et'ieC"~ 
Md ,~turn Otl eovernrnem R&O lnves1ment. 

TSO Unde.ntanding the CVE l andsqpe All areas~ 1·9 Unfunded OHS 
-a. Dl1S t,a, reuntly updated.a numbt'.!r of str,uegic dotumcnu that will 
deterrnin, the o·verall OHS srrategy. Arnong these is the OHS S& TR&O 
.5Uat<!&V for CVE Lhal lndudes-an R&D framewo,~ co addrt:."Ss CVE ne:cd.s. 
Thts project will en:-,vre unity of effort by ,ollectlng, classifv1ns, 
describing, and Gtegorh~lng USG funded on CVE over the last 3years-. 
Wheo combined with thf' re,s1Jlts Rapidly Cha"ging threat.s1 Rapidly 
Changing Needs project, this information will, for the iirst time, p,ovide 
Independent, comprehensive Information th.tl can be vsed to prio,itlt~ 
CVE research activities to ensure grea!est effect .:lld return on 
lv.ovem,l"ent ft&O 1nvestm~r,1 

TSO Commissi·on a report t'o focus on che ro,e of women m both advancmg itnd Unfunded USAIO 
prcl(ettling recruitment and r~dlc.allz.ltton to v1ole1)l eXtrtlll!Sffi, ttecout 
~\/ents tiighlight. the growing involv~me"~ of women if' 'lljolent 
~kt1tmlsm1 under.sco,lng the need to b('tter undtr'$ldnd Women'~ 
motivations to join viqlern ex1rem1s1 jfrovps and the possJble 

r w•lopmenl lnto1vonlionl ttl counler this trl!fld, This n .. d ;; panitularfy 
-ai;.ute In the Middle E,st,n(t North Africa. where geode, l'\Qrm.s fnd 
t.rad'lt.io11s rna't' obso.,,e 0£ lead to lnacrur.ite assumptions about women's 
roles. both In re<11ulrment-Jnd tadlol!utlon beyond vlGrlMIZ.'l tlon 

Merc.yCO<US I U5AJO will contr,<t Metty corps to comml<slon a <eoon on commu11lty UnfundC!d U$Ai0 
Resilience and Vulnerability to Violent htremist Organi1ations ~VEOs} am 
fore ign Fighters fn Iraq, Th~ objective of this ;tudv b to fill gaps if! 
undE'r~tinding of tt,t fac.tors th-c1t lead t(I wmnwnlty re.sillen, e or 
vulnerability to the inflvence of violent extremist groups- with a 
particul~r focus on forei~n fighters-within traq. The res.ults wlll be 
apptitable. to other countries that are facing a significant threat of externa 
.anlt ,,,ternat violent extremist mo\lements. 'rhe. flndlr\gs wlll help bulld 
USAJO and othcer actors' uriderstaoding of what interventions or policies 
m3y be able. to "pop a wedge" b~t!Ncen local popvlauons and foreign 
fighters and local extremist elements. Primary audience,, for this researd 
arc th& USAIO Mission ir, Iraq, ,n w@II ,.u Otho, Missions in tht ,eglon 
see~lng to di:velop 10(;.,pr level CVE strategies that w!I! tead to stabifftv itn(I 
re~lllet1ce. to the 1nfluer,c.e of vros . .Spcc:lflt to 1ta(I, lh4! scudy could I provide valo•ble insights that can help Inform wayi ln which rhe c,men1 
humanitarian response can be. coupled with stabi1ity and development 
slrategte-s to counte.r the spread of vlolcnl extremist groups a11Ct ensure 
th-at liberated areas do not backsUde. 
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.,... ~ --·- ~ PIO,.-.f~ IW:," ...... I Ofplllllllloft 
,\pril 1612:30-2:00 Singapore Singapore, U.S. Singapore (b!i5• 
pm; April 17 8:00, c,vll society to 
10:00am mo.d~rate, 

18-Apr 15t Paul SL Paul Police St. Paul, MN 
PQlice Department 
Department 

Aprll2H2 United Pttsl((cnt or Ne-w Vork 
Nations \JN<lA, UN 

Secretary-
Gener<ll, Alli1C1ce 
of Civiliiations 

Anril 2S.-Mavl Serbia Serbia Serbia 

29•Apr DMS.CRCL Linct Conf~rcnce Los Angcles1 

CA 

30-.Aor- DOJ vs Attorney'$ Boston, MA 
O(f ice- Oistrictof 
Massachusetts 

7-M ay DHS-CRCL C'RCL New'York,NY 

8·M•v OHS.CRCL CRCL Blrrnu'\gham, 
Al 

Mayll-13 DHSCRCl State Oepartmel"t London, u~ 

Mayll-13 OOJ Commun1w wa,Mngton, C 
Oriented Polle.Ing 
Services (COPS) 
and the Pollce 
Executive 
Resea,ch Forum 

\PERF) 

13-May OHS Canadian Ot tawa, 
Network tor Canada 
Re$ea1ch on 
Terrorism, 
Security and 
Societv 

l9·May UK Home UK Home Office Washington .. 
Otfice D.C. 

Mayl9·21 With 3rd Albania MOI Tirana 
"tech workshop" 

ror c.lvll society 

Late May Djibouti MFA and t,;,in. ot Djibouti 
ls la!Tlk and 
Cultural Affairs 

May 27, 28, 29, 30 Kenya NCTC Nairobi (KICC) 
with 4th day a CIVIi 

society tratntng day 

21-May Jo rdan MFA Amman 

May21•22 osn OSCE Vienna 
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23·May St, Paul St, Paul Poltce Sr, P•ul, MN ib'l-~ / 
Pqlite Department 
Deot3rlmPnl 

17•MOV DHS-CRCL Cl<Cl. Lo~gmont, cc 

1.8-May DOI US Attorney'.$ Denver, CO 
Office - Di.strict ()f 
Colo rado and FBI 
SAC 

l ~-f,tay DHS-<;RCL CRCLAooolPD Greeley, CO 

June. 2-4 Bangladesh Glo bal Cenler on Dh~~a 
{civll sotlcty Coop('fOtlVt! 

rowsedJ se.,uriw 
~Relocated 
fromNec:it l 

-June 4-5 Norway M~ rvof Odo 
Ju~J1ie an,d 
secu,11v 

-
6-Jun DHS~RCL CRCI. ScOllsdale, A 

lune t 1 Council o f co, Buchnren 
Europe 

June.11-.12 Austral~a DOJ~NDOFAT Sydney 

Week: of June 29 Kaza~hstnn MFA .Ast.:111a 

J\Jne TBD DOI tJSA1tomev's Boston, MA 
Office - Distnd of 
Mass~c:huse.tu-

June 30-Juty 1 OS<:f OSCf \lleMa 
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Lar~·Julv Spain or MFA Madrid or (bl, 5' 
6elglum Bronels 

fBD Mauritania or 
o therw~st 

Aftl~•• 
oounttv 

July 22-23 Alge-ria MFA 

Julv European EU BrusseJs 
Union 

July 20-24 DHS OHS Washingtofl, 
(Tentative Oates) DC 

July 2S-30 DOJ Nltirm;,;I lnstlruie Washl~gto"' 
of n,,.;., (NUI& DC 
Department of 
Homeland 
S<!cu11ty (OHS! 
Science and 
Technology 
Oir~aorare IS& TJ 

-
On the margins o f U.S. USIP/CSO/VSAIO r'4ewYorkCity 
the Septernber CVE 
Lt'aders Summit 
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cage 01 oi 12 

vi/1u111e1a f.'llfSu3nl to exemruc,n 

!IJ)15) 

,,1 t11e Free•Nm nf 111 ror1nat1or1 ano Pr1vacyA,'1 
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""age 012 o i 12 

vi/10111e10 pl1fSu3nl lo e~e1nruw1 

!IJ)i.:,) 

,,1 tile Freeo,im nf 111ror1nat1ori ano Pr1vacyA,'1 
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cage 03 oi 12 

vi/1u111e1a ptirsu~nl to exemrt1w1 

!IJ)15) 

,,1 tile Freeo,Jm of 111ror1nat1or1 ano Pr1vacyA,·1 
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"'age 04 of 12 

W1u111e1a pllrsu~n1 t•J e~emruw1 

,IJ)15) 

,,1 tile Freeoom nf 111ror1nat1on ano Pr1vacyA,·1 
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Page 05 of 12 

vv1u111e1d pL1rsu~n1 t•J e~emruw1 

,IJ )15) 

,,1 tile Free<Jom nf 111ror1nat1or, ano PrivacyA,'I 
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ioage 06 of 12 

vv1u111e1a pt1rsu3nl to e~ernruw1 

!1))15 1 

,,, tile Freeo,im nr 111rorm:at1on ano Privacy Ni 
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cage 07 oi 12 

vi/1u111e1a Pllf5u3nl to exemrt1w1 

!IJ )15) 

,,1 tile Freeo,im nf 111ror1nat1or1 ano Pr1vacyA,·1 
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Pai,e 08 of 12 

W1u111e1a pursu3nl lo e~e1nruw1 

,IJ)151 

,,1 tile Freeoorn of 111rormBt1on ano Privacy Ni 
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cage 09 oi 12 

vv1\1111e10 pl1rsu3n1 to exemruw1 

,IJ)t5) 

,,1 tile Freeo,im nf 111ror1nat1ori ano PnvacyA,'I 



DHS-001-425-000997
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W1u111e1d pllrsu~111 t•J e~emruw1 

,IJ)15) 

,,1 tile Freeoom nf 111ror1nat1on ano Pr1vacy A,·1 
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P~ge 11 oi 12 

vi/10111e1a pursu3nl to exe1nrtM1 

!IJ)15) 

,,1 tile Freeo,Jm nf l11FOflnat1ori ano PnvacyA,'I 
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cagei2oil 2 

vi/1u111eld pL1rsu3nl lo e~.e1nruc,n 

!1))15) 

,,1 tne Freeo,1m nr 111ror1nat1on ano PnvacyA,·1 
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F,ge 1 ol 7 

W1u111e1d pursu3111 to exernruc,n 

,IJJ15) 

,,, rne Freedom nf 111ror1nat1or1 ano PnvacyA,·1 
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Fage '2 of 7 

vv10111e1a plirsu3n1 to exernruw1 

11))15) 

,,, tile Freeo,im nf 111ror1nat1or1 ano Pr1vacyA,·1 
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Page 3 of 7 

vv10111e1a pc1rsu~111 to exernruc,n 

11))15) 

,,, t11e Freeo,Jm cir 111ror1nat1or1 ano Privacy A,·1 
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Fage ~ of 7 

vv10111e1a pl1rsu3111 to exernruc,n 

11))151 

,,, tile Free•Nm nf 111ronnat1on ano Privacy Ni 
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Page 5 of 7 

vv1U111e1a pl1rsu3111 to exernruc,n 

11) )1 5) 

,,, t11e Free•Nm nf 111ror1nat1or1 ano PrtvacyA,'I 
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Fage 5 of 7 

w1u111e1a pl1rsu3111 to exemruc,n 

!1) )1 5) 

,,, tile Freeo,im nf 111ror1nat1or1 ar,o Privacy A,·1 
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Page 7 of 7 

vv10111e1a plirsu3n1 to exernruw1 

11))15) 

,,1 tile Freeo,im nf 111ror1nat1or1 ano Pr1vacyA,·1 
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Page 1 oi 2 

W1u111e1a pursu3111 to exemruc,n 

,IJ)\5) 

,,, tne Freeoom nf 111for1nat1or1 ano Pr1vacy A,'1 
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Fage 2 oi 2 

vv10111e1d pl1rsu3n1 to exemruw1 

!1))15) 

,,, tile Freeo,im nf 111ror1nat1or1 ano PnvacyA,·1 
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Page 1 oi 2 

W1u111e1a pursu3111 to exemruc,n 

,IJ)\5) 

,,, tne Freeoom nf 111for1nat1or1 ano Pr1vacy A,'1 
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Fage 2 oi 2 

vv10111e1d pl1rsu3n1 to exemruw1 

!1))15) 

,,, tile Freeo,im nf 111ror1nat1or1 ano PnvacyA,·1 
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Draft Agenda for Ministerial-Level CVE Summit in Astana, Kazakhstan 
29-30 June 2015 
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Fage '2 oi 3 

vv1\1111eld pl1rsu3111 to exernruw1 

11))15) 

,,1 tile Freeo,im nf 111ror1nat1or1 ano PrtvacyA,·1 
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vi/10111e1a pc1rsu~n1 to exemruw1 

,IJ)t5) 

,,, t11e Freeo,Jm c>f 111ror1nat1or1 ano PnvacyA,·1 
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INCORPORATING VIOLENT EXTREMISM 

INTO VIOLENCE PREVENTION EFFORTS 

Developed by a collaborative of non-governmental and 
governmental stakeholders from the Greater Boston region 

February 2015 
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For more information about the framework, please contact: 

United States Attorney's Office 
District of Massachusetts 
One Courthouse Way, Suite 9200 
Boston, Massachusetts 02210 
(617) 748-3100 
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A MESSAGE FROM 

UNITED STATES ATTORNEY CARMEN M. ORTIZ 

As U.S. Attorney, I was honored that the Greater Boston region was chosen by the White House to be one of 
only three pilot locations in the country to develop an approach to enhance our efforts at preventing violent 
extremism. Our resilience and longstanding history of successful collaborative efforts to combatting violence 
served as the genesis for this framework and the foundation on which we will build an effective strategy to 
combat violent extremism locally and enable communities across the country to do the same. 

One of my highest priorities has always been reducing violence by promoting safe and healthy alternatives 
through prevention and intervention strategies. Throughout my tenure, I have worked with nontraditional 
partners, like schools, service providers and academia, to find ways to reduce gun and gang violence through 
non-law enforcement methods. I believe that these innovative strategies are not only effective, but necessary in 
order to develop a framework to counter violent extremism in the Greater Boston region. These innovative 
approaches are intended to complement, not replace, the traditional tools of law enforcement in protecting the 
public safety. 

From the very day we were chosen as a pilot region, we have actively engaged community representatives, 
faith-based leaders, educators, mental health experts and local government officials, just to name a few. Known 
as the "Collaborative" I am most proud of these "local champions" for their commitment to this pilot initiative 
and their resolve to engage in meaningful dialogue which has resulted in a comprehensive and multidisciplinary 
solution-based framework. 

Through the hard work of so many, and the tenacity of the community, I firmly believe that we are poised to 
launch a series of compelling and practical solutions to countering violent extremism in the Greater Boston 
region. I want to thank and commend all involved for their continued commitment to our efforts. 
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A Framework for Prevention and Intervention Strategies 

BACKGROUND 
In March 2014, the White House National Security 
Council (NSC} requested assistance from three 
regions with piloting the development of a 
comprehensive framework that promotes multi
disciplinary solutions to countering violent 
extremism. The Greater Boston region was selected 
because of its existing collaborative efforts and 
nationally recognized success with developing 
robust comprehensive violence prevention and 
intervention strategies. With the support of the 
Department of Justice, Federal Bureau of 
Investigation, Department of Homeland Security 
and National Counterterrorism Center, a range of 
stakeholders in the Greater Boston region began to 
develop a locally-driven framework. The U.S. 
Attorney's Office for the District of Massachusetts 
has had a coordinating role in this process. 

A COLLABORATIVE PROCESS 
The locally-driven framework has been developed 
by a collaborative of non-governmental, 
governmental and academic stakeholders from the 
Greater Boston region. 1 {See Appendix A} 
Contributions were made through in-person 
meetings, phone conversations, emails and other 
written correspondence. Working Group meetings 
were held on a regular basis to work t hrough issues 
and craft an approach that can be customized based 
on the local needs. 

WHO ARE VIOLENT EXTREMISTS 
Violent extremists are individuals who support or 
commit ideologically-motivated violence to further 
personal, political or social objectives, sometimes 
without di rection from or Influence by a foreign 
actor. 2 There are a number of violent extremist 
ideologies that are based in politics, religion or 

1The Collaborative has included numerous City of Boston personnel 
who have provided guidance and expertise on best practices. The City 
of Boston has implemented many of the solutions contained in the 
framework, some through Boston's National Forum on Youth Violence 
Prevention and Boston's Defending Childhood Initiative. 
z Reference: Federal Bureau of Investigation, Countering Violent 
Extremism Office, Washington, D.C. 

1 

INTRODUCTION 

economics. The framework developed by the 
Collaborative in the Greater Boston region does not 
focus on any one form of violent extremism. 

WHAT IS COUNTERING VIOLENT EXTREMISM 
Countering Violent Extremism, also known as "CVE". 
at the very basic level, focuses on using prevention 
and intervention approaches3 as a way to minimize 
the risk of individuals being inspired by violent 
extremist ideologies or recruited by violent 
extremist groups. In the Greater Boston region, 
Countering Violent Extremism efforts do not 
contain a law enforcement suppression component, 
which is aimed at protecting national security and 
developed and implemented by law enforcement 
agencies. 4 Law enforcement suppression strategies 
fall under counterterrorism efforts and are focused 
on activities once an individual has begun to 
prepare for or engage in ideologically-motivated 
violence to advance their cause. {This distinction is 
important to understand.} 

Through the in itiative, the Collaborative has been 
working to clarify the meaning of Countering 
Violent Extremism and to identify language and 
initiatives that promote resilience, respect and 
partnership. Both governmental and non
governmental collaborators have demonstrated a 
commitment to work through an inclusive process 
that will not polarize communities. 

FRAMEWORK DEVELOPMENT 
The framework is intended to serve as a foundation 
to assist various communities (locally, nationally 
and internationally} build resilience and capacity to 
prevent individuals, including young people, from 
being inspired and recruited by violent extremists. 

1 Ttiese approaches involve both universal prevention and 
individualized Interventions. Prevention involves increasing support, 
building skills and protective factors, and reducing risk factors or 
stressors. Providing individualized interventions at the earliest sign ,of 
concern rs key. 
40ne exception to this may be when programming is included as part of 
an offender's probation or supervised release plan which could involve 
a law enforcement aspect, particularly in instances of non-compliance. 
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Having a foundation from which to start is an 
important step to developing any strategy, 
particularly one that involves a complex issue like 
countering violent extremism which, so far, has 
been poorly defined and understood. Through the 
pilot initiative, the Collaborative has explored 
existing prevention and early intervention strategies 
that can be enhanced as well as new strategies that 
require resources for implementation. Although 
the Collaborative was created out of an initiative to 
counter violent extremism, the solutions are not 
entirely unique from other prevention related 
strategies that are currently being implemented (or 
can be implemented) through broader efforts by 
public health, mental health, non-profit 
organizations, private partnerships, government 
and others. Rather than create a program 
specifically labeled Countering Violent Extremism, a 
more effective approach might be to expand the 
capacity and resources of agencies and 
organizations to ensure that they are able to 
enhance the work that they are already doing as 
well as leverage existing successful programs to 
help address violent extremism. 

HOW TO USE THE FRAMEWORK 
The framework is designed to allow local 
communities the flexibility to define their problem 
areas, create achievable goals and objectives, and 
develop realistic implementation plans. The 
suggested solutions provide ample options so that 
organizations ahd agencies have a better 
understanding of the types of issues that can be 
considered. Some may look to the framework as a 
starting point to help enhance existing 
comprehensive programs. Some may read the 
framework and better understand how their 
existing efforts can help to prevent individuals from 
being inspired and recruited by exploitive influences 
like violent extremists. Communities should not 
v·iew the framework as a specific endorsement to 
create and/or brand separate programs labeled CVE 
which may have a certain stigma. Rather, those 
decisions are best made by organizations and 
agencies at the local level given the needs and 
dynamics within their respective communities. 

DELIVERY OF SERVICES/WHO IS VULNERABLE OR 
AT RISK 

2 

Researchers across the globe have made it clear 
that the path to violent extremism is not linear and 
there are no valid or reliable indicators to "predict" 
who is more likely to engage in violent extremism. 
Defining who is at risk or who is vulnerable to being 
inspired and recruited by violent extremist groups is 
challenging without local data to support where 
resources should be surged. Surging resources to 
specific communities, who have not directly asked 
for assistance, may actually stigmatize those 
communities. This is counterproductive and it may 
create further isolation, alienation and 
disenfranchised individuals. Without data and 
absent a direct request from communities to 
address issues of recruitment, a mote effective 
approach might be to expand resources of relevant 
agencies and organizations5 to ensure that they are 
able to provide services to individuals vulnerable to 
isolation, alienation and becoming disenfranchised; 
and to empower those who may assist in 
shepherding individuals, about whom they are 
concerned, to appropriate service providers. 

WHO PlA VS A ROLE 
A number of stakeholders play a role in 
implementing and "receiving" the solutions in the 
framework. Some solutions are best implemented 
by non-government, while some may be better 
implemented by government or through joint 
partnerships. The solutions have been phrased in a 
way that provides a snapshot of who implements 
and who "receives" the solutions. 

WHAT ARE THE FOCUS AREAS 
The overall project goal identified by the 
Collaborative is to increase the capacity of 
community and government as a way to protect 
vulnerable individuals from engagement in and the 
nation from violent extremism. The Collaborative 
thoughtfully explored a variety of areas that have 
presented particular challenges with accomplishing 
the goal. The following areas were identified as 
problem areas: 

5 Agencies and organizations can be non-governmenta l or 
governmental agencies that are offering programs anr;I providing 
support and services to individuals. 
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PROBLEM ONE: Some young people may be 
at greater risk of feeling isolated and 
alienated, making them more vulnerable to 
recruitment by violent extremists. 
PROBLEM TWO: Providing services to 
individuals before mobilization 6 toward 
violent extremism is challenging when there is 
a lack of understanding regarding violent 
extremism and limited intervention programs. 
PROBLEM THREE: Social media and other 
media platforms are being used to recruit 
Individuals to join extremist groups and to 
entourage individuals to engage in violence. 
PROBLEM FOUR: U.S. policy and events 
around the globe can frustrate, anger and, at 
times, Influence some to think t hat there is no 
effective alternative other than to express 
grievances or solidarity through the use of 
Violence. 
PROBLEM FIVE: Distrust between 
government and non-government hinders 
collaboration and effective decision makihg 
and problem solving. 
PROBLEM SIX: Lack of khowledge in 
mainstream society regarding religions, 
cultures and thought systems which are 
unfamiliar or are maligned in the media 
contributes to poor perceptions that fuel and 
mutually reinforce fear and estrangement. 
PROBLEM SEVEN: Individuals convicted of 
hate crimes and terrorism offenses require 
specialized support and services before and 
after release from prison. 

WHAT ARE THE SOLUTIONS 
In order to ensure that efforts are cohesive, the 
Collaborative recommends that a multi-disciplinary 
working group be considered when tailoring the 
approach to a particular jurisdiction . For each of 
the areas above, sample goals and solutions have 
been identified - some of which are broad-based 
prevention while some are more focused on direct 
interventions. The goals and solutions should be 
tailored by the implementing organization/agency 

"Mobilization is a process by which rad icalized individuals take action to 
prepare for or engage in violence or material support for violence to 
advance their cause. •Radicalization dynamics: A primer" Notional 
Counterterrorism Center, September 2010. 

3 

so they more appropriately represent the mission of 
those organizations/agencies. For instance, if a 
non-profit organization wishes to assist with 
addressing Problem One, it may be more focused 
on solutions t hat will increase support, services and 
programs to young people which may make them 
more resilient and prevent them from being more 
vulnerable to recruitment. Similarly, if a 
government agency wishes to address this same 
problem, it may be more apt to implement 
solutions that will improve access to services in 
communities and organizations. Although this too 
may increase resil iency within the community, it 
may also improve the delivery of direct services to 
those already vulnerable. 

Implementing agencies should not feel constrained 
by the structure of t he framework. The sample 
goals and solutions are intended to help 
Implementing agencies more ably and 
comprehensively address each of the problem 
areas, but the infrastructure and resources of the 
implementing organization or agency must be taken 
into consideration when tailoring a particular 
response. 
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FRAMEWORK 

OVERALL PROJECT GOAL 
Increase the capacity of community and government as a way 

to protect vulnerab le individuals from engagement 
in and the nation from violent extremism. 

PROBLEM ONE 
Some young people 7 may be at greater risk of feel ing isolated and alienated, making them more vulnerable to 
recruitment by violent extremists. 

GOAL AREAS 
• Reduce isolation by strengthen ing families and providing positive community connections. 

• Provide appropriate support, services and programs to those young people who perceive themselves as 
being targeted by others or those who have wanted to be a part of a prosocial group, but have been 
turned away ("failed joiners"). 

• Improve access to behavioral health services in communities and organizations. 

• Improve systems and training that promote inclusiveness. 

• Work collaboratively with current school and community service providers and organ izations to increase 
communication and improve delivery of English Language Learning (ELL) services. 

• Provide young people and parents with access to cu lturally sensitive, appropriate mental health, and 
substance use services. 

SOLUTIONS TO CONSIDER 
Skills Development Programs 

• Utilize schools, community and faith-based programs and privat e providers to assist young people with 
fostering effective interpersonal and self-advocacy skills. 8 

• Utilize schools, community and faith-based programs and private providers to assist young people with 
developing critical th inking and confl ict resolution skills. 9 

• Utilize schools, community and faith-based programs and private providers to offer opportunities to 
students who are interested in understanding and developing mediation, conflict resolution, bullying 
prevention and intervention skil ls and becoming peer leaders and advocates . 

• Utilize a range of service providers to provide English Language Learning {ELL) opportunities to families. 
• Utilize academics and other experts to develop interactive programs of civic engagement that 

encourage adolescents 10 and young adults11 to freely debate and constructively work on public issues 
that matter to them, thus helping them to gain skills, motivation, democratic values and a sense of 
belonging. 

7 The World Health Organization defines a young person as someone between the ages of 10 and 24. 
8 The struct ure of t he programs may vary depending on the age group. 
9 The structure of the programs may vary depending on the age group. 
'
0 The World Health Organization defines an adolescent as those between the ages of 10 and 19. 

u f or purposes of this document , a young adult is between the age of 20 and 24. 
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• Utilize subject matter experts, which could include government personnel, to assist populations across 
the ages with developing and achieving competency with digital literacy skills. 

• With the assistance of private businesses, vocational training schools and others, provide job 
development courses and apprenticeship programs to vulnerable adolescents and young adults. 

• Provide young people with skills on how to cope with unwanted and aggressive behavior (e.g. bullying, 
harassment, intimidation) through programs offered by schools, community and faith-based 
organizations and private providers. 

Awareness/Education /Training 

• With the assistance of government, identify existing local mental health/social services, support 
networks and programs for young people, and educate communities about ways to access those 
resources, perhaps using resource guides in multiple languages. 

• Provide focused workshops and professional development opportunities to parents and caregivers, 
school personnel, community and faith-based organizations, youth workers, mentors and law 
enforcement on how to assess and work with young people experiencing conflict, isolation and 
alienation. 

5 

• Ensure that organizations, faith-based groups, communities and schools are equipped to handle (or 
know how to access information) to become proficient in stress management and self-care skills in both 
children and families 

• With the assistance of existing mental health networks, identify culturally diverse mental health and 
substance use service providers, and educate the community on how to access those services. 

• With the assistance of public health networks, identify and utilize experts to provide technical assistance 
to communities and organizations on how to design and implement culturally sensitive programs that 
help young people develop specific social skiffs. 

• With the assistance of public health networks, identify and utilize experts to provide technical assistance 
to communities and organizations on how to design and implement self-advocacy programs for young 
people. 

• Identify and utilize experts to provide technical assistance to communities and non-governmental 
organizations on how to design and implement youth development programs that support one's culture. 

• Utilize local e~perts to provide schools with training on best practices for working with immigrant 
children and children exposed to trauma, which include placement/testing, school climate and student 
acceptance. 

• With the assistance of public health and mental health networks, provide trauma-informed care training 
to non-governmental organizations and families with a focus on resiliency factors which can lead to 
positive outcomes. 

• Identify and utilize expert trainers to provide interactive cultural sensitivity and awareness training to a 
range of organizations and individuals, including those in government. 

• Provide skills building and bridge building across agencies, educators and community interest groups. 

• With the assistance of public health, provide "Building Youth Selfwesteem" workshops for NGOs, 
caregivers1 mentors (including peer mentors and immediate peer groups) and advocates (including peer 

advocates). 

• Provide students, families and all school staff with on-going bullying prevention and intervention 
training as well as resources that are available both in and out of school. 

• With the assistance of subject matter- experts, Including public safety staff, educate families, educators, 
service providers and organizations about targeted violence, including violent extremism, so they better 
understand vulnerabilities and how to protect young people from engaging or being recruited to engage 
in violence. 
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Engagement /Support 

• As initiated by school staff, periodically review lists of students to determine which students appear not 
to be connected and offer those students and families support. 

• Examine existing school systems that connect families and caregivers with forums like Parent 
Universities, Welcome Centers, community centers and schools, and increase access and utilization of 
those opportunities. 

• Provide advocates (or mentors} through schools and community/faith-based orgahizations to individuals 
in need of positive peer development, care and support. 

• Identify those who can provide vulnerable individuals with job skills and opportunities for employment, 
and connect those providers to individuals for follow up. 

• Through partnerships, create cross-cultural engagement activities and heavily market those activities 
within and across communities as a way to enhance understanding. 

• With the use of mentors or youth workers, teachers and others, conduct check-ins and engage in 
dialogues with adolescents and young adults who are disconnected or experiencing conflict to 
determine interests, hobbies, etc. for further engagement. 

• Through collaboration between mental health, community and faith-based organizations, engage in 
dialogues to identify mental health and social services most needed and develop methods of reducing 
the stigma of seeking services. 

• With government and private support, increase staffing for those organizations and agencies that can 
provide programming and mental health services to individuals in need of care and support. 12 

• Encourage engagement between the U.S. Attorney's Office, the Attorney General's Office and schools to 
enhance understanding of federal and state civil rights protections. 

• With government support, provide schools with no cost conflict resolution and violence prevention 
resou rces. 

PROBLEM TWO 
Providing services to individuals before mobilization 13 toward violent extremism is challenging when there is a 
lack of understanding rega rd ing violent extremism and limited intervention programs. 

GOAL AREAS 

• Improve the understanding regarding violent extremism through education ahd outreach by trained 
individuals. 

• Improve understanding of concerning behavior across disciplines so that individuals know the threshold 
of when and how to refer/provide services and support and when behavior becomes a public safety 
concern. 

• Increase public awareness regarding existing resources, services and service providers that can assist 
individuals with addressing concerns. 

• Increase general awareness within the public of who to contact for advice, referrals for care and public 
safety concerns. 

• Increase coordination among existing service providers, organizations and agencies. 

• Increase knowledge and skills regarding crisis intervention, trauma-informed care and psychological first 
aid. 

12 Some o,gani2ations may prefe, to be funded by private funders or foundations. 
11 Mobilization is a process by which radicalized individuals take ;iction to. prepare for or eng.ige in violer;c:e or /Tlaterial support for v iolence to advance 
their cause. " Radicalization dynamics: A primer" National Counterterrorism Center, September 2010. 
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• Surge resources to fund service providers to provide case management, individualized service plans, 
educatlonal assistance and transitional job opportunities to vulnerable individuals. 

SOLUTIONS TO CONSIDER 

Awareness/Education/Training 

• Through collaborative partnerships between law enforcement and others, organize dialogues or 
trainings to a wide range of individuals 14 on violent extremism, the difference between radicalization 
and mobilization to violent extremism, when/how to provide services and, when appropriate, 
when/how to report concerns to law enforcement. 15 

7 

• Conduct a needs assessment of community non-profit and faith-based organizations who are interested 
in providing care and support to individuals before he or she "mobilizes" to violent extremism to 
determine infrastructure and support needed. 16 

• With the assistance of public health and subject-matter experts, provide or enhance training 
opportµnities on crisis intervention and trauma-informed care to community and faith-based 
organizations that provide programming and services to vulnerable young people and families. 

• With the assistance of public health and mental health providers, provide or enhance training to 
community and faith-based leaders on psychological first aid so they may provide support to 
communities in instances when Individuals have engaged in violent extremism, domestically or abroad. 

• Using subject-matter experts, develop a curriculum and/or protocol for service providers who are 
working with individuals who may be radicalizing toward violent extremism. 

• In coordination with subject-matter experts and at the request of service providers, provide technical 
assistance and specialized training to existing service providers and emergency mental health providers 
that are already providing comprehensive wrap-around services 17 to vulnerable individuals, both male 
and female, so they may enhance existing program models. 

• As initiated by schools, enhance awareness within K-12 and higher education regarding behavior 
assessment and care protocols and how peers can connect individuals to assessment and care teams. 

• Provide thorough training among key mental health providers and public safety officials on protocols for 
sharing information. 

• Increase understanding within the community about threat assessment, who does rt and how 
assessment information is maintained and stored.18 

Engagement/Support 

• Develop a statewide multidisciplinary team or committee19 that meets regularly to enhance 
communication. 

• With the assistance of government, create a resource guide with information on who is trained to 
provide mental health and other specialized services, and how to refer someone for care before he or 
she "mobilizes" to violent extremism, and market that guide widely to the public. 

• Create or enhance "service provider to service provider'' dialogues to ensure they are communicating 
regarding service issues and resources. 

"' A wide range of individualS- includes organizations/servfce providers, government/non-government stakeholders, parents, peers, community leaders, 
faith-based leaders, educators, private clinicians, emergency mental health providers, multi-disciplinary assessment and care teams, youth/street workers, 
mentors, hotline operators, etc. It can include prison, probation, parole and community corrections staff. 
15 These dialogues and trainings may cover a range of topics like violent extremism, gang violence, workplace violence, school violence, etc.. 
16 A needs assessment can be done independent from government or with the assistance of government. 
17 Comprehensive wrap-around services include screening and as.sessment, case management, individualized service plans, edui;at1onaJ 
assistance/referral/placement and transitional job opportunities. 
18 Understanding on threat assessment can be increased through dialogue, outreach materials, and other methods. 
,.. This team should consider a fange of issues as opposed to focusing solely on violent extremism. Federal, state and local government should be Included 
on the team along with non-government representatives. 

Page 14 of 28 



DHS-001-425-001028

A Framework for Prevention and Intervention Strategies 8 

• Create or enhance a network system among community, non-government organizations, service 
providers, schools and law enforcement for referrals for services or, when necessary, reporting of public 
safety concerns. 

• Establish (or enhance) local multidisciplinary behavior assessment teams that include schools, 
Department of Childrens and Families, crisis intervention staff, law enforcement, public health and 
others so that behavior may be more effectively assessed for follow-up care . 20 

• With the assistance of subject-matter experts and with the cooperation of government, enhance 
dialogues with prison, parole, probation and community corrections staff to discuss ways to increase 
resiliency factors within prison or community corrections environments. 

• Establish (or enhance) formal and informal lines of communications among law enforcement, mental 
health and social service agencies to improve relationship, communication and understanding. 

• Utilize (or create or enhance) existing hotlines for concerned parents, caregivers, family members, peers 
and others to share concerns and receive assistance and feedback. 

PROBLEM THREE 
Social media and other media platforms are being used to recruit individuals to join extremist groups and to 
encourage individuals to engage in violence. 

GOAL AREAS 

• Educate communitles about ways to protect their children from being recrulted. 
• Develop broad and diverse counter narratives and promote those narratives for wide reach. 
• Provide platforms for young people to have answers to questions from reliable sources. 

SOLUTIONS TO CONSIDER 
Awareness/Education/Training 

• Utilize subject matter experts, which could include government personnel, to assist populations across 
the ages with understanding Internet safety and achieving competency with digital literacy skills. 

• With law enforcement assistance, educate community representatives in a controlled setting about 
existing messages, propaganda and recruitment efforts and the harm this can do their children. 

• Through efforts initiated by non-governmental stakeholders, increase awareness regarding the impact 
of hate speech and network with those working to counter hate speech. 

• As developed and initiated by non-government, utilize scholars, community leaders and clergy to assist 
in public debates over ideological and socio-psychological underpinnings of contemporary violent 
extremism. 

• As developed and initiated by non-government, conduct presentations by prominent academics to 
frame the issues and objectively explain the history of various movements and the drivers of their 
evolution. 

• Utilize academics to advise on the serious danger presented by certain kinds of materials (e.g. different 
kinds of materials, sizes of collection). 

• With the assistance of subject-matter experts, increase awareness of existing approaches to online 
dialogue and online organizing. 

20Many l<-12 sctiools and universitfes have Multidlsciplinsiry Behavior Assessmenn eams which are also known as Ttireat Assessment Teams or Student 

Threat Assessment Teams (STAT). These Teams d iscuss all forms of concerning behavior. 
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Engagement/Support 

• Develop relationships between non-government and communications experts who can provide 
education on the basics of media marketing strategies and contextual advertising; assist in creating, 
producing, editing and delivering a specific public message; and assist with the technical aspect of 
creating online traffic (i.e . domain names, tagging, search engine optimization/search engine marketing, 
etc.). 

• Through efforts initiated by non-governmental stakeholders, provide safe spaces within the community 
for young people to express and process frustrations, fears and concerns. 

• Increase non-governmental efforts to promote non-violent religious perspectives, which can be geared 
specifically toward reaching adolescents and young adults. 

PROBLEM FOUR 
U.S. policy and events around the globe can frustrate, anger and, at times, influence some to think that there is 
no effective alternative other than to express grievances or solidarity through the use of violence. 

GOAL AREAS 

• Provide skills to individuals, with a primary focus on young people, to support conflict resolution and 
constructive advocacy. 21 

• Provide education about effective approaches to activism and political/social impact. 
• Provide support for youth engagement/empowerment/activism programs. 
• Enhance communication and coordination between community and government. 

SOLUTIONS TO CONSIDER 
Skills Development Programs 

• Utilize schools, universities, community and faith-based programs and private providers to assist young 
people with developing critical thinking and conflict resolution skills. 

• Utilize schools, community and faith-based programs and private providers to assist young people with 
developing self-management/youth self-advocacy skills to young people. 

• Utilize schools, community and faith-based programs and private providers to assist young people with 
developing anger management skills. 

• Increase opportunities, with the assistance of schools, community and faith-based organizations, for 
young people to create their own narrative for peace and develop marketing strategies and skills to 
implement that narrative. 

Awareness/Education/Training 

• Provide workshops in the community and at schools on non-violent activism/civic engagement with the 
assistance of subject-matter experts. 

• With the assistance of subject-matter experts, provide education to populations across the ages on how 
to be an advocate. 

• With the assistance of publ ic health and mental health providers, provide workshops for parents, NGOs, 
faith-based organizations, and teachers on helping young people handle anger and frustration. 

• Utilize subject matter experts to teach people and communities how to advocate on and to make 
change in policy (e.g. local, U.S. and foreign policy) through non-violence. 

"-
1 The structure of the programs may vary depending on the age group. 
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• Provide training, with the assistance of subject-matter experts, to government/law enforcement on 
effective ways to interact with individuals who wish to engage in nonviolent activism. 

10 

• Increase awareness within communities about the mission and responsibilities of local, state and federal 
government agencies which will also better educate communities about the limitations of those local 
agencies. 

Engagement/Support 
• Through non-governmental organizations, provide safe spaces for young people to express and process 

frustrations, fears and concerns. 
• Engage in regular dialogues and relationship building activities between government and non

government stakeholders. 

• Identify successful youth empowerment and activism programs/activities, and widely promote and 
support them in schools and non-government organizations. 

• Create internship programs across all government agencies for young people to understand how 
government works. 

• Create opportunities for government and young people to engage in dia logues through recreational 
activities, youth advisory councils, presentations at schools and college classes, town halls, afterschool 
programs, youth academies and other formal or informal channels. 

• Develop strategies to foster communication between government and non-government whereby the 
community can seek aid and assistance when concerns arise within the community or across the globe. 

PROBLEM FIVE 
Distrust between government and non-government hinders collaboration ,:md effective decision making and 
problem solving. 

GOAL AREAS 

• Develop relationships between community and policy-makers to influence policy. 
• Identify lessons learned and best practices of successful government/non-government relationships and 

increase awareness regarding those lessons and practices. 

• Increase dialogue between government and non·government through informal and formal dialogues. 
• Increase knowledge of laws, systems, policies and procedures and enhance systems when possible. 
• Increase diversity of the government workforce to more significantly reflect the community that it 

serves. 

SOLUTIONS TO CONSIDER 
Awareness/Education/Training 

• Create or enhance engagement among non-government, government and experts on federal and state 
privacy, civil rights and civil liberties protections through meetings, workshops and other activities. 

• Through government-initiated engagement, educate the community about the differences among the 
various law enforcement agencies and clarify information on law enforcement policies that are poorly 
and/or inaccurately understood. (e.g. community policing, informant policy, undercover operations) 

• Through government-initiated engagement, increase understanding within the community about threat 
assessment, the range of those using it and how assessment information is maintained and stored. 

• Utilize subject matter experts (which includes those in the community) to develop and provide 
interactive cultural sensitivity and awareness training to government. 
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• Through government-initiated efforts and with the assistance of non-government, provide training to 
law enforcement on the do's and don'ts and importance of community outreach. 

11 

• Through government-initiated efforts, increase law enforcement understanding using a victim-centered 
approach/people focused approach vs. an incident focused approach. 

• Through government-initiated efforts and with assistance of subject.matter experts, provide or enhance 
conflict resolution training for government employees. 

Engagement/Support 
• Create or enhance private sector engagement with law enforcement to discuss ways to protect against 

becoming victims of violent extremism and how to respond if victimized. 
• Through law enforcement-initiated efforts, enhance relationships with communities through community 

policing. 22 

• Create opportunities for non-government to inform government on decisions and policy (e.g. 
community advisory groups). 

• Through partnerships between non-government and government, create opportunities for 
youth/government engagement through internships, recreation, advisory groups, etc. 

• When possible1 share unclassified emerging threat information from law enforcement to community 
representatives. 

• Enhance outreach by government and other social services to immigrant and refugee communities as a 
way to enhance dialogues. 

• Encourage law enforcement and community attendance and participation at public housing and 
neighborhood watch meetings. 

• Build connections and enhance communication between community leaders and local politicians/public 
officials. 

• Create joint government and non-government strategies on how to deal with the media to prevent 
stakeholders from being used against one another. 

• Hire culturally diverse individuals for government positions which may require a review of recruiting 
practices and may involve expanding agency outreach to younger generations. 

• Show support to communities by ensuring that the prosecution office promptly engages with those 
communities who may suffer backlash from certain prosecutions. 

PROBLEM SIX 
Lack of knowledge in mainstream society regarding religions, cultures and thought systems which are unfamiliar 
or are maligned in the media, contributes to poor perceptions that fuel and mutually reinforce fear and 
estrangement. 

GOAL AREAS 
• Increase knowledge and understanding regarding cultures, religions and thought systems. 

• Create a culture of respect, tolerance and inclusiveness. 

22 Effective community policing that addresses all of the security concerns of various populations creates community resilience, authentic relationships 
between citizens and their police department, and forges/strengthens the bonds of trust between police and the community it serves. Police departments 
like the Boston Police Department hav.e been eng<1ged in communlty polking for many years. The purpose of commun1ty policing is not to gather 
intelligence from the community. 
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SOLUTIONS TO CONSIDER 

Engagement/Support 

• Encourage partners to disseminate public statements/press releases to partner media lists. 
• Invite media to public debates that are initiated by the community. 

12 

• Create ongoing non-government-initiated counter narratives wlth assistance from experts and students 
at universities. 

• Engage in dialogue between community and government speech writers and leaders to enhance 
perspective regarding language used to communicate with the public. 

• Through partnerships, create cross-cultural engagement activities and heavily market those activities to 
the public as a way to enhance understanding. 

• Engage in dialogues and relationship building activities between government and non-government 
stakeholders. 

• Through partnerships between universities and subject matter experts, encourage free expression on 
campuses, but counter hate and bigotry. 

• Create internship programs across all government agencies for young people to understand how 
government works. 

• Hire culturally diverse individuals for government positions which may require a review of recruit ing 
practices and may involve expanding agency outreach to younger generations. 

Awareness/Education/ Training 
• Provide training, with the assistance of subject-matter experts, to non-governmental/faith-based 

organizations on strategies for working with the media. 

• Utilize subject matter experts (which includes those in the community) to develop and provide 
interactive cultu ral sensitivity and awareness training to government. 

• As developed and initiated by non-government, issue publ ic statements, op-eds and other messaging 
that may clarify and enhance perspective within the public. 

• As developed and initiated by non-government, utilize scholars, community leaders and clergy to assist 
in public debates over ideological and socio-psychological underpinnings of contemporary violent 
extremism. 

• As developed and initiated by non-government, conduct presentations by prominent academics to 
frame the issues and objectively ex.plain the history of various movements and the drivers of their 
evolution. 23 

• Provide training that is initiated by schools and employers and with the assistance of subject matter 
experts on how to develop school and workplace cultures that promote tolerance and difference (e.g. 
anti-bullying, anti-hate, anti-bias programs, conflict resolution, cross"cultural conflict resolution). 

• With the assistance of subject-matter experts, teach people in schools and within the community about 
how to counter hate speech in a non-violent way, both on and offline. 

23 This presentation would benefit from multi-party vetting. 
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PROBLEM SEVEN 
Individuals convicted of hate crimes and terrorism offenses require specialized support and services before and 
after release from prison. 

GOAL AREAS 
• Increase understanding regarding disengagement from violent extremism within the corrections setting 

• Coordinate services between corrections and post-release service providers in an effort to reduce risk of 
return to violence through sustainable reintegration into the community. 

SOLUTIONS TO CONSIDER 
Awareness/Education/Training 

• Utilize subject matter experts to educate corrections and community corrections personnel 24 regarding 
violent extremism and disengagement from violent extremism. 

• Utilize subject matter experts to provide specialized training on disengagement from violent extremism 
to existing service providers who are providing intensive case management and diversion/reentry
related services. 

• In cooperation and coordination with correctional institutions, expose those convicted of hate crimes 
and terrorist-related charges to former violent extremists ("formers") or, if not feasible, to the stories of 
"formers" who can provide support and encouragement. 

24 Pe.rsonnel may include correctional program staff, psychologist s, investigators, probati'on and parole personnel and others. 
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NEXT STEPS IN MASSACHUSETTS 

Considerable energy has been devoted to developing a consensus framework that can be customized and 
implemented broadly. The next immediate steps in the process will be to identify resources for implementation, 
establish a well-coordinated implementation plan and develop performance measurement tools. Over the 
coming months, the Collaborative will spend the next year focusing on, among other things, the following: 

• Identification of Public Resources 
In coordination with local, state and federal 
government, existing public resources 
(including those dedicated toward violence 
prevention) will be more fully assessed to 
determine where resources can be leveraged. 

• City/Town/Regional Implementation 
Efforts will be made to select at least two 
specific jurisdictions (i.e. cities/towns/regions) 
in Massachusetts to customize and implement 
the framework. 

• Technical Assistance/Enhanced Assessment 
and Screening Protocols 
Subject-matter experts on violent extremism 
will be secured to provide technica l assistance 
to existing service providers (across the state) 
who are providing comprehensive wrap
around services to high-risk and court-involved 
youth. These providers already have 
programs that include assessment tools, case 
management, individualized service plans, 
educational assistance/referral/placement and 
transitional job opportunities. However, they 
have not traditionally worked with individuals 
vulnerable to recruitment by violent extremists 
or those radicalizing to violent extremism. 
Technical assistance will be provided so they 
may enhance existing program models. 

• Improved Awareness of Violent Extremism 
There is a great need to properly educate a 
number of stakeholders about violent 
extremism. Trainers will be identified and 
properly trained by subject-matter experts. 
Non-government will also be included as 
trainers. Presentations will be customized 
depending on the format of the presentation 
(e.g. conference-style, roundtable dialogue) 
and audience (e.g. schools, community, peers, 
law enforcement). Priority will be given to 

training existing school and university 
assessment and care teams, crisis intervention 
and response teams and others (including non
government) who directly request the training. 
The training may not be limited to violent 
extremism, rather, it may be a presentation 
merged into a larger conference or event. 

• Controlled Exposure to Violent Extremist 
Propaganda/Development of Community
initiated Counter Narratives 
Interested community representatives will be 
educated in a controlled setting about existing 
messages, propaganda and recruitment efforts 
and the harm they can do their children. They 
will be connected with experts who can 
provide greater understanding on the breadth, 
scope, and complexities of developing counter 
narratives. They will be exposed to local 
university representatives and communication 
experts who are interested in assisting 
communities with developing broad and 
diverse counter narratives 

• Expansion of Youth Dialogue and Civic 
Engagement Programs 
Some organizations, schools and universities 
have expressed an interest in developing 
activities that will engage young people in the 
discussion about how to prevent individuals 
from joining violent extremist groups. Subject
matter experts will be included in dialogues so 
they may assist adolescents and young adults 
with developing platforms for prevention. 
Additionally, civic engagement programs for 
young people will be expanded and offered to 
others. 

• Trauma-Informed Care and Crisis Intervention 
Training 
With the assistance of public health and 
mental health providers, training on trauma-
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informed care and crisis intervention will be 
provided to non-government. Included in this 
training will be a networking opportunity with 
existing providers/organizations so they may 
determine the best process for referring 
individuals for specialized services using existing 
networks. 

• Development of Performance Measures 
In order to develop and maintain legitimacy as 
well as be competitive for grant funding, 
agencies and organizations must develop ways 
to measure the success of their efforts. Experts 
will be consulted to assist with the 
development of performance metrics for the 
sample solutions so that success can be 
measured. 

• Digital Literacy Presentations 
Existing digital literacy presentations will be 
enhanced and provided as requested, in 
partnership with government and non
government. 

• Specialized Training and Dialogues on 
Disengagement 
Dialogues with corrections, probation and 
parole will be coordinated to expand 
understanding of violent extremism and 
disengagement from violent extremism. 

• Technical Assistance on Limited English 
Proficiency (LEP) Planning 
Some cities with diverse populations struggle to 
work through the complexities of developing a 
limited English Proficiency (LEP) plan that 
meets the needs of its community members. 
Subject-matter experts will be identified to t rain 
local and state government on how to conduct 
an LEP assessment so they may develop an 
effective plan. 

• Enhanced Communication among Law 
Enforcement /Mental Health/Social Service 
Agencies 
In coordination with others, existing methods of 
communications among law enforcement (local, 
state and federal), mental health and social 
service agencies will be assessed so that 
methods can be enhanced, 

15 

• Cultural Awareness Training to Federal 
Government 
In cooperation with federal agencies, existing 
cultural awareness training to federal 
employees will be assessed to determine the 
trainers that have been used, the format of 
training, the frequency of training and 
improvements needed. Assessment 
information will be shared with local and state 
government so they may enhance their 
practices. 

• Development of a Resource Guide 
Individuals cannot access resources if they are 
unaware of them. After an assessment has 
been conducted of the programs and services 
provided by organizations and agencies, the 
information will be compiled into a user
friendly resource guide and made available to 
communities. 

• Public Awareness Regarding Roles of 
Government Agencies 
The public lacks awareness regarding the 
mission and responsibilities of the various 
government agencies, which can cause 
frustration when assistance is needed. In 
coordination with representatives from local, 
state and federal government, methods of 
enhancing awareness will be explored. 

• Increased Awareness Regarding Threat 
Assessment 

• 

During the development of the framework, it 
was learned that non-government is unfamiliar 
with "threat assessment", its purpose, who is 
doing it, how it is done and how information is 
maintained and stored. In coordination with 
other law enforcement, a plan w ill be 
established to increase understanding of this 
practice. 
Enhanced Training on Community Outreach 

In collaboration with law enforcement and 
community leaders, a presentation will be 
developed for delivery to law enforcement on 
the "do's and don'ts" and importance of 
community outreach. Once developed, the 
presentation will be marketed to Jaw 
enforcement agencies. 

Page 22 of 28 



DHS-001-425-001036

A Framework for Prevention and Intervention Strategies 16 

APPENDIX A 
Greater Boston Regional Collaborative 

The locally-driven framework has been developed by a collaborative of non-governmental , governmental and 
academic stakeholders from the Greater Boston reglon. Also lncluded in the collaborative were a few 
representatives from Washington, D.C. The Collaborative was made up of the following individuals: 

Non-Government 
• Saida M. Abdi, LICSW, Director of Community Relations, Refugee Trauma and Resilience Center at 

Boston's Children's Hospital 

• Imam Basheer Bilaal, Islamic Society of Greater Lowell 

• Reverend Jeffrey Brown, Twelfth Baptist Church, Roxbury 

• Melissa Garlick, Regional Counsel, Anti-Defamation league 

• Andrea Hall, LICSW, Cl inical Director, Boston Emergency Services Team, Cambridge Somerville ESP, 
Department of Psychiatry, Boston Medical Center 

• Deeqo M. Jibril, Founder/Executive Director, Somali Community and Cultural Association 

• Shahid Ahmed Khan, Pakistani Association 

• Dr. Nabeel Khudairi, Islamic Council of New England 

• Sulieman Muhammad, Islamic Council of New England 

• Robert Trestan1 New England Regional Director, Anti-Defamatfon league 

• Abdirahman A. Yusuf, Executive Director, Somali Development Center 

Government 
• Dr. Lina Alathari, Supervisory Research Psychologist, Department of Homeland Security, U.S. Secret 

Service, National Threat Assessment Center, Washington, D.C. 

• Deputy Superintendent Paul Ames, Cambridge Police Department 

• Jennifer Ball, Chief of Staff, Massachusetts Emergency Management Agency (MEMA) 

• Aloke Chakravarty, Assistant U.S. Attorney, U.S. Attorney's Office, District of Massachusetts 

• Brandy Donini-Melanson, law Enforcement Coordinator, U.S. Attorney's Office, District of 
Massachusetts 

• Susan Durkin, Outreach Specialist, Federal Bureau of Investigation, Boston Field Division 

• Jodie Elgee, Director, Counseling and Intervention Center, Boston Public Schools 

• Superintendent Paul Fitzgerald, Boston Regional Intelligence Center, Boston Police Department 

• David Fredette, Assistant District Attorney, Suffolk County District Attorney's Office 

• Usra Ghazi, Public Policy Fellow, New Bostonians, City of Boston 

• Anne Gilligan, MPH, Safe and Healthy Schools Coordinator, Massachusetts Department of Education 

• Michelle Goldman, Policy Advisor, Homeland Security, Massachusetts Ex.ecutive Office of Public Safety 
and Security (EOPSS) 

• Police Commissioner Robert Haas, Cambridge Police Department 

• Scott Hatch, Deputy Chief, Radicalization and Extremist Messages Group, National Counterterrorism 
Center 

• Captain Haseeb Hosein, Boston Police Department 

• Eleanor Joseph, Advisor, City of Boston 

• Lydia Khalil, Analyst, Boston Police Department 
• Diane Mcleod, Director, Massachusetts Association of Human Rights and Relations Commission 
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• Chief Steven Mazzie, Everett Police Department and Former President, Massachusetts Major Cities 
Chiefs of Police Association 

17 

• Tracy Miller, Supervisory Intelligence Analyst, Federal Bureau 0f Investigation, CVE Office, Washington, 
D.C. 

• Daniel Mulhern, Director of Public Safety, City of Boston 

• Sergeant James O'Connor, Boston Police Department 

• Superintendent Bernard O'Rourke, Chief, Bureau of Field Services, Boston Police Department 

• Dr. Debra Pina ls, Assistant Commissioner for Forensic Services, Massachusetts Department of Mental 
Health 

• Kieran L. Ramsey, Assistant Special Agent in Charge, Federal Bureau of Investigation, Boston Field 
Division 

• Captain Scott Range, Massachusetts State Pollce, Commonwealth Fusion Center 

• Denis Riordan, District Director, Department of Homeland Security, U.S. Citizenship and Immigration 
Services, Boston Field Office 

• Alejandra St. Guillen, Director, New Bostonians, City of Boston 

• Kurt Schwartz, Undersecretary of Homeland Security, Executive Office of Public Safety and Security 
(EOPSS), and Director of Massachusetts Emergency Management Agency (MEMA) 

• Lt. Scott Sencabaugh, Wilmington Police Department/NEMLEC STARS Response Team Coordinator 

• Sean Smith, Public Affairs/Border Community liaison, Department of Homeland Security, Customs and 
Border Protection, Boston Field Office 

• David Solet, General Counsel, Middlesex County District Attorney's Office 

• Darwin Suelen, Supervisory Special Agent, Federal Bureau of Investigation, Boston Freid Division 

• Ehsan Zaffar, Senior Advisor, Department of Homeland Security, Office of Civil Rights and Civil Liberties, 
Washington, D.C. 

Academic Advisors 

• Dr. Heidi Ellis, Director, Refugee Trauma and Resilience Center at Boston's Children's Hospital 

• Dr. Robert Fein, Forensic and National Security Psychologist 

• Dr. John Horgan, Director, Center for Terrorism and Security Studies, UMass Lowell 

• Dr. Peter Levine, Associate Dean for Research and Lincoln Filene, Professor of Citizehship and Publ ic 
Affairs, Jonathan M. Tisch College of Citizenship and Public Service, Tufts University 

• Dr. Eben Weitzman, Director, Graduate Programs in Conflict Resolution, Human Security and Global 
Governance, UM ass Boston, John W. McCormack Graduate Schoof of Policy and Global Studies 

• Dr. Michael Williams, Postdoc, Center for Terrorism and Security Studies, UMass Lowell 
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APPENDIX C 

Dissenting View - Islamic Society of Boston Cultural Center (ISBCC) 

I want to begin by thanking U.S. Attorney Carmen Ortiz for her office's sincere efforts in working with the community on 
this initiative and incorporating many of the community's ideas that could lead to healthier and safe communities. 
Ultimately, however, I cannot sign on to this document due to the premise of "Countering Violent Extremism" mandated by 
the National Securi ty Council and other federal actors, which guides thfs framework. 

Many of the services suggested in this report are initiatives that ought to be implemented in any and all communities, 
particularly those that have been marginalized. Civic engagement is a vitally importa11t tool towards empowering 
communities. There are Bostonians of all backgrounds, including the Boston Muslim community, that have serious resource 
needs and face emotional trauma. We have seen the power of responding to gang violence and bullying in schools with 
interventions and outreach driven by a common faith. 

However, at their core, CVE programs are founded on the premise that your faith determines your propensity towards 
violence. It clearly appears that the CVE initiative is exclusively targeting the American-Muslim community, in spite of the 
best efforts of the local U.S. Attorney to re-define it expansively. 

The data shows that violent extremism is an extremely rare phenomena. Furthermore, the working group concludes that 
religious and ethnic profiling, including the attendance of a mosque, cannot predict violent threats or extremist individuals, 
The everyday reality of nearly all American-Muslims is like that of any other American: we simply do not me.et or experience 
individuals interested in violent ideologies. My experience as a leader of an Islamic center is emblematic. In my nearly two 
and a half years as Executive Director at the Islamic Society of Boston Cultural Center, my team and I have never personally 
come across any individual in our congregation seriously considering any fanatical ideology. 

As a result, for the government to offer us services based on concerns of violent extremism in our community - as implied 
by this framework -seems to reinforce the same stereotype that society holds of American-Muslims: that they or Islam are 
inherently violent. This is unacceptable to our Boston-Muslim community. 

A far more appropriate premise to the framework acceptable to the Boston-Muslim community would have been 
" countering Violence". This term does not single out the American-Muslim community and could apply to a number of low
resourced and powerless communities, from immigration populations in the south to those living in poverty in Appalachia. 

We at the ISBCC are aware that extremist groups and terrorist organizations seek to recrult susceptible members of our 
communities through a distorted and false vision of Islam. As we fortify our youth against repugnant ideologies that are not 
part of our faith, and as we amplify our voices to denounce extremism in all its forms, we believe a two-step methodology 
will help us achieve these goals. 

First, improving outcomes for all marginalized communities, including segments of the Boston Muslim community, will 
make our congregants even more resilient in the face of repugnant ideologies. Ser\ling marginalized segments of our 
community and addressing their needs is a core ethos of our religious institution and will continue to be a priority. 

Second, we at the ISBCC teach and live a faith that is rooted in Islamic tradition, committed to American ideals, and 
empowered to serve the common good. This authentic Islam is rooted in the values of compassion, justice, community, and 
a commitment to America. Delivering on this vision of Islam in more robust, creative, and relevant ways to our young 
people - and thereby winning in the marketplace of ideas - allows us to be successful in (a) proactively improving the 
resilience of Boston as a whole and (b) fortifying our community against all harms and dangers, including radicalization . 
What we need is the support of our neighbors and community members so that we can achieve our mission. 

Yusufi Vali, Executive Director 
Islamic Society of Boston Cultural Center (ISBCC), Muslim American Society - Boston Chapter 
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REP. BARRY LOUDERMILK, R-GA. 
REP. MARTHA MCSALLY, R-ARIZ. 
REP. JOHN RATCLIFFE, R-TEXAS 
REP. MARK WALKER, R-N.C. 
REP. PATRICK MEEHAN, R-PA. 
REP. DANJEL M . DONOVAN JR., R-N.Y. 
REP. PETE SESSIONS, R-TEXAS 
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REP. BENNIE THOMPSON , D-MLSS. 
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REP. LORETTA SANCHEZ, D-CALIF. 
REP. SHEILA JACKSON LEE, D-TEXAS 
REP. BRIAN HIGGINS, D-N.Y. 
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REP. KATHLEEN RICE, D-N.Y. 
REP. NORMA J. TORRES, D-CALIF. 
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•:• JOHN MULLIGAN, DEPUTY DIRECTOR, NA TlONAL COUNTERTERRORJSM CENTER 

•:• FRANCIS TAYLOR, UNDERSECRETARY FOR INTELLIGENCE AND ANALYSIS, 
DEPARTMENT OF HOMELAND SECURITY 

•:• MICHAEL STElNBACH, ASSISTANT DIRECTOR, COUNTERTERRORlSMDIVlSTON, FBI 

MCCAUL: The Committee on Homeland Security wlll come to order. The purpose of this 
hearing is to receive testimony regarding the increasing threat from violent Islamic extremists 
groups, such as fSfS, who use the [ntemet and social media to recruit fighters, share propaganda 
and inspire and potentially direct attacks. 
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And before J recognize myself for an opening statement, f'd like to welcome our newest member 
of the committee, Congressman Daniel Donovan of New York. We have another -- yet another 
New Yorker on this committee. Quite a contingency we're building. 

But his experience as a district attorney and dedication to public service make him a, I believe. 
valuable asset to this committee, and we're happy to have you, sir. Appreciate it. 

I now recognize -- I yield to tbe gentleman from New York. 

(UNKNOWN): I'd like to join you in welcoming Mr. Donovan. (inaudible) many years. He's an 
outstanding district attorney, outstanding public servant, and he's going to be able to work across 
the aisle for the betterment of the country. 

So Dan, it's great to have you on board. Thank you. 

MCCAUL: Ms. Rice ... 

RICE: Just it show bow bipartisan we are all going to be, as a Democrat, J would like to 
welcome my former colleague, D.A. -- fonner D.A. Dan Donovan. Great to have you here, and 
look forward to working with you. 

Thank you, Mr. Chairman. 

MCCAUL: Anybody else -- anybody else like to -- Mr. Richmond? 

Onto a more se1ious topic, just yesterday in Boston, reports ar:e emerging that Mr. Ral1eem was 
kjlJed by federal law enforcement officers after lunging at them with a knife. He was being 
investigated by the Boston Joint Tenorism Task Force after communicating with and spreading 
ISIS propaganda online. 

Known associates of Mr. Raheem are also being arrested as we speak. These cases are a 
reminder of the dangers posed by individuals radicalized through social media. 

In Garland, one month ago, Elton Simpson fired off a series of tweets declaring his loyalty to the 
Islamic State and urged others to do the same. Simpson included a hashtag, texasattack, 
previewing his decision to terrorize the Prophet Mohammed cartoon contest that Islamists on 
social media had signalled out as a target. 

In his final tweets minutes before the attack, Simpson told his followers to follow Junaid 
Hussain, also known as al-Britani, a 20- year-old British foreign fighter embedded with ISIS in 
Syria and one of the group's top recruiters, who has been linked to the CENTCOM Twitter hack 
in January of this year. 

Hussain was quick to praise the Garland attack and issued a warning that same night stating, 
quote, "The knives have been sharpened. Soon we will come to your streets with death and 
slaughter." 
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This attack exemplifies a new era in which terrorism has gone viral. Extremists issued a cal1 to 
arms to attack an event. A radicalized follower clearly heeded that call, and he took steps to 
make sure his act of violence would spread and motivate more. 

Social-media networks have become an extension of the Islamist terror battlefield overseas, 
turning home-grown extremists into sleeper operatives and attackers. 

The proliferation of jihadist propaganda online has established a new front in our battle against 
Islamic extremists. We are no longer hunting terrorists living in caves and who only 
communicate through couriers; we are facing an enemy whose messages and calls to violence are 
posted and promoted in realtime over the Internet. 

For example, last month, the threat level at mibtmy bases across the country was elevated after 
ISIS supporters posted the names of individuals serving in the military on line and quickly spread 
this on social media. 

Aspiring fanatics can receive updates from hardcore extremists on the grow1d in Syria via 
Twitter, watch ISIS blood lust on Y ouTube, view jibadi selfies on Instagram, read religious 
justifications for murder on JustPastelt and find travel guides to the battlefield on Ask.fm. 

Jihadi recruiters are mastering the ability to monitor and prey upon Western youth susceptible to 
the twisted message oflslamist te1Tor. They seek out curious users who question, -- have 
questions about Islam or want to know what life is like in the so-called Islamic State. They 
engage, establish bonds of trust and assess the commitment of their potential recrnits. 

From there, extremists direct users to continue the conversation on more secure apps, where 
secure communications hide the1r messages from our intelligence agencies. 

Such cornrmmications can include advice for traveling to terror safe havens, contact information 
for smugglers into Turkey or the membership process for joining ISIS itself. 

I know the officials appearing before us here today are disturbed by these trends. 

Mobile apps like Kik and W11atsApp as well as data-destroying apps like Wickr and Surespot am 
allowing extremists to communicate outside of the v iew oflaw enforcement. Equally as 
worrisome are lSIS attempts to use the Dark or Deep Web. 

These Web sites hide LP. addresses and cannot be reached by search engines, giving terrorists 
another covert means by which they can recmit fighters, share intelligence, raise funds and 
potentially plot and direct attacks undetected, as we saw yesterday in Boston. 

ISIS tailors its message for specific audiences around the globe and in doing so projects power 
far beyond the safe havens by amplifying its battlefield successes and winning over new converts 
across the world. Its media sophistication helps legitimize self- proclaimed caliphate in its 
perverse interpretation oflslam. 
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This stands in stark contrast to Al Qaeda1s past outreach, which relied on tightly controlled, top
down messaging and propaganda more difficult for aspiring jihadists to find. 

Today, ISIS is instead taking a grassroots approach to terror, seeding its repressive world view 
from the ground up. From digital magazines to online videos that glorify barbaric murder, lSIS is 
using its multi-platfonn engagement to create ajihadi subculture that supports its violent 
ideology and encourages attacks against the United States and its allies. 

These tactics are a sea change for spreading terror, and they require from us a paradigm shift in 
our countertenorisrn, intelligence and our operations. 

For example, we can start doing what FBI Director Corney suggested, shaking the trees more 
aggressive to quickly identify and eogage potential homegrown jibadis. 

MCCAUL: But this is a dynamic new front in the war against Islamist terror, and it will require a 
new approach with a heavy focus on the ideological battlespace. 

I'm grateful for the three witnesses we have heTe today that are dealing first-hand on the front 
lines with how this tenor is going viral. And I look forward to hearing their testimony and 
recommendations for confronting this new and dangerous challenge. 

And with that, J now recognize the ranking member 

THOMPSON: Thank you, Mr. Chairman. Thank you for holding today's hearing. 

l1d like also to thank the witnesses for appearing today. 

On May 3rd, the American Freedom Defense Initiative, which is recognized as a hate group by 
the Southern Poverty Law Center, organized a Mohammed art exhibit and contest event in 
Garland, Texas. Two violent extremists, armed with assault rifles and body armor, attacked 
police that were providing security to the event, resu]tjng in the wounding of a dedi'cated police 
officer. 

Accord ing to the FBI, just hours before the Garland attack, a bulletin was issued to state and 
local police stating that one of the assailants may have an interest in traveling to the event. 
Unfortunately, the local police stated that the bulletin was not received in time. 

Mr. Chairman, by no means am I saying that this bulletin would have changed the outcome. of 
the situation. But l do think that this rnustrates that we need to continue looking into 
information-sharing with state and local police, and also listening to the boots on the ground on 
how to recognize and prevent acts of home-grown violent extremism. 

In the days following the attack in Garland, supporters of the terrorist group ISIL praised the 
attack. After the attack, it was discovered that one of the gunmen detailed his plans to leave the 
country and travel ta Sy,ia to join IS1L on Twitter. The assailant's plans were disrupted when the 
FBI arrested some people that planned to travel with him. 
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It also came to light that he engaged with other ISIL followers from around the world through 
Twitter. 

Mr. Chairman, we know that the threats from foreign and domestic terrorist groups are not going 
away overnight. Using the Internet and social media to recruit members, plan attacks and spread 
ideology is not novel. As the director of the National CountertetTorism Center pointed out in a 
hearing i.n this committee in February, ISIL's exploitation of social media plays a prominent role 
in the group's ability to recruit fighters from around the world. 

But as we look at social media and bow violent extremist propaganda is spread, we must look at 
ways to counter-message. Both sides of the aisle are engaged in an examination of the preside.nt's 
countering violent extremism strategy. The department has a vital role to play in carryjng out that 
strategy, as evidenced by the fact that there is a dedicated CVE coordinator, David Gemstein 
(ph), working. 

Mr. Chaitman, at this time, I request that this conunittee have an open oversight heating where 
we can take testimony from DHS's CVE coordinator about the department's role in implementing 
the CVE strategy. 

Furthem1ore, we know that more work remains to ensure that our foreign partners are willing to 
and able to stop and identify foreign fighters at th.eir borders. Last Friday, the U .N. Council 
issued an tmprecedented statement urging countries to enforce border controls that allow 
suspected terrorists to travel across international borders. The director of the NCTC also stated at 
otir Febrnary hearing that there was work to be done in this area. 

I know that the committee has a task force that is examining this issue and we should be 
receiving their recommendations soon. 

Mr. Chait·man, as I stated in our last hearing on this issue, we all have to -- a stake to prevent 
terrorist attacks against Americans and on American soil. Accordingly, l encourage this 
committee to continuous -- continue serious discussfons on how to counter violent extremist 
messages, while protecting constitutional rights. 

As we consider this tlueat, we need to foster greater information sharing among the diverse 
partners and seek new ways to work together to pursue effective and promising approaches to 
violent exh·emism. 

With that. Mr. Chairman, J yield back. 

MCCAUL: J thank the ranking member. 

First, I ask unanimous consent that the gentleman from Texas, Mr. Sessions, the chairman of the 
Rules Committee, also represents Garland, Texas, be allowed to sit on the dais and participate in 
today's bearing. 

\Vithout objection, so ordered. 
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The gentleman from Texas is recognized. 

SMITH: Mr. Chairman, l'd like to ask unanimous consent to be recognized out of order for two 
minutes. 

MCCAUL: Without object.ion. 

SMITH: And Mr. Cbaihnan, I appreciate your and the ranking member's indulgence. And I'll 
yield my two minutes to the gentleman from Texas, tbe chairman of the Rules Committee, Pete 
Sessions. 

MCCAUL: Mr. Sessions is recognized. 

SESSIONS: Mr. Chairman, thank you very much. 

And my thanks to Chairman Lamar Smith, my colleague from San Antonio, for kindly yielding 
time to me. And I also want to thank the youhg chairman of the Homeland Security Committee, 
the gentleman from Austin, Michael McCaul, as well as the ranking member, my good friend, 
Bennie Thompson, and members of the committee. 

Thank you for inviting me to participate in today's hearing to discuss the fSIS-in.spired terrorist 
attack in Garland, Texas. As the proud representative of the 32nd Congressional District of 
Texas, I'm pleased to notify each and every one of you that all of North Texas is committed to 
fighting terrorism. Specifically, the city of Garland, Texas is a diverse, all-American city that 
continues to attract families and businesses with its thriving economy and growing opportunities. 

Since 1891, this city has grown from a small cotton farming community to a thriv iug 
metropolitan area outside of Dallas, with almost a quarter-million people that call Garland, Texas 
home. 

The mayor of Garland, Texas, Doug Athas, is a friend of mine and he works closely with his city 
managers, William Dollar and Brian Bradford, as well as the police chief, Mitch Bates, and local 
officials including the school board and other community leaders, to ensure that Garland is a 
great, safe city to live in. 

On Sunday, March 3rd-- May 3rd, 2015, a courageous Garland police officer swiftly acted to 
protect the people of Garland from what could have been a devastating sin1ation. I would like to 
commend the -police officer and all members of local law enforcement who stood in the face of 
terrorism and protected countless innocent lives. 

I remain committed to working with each ofmy colleagues in the House, local leaders and local 
law enforcement, to uphold ouJ duty as elected officials to protect the people who we serve. It is 
my sincere hope that today's hearing that we can learn positive lessons so that other cities and 
communities can be as prepared as Garland, Texas if an event were to happen in their local 
community. 
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Mr. Chairman, thank you very much. I yield back my time. 

MCCAUL: J thank the gentleman from Texas. 

Other members of the committee are reminded that opening statements may be submitted for the 
record. 

I'm pleased to have a distinguished panel of witnesses before us today on this important topic. 
The first, John Mulligan, joined the National Counterten-orism Center in March 2015 as deputy 
director. Previously, he served as associate deputy director for counterterrorism at the National 
Security Agency. 

Next, we have Mr. Francis Taylor, assumed his post as undersecretary for intelligence and 
analysis at the Department of Homeland Security in April of 2014. Previously, he served as 
assistant secretary of state for diplomatic security and director of the Office of Foreign Missions. 

A11d finally, we have Mr. Michael Steinbach, who was appointed by FBI .Director James Corney 
as the assistant director of the Counterterrorism Division in July of 2014. Prior to assuming his 
cun-ent position, he served as deputy assistant director of the Counterten-orism Division and the 
acting section chief of the FBI's International Terrorism Operations Center. 

I want to thank aU of you for being here today. 

The chair now recognizes Deputy Director Mulligan to testify. 

MULLTGAN: Thank you, Chairman McCaul, Ranking Member Thompson, and members of the 
committee. I greatly appreciate the opportunity to discuss some of the recent events of interest to 
the committee and the growing threat of extremists' use of social media to national security. 

I'm pleased to join my colleagues from Homeland Security and the Federal Bureau of 
Investigation. As you already know, we work closely every day as part of the counterterrorism 
communjty, and that interagency partnership is one of the keystones of ow- homeland defense. 

This morning, 1 will speak briefly to you about the recent attempted attack in Garland, Texas and 
the role of violent extremist social media in that evenl. Then I will u·ansition to broader remarks 
on ISIL's use of social media before concluding by sharing some of the efforts NCTC and our 
partners across the federal government are pmsuing to counter that avenue oftbreat. 

MULLIGAN: As has already been described, last month, two U.S. citizens attacked an art 
exhibit and cartoon contest in Garland, Texas. The attackers arrived on the day of the events, 
exited their car, and opened fire with semiautomatic ritles, injuring a guard on the scene. 

Thankfully, local law enforcement partners in the area were aware of the potential for violence 
and were able to respond quickly to prevent the attack from injuring or killing others. This event 
highlights the growing threat our nation faces from a new generation of terrorists, often operating 
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from afar, who use social media to find like-minded associates within our borders who can be 
motivated to violence, attacking with little or no warning. 

As was indicated in this case, an onJine ISIL supporter on Twitter posted a link to an article with 
information about the cartoon contest a few weeks beforehand. This supporter's posting also 
included a message suggesting extremists should follow in the footsteps of the Charlie H.ebdo 
attack in Paris. 

Days later, one of the Garland attackers reached out to ISIL supporters and asked to move their 
communications to private Twitter messaging. This same individual also urged Twitter users to 
follow the account of a known ISIL member who had been trying to incite IS1L supporters to 
conduct attacks in the West. 

Just hours before the attack, the same attacker posted a message on his Twitter feed indicating he 
had pledged allegiance to ISIL with the accompanying hashtag, Texas attack. 

ISIL did not claim responsibility for directing or managing the attack, but ISIL operators praised 
the attackers and encouraged others to follow suit. The group also highlighted the attack in the 
most recent edition of its on line magazine, which it publishes in several languages. 

As we exarnine ISJL's broader efforts in social media, like any brand that seeks to target young 
people, ISIL continuaJly innovates its online marketing to ensure it is developing effectively 
crafted messages. Using well known U.S.-based platforms such as YouTube, Facebook or 
Twitter, ISIL works to ensure its media releases reach audiences far and wide through reposting, 
regeneration of follow-on (ph) links, and translations into multiple languages. 

ISIL also employs marketing tradecraft, attaching its messages to trending topics in order to gain 
additional readership. Consequently, its social media presence is more widespread than any other 
terrorist group. 

Since the beginning of this year, ISIL has published more than 1,700 pieces of terrorist 
messaging. These include videos, pictmial reports and ooline magazines. These products are 
often very professional in their presentation and timely in their delivery, underscoring 1SIL's 
commitment to master multiple social media tools in order to advance their extremist objectives. 

As the Committee already knows, ISIL bas often shaped its media content to amplify the effect 
of its violent operations and activities. They do so in an attempt to project an image of power and 
ltltimidatioo. They also employ a complementary approach to enhance recruitment, a prnjection 
of the self-described caliphate as an idealized family-friendly environment in which ideological, 
religious or personal fulfillment can be realized. This narrative has successfully induced large 
numbers of young people to make their way to the combat zones of Syria and Iraq. 

During the past few months, [SIL social media operators have more aggressively pursued a new 
line of effort. Following statements from senior lSIL leaders encouraging lone-actor attacks 
against the West, these operators are now practicing online recruitment and provisioning of 
teITorist instruction intended to precipitate civilian attacks within the U.S. and other nations. 
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Sadly, as we have seen, some individuals have embraced the messaging and have sought to 
commit acts of violence on this basis. 

When it comes to countering the spread of ISIL's violent messaging, several social media 
platforms have taken the initiative to close down accounts advocating terrorism and violent acts. 
They do this upon detection. However, energetic efforts to prohibit the propagation of violent 
messaging has not been universal. At1d there is still mucJ1 work to be done to encourage greater 
vigilance and a broader sense of corporate responsibility to address this threat to public safety. 

For our part, we are employing the knowledge that we have developed -- that has been developed 
by the U.S. counterterrorism community to refine and expand our prevention efforts. We've seen 
a steady proliferation of more proactive and more engaged community awareness initiatives 
across the United States, all working with the goal of giving communities information and tools 
they need to identify the threats posed by violent extremist online recrnitment and to effectively 
engage it before it manifests in violence. 

With our DHS colleagues, we have created and regularly deliver a community resilience exercise 
program, a tabletop exercise that brings together law enforcement and community leaders to run 
through a hypothetical scenario and potential responses. 

In summary, we need multi-level partnership efforts to enable local U.S. communities to build 
the dual capabilities of addressing radicalization and ensuring resilient responses when an 
individual moves from radical .ideology to raclical violence. 

We must continue to develop our knowledge of evolving terrorist on line tactics, and we need to 
communicate that knowledge so that it can be used to minimize the application of terrorist online 
tactics against our citizens. 

I'll stop there, Mr. Chairman. Thank you again for the opportunity to address the community. 

MCCAUL: Thank you, Mr. Mulligan. 

The chair now recognizes Undersecretary Taylor to testify. 

TAYLOR: Chairman -- excuse me -- Chairman McCaul , Ranking Member Thompson, members 
of the Committee, thru1k you for the opportunjty to appear with my colleagues to discuss the 
homegrown violent extremist threat to our country. 

The terrorist threat today is more decentralized and complex. It is not constrained to one group, 
race, ethnicity, national origin, religion, or geographic location. 

ISIL, Al Qaida and other like-minded te1Torist organizations have expanded their efforts to 
recruit individuals for violent action at home and to continue to be effective ~- and continue to be 
effective in recruiting foreign fighters from Western countries to travel to Syria and Iraq, 
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Core Al Qaida and its affiliates remain a major concern for OHS. The group and its affiliates 
maintain the intent, and in some cases, the capability to faci litate and conduct attacks against 
U.S. citizens and facilities. Their attack planning continues despite our persistent efforts to -- to 
disrupt them. 

Through their sophisticated messaging capability, as Mr. Mulligan bas mentioned, 1SIL has been 
able to quickly reach a global audience and encourage acts of violence, inspiring U.S. citizens to 
travel to Syria, to recruit and radica lize to balance (ph) Western homegrown violent extremists 
here at home. This is concerning because mobilized lone offenders present law enforcement with 
limited opportunities for detection and to disrupt their plots. 

The recent attack in Garland, Texas reinforced the importance of dose collaboration and 
information sharing between DHS, the FBI, other federal, state, local and private sector partners. 

Prior to the attack, the FBI and OHS shared with the Texas fusion center and local law 
enforcement warnings that the event was at risk of being targeted for violent extremism. These 
warnings led to the preparation taken by the Garland P.O. that helped thwart the attack. 

Our top priority to counter this evolving thr.eat is information and intelligence sharing witb our 
partners. DHS, 1NA and the National Programs Protection Division field personnel are 
instrumental in this effort, and anticipate -- to anticipate potential terrorist actions and to propose 
protective security measw-es to help build resilience in our communities across the country. 

As an example of close coordination intelligence sha1ing between DHS, INA and our state and 
1ocal partners was the protests last week in Phoenix, Arizona this past weekend. 

We proactively contacted our prutners on the grmmd and shared intelligence from the FBI and 
DRS sources in real time to help ensure local leadership and law enforcement have the necessary 
information to protect their communities and their citizens. 

Additionally, we reached out to the faith community in Phoenix to provide infonnation regarding 
the potential violent activities so that they could take preventive acti01Js in their communities. 

It is important that we continue to build these partnerships with state and local enforcement in a 
way that enhanced community relationships and bullds resilience to violent extremist 
recruitment. 

DHS now has a senior executive, the OHS Coordinator for Countering Violent Extremism whose 
sole role is to coordinate and improve the Department's C.V. efforts. 

The new DBS CVE strategy emphasizes the strength oflocal communities and the premise that 
well informed and well equipped families, communities and front-line personnel represent the 
best defense against violent extremism. 
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TAYLOR: OHS will continue to work with our international counterparts and our colleagues 
within the FBI, NCTC, the State Deprutment and across CIC to identify potential threats to our 
security, both at home and abroad. 

Chairman McCaul, Ranking Member Thompson and distinguished members of the committee, 
thank you for the opportunity to appear before you today and I look forward to your questions. 

MCCAUL: Thank you -- thank you, Secretary Terry -- Taylor. 

The chair now recognizes Assistant Director Steinbach. 

STEINBACH: Good morning, Chairman McCaul, Ranking Member Thompson and members of 
the committee, thank you for the opportunity to appear before you today to discuss the recent 
terrorist influence, which transcends geographic boundaries like never before. 

Terrorists' use of technology has aided in the dissemination of rhetoric encouraging attacks on 
U.S. interests in the homeland and abroad. 

As the threat to harm Western interests evolves. we must adapt and confront the challenges. This 
includes working closely with our federal, state, local and international partners since the threat 
persists in all of our communities. 

We continue to identify individuals who seek to join the ranks of foreign fighters traveling in 
support of ISIL and also those homegrown violent extremists who may aspire to attack the 
United States from within. 

Conflicts in Syria and Iraq continue to entice w ·estem-based extremists who wish in engage in 
violence. We estimate upwards of 200 Americans have traveled or attempted to travel to Syria to 
join extremist groups. 

We closely analyze and assess the influence groups like ISIL have on individuals located in the 
United States who are inspired to commit acts of violence. These threats remain among the 
highest priorities for the FBI and the intelligence community as a whole. 

ISIL has proven relentless; through their skillfully crafted messaging, the group continues to 
attract like-minded extremists, including Westerners. Unlike other groups, ISIL has constrncted a 
nan·ative that is appealing to individuals from many different walks of life. It is seen by many 
who click through the Internet every day, receive social media push notifications and participate 
in social networks. 

In recent months, ISIL, via social media, has advocated for attacks agafost military personnel, 
law enforcement and intelligence community members. ISIL has gone so far as to post the 
names, addresses and photos ofU .S. military personnel to the Internet, which quickly went viral. 
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We should also understand community and world events may entice an individual to act. As 
we've seen recently with highly publicized events, including the attack in Garland, the events 
will attract media attention and inspire copycat attacks. 

The targeting of the Muhammad art exhibit and contest exemplifies the call to anns approach 
encouraged by ISJL, along witl1 the power of viral messaging. 

As I've stated 111 previous opportunjties I've had to testify before this committee, there is no set 
profile for the consumer of this propaganda. 

However, one trend continues to rise: the inspired youth. We've seen children and ym1ng adults 
drawing deeper into the ISIL na1ntive. These generations are often comfortable with vi1iual 
communication platforms, especially social media networks. 

Some of these conversations occur in publicly accessed social media networking sites, but others 
take place via private messaging platforms. As a result, it is imperative the FBI and all law 
enforcement organizations understand the latest commw1ication tools and are equipped to 
identify and prevent terrot attacks in the homeland. 

We live in a technologically driven society. And just as private industry has adapted to modern 
forms of communication, so, too, have the terrorists. 

Social media is yet the latest tool expl.oited by terrorists. With its widespread distribution model 
and encrypted commurucations, it has afforded a free zone by which to recruit, radicalize, plot 
and plan. 

We need to urgently assess the laws applicable in these matters and work with private industry 
toward technology solutions. To correct the oarrative, this is not a conversation about natjonal 
security at the expense of privacy or about weakening legitimate security of communication 
products through creation of technological back doors. 

We are looking to be fully transparent with legal process showing evidence of a crime to gain 
access through the front door with full knowledge of those companies. The FBI seeks to ensure 
no one is above the law. So the bad guys can not walk away leaving v ictims in search of justice. 

There is certainly a balance between security and privacy. We seek that proper balance and one 
in which secu1ity enhances liberty. The FBI in partnership with DHS and NCTC is utilizing all 
investigative techniques and methods to combat the threats these individuals pose to the United 
States. 

In conjtmction with our domestic and foreign partners, we are rigorously collectjng aud 
analyzing intelligence information as it pertains to the ongoing threat posed by foreign terrorist 
organizations and homegrown violent extremists. 

In partnership with our many federal, state and local agencies.assigned to joint ten-orism task 
forces around the country, we remain vigilant to ensure the safety of the American public. 
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Chairman McCaul , Ranking Member Thompson and committee members, l thank you foT the 
opportunity to testify concernjng ISIL's persistent threat to the United States. I'm happy to 
answer any questions you may have. 

MCCAUL: Thank you, Director Steinbach. 

I now recognize myself for five minutes. 

J want to first puJl up on the screen what I consider to be an Internet conspiracy to condtict a 
terrori st attack. I was a federal prosecutor, worked on drug cases, organized crime; there are a lot 
of similatities. 

But this one is conducted completely on the Internet. And let me first commend -- I want to 
commend the FBI, Homeland Security and the joint terrorism task forces for their textbook 
model case efforts in both the Garland attack and most recently in Boston. That's the way it's 
supposed to work. 

Unfortunately, you have to get it right every time. And they just have to get it right once. But this 
kind of shows what we're dealing with, the threat gone viral. 

You have this guy, Miskey (ph) the ISlS follower in Somalia, directing attacks against the 
cartoonist art competition, to Mr. Simpson, who responds. And as the attack is being conducted, 
we have the infamous Mr. Al Britani, who has become one of the chief ISIS recruiters, hackers, 
directors for tetTorist attacks, congratulating them, basically saying that the knives have been 
sharpened; soon we will come to your streets with death and slaughter. 

And I guess my first question is to Director Steinbach, this is just a microcosm of the conspiracy 
in the lntemet we're looking at and the threat that we're looking at on the lntemet. 

How many potential recruiters do you think we have sitting in Syria and Somalia and Northern 
Africa, actively recruiting acts of terrorism globally? 

STEINBACH: That's a good question, sir. 

So I think you can refer to the Brookings Institute study on terrorist use of sociaJ media -- in 
particular, Twitter -- and gives you an idea of what we're dealing with. 

So when you look at the volume of social media and its social -- and its ability to spread 
horizontally, you probably look at a -- in the neighborhood of a couple thousand core users, 
propagandists, that are pushing that message out. 

And then probably in the neighborhood of 50~000, based on the study that's in open source, of 
individuals retweeting that message. And then again upwards of 200,000, say, for instance, 
receiving that message. 
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So that's our pool with which to sta1t. And those are just, you know, ballpark numbers. So 
unfortunately, social media is a great tool for the public, but it also allows for this horizontal 
distribution, which is very difficult to follow. So those are baseline the numbers that we start 
with. 

MCCAUL: Baseline, you start with. You said -- and it's been reported over as many as 200,000 
pro-ISIS tweets per day occur on the Internet. 

Is that correct? 

STEINBACH: So I couldn't give you the exact numbers; it's a large volume. 

And that's the trick, right? 

What is somebody's individual right to tweet and say what they want to say versus somebody 
who is going down a different road, a more nefarious road/ 

So that's our starting point, is those thousands that you talk about and trying to cull through that 
and to find out who, amongst those individuals, are up to no good, who amongst those 
individuals are potentially plotting an attack on Western interests? 

MCCAUL: And that is the great challenge that the FBI and Homeland has, is to try to, you 
know, monitor, to the extent you can, these communications. 

STEINBACH: It's usually -- it's usually problematic. So the -- social media's great; it's out there. 
Tt's open source, but the volume is immense. And that, of course, I'm talking about the open side 
of social media. I'm not talking about the encrypted direct messaging, which is also a very 
problematic issue for us. 

MCCAUL: And how many of those followers are actually in the United States in yom estimate? 

STEINBACH: So I think Director Corney stated it last -- there's hundreds, maybe thousands. It's 
a -- it's a challenge to get a full understanding of just how many of those passive followers are 
taking action. 

MCCAUL: And I've read some of these Twitter accounts and tweets. They have thousands of 
followers and thousands following, which means they're actively communicating and pinging 
each other. 

And then they go into, "Let's go into messaging." And then tliey go into a more secure space that 
if we have coverage, we can pick that communication. But, as you suggested in your testimony, 
then they have the ability to go into what's called "dark space," to another platfo1m that is 
securecom that we don't have the ability to monitor these communications. Is that correct? 

STEINBACH: That is correct, sir. 
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MCCAUL: To me, that's one of greatest concerns I have. Do we have any idea how many 
communications are taking place in the dark space? 

STEINBACH: No, we don't. And that's the problem_. We're past going dark in certain instances. 
We are dark. The ability to know what they're saying in these encrypted communication 
situations is troubling. 

MCCAUL: I think it's a tremendous threat to the homeland. And do you have any 
recommendations for t!Le Congress? 

STEINBACH: I think we need to have an honest conversation, get past the rhetoric of what we're 
talking about. We're not talking about large-scale surveillance techniques. We're talking about 
going before the court, whether the crimi11al court or the national security court, with evidence, a 
burden of proof, probable cause, suggesting a crime has been committed or, in our case, that 
there's a terrorist. And showing that burden of proof, having the court sign off on it, and then 
going to those providers and requesting access to either that stored information or that 
communications that's ongojng. 

And so, we're not looking at going through a back door or being nefarious. We're taJking about 
going to the company and asking for their assistance. So, we suggest, and we are imploring, 
Congress to help us seek legal remedies towards that as wefl as asking the companies to provide 
technological solutions to help that. 

We understand privacy. Privacy, above all other things, including safety and freedom from 
terrorism, is not where we want to go. 

MCCAUL: Well, and I think this committee should be looking at this very important issue. 

Finally, if you can comment on the most recent Boston case, it's been reported that this was a 
ISIS-inspired event over the Internet. And it took to behead police officers. We know that a lot of 
their commands and call to arms are to attack military installations and attack police officers. 
And I know it's an active investigation, but to the extent you can comment on this, would you 
please do so? 

STEINBACH: The investigation's early on, post-event, so there's not a lot I could say on the 
intelligence side. 

You're right, sir, we know that ISIL has put out a message to attack tbe West, specifically law 
enforcement, military. We know that they l1ave been looking at those target sets. So we are very 
careful in where we're at. 

The targets that are out there, the connterterrorism subjects, we are monitoring them very closely 
for any type of action, any type of overt steps, any mobilization factors. And when we see those, 
we're not taking the chance. 

MCCAUL: I appreciate th.at. And we, again, commend your efforts in tbis most recent threat. 
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With that~ the chair recognizes the ranking member. 

THOMPSON: Thank you, Mr. Chairman. 

Mr. Steinbach, you went into great detail, the challenge of social media and other things. Do you, 
at this point, see the challenge, also resources or the authority to do your job? 

STEINBACH: I don't feel we have a challenge resourcewise. We've done an effective job, 
'identifying, prioritizing and working througb the JTTFs, the state, locals, to focus the target set. 

And so, I would say that, of course, we always have to prioritize resources, but it's more so the 
challenge for me is the technological cha11enge, to get over tha:t hurdle. 

THOMPSON: When you say technological, is it -- just explain that a little bit for me, please. 

STEINBACH: So, when a company, a communications company or a ISP or social media 
company elects to build in its software encryption, end (ph) encryption, and leaves no ability for 
even the company to access that, we don't bave the means by which to see the content. When we 
intercept it, we intercept encrypted communications. 

So that's the challenge. Working with those companies to build technological solutions to 
prevent encryption above all else. 

THOMPSON: So there's nothing from a congressional standpoint authority you need from us to 
make that happen? 

STEINBACH: Well, I think a number of years ago Congress passed CALEA, which was a law 
that was put in place that required telecommunication providers to provide assistance to law 
enforcement. I would suggest that that's a starting point, that we need to expand who is -- who is 
bound by that law, telecommunication providers is just a small subset of the companies that are 
out there that provide communication services these days. So I tbi11k as a starting point, that 
would be helpful. 

THOMPSON: So, can you provide the committee with -- beyond the starting point -- in terms of 
where the department think we should be going in this -- in this direction? 

STEINBACH: Sir, I could. I think more appropriately, the FBI's OTO, the Operational 
Technology Division, has the lead on that. And they could -- I'm sure they'd be happy to come 
here and kind of lay out for you step by step where they need to go. 

THOMPSON: J think, Mr. Chairman, we ought to try to make that part of what we do. 

MCCAUL: I agree,l 

THOMPSON: OK. 
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Mr. Mulligan, according to yomtestimony, videos, tweets and messages are probably not 
enough to radicalize individuals who are beginning to show these tendencies. They serve as 
discussion points. 

Showing interest and having online discussions are not criminal in nature. So what do we do 
about all of these on line portals that kind of start this -- people down this slope, so to speak? 

MULLIGAN: Sir, as my colleague mentioned, so ·it is part of a dialogue. They start out by trying 
to gain your interest. It's marketing and advertising. Altd as Michael indicated, a lot of it is 
there's fo llowers. 

And, you know. as you frequently start out as following someone, and following the trail, or 
you're subscribing to one of their channels, and then it progresses beyond that into a dialogue. 

So what we really need to be doing is helping educate a lot of the members of the public about 
this process. And we've been trying to do that with OHS so that, like, as Michael also said, 
family members are aware that if their children are spending a Jot of time on this, they need to be 
able to counter that. They need to be able to execute some degree of measures. 

These individuals are very savvy in their understanding of the gradual nature of recrnitment and 
operationalization. And so, what they try to do is create a series of images that are attractive and 
then they try and broaden that into a further discussion. I 

So it does require, again, a much more active, interventionist approach. 

THOMPSON: General Taylor, can you kind of tell us where the DHS fits in this space, in tenns 
of trying to do the community engagement and some other kinds of things that can help what Mr. 
MuJligan is talking about? 

TAYLOR: Yes, sir, certainly. As my colleagues on both sides had mentioned, it starts with the 
intelligence to understand the tactics, techniques and procedures that our adversaries ate using to 
reach into our communities. 

And we go out with NCTC, with the FBI, with the Deparhnent of Justice, to conduct community 
resilience exercises, to teach communities about the tactics, techniques and procedures, what to 
look for, how to spot it, who to -- whom they may report to about that activity, so that they can 
intervene at tile earliest possible stage. 

And we've done that across the country. Secretary Johnson has done six of them so far this year. 
He's actually out, doing one this afternoon. It is a clear part of our strategy to ensure that 
communities understand this threat and bow it's being manifested. 

And, in my mind, it's almost like what we do with predatory behavior, with child molesters and 
that. We've got to info1m parents of what is happening on the Internet so that they can go and 
monitor what their children are doing and seeing on a continuous basis. 
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THOMPSON: Last question: Do parents who are monitoring, do they have enough options out 
there? You know, I think if a parent suspects that my child might be engaged in this behavior, 
you know, if -- who do I call? Do l call the local law enforcement? Do I call the FBI? Or have 1 
really put my child in a situation where l'm labeling that child for life? 

Do we bave anything in between law enforcement and -- and a parent that can help mitigate 
some of these circumstances? 

TAYLOR: Well, certainly, I think the opportunity is to -- for the community to engage, for the 
schools to engage before it gets to a radical action that requires law enforcement involvement. 

So what we try to get communities to understand is that they are part of the solution and it's not 
just a law enforcement solution that we're looking. We're looking fo1· communities to be 
engaged, to understand and to intervene when these events occur. 

There was a recent case we had where a father in New England -- hi s -- his daughter went 
missing, and he went to the airpo1t in his state and said, "I think my daughter's leaving." 

And we were able to find his daughter. She wasn't at that airport; she was at another airport 
before she got on a plane to go to -- overseas. 

That happens almost everyday with somebody having that sort of challenge, and it's not a law 
enforcement response; it's helping parents be good parents and helping their children not make 
bad mistakes. 

THOMPSON: Thank you, Mr. Chairman. Yield back. 

MCCAUL: Mr. King is recognized. 

KING: Thank you, Mr. Chairman. 

Let me thank all of the witnesses for the testimony today and for the tremendous service they've 
given our country. Thank you very much. 

l'd like to expand on something or maybe slightly disagree with something the ranking member 
said, and maybe it's mote for the point of clarification about whether or not ISIS' use of the social 
media can, by itself, cause someone to carry out violent action. 

I know many cases may be part of a long process, but we had two recent cases in New York 
where there was a man iJJ Jamaica, Queens who attacked two police officers with a hatchet. It 
doesn't appear as if there was a long process of radicalization there; he was responding to a -- in 
effect, a director from ISIS. 

And then we had two women -- now, this may -- somewhat longer process -- also in Queens, 
with IEDs in their apartment. And they both seemed to -- primarily, their means of radicalization 
was the IS[S use of social medja. 
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Arn I correct in that or -- rm not trying to disagree with the ranking member; I just wanted to add 
onto that. 

MULLIGAN: I would suggest, Congressman, that you are absolutely correct in their -- in their -
they believe they are able to operationalize people solely through social media. They believe that 
they can enter into the dialogue T refen-ed to earlier and provide the tools, and they're not getting 
into very complex tools. 

What they're telling them is, ''Here a1·e tactics and procedures you should use. Here is some 
easily available, readily available infonnation online that you can exploit" 

In other words, they believe that they can provide them everything that they will need to 
undertake some kind oflone actor attack. 

STEINBACH: Let me add to that, sir. 

So T thinJ< you -- you also hit on an important point, and that's the diversity of the threat. You've 
got a slow burn, but you also have individuals who are flash to bang, which is very quick. We've 
seen more of this flash to bank with ISIL and their online efforts. 

Again, it's not just going some place on the lntemet and looking it up; the social-media push is 
coming right to your -- your pocket via your smartphone; there's it's a diversity of threat. 

So you're 1igbt in that it al1 depends on the individual. But we have to be prepared for both types 
of situations. 

KING: I think you were very, all of you, eloquent as far as some of the dark areas where you just 
can't go right now. And it would seem to me that, in those instances, it's more important to have 
human sources on the ground that can fill in those gaps. 

I would just say -- maybe this 1s rhetorical on my part, but w1tb the constant critic1siu of law 
enforcement and the constant talk of snooping and spy1ng, for instance, to me, it makes it harder 
to recruit people on the ground. 

Like in Boston, if this had been two days ago and the Associated Press, New York times 
uncovered the fact that the Boston police were following those alleged terrorists, that would have 
been snooping and spying. Well, now it tunu; out after the fact it was effective surveillance. 

And I just think that the use of those terms really are doing a tremendous disservice as far as 
enabling law enforcement to recruit people on the ground. You said you wanted to work with the 
community, and you do. But at the same time, this onslaught coming from the mectia and from 
certain people in politics constantly talking about snooping, spying, harassment, to me, undoes a 
lot of the good that you're trying to do. 

So l don't know if you want to comment or not. Again, maybe I was just making a rhetorical 
point. But if anyone wishes to comment, fine. If not, I'll just... 
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STEINBACH: l agree with you, sir. You have to have a multitude of tripwires, both online and 
in person. And we try to insert sources in situations where there's a predicated investigation, but 
it's a challenge. 

KING: Thank you. 

TAYLOR: Sir, I would add to what Mr. Steinbach had said and indicate that this is a total team 
fight. It takes (inaudible). lt takes (inaudible). It takes what l call transaction and looking at 
travel patterns and those sort of things to -- to come to this. 

And certainly, in communities, communities sometimes feel, well, you're looking at us too much 
as opposed to another community, and our response is generally, "The bad guys are trying to 
recnut your kids. That's why we're talking to you. It's not because of yow- religion, but it's what 
the bad guys are try doing, and that's why we're here talking to you about strategies to defend 
yourself." 

KING: My time is running out. Just -- if you can comment on this. 

ISIS, one thing they have been doing, it appears, is encouraging use of hoax threats. Are you in a 
position to say yet whether (inaudible) what happened on Memorial Day, where there was going 
to be IO different hoax threats were called in to the airlines and again this weekend wben they 
were called in, if that is any response to ISIS, are these lone wolves, or is it just a person carrying 
out a hoax? 

STEINBACH: So I would say we don't have any credibility information that there are threats to 
aviation right now. So yes, the ones so far appear to be hoaxes. Tracking those back to an 
individual or group is still an ongoing process. 

KfNG: But £SIS has said that the use of the hoax itself is an effective means of attack 

STEINBACH: Correct. 

KING: Thank you. 

I yield back. Thank you, Mr. Chainnan. Thank you for your testimony. 

MCCAUL: Mr. Richmond's recognized. 

RICHMOND: And I guess I'll start with Mr. Taylor or maybe even Mr. Mulligan. 

You mentioned that there were about 1,700 messages sent out by ISIL. How many -- if you had 
to estimate, about how many people did that reach? 

MULLIGAN : Certainly tens of thousands. 1,700 separate publ ications, be it a v1deo release or an 
online magazine release but certainly in the thousands to tens of thousands. 
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RICHMOND: And the people who strui to follow and engage in the social media, even if it's on 
the front, we're not seeing any similarities or any consistent traits across the board in the people 
that start to engage, or ru·e we? 

MULLIGAN: Well, sir, it's partly about what the actual publication is or the video is about or 
what they're tryjng to incite. 

In some instances, as you know, we1re particularly concerned when we see someone who is -
let's say a Twitter feed that's being followed and they are really strongly advocating violence, 
then I think the FBI is paying particular attention to those. 

It1s important to also note that in some instances, a lot of the followers are just -- I mean, they're 
paying attention. Tbe media's paying attention to some entities on a lot of video releases. 
Obvious.ly, they're tracking and reporting on it. 

A nd I would also like to posit that in many instances, they're also trying to generate buzz 
themselves. So we1ve seen multiple instances in which they have, if you will, collaborators who 
will retweet messages to try to in crease the numbers so that it makes it look like they've got a 
yes very large number of followers. 

The bottom line is they're effective at using social media and they're effective at, if you will, 
manipulating social media. 

RICHMOND: Well , knowing that they're experts at manipulating socia l media and using soc ial 
media, are there things that we can do or things that we should encourage others to do or not to 
do to protect themselves? 

And I guess now, J'm going to get into the sensitive area of -- you know, I'm oot commentin,g 
(ph) whether it's their First Amendment tight to have a contest to depict or make fun off slam, 
but in my mind, I encourage my mother not to walk down dark streets at night, because it's 
dangerous. I would get upset if someone drew cartoons of Jesus or called Mary a slut. I mean, 
that1s just my faith. 

RICHMOND: So if you know they're social-media experts and they'Te good at using social 
media to get their message out, are we inciting some of this with our -- or some people's hat.red 
towards their religion and other things? I mean, are we fueling some of this fire? 

TAYLOR : Sir, I think I would answer that question simply by saying, the Constit11tion of the 
Uni ted States of America and our rights and freedoms are something that stands in the way of 
our enemies' effort to create a global caliphate. 

So I don't think any one event fuels this. I think it's coming at our system of government, our 
freedoms, is what they're trying to undermine. They are in the news cycle. 

RICHMOND: So, you don't see any spike in people fo llowing atler events look this or any rise 
in social media conversations when you have a contest like that going on? 
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TAYLOR: Of course you do. But. .. 

RJCHMOND: Well, r guess that's my question, then. 

TAYLOR: But again, in America, those kinds of conversations happen every day as a -- as a part 
of our constitutional rights in this country. Aud so, saying that we should stop doing something 
here would cause them to stop doing it there, they'll find somewhere else to look for a reason to, 
you know, to attack America. 

RICHMOND: No, and J agree with that. 

But I guess my question is, and I think that a guy that's gonna rob a lady walking down a dark 
alley is gonna rnb somebody, but I'm gonha encourage my mother not to walk down that alley so 
it won't be her, so that it's not easy prey. 

And 1 -- and l guess, you know, it's our constitutional right to say whatever you want, but I 
promise you, if you call my mother a bad name, there are going to be some consequences and 
repercussions. And I just don't think that we're having that honest conversation when we're 
talking about young people, we're talking about angry people, we're talking about people who 
feel picked on 

If you -- l mean if, you know, there are some words that will nigger a response, but you have the 
absolute First Amendment right to say it. And then it's up to me whether r want to exercise my 
discipline or hit you in the mouth. 

So, the question becomes, how often are we gonna get hit in the mouth before we realize tbat we 
may be playing into it unnecessarily by just being callus and cruel, 1 think, in some instances. 

So thank you for your questions. 

And thank you, Mr. Chairman. 

MCCAUL: J thank the gentleman. 

Mr. Perry's recognized. 

PERRY: Thank you, Mr. Chairman. 

And thank you, gentlemen, for being here. This is a -- I think this is a difficult subject trying to 
find the line between privacy and security, as we've found out and I think everybody's alluded to. 

Let me ask you this. There are folks that might wear their heart on their sleeve regarding this 
circumstance, radical Islam, attacks and so on and so forth, and they might be having a 
conversation openly on the -- on social media where they espouse their op inions, which might 
lead them to be a target for some of these individuals, if you know what I mean, and maybe even 
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some of the folks in the building, that -- somebody that has a_., somebody that's having this 
hearing today or somebody that's asking questions like this. 

Do you folks have any way or do the platforms have .any way of monitoring traffic about those 
individuals that might have had a conversation with a friend, openly on open source, online, 
about their disdain for radical Islam, for attacks, and migbt have been disparaging about it, or, 
you know, did they become a target? Does that individual become a target? ls there any way that 
the social platforms have a way of monitoring it? Do any of you folks have a way of monitoring 
it. Do you collaborate on th.at? And is that a -- is that a chm, is there a chilling effect for free 
speech if people feel hke they might be targeted because of their thoughts posted openly on 
social media? 

STEINBACH: So I'm not sure that I fully understand the question. So 1 think that social media 
platforms usually abide by the terms of service agreement. They've got small compliance 
departments. So, for the most part, the answer to the first part, no, I don't think social media 
companies are doing anything along the lines that you speak. 

As far as the intelJigence community or law enforcement, monitoring those individuals who are 
exercising expressions of freedom and then become targets, we don't have a mecJHmism in place 
to track them. We would track it from the other side, is if we see tlueats coming toward them but 
not necessarily - is that the question you're askjng, sir? 

PERRY: Essentially, yes. (inaudible) 

STEINBACH: We are not tracking it from the other end. Now, if somebody comes to us and 
says, hey, I feel threatened, of course we will look into that. But, as fru_· as a data pool of some 
type oflarge scale to look at that, no. 

PERRY: Are there -- is there -- go ahead. 

MULLIGAN: Ifl could offer another bit of context to what Mike said. When you,re operating on 
socia] media, particularly some of the broadly available public platfonns, you're in ope11 space. 
So you can be monitored by any entity out there, by commercial entities, by educational 
institutions, by the media, anyone can be looking at that. 

That's one of the challenges that I think people are often concerned about, going back to this 
point that you made. Frequently, within this country, we are trying to -- I mean, trying to 
encourage credible voices to contest the ideological extremism that is being advocated, and those 
folks are often reluctant to do so because they're concerned that they will either, as you said, 
become a potential target of violence, become an intelligence target, become a law enforcement 
target. 

And I think what we've been trying to do collectively as a community is trying to change that 
environment, at least from the perception of the U.S. government's monitoring of their activities. 
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But I do believe that, again. it is open space, so any person that enters into that space needs to 
understand that. 

PERRY: So, when you talk about -- several of you talked about encrypted direct messages and 
dark space, can you give me some examples, is it essentially just texting, wou1d t11at be 
considered off-limits to monitoring by the United States government, even in cases where there 
might be an imminent planning and plotting? 

Is there any way -- and if this is classified, that's fine, too, but I'm just wondering from that 
perspective, you know, if it1s not on Facebook, if it's not on Twitter, do we have the capability, 
other -- the federal -- the federal government, do they have the capability and/or do the providers 
have the capability, and are there algorithms that pick this type of stuff up, or processes that pick 
this stuff up ? 

STEINBACH: The answer is no. There are -- there are 200-plus social media companies. Some 
of these companies build their business model around end-to-end encryption. There is no abi lity 
currently for us to see that. So, ifwe intercept the communication, al] we see is encrypted 
communication. 

PERRY: Anybody else? Some examples? Are we talking just straight texting? Like I know of a 
program called Cyber Dust, right? So, once you send it and it's received, it disappears. And that 
would be -- is that an example of the dark space, or is that just encrypted direct commtmications? 
What that is? 

STEINBACH: So dark space is a general term. So, yes, there's 1ots of models out there. There's 
models, social media that go point to point, and then, once you read it, it disappears, it's not 
saved. 

Some companies can set -- you can set how long a text is saved. Some of them are encrypted 
from the start. Most of them are text-type direct forms, some of tJ1em are photographs that send. 
There's all kinds of different models. And it1s just a -- some of them are more like bulletin board 
formats. There's lots and lots of formats out there. 

PERRY: And all of that is off-limits right now with the federal government as far as -- as far as 
you're ... 

STEINBACH: It's not that it's off-limits. It's there are more and more of these companies are 
b11ild.ing their platforms that don't allow us. We will sti ll seek to go to those companies and serve 
them legal process, but if the company's built a model that even they can't decrypt, then it doesn't 
do us any good. 

PERRY: Thank you, Mr. Chairman. I yield back. 

MCCAUL: Ms. Watson Coleman's recognized. 

WATSON COLEMAN: Thank you very much, Mr. Chainnan. 
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And thank you very much, gentlemen, for your infom1ation sha1ing here. 

1 think I want to tag on a little bit to Congressman Richmond's questions, because I want to get at 
something that I've not heard a lot about. 

I'm reading that tnere really is no sort of common denominator here, not any religious zealot. 
Individuals who are being radicalized don't even necessarily know what the Islam religion is all 
about. 

It's not socioeconomic, it's not racial or ethnic, so I'm trying to figure out what exactly is it. What 
is enticing about beheadings and violence and this just very angry assault that our young people 
are being exposed to? What is tripping them and their attention to that -- to that kind of 
radicalization? What is it about ISIL? 

MULLIGAN: So, ma'am. ifl can just give you a little bit of context on that. You're right to 
describe, and I think one of my colleagues described earlier, the range of, how can [ say it, 
experiences and, if you will, ideological knowledge, religious knowledge vaiies incredibly 
widely. 

What there seems to be is, they are appealing in some instances to -- if there is a sense of 
victimization -- that they are the individuals who are -- those who, you know, will conquer those 
who have been the victimizers. And so it appeals to that ~- to that underdog nature. They really 
do an effective job in communicating that sense. 

And as I said in my remarks, they couple that with an ability to present "Here is the idealized 
vision of what our religion presents. And if you really want to leave the trappings of all the 
challenges and troubles you're having in your current life and join us, we will offer you more 
direction and more means." And so that is how they seem to be succeeding. 

COLEMAN: So they seem to be attracting young people. Are we talking about middle school 
age? Are we talking -- what ages are we talking about? When we say "youth,'' just how young 
are these people -- young people being (ph)? 

MULLIGAN: l would say any -- I would say we are seeing ages in the teens, probably upper 
teens into twenties. And it's also important -- you know, we've deemed this a new generation of 
te1Torists because as -- as General Tay !or was saying, a lot of them are extremely conversant in a 
lot of social media. I mean, they've grown up with it. 

COLEMAN: Yes. 

MULLIGAN: So this is the means by which tbey use to reach that generation. 

COLEMAN: 1 can understand that. What I don't understand is what is enticing them. I mean, 
what -- what -- what appeals to you when you see someone beheaded, or you see these nasty 
threats, or you see this -- this violence? The victimization is something I'd like to just carry on a 
little bit. 
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1 don't -- one of my favorite programs was about the FB1 profiler. And so I'm wondering, is -
was that a real thing? I know that there's police profiling I've got to be concerned about. But do 
we -- is there such a thing as psychological profiling? Are we looking at those kinds of things? 
Are we identifying some traits that have nothing to do witb ethnicity or socio-economic, or 
whatever, b1it other traits? And are we able to, like, identify any sort of red flags in the -- in the 
children and the young people in school and in college? Because I just wonder whether or not 
we're expending enough energy and resources in trying to identify early on in intervening. 

STEINBACH: So, yes, the FBI does have a behavioral analysis unit. And there is a -- within the 
National Center for the Analysis of Violent Crime, there is a unit dedicated to terrorists. And it 
spends a lot of time looking at the parts of radicalization and mobilization. What attracts folks. 
But like Mr. Mulligan said, it's a very complicated piece. And, quite frankly, what we've seen as 
far as a profile is the lack of a profile. There's just so many reasons. You know, we don't -- we 
don't see disaffected, we see some disaffected. We don't see well-to-do, we see some well-to-do. 
Victimization is certainly a common theme. Younger and y01mger indiv iduals are drawn into thi s 
messagmg. 

I would say that ISIL has done an effective message versus Al Qaida, and that they have said 
publicly, ''Hey, the caliphate is here today. You can come now to a -- a country where Sharia law 
rules. Bring your family." And they've really messaged it across a spectrwn through -- to a wide 
walk of individuals. 

COLEMAN: Let me just ask this last question, if I might. Should we be engaging the 
Department of Education -- higher education -- in identifying programs and approaches and sort 
of learning devices that would be able to anticipate and deal with our younger people who are 
affected by whatever it is that's turning them on here? 

Thank you. 

TAYLOR: Yes, ma'am, we should, and we are beginning to work with the Department of 
Education on these kinds of issues. Because it's a whole of community effort. It's not just the 
police, not just the churches, but it's education. It's civic organizations, as well. 

COLEMAN: Thank you, Mr. Chairman. At some point, 1 really would lilce for us to explore what 
more can be done proactively in identifying and sort of intervening at earlier stage. 

Thank you for your induJgence. 

MCCAUL: Thank you. 

Mr. Hurd's recognized. 

HURD: Thank you, Mr. Chairman and Ranking Member for holding this -- this hearing. I think a 
number of these issues -- we can talk all day long about that. And so we're packing a lot in in a 
very short period of time. And my first question is to Mr. Mulligan and Ambassador Taylor. 
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You know, talk about the community engagement exercises and engaging credible voices 
throughout these communities. How do we blow that up? How do we -- how do we make it 
bigger? How do we -- how do we accelerate those projects? 

MULLIGAN: So we've been developing a partnership community awareness briefing. And 
we've just been movjng it out fajrly slowly initially to ensure that we're having a degree of 
success. But we have had some success in that. And now we're trying to train the trainer so that 
we can get into a situation where we're propagating it more broadly across the communities. 
Because, going back to some of the other observations that have been made, it really is at the 
community level that we need to have this success. Aod also, we need to have, r think as the 
ranking member said, levels between government and local. In a lot of instances, pa1ticularly 
with family members, as you know, people are reluctant to engage any sort of authorities, and we 
need to try and find that middle ground. 

HURD: And 1 appreciate that, because we need to be thinking about this in terms of weeks, not 
years. Because that's-~ that's the speed at which we need to counter this -- this threat. 

Ambassador Taylor, do you have any remarks for that? 

TAYLOR: I -- and it's a global phenomenon. 

HURD: lVlm-hmm. 

TAYLOR: So our outreach internationally bas been important, as well. I'm leading a delegation 
to Australia next week to further our communication with our FBl's (ph) partners about this 
phenomenon and bow we can engage communities really across tbe world to better -- so that 
they better tmderstand what this risk and threat are. 

HURD: Yeah. Because in order to make the FBf's job a lot easier, this lone wolf idea -- the way 
we're going to stop that is by countering that violent, you know, ideology and extremist ideology. 
And -- and that's going to take a whole of government effort. Who in the government is 
responsible for this? The CVE activity? 

TAYLOR: Well, it's actually a shared responsibility between Justice, the intelligence 
community, OHS and the FBI. And our deputies meet regularly to formu late those strategies and 
to implement those strategies within the -- within the U.S. 

HURD: My suggestion there would be looking at unity of commands. Because when you have 
tbree people in charge of something, nobody's in charge of it. I tbiok that's sometfong that we're 
plagued with in the federal government on a number of occasions. 

And my next set l)f questions is to Mr. -- Mr. Steinbach. 

The cannon out there on counterterrorism is clear. Terrorists are trying to do two things. They're 
trying to kill a lot of people and they're trying to elicit counte11en-orism responses in a 
government to upset a population to foment discord, all right? And so with that as -- as the 
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background -- that's why I'm a little bit nervous when we -- when we start talking about CALEA 
expansion and all these kinds of things, I get nervous because of the privacy aspect. 

So my question -- and not to get too teclmical -- does end-to-end encryption that's provided by 
many U .S. companies prevent your ability to do attribution? 

STEINBACH: In some cases, yes. 

HURD: But not in all cases? 

STEINBACH: Not in all cases. 

HURD: A ll tight. So are you suggesting that when you have a court order on someone connected 
to terrorism, that there are companies that aren't cooperating with helping to -- to get as much 
.information as they can about that individual? 

STEINBACH: No, what I'm suggesting is, the companies have built a product that doesn't allow 
them to help. 

HURD: But if you're saying it doesn't prevent attribution and -- because the key here is to try to 
find as much information so that you can -- you know, to exhibit the success that you all had in 
Boston. You know, you were able to identify someone and use other tools to track him in order -
and, you know -- and stop -- and prevent this from happening. And that's --you lmow, it's a 
difficult task. Don't get me wrong. [ know how bard you guys are working. Maintai11 ing the 
operational pace that you all have maintained since September 11th is unprecedented. And your -
- the men and women in the FBI should be patted on the back and hetalded. But we also got to 
make sure that we're protecting our civil liberties and our borders at the same tjme. 

And when you talk about reviewing applicable laws around the technology -- the technology 
challenges that you are facing in CALEA expansion, f just want to be clear. You're not talking 
about putting a back door in software, are you? 

STEINBACH: No. Like I said in my prepared statements, we are (ph) talking about full 
transparency. I'm talking about going to the companies who then could help us get the 
unencrypted information. And the attribution piece -- it's important to understand that, depending 
on the technology involved, this -- and this requires, quite frankly, a technology discu ssion -
there are tokens that are used that do not allow for attribution. So it's not quite as simple as just 
usin,g other techniques or attJibution. Sometimes that attribution is not there. 

And I'd be happy to discuss in a classified setting in more detail just exactly w hat we're talking 
about. 

HURD: I would Jove that. And thank you. 
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And one of the things -- we've been talking a lot about the use of social media and digital tools 
and how it's made it easier for ISIS to recruit people. But it also gives us an opportunity to do 
double- agent operations against them lo peneh·ate, you know, their ability. 

When chasing Al Qaida, you know, l O years ago, if you were anything close to an American, 
you would bave got your throat slit. Now we have these new tools in order to penetrate them. 

AJ1d, again, I know -- I've run out of time, and I yield back that to the chairman. 

HURD: Thank you. 

MCCAUL: lf l could just briefly -- we led a delegation on investigating foreign fighters to the 
Middle East and Europe, and we found that there is a counter-narrative out there. This is more 
not online, but foreign fighters who have left the region. Some return inspired and more 
radicalized, and some rehtm very disillusioned from the experience. 

A11d I think that natTative, and this may be more of a State Department issue, the more we can 
get that narrative out there, the better off we're going to be. 

So, the chair recognizes Ms. Rice. 

RICE: Thank you, Mr. Chairman. 

Mr. Steinbach, I just want to ask you a couple of questions. How does the intelligence 
community qualify an elevated threat from online-inspired te1Torists? So, you know, we all know 
how that-- you know, when they raise the threat level. But specifically with this online 
communications, how do you rate what the -- what level the communication, how it rises to 
something that you really are worried about? 

STEINBACH: So, it's a I think a simple question with a complicated answer. There's lots of 
pieces -- the volume, the specificity, whether or not they've identified willing sympathizers who 
will do something. lt's a lot of pieces that go 1nto it. And many of those factors are present now. 

RICE: So, are there any djfficulty -- what's the biggest difficuJty in terms of being accurate when 
you are trying to rate the level of a threat? 

STEINBACH: So, as Mr. Hurd stated previously, the social media is great because it's out there -
- social media -- it's voluminous, but it's volume. So, there is -- trying to week through the 
thousands and thousands of individuals on social media and find the -- all the signals out -- all 
the noise out there identifying the signal. So it's a volmne piece. You know, looking at social 
media requires a different business process that we do things with in -- in going from there to 
finding a credible threat. 

It's -- it's a very difficult process. 

RICE: Yeah, I mean, it seems like it would be. 
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We've been talking this whole time about online communications, onl ine radicalization. ls there 
any physical presence of either ISIL or Al Qaida doing face-to-face recruiting here in this 
country? 

STE INBACH: So, I would say we don't - - we have, of course, a number -- a small number of 
returned foreign fighters. W e have individuals who have been overseas and returned to the U.S. 
Where they are and who they are is probably an intelligence ( inaudible). I would say our best 
estimates are we don't have ISIL sitting in the United States. We've got individuals who have 
taken up the call to arms based on ISIL's messaging. 

RJCE: Yeah, but not everyone who l1as gone and come back becomes a recruiter. So I'm just 
curious as to w hether there are people who don't go anywhere, aren't on the Internet, and are 
actually in physical -- a physical place actually doing, you know, whether in tandem with the 
online recruitment, actual face-to-face recrui ting. 

STEINBACH: So, you're trying-- you're talking about a classical borne-grown violent extremist 
-- the lone wolf. There are a number of factors that would cause somebody to radicalize. It 
doesn't have to be on line. ft could be a friend, an associate. Other factors may cause that person 
to become radicalized. Online just happens to be when you look at the spectrum, the -- by 
volume, the highest percentage. 

RICE: OK. 

STEINBACH: Ifyou1re asking, do we have core Al Qaida coming to the U .S. and sitting here, or 
core ISIL, I think we look to that - look at that intelligence gap all the time. But l would say for 
the most part, no. 

RICE: OK. Thank you. 

I yield back my time. Thank you, Mr. Chairman. 

MCCAUL: Mr. Duncan is recognized. 

DUNCAN: Thank you, Mr. Chairman. 

Al Qaida led the way with Inspire magazine, I think, which was an online publication. Are we 
still seeing lnspire as prevalent as it was? Has (SIL adopted that -- that media? And is there a 
way to track? You know, if you've got a website platform like Inspire, is there a way for you 
guys to track who visits that page? You know, who -- who takes it and forwards that 
information? If you could answer that for me. 

MULLIGAN: Sir, to answer your question, Inspire still comes out periodically. It has been -- that 
model has been successfully copied by another -- by several of the other affili ates and other 
terrorist- related entities. They see that whole process of like an online magazine as being an 
effective model. 

Page 30 of 47 



DHS-001-425-001072

lt's been -- it's been adapted by ISIL. They have a publication called The Beak (ph). It is a 
variation on that. They put out their information. They put it out in multiple languages. 

To answer your question about our ability to track its propagation, it's not -- we're not really able 
to do that. They put multiple links to it. It appears -- I mean, as you can imagine, once something 
starts to propagate on the Internet, jt' s there. It can be -- it can resjde in a number of places. 

So, that model does exist. Jt contjnues. They're continuing to employ it. And again, it's extremely 
difficult -- impossible to track. 

DUNCAN: For the freshmen members and people that have just started following this issue, I'd 
recommend you get the Jnspire magazine; take a look at what some of the information that's 
being provided. I've never seen the information you're talking about at ISJL or-others. If there's a 
way to share that with the committee, even if it's a classified setting, we're glad to take a look at 
that. Personally, I'd like to do that. 

I'm very interested in the foreign fighter flow. I went last year to Europe to really delve into these 
foreign fighters coming off the battlefield from Syria, whether they transited through Turkey. 
And when I was there, or right before I got to Brussels, a foreign fighter actuaJJy came back, shot 
up the museum there -- the Jewish Museum; killed three or four people, and tried to flee to N01ih 
Africa through France. 

And so, the timeliness of my travels, but this was the very beginning. You didn't hear about ISIS 
as mucl1 in May and Jw1e of last year, not like you hear about them now and at least over the last 
12 months. 

At the time, that foreign fighter that shot up the museum in Brussels, Germany knew, apparently 
knew about it, and failed to let the Belgians know or the French know because they were 
suspicious of U.S. intelligence gathering through monitoring phone calls and al1 that's come out 
after Snowden. 

So, what are some of the challenges of tracking these foreign fighters? You talk about core Al 
Qaida and core IS1L. Pm talking about the fringe guys that go over and get -- maybe get 
radicalized on the battlefield and decide, "You know what? I can do this back home." 

How do we track those guys? And how successful have we been? 

MULLIGAN: So, that's been -- ironically, that's been an incredibly unifying factor among the 
counterterroiism community across the globe. A lot of our Western partners, so, l mean, they've 
got substantial foreign fighter flow issues. You know, as Mike indicated, ours are about... 

DUNCAN: I mean, Schengen region in Europe. I mean, it's -- you get there .. . 

MULLIGAN: Yes, sir. And that's, again, something that they're trying to confront in Europe with 
regard to how do they manage this with the Schengen flows right now. We have been sharing a 
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lot of information back and forth with some of the means and processes that we're trying to 
employ to track foreign fighters. 

What's also very clear to us is it needs to be, particularly with -- with our foreign partners, a 
whole-of-government approach. We're trying to share with them the benefits that we have 
experienced by ensuring that the free flow of infonuation among the interagency. lo many 
instances, we' ll develop an effective relationship with a foreign pattner, only to discover that the 
partner flow within their own nation is not optimized to try and ensure that appropriate law 
enforcement authorities have been alerted to that foreign fighter flow. 

DUNCAN: Right. 

MULLIGAN : But the bottom line is things are trending positively in the infonnation sharing. 

DUNCAN: In the bilateral trade ... 

MULLIGAN: Multilateral -- multilateral, sir. 

(CROSSTALK) 

MULLTGAN : But the -- but the other challenges, again, so we estimate there have been about 
4,000 in total foreign fighters flowing from the West. But what we've seen is, again, there are 
foreign fighters from over 100 countries. And some of our other partners closer in that region 
bave developed very effective mechanisms for both tracking the foreign fighters and developing 
rehabi litation programs. 

So going back to sotne points that the gentlemen made earlier, we really need to do a lot of 
information sharing about their experiences at rehabilitation, their experiences at tracking, and 
incorporating them into some of our own processes. 

DUNCAN: In the interests of time, North Africans are trying to get across the Med into Italy and 
Spain. And once they do, they've got pretty much free travel throughout Europe. So, how do you 
target those? l mean, these are migrants that are getting on boats and coming across. We don't 
know about them. 

MULLIGAN: Interestingly, some of the direction that's been given lately by-- lately -- you 
know, over the last several months -- by ISJL leadership is they're urging a lot of these fighters to 
remain in place. To -- as you know, they've been trying to establish branches of the caliphate in 
other countries. And so they are llying to say, "Hey, don't move -- you don't need to move across 
North Africa; stay in Libya and work with our branch there." 

So, that is one other part of their strategy. That's how they're trying to offset that limitation. 

TAYLOR: Sir, if I might add, we are working very closely with our European partners on that 
flow from f ta1y and into the northeni parts of Europe. 1t is a ve1y big concern for us, not only 
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from a counterterr01ism perspective, because eventually some of these people might end up 
applying for visas in our country. 

So it is a high priority for our intelligence exchanges with our partners in Europe in terms of 
getting our arms around that particular flow. 

DUNCAN: All 1ight. Well, thank you. I'm out of time. 

Mr. Chairman, I would ask that we delve jnto the effectiveness of JTTFs with regard to some of 
this, and that might have to be in a classified setting. But 1 yield back. 

MCCAUL: Yes. And let me just say for the benefit of the members, we do have classified briefs 
with FBI and Homeland, and social media monitoring and on encryption challenges. ITTFs 
would be right. 

The other flaw I noticed in my travels is that European partners don't screen E.U. citizens past 
any watch list as they fly from, say, Istanbul back into Europe, and ( think that's a big security 
gap. And we urge them to change that. I know the E.U. parliament is addressing a change in their 
law. 

TAYLOR: It's in work. It's not moving as fast as we would like it to move. But there are some 
glimmers of hope that, based upon the recent activity threats and actions in Europe, that the 
Europeans understand the importance of PNR and other sorts of data tracking of citizens internal 
to the E. U. So we have some hope that there will be a light at the end of the tunnel going forward 
on that. 

MCCAUL: Yes. I did, as well. 

Mr. Langevin. 

LANGEVIN: Thank you, Mr. Chairman. 

I want to thank our panel for the testimony here today. And T apologize if any of the questions 
I'm going to touch on have already been asked. I had to leave briefly to take a call from our 
commanding general in Afghanistan to get an update and a briefing from current status of things 
over there, in my Armed Services Committee role. 

If I could on -- begm with this, as some of you may know, I spent a lot of time and are very 
concerned about cyber security issues particularly as they relate to critical infrastructure. 

Can you tell me, in your role and w ith respect to seeing this stepped-up effort in using social 
media, in recruitment and using cyber as a tool, what you'Te seeing in terms of recruitment or 
efforts to use cyber weapons to attract -- to attack critical infrastructure? 
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And can you also describe what measures, if any, that are also different when combating the 
threat of a homegrown tenorist interested in cyber terrorism rather than more traditional physical 
attacks? 

STEINBACH: So I think it's a great question. I think, first of all, we're seeing more and more a 
blended threat, the cyber intrnsion piece with the counterterrorism piece. 

Wbere we're at now, we do see those same counterte1Torist actors - or terrorist actors, using 
cyber intrusion as a tool. And they're experimenting with it, seeing how effective they are. We've 
seen most recently in the last -- Jess than a year, them becoming more and more adept at cyber 
intrnsion type activities. 

TAYLOR: And, sir, I would add to Mr. Steinbach's comments by saying that tbjs is a very bigb 
priority concern for the Department of Homeland Security, our national programs and protection 
division work with the critical infrastructure community every day across this country about the 
cyber threat in general and specifically about the threat from terrorist actors so that they are 
prepared for and w1derstand the potentiaJ for that threat and have means of mitigating those sons 
of attempts within our critical infrastructme. 

LANGEVIN: Mr. Mulligan, do you have anything to add? 

MULLIGAN: Yes, sir. I mean, I would agree with those points. l would also posit again, it 
seems that it is inevitable kind of trend they would move into that reahn. They would move into 
that realm because, again, it is a means by which they could effect damage in a ve1y cost
efficient way. 

And they are operating largely~- they have a high degree of maneuverability in cyberspace. So 
it seems quite logical that they would attempt to pursue that and we need to be developing 
mechanisms for detection of those activities, sir. 

LANGEVIN: OK. 

Have you seen those stepped-up efforts to specifically focus on that as a -- as a tool right now to 
be used to go operational? 

MULLIGAN: Yes, we have seen stepped up efforts. 

LANGEVIN: OK. Thank you. 

Mr. Mulligan, ifl could tum to you, I'm very supportive of efforts to incorporate 
countenneasuring into CVE strategies and the use of public-private partnerships, such as the 
peer-to-peer program that you mentioned in yow- testimony to ensure that these messages are 
heard. 

At the same time, central to any effective countennessaging strategy, though, is the -- is the 
credibility of the messenger, which can be greatly undermined if government is involved. 
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So how can we assure that there are independent voices that can counter extremists' messages 
without compromising the independence that gives their statements weight? 

MULLIGAN: Sir, that's exactly some of the outreach efforts that we're trying to make with 
regard to the community advising piece. 

It is also -- I mean, it's a question of establishing processes by which people will be able to feel 
free that they are able to have the tools to do that kind of countennessaging. 

The challenges that we have, again, is there are still trust deficits that need to be overcome. And 
we all -- as you said, we need to find those intermediaries who are willing to take up that effort. 

LANGEVIN: Thank you. 

For the panel, and before my time runs out, social media platforms play a prominent role in all of 
your testimony. 

Obviously, can you describe the relationships that each of your agencies has with the private 
operators of these networks? 

And are these relationships institutional or more based on personal relationships? 

And what .kinds of requests do you make of these companies? 

STEINBACH: So, I won't get into specifics, s ir. I would say that we have relationships with 
every company that's in that environment, because we have to. We have to serve them process. 

It's based on personal relationships as a starting point, but we develop more than that. But I think 
each company is <.lifferent. And I don't thjnk it's appropriate in this setting to talk about those 
particulars with that company. 

TAYLOR: Sir, I would add that homeland security in our cybersecurity role has relationships 
with all these companies and, as Mr. Steinbach mentioned, we probably want to have that -- this 
conversation in a classified environment. 

LANGEVIN: WeJI, hopefully we can perhaps follow up on that, Mr. Chairrna11, at a later date, 
then. 

MCCAUL: Yes. If 1 could just quickly follow up. A lot of people asked me why don't we 
conduct a cyber offensive attack to shut down these -- in the social media program. I guess the 
two problems with that is they, well, you know, once that's done, they'll open up another account 
rather quickly. 

And, number two, 1 guess our intelligence gathering capability goes down quite a bit. 

You don't have to comment on that. 
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But the chair now recognizes Mr. Ratcliff. 

RATCLIFF: Thank you, Mr. Chainnan. I want to thank you and the ranking member for holding 
this critically important hearing. 

And of course I thank all the witnesses for being here and for all the important work that you do 
every day to serve our country. 

This attack in Garland really seems to underscore and demonstrate the unique challenges that 
ISIS is posing today. In Garland, we saw two dead te1Torists and no civihan casualties, and we 
saw law enforcement do exactly what they should have done, which is protect the public. 

And yet we're living in unprecedented times, where a fai led attack by ISIS in that regard is still 
spun as a win, where a failed attempt still plays into the narrative that they want to sell. 

As a former terrorism prosecutor, who handled the number of matters involving Al Qaeda, I've 
noticed something that appears to me to be an important difference. And ( want to ask you about 
that. 

You know, Al Qaeda and ISIS have both been encouraging lone wolf attacks, but Al Qaeda's 
been doing it for years with very little success. And it would -- it seems to me that ISIS has been 
very effective in this regard in just a matter of months. 

We're at a situation, it appears to me, that ISIS' sophisticated use of social media is essentially 
having a cascading effect, if you will, where it's become a tenorism multiplier of sorts, one 
where lone wolf attackers like Mr. Simpson or Mr. Soofi (ph) or Mr. Rahim (ph) can essentially 
use the ISIS brand without having to join ISIS. 

And in that regard, it concerns me that it would appear that ISIS has essentially created a terror 
franchise. And so T want to very quickly ask you each whether you think I'm accurate in that 
assessment. 

MULLIGAN: Congressman, I think that's an excellent characterization. I would agree with you, 
that is precisely they have very effectively leveraged that capability. They have exceptional 
capabilities and they claim they are making maximum use of every opportunity to amplify effect. 

You've seen them us ing it in tenns of representing the.ir victories on the battlefield and the way 
that they have obviously treated our hostages. They attempt to squeeze every bit of, if you will, 
perceptual power out of social media. 

TAYLOR: I would agree with Mr. Mulligan in that regard. I have been doing this for a long 
time, about 45 years. I've never seen a terrorist organization with the kind of public-relations 
savvy that I've seen with ISIL globally, and they've been very effective in using it. 

STEIN BACH: Yeah, r think my colleagues hit the~- the main points. 
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J would just add to it, in addition to that, it's a focus on a Western audience. When you look at 
the social-media tweets in English versus Al Qaeda or others, they are at a much higher rate. 

So it's a great propaganda message. It's a propaganda message that's focused on a Western 
English-speaking audience. 

RATCLIFFE: So we're talking a lot about the effect of their message. I want to focus a little bit 
more on the cause. 

And Director Steinbach, you and the deputy director both talked about this, this so11 of unique 
narrative that rsrs has created, a false natTative, one that involves a sense of community, a sense 
of adventure, maybe the ability to find a spouse. 

We all know how ridiculous these claims are, but for those that are susceptible to radicalization, 
it seems to be an increasingly successful nan-ative from their standpoint. 

I'm curious, since [SIS grew out of Al Qaeda in Iraq, why did ISIS suddenly become effective at 
crafting this -- this message when Al Qaeda and other terrorist organizations really hadn't been 
previously? We have any insight into that? 

MULLIGAN: I don't want to oversimplify it, but I would point OLLt the demographic. They have 
attracted a younger generation of fighters who are much more conversant. 

They are in a situation where they have initially occupied territory in which there was fairly 
advanced infrastructure that could then be leveraged. So, I mean, if you think over time, as you 
know, Al Qaeda has, in some instances -- they were not occupying optimal areas to leverage that 
infrastructure, whereas ISIS did position itself very, very well. 

And also I think they have a fundamental orientation to action that kind of dominates a lot of 
their psyche and how they move. 

TAYLOR: 1 think the other difference, sir, is that social media wasn't as robust when Al Qaeda 
started, as it has been since -- actually since 2010, the Arab Spring, and how social media was 
used in those events and how it's propagated its use -- use by -- by other groups since that time. 

STEINBACH: Just to -- just to fu11her clarify what Frank said, he's absolutely right. 

So when you look at the Internet four, five, six years ago, it was anonymous, but you still -- the 
bad guy, the individual li ving in the U.S. still had to reach to a forum , identify that forum, go into 
that forum. With social media, it's pushed to you. It's so far advanced in comparison to the 
anonymous Internet. 

RICHMOND: My time's expired. I hope the chainnan'll indulge me to ask one additional 
question, because I think what's important here is I want to find out what the -- you know, we've 
talked about their effective messaging and the fact that they've created essentially a winning 
brand that is a drawing -- that is drawing the disaffected and disenfranchised to them. 
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What are we doing to counter that message? What can we do besides -- in other words, to create 
a losing brand for th_em? And I realize that part of that is kinetic military operations on the 
ground and -- but from a social-media standpoint, is there a counter strategy? 

MULLIGAN: So I would posit to you that there is basically a three-prong sh·ategy. 

We're trying to counter them on the battlefield because of the fact that we're trying to negate this 
image of the caliphate, which they're successfully representing. So if we can -- I mean, that's 
kind of their center of gravity. 

The second piece, as you described, is the whole cyber online media piece. And going back just 
very quickly to what Frank said, the range of options of over-the-top applications that they are 
able to employ -- I mean going back -- l mean, what were the options that were available to Al 
Qaeda? Not so great. 

Now we're in -- in another universe of -- of operational activity. But nevertheless1 because they 
are operating in public space, they have vulnerabilities there, and we should move aggressively 
to counter that. 

Finally, the third area is this ideological space that we talked about in terms of finding those 
voices, those credible voices that can contest the ideological message. 

We need to work against all three of those lines of effort. 

RICHMOND: Thank you, gentlemen. I yield back. Appreciate it, Mr. Chai rman. 

MCCAUL: Thank you. 

Ms. Torres is recognized. 

TORRES: Thank you, Mr. Chairman. 

Mr. Steinbach, I an1 looking forward to reading that Brooklyn Institute study on teJTorism and 
social media. I took a sneak peek at it while we were in this session. 

1 understand that as of October of 1.ast year, there were 42,000 identified Twitter accounts, if tbe 
report is coITect, and thousands have been disabled. 

In some ways. l kind of think that, you know. it's good to be able to view, you know, what is 
being said and what is being planned. It's -- it's one way that we can try to prepare and prevent. 

Mr. Taylor} there's been a lot of talk about community outreach programs. There's been a lot of 
talk of community awareness, cornmw1itypolicing. This is nothing new. 
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We've known that there have been a lot of issues in the past that need to be addressed from a 
neighborhood level. But somehow we have not been able to translate that want to do 
neighborhood community awareness to actually doing it. 

And we've seen a lot of tensions arise between our local law enforcement groups and -- and our 
community groups. This is nothing recent; this has been ongoing. 

So what have we changed? \Vhat does community policing look like, you know, in my 
neighborhood versus, you know, the northern part of California? 

TAYLOR: Ma'am, your -- your -- your quest1on is -- is a good question. 

I think community policing is community policing. I don't think it -- it's about relationships with 
the conununities that we serve. It hasn't changed in 20 years that -- that I've been involved in 
community policing. 

It's the outreach that happens with people who are from the community so that you build 
partnerships. That's what community policing is all about, and I dare say it happens in diverse 
communities, it happens in majorities, but it has to happen the same way. You have to build a 
relationship. 

And part of ... 

TORRES: You have to have the trust. 

TAYLOR: And the trust. 

And part of -- Secretary Johnson has spoken eloquently about this. When he goes out to do these 
community engagements, he's met with skepticism. He receives complaints about profiling and 
other sorts of concerns the community bas, but you have to have that discussion, too, to build the 
trust, that we are talking about things the community needs to know that the communjty can do 
to protect themselves. 

TORRES: Thank you. 

Mr. Steinbeck, I know that-· well, I want you to know that I represent the Ontario Airport, 
which is, you know, to our demise, is controlled and managed by LAX. 

I would like to hear more about the FBI's Joint Ten-orism Task Force in Los Angeles and how 
they are working with my local police department in Ontario to ensure that trajning is happening, 
not only for those officers at LAX or LAPD but it is also happening for those officers who would 
be the first responders. should an incident happen. 

STEINBACH: LA.'s -- the L.A. FBI Joint Terrorism Task Force is a very large task force. It 
does not just include LAX; it includes all the major airports -- Orange county, Ontario. 
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And -- and l would suggest that you make an appointment to go out and tour that. I'm sure the 
office out there -- Dave Bowdich mns that office. He'd be happy to provide a tour view and give 
you firsthand an understanding of just how robust that task force is. 

It is a -- I was just out there a couple of weeks ago discussing with him and -- and meeting some 
of the folks in his task force. But C would encourage you to go out there and -- and see firsthand. 

TORRES: Right. I'd bke to continue this discussion with you off the record bere to bring to your 
attention -- my staff recently went on a tour, and I was saddened to have discovered that while 
training is happening among other agencies, Ontario Police Department has not been invited to 
participate in many of that -- or much of that. 

STEINBACH: I'd be happy to have that conversatio11 with you, and I'd also be happy to bring 
those concerns to Mr. Bowdich's attention. 

TORRES: Tahnk you. 

TAYLOR: Ma'am, ifl might as well, in our community outreach role in OHS, we certainly are 
working very hard with police agencies throughout California. 

So if there's a deficit of training and there's something that DHS might be able to help in Ontario, 
we're more than happy to -- to have that discussion and ensure that the training that is available 
io couoterterrorism is avai lable to Ontario. 

TORRES: Thank you. 

MCCAUL: Thank you. 

Mr. Katko 

MORE 

XXX secure -- security even on the exterior of the European Union borders, and how that's not 
moving the way it should as quickly as it should. And even the technical support that we ofter as 
a country ta some of these countries as to how to deal with it is not being utilized. 

KEATfNG: So I want to ask on a couple of fronts. Number one, I still think we can work 
together with countries, even if the European Union isn't moving. I want you to comment on how 
we're dealing with that information sharing -- local, state, federal -- and with those individuals 
countries. Because we also found that some countries are more receptive and moving faster than 
others in terms of information sharing that' ll make us all safer, not just here and not just when 
Americans travel abroad in Europe, but here at home, too. 

And the other thing is, the -- the idea that, you know, we're doing a good job swatting 
mosquitoes here at home when it comes to the Internet, but we're not d1ying up the swamp as 
much as we can. And can you comment on what we're doing for counter-messagjng? Not just 
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enforcement or hying to find out what's going on, but in counter- messaging through the Internet 
to try and have competing messages, and what you think more could be done. 

So those are the two questions. And anyone that wants to address those. 

MULLIGAN: So I'll jump in on the first piece with regard to -- and, again, my colleagues are 
more conversant on pushing the information to the locals . But from a national perspective, we 
are very consciously trying to push the intelligence and the knowledge that has been gleaned 
from our assessments down to the locals so that they are more fully infonned. That is defmitely -
- and we need to do more and we have to keep pushing that. 

On the international piece that you described, it does become at times very unwieldy when you 
make it a mu.I ti lateral issue. So we. have established a number of very close bilateral relationships 
'in terms of infotmation sharing that's been very, very positive. 

But the challenge is, if you really are going to try and address these challenges in a time efficient 
way, you need to ensure that a broader range is -- that you have the equipment that you can be 
passing information effectively. So that's a longer-tenn objective in that regard. 

In terms of the overall counter-messaging, the government -- our government -- our federal 
government has an inter-agency process involved in which we're all moving to do counter
messaging. That counter-messaging works at the speed of government. ft is -- well, as you 
understand, it has constraints in that. I think the real secret is going to be to broaden that overall 
com1ter-messaging and include those folks outside of the government so that they can ... 

KEA TING: Oh, yeah. 

MULLIGAN: ... participate in that process. 

TAYLOR: I would make two comments here. First, this Committee has been very clear to me in 
my role as the undersecretary for Intelligence and Analysis that the core customer for the 
intelligence that we do is state and locals. And we have worked very hard from last year to try to 
transform how we approach the dissemination of data and infonnation to our state and local 
partners, with our LC. colleagues, with the F81 and with others in NCTC. But specifically 
focusing on getting relevant info1mation out quickly to our state and local partners. 

I -- I don't know how many joint intelligence bulletins we've done this year, but I think it's a 
record over last year. So that is our commitment to move this infonnation and get into the hands 
of our first responders at the state, local, federal, travel and private sector -- and private sector. 

Wben we talk about our foreign partners -- you mentioned the E.U. -- the E.U. is, in some cases, 
reluctant to -- to use PNR (ph) across all the E.U. We do have individual dialogues with 
members of the E.U. where certain countries are moving forward to do that within their own 
country. 
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1 think -- l was just on the -- in New York at the U.N. with Secretary Johnson. We talked about 
U.N. Security C0tmcil Resolution 1267. I think there's more pressure on those communities to do 
that And we'll continue to press to get those kinds of laws passed in those countries for that kind 
of information. 

I would also emphasize that all of the visa waiver countries -- and that's most of tbe E. U. - have 
independent bilateral agreements w ith us on information sharing. That may be through die 
intelligence service, it may be through the FBI or law enforcement. Those are very robust 
agreements that we're continuing to -- to press for the exchange of that kind of infom1ation. So 
it's oot -- it's not a perfect scene (ph) yet, but the information exchange, both with in our country 
to our state and local partners and also with our foreign partners continues to improve on daily 
basis. 

MCCAUL: Now Mr. Loudermilk is recognized. 

LOUDERMILK: Thank you, Mr. Chairman. And thank you all for being here. This is -- of all 
the hearings that we've had, in my opinion, this has been one of the most productive and 
informative that l've sat in on. 

And one of the things that we're going to be doing in my office in the coming weeks is visiting 
with local law enforcement, our fusion centers within the district. Because what I'm seeing with 
these lone -- lone wolf attacks, the cause for attackers that are already in the U.S., is going to be a 
reliance on local Jaw enforcement. 

And with the recent attacks, it is a reminder to me, and 1 think to aJl of us, that these attacks are 
not against us as individuals. They're not against us as citizens. They're attacks -- they're attacks 
by those who are threatened or diametrically opposed to what we are as a people and what we 
have, which is freedom. You know, our freedom of thought, freedom of ideas, freedom of 
religion. And in the case of Garland, Texas was the freedom of speech. That was really what was 
being attacked. 

With -- with that in mind, the American Freedom Defense Initiative and their -- their contest 
seems to be, as some have said, incited these attacks. And understanding it and knowing what 
happened with Charlie Hebdo in Paris, with which l was there just a few weeks ago in Paris with 
this codel (ph) -- it would leave us to believe that this is a potential target. 

The first question -- what -- how far in advance of the event did ow- I.C. or counterterrorism 
know that this event was happening? And how do we find that out? Was there coordination with 
them? Or did this come from local law enforcement? 

STEINBACH: WE knew about it several weeks in advance. And more specifically, I would say 
in this event, and the event in Phoenix last Friday, and in every event like this, we do go to those 
organizers and those individuals and Jay out the threat and the potential. We, of course, don't try 
to talk them out of it, but we explain to them ... 

LOUDERMILK: Right. 

Page 42 of 47 



DHS-001-425-001084

STEINBACH: ... but we explain to them, "Hey, if you do X, this may happen." So we knew 
several weeks in advance. 

LOUDERMILK: OK. So you know that these are coming. And how much interface do you have 
with the local law enforcement going into these? 

STEINBACH: H's multifaceted. So, you know, we put out a -- a joint intelligence bulletin, which 
lays out, in this case -- Garland -- weeks -- a week in advance, it kind of laid out the event and 
the threat to the event. And this particular case and in many events like it, we do -- we push out a 
communication tool called the collection emphasis message. That collection emphasis message 
asks agencies, federal state and local, to collect intelligence on the event and the threat. 

We put out tactical reports. We- have, in many cases, depencling on the size of the event, we have 
preparatory meetings with state and local, identifying who's going to have lead for crowd 
control, emergency response, tactical resources. It's a multilayered approach that we take with 
every special event. 

LOUDERMILK: Now, I know Ms. Rice asked one of the questions I was getting at, which is, we 
-- we have 15 years of tracking terro1ism -- terrorists and their activities, their threats through all 
the chatter. And so we've -- we've kind of got to where we can filter through what's just chatter 
and what's a valid threat. 

Is how responsive our local law enforcement to the threats that we're laying out -- do -- do they 
tend to -- to take them se1iously? 

STEINBACH: Yes, we spend a lot oftime, DJ-IS, NCTC and the FBI -- pushing that message at 
the local level through the field officers, as well as at the executive level. Just two weeks ago, we 
had a video teleconference that was led by the director of the FBI and the director of Homeland 
Security, where we laid out again the threat -- the crnTent threat. We do that periodically. 

So there's multiple levels of engagement. Today I'm going to be talking to major city chiefs on 
thjs same topic. 

TAYLOR: l would add, sir, that the-~ we've created a network in our fusion centers with JTTFs 
across this country. Whenever an event occurs, there's someone up on the net saying, "What's the 
impact in my cornmm1ity?" And that's done over the Homeland Security intelligence network, or 
it's done over the law enforcement network of the FBI. 

Our local law enforcement partners understand their primary responsibility to protect their 
communities. They understand these risks threaten their communities, and they are hungry for 
information to help them prepare. And that's -- what we've tried to design is a system that... 

LOUDERMILK: Right. 

TAYLOR: .. . gets that information out to them. And once they get it, as they did in Garland, they 
take the appropriate action. 
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LOUDERMILK: Now, the -- and if -- if some of this -- these questions are more of a classified 
nature, we can -- we can respond to those later. Because I understand and appreciate, being in the 
intelligence c01mnunity in the past. But of the -- the communications that we know that 
happened between the attackers and other bad players, how much of that did we know before the 
attack versus forensic information, and how much of that played into the -- the warning that -
that we sent to the -- to the local. 

STEINBACH: l'd be happy to answer that but not in this setting. 

LOUDERMILK: OK. I appreciate that. 

And -- and the -- the last one is the reverse flow. Do we have good channels of communications 
for intelligence gathering from local law enforcement, who arc the hoots on the ground in the 
community? 

Because, you know, this was a national event, per se, because it's -- it was an organization out of 
New York. But you may have a local event that could be a high-threat target. 

Do we have a flow of information from the locals? 

TAYLOR: Sir, it's a great question, and again, under the direction from this committee, we've 
worked to expand the amount of local intelligence that's gathered and reported into the LC., that's 
relevant to the LC. , not only working with the FBl b11t working independently with our fusion 
centers in the fie ld. 

We've created a new process, what we call field activity reporting, where fusion centers working 
with DHS and the FBI will do reports from a field -- state-level perspective on threats and risks 
in the community. So I think we've created that opportunity for the local -- state and local 
partners to -- to report up, for us to report down and for all of us to share information on a 
continuous basis. 

LOUDERMILK: Are they actively reporting up'? 

TAYLOR: Absolutely, sir. 

STEINBACH: Let m.e highlight that a little bit more, sir. 

So, I m.ean, the reason we are pushing infonnation out is to make use of the 400,000 state, local 
and tribal law enforcement officers around the country. 

They are our first response. They're the ones doing the car stop. They're the ones going into the 
house as first responders. They're seeing it well before any of us here see it. 

It's incumbent we have the guardian process that allows for reporting -- the -- the eGuardian 
process that allows for reporting of information quickly into the fusion center and the JTTF 
model to act on that. 
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So that's -- that's the crux, and that's really at the foundation of this process. 

LOUDERMfLK: Thank you very much. 

Mr. Chairman? 

MCCAUL: Ms. McSally's recognized. 

MCSALLY: Thank you, Mr. Chairman. 

And thank you, gentlemen, fo r your testimony, and appreciate as part of our Task Force on 
Combating Terrorism and Foreign Fighter Flow, we've had some other conversations in 
classified settings. And so I appreciate all the work that you're doing. 

The question I have today is about -- the first one is about the recruitment of women and girls 
from our country. It seems that jihadi women in Syria are actively recruiting or -- not just women 
-- recruiting Western girls. 

I, you know, can't imagine what the draw would be except, of course, they're being lied to, like 
most of the recruits. But here, we have American girls that are being recrnited to potentially flow 
over there for a life of rape and slavery and so specifically (inaudible) -- I tl1ink you said there's 
200 that we know of, Americans that have -- have flowed over to the region. 

How many of them are women and girls, and are. there specific targeting effo1ts that we're doing 
community-wide, or others, in order to address specifically what's going on with targeting of 
women and girls? 

STETNBACH: So I won't get into speci fic numbers, but, you know, when you look five, six 
years ago, the number of female recruits was almost nil. 

So right now, it's -- it's -- 10 percent, I think, is probably a good ballpark. So it's -- it's a minority, 
but the fact that it went from zero to where it's at now is a significant uptick for us. 

So yes, we look at the reasons why individuals are recruited, the specifics, young adult males, 
young adult females, what's drawing them. That's part of our process to understand it, what the 
motivations for radicalization. 

We find a wide variety. It's not just the classic you see on TV, jihadi; there are other reasons that 
are motivating these young women to -- to take a chance and go overseas. 

MCSALL Y: So - and as part of tl1e countering of it and engaging with communities, actually, 
do we have messages of, ''No, you are going to be in slavery and repeatedly raped when you get 
over there,'' and actually countering that and, you know, the graphic realities of what they're 
going to get recruited into, to include, potentially, testimonies of individuals that have 
experienced this? 
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T mean, that -- the way you counter a message is with a stronger message. 

STEfNBACH: Absolutely. 

MCSALLY: And so we're doing some of that? 

STEINBACH: Absolutely. 

MCSALLY: At the local level as well? 

STEINBACH: Yes. Through the JTTF, through the fusion centers, as part of the (inaudible) 
narrative, we are reaching out, you know) pushing the message out to the communities, to the 
schools, having conversations abollt the dangers of being on line, not just ouline because of 
pedophiles and because of cyber criminals but online fo r fear of recruitment and enticement. 

MCSALLY: Right. OK, great. Thanks. 

My next question is about the use of social media for fundraising, and I wonder if you could 
comment on how ISIS is using social media in order to raise funds through crowdsourcing and 
other, you know, attempts to raise funds using social media, and are you working with the 
Department of Treasury, specific, Offices of Asset Forfeiture, FINCEN and·- and OFAC? 

Specifically, how successful have they been, and how are we countering fundraising? 

MULLIGAN: I would characterize it for you as it's a very arduous process to rebuild -- or build 
our understanding of the :financial processes that ISIS and ISIL is employing currently. 

I would also point out) as you're probably very well-aware, that they are -- in their expansion of 
the caliphate, they are literally taking possession of a munber of resources and then exploiting 
that. 

So to a large extent, they've been able to draw on a lot of those resources for a lot of their 
financing and funding. But nevertheless, it's a long -- because of the fact that they are an 
extended organization, they have to manage that financial infrastructure. 

That's an intell igence effort that's underway. We're working aggressively with the Treasury 
Department and other states. 

MCSALL Y: So their on line fundraising is mi1rnscule compared to how ~-1 mean, 1 know black 
market and all the sH.rff they're doing in the region that they have and the ransoms and all the 
things that we're focusing on, but -- but specifically the online fundraising? 

MULLIGAN: I would qualify it by saying I don't think that wetre seeing the same degree of 
online fundraising that we probably have seen in the past by other entities. 

(UNKNOWN): I would concur with that. 
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MCSALLY: Yeah. OK. Great. 

And my last question, really quickly, is we know JSJS bas been hying to motivate people to 
attack military bases or attack military members. Obviously, you know, I was in the military. 
Those are some of our most secure areas. There's, you know, certainly softer targets that they 
could go after. 

But if they would recruit somebody who has access to a base, Major Hasan as an example, you 
know., we could have a major impact from an insider threat. 

Have you seen ISIS attempting to recruit military members or those who have access to bases, 
and are you working with the Department of Defense in order to counter that threat? 

TAYLOR: Well, as the chairman mentioned in his opening remarks, the Department of Defense 
takes this threat very seriously. They work very closely with the FB1 aod the l .C. and DHS 
around how those risks are -- might manifest themselves with in the country. 

Your point earlier, it's a pretty secure place, but they've even identified people by addresses, and 
we've worked with the military on strategies fot those individuals to protect themselves at this 
point. 

MCSALLY: Good. Any other comments? 

MULLIGAN: Wanted to just offer tbe fact that it's very reasonable to expect a very aggressive 
effort by ISIS to be trying to derive military targets, because part of their overall narrative is the 
fact they want to draw linkages, they want to make those correlations. 

So we have to be particularly vigi lant with regard to military members. 

MCSALLY: Great. Thank you. My time's expired. 

Thank you, Mr. Chairman. 

MCCAUL: Let me thank the witnesses for your testimony and your service to our country. 

The members may have additjonal questions in writing. Pursuant to Committee Rule 7(c), the 
hearing will be open -- record open for ·10 days. 

Without objection, the committee stands adjourned. 

END 

Jun 03, 2015 19:26 ET .EOF 
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White Rouse CVE Summit 

• Countering violent extremism (CVE) has been a centerpiece of this Administration's 
counterterrorism strategy. Our CVE approach is premised on the principle that local 
partners, including local law enforcement and communities, are at the forefront of 
preventing violent radicalization and recruitment both online and person-to-person. Indeed, 
protecting the American people from violent extremism is not the work of government 
alone; our communjties are often best positio11ed to take the lead. 

• The threat posed by violent extremism is neither constrained by international borders nor 
limited to any single ideology. Groups and individuals inspired by a range of religious~ 
political, or other ideological beliefs have promoted and used violence against individuals 

worldwide. 

• Local partners also need support from government-they need to know this is a priority for 
government action. 

• Finally, communities and government are concerned about the efforts of groups like ISIS 
to recruit people from the United States. The time for partnership is now. 

• In order to underscore these points, this fall the White House will host a CVE summit to 
showcase efforts by Federal and local officials, as well as civic and faith leaders, from 
several cities across the United States. These innovators have developed a comprehensive 
approach to the threat of violent extremism within our communities, and the summit will 
provide an opportunity to spur additional efforts both at home and abroad. 

• This swnmit also wi ll highlight non-traditional, holi stic approaches to violence prevention, 
conflict resolution, and countering violent extremism, as weII as community- led initiatives. 

• Th.is summit will come on the heels of the President's stewardship of a UN Security 
Council session on foreign terrorist fighters. Given the abi lity of foreign terrorist groups to 
recruit Americans, the time for action to protect our conununities from recruitment and 
prevent future flows is now. 

• We will share additional details of the summit as it approaches. 

What is this CVE pilot program that AG Holder announced on Monday 9/15'? 

• The CVE pilot program is a whole of government effort to partner and empower 
communities to lead on CVE initiatives. 
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• These programs will bring together conununity representatives, public safety officials, 
religious leaders, social service providers, and United States Attorneys, and FBI 
leadership to improve local engagement; to counter violent extremism; and - ultimately 
- to build a broad network of community partnerships to keep our nation safe. 

• Current initiatives largely focus on engagement between public safety and c01muunity 
leaders. These new pilot strategies will complement and supplement existing efforts by 
engaging the resources and expe1tise available from a wide range of social service 
providers. These include education administrators, mental health professionals, and 
religious leaders, who-in this context and mo.re broadly- are on the front lines 
everyday prov iding robust support and help faciJitating community-led interventions. 

• These pilot programs will also bring in expertise from the private sector, including 
creative and communications industries who can help communjties build capacity to 
challenge violent extremist propaganda. 

• The hope is that lessons learned in those cities can be adopted, as appropriate, throughout 
the country. We work closely with state, local, and community leaders in the field and 
offer our expertise where appropriate. 

How is the interagency working together to counter violent extremism? 
Who has the lead? 

• The U.S. Government uses a multi-pronged approach to counte1ing violent extremism in 
the Homeland. The National Security Council prov ides policy guidance for these efforts. 
Departments and agencies have different yet complementary implementation roles and 
responsibilities, as outlined in the strategic implementation plan. 

• For the past three years FBI, DHS, DOJ and NCTC have been working collaboratively to 
implement our domestic CVE strategy. Senior staff from these agencies meet weekly to 
discuss projects of common interest and ensure transparency among agencies regarding 
our CVE work. This group has implemented activities that incorporate all agencies' 
distinct missions. More importantly, this group draws on the programs and initiatives 
developed by our state and local partners, in cities across the United States. 

• To help people understand how to prevent violent extremism, they first need to 
understand the problem. Therefore, we in government need to continue building public 
awareness about what the indicators are for someone who might be on that path. 

• FBI, OHS, DOJ and NCTC have conducted outreach in select cities where we speak with 
law enforcement, public safety officials, and communities about the threat of violent 
extremism and terrorist recruitment. When we do, we have historically used the 
Community Awareness Briefing, as well as the Community Resilience Exercise. 
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o The Community Awareness Briefing (CAB) is a presentation designed to educate 
communities and Jaw enforcement about violent extremist recruitment tactics -
including recruitment of foreign fighters -- and to explore ways to prevent such 
public safety threats at the local level. This briefmg has been given in cities 
across the country, and government is redesigning it so that it can reach mote 
people. 

o The Community Resilience Exercise (CRBX) is a half-day table-top exercise 
designed to improve trust between law enforcement and communities and to share 
ideas on how best to build community resilience. The CREX involves an 
unfolding scenario of possible violent extremist activity and asks paiiicipants to 
create a collaborative plan to respond. The exercise has been implemented in 
cities across the United States. 

o The US goveinment has given this briefing and conducted these exercises 
throughout the country in places like Chicago, Boston, LA, Minneapolis, Seattle, 
Austin, TX, Houston, and Baltimore, MD. But as you can see, with a hmited 
number of staff, we are only able to travel to a small number of cities. 

Wbat are examples of CVE successes'? 

• Examples of CVE best practices in action are the United States Attorneys around the 
country who have hosted or attended more than 1,000 engagement-related events and 
meetings where they build relationships with communities, dispel myths and 
misperceptions, and develop locally-based partnerships. Similarly, DHS Office for Civil 
Rights and Civ il Liberties hosts qua1terly roundtables in 13 cities. When communities 
feel comfortable approaching federal officials for information and assistance, and 
conversely sharing infonnation from federal officials with other community members, 
these are signs that community engagement is building trust. Evidence of this is 
anecdotal only and may be djfficult to measure in a systematic way, but captming some 
examples will help indicate progress. 

• Similarly, law enforcement in cities like Minneapolis, Los Angeles, and Dearborn have 
developed robust outreach programs for communities and training programs for law 
enforcement, leading to trusting relationships with communities on everything from civil 
rights to radicalization. 

• Community groups have created very promising intervention programs, such as those 
lead byWORDE andMPAC. And community leaders are active online. Motivated by 
the atrocities of ISIL, community groups are working to counter that recruitment 
narrative on social media sites. Community leaders in Minneapolis have created 
documentaries like "Broken Dreams" to highlight the misleading narrative of groups like 
Al-Shabaab. 
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• In Minnesota, during trials that involved members of the Somali-American community, 
members of the Young Somali-American Advisory Council (established by the U.S. 
Attorney' s office), often emailed press releases from the U.S. Attorney to educate 
community members. This helped diminish potential mistrust and misperception in the 
community. 

• Another example is the exchanges with European govenm1ent officials and community 
leaders from the United Kingdom, Germany, and Scandinavia, sponsored by DHS and 
the Department of State. These meetings provided an opportunity for communities who 
are targeted by violent extremists to ( 1) better understand the threat that similar 
communities face; and (2) develop a better understanding of the role that government 
officials, including law enforcement, can play in addressing it. 
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Community Awareness Briefing: Foreign Fighter Focus 

Slide 1: Community Awareness Briefing 

Scene Setter: The presentation's goal is to i,fortn the audience how violent extremists get their message 
out (including by the internet), and how government and communities can work together to prevent 
youth from being tricked by this recruitment. We present the information to help communities 
understand the phenomenon of radicalization and mobilization, but we can only hope to get to a 
discussion on solutions through audience participation. We encourage the audience to stop the briefer 
at any point to ask questions, raise points, or do whatever to help the group arrive at the best way to 
work on this problem before another person is lost to violent extremism. 

Slide 2: Why Are We Here? 

Scene Setter: In this slide, we talk about how we are here to raise awareness of how violent extremist 
groups ensnare vulnerable individuals to commit violent or illegal acts, thereby negatively impacting the 
lives qf these individuals. theirfamilies and communities. The 2011 Domestic Countering Violent 
Extremisn,z Strategy emphasizes that communities are invaluable partners in prevention. and 
government 's role is to empower and catalyze communities to take action We have seen there is often a 
time period, before law enforcement gets involved, in which parents, friends, community/religious 
leaders, and teachers see signs of someone being radicalized to violence, creating a window of 
opportunity for them to act to protect their communities. 

Key Points: 
We have been invited by (Law Enforcement/ Community Le~ders) to provide an awareness 
briefing to enable you to understand the threat from violent extremism 

• We want ensure you understand the threat from violent extremism, in all jts forms--
• We are going to review case studies to show you how indiv iduals buy ioto committing violent 

action 
• And we are going to discuss ways we, the U.S. Government, and you, the Community, can work 

together to truly mitigate against this threat 
• We want to emplmsize that our intention is definitely not to have you "spy" on your neighbors 

and report back to us. You are in no means "agents of the government." Our intention is to 
empower communities such as yourselves by imparting you all with information in the hopes 
that it prevents radicalization and mobilization to violence. 

• Overall Pitch: Often the most vulnerable in our communities, our youth, get ensnared in 
dangerous groups, which can then destroy families and ultimate ly, negatively impact our society 

We need your help 
• The USG has traditional roles it uses to address the threat from VE, but they only go so far and 

only address so much of the violent extremism spectrum of activity 
• These roles include local U.S. District Attorneys, FBI Field Offices, local po lice, and 

representatives from DHS and NCTC 
• However, often these government representatives only get involved after tl1ings have 

gone wrong; i.e. something illegal has occurred. This might include after the individual is 
recruited and radicalized and takes a step in fw-therance of their violent or criminal act
tbat' s when the government plays a role. 

1 
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• Communities, however, have the ability to get involved at a much earlier stage dming 
which there is a window of oppo1tunity to prevent an individual from progressing down 
the path towards committing illegal acts. In this arena, it is communities who are the most 
important actors, not the government. And if corrunuoities are successful in this 
prevention phase, then there will no longer even be a need for the government to get 
involved at all. 

• In the end, local communities are the most powerful asset we have in the struggle against violent 
extremism. We cannot address this threat without your help. 

• We 've crnnched the data on this . In the more than 80 percent of cases involving 
homegrown violent extremists, people in the community- whether peers or family 
members or authority figures or even strangers- had observed warning signs a person 
was becoming radicalized to violence. 1 

Many of these warning signs were ignored, however. 2 

• Studies have shown that in the vast majority of cases, people who see troubling signs do 
not act upon this information, becoming passive bystanders.3 

• This happens in a variety of social situations, everything from witnessing bullying to 
witnessing prejudice, and social science has called this passive witnessing the ''Bystander 
Effect".4 

• However, just like has been done in anti-bullying campaigns, we want to empower you 
a11 to become what's called "active bystanders.1

' This means overcoming the subtle 
pressures that can cause passive behavior, such as diffusion of responsibility and 
pluralistic ignorance.5 

• With this presentation, we hope to impart to you a personal sense of responsibility for 
protecting your communities, including your youth, and to empower you with knowledge 
by raising your awareness of the signs of radicalization and possible responses. 

• You, the Community, are in a much better position to see early on when a threat may be 
materializing 

• We hope this presentatjon wiJl leave with a better understanding of the threat, why it's important, 
and what you can do to help. 

Slide 3: Wby Are We Here? (video) 

Scene Setter: In this slide, we emphasize that we are here ta protect our children, and the video we 
!)/zow of a mother grieving over the attempt of her son to join !SIL is meant to portray haw violent 
extremists are e.xploWng our communities and our youth. 

Background: 
Mohammed's mother Zarine Kban (USPER) made a statement to the media after her son was charged 
with material suppoit to lSIL.6 

1 bt1p://washi11g1on.cbs Local.com/2014/04/ I 8/cottnterterro1ism-ch ief-pareats-should-watch-for-sudden-personal ity-cbanges-in-chi ldren/ 
! bttp://washingtoo .cbslocal .com/20 J 4/04/ 1 8/counterterrorism-cbief-parcnts-shou ld-watch-for-suddcn-personality-cha11ges-LD-chi ldren/ 
3 htt1J://activebystander.corn/?page _id= 18 
4 http://activebystander.com/?pag,e _id= 18 
5 http:// greatergood.berkel ey .edu/a 1ticle/item/we _are_ all_ bystanders 
6 ht1p://www.chicagotriliuoe.com/suburbs/bolingbrook/ct-terrorism-pare11ts-speak-out-met-20l50113,story .html 
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• "We have a message for ISIS, Mr. Baghdadi and his fellow social media recruiters. Leave our 
chjldren alone!"7 

Slide 4: Violent Extremism 

Scene Setter: In this slide, we provide background on violent extremism, which comes in all Jorrns, 
whether it is neo-Nazis, sovereign citizens, etc. We explain that the absolutist mindset appeals to 
adolescents searching for meaning and identity. It is very1 important to demonstrate to the audience that 
the government understands there is a range of threats and ensure them that our government's concern 
is not solely oh al-Qaeda or !Sil-inspired terrorism. In terms of relating to the audience, it is important 
to continue to portray, within reason, some of the youth involved as victims of recruiting. 

Kev Points: 
Definition: Violent extremism refers to violence committed in the nan,e of ideology to further a 
political agenda 

Violent extremism takes many forms 
• Violent Extremism takes many forms, from international terrorist organizations to domestic terrorist 

groups. 
• It is important to remember, among others: 

• The 1995 Oklahoma City Bombing; 
• Gangs such as MS- 13, terrorizing communities across the country 
• Neo-Nazis and white supremacists; 
• Issue-driven violent extremists sucb as the Animal Liberation Front; Earth Liberation Front 

• In fact, we recognize that there are a range of threats to our nation including from non- al-Qaeda 
inspired extremist groups. 

• Today we 're going to talk briefly about how violent extremism groups use similar techniques to 
recruit individuals. Then, we're going to discuss one form of violent exh·emism, inspired by al
Qaeda and recently expanded by ISIL. We do so because there are a concerning number of 
individuals leaving their homes in countries around the world, including ours, to join 1SJL. 

Background: 
According to studies by the University of Maryland ST ART, between 2000 and 2013, the vast majority 
of attacks in the homeland were carried out by environmental and animal rights violent extremist groups. 8 

Known Perpetrators Attacks 2000-20139 

• Unaffiliated [ndividual(s) 64 
• Earth Liberation Front 60 

• Animal Liberation Front 42 

• Anti-Abortion Activists 15 

• CoaJition to Save the Preserves 8 
• Al·Qaida 4 

7 http://www.cnn.com/2014/ 10/07 /us/who-is-mohammed-hamzah-khan/ 
~ Erin Miller, START Research Highlight, "Terrorist Attacks in t11e U.S. Between 1970 and 2013: Data from the Global Terrotism 
Database (GTD)," November 2014. 
9 Erin Miller, ST ART Research Highlight, 'Terrorist Attacks in the U.S. Between 1970 and 2013: Data from the Global Ten-orism 
Database (OTD)," November 2014. 
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• Neo-Nazi Group 2 
• Revolutionary Cells-Animal Liberation Brigade 2 
• White Extremists 2 
• Al-Qaida in the Arabian Peninsula 1 
• Anarchists l 
• The Justice Department 1 

• Ku Klux Klan 1 
• Minutemen Ametican Defense l 
• Revenge of the Trees 1 
• Tebrik-i-Taliban Pakistan 
• Veterans for Non-Religious Memorials 

Meanwhile, DHS recently surveyed several hundred police officers, asking them what they perceived to 
be the biggest terrorist threat. The report, released in July, found that the greatest fear was from 
"sovereign citizens" - loosely-affiliated individuals who reject most laws at federal, state and local 
levels.10 

• Individuals belonging to the sovereign citizen movement have been responsible for a spate of 
cop killings in recent years. 

• The DHS report also cites militia groups, racist skinheads, neo-Nazis and both animal rights and 
environrnentafot violent extremists as rankjng highly among law enforcement's fears. 

Slide 5: Case Study: Robert Talbot Jr. (USPER) 

Scene Setter: With this slide, we provide a case study of a Patriot violent extremist to highlight the 
s imilarities between his activities and those we 'l/ review later on that are related to Al-Qaeda and JSJL. 
We focus on Robert Talbot (USP ER) because of his extensive online activity which resembles A QIISIL 
online recruitment and because he was targeting Mosques - which is meant to convey to communities 
that we also care about this type of threat, which affects them directly. Lastly, if we are asked about 
FBl's use ofi~fbrmants we can refer back to Talbot to show how the FBI uses such techniques/or all 
types of VEs, not just Islamic extremist ones. 

Key Points: 
The case of Robert Talbot Jr. is an example of non-al-Qaeda inspired violent extremism that shares 
similarities with al-Qaeda in recruitment, use of the internet, and absolutist beliefs. Robert Talbot Jr. was 
part of a radical group that saw the federal government as their primary enemy.11 

• He propagated his views on hjs Facebook page (called American Insurgent Movement (A IM)) 
and actively recruited others online to join; 

• Wrote a Manifesto in which he described AIM as "a Pre-Constitutionalist Community that offers 
those who seek Tme patriotism and are looking for absolute Freedom by doing the Will of God. 
Who want to restore America Pre-Constitutionally and look forward to stopping the Regime with 
action by bloodshed"; 

• Plotted to use C-4 explosives and weapons to kill police officers, rob banks, and blow up 
government buildings and mosques; 

10 http://m.tbewcck.com/articlc/index/270443/forgct-dirty-bombs-and-cybcrwar-bcre-are-3-threats-that-sh.ould-truly-te1Tify-you 
11 http: //www.splce11ter.org/ gef-inforrued/ intel ligence-report/browse-al l-issues/2012/spri.ng/the-year-in-bate-and-extremi stn 
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• FBT agents swept jn and arrested Talbot while he was on his way to the heist that he had 
desperately hoped would fund his revolution. 12 FBI had been tracking his activities online. 13 

Background: 

Internet: 

• The FBI opened its investigation into Talbot in August 2013, apparently after finding Talbot's 
Facebook posts searching for "like-minded" recruits to join his cause. 

• After setting up a Facebook page called American l.nsurgent Movement (ACM), Talbot allegedly 
sought to recruit five or six like-minded people who wanted "to restore America Pre
Constitutionally and look forward to stopping the Regime with action by bloodshed." 

• He described bis movernent as "a Pre-Constitutionaljst Community that offers those who seek 
True patriotism and are looking for absolute Freedom by doing the Will of God who want to 
restore America Pre-Constitutionally and look forward to stopping the Regime with action by 
bloodshed." 

• He himself was radicalized partially by watching anti-government videos on line. 
• Aftet using Facebook to recruit three folJowers, who really were undercover agents and an 

infonnant, Talbot encouraged them to "start watching violent war movies to mentally prepare for 
killing people.'' 14 

Operational activities: 

• He said online that he wanted to rob an armored truck so he could buy the "larger weapons" he 
needed to launch his movement. Shortly thereafter, Talbot began conducting routine surveillance 
on a local Bank of America branch jn March, watching the cash-carriers come and go, according 
to court records. This was to be the first phase of his larger scheme to kill police officers and 
blow up mosques and government buildings. 

• Undercover agents claimed he started carrying around a Glock 31 and a fully-loaded 15-round 
magazine in his backpack when be met with them. In late March Talbot sent $500 to someone 
he thought was a black market arms dealer (in reality, the FBI) to buy C-4 explosives. He 
provided bis recruits (in reality, undercover agents) maps of the annored truck route. Talbot 
planned to blast the truck doors with explosives before jumping inside and executing the guard, 
according to records. On March 26, Talbot took undercover agents on a three-hour tom to trace 
the rumored truck's path and plan the heist, according to court records. 15 

• The next day, undercover agents met him at a Houston storage unit. After again going over his 
plan to rob the truck and execute the driver, Talbot read them his manifesto: "We must rebel. 
There is no other option no. Blood and bullets are the only two tilings that will change this world, 
short of divine action. 11 16 

11 Michael Barajas, ''American Insurgent Moveme11t Leader Pleads Guilty lo J>lot to Overthrow Government, Rob Banks and Blow up 
Mosques," Houston Press. October 3, 2014. 
http://biogs.houstonpress.com/news/2014/ l 0/american _ instu-gent_ movement _leader_pleads _gui It y _ to _p 101_10 _ overthrow _go vemment_rob 
_banks_aud_blow.pbp 
13 hll'p://www .spleen ter. org/blog/20 14/03/28/tbi-smashes-al leged-radical-ri ght- te1Tor-p lot-in-texas/ 
14 http://www.splcenter.org/get-in formed/intelligence-report/browse-al l-issues/20 l 4/fal 1./lvlan-Arrested-After-Al legedl y-Recru i ting 
15 http://www.splcenter.org/blog/2014/03/28/fbi-smashes-al lege<l-radical-ri ght-teJTor-p lot-in-texas/ 
16 http://www.splce11ter.org/blog/2014/03/28/tbi-smashes-a]leged-radical-right-tertor-plol'-in-texas/ 
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Slide 6: Screen shot of 'White Pride' Propaganda on YouTube17 

Scene Setter: This slide is meant to convey how easy it is to find material onlinefor any type of violent 
extremist messages. including white pride, a term used by white supremacist groups. 

Slide 7: All Violent Extremist Groups 

Scene Setter: This slide is meant to continue the theme about how all forms of violent extremism are 
similar, but focusing C)pecifically on their tactics of recruitment and how they entice individuals to join 
their cause. 

Key Points: 
Similarities between violent extremist groups 
RegardJess of ideology, all violent extreinistn share simi lar ways of attracting recruits. While these 
groups may have completely different agendas and beliefs, they all recruit on line and target om youth. 

• Recruitment: Recrnitment begins at an early age (indoctrination) and occurs increasingly online. 
• Target youth: They focus oh fincting tQe young, the lost, and the vulnerable. 
• Community of Interest: They provide a sense of belonging, of being a part of something 

bigger. They offer a community of interest that responds to their grievances. 
• Violent action: They sell an absolutist worldview in which violent action is the only effective 

solution, highl ighted as a duty. 

Slide 8: Why Would Someone Join a Violent Extremist Group? 

Scene Setter: This slide is meant to inform the audience of the radicalization to violence process. 

Background: 18 

The presenter should be famil iar with the radicalization and mobilization process when giving this 
presentation. The following can serve as a baseline foundation from wbkb to speak: 

• Definition : Radicali zation refers to the process by which individuals come to accept a violent 
extremist narrntive and conclude that non state violence and their participation in it is necessary 
and justified to affect political or societal change. 

• Radicalization is not a linear process. It involves the interplay of persona1, group, community, 
sociopolitical, and ideological factors. No single factor accounts for why one individual 
radicalizes while another does not. 

17 Open Source Search, "White Pride", YouTube 
IR NCTC Product, "Radicalization Dynamics: A Primer:· .luoe 2012 (UNCLASSLF[ED) 
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• [t's imp01tant to note two caveats: (1) no single factor leads to radicalization and (2) a 
person may have some or all of these factors and not become violent. Violence occurs 
when the individual mobilizes to action. 

• Definition: Mobilization refers to the process by which radicalized individuals take action to 
prepare for or engage in violence or material support for violence to advance their cause. 

• Some of the factors that come into play dming the mobilization process are: (I) the 
individual' s willingness and capacity to act, and (2) the perceived availability oflikely 
targets. 

• Action occurs i f the mobilized individual does not encounter inhibiting factors. Changes 
in capacity or opportunity may inhibit action. Some inctividuals who are inhibited at this 
stage may remain mobilized and seek alternate opportw1ities to act, while others may 
abandon their plans to act. 

Slide 9: Forming the Black and White Narrative 

Scene Setter: This slide outlines the six elements of any violent extremist narrative, and highlights how 
they apply to Al-Qa 'ida's narrative. Also highlighted are ways to weaken the narrative by 
deconstructing one or more of its elements. 

Key Points: 
Violent extremist ideologies typically are made up of six core assertions that violent extremists use to 
rhetorically justify violence and spur people to action. Generally, all six elements are necessary to 
persuade, radicalize, and mobilize people to become violent extremists: the loss or removal of one or 
more elements collapses the argument and undercuts the appeal of the ideology. 

• The core stmctural elements of an extremist ideology specify that the world has gone wrong 
because of the actions of an enemy who hates or threatens what is good. Now is the time when 
vio lence is necessary to prevent catastrophe. If we stay true to om righteous course, we will 
achieve victory. 

• This narrative creates and justifies the logic extremjsts use to continue espousing hatred, and 
ultimately violence by dehumanizing the Other and positioning them as an "enemy." 

One of the goals in prevention is to break down this narrative, which is something both the USG, but 
most definitely, the Community can do. 

• This narrative presents an overly simplified view that can be broken down by adding complexity 
and highlighting inconsistencies. Weakening any one of the six elements can cause the entire 
framework of tbe narrative to fall apart. 

Backgrnund: 
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,EU:MEHT;: 1 'MESSAl:>E_ . VMA~1ELEMENT DOES ' aEiaEHt' ISIHf.Cf.SSARfBECAUSE -'. 
- - - - - - - 4 -· • ~ - - - • - -- ~ • .. • - ' • - - -- - - ..... - • - - - - - • 

Decline The world has gone Interprets someone's Without Decline, the v1olent 
'Mong world as decimated or in extremist sees no need to rescue 

jeopardy. their worfd. 

Two Camps Our enemy hates us and Identifies and demonizes Without Two Camps, there is no 
all that ,sgood an enemy who is to enemy to combat. 

blame for the decline. 
and depicts those who 
resist that enemy as 
heroic. 

Crisis Point We must act now Creates a sense of panic Without Crisis Point, there is no 
that action must be taken sense that immedJate aclion is 
now to save that world, required. 
and says all one holds 
dear now hangs in the 
balanee. 

Method V,ofence 1s necessary. Provides the Without Method. there is no clearly 
appropriat~ven defined way to resist the enemy. 
heroic-way to resist. 

Danger of We must stay true Io our Prevents compromise or Without Danger of Contamination, 
Contamination course. moderation of extremist dialogue and compromise with 

views by depicting them perceived enemies is allowable to 
as treason or complfcity reach goals. 
with the enemy, or 
dangerous to the 
movement's success, the 
salvation of the world, or 
one's own soul. 

Reword We w,(I defeat our enemy Provides a motivating Without Reward. there is no goal to 
and achieve What we image of victory work toward. 
wam as a movement and or paradise for the 
as ind1v1dua/s movement or individual. 

Slide 10: Example of the Narrative (video) 

Scene Setter: For this slide, we show a video to illustrate Al-Qaeda's black and white narrative and 
how it calls.for violent action. The goal is to reinforce the points made in the previous slide by showing 
an actual example of the narrative and then discussing its key elements. A key point to emphasis is that 
these videos are in English which is meant to buttress the argument that this recruiting is coming into 
their homes and targeting their children here in the U.S. not just overseas. We also emphasize to the 
audience how easy these videos are to find onfine. We also discuss commonly-held grievances that AQ 
exploits to recruit Americans and show how violent extremist groups blur the Line between legitimate 
grievances and illegitimate violent responses to those grievances. 

Kev Points: 
The English language video was created by Al-Qa' ida to attract Westerners to their cause. It presents the 
United States as a ruthless and aggress ive enemy to be fought, and uses the words of an American 
culture icon- Malcolm X- to justify violent struggle. It is sophisticated both in its media quality as well 
as in its content. 19 

19 http://wwv, . telegraph. co. uk/aews/worldnews/al-qaeda/ I 0687163/ Al-Qaeda-unveils-new-magazine-aimed-at-Westem-j ihadis.html 
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• Released in March 2014, this is meant to be a promotional video for a new English Language 
magazine called "Resurgence'' created by Al-Qa'ida20 

• The video twists audio from a 1965 Malcolm X speech - to justifying violence including the 
-quote "talk the language that they understand" - with images of U.S. soldiers, militants, a 
purported attack on a U.S. base in Afghanistan and the Boston Marathon bombings21 

• This video represents how much of terrorist media exploits grievances, using compelling 
images, to convince audiences it is justified in using violence. 

Slide 11: Foreign Fighters: Then 

Scene Setter: In this slide. we introduce the.fact that the foreign fighter threat is not something new to 
the US, but in/act this has happened before-specifically with regards to recruiting.forAl-Shabaab. We 
provide background on this occurrence before delving into key case studies to humanize the boys who 
were tricked into joining Al-Shabaab. 21 This is the crux of the Community Awareness Briefing. It's 
st01ytelling. When looking at the homeland threat, Government sometimes talks in the abstract, X 
number of plots since 9/11, X%focusing on military attacks, etc. Those are all important numbers but 
we've found through presenting throughout the country that numbers may not resonate with 
communities. Telling a story does. At the end of the clay, this presentation is intended to make people 
aware of the threat so that (f the situation arise. they (the bystanders), may be able to intervene. The 
individuals who have joined violent extremist organizations were at some point in their life, 'reachable'. 
The Government's pr~ference is that we reach these individuals before they make a decision that they 
can't come backfrom. We want to prevent other parents,friends, husbands, wives.from 'losing' their 
Loved ones. So we tell stories of those who have left, in attempt to better contextualize and humanize a 
very complicated issue. 

Key Points: 

Minnesota Boys: Between 2007 and 2009, twenty young men, several of which are pictured here, left 
Minneapolis to fight for Al-Shabaab in Somaba, taking the Muslim community in Minnesota by 
surprise. According to various sources, at least half a dozen have been reported killed while at least ten 
have been indicted on terrorism-related charges. 

1) Mohamoud Ali Hassan: (top left) Voted ''most friendly" by graduating seniors at Roosevelt High 
School in 2006, Hassan went on to study engineering at the University of Minnesota. He would come 
home between university classes and take care of his 90 year old grandmother in their Cedar-Riverside 
apartment in Minneapolis. Known as "Bashir" to friends, Hassan left for Somalia in November 2008. 
Family members learned he was lciJLed in September 2009 in Mogadishu. 

20 http://www.wasltingtontimcs.com/ncws/2014/mar/ I 0/a 1-qaeda-launch-cngl isb-language•wcb-magazine-resu/ 
21 http://www.washingtontimes.com/news/2014/mar/1 0/al-qaeda-launch-engl ish-language-web-magazine-resu/ 
~2 DOJ Press Release, Terror Charges Unscaled in Minnesota Against Eight Defendants, Justice Department Announces, November 23. 
2009 hllp://www.lbi.gov/minneapolis/press-releases/2009/mp I 12309,htm 
DOJ Press Release, 14 Indicted for Supporting Al-Shabaab, August 5. 2010 http://www.fbi.gov/news/stories/2010/august/al-shabaab 
NYtimes, "A Call to Jihad, Answered in America", July 11, 2009 -
http://www.nytimes.com/2009t07/ 12/us/ I 2somal is. html?pagewanted""al I& _r=O 
CNN . Fami ly Learned over lnternet that Son Killed, July 24. 20 IO http://edition.cnn.com/2009/CRIME/07/24/somalia.americans/ 
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2) Mustafa Ali Salat: (top middle) A student at Harding High School in St. Paul, Salat was 17 when he 

left for Somal ia in August 2008. He was indicted in August 2009 on terror-related charges. He is 

believed to be at large. 

3) Burhan Hassan: (top right) A student at Roosevelt High School in Minneapolis, Hassan dreamed of 

becoming a doctor. He was 17 when he left for Somalia oo Nov. 4, 2008. He called his family and said 

he wanted to come home. He was shot in the head, hjs family learned of bis death by seeing a picture of 

b.is body on the internet. He was killed one day before rus Roosevelt High School classmates graduated. 

4) Abdisalan Hussein Ali: (bottom left) The Edison High School graduate attended the University of 

Minnesota, where be sold designer sneakers to help support bis family. He was 19 when he left for 

Somalia on Nov. 4, 2008. 

5) Jamal Bana: (bottom middJe) Bana studied engineering at Minneapolis Community college. He was 

the only person in his family with a driver's license. He drove his mother to work, siblings to school, 

and took care of his bed-ridden fatl1er. He was l9 when be left for Somalia in November 2008. Family 

members learned on July 11, 2009, that he was killed in Mogadishu. 

6) Troy Kastigar: (bottom right) A Muslim conve1t, Kastigar was seen at community basketball 

games and at a Minneapolis mosque where most of the other fighters worshipped. He was 27 when he 
left for Somalia in November 2008. His family was told in September 2009 that he was dead. 

Slide 12: Recent Trends 

Sce11e Setter: in this slide, we talk about foreign fighters now. We bring up the issue of teenagers 
(under 18) around the world who have left their homes- including a growing number of girls- and 
travelled to Iraq and Syria to join terrorism organizations. We 'l/ talk about their stories and the 
realities of what happened once they get there, including how some regret their decisions but are unable 
to go back home. We will also talk about the growing threat of these individuals committing acts in their 
countJy of origin; if/when they are intercepted. 

Key Points: 
List of known minors (to be read out loud for full effect as a list) 

Austria Samra 16 
Sabina 15 

Australia Abdullah 17 
Belgium Younes 13 
France Nora 15 

Sabra 17 
Soukama 15 

Gennany Sarah 15 
UK Zahra 16 

Sal.ma 16 
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us Three girls 15, 15, 17 

Austria - Samra Kesinovic, 16, and Sabina Selimovic, 15 

Samra and Sabina were two average teenage girls growing up in Austria. You would expect them doing 
average teenage things - so it might come as a surprise to learn they ran away from home in April to 
join ISIS. 

• Samra and Sabina both come from Bosnia refugee fam ilies who settled in Austria during the 
1990s. They both converted to Islam and began trying to convert their friends. 

• According to the head of their school, they were suspected to be behind vandalism incidents in 
which tables and walls had the words ' I love Al Qaeda' written on them. 

• Before they disappeared, the teens informed friends that they were headed for Syria. Soon 
thereafter, they posted images of themselves holding AK47s surrounded by armed men on social 
meclia. 

• In September, they relayed a message to loved ones that they wish to escape. However, because 
of Austria's laws, once they have left the country, even if they then changed their minds, it is 
almost impossible to get them back without serious legal repercussions. They have been warned 
they face up to five years in jail, even as minors, if they return to Vienna. 23242526 

In September, two additional girls from Vienna - ages 16 and 14- recently were nabbed trying to 
sneak out of the country and join ISIL. They were caught when the mother of a third friend who was 
supposed to go with them to Syria grew suspicious when she noticed al l the luggage her daughter had 
packed.27 

UK - Zahra and Salma HaJane, 16 (twins) 

Zahra and SaJma are sixteen year old twins who grew up in Manchester. They were planning to become 
doctors, having just finished their first year of college. In June, they disappeared overnight from their 
home.26 

• Zahra and Salma come from a fami ly often, and their parents are of Somali descent. 
• It is believed they were radicalized over the internet. 
• Zahra is believed to have been married and is active on social media, posting pictures and tweets 

that support ISIS, such as a tweet that read 'T support the executions of Syrian soldiers. It's self 
defence.' 

• Their father Ibrahim and motl1er Khadra travelled to Syria to try to bring them home, but without 
success.29 

Australia - Abdullah Elmir, 17 

23 http:/ lnypost.com/20 J 4/09/ I 0/gun-wicldi.og-austrian-teens-tri ed-to-j oin -r SIL-recrui t-otbcn;/ 
24 http://m.theatlantic.com/ iotemational/archive/2014/ 1 O/ the-teenage-fans-of-lSIL/38 1736/ 
25 http;//www.express.co. u k/uews/world/5 226 71 /J slamic-Sta te-Samra-Kes i nov ic-Sabina-Se Ii movie 
26 bttp://www.ryot.org/photos-samra-kesinovic-sabina-selimovic-lSlL-poster-girls-runaways/807773 
27 http://oypost.com/20 J 4/09/ J 0/ guo-wielding-austrian4eens-tried-to-j oin-IS IL-recruit-others/ 
28 htt-p://www.dailymail.eo.uk/news/article~27499391T he-Brilish-jihadi-bride-hell-bent-murder-whining- lost-cat-Te1Tor-twiil-tweets-fears
missing-kitten-posting-pictures-holding-AK47.html#ixzz3HSlvpAug 
2" hltp://www.dailymail.eo.uk/ncws/art icle-2749939!fhe-British-jiha<li-bride-he11-benl-murder-whining-lost-cat-TeJTor-twin-lwects-fears
m.issing-kitteu-posting-pictures,bolding-AK47.btml#ixzz3HS1vpAug 
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Seventeen year old Abdullah Elmir went to school at East Hills Boys High School in w ·estern Sydney 
and was a quiet student who liked video games. He had a job at the butcher shop. In June, Abdullah told 
his family that he was going on a fishing trip with a friend. Shortly aBerwards, he admitted to hjs famjJy 
that he was in Turkey and about to "cross the border". He was traveling with another teen, a 16 yr-old 
named Feiz, but Feiz's family intercepted him in Istanbul and convinced him to travel with him to 
Lebanon where he was counselled.JOJ132333435 

• Abdullah was the son of an Australian-born mother and Lebanese-born father and grew up in 
Western Sydney. Elmir came from a good Lebanese-Australian family who did not hold extreme 
religious views. 

• Before travelliog to tbe Middle East, Elmir had a love of theatre aod last year, w rote about 
looking forward to more great perfonuances. 

• His classmates are shocked by the video and the teen's choice, and sadden.ed by the possibility 
that he may never come home. He is unlikely to be allowed to return to Australia under the 
counhy's new anti-terrorism laws. 3637 

• Meanwhile, the father of Feiz has said that his son is now back at school and settling back into 
h is life. 38394041 

Threat from failed travel 

• Lastly, not pictured here, is the disturbing case of a 15 .. year old from France who wanted to travel to 
Syria but was intercepted by French authorities. She has since told the authorities that once her 
recrniters realized she was unlikely to be able to leave the count1y anytime soon, they began pressing 
her to strike at home against Jews. She told them sl1e had begun looking for weapons and targets. 42 

Slide 13: Example of the ISIL Narrative (video) 

J Q http://www.theaustralian.corn.au/ in-depth/terror/australian-teen-abdullah-elmir-is-new-public-face-of-islamic-state/story-fnpdbcmu-
1227097275395?nk=cde078974f2bfa3e39a77714d946e I bO 
> 1 bttp ://www.srnh.com .a u/nsw/sydoey-teen-j ihad ist-abdu I lah-elmfr-io-second-is-v ideo-as-scbool-parents-sbare-concems-20 l 41028-
I I cpsg. btrn l#ixzz3 HS5j pg:na 
32 http://www.smh.com.a u/nsw/syduey-teen-j ihad ist-abdu llah-elmir-in-second-is-video-as-school-pareots-sJiare-concerns-2014 1028-
1 I cpsg.htm1#ixzz3HS6GQgSJ 
n http://www.telegraplLco.uk/news/worldnews/islamic-stale/l I 179934/Australian-teenager-in-lsil-video-an-idiot-says-family.html 
34 http: //www.dailytelograpb.eom.au/news/nsw/bankstown-butcbcr-now-a-killer-in-waitiog-ji.hadist-abduUal1-elmir-workcd-at-a-butcher-i.o
bankstown/story-fniOcx 12-1227100409185?rtk=e7bd28a0c9ad\ 83 I 3a529f3957daedf2 
35 http://www.abc.net.au/news/2014-10~2/abdullah-clmir-friends-dcfond-sydney-teens-decision-to-join-is/5834172 
36 http;/ /www Jheaustra I ia1Lcom.au/ in-depth/terror/austra I ian-teen-a bdu I lah-e I mi r-is-new-public-face-of-is lamic-state/story-fnpdbLmu-
1227097275395?nk=cde078974 f2bfa3e39a777 l 4d946e I bO 
37 bttp://www.smJ1.eom.au/ruw/sydncy-tee11-jibadist-abdullah-elmir-ia-sccoud-is-video-as-scbool-patents-share-coucerns-20 141028-
1 I cpsg.ht1nl#ixzz3HS5jpgna 
3$ http://www.dailytelegr<1ph.com,au/news/nsw/bankstown-butcher-now-a-ki ller-in-waiting-jihadist-abdullah-elmir-worked-at-a-butcher-in
banksLown/story-foi0c.x: 12-1227100409185?nk=e7bd28a0c9ad I 83 I 3a529f3957daedf2 
39 http://www.abc.uet.au/ncws/20 J 4-10-22/abdul \ah-elmir-friends-defend-syduey-teens-decision-to-jo 111-is/58341 72 
40 htt-p://www .smh.com.au/nsw/rescue-111issio11-to-save-the-ginger-jihadi-thwarted-at- l I th-hour-20141025- 11 bn I t.html# ixzz3 K 1 Ui9PbG 
41 http://www.smh.eom.au/nsw/rescue-mission-to-save-tbe-ginger-jihadi-thwarted-at-1 I th-hour-20141025- 11 boJ I.html 
42 ht tp;//www.nytimes.com/20 I 4/ 12/02/world/europe/a-french-town-ree ls-after-teenage-gi rl -va.n ishes-app,u-ently-to-j oin-
ji hadists. httnl? _r=O 
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Sce11e Setter: in this slide, we present an !SIL propaganda video that has gone viral and features the 
Australian teenager j,--o,n the previous slide. Abdullah Elmir. The intention is to show how !SIL is 
exploiting Western youth for propaganda because they recognize how they will draw media attention. 

Key Points: 
Let's return back to the case of 17-year old Abdullah from Western Sydney. Unlike bis friend Feiz who 
was intercepted on his way to Syria, Abdullah managed to make it to Syria and within the first fotrr 
months, was featured in an lSIS propaganda video. [n it, Abdullah - identified as "Abu Khaled from 
Australia" - stands clutching an assault ri fle whi le del ivering a 90-second speech with between 70 and 
100 heavily armed fighters stand behind him. 

• He claims the group will eventually take control of the US and UK, and directs a threat to Tony 
Abbott that 1slamic State will also take its fight to Austral ian shores. 

• Since then, Abdullah bas appeared in a second video. 4344 

Background: 
Some themes to highlight that are in the video: 

• Us vs them 
• Warped rel igious overtones 
• Sense of belonging~ greater cause, heroism 
• Using foreign fighters a,S prop 

Slide 14: Attempted Travel to Syria / Iraq 

Scene Setter: In this slide, we shift to focus exclusively on JSIL and how it has become the newest 
foreign fighter problem. Using case studies of Americans who have traveled abroad, we highlight the 
similarities and d(lferences between the aforementioned Minneapolis example, and now. 

Key Points: 
• More than 150 Americans have tried to travel to Iraq and Syria to fight, along with tbousands 

from other parts of the world- teenagers, young people, those who are most vulnerable.45 

• The al-Qa'ida linked Al Nusra Front and ISlL are two of the designated tenorist organizations 
that are actively recruiting foreign fighters using the internet io Syria and lraq.46 

• They have a sophisticated, pervasive, targeted recruitment campaign online.47 

Foreign Fighters from US to Syria/Iraq: 

Note: The.following individuals are undergoing various stages ofprosecution and are allpresumed 

innocent until proven guilty. 

Abdella Ahmad Tounisi (18, Chicago, IL - US Citizen): Tounisi was charged with trying to join a 
terrorist orga:nization. According to the com.plaint, Tounisi allegedly searcJ1ed on line for the legality of 

43 http://W'.vw.abc.uet.au/ncws/20 J 4-10-2 1 /australiao-is-figbtcr-tbrcatcns-tony-abbott-in-video/5830040 
44 http://www.abc.net.au/news/2014- 10-2 1 /austTalian-is-fighter-threatens-tony-abbotl-in-video/5830040 
45 NCTC Director Matt Olsen testimony to Congress, FBl Comeypublic statements, DOJ released material support numbers 
46 NCTC Director Matt Olsen testimony to Congress, FBI Corney public statements, DOJ released material support numbers 
47 NCTC Director Matt Olsen testin10Dy ro Congress, FBI Comey public statements, DOJ released material support: numbers 
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traveling to Syria, information about travel from Chicago to Syria through Turkey, allegedly obtained a 

new passport, and, allegedly made on line contact with an individual Tounisi believed to be a recrniter 

for Jabhat al Nusrah. He also allegedly sought advice on travel from Istanbul to the Turkish city of 

Gazjantep. Tounisi purchased an airline ticket from Chicago to lstanbul and on April 18, the undercover 

employee provided Tounisi with a bus ticket for travel from Jstanbul to Gaziantep.48 

Basit Javed Sheikh (29, Raleigh, NC-Permanent Resident): Sheikh was charged with a11egedly 

attempting to provide material support and resources to Jabhat al-Nusrah. According to the complaint, 

Sheikh wanted to provide al Nusrah " logistics, media, fight too, God wi lling." Sheikh purchased a one

way ticket with a final destination of Lebanon.49 

Shannon Conley (19, Denver, CO- US Citizen): Conley was cbarged with allegedly attempting to 

provide material support to a tenorist organization. so 

Mohammad Hassan Hamdan (22, Dearborn, MJ - US Citizen): Federal agents arrested and charged a 

Detroit-area man who had intentions of traveling to the Middle East to fight Syrian rebels w ith 

Hezbollah. Mohammad, 22, of Dearborn was taken into custody at Detroit Metropolitan Airport after 

passing through security but before boarding his flight. An agent with the FBI Detroit Joint Ten-orism 

Task Force said in a criminal complaint a source recorded multiple conversations with Hamdan, in 

which he all~gedly spoke candidly about his desires and plans to assist Hezbollah in the war in Syria. 51 

Nicholas Teausant (20, Lodi, CA - US Citizen): Teausant was charged with attempting to provide 

material support to a foreign terrorist organization. According to the complaint, Teausant allegedly 

traveled to the Canadian border with the intent of continuing to travel to Syria to join the Islamic State 

oflraq and Syria. 52 

Akbar Jihad Jordan and Avin Marsalis Brown (Both 21, Raleigh, NC- US Citizens): A Federal 
criminal oon1plaint says Jordan and A vi n Mal'salis Brown allegedly had plans to kill non-Muslims in 
Syria or Yemen. The federal documents show a year's worth of conversations between the two men and 
FBI infotmants. The informant says Jordan allegedly possessed an AK-47, a bullet proof vest, swords 
and other weapons - some of which were seized from bis apartment. 5354 

Slide 15: Exploitation of the Humanitarian Crisis (Pictures) 

4~ FBI, "PBI Airests Suburban Chicago Man on Charge of Supporting Terrorism Overseas" http;//www.tbi.gov/cbicago/press
re leases/2013/ fbi -arrests-~u hurhan-chicago-man-on-charge-oi._support ing-terrorism-overseas 
49 FBI, "Individual Charged with Attempt to Provide Material Support to a Foreign Terrorist Organization" 
h tip ://www. fbi . gov I ob arl otte/prcss-releases/2013/iudi vidual-cb argcd • with-a ttern pt-to-prov, de-ma tcri a 1-suppo rt-to-a-foreigu-terrorist
organizati on 
50 http;//www.thedcnvercharu1el.com/oews/local-news/ l 9-year-old-colorado-woman-shannoo-maureen-conley-cbargcd-with-aiding
lerrorist-group-fbi-says070220J4,...._http://www.nydailynews.com/new(;/national/colo-teeo-attempted-syria-jihad-1bi-iu·tic1e-
I. I 852873#ixzz37fc53Per 
51 htl"p://www.myfoxdetroi t.com/story/24999980/detToit-area-man-accused-or-supporting-hezbollah 
52 http://www.justice.gov/usao/cae/news/docs/2014/2014 _ 03/03-1 7-l 4Teausant. html 
53 http://www.justice.gov/usao/cae/news/docs/2014/20 14_ 03/Teausant%20Complaint%20,pdf 
;,i http://ftpcootent5.worldnow.com/wncn/pdf/raid.pd f 
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Sce11e Setter: in this slide, 'rvefocus on another motivation of individuals enticed to travel to Syria/Iraq 
to fight, that of aiding in the humanitarian crisis. This crisis in Syria continues to mobilize huge swathes 
of individuals who want to take action to help the aggrieved Syrian population. 55 

Key Points: 
• Especially in the beginning when the majority of foreign fighters were going to Syria, the main 

motivator was the desire to take action again the atrocities committed by the Assad regime. 
Many individuals fe lt a sense of duty to support the Syrian opposition, which was exploited by 
vio lent extremist groups such as the Al~Nusrah Front and ISIL. 

• Now, although the mainstream Western media no longer focuses so much on the humanitarian 
crisis in Syria, the images of the atrocities being committed continues to dominate on social 
media and motivate individuals to take action.5657 

Pictures: 
• Devastation of barrel-bombing Aleppo [Reuters] 
• Zaatari, now Jordan's 4th largest city with approximately 145,000 people, according to the UN 

High Commissionerfor Refugees [UN] 
• Refugees from the Yarmouk Camp, in Syria, waiting in a line to receive essentials [Reuters} 

Slide 16: Exploitation of Thrill Seeking (Pictures) 

Scene Setter: In this slide, we focus on thrill seeking as a motivation for individuals who go abroad to 
.fight in Syria/lraq. We show how this is being pushed out through social media, especial(y through the 
phenomenon of ''seljies ,. that promote the message o.f adventure, action, and thrills in Syria/Iraq. 

Key Points: 
• Thrill seeking is a big motivator for individuals going abroad. There is growing number of 

individual who are going to Syria /Iraq looking for an adventure, to fight and be a wan"ior/hero, 
or simply to engage in violence, and do not necessarily do so for ideological reasons. This 
message of the "fun'' of fighti ng is being propagated through selfies individuals on the ground 
are sending and posting on their online accounts.58 

Slide 17: The Media as a Weapon 

Scene Setter: This slide and the picture59 it shows are meant to reinforce that terrorist organizations. 
like JS!L see media as important as actual weapons. During the next couple slides we explore this theme 
extensively.focusing on the ubiquitous nature o.fviolent extremist propaganda and information online. 
We talk about sophisticated strategy and techniques used by these groups to rapidly expand the reach of 
their messages through common social media sites. messaging groups, common hashtags and other 
specf{t.c techniques of dissemination- taking advantage of young people's reliance on the Internet.for 

55 These are the various themes identified in DOJ Indictments and Crimi.nal complaints of HVEs ( Harrornt, Sheikh, t'ounsii , Teausant) who 
attempte<I or did travel to Syria/Iraq. 
56 http://apps.washingtnnpost.com/g/page/world/ timeline-unres!-in-syria/207/ 
51 hllp:llwww.Ch/7.com/2014/01/20/wo!"/dlsyriu-torture-photos-amanpour/l ndex.h 1ml ?sr= 1wO I 20 J 4syria2p 
~R hti-p;//www. vice,com/en _ uk/read/syrian-jihatlist-sel fies-tell-us-a-lot-about-their-war 
; 9 h.ttp;//chechcleat.tumblr.corn/ 
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information and socialization. We also discuss how groups use the same means of communication to 
distribute advice and guidance for travel. bomb recipes, and other operational and tactical details. This 
demonstrates that the online environment goes beyond rhetoric and into actual facilitation and 
operational activities. The m.ost important part of this section is to demonstrate how easy it is, though 
simple searches and common internet practices, to be drawn in to the world of the extremist narrative. 

Key Points: 
Democratization of social media 
• Recently there has been a marked shift in online recruitment and radicalization. Previously, terrorist 

web sites were primarily restricted from the general public. A l-Qa'ida propaganda was limited to 
select web forums and pre-approved web videos. As a result, a potential recruit had to search out and 
befriend members of radical formns in order to be accepted and subsequently gain access to the full 
functionality of the sites. 

• Today, however, with the populmization of social networking sites, individuals who are becoming 
radicalized have the ability to find like-minded individuals more easily. In addition> these social 
networking sites allow for a level of interaction and information sharing that was not feasible even a 
few years ago. 

• Incendiary materials - including videos and lectures - are incteasingly found not only on obscure 
web sites but also on some of the most widely accessed sites in the world- including Twitter, 
Facebook, and You Tube. The result has been a pronounced increase in the volume of extremist 
material online, and a corresponding increase in the number of individuals who are viewing this 
material. 60 

Slide 18: ISIL: Evolution of Messaging 

Sce1te Setter: In this slide, we transition to focus on JS!Lfor the rest of the presentation. We highlight 
the main similarities and d(fj'erences between theAQ and !SIL narrativeslworldviews and use of 
media. We want to convey why ]SIL 's specific message and use of social media is more cornpelling to an 
even wider breadth ofaudiences than ewm Al-Qa 'ida was. 

Key Points: 
• Al-Qa'ida and its affiliates such as Al-Shabaab bad compelling narratives and were packaging 

their beliefs using innovative uses of media and English language. At the time, they were cutting 
edge. 

• However, in some ways, ISIL' s narrative is even more compelling. They exploit new grievances, 
especia11y those held by younger Sunni audiences, and contain different strategic objectives. 
They urge individuals of all backgrounds- including increasing females--to come be a part of a 
larger cause, which we assess is attractive to US-based violent extremists, who often seek 
belonging, validation, identity, or a sense of pmpose.61 

• 0 U.S. Senate Homeland Security and Govommental Affairs Committee. Zachary Chesser: A Case Smdy in Online Islamist Radicalization 
and Its Meaning for rhe Threat of Homt:grown Te1T01ism 
v.ww.l1sgac.senate.gov/imo/media/doc/CHESSER%20FINAL%20REPORT(1 )2.pdf 
~1 "What are ISi L ·s Narrntives and how do they dive.-ge from al-Qaeda?" Monitor 360. November 12.2014. http://monilor-
360.com/blog/wbat-are-isils-narratives-and-bow-do-tbey-diverge-from-al-qaeda/ 
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• They have also used social media to a much more sophisticated degree than Al-Qa' ida ever has, 
including more diversified platforms and the use of crowd-sourced propaganda.62 

Background 
Main themes ofISIL's Narrative and how they differ from Al-Qa' ida: 63 

• "Fighting the Enemy at Home;' - identifies the primary enemy of pious Sunni Muslims as 
incumbent Arab regimes, such as Saudi Arabia, Jordan, the United Arab Emirates, and Egypt. In 
their perception, all regimes- whether Sunni or Shia- are considered apostate and fair targets for 
mi)jtary action. 

• "Fighting the Far Enemy" - identifies Western powers, such as the United States and the 
European Union, as villains that oppress Muslims worldwide. From a tactical perspective, however, 
experts ooted that this narrative is primarily used by ISJL as a rhetorical instrument-potentially to 
boost recruitment- and that the primary targets of its cutTent military aggression are regional rulers. 

• "Glorifying the Caliphate" - dep icts current tenitory held by Islamic State fighters as an Islamic 
Caliphate. This narrative differentiates ISfL from other violent extremist groups, such as al-Qaeda, 
which never aimed to establish a caliphate immediately. Most groups have been conflicted on its 
necessity. This narrative leverages feelings of economic disenfranchisement and social exclusion of 
Muslim communities in the West to promote the caliphate as a place where they have a purpose and 
are part of a broader transnational movement. This narrative appears to be much more effective in 
driving recruitment than, for example, al-Qaeda's call for suicide bombers. 

• "Determining Who is a Real Muslim" - 1S1L advances the notion that its caliph, Abu Bakr AI
Baghdadi, has vast religious authority and can decide who is a Muslim. Those with ISIL are 
Muslims and those against are considered kafir, or non-believers, and therefore subject to a variety 
of penalties, even death. 

Slide 19: ISIL's Use of Social Media 

Scene Setter: This slide provides an overview of how JSIL uses social media to propagate their 
message. 

Key Points: 
The use of social media by violent extremists has intensified in the past year with the rise of ISIL. TSIL 
has a keen sense of how to attract their target demographics, keep them engaged, and spread their 
messaging and news via social media to l1ighly interested individuals.64656667 

62 bttp://www.telegraph.eo.uk/news/uknews/defence/11208796/How-social-media-is-helping-Isl,m1ic-State-to-spread-it~poison.btml 

64 International Centre for tbe Study ofRadicalfsm. http://icsr.infoi2014/04/icsr-Insigbt-inspires-syrian,foreign-fighters/ 
65 hll'p://thelede.blogs.nytimes.com/20l4/01/29/a-dutch-j ihadist-in-syria-speaks-and-
blogs/? _php=true& _ type=blogs& _php=true& _ type=blogs& _r-1 
66 EUR20 14041645611269 London BBC Online in English 15 Apr 14 Middle East 
67 http :/l,vwvv. theallantic.com/tnte111ational/arch ive/20 14/06/1 SIS-i raq-twi tter-soci a J-media-strategy/3 72856/ 
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• Official media: the ISIS official media account, which publishes all its video releases, ISIS 
province accounts, which publish live feed info and pictures, the ISIS mujahideen accounts, 
where fighters talk about tlH~ir experience and daily life, and ISIS supporters, who counter 
Western, Shia, and tyrants' propaganda and lies," says ISIS supporter. "Social media is good for 
building a network of connections and recruitment," he added. "Fighters talk about experiences 
in battle and encourage people to rise, and supporters defend and translate ISIS statements." This 
approach-- a controlled central message, but a diversity of voices - seems to have worked well. 

• Crowd sourced/ DIY: For the first time ever, foreign fighters are using social media to 
document their activities in real time. The official Twitter accounts of FTOs are less impo11ant as 
sources of info than "disseminator accounts" run by sympathetic ioctiv iduals who lend moral and 
political support to those involved in the conflict. These accounts spread real-time information 
from the battlefield, publish links to new videos and official statements, and share photographs 
of battles, equipment and meetings. 

• Variety of platforms: There are question-and-answer sessions, chats, pictures and videos on 
Twitter®, Facebook®, Tumblr®, AskFM®, and apps such as Whatsapp® and Kik®. 

• Selfies: Youngsters post pictures of themselves in the desert or in hotel courtyards in Syria, in 
shades, brandishing Kalashnikovs and inviting friends to join them. 

• English language: ISIL posted its first English-language violent extremist messaging on 
Twitter® in October and November 2013; these were simple posters and graphics showing TSlL 
fighters with quotes emphasizing the ''virtues" of seeking martyrdom. Since then, its Englis·h 
language content has proliferated. 

• Hash tag campaigns: Following the start of US mihtary air strikes last month, ISJL supporters 
launched a Twitter® campaign threatening retaliation against the Homeland and US interests 
overseas. Thousands of tweets in support ofISIL appeared on Twitter® in both English and 
Arabic in response to the US bombing campaign. When ISIS fighters stormed Mosul and the 
ISLL supporters put out almost 40,000 tweets in one day. Several featured original and creative 
use of graphics- including a photo of the ISIL fl ag in front of the White House- and images 
depicting desecration of US monuments and landmarks. 

Slide 20: ''Dawn of Glad Tidings" App 

Scene Setter: This slide is meant to emphasize the innovative way !SIL is using social media to create 
hype online and build up its image. 

Key Points: 
Proliferation of popularity 
Back in August, a study found 27,000 Twitter accounts that mentioned [SIL positively. They aJso found 
[SlL had succeeded in creating hype - a total of 700,000 accounts discussed the terrorist group. One 
way they create such a huge amount of online activity is through the use of bots, or automatic programs 
that create tweets, as well as apps. 68 

• ISIL has created an app caJled ''The Dawn of Glad Tidings," or "The Dawn," for short. Users of 
the app consent to allowing ISIS to post to their social-media accounts. To avoid Twitter' s® 

0~ http://tecbcruncb.com/2014/ 1 0/ 15/ isis-tactics-iJlusrrate-soc [al-med ias-new-place-in,modern ,war/ 
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spam-detection algorithms, the app even spaces out its posts. This allows a proliferation of 
postings online in support ofISIL that make it seem as though more people support it than 
actually do. 

• Twitter® has tried to counter ISIS, suspending more than 1,000 accounts it suspected of terrorist 
links. But that hasn't been too successful; because the ISIS propaganda arm isn't rigorously 
structured, it can be very flexible. When one account gets shut down, another is immediately 
created, and ISIL uses other guys to promote the new account.()9 

Slide 21: Operational Instructions Online 

Scene Setter: This slide is meant to highlight the ease of getting travel/operational info on how to get to 
Iraq and Syria. Operational instructions are available onfine and in English. It's important to relay to 
the audience that !SIL and its supporters are actively trying to recruit our youth to join their cause. The 
bar.for a youth to understand how to get to a conflict zone is much lower than in previous years. it is 
also increasingly interactive process, which is not just one~sided. 

Key Points: 
One of the chief concerns regarding fighters travelling to Sytia is the ease of which they can get there. 
Unlike perhaps some other countries that have had fore ign fighters, entry into Syria has been made 
easier due to the unrest in Iraq and the numerous facilitators in Turkey. 70 Another big driver bas been the 
dissemination of travel and operational instructions online. 71 

• Blog showing operational insh·uctions for how to get through Turkish security and answer their 
questions, how to look inconspicuous, how to cross into Syria by foot, what to pack to remain 
unsuspicious and also be prepared to fight, how to get in shape before the journey, etc. 

• Also provides quotes from 1·eligious texts to justify fighting. 
• Also says that 1SlL, unlike Al Qaeda, is not a terrorist group, but rather a group figh ting for an 

lslarnic caliphate. 

Slide 22: Ask FM (picture) 

Scene Setter: This slide is meant to show ease of talldng to someone on ground, show ease o.fgetting 
travel/operational info. 

Key Points: 
Ex's of postings on Ask.fm72 

• Is it possible to do jihad half a year?" asks one would-be recruit, apparently seeking to join a 
rebel b'TOup in Syria on a sholi-stay basis. The question is directed at a man on the Ask.fm 
website who describes himself as "a stranger currently fighting in Syria." He advises that it is 

1
'9 http://techcruncb.com/20J 4/1 0/1 5/ is is-tactics-il lustratc-social-mcdias-new-place·io-modem-war/ 
70 Soufan Group, http://soufangroup.com/wp-content/uploa<ls/20l4/06/TSG-Foreign-Fighters-in-Syria.pdf 
1 1 http://www.chron.com/news/houston-texasfhouston/article/FBl-Te1Tor-p lot-suspect- planned-mosque-a tlack-to-536772 2.php 
' 2 ' 'The Facebook jihadis seeking action in Syria," by Ewen MacAs kill and Leila Haddou The Guardian, 
http://www. theguard ian.com/world/2014/apr/ 15/ facebook-j iha<l is-action-syria-lerror 
Guardian article links to tbe askfm site. bttp://ask.fm/Fulan2weel 
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still possible to cross the border from Turkey "but tougher than earlier". He deals, too, witJ1 a 
proposal of maniage, saying he is not looking for a wife. 

• Other questioners seek advice on bow easy it is to cross the border into Sy1ia from Turkey and 
the best way to persuade parents to allow them to go. 

• They also want to know: "How much is a Glock pistol?" "W11ich is the best rebel group to join?" 
"Is there training injujitsu?" 

• One of the key questions is his motivation. "What keeps you motivated to fight and go on?" 
Referring to barrel bombs widely used in Syria, he replies: "When you see a little girl killed by 
bruTels or an old man crying cuz his house was bombed." 

Slide 23: Moner Mohammad Abusalha (USPER) 

Scene Setter: We discuss Moner Mohammad Abusaiha (USP ER) who at 22, became the.first American 
to be a suicide bomber in Syria. We discuss the progression from adolescent angst, identity issues, and 
loss of his previous social network to his e>.posure to extremist propaganda, talk about Syria, and 
eventual travel and death as a suicide bomber. Three key themes pervade the discussion. First, that 
Moner ·s situation and development as a young person made him exploitable by unscrupulous 
recruiters. Second, we emphasize that there were severalpointr, along his path from conji,sed teen to 
suicide bomber where he could have been diverted from the process. Third, al-Nusrah used his short lff'e 
and death as a propaganda tool to recruit more youth. 

Key Points: 
Moner Abu-u-Salla "Mo" 7374 

• Grew up in Vero Beach, FL, outside Miami i11 a gated-community. 
• Went to Sebastian River HS and played basketball, where his teammates described him as "funny" 

and "outgoing". 
• His Facebook® page stated he liked basketball, football, the Miami Heat, and Eggo waffles. 
• His morn worked with him to get him through high school. 
• He told bis family he was traveling to Jordan to study nursing. 
• A video of him was later released online which showed him blowing up 16 tons of explosives at a 

regime checkpoint, killing a number of soldiers. 
• His video was used for recruitment, spec ifical ly targeting English speakers. 

Slide 24: Moner's Last Words (video) 

Scene Setter: In this slide we show Moner 's video to highlight, using his own words, why he went to 
Syria to join !SIL. The intention is to emphasize how normal he seems - he talks about his time back in 
Florida and living in the suburbs - and humanize him by including him crying when talking about his 
mom. 

Key Points: 
Here are clips from a video of American c itizen Moner discussing why he left America and joined a 
terrorist group.75 

B http;//www.nytimes.com/20 14/06/04/Lts/friemls-o f-moner-mohammad-abusalha-sa w-no-i ndicati ons. htm I'?_ r=O 
74 http: //www.nytimes.com/2014/06/01/us/Moner-Mohammad-AbosaLharVero-Beacb-Florida-Syria.btmL 
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Slide 25: How does this happen? 

Scene Setter: At this point in the briefing, we remind the group that we came seeking their help to solve 
a problem that was threatening their children. We revisit the stages of the previously discussed case(s) 
and ask, "What could have been done at this point?" We try to get the audience to offer potential 
solutions or discuss their thought on how to address the problem. If the discussion begins to lag, we 
offer examples of intervention programs being piloted by American Muslim groups (which demonstrate 
some possible approaches to fill the space between parenting and law enforcement where the possibility 
of successful intervention is the highest. 

Key Points: 
In his martyrdom video just prior to his suicide operation, Moner described the US as no place for a 
Muslim and never a place for him, and state he felt at home with other foreign fighters fighting in Syria 
for ISIL. How did this happen? And what, if anything, could have prevented this?76 

Let's go through his trajectory, from the time he was a young angsty teenager, like any other kid, 
growing up in Florida, to the point where he decided to travel to Syria and join ISIL. In that timeframe, 
he showcased numerous vulnerabilities that could have been addressed by a variety of peers, authority 
figures, school counselors, and others. 

I) Adolescent Angst: He was a normal teen , who liked p laying basketball and video games. He also 
experienced normal adolescent angst, all pretty nonnal developmental challenges for teenagers. This is 
usually a time when all teens experience a heightened drive for a distinct identity, meaning, adventure, 
and belonging. If not addressed, they can increase one's vulnerability to violent extremism as a possible 
solution to these questions. 

• Ask the audience to brainstonn what kind of intervention, and who, could have stepped in here 
(Ex. exposure to positive role models, access to civic engagement groups, positive peer groups 
and social activities, sports)7778 

2) Identity Issues: Moner was a second generation immigrant, born in Florida to a Palestinian father 
from Jordan and an American mother who converted. Immigrants are particularly susceptible to 
recruitment probably because of their heightened struggle with identity issues, integration, and feelings 
of exclusion and marginalization. He was once thrown out of school for fighting, spurred on by kids 
making f1m of his mother's hijab. It appears Moner tried to fit in, but eventually grew tired of life in 
America and started to want to live -in an Arabic-speaking country. 

• Ask the audience to brainstorm what kind of intervention, and who, could have stepped in here 
(Ex. Peers, positive role models, school counseling, civic engagement)79 

' 5 http://www.nytimes.com/video/world/middleeast/ l 00000003029549/video-of-us-bomber-moner-mobammad-abusalha-in-syria.htntl 
1• http://W'.w,•. uytimcs.coru/video/world/mjddleeast/ I 00000003029549/video-of~us-bomber-moner-ruohammad-ab,,salha- in-syria. him l 
77 htq1://www.nytimes.com/20 14/06/04/us/friends-o f-moner-mohammad-abusalha-saw-no-in<lications. hhnl? _r-0 
78 http://www.nytimes.com/2014/06/01/us/Moner-Mohammad-Abusalha-Vero-Beach-Plorida-Syria.html 
;<i hi tp://www. nyti mes,com/20 14/06/04/us/friends-o f-moner-mohammad-abusalha-sa w-no-i n<licali ons. him I?_ r=O and 
llttp://www.businessiosider.com/an-americau-su icde-bomber-descrlbes-b is-joumey-to-syria-2014-8 
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3) Loss of old social network: Moner dropped out of high school dming his junior year and lost touch 
with school social groups and friends. He also couldn't hold a job. His mother kept forcing him to go 
back to school, but he kept dropping out again. 

• Ask the audience to brainstorm what kind of intervention, and who, could have stepped in here 
(Ex. parents, teacher, school counselor, peers )80 

4) Exposure to extremist propaganda: He moved in to live with a new friend, who held extremist 
views, During this t ime, friends say he also dramatically changed his dress and behavior, becomit1g 
more conservative. He also started watching extremist videos by Awlaki and others with his friend 
online. 

• Ask the audience to brainstorm w bat kind ofintervention , and who, could have stepped in here 
(Ex. parents, brother, religious cleric)81 

5) Talk about Syria: Moner talked about what was going on in Syria with his family and friends. He 
was always reading on the latest news, very engrossed on social media. He watched a lot of videos of 
the atrocities in Syria and expressed sympathy for the victims of the Assad regime. 

• Ask the audience to brainstorm what kind of intervention, and who, could have stepped in here 
(Ex. parents, positive role model, friends, religious cleric)82 

Shortly thereafter, Moner left for Syria. He became the first American to be a suicide bomber in Syria. 
He was 22.83 

Slide 26: Community Responses 

Scene Setter: For this section we discuss some of the ways communities are organizing prevention 
programs in the hopes of stopping youth like Maner ji·om radicalizing to violence. The article pictured 
describes the efforts in Minneapolis of Law enforcement and communities who have come together to 
create intervention programs. 

Kev Points: 
We can learn from intervention approaches in other situations, such as gang prevention. CVE 
intervention aims to use the same principles and we can make real progress by adapting the kinds of 
programs we are using in non-counterterrorism areas for our needs. Some examples of successful 
programs include: 

• Montgomery County, MD, where communi ties and law enforcement are collaborating to bring 
together faith-based leaders, as well as education and mental health officials to help at-risk 
youth. 

80 http://www.nytimes.com/2014/06/04/us/frioods-of-moner-mohammad-a busa lba-saw-110-1 ndicatious. html?_ r=O 
~1 http://www. ,vash ingtonpost. com/world/national-security/american-snicide-bomber-in-syria-raises-fears-for-us/20 l 4/06/02/30a6ab8a
ea82,- l J e3-93d2-edd4be l f5d9e _sto1y.btml and http://w,'l'w.ibtirnes.comimoner-mobammad-abu-salha-american-suicide-bo111ber-says-he
was-being-watcbed-fhi-us- I 6 7 I 912 
aod http://www.businessinsider.com/an-amcrican-suicde-bomber-describes-his-joumey-to•syria-2014-8 
and http://www.businessinsider.com/heres-what-made-4-americans-become-j i hadists-2014-9 
82 http://www. busi nessinsider. com/an-arnerican-suicde-bomber-describes-his-jou mey-to-syria-2014-8 
and http://www. nytimes.corn/20 I 4/06/ I 5/world/m iddleeast/fea r-of-trend-c1 Iler-bombing-by-a-us-man. h tm I 
• l h.1tp://www.nytimes.com/2014/06/04/us/frtends-of-moner,1nohammad-abusalba-saw-no-indicatio11s.hnnl?_r=O 
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Community Awareness Briefing: Foreign Fighter Focus 

• A lso, the Muslim Public Affairs Council released their Safe Spaces Initiative, which is 
essentially a guide for community centers on how to deal with violent extremism in their 
communities using a phased approach of prevention, intervention, and ejection. 

Slide 27: What can you do? 

Scene Setter: For this section we discuss the recently completed study on the role of bystanders (family, 
peers. authority figures, and strangers) in the process of intervention. We place particular emphasis on 
the high percentages of those who were in a position to see something. Our goal is to demonstrate the 
importance of those who are most likely to see behavior that indicates the beginnings ofa problem, and 
their opportunity to help. We stress that by the time a youth makes it to the point where his behavior 
attracts the attention of government or law enforcement, he/she is often too far go in their radicalization 
to violence process to be easily dissuaded. We emphasize the opportunities of communities to protect 
their children. We acknowledge the cornmunity's reluctance to involve law enforcement or ''official" 
channels stressing that the most effective intervention may come.from the community~led networks, or 
other iriformal nenvorks of parents, schools and communities to solve these problems before young 
people approach the Line of criminal activity. 

23 
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This handbook was funded under the Kanishka Project 

Contribution Program - a multi-year investment in research on 
pressing questions for Canada on terrorism and counter-terrorism 
- sponsored by the Government of Canada. 

The Kanishka Project's primary focus is on research 1 but it also 
supports other activities necessary to build knowledge and create 

a network of researchers and students that spans disciplines and 
universities. The research funded by the project will improve 
Canada's ability to counter terrorism and violent extremism at 
home and abroad. 
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INTRODUCTION 

Overview: This chapter Will familiarise readers with the purpose 

of the handbook. It first discusses the aim of the project and the 

methodology employed, atid then provides instructions on using 

the handbook. 

Aim of the Handbook 

IN 2013, the Royal United Services Institute for Defence and 
Security Studies (RUSI) was awarded a grant under the Kanishka 

Project to develop a handbook for monitoring and evaluating 

counter violent extremism {CVE) policies and programmes. 
The aim of this handbook is to support CVE policy-makers and 
practitioners (those who design, manage and evaluate CVE 

programmes), by providing them with key terms regarding 
violent extremism and radicalisation, describing the purpose of 

evaluation, and providing examples of key methodologies they 
can employ to conduct monitoring and evaluation (M&E) in 
this emerging policy field. The handbook will enable readers to 
understand why, when and how to conduct an evaluation of a 
CVE policy, programme or project. 

Policy-makers and practitioners understand there is a need 
to reach beyond security and intelligence measures to tackle 

the threat posed by Violent extremism. Such an approach can be 
complemented with policies and initiatives focused on responding 
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to the ideological challenge of terrorism; stopping people from 

being drawn into terrorism; and workfng with institutions and 
communities where individuals are at risk of radicalisation to 
violence. CVE programmes in the preventive space offer the 

potential to reduce the risk of increasing numbers of individuals 
resorting to violence and of creating harm within communities. 

As an emerging policy field and a sensitive area for government 
action, CVE activities are widely scrutinised by parliaments, civil
society organisations and the media. The reason for this scrutiny~ 
according to the widespread view we heard from practitioners 
in the course of our research, is that it is extremely difficult to 

demonstrate success in CVE. Good M&E systems are crucial 
in order for CVE programmes to be implemented effectively, 
to ensure accountability, and to enhance the effectiveness of 

successor programmes. In particular, some governments have 
struggled to justify public money being spent on CVE or to make 
informed investment decisions based on the demonstrable 
success or failure of CVE programmes. Our research for this 

project (of which this handbook is the key output) highlights the 
lack of work undertaken to evaluate CVE programming. 

To date, very few evaluations of the effectiveness and impact 

of CVE policies and programmes have been conducted either 
domestically or overseas. Even fewer have been made publicly 
available. This lack of activity is emphasised as it demonstrates 

that the current baseline of M&E activity across the Global 
Counterterrorism Forum (GCTF) is low. There are only a handful 
of examples in the public domain of CVE activities with M&E 
components-the majority of which are featured in this handbook. 

To this end, the handbook is designed as an introduction to this 
policy area, and it describes the benefits of evaluation. 

The handbook ls one ofa number of initiatives the Government 
of Canada is supporting as part of its role within the GCTF, which 
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is an informal, multilateral platform that supports the United 

Nations Global Counter-Terrorism Strategy worldwide. Within 
the GCTF's Working Group on CVE, the Government of Canada 
leads the 'Measurement and Evaluation' workstream, and as part 

of this work it is developing a compendium of good practices and 
lessons learned on CVE programme metrics and evaluations to be 

shared with t he GCTF on completion. 
The handbook examines the latest literature on useful 

practices in M&E, reflects current thinking in those governments 
conducting eva luation exercises, and provides a set of basic tools 
for policy-makers and practitioners working on CVE. 

How to Use this Handbook 

The handbook provides readers with guidance on different 
aspects of undertaking M&E in CVE programming for the 
purpose of measuring effectiveness and impact. It outlines the 
key frameworks that will help policy-makers and practitioners 
understand the context in which M&E takes place, and thetheories 

and frameworks employed to support specific M&E activities. The 
document also explains t he methodologies readers can use when 
monitoring and/or evaluating a policy area, programme of work 

or specific project. 
The content is divided into short chapters to assist readers in 

addressing a particular issue. For example, those who are unsure 
of the development of the CVE field and the main issues within 
it may wish to consult Chapter I. Those who wish to understand 
how evaluation has been used in other relevant fields and to look 
for crossovers with their own work can read Chapter IV. 

Chapter I provides an overview of the issue of violent 
extremism and discusses the key terms of 'radicalisation' and 

'countering violent extremism'. It is not meant to denote the 
extensive research agenda in terrorism studies but rather to 
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provide information regarding context, definitions and useful 

practices in different countries. 
Chapter II describes the concept and basic tenets of evaluation 

in order to familiarise readers with the basics of M&E. It describes 

the purpose of evaluation in the public sector, and particularly 
CVE. Key chal lenges relating to evaluation are highlighted by 

CVE experts from around the world. Finally, the chapter outlines 
practical issues surrounding the application of evaluation in the 

CVE field. 
Chapter Ill outlines key evaluation types, tools and technologies 

to support policy-makers and practitioners with a baseline 

understanding of what can help them in their work. The types 
put forward reflect key evaluation terms prevalent in the public 
sector and which practitioners may wish to consider. The list of 

tools proposed is not exhaustive, but represents a starting point. 
The technologies suggested are also promising avenues to pursue. 

Chapter IV addresses what can be learned about evaluation 
from four other social-policy fields: crime prevention, gang 

prevention, overseas development and peacebuilding projects. 
One of the most useful areas to examine for comparative purposes 
in CVE evaluation is crime prevention, given that both sectors 
focus on 'Prevent' activities, typically involve community-based 
initiatives, and encounter similar challenges in carrying out M&E. 

While there are important differences between CVE and crime 
prevention, useful lessons can be applied from the broad body 
of existing literature on M&E for crime-prevention programmes. 

Chapter V outlines some of the CVE initiatives implemented 
in different countries, and the M&E lessons that can be learned 

from these programmes. Although most countries' CVE efforts 
are in their early stages, there are notable instances of both 

shortcomings and good practice that can be applied to future CVE 
initiatives elsewhere. 
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Some Key Terms Related to CVE 

These are some key terms used throughout this handbook that 

readers should be familiar with: 

• Impact: the measurable effect a programme has on its target 

audience, to help assess an Intervention's success; can be 

qualitative or quantitative. 

• Effectiveness: the extent to which a CVE programme's objectives 

were achieved. 

• Monitoring: the capturing of data throughout the cycle of a 

programme as a means of indicating how well a programme is 

performing. 

• Evaluation: the methodological assessment of a process in order 

to gauge its value towards a certain cause or aim. 

• Outputs: the direct and measurable products of a program's 

activities or services, often expressed in terms of units (hours, 

number of people or completed actions). 

• Outcomes: the results or impact of these activities or services, 

often expressed in terms of an increase in understanding, and 

improvements in desired behaviors or attitudes of participants. 

Methodology 

The project team applied a structured methodology broken down 
into three phases to achieve both granular analysis and high

level findings regarding the use of evaluation in CVE policy and 
practice. The broad aims of the methodology were to collect data 
to enhance the team's understanding of CVE, identify key debates 

on M&E and explore specific approaches to evaluation in CVE. 
The research team gathered evidence through three phases: 

• A workshop of key GCTF stakeholders (March 2013) 
• A rapid evidence assessment (REA) (March-October 2013) 
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• Structured bilateral engagement with a range of international 

subject-matter experts in CVE and evaluation fields (May
November 2013). 

Phase 1: Workshop of Key GCTF Stakeholders 
Working with Public Safety Canada, the research team identified 

fifty experts, policy-makers and practitioners in GCTF countries 
with an interest and expertise in applying evaluation methods to 

the CVE policy area or analogous fields. 
The workshop enabled the research team to ach ieve multiple 

aims: enhance their understanding of the main issues in CVE; open 

up avenues of enquiry as to lessons from related social-policy 
areas; identify the needs of policy-makers and practitioners; and 
validate the purpose of the handbook in outlining basic guidance 
on CVE and offering examples of evaluation models that had 
been, or cou ld be, applied to this field. 

Phase 2: REA to Scope the Evaluation Approaches and Methods 

Used 

The project team also initiated an REA to scope M&E in the CVE 
field. The REA focused on answeting the overarching question: 

what are the key terms in CVE and what evaluation techniques 
are or could be applied to the field? The methodology consisted 
of a rigorous and systematic search and review of the literature. 

The evidence collation involved an examination of existing 
research, including academic journals and reports by governments 
and non-governmental organisations {NGOs}, which allowed 
us to extract information on evaluation approaches in CVE and 

analogol!S social policy fields. The research team selected GCTF 
governments' information portals as key sources because of their 

comprehensive scope, relevance and usability in outlining CVE 
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policy- in concert with a targeted search of relevant websites (of 

overseas development NGOs, for example). 

Phase 3: Structured Bilateral Engagement with a Range of 

International Subject-Matter Experts 
The team engaged subject-matter experts to identify current 
developments in pol icy formulation and practice, and the 

key issues facing practitioners in the CVE field. These experts 
were chosen following dialogue with GCTF member states' 
government departments, NGOs and law-enforcement agencies. 
These engagements consisted of semi-structured interviews and 
the application of a consistent set of questions to interviewees. 

In some cases a dialogue ensued, which further enriched the 
evidence base. 

The interviews allowed us to focus our review of the literature 
on CVE through the identification of guidance that may not have 
been publicly available. They were also instrumental in helping us 
better understand the specificities of CVE evaluation, as well as 

similarities and differences in relation to other fields of social policy. 
M&E in any area of government is a chal lenge. In countering 

violent extremism it is also highly sensitive and at the embryonic 
stage. As CVE evolves, so too will the way we evaluate success 
and failure in policy, programming and individual projects. 
This handbook should be treated as a guide for policy-makers 

and practitioners as they weave their way through this maze 
of complexity. There are many pitfalls along the way. Rarely is 
something as straightforward as it first seems. This handbook will 
not solve the inherent challenge of demonstrating the impact of 

a specific initiative, but lt will answer many of the questions that 
are frequently raised when conducting such crucial work at home 

and abroad. 
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Introduction: Key Points 

• Effective CVE programmes offer the potential to reduce the risk 

of individuals resorting to violence. 

• Monitoring and evaluating these programmes is vital in 

order to demonstrate t he impact and effectiveness of CVE 

activities (helping to justify the allocation of resources to CVE 

programmes). 

• Very few evaluations of CVE policies and programmes have ever 

been conducted. 

• This handbook provides readers with guidance on the purpose 

and principles of evaluation, types of evaluation and lessons 

learned from other fields. 

• These lessons learned will highlight key issues that policy-makers 

and practitioners need to take into consideration, and enable 

readers to choose the most appropriate M&E methodology for 

their programme. 
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I. VIOLENT EXTREMISM AND 
RADICALISATION 

Overview: This chapter provides an overview of violent extremism 

and discusses key terms such as 'radicalisation', 'radicalisation to 

violence' and 'countering violent extremism'. It does not summarise 

the extensive research agenda in terrorism studies, but provides 

background information on context, definitions and debates. The 

chapter identifies the challenges of M&E in an area of policy that 

remains ill-defined. 

1.1 Violent Extremism 

The terrorist threats we face today are more diverse than before, 
dispersed across a wider geographical area, and often emanate 
from countries without effective governance.1 The GCTF;s 
framework document states that 'the growing list of victims of 
terrorism and their fami lies' acts as a reminder of the terrible toll 

of terrorism in terms of human lives.' 
Left unchecked, terrorism can spread fear and alarm, and 

increase social tensions. Continual terrorist attacks (both 
successfu l and attempted) demonstrate the global and 

1. Office of the Coordinator for Counterterrorism, 'Global Counterterrorism 

Forum Political Declaration', US Department of State, 22 September 2011, 

<http://www.state.gov/j/ct/rls/other/gctf/173353.htm>, accessed 20 May 

2014. 
2. Ibid. 
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increasingly geographically diverse terrorist threat that confronts 

all societies. Terrorism can originate from far-left and far-right 
extremist groups, lone actors,1 and nationalist and separatist 
entities. Today, Al-Qa'ida, its affiliates and those groups inspired 

by its ideology, pose the greatest terrorist threat. What these 
groups and individuals share is a desire to attract and recruit 

supporters and participants to their cause. 
In assessing drivers of and pathways to violent radicalisation, 

the Hne between extremism and terrorism is often blurred. 
Terrorist groups of all kinds very often draw on ideologies which 
have been developed, disseminated and popularised by extremist 

organisations that appear to be non-violent (such as groups that 
neither use violence nor specifically and openly endorse its use 
by others).4 

The term 'radicalisation' is used widely, but a consensus on its 
definition and drivers has yet to be achieved and past research has 
proved of little explanatory value.5 Following the terrorist attacks 
in Madrid (2004) and London (2005), politicians and policy-makers 
began to use the term 'radicalisation' or 'violent radicalisation' to 

describe the attitudes and/or behaviours of predominantly young 
individuals who subscribe to extreme violent beliefs. 

3. The term ' lone actor' is potentially misleading, as there is expert consensus 

that the radicalisation process always involves another person with some 

influence over the individual in question. It is generally agreed that 'self

radicalisation' is a relatively rare phenomenon and that individuals are 
usually radicalised by an external agent - whether in person or through 

Internet sources. 

4. HM Government, Prevent Strategy, Cm 8092 (London: The Stationery 

Office, June 2011). 

5. Alex P Schmid, 'Radicalisation, De-Radicalisation, Counter-Radicalisation: 

A Conceptual Discussion and Literature Review', International Centre for 

Counter-Terrorism, The Hague, March 2013. 
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A respected academic notes that violent radicalisation 'has 

become a political shibboleth despite its lack of precislon'.6 

'Radicalisation' remains a highly contested term; although widely 
understood as a process, it is context-dependent with no single 
agreed definition of what constitutes the 'end point' of the 
process. Moreover, what may be deemed 'radical' in one setting 

is 'mainstream' in another, according to the political and cultural 
environment.7 

Two principal schools within the contemporary debate tend 
to stress either 'cognitive radicalisation', emphasising a person's 
beliefs, or 'behavioural radicalisation', which emphasises a 
person's actions, as the measurable criteria. The Royal Canadian 

Mounted Police (RCMP), for example, views radicalisation as 
a largely cognitive development that w itnesses the 'process 
by which individuals are introduced to an overtly ideological 
message and belief system that encourages movement from 
moderate mainstream beliefs toward extreme views', and can 
lead to violent criminal behaviour.8 

This defin ition takes into account context when assessing 
levels of radicalisation leading to violent criminal behaviour. While 
acknowledging potential positive outcomes of 'radicalisation', the 

RCMP's definition places radicalisation as a concern when the 
'radical thoughts lead to violence, [and} society can be put at 
risk'. 9 This idea of radicalisation to violence is the basis of Canada's 

6. Ibid. 

7. Peter R Neumann, 'The Trouble with Radicalization', International Affairs 
(Vol. 89, No. 4, July 2013). 

8. Royal Canadian Mounted Police, 'Radicalization to Violence', <http://www. 

rcmp-grc.gc.ca/nsci-ecsn/rad/internet/p2-eng.htm>, accessed 20 May 

2014. 

9 . Ibid. 
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policing approach, and the process with which th is handbook is 

concerned. 
Not all those who hold extremist political, ideological or 

religious views within a society act on those views in a violent 

manner, and others argue that not all those who commit acts 
of violent extremism have deeply radical political views. 10 Many 
factors must be accounted for when attempting to understand 
the reasoning behind an act of violent extremism. These are often 

classified as 'push' factors, such as the denial of civil liberties or 
socioeconomic pressures, and 'pull' factors, such as the appeal of 
a particular leader or the social or material benefits of joining a 
violent extremistgroup.n Cognitive radicalisation also emphasises 
the importance of a 'cognitive opening' (an experience of trauma 

or realisation), which often creates the impetus for radicalisation 
and makes individuals more receptive to radical ideologies, 
narratives and leaders.12 

Some definitions take a less cognitive-based and more 
action-based view of radicalisation. For example, the British 

government's definition of radicalisation does not refer to 
cognitive preconditions, instead defining it as 'the process by 
which people come to support terrorism and violent extremism 
and, in some cases, then to participate in terrorist groups'. 13 This 
addresses the idea of 'action pathways' into terrorism. 

10. Neumann, 'The Trouble with Radicalization'. 

lL Guilain Denoeux and Lynn Carter, Guide to the Drivers of Violent Extremism 

(Washington, DC: USAID, February 2009). 
12. Center on Global Counterterrorism Cooperation, 'EU Workshop on Effective 

Programmfng for Countering Violent Extremism', summary report from 

workshop held 26-27 November 2012, Brussels, <http://ec.europa.eu/ 

europeaid/news/ documents/20121217 _ eu_ eve_ workshop _ summary_ 

report.pdf>, accessed 20 May 2014. 

13. HM Government, The United Kingdom's Strategy for Countering 

International Terrorism (London: Home Office, June 2009), p. 11. 
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Definition of radicalisatioh: The precursor to violent extremism; 

a process by which individuals are introduced to an overtly 

ideological message and belief system that encourages movement 

from moderate, mainstream beliefs towards extremist views. This 

becomes a t hreat to national security when individuals or groups 

espouse or engage in violence as a means of promoting political, 

ideological br religious objectives. 

As the Canadian definition indicates, radicalisation can 
be viewed as a process of change, a personal and political 
transformation from one condition to another. Recent scholarship 

argues that becoming radicalised is, for most people, a gradual 
process and one that requ ires a progression through distinct 

stages and happens neither quickly nor easily.14 A person may 
not become radical overnight, although the influence of an 
incident may act as a 'catalytic event' (such as an experienced act 
of discrimination, a perceived attack on Islam such as the 2003 
Iraq War, or a 'moral crisis' with the death of a loved one), thus 

accelerating the process.15 

14. John Horgan, The Psychology of Terrorism (London: Routledge, 2005), 

ch. 3; M itchel l D Silber and Arvl n Bhatt, 'Radicalization in the West: The 

Homegrown Threat', NYPD Intelligence Division, 2007, ch. 3. 

15. Youth Justice Board for England and Wales, 'Process Evaluation of Preventing 

Violent Extremism Programmes for Young People', 2012. 
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Lessons from the front line: If defining 'radicalisation', 'radicalisation 
to violence' and even 'violent radicalisation' is a challenge, and there 

is widespread sensitivity around using such terminology, then how 
do policy-makers and practitioners develop appropriate responses? 

As one interviewee said: 

We know we're trying to prevent terrorist activity, but what does that 

mean? There is no one factor. No one target. It is hard to define what 
we are measuring. There is no one pathway, no one cause. It can include 

educational factors, socioeconomic factors, identity factors, boredom 

factors, political factors, grievances. How do you develop a programme 

that will tackle all of those factors? You can't. How do we know we're 
even developing a programme that's of value to any of those factors? 

1.2 How CVE Policy has Evolved since 2001 
CVE focuses on countering the pull of terrorist recruitment and 
influence by building resilience among populations vulnerable 
to violent radicalisation. Over the last decade, government 
initiatives on CVE have developed from being a reflexive response 

to terrorist events and become an integrated part or workstream 
of a co-ordinated national policy to tackle terrorism and address 
radicalisation to violence. 

CVE projects that are conducted abroad must align with the 
work of the host government. Considerable policy effort and 

research has been devoted to understanding and crafting both 
bottom-up and top-down responses to terrorism and violent 

extremism. Within most counter-terrorism strategies, 'countering 
violent extremism' has become a cent ral area of work, not only 
under the Prevent pillar but as part of wider law-enforcement 
efforts. Intelligence operations, law-enforcement investigations, 
community engagement, police research and government 

strategic communications all increasingly feature elements of 
CVE. 
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Figure 1: Evolution of CVE Policies and Strategies. 
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•••••••• ••••••• ••••• ••• • 

2010 
••••••••• ••••••• ••••• ••• • 

2011 
••••••••• ••••••• ••••• ••• • 

2012 
••••••••• ••••••• ••••• ••• • 

2013 
.......... ••••••• ••••• ••• • 

European Union: Counter-Terrorism Strategy 
First EU.Wide counter-terrorism strategy. Prevent pillar: co-ordination of national 
olicies; sharihg of best practice; continued research . 

UK: Countering International Terrorism: the UK's Strategy {CONTEST) 
UK's comprehensive counter-terrorism strategy. Prevent pillar: addressln1 
structural problems such as Inequality and Improving education and 
opportunities; deterring facilitation of terrorism; working with religious leaders 
and communities. 

United Nations: Global Counter-Terrorism Strategy 
Tackling conditions conducive to the spread of terrorism; building national 
capacities to prevent and combat terrorism; emphasising importance of lawful 
approaches. 

Denmark: A Common and Safe Future: An Action Plan to Prevent 
Extremist Views and Radlcaftsatfon Among Young People 
Social integration through mentoring programmes; lntercultural dialogue; more 
active civil society; greater community resilience. 

Australia! Counter-Terrorism White Paper 
Supporting local community through a grants programme; targeting 'at risk' 
Individuals and socio-economic conditions conducive to radlcalisation . 

UK: Prevent Strategy Review 
Prevent strategy: respond to the Ideological change. Development of unique, 
community-based CVE programmes and local initiatives working together with 
national and International partners . 

The Netherlands: National Counter-Terrorism Strategy 2011-2015 
Prevent: comprehensive approach to counter-terrorism policy; use of 
intervention strategies to prevent rad"tcalisation; investment in de-radlcalisation. 

United States: The White House's CVE Strategy 
Community- and local inititiative-based approach to tackling violent extremism; 
supporting local communities; countering propaganda and developing expertise. 

Canada: Counter-Terrorism Strategy 
Prevent element: community outreach and government engagement; developing 
relationships at local level and alternative narratives; working with international 
partners. 

Global Counterterrorism Forum: CVE Memorandum 
A 'good practice' document advocating multi-agency approaches; community 
engagement; community-oriented policing . 
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Figure 1 shows the evolution of CVE strategy and policies over 

the past eight years (to September 2013) . CVE remains a Western 
policy tool but is now becoming more commonplace elsewhere, 
although it is poorly funded in comparison with other areas of 
counter-terrorism spending. 

As previously mentioned, the GCTF is an informal, multilateral 

platform that supports the United Nations Global Counter
Terrorism Strategy worldwide. Its CVE working group, set up in 
2012 and co-chaired by the United Arab Emirates and the UK, aims 
to strengthen measures to counter all forms of violent extremism 
that pose a threat to members' interests. 

The working group meets regularly to discuss good practice 
on issues such as multi-sectoral approaches to CVE, community
oriented policing and community engagement. The working 

group's publications on CVE evaluation are invaluable resources 
for policy-makers and practitioners, including such documents as 
the summary of its practical seminar on M&E techniques for CVE 
communication programmes,16 the final report of its symposium 

on measuring the effectiveness of CVE programming17 and the 
Ankara Memorandum on Good Practices for a Multi-Sectoral 
Approach to CVE. 18 

The Ankara Memorandum, adopted at the fourth GCTF 
ministerial meeting in September 2013, addresses the role of 
government institutions, agencies and civil society in CVE, and 

16. Global Counterterrorrsm Forum, 'Meeting Summary', report from Practical 

Seminar on Monitoring and Evaluation Techniques for CVE Communication 

Programs, Abu Dhabi, UAE, 10-11 February 2013. 

17. Naureen Chowdhury Fink, Peter Romaniuk and Rafla Barakat, Evaluating 

Countering Violent Extremism Programming: Practice and Progress, Final 

Report of Symposium on Measuring the Effectiveness of CVE Programming, 

Global Counterterrorism Forum, 2013. 

18. Global Counterterrorism Forum, 'Ankara Memorandum on Good Practices 

for a Multi-Sectoral Approach to Countering Violent Extremism', 2013 .. 
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specifically outlines good practices that countries can use to 

facilitate this multi-sectoral approach. 

Chapter I: Key Points 

• In assessing drivers of and pathways to radicalisation to violence, 

the line between extremism and terrorism is often blurred . 

• 'Radicalisation' is a highly contested term, and while understood 

as a process, it is context-dependent with no universally 

recognised end point. 

• The Canadian definition of radicalisation to violence recognises 

it as follows: 'The precursor to violent extremism; a process 

by which individuals are introduced to an overtly ideological 

message and belief system that encourages movement from 

moderate, mainstream beliefs towards extremist views. This 

becomes a threat to national security when individuals or 

groups espouse or engage in violence as a means of promoting 

political, ideological or religious objectives', (Government of 

Canada, Building Resilience against Terrorism: Canada's Counter

terrorism Strategy [Ottawa: Government of Canada, 20121). 

• CVE has become a central area of work under the Prevent 

pillar within most counter-terrorism strategies, and has rapidly 

evolved since 2001. 
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Policy Overview : GCTF Ankara M emorandum on Good 

Practice in CVE (September 2013) 

Core Principles 

• Each state initially needs to understand the nature of violent 

extremism. States should identify the conditions conducive to 

violent extremism and assess their own needs. 

• Strategies on CVE should be based on scientific analyses. 

• Any CVE programme should avoid the identification of violent 

extremism with any religion, culture, ethnic group, nationality 

or race. 

• Each violent extremist group should be evaluated separately, 

since a 'one-size-fits-all' approach does not work when dealing 

with violent extremism. 

• Considering violent extremism to be a mere security issue 

can be misleading. It is a multi-faceted problem that requires 

multidisciplinary and multi-institutional responses. 

Multi-Agency Approaches within the State 

• Developing shared understandings of the nature of violent 

extremism among governmental agencies and non

governmental actors is a critical element of any successful CVE 

programme. 

• States are encouraged to consider comprehensive action in 

preventing and countering violent extremism, in co-operation 

with governmental and non-governmental actors. 

• Although the role of the government is crucial, a strategy that 

involves a 'whole-of-society' approach in addition to a 'whole

of-government' one can be effective. 

• For a successful CVE strategy to be implemented, an operational 

co-ordination mechanism is of vital importance. 
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Public-Private Partnerships 

• Civil society can contribute to CVE efforts by providing narratives 

and messages against violence; presenting alternative and non

violent means to reach shared goals; and promoting institutional 

diversity. 

• It is crucial for states to build trust while working with 

communities. States should ensure meaningful communfty 

participation in order to mobilise the resources of the 

community. 

• States can help civil society in CVE activities. 

• States should promote tolerance and facilitate dialogue in 

society to build communities, to appreciate the differences 

between them and to understand each other. 

• States and society can work together to amplify voices that 

oppose exploitation of religion by violent extremist groups. 

Socio-Economic Approaches 

• CVE programming should prioritise youth at risk of radicalisation 

and recruitment. 

• Educational institutions can serve as an important platform in 

countering violent extremism. 

• Promoting economic opportunity among at-risk populations can 

address a condition conducive to violent extremism. 

• Women can be particularly cr itical actors in local CVE efforts. 

The Role of Law-Enforcement Agencies 

• Law-enforcement agencies should acknowledge that one of the 

most vital rules of CVE is building trust with those particularly 

at risk. 

• States should provide tra1ning to law-enforcement officers in 

CVE-related matters. 
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II. EVALUATING CVE: PURPOSE, 
PRINCIPLES AND PRACTICE 

Overview: This chapter first describes the purpose of M&E in public 

policy, and specifically CVE policy, outlining the benefits Which may 

be acnieved and key components to be employed. It then presents 

four fundamental challenges that have been highlighted by CVE 

experts from around the world and explores how a number of 

governments are approaching CVE and, critically, M&E within their 

programmes. 

2.1 Defining Monitoring and Evaluation 

It is recognised that M&E are defined in different ways, according 
to context. For the purposes of this handbook we define M&E in 
practical and inter-related terms: 

• Monitoring is the capturing of data throughout the cycle 
of a programme as a means of indicating how well it is 

performing at the activity and output levels. 
• Evaluation is the systematic assessment of a programme 

(using the monitoring data} to establish how well it is 
performing when measured against the standards and goals 
set out in policy or strategy documents.1 

1. Robert Lahey, 'A Framework for Developing an Effective Monitoring 
and Evaluation System in the Public Sector: Key Considerations from 

International Experience', undated, <www.ideas-int.org/documents/ 
Document.cfm?docl0=160>, accessed 20 May 2014. 
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2.2 Why Monitor? 
Establishing a clear monitoring system is critical to a sound 
methodological approach to evaluation. Ensuring that all partners 
know what the intervention is trying to achieve, what the baseline 

is, what needs to be measured and at what intervals, helps to build 
understanding of and confidence in the project. Clear criteria and 

indicators need to be defined from the outset in order to assess 
progress and performance objectively. 

An effective monitoring system does more than solely track 
the deliverables of a programme or policy; it offers accurate and 
in-depth information on the suitability of activities, the input from 

stakeholders and the allocation of resources. A monitoring system 
can also capture unintended consequences of programmes and 
so be helpful in reviewing any necessary changes in direction of 

a project, as well as providing an opportunity for lesson-learning. 
Regular reporting can further ensure that the project donor has 
confidence in the progress of the work. 

In addition to producing reports, a comprehensive monitoring 

approach maintains a balance between the provision of data and 
technical documents, independent confirmation of the accuracy of 
results, and regularfeedback from participants and stakeholders:2 

• Data and analysis: obtaining and ana lysing documentation 
from projects that provides information on progress 
(examples include delivery reports) and substantive and 

technical documents). 
• Validation: checking or verifying whether or not the reported 

progress is accurate (through field visits, spot checks and 
contributor surveys). 

2. Unfted Nations Development Programme, 'Handbook on Planning, 

Monitoring and Evaluating for Development Results' New York, 2009. 
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• Participation: obtaining feedback from partners and 

beneficiaries on progress and proposed actions (through 
convening steering-committee, stakeholder and focus-group 
meetings). 

Monitoring should not be viewed in the same vein as evaluation. 

These two processes should work in a complementary fashion. 
Monitoring should provide regular information and data for the 

evaluation process to address larger policy-implementation issues. 

2.3 Why Evaluate? 

Evaluation systems assist government departments and those 
NGOs receiving government support in ensuring that CVE 

programmes remain efficient and relevant, and achieve the 
desired results. Another aim of evaluation in public-policy areas 
like CVE is transparency, and holding public servants and recipients 

of public funds to account by ensuring that resources such as 
money and staff are used appropriately and effectively. These 

findings are then dfsclosed to stakeholders and used to inform 
resource allocation and other decisions. Thus, the twin aims of 
evaluation are to improve effectiveness and ensure accountability 

to stakeholders. They require different indicators and metrics. 
Accountability also requires comparing performance to ex-ante 

commitments and targets, using methods that obtain internal 
validity of measurement, ensuring credibility of analysis, and 

disclosing findings to as broad a range of stakeholders as possible. 
A requirement in any accountability exercise is ensuring that the 
evaluation is proportionate to the programme's size and objective. 

Evaluation of projects can systematical ly generate knowledge 
about the magnitude and determinants of project performance, 
permitting those who develop projects and strategies to refine 
the design and introduce improvements into future efforts. ln 
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addition to addressing issues of accountabi lity and learning, M&E 

therefore also serve as an essential aspect of good management. 
Good evaluation systems3 are needed for CVE programmes 

to be implemented effectively, and for successor programmes 

to be made more effective. M&E also track involvement of key 
stakeholders in all stages of the activity cycle, which is necessary 
to ensure that CVE programmes deliver results. Partnerships with 
stakeholders should ideally start at the identification stage and 
continue right through to evaluation. Unless local stakeholders 
have strong ownership of the CVE programme, the potential 
benefits are unlikely to be achieved. 

It is essential to develop a series of basic questions to understand 
the overall approach and intended impact of any evaluation. 
In 2009, the UK Home Office designed a nine-step approach to 
evaluation which illustrated key questions and considerations 
(see opposite).4 Using this approach, the questions that should be 
considered from the outset of the M&E process include: 

• What is the intended outcome? 
• What are we trying to eva luate? 
• How is this being achieved? 
• What outputs result from this process? 

• What effects do these outputs have? 
• What worked well and what did not? Why or why not? 

• How do we demonstrate success? 
• What would we change in future as a result? 
• What implications does this have for other programmes 

and/or activities?5 

3. For examples of successful, more mature evaluation models from other 

related sectors, see Chapter IV. 

4. Home Office, Passport to Evaluation 2.0, London, May 2009. 

5. Scottish Government, 'Safer Communfties Programme: Evaluation: A Basic 

Guide to Evaluation', Community Safety Unit, Edinburgh, February 2010. 
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2.4 Creating a Feedback loop in Policy and Practice 

While feeding into the policy cycle is an essential feature of 
evaluation, ensuring something is done with your evidence is 
a further challenge. How can the programme be improved? 

Following evaluation, how should the programme or elements of 
the programme change? 

Working with the project team is an important step. 
Stakeholders said this was crucial to think about when designing 
the evaluation and integrating it into the project. Interviewees 
also emphasised that clients and those responsible for M&E need 
to allocate time for this dialogue and it needs to be viewed as a 

key project deliverable (rather than an accessory to the project). 
It is also important to consider what parts of the evaluation can be 
shared w it h, for instance, those associated wrth the work and in 

some cases the wider community of stakeholders. Figure 2 shows 
how evaluation can form an integral of the programme cycle. 

Interviewees stressed that too often there is a disconnect 
between a programme's or project's aims, which have been 

designed by policy-makers at the centre, and the realities on the 
ground where NGOs and community groups are operating. 

2.5 What is being Evaluated? 

From the very outset of programme design, it is necessary to 

consider what the intended outcome of the programme is in 
order to provide the basis of the evaluation process. What 

is the expected outcome and what needs to be measured to 
gauge whether or not this has been achieved? For example, it 
might be a change in attitudes, the increase or reduction in a 
particu lar activity, or altered patterns of behaviour. Determining 
an appropriate research question allows for the formulation of 

suitable targets and indicators. 
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Figure 2: The Programme Evaluation Cycle . 
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2.6 The Role of Performance Indicators 

Develop 
Theories of 

Change 

Setting targets is a crucial step in developing indicators for the 
programme which tell stakeholders whether a specific programme 
has been successful and what factors did or did not contribute 
to this result. Multiple performance indicators ensure that the 

effectiveness and impact of a programme can be measured and 
causal links established between the activity and the observed 
outcome. 

The World Health Organization has conducted extensive 
research to refine the indicators used to monitor and evaluate 

drug policies, identifying four categories of drug-policy indicators: 
background information (national contextual data); structural 
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indicators (assessing the pharmaceutica l system's capacity to 

achieve its policy objectives); process indicators (the degree to 
which activities necessary to attain the objectives are carried out, 
and their progress over time); and outcome indicators (measuring 

the results achieved and the changes that can be attributed to the 
implementation of the national drug policy). It is possible to use 

selected subsets of these indicators to meet the needs of those 
designing and evaluating programmes.6 

SMART Principles to Apply When Thinking about Indicators 

The principles should be: 

Specific: all targets should have specific outcomes - for example, to 

reduce violent crime. 

Measurable: the outcome should be capable of belng measured 

- for example, to reduce instances of violent behaviour in a given 

district. 

Achievable: reaching the target can be challenging, but it must be 

possible to reach it within the established timescales, as well as 

with the r.esources and skills available. 

Realistic: targets should not be set too high and should be physically 

possible to achieve. 

Timebound: a timescale should be set with a fixed deadline for 

achieving the target. 

An ideal evaluation framework incorporates quantitative 

and qualitative data and methods, but if at all possible mixed 

6. World Health Organization, How to Develop and Implement a National Drug 
Policy, 2nd ed. (Geneva: World Health Organization, 2001). 
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methods should be used, including, for example, surveys and/ 
or questionnaires, supplemented by more detailed informant 
interviews, wh ich verify the quantitative findings. In recent years 
there has been a push by funders for impact evaluations,7 often 

problematic for CVE interventions. The specific methodology 
depends on the scope and shape of the intervention, what 
the person responsible is trying to find out, and who they are 
engaging. In carrying out such an evaluation study, it is important 

to make its limitations in relation to CVE clear. 
Creating categories of indicators of which subsets can be 

used depends on the context of each country's CVE programme. 

However, there are disadvantages to using indicators: they may be 
poorly defined, limiting their utility in measuring effectiveness and 
impact; there may be a tendency to define too many indicators, 
or those withol.lt accessible data sources, making systems costly, 
impractical and likely to be underused; and there is often a trade
off between picking the optimal or desired indicators and having 
to accept the indicators that can be measured using existing data.8 

When measuring the effectiveness of CVE programmes, it is 
important to consider the longer-term outcomes and impacts 
of the various programmes, as results are generally seen on a 

longer timescale. It is also important to put in place a benchmark 

7. According to the World Bank, 'An impact evaluation assesses changes in 

the wel l-being of indivfduals, households, communities or firms that can 
be attributed to a particular project, program or policy. The central impact 

evaluation question ls what would have happened to those receiving the 

intervention if they had not in fact received the program'. See World Bank, 

' Impact Evaluation', <bit.ly/ljKBADn>, accessed 20 May 2014. 

8. World Bank Operations Evaluation Department, 'Monitoring and Evaluation: 

Some Tools, Methods and Approaches', 2004, <bi t.ly/lgJSKcM>, accessed 

20 May 2014. 
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to determine whether the outcomes are attributable to the 

programme rather t han to an external causal factor. 

Evaluation in Practice: The Experience from De
Radicalisation Programmes 

De-radicalisation programmes have been est,;1blished in a number 

of countries. In a review of how evaluation processes have been 

applied, two prominent academics have noted that 'no program 

has formally identified valid and reliable indicators of successful 

de-radicalisation or even dlsengagement, whether couched in 

cultural, psychological, or other terms-. Consequently, ,rny attempt 

to evaluate the effectiveness of any such program ls beset with 

a myriad of challenges that are as much conceptual as they are 

practical'.* 

Many national programmes are consequently setting up more 

stringent M&E structures throughout a programme lifecycle, 

including more effective monitoring of indfviduals after they have 

left the programme, and evaluating post-programme management. 

At a recent GCTF working group it was noted that M&E need to be 

incorporated 'at inception as part of an active feedback cycle as 

opposed to being used only to generate end-state documents'. It 

is also necessary to increase transparency and to disseminate data 

from other countries programmes to establish best practice. 

* John Horgan and Kurt Braddock, 'Rehabilitating the Terrorists?: 

Challenges in Assessing the Effectiveness of De-Radicalization 
Programs', Terrorism and Political Violence (Vol. 22, pp. 267- 91, 2010). 

When measuring the impact of a programme it is important to 

know what would happen if such a programme were not in place, 
in order to establish whether desired outcomes were met. Where 
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possible, measure the counterfactual - the hypothetical situation 

that would have occurred had the programme not existed.9 

To determine whether a policy programme has had any 
impact we must collect and analyse the data gathered during the 

monitoring period. To do this it is necessary to identify what data 
is needed to measure the programme's impact, when it should be 
collected and In what format. It is also necessary to ask whether 
the data needed for the selected indicators is readily available, 
reliable and sufficiently accurate so as not to distort results.10 

2.7 Challenges in Measuring Effectiveness 
Many practitioners described evaluating domestic and 
international CVE work as an extremely challenging process. 

Principal difficulties include the length of time taken for outcomes 
to emerge, and building trust with individuals and communities 
who are partners of CVE interventions. Individuals participating 

in CVE activities may be hard to reach and reluctant to engage in 
evaluation. It is also worth emphasising that there are very few 

CVE programmes to draw from. Moreover, and crucially, there are 
no val idated scales to measure the levels of support for violent 
extremism among individuals; therefore, understandfng context, 

using proxies such as behaviours, and making the most of expert 
judgement are important. 

9. Susan Purdon, Carli Lessof, Kandy Woodfield and Caroline Bryson, Research 

Methods for Polley EvaluC/tion, Department for Work and Pensions Research 

Working Paper No. 2, National Centre for Social Research, 2001, <http:// 

webarchive.nationalarchives.gov.uk/20100303161939/http://statistics. 

dwp.gov.uk/asd/asd5/WP2,pdf>. 

10. Home Office, Passport to Evaluation 2.0; Treasury Board of Canada 

Secretariat, 'Supporting Effective Evaluations: A Guide to Developing 

Performance Measurement Strategies', <http://www.tbs-sct.gc.ca/cee/ 

dpms-esmr/ dpms-esmrOO-eng.asp>, accessed 20 May 2014. 
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In the course of our research, interviewees identified 

the main challenges when measuring effectiveness as being 
causal ity attribution and indicators, and the collection of data 
and the perceptions of citizens where an evaluation took place. 

Identifying causality means being able to confidently attribute any 
alignment of behaviour toward programme goals by programme 

participants as a direct result of the programme processes and 
not any confounding factor. 

The difficulty of attributing any changes to a programme is 
why developing accurate indicators of CVE and/or radicalisation 
is so important. General indicators such as a decrease in terrorist 

incidents in the country can be fairly useful, but they do not 
demonstrate the level of extremism in a country nor the intent 
and capability of a potential terrorist cell or lone actor. They may 

be attributable to a multitude of other factors, including better 
intelligence and law-enforcement activity, and not the result 
of less violent action by the radicalised individuals targeted by 
programmes. 

Thls section describes four key issues that will help policy
makers and practitioners to frame their evaluation and ensure 
that the tmpact and effectiveness of programmes are measured 

successfully (see Figure 3). 
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Figure 3: Challenges in Measuring Impact and Effectiveness. 

Agency 

Attribution 

Measurement 
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Who was responsible? How were 
decisions made? What was the 
Intended purpose of the programmes 
and projects? 

What is causally necessary for an 
outcome to be achieved? 

What needs to be measured, and how 
and when does this need to happen? 
Who must be involved? 

Who benefits from the programme 
and what do stakeholders value? 

Challenge 1: The Problem of Agency - Identifying the Actor(s) 

Responsible for Decision-Making 
The issue of agency - identifying who was or is responsible for a 

policy or programme, how decisions are made and their intended 
purpose - is fundamental to the evaluation of programmes 

and projects. It addresses the question 'Who makes the key 
decisions?' or 'In what setting and through what processes are 
these decisions taken?' The problem of agency is difficult to 

determine in CVE where the interface between the state, local 
authorities, police and community is complex. 

As agency becomes more dispersed among multiple 
decision-makers, this creates problems for those designing 
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evaluations. For example, CVE programmes can often involve 

collaboration between multiple policy-makers and practitioners 
at the international, regional and local levels with various law
enforcement officials and practitioners on the ground. On the 
macro level, this was identified as the 'problem of many hands'. 
The academic Nicoletta Stame develops this idea into horizontal 

and vertical complexities by arguing that policy-makers are 
now in the habit of combining services such as healthcare and 

employment, transport and urban regeneration into one unit.11 
In some countries this is the case for CVE, as it bridges social

cohesion and counter-terrorism departmental mandates. In other 

countries, CVE is the responsibility of military actors and of the 
police and government (for example, the African Union Mission in 
Somalia - AMISOM - has sponsored de-radicalisation projects in 
Somalia}. Moreover, the multi-level systems of government that 
now exist - such as European, national, regional and local 
governments- have created a dynamic decision-making structure. 
The 'problem of many hands' means that those designing 

programmes and undertaking evaluations need to engage not 
just one decision-maker, but rather understand a potentially long 
chain of interactions - namely, feedback loops - which culminate 
in actions and particular outcomes. 

Addressing the Problem of Agency in CVE 

Evaluation in CVE requires an appreciation of an increase in the 

number of actors and the impact of their decision-making on a 

programme. For CVE, the problem of agency can be better tackled 

by using evaluation techniques outlined in Chapter 111, such as: 

• Logic models (outlining assumptions and actors) . 

• Process mapping (outlining key activities and linkages between 

actors). 

• Interactive exchange and early consultation In programme 

design through interviews, focus groups and the Delphi method. 
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Challenge 2: The Problem of Attribution - Determining the 
Causality between Inputs and Outcomes 
Understanding attribution - what was causally necessary 
for an outcome to be achieved - is a key issue in evaluation, 

particularly when applying an impact-evaluation framework. The 
question is: To what extent can changes in outcomes of interest 

be attributed to a particular Intervention? Attribution involves 
isolating and estimating accurately the particular contribution 

of an intervention and ensuring that causality runs from the 
intervention to the outcome. 

The changes in welfare for a particular group of people can 

be observed by undertaking 'before and after' studies, but these 
rarely measure impact accurately. Baseline data (collated before 
the intervention) and end-line data (collated after the intervention} 
give facts about the programme over time and describe 'the 
factual' for the treatment group (not the counterfactual). But 

changes observed by comparing before/after (or pre/post} data 
are rarely caused by the intervention alone, as other interventions 

and processes influence developments in time and space. 
There are some exceptions in which 'before' versus 'after' will 

suffice to determine impact. For example, in the development 

context, supplying vi llage water pumps reduces time spent 
fetching water. If nothing else of importance happened during 

the period under study, attribution is so clear that there is no 
need to resort to anything other than 'before' versus 'after' to 

determine this impact.12 
Experts in CVE have noted this issue as a key conceptual 

problem in CVE evaluation, particularly as most programmes 
lack the tools (such as randomised, controlled trials) required 

12. Frans Leeuw and Jos Vaessen, Impact Evaluations and Development: NONIE 

Guidance on Impact Evaluation (Washington, DC: World Bank, 2009), ch. 4. 
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to overcome it. That said, some experts believed that some 
lessons from the development arena, for instance US Agency 
for International Development (USAID) programmes, could be 
enlightening (see Chapter IV). 

Addressing the Problem of Attribution in CVE 

Overcomihg the attributioh problem 1n CVE evaluation is ho easy 

task without access to experimental and quasi-experimental designs 

embedded in a theory-based evaluation framework: 

• Randomised controlled trials are closest to the gold standard 

and are the- safest way to avoid selection effects. 

• JudgemenHnatching is a less precise method for selecting 

control groups using descriptive information from survey data; 

for example, to construct comparison groups. 

• Benchmarking is a rough way to compare the val ue of a 

programme against another programme. 

Challenge 3: The Problem of Measurement - Many Factors are 
Difficult to Measure Accurately 
The two problem areas of agency and attribution have made 
measurement more difficult. This in turn has fed a view that 
what cannot be measured cannot be managed. The issue 

of measurement has many aspects. We focus on three that 
are important within the realm of CVE: measuring players' 

contributions; timing of measurement; and what t o measure. 
• Who to 'measure' : because CVE projects involve multiple 

bodies, measurement can be difficu lt. The involvement of 

statutory, voluntary, corporate and community bodies in 
delivering an intervention or service makes it difficult to 
account for and to measure outcomes, particularly as it is 
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unclear what these bodies might have done in the absence 

of public money or public-sector steering. 
• When to 'measure': counter-terrorism strategies involve 

committing to goals over a long period of time. Often there 

is not the appetite to wait until the completion of a long
term project before asking review questions. Arriving at an 
ex-ante evaluation judgement requires eva luators to take a 

view on decisions that relate to an uncertain future. 
• What to 'measure': outcomes can be very difficult to 

measure, particularly where they are intangible (for example, 
trust, social capital and confidence). 

A further perspective on measurement put forward by 

Canadian programme evaluation advisor John Mayne is that the 
key to evaluation is measuring with the aim of reducing uncertainty 
about the particular contributions made to an outcome.13 This 
improves focus and enables the identification of intended actions 
resulting in unintended consequences. 

Understanding contribution, as opposed to providing 
attribution, is the essence of good evaluation. Understanding 
contribution has an element of t he subjective, but this can be 

overcome by process models and logic models that probe the 
level of contribution of individual actions in a rigorous way. It is 

also important to consider context, as this often impacts on the 
outcomes of CVE programmes. 

A final consideration when looking at measurement is the 
interpretation of data. Interpretation is subjective and the same 
information or data may be interpreted differently by different 

analysts, impacting measurement. 

13. John Mayne, 'Contribution Analysis: An Approach to Exploring Cause and 

Effect', Institutional Learning and Change (ILAC) Brief 16, May 2008. 
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Addressing the Problem of Measurement in CVE 

Some tools can assist in remedying these problems of measurement. 

However, in addressing issues such as 'when' to measure, thought 

must also be given to wider issues such as scope and principles of 

project planning and management: 

• Logic models and contribution analyses can provide structured 

ways to identify what Is important to measure. 

• Economic evaluations can be useful where there are clear costs 

and benefits that can be monetised. 

• 'Futures thinking' can help when ·considering what long-term 

future impacts to measure. 

• Theory of change can help to break programmes down into 

measurable sections. 

• Impact assessments provide a helpful way to think through an 

array of measurable outcomes. 

Challenge 4: The Problem of Benefit - Dealing with Situations of 
Uneven Distribution of Costs and Benefits 

It is important to understand who is benefiting {and to what 
degree) from a programme among the array of stakeholders, as 
well as who may be losing out. While this should be possible from 

the methodology employed (for example, from a logic model), it 
is rarely that simple, especially with projects that are operating in 

difficult or challenging environments. 
Moreover, projects must consider that costs and benefits 

may be unevenly distributed : those who contribute most to a 
project may not be the beneficiaries, whi le benefits may also 
be incommensurate {for instance, an increase in security for 

one may result in a loss of privacy for another). Different groups 
might well value the same outcomes differently. The cha llenge is 
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to ensure the integrity of the evaluation so that any findings can 

be presented in a balanced way and are not biased towards one 
group over another. 

Addressing the Problem of Uneven Benefit 

There are methods to understand how different service users value 

different types of outcomes: 

• Stakeholder analyses review the needs and concerns of the 

different actors involved in a programme, and can help to clarify 

stakeholders' values and pr1orities. 

• Discrete choice models describe, explain and predict choices 

between two or more alternatives, helping researchers to 

understand how individual service users value different packages 

of options. 

• Delphi surveys are exercises to collect large amounts of expert 

information and can help to identify future risks. 

• Futures thinking can help to identify the dimensions and 

categories of future costs and benefits. 

As a final note, it is worth considering the limitations to 
evaluation, particularly within the CVE field: 

• Lack of a comparison group: the impact of CVE interventions 

is usually a challenge because of the absence of a control 
group against which the effects of a programme can be 

benchmarked. 
• Sample size: individuals participating in CVE activities may be 

hard to reach and reluctant to engage in evaluation, limiting 

the size of data sets and making it hard to draw conclusions 
on the impact of the programme. 
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• Inconsistency of data: despite best practice, weaknesses in 
data collection such as sampling methods and human error 
can frequently lead to inaccuracies and inconsistencies. 

• Reporting bias: interpretation of data is necessarily 
subjective and not all evaluators draw the same conclusions 

on the effectiveness and impact that a programme has had. 

The tools available to assist in overcoming problems in 

evaluation are outlined in Chapter Ill. They can be used separately 
or in conjunction to create a richer evaluation of a CVE programme. 

Chapter II : Key Points 

• Good M&E systems are needed in order for CVE programmes 

to be implemented effectively, to ensure accountability, and to 

enhance the effectiveness of successor programmes. 

• Establishing what should be evaluated and setting clear targets 

are crucial steps in developing well-defined indicators for the 

programme, which tell us whether or not it has been a success, 

and what factors did or did not contribute to this result. 

• An Ideal evaluation framework Incorporates quantitative and 

qualitative data and methods, taking into account the context, 

usihg proxies such as behaviours, and making the most of expert 

judgement. 

• Different tools and methods are needed to combat the 

challenges of agency, attribution, measurement and benefit in 

evaluating CVE effectiveness. 
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Ill. EVALUATION : TYPES, TOOLS AND 
TECHNOLOGY 

Overview: This chapter outlines key evaluation methodologies, tools 

and technologies to provide readers with a baseline understanding 

of what can help them in their work. The evaluation methodologies 

reflect key frameworks used in the public and NGO sectors, which 

practitioners may wish to consider in relation to measuring impact 

and effectiveness. The list of tools proposed is not exhaustive but 

are intended as a starting point. 

3.1 Evaluation Types 

3.1.1 Identifying the Right Type of Evaluation 
Evaluations can be carried out at different levels of CVE 
programming. In a report from its symposium on measuring 

the effectiveness of CVE programming, the Center on Global 
Counterterrorism Cooperation (CGCC) recognises three levels 

based on whether the focus of the evaluation is on a particular 
project (a vertical evaluation); a policy theme or strategy - for 
example, CVE efforts through multiple agencies (a horizontal 
evaluation); or a broad range of programming that collectively 

contributes to CVE activities (a multidimensional evaluation). 1 

1. Peter Romaniuk and Naureen Chowdhury Fink, Evaluating Countering 
Violent Extremism Programming: Practice ond Progress (Washington, DC: 
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Evaluations can be designed to answer many questions on 
topics such as how the policy was delivered, what difference it 
made, whether it could be improved and whether the benefits 

justified the costs. Below we explore key evaluation types used 
in the literature, which help those undertaking the evaluation to 
address the question that is most pressing for them. 

The principal two evaluation types (formative and summative} 

are described below, followed by the subset of evaluation types: 
• Formative evaluations tend to be ongoing evaluations, 

examining programme delivery and quality of 
implementation. The evaluation itself acts as a learning 

experience and is intended as a basis for improvement, by 
identifying any weaknesses or obstacles to achieving the 
programme's objectives. Assessments typically examine 
factors such as the progress of participants towards 
achieving the intended outcome, the efficiency of processes 
and examples of good practice. 

• Summative evaluations tend to be undertaken at a 
programme's closing stages, assessing a programme's level 
of success. The evaluation examines the outcomes of the 

programme and compares them to pre-existing standards or 
benchmarks. This type of evaluation also helps to determine 

whether the programme can be said to have caused the 
outcome, to estimate the relative costs associated with the 
project, and to ascertain whether the programme should be 
repeated or replicated .2 

Center on Global Counterterrorism Cooperation, 2013). 

2. See Research Methods Knowledge Base, ' Introduction to Evaluation', 2006, 

<http://www.socialresearchmethods.net/kb/intreval.php>, accessed 21 

May 2014. 
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The choice of evaluation approach should be based on 

a consideration of a number of factors: a statement of the 
policy's underlying theory or logic; the stated objectives; and a 
consideration of how the policy was supposed to have an effect. 

Having a clear idea about the questions that need to be addressed 
and the required type of evaluation at an early stage helps to 

inform the design of the CVE project and the expertise required. 
The most suitable form of evaluation primarily depends on 

the core question being asked. If it is broad in scope it would 
benefit from a process evaluation,3 whereas if it is geared towards 
finding specific measures then an impact evaluation4 would be 
more successful. The choice of evaluation approach will therefore 
depend on issues such as: 

• How complex the relationship between the intervention 
and the intended outcome is and how important it is to 
control for other drivers influencing the achievement of this 
outcome. If control is important, this might point towards an 
impact evaluation approach. Simple relationships can often 

be investigated just as robustly by process evaluations. More 
complex relationships often require impact evaluation. 

• The 'significance' of potential outcomes to overall policy 

objectives. More limited, intermediate outcomes might be 
more readily evaluated robustly, but might not give a dose 

or direct measure of the benefits of the policy. 
• How significant the intervention is in identifying changes to 

processes and practices. This affects the extent to which the 

3. Process evaluations measure the quality of a programme or policy's 

performance by analysing its activities and operations in order to identify 

strengths and weaknesses. 

4. Impact evaluations focus on outputs and assess both the intended 

and, ideally, unintended changes that can be attributed to a particular 

intervention, comparing the results to its original objectives. 
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intervention could be expected to generate sufficient effect 

to show up amid other factors and drivers. The distinction 
between projects, policies and programmes, strategy and 
'best-practice' initiatives is relevant, since these can vary 

significantly in terms of how much they represent distinct 
and identifiable interventions. Best-practice audits usually 

involve process evaluation, whereas strategic policles 
benefit from impact eva luation. 

Stakeholders noted that there are a number of strands to CVE 
work, and that it is important from the start to be clear about 

which aspects of a programme you are interested in evaluating. 
It is rarely possible to evaluate everything when resources are 
limited. Practitioners suggested that there is a need to prioritise 
in the following areas: 

• The success of activities and organisations that have been 
funded and whether they offer value for money. 

• How CVE activities have contributed to other agendas; for 

example, women's empowerment, educational outcomes 
and wider community safety. 

• Providing policy-makers with evidence on what types of 
projects are effective and the resources required to support 
them. 

• Providing practitioners with evidence on what works and 
what does not, and how they can best implement their 

projects or programmes. 

It is important to provide project and programme teams with 

training on how to evaluate, and a toolkit with which to do so. 
They must be involved in evaluation design and have the skills 

to carry out evaluations of their programmes for learning and 
accountability reasons. Stakeholders also advised fostering the 
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creation of an evaluation hub to centralise th is process in the 

design, development and implementation of the project. 
When developing an evaluation culture, only long-term 

investment in people and skills has a substantive impact. In the 

short term, embedding evaluation into programme development 
from the beginning reminds policy-makers and practitioners of 

the importance of evaluation. 

3.2 Evaluation Tools 
This section examines several examples of tools that can be used 
to measure the effectiveness and impact of interventions. Each 

model has different strengths in demonstrating particular aspects 
of a programme, depending on the purpose and object of the 
evaluation. It Is important to note from the outset that there is 
no 'one-size-fits-all' model of evaluation, cind CVE programmes 
should use a typology of common models. 

3.2.1 Logic Model 

What is it? 
A logic model uses visual illustration to show how a programme 

is expected to work to mitigate a problem, as shown in Figure 
4. Logic models are widely used in the planning and design of 

new interventions, in the management and., increasingly, in the 
evaluation of interventions post implementation. There are a 
number of different types of logic models including those focusing 
on activities, outcomes and theories. In order to achieve this, 
logic mapping requires you to identify and describe a number of 

key elements of your intervention. These typically include: 
• The issues being addressed and the context within which 

the intervention takes place. 
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'. 

• The inputs (resources and activities) required in order to 

achieve the intervention's objectives. 
• Outputs (for example, target groups to be engaged, roads 

built and products developed). 

• Outcomes (short- and medium-term results, such as changes 
in traffic flow levels and modal shifts). 

• Impacts (long-term results such as a better quality of life, 
improved health, environmental benefits, and so forth).5 

Figure 4: Example of a logic model. 

Activities 

{Economy and 
efficiency) 

.... ......... - . 

" 

" . . .. ' 

. 

Final 
Outcomes 

(Effectiveness) 

Figure 5 is an example of a logic model for a crime prevention 
programme from Canada. It is a visual representation that links 
what the programme is funded to do (activities) with what the 

5. Dione Hills, 'Logic Mapping: Hints and Tips', Tavistock Institute, London, 

October 2010, <https://www.gov.uk/government/uploads/system/uploads/ 

attachment_data/file/3817 /logicmapping.pdf>, accessed 21 May 2014. 

Page 61 of 127 



DHS-001-425-001265

Figure 5: Logic Model for the Crime-Prevention Programme . 
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.. 

programme produces (outputs) and what the programme intends 

to achieve {outcomes) .6 

How is it Used? 

Logic models are widely used by government and non
government actors to demonstrate the causal relationship 

between investments, activities and outcomes of a particular 
programme. They do so by outlining a logical sequence of inputs, 

processes, outputs, outcomes and impacts. 

What are the Advantages? 

Logic models provide a dear framework and point of reference for 
participants to determine whether a programme is moving in the 
intended direction . They are useful for bringing together areas 
of planning, execution and evaluation under a shared approach. 

What are the Disadvantages? 

Although logic models can illustrate a logical pathway of events 

towards expected outcomes and impact, this does not necessarily 
end up being the case, especially if the intended outcomes are 
too ambitious. Thus, logic models are helpful for explaining 

intentions, but may not address the reality on the ground to 
the same degree of clarity. logic models for CVE evaluation fall 
short when they become over-complicated and do not reveal 
resource use, reach or support other 'oversight' requirements. 

Finally, logic models are limited in providing robust evaluations in 
the short term and are best suited to long-term evaluations; this 
has limitations for evaluations intended for ministers who would 

6. There are more detalls of this evaluation ln Public Safety Canada, '2012-

2013 Evaluation of the Crime Prevent Program; Final Report', October 2013, 

<http ://www. pU bll csaf etv. gc. ca/ cnt/rs res/ pb lctns/2013-vlt n-crm-prvntn

prgrm/i n dex-eng.aspx>, accessed 21 May 2014. 
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prefer to show deliverables in the relatively short timelines of 

government cycles. 

3.2.2 Theory of Change 

What is it? 
Many evaluations of intervention programmes use theory of 
change (Toe). Definitions of ToC vary and it may be best to 

consider Toe as an approach rather than a met hodology, in that its 
successful delivery requ ires harnessing a range of methodologies. 

ToC and logic models are frequently used interchangeably but 

there are subtle differences (Figure 6). logic models graphically 
illustrate programme components, and creating one helps 
stakeholders to clearly identify outcomes, inputs and activities. 
In contrast, ToC links outcomes and activities to explain how and 
why the desired change is expected to come about.7 

The aim of ToC is to identify individual 'interventions' or 
changes that bring about specific outcome(s). This aim is often 

represented in a chart format that lays out all of the inputs, 
processes and outputs relevant to a programme. 

Figure 6: Summary of Differences between Logic Models and ToC. 

7. Helene Clark and Andrea A Anderson, Theories of Change ond Logic Models: 

Telling Them Apart (Atlanta, GA: American Evaluation Association, 2004). 
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How is it Used? 

ToC works essentially as a series of critical-thinking exercises that 
provide a comprehensive picture of the short- and medium-term 
changes in a given programme that are needed to reach its long

term goals. Toes differ from other evaluation models by starting 
with the result or end vision and working backwards in order to 

identify the steps required to achieve the end result, and then 
find the indicators for each precondition which can be used to 
measure success. 

In the CVE context, in its best-practice guide for local 
practitioners implementing CVE, the Tavistock Institute has 

endorsed Toe as providing a useful framework/ while the UK 
Home Office considers it to be a useful approach for regional 

Prevent co-ordinators. 

What are the Advantages? 

Toe evaluations are specific, and break programmes down into 
measurable compartments in order to identify best practice. They 

are able to specify the individual requirements needed to bring 
about a certain result, and are quantifiable c1nd useful to measure 
specific goals and targets. 

ToC requires users to identify underlying assumptions, which 
can be tested and measured, and encourages participation 
through being a 'living' framework. It is highly useful for identifying 
and measuring the success of a general strategy, rather than of 

short-term goals. Developing and reviewing ToC helps to clarify 
purpose, understand result s and derive lessons learned. 

8. HM Government, Evaluating Local PREVENT Projects and Programmes: 

Guidelines far Local Authorities and their Partners (London : Department for 

Communities and Local Government, August 2009). 
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What are the Disadvantages? 
ToC can be seen as overly progressive and simplistic fn its 
emphasis on end results. It does not look at structural imbalances, 
problems encountered or negative inputs that affect the causal 

nature of a process. It can be seen as overly inclusive and complex 
in its incorporation of external factors. The method is often 

regarded as being of greater use to programme managers than to 
programme designers and implementers, who may prefer to use 
logic models as they attempt to depict programme components 
so that activities match outcomes.9 

3.2.3 Peer-Group Review 

What ls it? 
Peer-group review is a method using two or more project groups 
to review each others' projects or programming with the objective 
of learning from the experience of others. The idea is to provide 
a col lective learning process based on the experiences of another 

group, with the aim of improving quality and identifying key 
strengths. The process is widely used in medical and academic 
communities and is gaining prominence in policy fields. Peer

group review has been undertaken in Denmark by provincial 
authorities and in the UK by local authorities.10 Both examples 
resulted in local bodies combining the best practice of the other. 

9. Further information on ToC and logic models is available from the Treasury 

Board of Canada Secretariat, 'Theory-Based Approaches to Evaluation : 
Concepts and Practices', <http://www.tbs-sct.gc.ca/cee/tbae-aeat/tbae
aeattb-eng.asp>, accessed 21 May 2014. 

10. Tavistock Institute, 'A Peer Review of the Prevent Programme', 2011, 

<http ://www. tavinstitu te. org/projects/a-pee r-revi ew-of-th e-preven t
programme/>, accessed 21 May 2014. 
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Lessons from the Front Line: Kenya Transition Initiative and 
its CVE Programme 

The evaluation of the Kenya Transition Initiative (KTI) programme 

offers a good example of employing ToC to undertake a CVE 

programme evaluation. The KTI programme was a pilot of the new 

USAID CVE concept, operating through flexible funding mechanisms 

that support individuals, organisations and networks, often with 

small grants implemented over a short duration. The approach of 

the study was to begin by examining the outcome and end result 

of the initiative, before outlining a series of questions to determine 

how and why this result was achieved. Specific questions asked by 

the study included the following: 

• Were the key programme concepts such as 'extremism' and 

'identity' suitably defined and understood? 

• To what extent were local drivers of violent extremism 

understood before the project began? Was sufficient research 

undertaken? 

• Were some identified 'pull' and 'push' factors more influential 

than others? 

• Was this research consistent with the USAID Guide to Drivers 

report? Should other candidate 'pull' and 'push' factors have 

been the subject of research? Was the planned foGus on 'pull' 

factors achieved? 

• To what extent was the KTI goal statement suitable in light of the 

above drivers? 

• To what extent was the KTI goal statement achieved? 
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• To what extent was the results framework suitable in light of 

the project goal? Were suitable 'pull' and 'push' factors targeted 

through the intermediate results? 

• To what extent were the intermediate results achieved? To what 

extent did individual grants achieve their objectives? 

• To what extent were grants suitable in light of the project's 

objectives and results framework? 

• Did the grants target vulnerable, or the most vulnerable, 

individuals? 

• Was the proje.ct as innovative as was expected? Was the 

programme suitably flexible to changing contexts and ongoing 

lessons learned? 

The KTI programme advised the evaluator about the methodological 

approach. These methods included a review of the KTI and related 

documents, spanning the programme phases; a series of key 

informant interviews with KTI staff, grantees and other stakeholders; 

and a set of focus group discussions with grant beneficiaries and 

observations of grantees. 

The research team collected substantial qualitative evidence that 

the KTI contributed to its CVE goal, and the subordinate intermediate 

results. Other key successes of the programme were the flexibility 

provided by the grant mechanism, and its intentional emphasis on 

countering the 'pull' factors that drive violent extremism. 

Source: James Khalil and Martine Zeuthen, 'Qualitative Study on 

Countering Violent Extremism Programming under the KT( USA/D, 

2014. 
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How is it Used? 

Peer review is a deliberative process, where an arranged meeting 
of core groups leads to the exchange of information with 
peer groups, who provide a critical yet collaborative function. 
Reflection over approaches and experiences takes place between 

the peers, where a number of outsider participants are also able 
to make an input. 

In meetings, the focus is on probing the group's different 
experiences to identify strengths and weaknesses. An agreed set 
of themes is used to measure exactly what has been achieved 
among the individual groups in different areas. Through the 
collection of information via 'peers', a 'sense-making workshop' is 

then held to draw together all of the emerging strands of thinking. 

What are the Advantages? 
The peer-review process is ideal for identifying forms of best 
practice from a range of experiences. This is particularly valuable 
for CVE where various factors and differing environments can 

have an impact on identifying the causality behind any success 
or fai lure. The method is also useful for the cross-sectional 
evaluation of CVE programmes across local or state boundaries 

where the impact of decisions needs to be evaluated. 

What are the Disadvantages? 
The process is suited to programmes that have similar 
backgrounds. There is a risk of mirror-imaging by applying a 'one
case-fits-all' solution to a diverse and multifaceted problem. 
The method lacks in-depth study so often needs to be used in 

conjunctiQn with another process such as Toe in order to gather 
background information and provide narratives to the groups 

involved. The method focuses on Improving quality as opposed 
to overall result s, so there is a risk of abstraction. 
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Lessons from the Front Line: Peer Review of CVE Activities 
in London and Lancashire, UK 

During 2010-11, Tower Hamlets Council, the Lancashire Prevent 

Forum and the Local Government Group worked with a facilitator 

to create and conduct a Prevent peer-evaluation process, 

which consisted of a preparatory phase, three workshops and a 

dissemination event . 

Preparatory phase: the initial phase involved developing local 

narratives to allow peers to begin articulating their local approach 

to delivering Prevent using a ToC framework. The exercise therefore 

entailed identifying the participating authorities' respective 

local contexts, the key assumptions on which the design of t he 

programme was built, and their organisational capacity to handle 

CVE-related issues. The narratives also included the objectives that 

peers hoped to achieve and how. 

Workshops: workshops involved senior stakeholders from t he 

host local authorrty and police force, as well as peers from other 

areas. The sessions aimed to look in particular at the impact of the 

authorities' work in: 

• Reducing the likelihood of individuals engaging in violent 

extremism. 

• Contributing to the delivery of the national counter-terrorism 

agenda. 

• Local partnerships between local authorities, the police, and 

statutory and community partners. 

Peers worked in small groups. Within each of the three themes 

they explored their narratives in detail, testing assumptions and 

approaches, and where possible developing a simple ToC map, using 

it as an organising principle. The third and final session consisted 
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of a 'sense-making workshop', involving all peers. Stakeholders 

developed 'working hypotheses' on the basis of the learnlng 

and main themes that emerged from the discussions of the two 

workshops held in Tower Hamlets and Lancashire. 

Impact: The participating authorities found the peer-review process 

to be a valuable experience. It provided the time and space for peers 

to be able to reflect on the CVE work undertaken to date in their 

own and partner authorities. These are some practical examples of 

how the peer-review process impacted peers' work: 

• The challenging questions raised by peers enabled the 

authorities to think about r;iew ways to strengthen information

sharing mechanisms. 

• The process proved to be helpful in stretlgthening links and 

collective thinking, which fostered a positive group dynamic, 

built confidence and initiated a partnership-setting process. 

• It allowed usefu l thinking to emerge around what the right 

balance is between a community-led and statutory-led approach 

to delivery. 

3.2.4 Process Mapping 

What is it? 

Process mapping is a tool for graphically representing a series of 
tasks or activities that constitute a process.11 It enables better 

understanding of the process examined, and identifies gaps, 
bottlenecks and other problems. 

A process map in evaluation involves flowcharting inputs, 
processes and outputs in diagrammatic form in order to describe 

11. Tom Ling and Lidia Villalba van Dijk (eds), 'Performance Audit Handbook: 

Routes to Effective Evaluation', RAND Europe, 2009, <http://www.rand.org/ 

pubs/technical_reports/TR788.html>, accessed 21 May 2014. 
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the necessary tools, the range of required tasks and the key 

decisions to be made in bringing about a result. These can be 
used to identi fy structures, loops and actors that are essential to 
achieving outcomes. 

How is it Used? 

Having selected and recorded key processes, the next stage is 
to examine t hem critically and develop new processes where 

necessary. In many instances, the thoughts and discussions 
required to chart existing processes lead to easy identification 
of improvements. Ana lysing process maps in a structured way, 

known as critica l examination, can identify process improvements. 
This basically involves the use of primary questions - what, how, 
when, where and who. Once established, creation ofthe new and 
improved process can begin. Figure 7 gives an example of process 
mapping. 

What are the Advantages? 

Flowcharting can be used to establish what is currently happening, 
how predictably and why. Process mapping can also measure 
how efficiently the process is working, and gather information 
to understand where waste and inefficiency exists. It is useful 
for developing new improved processes to reduce or eliminate 

inefficiency. 

What are the Disadvantages? 
Process mapping is weak at identifying assumptions and does not 
attribute specific goals towards a measurement of success. It is 

therefore unsuitable for measuring specific goals and outcomes 
of a process, but instead only identifies problematic areas. 
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3.2.5 Cost-Benefit At1alysis 

What is it? 
A cost-benefit analysis is a method for assessing the value of a 

project by comparing its costs to measures of its performance, or 
more generally to the value of benefits it produces. The analysis 

requires accurate cost data, as well as measures of performance 
in appropriate units and overall benefits . Cost-performance 

measurement is narrower in that it deals only with measures of 
performance as the basis for comparison. 12 

How is it Used? 
Cost and performance data can be obtained from operational 

records, direct observation, surveys or group meetings at which 
those who perform the operations report and discuss costs and 
performance measures. Both one-time costs and ongoing costs 

should be included. 13 

What are the Advantages? 

Cost-benefit analyses are an effective means to assess the value 
of a project or the value of the benefits it produces. Over both the 

short and longer term, such analyses can be used to determine 
whether or not the resources allocated to a programme are 

appropriate for achieving the intended outcome, as well as to 
determine the (primarily financial) implications of continued 

12. See 'Appendix A: Tools for Identifying and Evaluating Options', in Anthony 

Cresswell et al., 'And Justice for All : Designing Your Business Case for 

Integrating Justice Information', Center for Technology in Government, 

University at Albany, 2000. 

13. Treasury Board of Canada Secretariat, 'Assessing Program Resource 

Utilization When Evaluating Federal Programs', <http://www.tbs-sct.gc.ca/ 

cee/pubs/ciS-qfS/ciS-qfStb-eng.asp>, accessed 21 May 2014. 
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implementation. They can also be used to identify key risks that 

may prevent the goals and objectives of the programme being 
reached. 

Cost-benefit analyses are highly quantifiable and results can 

be interpreted without difficulty, allowing readers and analysts to 
see the benefits of a particular process easily. 

What are the Disadvantages? 

The method places too much emphasis on cost and overlooks the 

efficiency and overall impact of a programme, as many benefits 
may not come directly from the cost. It is therefore not entirely 

suitable for looking at processes in the short term. 

3.2.6 Delphi Survey 

What is it? 

Delphi exercises are a structured way to collect large amounts of 
qualitative information from experts in fields relevant to the issue 

being examined. Delphi surveys use ranking, scorihg and feedback 
to arrive at consensus on an issue or a set of issues. They can assist 
with anticipating problems in achieving outcomes and building 

consensus on the direction and purpose of a programme. 
In its conventional, 'pencil and paper' form, the Delphi method 

involves issuing questionnaires to participants in which they are 
asked to rank a series of items (in order of importance, likelihood 

of occurrence, and so on) over a humber of rounds, interspersed 
with feedback collection. The exercise can be conducted remotely; 
there is no requirement for participants to be brought together in 

one place.14 

14. Ling and Villalba van Dijk (eds), 'Performance Audit Handbook'. 
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How is it Used? 

Participants usually remain anonymous so as to protect the 
authority, personality and reputation of the individuals involved. 
This remains so until the production of the final report. The 
experts begin by answering questionnaires, which are then used 
by the facilitator to direct the survey and filter out any irrelevant 

information resulting from the experts' responses. Regular 
feedback on their own and each others' comments is provided by 
the experts to inform debate and prevent pre-held conceptions 
or groupthink. The areas of conflict are identified and deliberated 
until a consensus is reached. Figure 8 shows the steps taken in a 

Delphi survey. 

What are the Advantages? 
Typically used in business forecasting, this method allows scope for 
depth and rich descriptions of possible best outcomes. It enables 
incorporation of specialists in order to inform best practice. It 
also encourages feedback and all aspects of the process can be 

reviewed by participants. 
In the context of performance evaluations, the Delphi method 

has a number of particularly advantageous features. First, it 

provides a structured means of collecting large bodies of qualitative 
and quantitative data in areas in which other forms of evidence 
may be thin on the ground. This can be particularly useful when 
scoping potential performance indicators in an unfamiliar setting. 

Second, by helping to bring participants towards consensus, it 
enables users to prioritise lists of possible evaluation options in a 
structured manner. This could be applied at both the early stages 

of a project, to identify key audit questions, ~nd at the concluding 
stages, to help prioritise recommendations. 
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What are the Disadvantages? 

The efficacy and impact of the process depends largely on 
the experts used in the process and the role of the facilitator 
in recording results. There are the usual risks of groupthink, 

consensus and confirmation bias, which can be mitigated by 
anonymity. 

Figure 8: Example of steps taken in a Delphi survey. 

Identify the question 

.......... .•..... ..... •:• 

Identify the experts 

......... ....... ..... •:-
Pre-Delphi exercise: Ask experts the agreed question and collect 

responses ......... ....... .... ·:c 

Collate responses and arrange into categories 

.......... ....... ...... 
QuestJonmme 1: Ask experts to rank categories 1n order of impact or 

importance 

:u:.• 
:· 

Questionnaire 2: Show experts ranking of the group and ask for 
adjustments and/or comments 

·=,:::: • ... 
Synthesise comments and incorporate them into questionnaire 

Consensus reached 

Page 77 of 127 



DHS-001-425-001281

3.2. 7 SWOT Analysis 

What is it? 

SWOT analysis is a four-part system that aims to identify the 

strengths, weaknesses, opportunities and threats of a process 
(Figure 9). Strengths include characteristics of the project 

that give it an advantage over others. The weaknesses are 
characteristics that place the team at a disadvantage relative to 

others. Opportunities are elements that the project cou ld exploit 

to its advantage. Threats are elements in the environment that 

could cause trouble for the project. 

How is it Used? 

A single quadrant chart can be used to note dowh ideas from 

a group; this process is useful because it operates in a uniform 

format. It involves specifying the objective of the business venture 

or project and identifying the internal and external factors that 

are favourable and unfavourable to achieving that objective. 

What are the Advantages? 

The process quickly and efficiently identifies both the positive 

and negative attributes of a programme and its scope for the 
future and improvement. As a method of analysis it also clearly 

distinguishes between internal (SW - strengths and weaknesses) 

and external (OT - opportunities and threats) factors. Unlike most 

processes of evaluation, it is not designed with the sole purpose 

of evaluating profit-making processes. 

What are the Disadvantages? 

It overlooks individual processes involved in bringing about 

change, and is unquantifiable. It can be seen as being geared 
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towards confirm ing the benefits of a particular process because it 

fails to identify other alternatives. 

Figure 9: Example SWOT Analysis. 

Helpful to 

Programme 

Outcome 

Harmful to 

Programme 

Outcome 

Internal Factors 

(Organisational 

Attributes) 

Strengths Weaknesses 

External Factors 

(Environmental 

Attributes) 

Opportunities Threats 

3.2.8 Contribution Analysis 

What is it? 
Contribution analysis is an approach for assessing causal questions 
and inferring causality in real-life programme evaluations; it 
does not allow for comprehensive evaluation. It offers a step

by-step approach designed to help managers, researchers and 
policy-makers arrive at conclusions about the contribution their 

programme has made (or is currently making) to particular 
outcomes {see the example in Figure 10). The essential value 

of contribution analysis ls that it offers an approach designed 
to reduce uncertainty about the contribution the intervention 

is making to the observed results through an increased 
understanding of why the observed results have occurred (or not) 
and the roles played by the intervention and other internal and 

external factors.15 

15, See Better Evaluation1 'Contribution Analysis', <http://betterevaluation. 

org/plan/a pproach/contribution_analysis>, accessed 22 May 2014. 
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What are the Advantages? 

Contribution stories are beneficial to programmes that have 
a detailed ToC and a well-defined direction. Alongside ToC, a 
contribution analysis can provide evidence and a line of reasoning 

demonstrating that the programme has made a significant 
contribution towards the desired result. There are six steps to this 

method: 
• Set out the attribution problem: determine the specific 

questions being addressed, such as 'Has the programme 
caused the outcome?' 

• Develop a Toe and the risks to it: develop the programme 

logic and results chain describing how the programme is 
supposed to work. Identify the main external factors at play 

that might account for the outcomes observed. 
• Gather existing evidence on the ToC: use existing evidence 

- such as from past related evaluations or research, and 
from previous monitoring - to test the Toe. 

• Assemble and assess the contribution analysis, and 
challenges to it: you will then be able to determine if it is 
reasonable to assume that the actions of the programme 
have contributed to the observed outcomes. 

• Seek out more evidence: having identified where the 
contribution analysis is less credible, gather additional 

evidence to augment the analysis based on the results that 
have occurred. 

• Revise and strengthen the contribution story: you should 
now be able to build a more substantive and thus more 
credible analysis, one that a reasonable person will be more 
likely to agree with. 
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What are the Disadvantages? 

Contribution analysis is not an approach for comprehensive 
evaluation. 

Figure 10: An example of a contribution analysis. 

Acknowledge the attribution problem: 
Does x cause y? 

..•............ ............. ..•....•... .....•... •······ ••••* •:• 

Determine the specific cause-effect 
question being asked: To what extent 

does x cause y? 

............... ··········••* ............ 
•:::::::• ..... ... . 

Determine the level of confidence 
required: How will we find out if x 

causes y? 

············,;,,•• ............. ........... .......... ....... ..... ... 
Explore the type of contribution 

expected: How would we show that x 
contributed toy? 

............... ............. 
·t::::::::• ....... ..... ... • 

Determine the other key influencing 
factors: what about z? 
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3.3 Online Technologies 

Using technology for M&E has increased in importance in recent 
years following a rise in the use of such media by large parts of the 
population globally. Authorities and local NGO actors can use new 
technology- such as social media - as part of the CVE programme

evaluation toolbox. For example, the US Center for Strategic 
Counterterrorism Communications aims to reduce radicalisation 
and extremist violence online by identifying in a timely manner 

extremist propaganda on the Internet and responding swiftly 
with counter-narratives. It has put in place diagnostic, Internet
based tools to support it in monitoring its effectiveness. 

Social-media platforms can be used to disseminate counter

narratives to violent extremist beliefs online either through 
engaging in debate, sharing pictures and videos, or simply forming 
online communities opposed to violent extremism.16 Use of such 
platforms presents those evaluating projects with potential tools 

to record Internet traffic or understand impact through measures 
such as 'retweets'. 

The work carried out by researchers at the UK-based 
International Centre for the Study of Radicalisation and Political 
Violence is a further example of the use of social-media analysis to 

measure influence and impact.11 Specific methodologies include 
the monitoring and analysis of Twitter accounts and postings 

through: 
• Examining links and 'hashtags' tweeted by users. 

• Analysing the followers of anarchist accounts. 

16. See, for example, the work of the Demos Centre for the Analysis of Social 

Media, <http://www.demos.eo.uk/projects/casm>, accessed 22 May 2014. 

17. See, for example, J M Berger and Bill Strathearn, 'Who Matters Online: 

Measuring Influence, Evaluating Content and Countering Violent 

Extremism in Online Social Networks', International Centre for the Study of 

Radicalisation and Political Violence, King's College London, March 2013. 
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• Conducting a 'gross impressions' analysis, which counts the 

number of times tweets from a user have appeared in ot her 
users' timelines.18 

Lessons from the Front line: Using Facebook 'likes' 

Other examples where online social media has been used In this 

way include E)(IT-Deutschland's use of the Internet to spread 

information about the success of the Trojan T-shirt campaign. The 

CVE group disseminated T-shirts at a neo-Nazi conventfon bearing a 

far-right slogan that washed off to reveal the slogan 'If your T-shirt 

can do ft, so can you'. The use of YouTube, Twitter and Facebook 

to share the impact of the event not only increased the number of 

voluntary participants joining the CVE programme, but also spread 

awareness of the growing far-right movement in Germany. CVE 

programmes and police authorities can use social media to inform 

the public and gain support, 'followers' or 'likes' for activities similar 

to EXIT-Deutschland's ideas around branding. 

3.3.1 Advancing Data Collection 

Other uses of technology to aid CVE efforts include the use 
of software to monitor and respond to potential violent acts 
being planned online.19 Advances in computer technology 

18. See, for example, Alexander Meteagrou-Hitchens, Shiraz Maher and James 

Sheehan, 'Lights, Camera, Jihad: AI-Shabaab's Western Media Strategy', 
International Centre for the Study of Radicalisation and Political Violence, 

King's College London, 2012. 

19. Todd C Helmus, Erin York and Peter Chalk, Promoting Online Voices 

for Countering Violent Extremism (Cambridge: RAND Corporation, 

2013), <htt.ps://www.counterextremism.org/resources/details/id/245/ 

promoting-online-voices-for-countering-violent-extremism>, accessed 22 

May 2014. 
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have created the opportunity to store vast quantities of data 

previously unimaginable to earlier computer models. Also, 
advances in software and analytical capabi lities have created 
new opportunities to input and process criminal data. Areas for 

application include gee-mapping of crime trends, monitoring 
online media, facial recognition technology used to analyse 

individual movements, and test-simulations of group behaviour. 
Another area of advance in data collection is the use of data 

to identify crime hotspots, before cross-referencing the results 
with those of similar regions in order to test best practice. Some 
of these practices are in early stages of progress and require 

further development. New technology also enables the capacity 
to 'data mine' (for example, information gathered from online 
chat rooms) simultaneously across a broader spectrum of social

media platforms, crime databases and historical reports, and then 
to analyse all data rapidly. Gathering the right amount of data is 
crucial for sampling and conducting effective analysis. 

3.3.2 CVE in the Local Community 

Online technology has created a window of opportunity to 
improve the relationship between members of the public and 

law enforcement and help to build trust.2° For example, many 
police forces and local authorities use Twitter to describe local 

issues, to outline initiatives to counter extremism, and to build 
up a relationship with community residents. Such use of media 

establishes trust and Improves public confidence. 
Online surveys can provide an efficient way of collecting 

information from different stakeholder groups, anonymously if 

20. United Nations, The Use of the Internet for Terrorist Purposes (New York, 

NY: United Nations Office on Drugs and Crime, 2012), <http://www.unodc, 

org/ docu ments/fron tpage/Use _ of_l nternet_ for_ Terrorist_pu rposes. pd f>, 
accessed 22 May 2014. 
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necessary. Best results are achieved if the evaluators and those 

implementing the online survey collaborate in developing the 
survey from an early stage. Online surveys: 

• Can be used to target specific stakeholder groups. 

• Are widely used in the public and private sectors, and local 
communities may therefore feel 'comfortable' with them. 

• Need to be carefully designed through a partnership 
between the researchers and web-survey implementers. 

Defining Online Surveys 
Online tools have become an extremely cost-effective method 

of conducting fieldwork for scientific and policy research and 
evaluation. Tools include web-surveys, opinion surveys, stated

preference surveys, on line exercises and more open-ended forms 
of e-consultations.21 

In the consumer area, these tools are frequently used by 
market-research companies to study likely markets for certain 
products and services through opinion surveys or general omnibus 

studies. Although it is difficult to characterise from a theoretical 
point of view, various types of stakeholder may be considered as 
relevant targets for this form of evidence gathering. For exatnple: 

• Civil servants and members of administrative departments. 
• Members of local communities. 

• Experts. 
• Academics. 
• Civil society stakeholders. 

When to Use Online Surveys 

In the policy-evaluation context, on line survey tools are especially 
useful for gathering the honest views of experts, implementers 

2L Ling and Villalba van Dijk (eds), 'Performance Audit Handbook'. 
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and programme participants, as respondents may feel that they 

are talking to a computer rather than a person. The successful 
use of online data-gathering techniques is a compromise among 
a number of factors, as are many methodologies. 

The main consideration is that of understanding the 
implications of more complex instruments, given the specificities 
of using more trad itional forms of data collection. Onllne surveys 
are particularly suitable in the following circumstances: 

• When the boundaries and characteristics of a topic or 
subject can be easily determined in advance: it should be 
easier for those developing the survey instrument to identify 

questions with clear alternative answers, such as 'important/ 
not important' or 'agree/disagree1

, thereby permitting 
extensive question sets. This method is particularly useful 
when trying to simplify qt.1estions that could be answered 
qualitatively (for example, 'What do you think about ... ?') so 
that they are presented quantitatively (for instance, 'Please 

indicate the extent to which you agree/disagree with the 
followlng ... '). 

• When there is a large or unbounded sample: on line survey 
tools may be appropriate when considerations of robustness 

of sample size to population are of lesser importance. 
• When fast turnaround is necessary: surveys can be 

developed extremely quickly, especia lly when an existing 
survey platform is established. Furthermore, some tools 

permit automated data extraction. 
• When budget is limited: on line tools may be a cost-effective 

alternative to more expensive forms of data collection (such 
as via telephone surveys), as they are relatively cheap to 
implement. 
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Chapter Ill: Key Points 

• Formative evaluations strengthen or improve the object being 

evaluated; summative evaluations examine the effects or 

outcomes of the object. 

• The choice of evaluation approach should be based on the 

policy's underlying theory or logic, the stated objectives, and a 

consideration of how the policy is supposed to have an effect. 

• It is important to provide programme teams with training and a 

toolkit on how to monitor and evaluate their activities. 

• Each evaluation tool has advantages and disadvantages, and 

should be chosen on the basis of the purpose of the evaluation. 

• Online technologies can increase the reach of CVE programmes 

into local communities, and make a significant contribution to 

M&E through advanced data collection and online surveys. 
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IV. LEARNING FROM OTHER FIELDS 

Overview: This chapter addresses what can be learned about 

evaluation from other social-policy fields: crime prevention, gang 

prevention, overseas development and peace-building. 

CVE is not the only policy area that encounters challenges in 
policy and programme evaluation. In this chapter, we examine 
evaluation practices in the criminal-justice and overseas
development sectors. While these fields are very different from 
CVE, their evaluation systems are more mature and elements of 

their programmes can help to inform the approaches and 
methodologies used in CVE evaluation. The aim is to identify 
instances of good practice and lessons that can be applied to 

future CVE programmes. 

4.1 The Criminal-Justice Sector 

4.1.1 Crime Prevention 

One of the most useful areas to examine for comparative purposes 
in CVE evaluation is crime prevention. CVE programmes can look 
to crime-prevention programmes as a key source of experience 
and best practice as the two fields face similar challenges. There 

is already a broad body of literature on the M&E of crime
prevention programmes (or lack thereof) and the challenges in 

Page 90 of 127 



DHS-001-425-001294

carrying out M&E in this field. These programmes are generally 

community-based; whlle this is not always the case for CVE, there 
are countries that incorporate a strong community presence in 
carrying out CVE activities. 

As with crime-prevention evaluation models, effective models 
of evaluation for CVE need to be able to address the following 

issues: 
• The causal links between a programme's assumptions and 

the outcomes desired: are CVE programmes based on a 
sound theoretical underpinning? Do community-based 
programmes reduce the incidence of radicalisation? Do they 

have other unintended impacts? 
• The effectiveness of the processes involved in implementing 

the programmes: who should be fund~d? How and to what 
level? Who should drive the programmes? How can agencies 
best work together? Understanding what happens and why 

in a programme can determine why particular objectives 
were or were not achieved.1 

• The effectiveness of individual initiatives: how successful 
are different approaches? Which are most successful? Why? 
What long-term effects do they have on prevention? How 

appropriate are they to different contexts? 
• The contribution of initiatives to wider community goals: 

health and wellbeing of the community and the government 
policy objectives of a 'safer community'. 

• The cost-benefit of individual community-based initiatives 
and an overall assessment of a programme's multiple 
initiatives.2 

1. John M Owen and Patricia J Rogers, Program Evaluation: Forms and 

Approaches (St Leonards, Australia: Sage, 1999). 

2. Anona Armstrong and Ronald Francis, 'Difficulties in Evaluating Crime 

Prevention Programmes: What Are Some Lessons for Evaluators and 
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Overarching lessons Learned in Crime Prevention 

In order to develop models of evaluation that take into account 

longer-term results: 

• Evaluations should not be limited to measuring outputs or even 

outcomes, but examine the underlying assumptiohs on which 

programmes are based. 

• Evaluations should not be undertaken on an ad hoc basis once 

every few years, because there is no basis for comparative 

evaluation of the value of alternatives. 

• The most useful evaluations are those that are planned and 

receive support from all involved. 

• M&E should be built into the planning phase of each programme, 

not added on at the end. 

• Indicators to measure outcomes should be agreed on by the 

stakeholders, as should be commitment to data-gathering. 

• The evaluation designs need to take account of milestones and 

steps that signify progress towards achievement of goals and 

objectives. 

• The designs also need to be flexible - should progress 

evaluations indicate a need for change, so too should the target 

of the evaluation change. 

• Evaluations need to be both internal and external. 

• The internal evaluations should focus on monitoring the key 

indicators and maintaining the documehtation that will give 

substance to an external evaluation . 

• External evaluations should meet the need for summative 

and formative purposes, for the assessment of efficiency, 

effectiveness and quality. 
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It is noted that there is no 'one-size-fits-all' model of 

evaluation for crime-prevention programmes; instead, a typology 
of common models is used. Many evaluation models in crime 
prevention, as with CVE, fall prey to the need for government 

departments to assess the narrow questions that policy planners 
need to answer - the implementation of the programme and 

achievement of specified outputs. Few models attempt to achieve 
any kind of examination of long-term programme results (which 

are important when evaluating CVE). 

NCPC Programmes: Evaluation Planning of Crime-Prevention 

Programmes 
Canada's National Crime Prevention Centre (NCPC) provides national 
leadership on effective and cost-effective ways to prevent and reduce 
crime by intervening on the risk factors before crime happens.3 

The NCPC views evaluation as contributing in a variety of 
ways, including providing accountability and strategic structure, 
benchmarking, supporting results, and feeding into best practice 

and effective interventions in crime prevention. Evaluating crime· 
prevention programmes requires setting realistic outcomes to 
measure. The impact of a programme may not be visible for several 

years, therefore setting short- and medium-term outcomes to 
measure is important to determine whether the programme is on 

track to achieve its goals.4 

Community-Based Programs', paper presented at the Evaluation in Crime 

and Justice: Trends and Methods conference, Canberra, 24- 25 March 2003, 

< http7 //www. a i c. gov. au/ media _ Ii bra ry / conferences/ eva l u a tio n/f ran c 1 s. 

pdf>, accessed 22 May 2014. 

3. Public Safety Canada, 'Project Planning and Evaluation', http://www. 

publicsafety.gc.ca/cnt/cntrng-crm/crm-prvntn/tls-rsrcs/prjct-plnnng-eng. 

aspx, accessed 22 May 2014. 

4 . Ibid. 
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Figure 12: Project Lifecycle. 

Phase 1: Problem or 
Needs Assessment 

• Identify Cl'lme-preventlon 
i$$ue, problem or need 

ldenttfy underlying 
causes(nskfactots)of 
issue, problem or need 

ldenllfy community, 
family and lndlvidual 
strengths (protetUve 
factors) 

• ••• ••••• 
••••• ••• • 

Evaluation 

Phase 2: Planning 

With your community, 
idefltify the goel of your 
project (outcomes). What 
do you want to change? 

• Develop posslble 
solutions to bring about 
the change you have 
described; be sure to 
address risk factors or to 
build un protective 
facto~ 

Plan acttvltles: what, 
when, where, who, why? 
How wffl you monitor 
them? 

Devektp a budget. What 
resources will you need? 
Where will you Bet them? 

• ... 
• •••• 
••••• • •• • 

Phase 3: 
Implementation 

Start the project 

Promote the pJOject 

• Monitor and collect 
information you need to 
make sure your 
Pl"Olfamma is on track 
and woritlng toward Its 
goals {outcomes) 

• Track Vo\11' spending 

Trade what you produce 
or achieve 

• . .. • •••• 
• •••• . .. • 

Ongoing-collect Information about how your projed: I! moving toward the chanse you 
Identified 

Mid-term - halfway through the project, assess if your project Is Coin& according to plan 

• final- measure the. results of your project and use this information to identify lessons 
teamed and report on project effectlvenes5 

Source: Public Safety Canada, 'Project Planning and Evaluation: 
<http ://www.pu blicsaf ety. gc. ca/ en t/cntrng-crm/ crm-prvn tn/tls-rsrcs/ 
prjct-plnnng-eng.aspx>, accessed 22 May 2014. 
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4.1.2 Gang Prevention: Evaluation in Practice 

The NCPC funded the Gang Prevention Strategy (GPS) between 
April 2007 and March 2011. The programme was implemented by 
Living Rock Ministries (a non-profit Christian organisation) in the 

Hamitton area, near Toronto; it targeted people aged between 
thirteen and twenty-five who were deemed either to be at risk of 

gang involvement or to be already involved in it. The programme 
aimed to: 

• Increase awareness of the consequences of gang 
involvement. 

• Encourage youths to adopt a less positive attitude toward 

gangs. 
• Increase motivation to participate in pro-social behaviours. 

• Decrease risk factors that contribute to interest in gang 
activity. 

• Increase protective factors that contribute to youth's interest 
in pro-social activity. 

The programme aimed to achieve these results by assigning 
each participant a coach with whom they have regular sessions, 
and participation in a range of programme activities. The 

programme recruited participants through outreach, financial 
incentives and word of mouth; they were then required to 
complete a quiz to determine eligibility. Of the group of applicants, 
230 were considered eligible, but 10 per cent were not interested 

and 3 per cent did not provide consent. Ultimately, 201 carried on 
to participate in the programme. 

There were high drop-out rates (43 per cent) for various 

reasons including moving location of residence, incarceration 
and full -time employment. Only eighty-six youths completed 
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the six-month programme. Similar issues can be expected in CVE 

programmes.5 

Evaluation of GPS 

Initially a quasi-experimental design6 was chosen to evaluate the 
GPS programme. 'Pre' and 'post' surveys were planned for the 

treatment and comparison groups but as a comparison group 
could not be established, the design was changed to a single 
group (repeated measure) design. 

The methodology involved comparing pre-surveys with post
surveys, which were conducted six months after the end of 

treatment through the programme. Those participants who were still 
available received follow-up surveys every six months. Availability of 
participants after a programme is a major challenge that occurs in 
evaluating the impact of both crime prevention and CVE work. 

The evaluation consisted of quantitative and qualitative 
data. Evaluators collected qualitative survey, quiz and interview 
responses, and quantitative data gathered through ongoing 

programme monrtoring on case management, programme 
activities, youth-crime statistics and other hard numerical 
evidence. They then compared sample groups in order to 

understand the differences between subset groups in terms 
of risk levels and 'dosage' (hours spent with coaches and in 

programme activities, with 242 hours of case management 

5. Public Safety Canada, Gang Prevention Strategy: Building the Evidence -

Evaluation Summaries, 2012-ES-23 (Ottawa: Government of Canada, 2014), 

<http ://www. pu bllcsafety. gc.ca/cnt/rsrcs/pb lctns/gng-prvntn-strtgy / 

index-eng.aspx>, accessed 22 May 2014. 

6. A 'quasi-experiment' can be defined as a study to estimate the causal impact 

of an Intervention on its target population; unlike 'true' experiments, quasi

experimental design features a controlled, rather than a random, process of 

sampling. 
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deemed to be the threshold between 'low' and 'high' dosage). 

As is common, qualitative data was used to support and provide 
depth to quantitative results. 7 

Evaluation Findings 

There were numerous implementation challenges that CVE 
programmes can and should learn from, including: 

• Issues over inconsistent data entry. 
• Data collection. 

• Quality of training. 

The programme was originally designed to target onfy those 
at risk of becoming involved in gangs. However, during the course 
of the programme some youths who were already rnvolved in 
gangs began to participate, and coaches fel t unprepared to deal 
with these higher-risk participants during the early stages. The 
possibility of similar situations occurring in a CVE programme is 
high, as a programme may be designed to target those at risk 

of radicalisation but attract those who are already radicalised. 
Preparing for these eventualities is important. 

Developing accurate risk factors relevant to youth in the 

Hamilton area was a further challenge. That said, determining 
unique and individual risk factors is less important than 
determining whether the risk factor identified is evidence-based.8 

Evaluation Limitations 

Many of the limitations of evaluation are shared between CVE 
and crime and gang prevention. These include the lack of a 
contrql group, :;mall sample size, inconsistencies of data and 

7. Publ1c Safety Canada, Gang Prevention Strategy. 

8. Ibid. 
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reporting bias. In particular, the lack of a comparison group makes 

programme causality-attribution challenging and therefore 
positive results relating to gang involvement cannot definitively 
be attributed to the programme. 

Relatively low numbers of participants areavai lab le to complete 
post-surveys, which limits quantitative insight and understanding 

into programme effectiveness. The recording and collection of 
data is always a challenge, and relationsh ips between participants 

and programme officers are likely to result in interviewer bias. An 
awareness of these limitations is necessary, and a number of tests 
to deal with low participant numbers and to determine statistical 
significance can be found in the evaluation literature.~ 

4.2 Peace-Building and Overseas Development 

4.2.1 Evaluation in Peace-Building 

Evaluating peace-building and conflict-resolution programmes is 
similar to CVE evaluation in that there are very few formalised 

procedures or methods to refer to. Similarly, it is also difficult to 
ascertain which factors have contributed to the improvement or 
deterioration of a situation when evaluating. However, the Peace 

and Conflict Impact Assessment (PCIA) methodology10 from this 
area is a useful and relevant source for those engaging in CVE 

evaluation and monitoring. 

9. For guidance on the prindples of statistical significance, see Creative 

Research Systems, 'Significance in Statistics and Surveys', <http://www. 

surveysystem.com/signif.htm>, accessed 22 May 2014; StatPac, 'Statistical 

Significance', <http://www.statpac.com/surveys/statistical-significance. 

htm>, accessed 22 May 201A. 

10. Mark Hoffman, 'Peace and Confl ict Impact Assessment Methodology', 

Berghof Research Center for Constructive Conflict Management, Berlin, 

2004. 

Page 98 of 127 



DHS-001-425-001302

Evaluating peace-building initiatives in situations defined 

by conflict requires a flexible, case~by-case approach according 
to what the specific scenario allows for and rest ricts. The PCIA 
approach looks beyond questions of success or failure of the 

intended outputs, outcomes, goals and objectives, and considers 
a broader base for assessment. 

For instance, when trying to determine the impact - negative 
and positive, direct or indirect, and intentional or not - of a 
particular peace-building or conflict-resolution project, the PCIA 
approach will analyse a wide spectrum of criteria to gauge 
project impact: the institutional capacity to manage or resolve 

violent conflict and to promote tolerance and build peace; 
military and human security; politica l structures and processes; 
economic structures and processes; and social reconstruction 

and empowerment. 
When measuring the impact of CVE interventions, therefore, 

the PCIA approach teaches us to take into consideration broader 
social, political and economic factors that may have an influence 

on the planned programme or initiative. 

4.2.2 Overseas Development 

There are many lessons that evaluators of CVE can learn from 
overseas evaluation of development projects. The overseas 

development sector has developed tools to monitor complex 
interventions more effectively. Moreover, the OECD's Development 

Assistance Committee {DAC} standards have motivated those 
in the sector to reflect on the importance of evaluation and to 
ensure evaluations ask the right questions of the right people. 

DAC guidelines also note that providing training to local 
partners on evaluation methodologies and techniques is a 

necessary part of ensuring accurate data. If the data-collection 
process is outsourced to local partners, evaluators need to have 
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confidence in the data collected; training therefore supports the 

accuracy of fieldwork and empowers local partners. Embedding 
evaluation into the project or programme from the beginning is 
also key to adjusting the programme, as lessons are learned and 

processes develop.11 

USAID's evaluation of CVE projects in East and West Africa 
provides a useful example of how to embed evaluation into 

projects from the outset, as outlined in the box below.12 

USAID's Evaluation of a CVE Project in East and West Africa 

USAID's work on CVE overseas provides an excellent case study 

to assess the use of evaluation methods and distil best practice. 

USAID developed CVE programmes in East and West Africa, which 

used a risk assessment for violent extremism to help identify key 

drivers, before then working wlth local partners to identify at-risk 

populations around which to focus their programme activities, The 

programme had a multilayered approach, promoting non-violence, 

training for community leaders and community engagement. USAID 

conducted mid-term evaluations of their CVE programmes in West 

Africa (in 2011) and East Africa (in 2013) using a mixed-method 

approach incorporating quantitative and qualitative methods. 

The quantitative part of the evaluation involved the use of a 

fifteen-question survey looking at predetermined drivers of violent 

extremism. The survey was given to the treatment group and a 

comparison group ir:i order to compare results. During analysis of 

the data, it was found that the programme had a more significant 

impact on correlated indicators such as civic engagement than 

11. Ibid. 

12. USAJD, 'Evaluating USAID's CVE Projects In East and West Africa 

Methodologies and Best Practices June 2013. 
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priority indicators such as opposition to violence. 

Lessons learned in carrying out the survey including the training of 

local partners and data collectors (as above) and the imjJortance of 

local language skills. Of high importance was the identification of 

comparison clusters. In West Africa, the clusters were chosen where 

there had been 'minimum' programme activity- however, a result 

of the programme was regional radio outreach, and so therefore no 

cluster was completely untouched by programming. In East Africa, 

the evaluation identified three different groups. The first included 

training-programme graduates; the second, those who entered 

the programme but did not complete it fully; and the third, those 

who had no contact with USAID programmes at all. The distinction 

between those who completed the programme and those who did 

not is important to note when conducting an impact assessment 

based on an individual's experience. 

The qualitative aspects of the evaluation included desk reviews, 

key-informant interviews and focus groups. The quafitative work 

was used to verify the findings of the survey and add credibility 

to the final results. The use of qualitative methods in combination 

with the survey also allowed for greater depth and understanding 

of survey responses. 

For example, the focus groups uncovered drivers of conflict 

unrelated to violent extremism and demonstrated the influence 

that current news stories have on perceptions, which work to 

influence the survey responses of participants in this context. Taking 

into account external causal factors, considering demographics, and 

ensuring accurate knowledge of cultural and political norms Within 

a community Is essentfal when carrying out a study that should be 

controlled for; it and is also essential to fully understand results. 

Page 101 of 127 



DHS-001-425-001305

When evaluating CVE, we need to keep in mind what can be 

measured with any credible level of accuracy. For example, it is 

nearly impossible to measure how many individuals did not join 

or support a terrorist group solely as a result of a programme 

lntervention, as the programme does not target those who are so 

far along the process of radicalisation that this could be identified. 

However, the individual or community perceptions of key drivers 

to violent extremism can be measured, such as community 

engagement and economic opportunities. identifying the right 

1ndicators is one of the most important steps in developing a CVE 

programme and accurately evaluating its impact. 

Chapter IV: Key Points 

• Crime prevention is a more mature field where lessons can 

be learned and applied to CVE, particularly in relation to 

community-based programmes. 

• Challenges relating to inconsistent data entry, data collection and 

quality of t raining have been identified from gang-prevention 

programmes that should be considered for CVE. 

• Evaluating peace-building and conflict-resolution programmes 

is similar to CVE in that both require a flexible, case-by-case 

approach. 

• Analysing the lessons of overseas-development evaluation can 

help CVE evaluators to learn lessons about providing training 

and embedding evaluation into programmes from the very 

beginning. 
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V. LEARNING FROM OTHER 
COUNTRIES 

Overview: In this chapter, we briefly outline a number of different 

CVE programmes in a selection of GCTF states, in order to provide 

policy·rnakers and practitioners with a sense of the current state 

of play and a ready reference. While CVE initiatives within many of 

these countries are in their early stages, important lessons can be 

drawn from these examples. 

As demonstrated by the evolution of CVE policies and strategies 
outlined in Chapter I, many countries are beginning to focus on 

CVE programming and initiatives. Many of these efforts are still in 
their early stages and attempts to evaluate them have been 
limited. Nonetheless, instances of good practice are identifiable 

in many countries' experiences and there are important early 
lessons that can be adapted for future programmes. 

5.1 Canada 
Canada's 2012 counter-terrorism strategy, Building Resilience 

Against Terrorism, was t he country's first such strategy.1 It 
focuses on four areas to deter the terrorist threat: preventing 
people from becoming involved in terrorism; detecting and 
investigating those involved in terrorist operations; denying 

1. Government of Canada, Building Resilience Against Terrorism. 
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terrorists the means to pursue terrorist activities; and responding 

effectively to any attacks that occur. Canadian government 
efforts on CVE are multipronged and cut across the counter
terrorism strategy's framework. The government approach aims 
to address social aspects of radical violence and security aspects 
of violent extremism. Most initiatives to date have focused on the 

challenging area of prevention. 
For example, public engagement activities led by the Canadian 

government aim to develop mutual trust and understanding with 
the numerous communities it serves in order to address local 
concerns. Specific programming related to building awareness 

and providing education to address the threat of radicalisation 
to violence is conducted in partnership with various influencers, 
including NGOs and community leaders. 

Both programmes have an evaluative component with the 
RCMP, in partnership with the International Association of Chiefs of 
Police (IACP) and the Federal Bureau of Investigation, developing 
a model for determining a pathway of community engagement. 

The RCMP's review of its community-engagement strategy and 
its collaboration with the IACP on a set of core CVE community
engagement principles2 signal Canada's focus on understanding 

how evaluation can be applied effectively. The RCMP's approach 
is simple (but rigorous), which can be helpful for practitioners on 
the ground to understand how successful they have been in their 
community-outreach efforts. 

2. International Association of Chiefs of Police CVE Working Group, 

'Community Outreach and Engagement Principles', August 2012, <http:// 

www.theiacp.org/ port a ls/0/ pdfs/lACP-COT _ Comm Pollci ng Principles_ 

FINALAugl2.pdf>, accessed 22 May 2014. 
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5.2 Denmark 

Denmark has a longstanding programme in CVE focused on 
supporting local governments and act ors in preventing and acting 
on radicalisation and extremism through the following strands of 
activity: counselling; supplementary train ing - both intensive and 
short introductory presentations; tools and methods for 

practitioners; and information material (for example the 
Handbook Series in CVE3). 

Evaluating Intervention Programmes in Denmark 

Practitioners in Denmark have made significant effort to evaluate 

their CVE programming, particularly on interventions targeted at 

individuals who were deemed to be vulnerable to radicalisation. 

These are their key lessons: 

• Data validation; ask the participants as well as the professfonals 

in order to get a more complete picture. 

• Engage: ask the participants as soon as possible after the 

intervention - try to integrate a concise questionnaire rnto the 

effort. 

• Repeated engagement: continue evaluation after the effort, 

making this an iterated, repeatable process if possible. 

Additionally, Denmark has sought to integrate an awareness 
and preventive effort in its general crime-prevention activities 
and social-welfare system, and considers CVE a preventive, social 

agenda, rather than a security agenda. 
Evaluation experts in CVE from Denmark have highlighted to 

practitioners the importance of evaluation, using a 'hierarchy of 

3. See Danish Ministry of Chlldren, Gender Equality, Integration and Social 

Affairs website, <http://sm.dk/en/responsibi1ites/integration-and

democracy / preventi ng-extremism/the-booklet-series-2018preventi ng

extremism2019> 
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evidence'. Usefully, this hierarchy not only noted what evidence 

is desirable, but also acknowledged the difficulties of obtaining 
such information. 

5.3 Germany 
The German government has funded a range of programmes for 

fighting and preventing right-wing extremism, tncluding various 
de-radicalisation programmes. Principal among these is EXIT

Deutschland, an NGO undertaking CVE work.4 For each individual 
case, EXIT aims to identify the appropriate form of intervention. 

EXIT is a good example of the importance of considering the 

proportionality required for an evaluation. The organisation has a 
'networked' nature and little contact with its clients, so an overly 
systematic evaluation may not capture the positive outcomes 
that are being generated over an extended period. 

For example, a mid-term evaluation of EXIT's activities by the 
German government suggested that although there are higher 
drop-out rates in EXIT-Deutschland (because its interventions are 

voluntary), there was a considerable rate of overall success in 
de-radicalising participants. EXIT was judged to be rigorous and 
effective. 

EXIT feedback on the evaluation process was that evaluation 
in the NGO context (and in dealing with right-wing extremists} 

could be challenging for three reasons: 
• NGOs have inadequate resources to support the evaluation 

process. 
• Building trust between clients and EXIT staff takes time. 
• The process of de-radicalisation is not linear. 

4. See EXIT-Deutschland's website, http://www.exit~deutschland.de/, 
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5.4 Norway 
CVE policy is undergoing significant change in Norway in the wake 
of the July 2011 terrorist attack by Anders Behring Breivik.5 The 
model of CVE activity has been established in many Norwegian 
municipalities drawing on existing, co-ordinated local services in 
crime-prevention activity. 

Parental Network Groups in Norway 

One example of an evaluation in Norway at the project level is a 

parental-network group, which has successfully intervened to help 

youth disengage from neo-Nazi and other racist groups. Between 

1995 and mid-2000, some 130 parents of 100 youths participated 

in parental-network groups targeting disengagement. By the end of 

that period, 90 per cent of the youths were no longer involved in a 

right-wing group. An evaluation of the project found that 'parental 

involvement played a decisive role in many cases, although 

numerous other factors were also important in the decision to leave 

the group'.* 

* Hilgunn Olsen, ·A v~re foreldre ti l en nynazist [To Be Parents of a 

Neo-Nazi]', Department of Criminology, Oslo, 2001. The original 

Norwegian version of the report is available at <https://www.duo.uio. 

no/bitstream/handle/10852/22529/2983.pdf?sequence==l>, accessed 

22 May 2014. 

Local authorities and local police managernent have 
established police councils for co-operation and co-ordination 
of local crime-prevention measures, a local-authority model that 
brings together those public authorities, professional groups and 

5. On 22 July 2011, Breivik bombed government buildings in Oslo, killing eight 

people, before shooting sixty-nine people at a Workers' Youth League camp 

on the island of Utoya. 
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voluntary organisations working together. The model provides 

arenas for various parties to meet and exchange information and 
assessments - increasing knowledge on crime prevention and 
providing the opportunity to co-ordinate measures in different 

sectors that can positively strengthen each other. Knowledge
based crime prevention, early intervention, and strengthened 
and co-ordinated local crime prevention work are key elements 
in the Norwegian approach.6 

5.5 Sweden 
The Swedish CVE strategy emphasises involving all of society in 

efforts to prevent the types of radicalisation signalled by increased 
interest in terrorist activities or violent tendencies, especially 
measures that target and research 'the breeding grounds of 
terrorism'.7 It includes initiatives to overcome exclusion (local 
causes of grievance) by promoting an integration policy and 

democracy. It espouses the wider use of dialogue as a means of 
creating more opportunities for representatives of civil society to 

give their views of threat pictures and possible measures. 
The strategy highlights the need for closer study of possible 

ways to provide support to individuals who want to leave 

extremist, violence-promoting environments. The country has 
significant experience in deal ing with white-power groups, and 
it is clear that the state recognises that similar (but bespoke) 

6. See Polltiet, 'National Crime Prevention Polfcies', <:http://www.crime

prevention-i ntl .org/file ad min/user_ up load/Evene ments/lOth_ ICPC_ 

Colloqulum/Proceedings/lngvild_Hoel.pdf>, accessed 22 May 2014. 

7. Qatar International Academy for Security Studies, 'Countering Violent 

Extremism: Community Engagement In Programmes in Europe: Phase 2, Vol. 

I', February 20U, p. 25, <http://www.niacro.eo.uk/filestore/documents/ 

Counterlng%20Vlolent%20Extremism-%20QIASS-%202012.pdf>, accessed 

22 May 2014. 
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programmes may have merit in preventing or disrupting other 

types of terrorism.8 

The Swedish authorities have endorsed {and funded) a number 
of community-based CVE programmes. These include the project 

Fryshuset and the group Swedish Muslims for Peace and Justice. 
Encouraged by state agencies, these organisations are attempting 

to counter narratives that might draw vulnerable individuals into 
violent extremism, and provide support to those trying to leave 

extremist organisations. 
Sweden's EXIT programme was established in 1998 to offer a 

way out for members of white-supremacist groups. The Swedish 

programme rests on the notion that people do not become 
members of the groups through ideology, but because they feel 
socially excluded, lack acceptance, and have a strong desire to 
acquire power, statl.ls and identity. The programme has a strong 
psychological focus and is very therapy-oriented, including a 
range of cognitive and behavioural techniques in order to help 
integrate those who have severed ties with regular society. 

Although the programme has not been officially evaluated, the 
high-profile nature of EXIT within Sweden has gained widespread 
recognition and increased public awareness, and is now seen as 

an important response to far-right extremism within Sweden. 
The Swedish Ministry of Justice launched a pan-European, two

year project in 2013, which aims to enhance our understanding of 
what works in preventing and countering right-wing extremism. 
It is funded by the European Commission, and involves ten 
European countries pooling and sharing their knowledge and 
understanding of the extreme right-wing threat.9 

8. Ibid. 
9. For further details, see Institute for Strategic Dialogue, 'Preventing and 

COutnering Far-Rigth Extremism and Radicalisation: European Cooperation', 
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5.6 United Kingdom 

In 2010-11, the UK government reviewed the Prevent policy.10 

Although many of the efforts by the Home Office and Department 
for Communities and local Government were judged to be 

valuable, the Prevent review suggested that the M&E of Prevent 
projects had not been sufficiently robust to justify the sums of 

public money spent on them. 
The government said that evidence of effectiveness and value 

for money would be required for projects to maintain funding. 
Improvements in the evaluation architecture in the UK included 
situating evaluation specialists at the heart of the unit undertaking 
Prevent policy to provide on-the~spot advice and to help build an 
evaluation culture. 

A senior lawyer, l ord Carlile of Berriew QC, was appointed 
to provide expert, independent oversight of the review. The 
objectives of the government's review of Prevent were as follows: 

• Ensure Prevent is proportionate and focused. 
• Look at the purpose and scope of the Prevent strategy, its 

overlap and links with other areas of government policy, and 
its delivery at local level. 

• Examine the role of institutions - such as prisons, higher
and further-education institutions, schools and mosques -
in the delivery of Prevent. 

• Consider the role of other Prevent delivery partners, 
including the police and other statutory bodies. 

• Consider how activity in the UK can be better co-ordinated 
with work overseas. 

<:http://www.strategicdialogue.org/sweden-actionresearch/>, accessed 22 

M;,iy 2014. 

10. HM Government, 'Prevent Review: Summary of Responses to the 

Consultation', London, June 2011. 
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• Examine M&E structures to ensure effectiveness and value 
for money. 

While much of the review process is not in the public domain, 
the government stated that, as part of the review, a consultation 
process began on 10 November 2010 and ran for three months. A 
web-based questionnaire sought views on specific aspects of 
Prevent: over 400 responses were received . There were eleven 

consultation events held around the country, which attracted 
approximately 600 attendants. A series of focus groups were also 
held. 

Channel Programme Development of 'Vulnerability' 

Indicators 

The Channel programme benefits from an evaluatioh framework, 

which has recently been strengthened with the development 

of twenty-two 'vulnerability' indicators.* Channel assesses the 

vulnerability of an individual using a consistently applied assessment 

framework built around three dimensions: engagement with a group, 

cause or ideology; intent to cause harm; and capability to cause harm. 

The dimensions are considered separately as experience has shown 

that it is possible to be engaged without intending to cause harm and 

that it is possible to intend to cause harm without being particularly 

engaged. Experience has also shown that it is possible to desist (to 

no longer intend to cause harm) without fully disengaging (remaining 

sympathetic to the cause); though losing sympathy with the cause 

(disengaging) will invariably result in deslstance {loss of intent). 

* The full list of vulnerabflity indicators is contained in HM Government, 
Channel: Vulnerabi lity Assessment Framework (London: The Stationery 

Office, October 2012), https://www.gov.uk/government/uploads/ 

system/uploads/attachment_ data/file/ 118187 /vu 1-assessme n t. pd f, 
accessed 22 May 2014. 
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5.7 United States 

The Department of Homeland Security announced a CVE strategy 
in 2011 entitled 'Empowering Local Partners to Prevent Violent 
Extremism in the United States'. This was the first to have targeted 

domestic-grown terrorism in the US at the local level. 
The strategy elaborates on the federal government's existing 

efforts and emphasises the need to work together with diverse 
communities to protect the civil rights cind civil liberties of all 
individuals at local level - a key facet of the work undertaken by 
the Department of Homeland Security Office for Civil Rights and 
Civil Liberties since its inception. The three priority challenges 
that the strategy identified are: 

• To enhance federal engagement with and support local 
commun ities that may be targeted by violent extremists. 

• To bui ld government and law-enforcement expertise in 
preventing violent extremism. 

• To counter violent, extremist propaganda while promoting 
US ideals. 

Domestically, the US uses a number of programme-evaluation 
frameworks and in recognition of the developmental nature of 
the CVE-evaluation field, the National Institute of Justice (part 
of the Department of Justice) has commissioned a number of 
research studies to identify promising practices of evaluation, 
having noted that very few studies have scientifically evaluated 

community-level efforts to prevent radicalisation.11 

Overseas, USAID has harnessed its significant experience and 
expertise in eva luation in the development domain and applied it 

11. us Department of Justice Office of Justice Programs, 'Research and 

Evaluation on Radicalization to Violent Extremism in the United States - FY 

2013, Notice for Tender 20131
, CFDA No. lS.560, <https://www.ncJrs.gov/ 

pdffi lesl/nij/sl001061.pdf>, accessed 22 May 2014. 
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to its CVE programming, producing guidance and toolkits (this is 

explored further in Chapter IV}. 

Chapter V: Key Points 

• Analysing case studies from overseas enables us to adopt best 

practice and lessons learned, which can then be used in choosing 

the optimal evaluation method for a particular context. 

• The review of different countries' programmes demonstrates 

the increasing complexity and sophistication of CVE initiatives, 

frequently overlapping with other policy areas and incorporating 

a wide range of actors and stakeholders. 

• Countries have little experience in this area and evaluation 

systems are immature, but many are increasing their evaluation 

efforts in order to justify the resources that are allocated to 

them. 

• Cases of good evaluation practice show that evaluation needs to 

be integrated from the outset, as part of the planning stage of 

any CVE programme. 
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FINAL WORD 

THIS HANDBOOK is one of a number of outputs contributing 
to the Government of Canada-led workstream, providing 

guidance on good practice and lessons learned for evaluating the 
effectiveness of CVE programming. 

This initiative is being led under the auspices of the GCTF 
Working Group on CVE. The GCTF is an informal, multilateral 
platform focused on supporting the UN's Global Counter
Terrorism Strategy efforts. The GCTF has now become a key body 
in shaping CVE policy and practice internationally. 

The GCTF has emphasised that CVE requires a multifaceted 
approach, as various factors can drive violent extremism. The 
prerequisite of an effective, results-oriented CVE policy is to 

comprehend the complexity of violent extremism; this requires a 
joint effort at local, national, regional and international levels and 

a focus on evaluation. 
CVE is a growing and evolving realm of policy and practice. 

Stakeholders acknowledge that evaluation in CVE is still an 
emerging field and that part of this can be attributed to the lack 
of evaluation of projects and understanding of what constitutes 

a successful intervention. The latter is particularly challenging, as 
CVE is a field in which governments and practitioners are faced 
with measuring a 'negative' or a 'non-event;. It Is important to be 
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able to assess whether and when a programme is 'successful' or 
'effective'. 

The continued endurance of CVE depends on it demonstrating 
that the projects conducted under its auspices deliver impact, 

insights and return on investment. Undertaking effective 
evaluation for accountability and learning purposes is crucial to 

ensuring that CVE can continue to be sustained as a viable policy 
approach. 

Harnessing technology and learning from other fields are 
important in the development of CVE and in applying effective 
evaluation. Long-versed in the challenges of conflict prevention 
and violence reduction, areas such as peace-building and crime 

prevention - and their related methods and practices - can help 
to develop a more expansive understanding of violent extremism 
and its causes, as well as a more localised, measurable and 
sustainable approach to countering it. 
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ONLINE ACTIVITIES TO COUNTER VIOLENT EXTREMISM: 
TALKING POINTS 

• The U.S. Government encourages independent, local efforts to prevent violent extremists 
and their supporters from inspiring_, radicalizing, financing, or recmiting individuals or 
groups in the United States to commjt acts of violence. 

• That includes encouraging the cotmtering of violent extremist propaganda through online 
and in-person dialogue. 

• With respect to confronting violent extremism online, in particular, some members of the 
public have asked for guidance, especially on the application of statutes criminalizing the 
provision of material support or resources to terrorists. 

• This guidance should make clear: the material support statutes do not prohibit 
legitimate independent efforts to counter violent extremism. 

• In fact, despite having cl1arged individuals with violations of the material suppoit statutes 
in more than a hundred cases over the past decade, the Department of Justice has never 
prosecuted an individual or group for a legitimate effort to persuade others not to 
engage in violence. 

• Further, parameters set forth in the U.S. Constitution, federal statutes, and agency 
policies help ensure that individuals who communicate with suspected extremists or 
terrorists online in an effort to persuade them not to engage in violence, or to prevent 
others from being recruited to their cause, will not become the subject of a crimjnal or 
te1Torism investigation, absent independent indicia of unlawful activity. 

• This guidance should underscore the Government's continuing connnitment to 
encouraging independent efforts to challenge violent extremist nan-atives. 

• And the guidance should also show that the Government would not want to take steps 
to discourage those efforts, which can be vital to protecting individuals-especially 
vulnerable youth-in this cow1try from those promoting violent extremism. 

• Thus, we hope that this guidance will extend our continuing efforts to encourage credible 
community voices to speak out against violent extremism. 
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! BUDGET REQUEST AND SUPPORTING INFORMATION 
Departmental Management and Operations 

Otlice of the Secretary and Executive Management 

I. Appropriation Overview 

A. Mission Statement: 

The Depa11ment of HomeJaod Security (OHS) Office of the Secretary and Executive Management 
(OSEM) provides leadership, direction, and management to the Department and all of its Components. 
OSEM establishes and implements pobcy and provides various support functions and oversight to all 
entities within the Department. OSEM oversees tbe Department' s ongoing efforts to integrate and 
consolidate its resources and operations to create a seamless organization that shares services, 
infonnation, and best practices across previously stove-piped organizations. 

B. Budget Activities: 

OSEM is a separate appropriation within Departmental Management and Operations (DMO) that 
provides resources for 15 separate Programs, Projects and Activities (PPAs) including: Immediate 
Office of the Secretary, Immediate Office of the Deputy Secretary, Chief of Staff, Office of the 
Executive Secretary (ESEC), Intergovernmental Affairs (lGA), Office of Policy, Office of Public 
Affairs (OPA), Office of Legislative Affairs (OLA), Office of the General Counsel (OGC), Office for 
Civil Rights and Civil Liberties (CRCL), Office of the Citizenship and Immigration Ombudsman 
(CISOMB), Privacy Office, the Private Sector Office (PSO), the Office for State and Loca] Law 
Enforcement (OSLLE), and the Office of International Affairs (OlA). As in the 2013 Budget, the 
Department proposes establishing the Privale Sector Office, the Office for State and Local Law 
Enforcement, and the Office of International Affairs as new PP As. Below are b1ief descriptive 
summaties of the PP As. 

immediate Office of the Secretary: The Office of the Secretary's role is to provide executive 
leadership, management, direction, and oversight for the Department' s Components. The Secretary 
represents the Department of Homeland Security (DHS) to the President, Congress, State, local, tribal 
and territorial partners, and the general public. 

immediate Office of the Deputy Secretary: The Office of the Deputy Secretary supports the Secretary 
by providing leadership to the Department, especiaJly regarding internal management and direction. 

Chief of Staff: The Chief of Staff is responsible for coordinating policy initiatives and other actions of 
the Department's Components, directorates. and offices. 

Office of the Executive Secrerary: ESEC suppo11s the Offices of the Secretary and Deputy Secretary 
with management of their conespondence, decision docwnents, and other written communications, 
including b1iefing books, Congressional questions for the record, and testimony for all Departmental 
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hearings. ESEC is charged with ensuring that aJl materiRls presented to the Secretary and Deputy 
Secretary for signature has been thoroughly cleared with all relevant Components. 

Office of the General Counsel: The General Counsel is the chief legal officer for DHS and oversees 
and integrates more than 1,800 attorneys throughout the Department. OGC is responsible for ensuring 
that Departmental activities comply with applicable legal requirements, as well as establishing that the 
Department's efforts to secure the Nation are consistent with the civil rights and civil liberties of the 
public and observe the rnle oflaw. OGC provides legal advice on areas such as national security, 
immigration, litigation, international law, maritime safety and security, transportation security, border 
security law, cyber security, fiscal and appropriations law, environmental law, and many others. OGC 
also provides legal services in several areas where the law intersecls with the achievement of mission 
goals, such as the coordination of the Department's rulemaking activities, managing interdepartmental 
clearance of proposed legislation, and providing legal training for law enforcement officers. OGC 
provides legal counsel for all OHS offices (except those specifically excluded by statute). 

Office for Civil Rights and Civil Liberties: CRCL supports the Department as it secures the Nation 
whjle preserving individual liberty, fairness, aod equaJjty under the law. CRCL performs four key 
functions to integrate civil rights and civil liberties into Depattmenta1 activities: 

• Advising Department leadership, personnel, and partners about civil rights and civil liberties 
issues; ensuring respect for civil rights and civil liberties in policy decisions and in the 
implementation of those decisions. 

• Communicating with individuals and communities whose civil rights and civil liberties may be 
affected by OHS activities, informing them about policies and avenues of redress, and 
promoting appropriate attention within the Department to their experiences and concerns. 

• Investigating and resolving civil rights and civil liberties complaints filed by the public. 
• Leading the Depattment's equal employment opportunity programs and promoting personnel 

diversity and merit system principles. 

Office of Public Affairs: OPA is responsible for managing external and internal communications. The 
office responds to national media inquiries, maintains and updates the Department's website, Wiites 
speeches for senior department officials, and coordinates speaking events for Department officials. 
OPA fosters strategic communjcatioo throughout the Depattment and with external stakeholders 
through development and coordination of major DHS announcements and rollouts as well as setting 
common goals to promote "One OHS" objectives. OPA manages the expansion of the "If You See 
Something, Say Something™ campaign, which is a simple and effective program to engage the public 
and key frontline law enforcement personal to identify and report indicators of terrorism and terrorism
related c1ime to the proper transportation and Jaw enforcement authorities. The office manages the 
Department's organizational identity program, which includes usage of the OHS seal and related 
guidelines. Also, the office oversees the Department's employee communication activities, which 
include coordinating communications for Department-wide injtiatives, town haJl meetings between 
management and employees, and the operation and management of an intranet site. Per Presidential 
directive, OPA' s incident communications program guides overall Federal incident communication 
activity and coordinates with State, local, and international partners to ensure accurate and timely 
information is provided to the public during a crisis. 
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Office o.f'Legislative Affairs: OLA serves as the Department's primary liaison to Congress. OLA 
advocates for the policy interests of the Administration and the Secretary. OLA also ensures that all 
DHS Components are actively engaged with Congress in their specific areas of responsibility. OLA 
articulates views on behalf of OHS Components and their legislative initiatives. OLA responds to 
requests and inquiries from congressionaJ committees, indivjdual Members of Congress, and their 
staffs. OLA also particjpates in the Senate confirmation process for all OHS Presidential nominees. 

Privacy Office: The Privacy Office protects the collection, use, and disclosure of Personally 
Identifiable Information (Pll) and Departmental information. It ensures that appropriate access to 
information is consistent with the vision, strategic mission, and core values of the Department ; and 
implements the policies of the Department to defend and protect individual rights, liberties, and 
information interests of the public. The Privacy Office has oversight of all privacy and disclosure 
policy matters, includjng compliance with the Privacy Act of 1974, the Freedom of lnfonnation Act, 
and the completion of ptivacy impact statements on all new programs and systems, as required by the 
E-Government Act of 2002 and Section 222 of the Homelcmd Security Act. The OHS Privacy Office is 
the first statutorily-mandated Privacy Office witbin the Federal Government. 

Citizenship and Immigration Services Ombudsman: CISOMB assists individuals and employers in 
resolving problems connected with pending United States Citizenship and Immigration Services 
(USCIS) cases. In addition, as required by statute, CISOMB identifies common problems experienced 
by individuals and employers when seeking USCTS services, and proposes changes to mWgate such 
problems and improve the delivery of immigration services. In accomplishing each of these missions, 
the CISOMB works impartially, soliciting information and feedback from USCIS, other government 
agencies , immigration benefits applicants, and the iJnmigration stakeholder community. 

Office o.l Policy: The Office of Policy (PLCY) serves as a central resource to the Secretary and other 
Department leaders for policy development and review, strategic planning and analysis, and facilitation 
of decision-making on the full breadth of issues that may arise across the dynamic homeland security 
enterprise. 

PLCY is responsible for strengthening our Nation' s homeland security by developing OHS-wide 
policies, programs, and planning to promote and ensure the highest level of performance, quality, 
consistency, and iotegration in the execution of all homeland security missions. PLCY represents and 
coordinates the consolidated OHS position at White House interagency committee meetings. The 
Office develops and articulates the long-term strategic view of the Department and translates the 
Secretary's strategic priorities into the Quadrennial Homeland Security Review, OHS Strntegic Plan, 
and other planning products that drive increased operational effectjveness through integration, 
prioritization, and resource aJlocation. The Department proposes establishing independent offices for 
the Office for State and Local Law Enforcement, the Office of International Affairs (OIA), and P1ivate 
Sector Office. While OIA will coordinate the Department' s international operations and engagement, 
the Office of Policy will continue to work with OJA to coordinate and develop international policy. 

Office of International Affairs: The Office of International Affairs (OIA) leads, coordinates, and 
integrates the Department's interaction with its international partners, while developing and overseeing 
the implementation of the Department's international engagement strategy. The Office of International 
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Affairs provides oversight 011 visa waiver negotiations through its Visa Waiver Program Office. The 
Department proposes to establish OlA as an independent office and PPA in FY 2014. 

Private Sector Office: The Private Sector Office (PSO) fosters strategic communications with 
businesses, trade associations, and other non-governmental organfaations to build stronger 
relationships between them and the Department. The office advises Departmental leadership on 
prospective policies and regulations, infonns the Secretary about the economic impact of OHS 
policies, promote public-private partnerships and best practices to improve the Nation's homeland 
security, and serve as the primary point of entry for the private sector into DHS. The Department 
proposes to establish PSO as an independent office and PPA in FY 2014. 

Office for State and Local Law Enforcement: The Office for State and Local Law Enforcement 
(OSLLE) is the Department's principal liaison with non-Federal law enforcement partners. OSLLE 
formulates and coordinates national -level policy relating to law enforcement' s role in preventing acts 
of terrorism, and serves as the primary Department liaison with State, local, and tribal law enforcement 
agencies. The Department proposes to establish OSLLE as an independent office and PPA in FY 2014. 

Office of Intergovernmental Affairs: [GA is responsible for communicating and coordinating State, 
local, tribal, and tenitorial (SLTT) government interactions throughout and across the Department. 
IGA promotes an integrated national approach to homeland security by coordinating and advancing 
Federal interaction with SLTT governments. IGA is responsible for continuing the homeland security 
dialogue with our SLTT partners, along with the national associations that represent them. lGA serves 
as the Secretary's primary point of conlactfor SLTT elected and appointed officials and their 
associations to ensure there are open lines of communications between the Department and its 
homeland security partners. 

In FY 2014, OSEM is requesting the break out of the Office of International Affairs, the Private Sector 
Office, and the Office for State and Local Law Enforcement from the Office of Policy. The creation of 
these standalone offices will provide greater visibility for international, private sector, and state and 
local law enforcement stakeholders. Strategic communication and coordination with international 
partners, businesses, trade associations, other non-governmental organizations, and state and local Jaw 
enforcement enables the Department to strengthen its efforts toward achieving its mission. 

C. Budget Request Summary: 

The Office of the Secretary and Executive Management requests 628 positions, 628 FTE, and 
$126,554,000 for FY 2014. Thjs inc1udes the transfer of 10 posjtions, 10 FTE, and $2,990,000 from 
NationaJ Protection and Programs Directorate (NPPD) in FY 2012 for Risk Management and Analysis 
(RMA) and the te1mination of the Office of Counternarcotics Enforcement (CNE), per Public Law 
112-74. The PY 2014 request results in a net decrease of 62 positions, 60 FTE, and $7,856,000 from 
the FY 2012 base. Total base adjustments of ($12,318,000) include: 

• Transfer of RMA from NPPD ($2,990,000, IO positions, IO FTE) 

• Transfer of 4 positions from OCIO to OPA for Web Communications, to provide oversight and 

operations and maintenance support for www.dhs.gov ($545,000, 4 positions, 4 FTE) 
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• Transfer from OCRSO for Shared Services items transferred to the Working Capital Fund 

($388,000) 

• Jncrease - Pay Raise ($894,000) 

• lncrease-Annualization of p1ior year funding for 287(g) and Secure Communities ($373,000, 
2.5 FTE) 

• Decrease - Right-Sizing of Personnel (40 Positions, 40 FTE) 

• Decrease - Efficiencies described in Section D . - ($15,708,000, 4 1 Positions, 41 FfE) 

• Decrease - Termination of CNE - ($1,800,000) 

• Net zero change - Realignment from Office of Policy for OIA, PSO, and OSLLE 
o Increase - Office of International Affairs ($7,988,000, 44 Positions, 44 FTE) 

o Increase -Private Sector Office ($ 1,761,000, 11 Positions, 11 FfE) 

o Increase - Office for State and Local Law Enforcement ($891 ,000, 5 Positions, 5 FIE) 
o Decrease - Office of Policy - ($10,640,000, 60 positions, 60 FfE) 

The Office for CivjJ Rights and Civil Liberties has two program changes that include 1 position, 0.5 
FfE, and$ I 35,000 to support the Departmenf s role in countering domestic violent extremism, and 
$1,327,000 in oversight support of JCE's 287(g)/Secure Communities programs. The Office of Public 
Affairs includes one program change that includes $3,000,000 for the continuation and expansion of the 
"If You See Something, Say Something™" campaign. These changes are described in greater detai l in 
Section TV. 

D. Efficiencies: 

Mission Support and Personnel Efficiencies 

$15.708 million 

$7.348 million 

Mission Support Staffing ($7.348 million) -This request includes a savings of $7.348 million, which 

wi ll be realized by reducing mission support activities by 41 FTE. 

Printing Efficiencies $0.302 million 

Print Shop services ($0.302 million) - This request reflects a $0.302 million savings for tbe 
elimination of printing services for discretionary products which are not required by law or are not 
considered miss_ion critical. 

Supplies and Materials Efficiencies $0.161 million 

Supplies and Materials ($0.16 l rnillion)-This request reflects a $0.1 61 million savings due to a 

reduction in ordering supplies and materials. With a reduction of 41 FTE. less supplies and materials 

will be needed. 

Travel Efficiencies $1.77 million 
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Travel ($ L 77 million) - This request reflects a savings of $1. 77 million which will be realized by 

reducing travel for conferences and non-local training, combining site visits, and increasing the use of 

technology such as video teleconferencing. 

Advisory and Assistance Contracts Efficiencies $4.238 million 

Advisory and Assistance Contracts ($4.238 million) - This request reflects a savings of $4.238 million 

which will be realized by the use of strategic sourcing and reducing the scope of contracts. 

Other Services Efficiencies $0.208 million 

Other Services ($0.208 miJJfon) - This request reflects a savings of $0.208 miHion which will be 

Tea]ized by reducing the operations and maintenance of facilities and equipment. 

Rent Efficiencies $1.681 million 

Rent ($1.681 million) -This request reflects a savings of $1.681 million which wilJ be reali zed by 

reducing space requirements. 
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II. Summary of FY 2 014 Budget Estimates by Program/Project Activity (PP A) 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Summary of FY 2014 Budget Estimates by Program Project Activi ty 

FY 2014 Request 
(Dollars in Thousands) 

FY201 2. FV 2013 FY 2014 Increase\+) o,. Decrease(-) for FY 20 14 rrom FY 2012 

Program Project Activity Revised Enacted Annualized CR Re,1uest Tota l Change,;o Program C hanges Adju( ttnents -to-llase 

POS FTE Am ouni POS FTE Amount POS FTE A111ount POS FTE Amount P OS FTF: Amount P OS FTE Amount 

rmmediate Orflce of' the Secretary 6 6 4.605 12 12 5.031 6 6 4.1'.!8 . -477 . . . . -477 

lmmediate Office of the l>e1111ty Secrelary 7 7 2,11 0 8 8 1.930 5 5 1.822 -2 -2 -288 . - . -2 -2 -288 

C bieJ of Sta l'f 14 14 2,397 18 18 2.314 13 13 2.200 -I -J -197 . - - . t -1 -197 

Rxt>euti ve Secreta ry 64 64 8,748 58 58 8.150 55 55 7 .603 -9 -9 - l, 145 . . -9 -9 - 1,i45 

0 111cc or General Counsel 131 131 22,370 13 I 131 22.537 108 IO& 2 1,000 -23 -23 -1,370 - - - -23 -23 - 1,370 

O m r.e for Civil Rights and Civil Libel"ties 101 99 22.0l I 113 11 l 22,638 97 97 21 ,678 -4 -2 -333 I 0.5 1.462 -5 -2.5 -1,795 

Ollice or Public Al'l'a'irs 29 29 6,288 32 32 5.835 26 26 8 ,66[ -J -3 2,373 - . 3,000 -3 -3 -627 
Office of Legislative AtTafrs 32 32 5,925 35 35 6 ,037 28 28 5,498 -4 -4 -427 - - - -4 -4 -427 

Privacy Officer 43 43 8.328 45 45 8,543 45 45 8.143 2 2 - 185 . . . 2 2 - 185 
Citlze.nshlp a nd lmrulgratior1 Services 

Onth uMman 30 30 6,160 35 35 6,238 30 30 5,344 0 0 -816 - - - - . -816 

O Cfice of Policy 
2 18 218 41,666 194 194 40,245 146 146 27,8 15 .72 .72 - 13,851 -72 -72 - 13,85 l - - -

Ofl1ce of International Affairs - - - - - - 4 1 4 1 7.626 4 1 41 7,626 . - . 4 l 4 1 7,626 

Private Se.ctor O ffice . . . - - 10 IQ l.666 JO LO l.666 . . . 10 10 1,666 

Oflice or SbHe a nd Local Lai• Enforcement - - - - - 4 4 852 4 4 852 - - - 4 4 852 

O ffice of lutergovcrnmental Affairs I5 I5 2,625 20 20 2,666 14 14 2.518 -1 -l - 107 . - - - I - I -107 

O l'f1ce of Counternarcotics Enforcement . L177 . 1,811 . . . . . -1.177 . . . -1, 177 
Sub101;, I, DiscreliQnary 690 688 134.410 70 1 699 133,975 628 628 126.554 -62 -60 -7,856 1 0.5 4.462 -63 -60.5 -12,3 18 
Tot,,11 , Office of\he Secretijry and Exec ulive 
Managemenl (OSEMl: 690 6K8 J34,410 701 699 133 .975 628 628 126.554 -62 -60 -7.856 I 0 .5 4,462 -63 -60.5 -12,3 18 

Sub101al. EnacteJ Appropriatio1l~ nnd Budget 
Estimates 

690 688 134.410 701 699 133,975 628 628 [26,554 -62 -60 -7,856 I 0.5 4.462 -6:3 -60.5 -1 2.318 
Less: Adjustments for Other F1U1ding Sources - - - - - - - . - . . - . . . - - -
Nel, Enacted Appropria1,ons and Budget 690 688 134,410 701 699 133,975 628 628 126,554 -62 -60 -7,856 I 0 .5 4 .462 -63 -60.5 -12,318 
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III. Current Services Program Description by PPA 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Immediate Office of the Secretary 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Immediate Office of the Secretary 

Perm. Pos FTE Amount 

20U Revised Eoacted 6 6 
2014 Adjustments-to-Base 
2014 Current Services 6 6 
2014 Total Request 6 6 
Total Change 2012 to 2014 

OSEM requests 6 positions, 6 FTE, and $4,128,000 in FY 2014 for the Immediate Office of the 
Secretary. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($67,000) 

• Increase - Pay Raise ($ 17,000) 

• Increase-Realignment between offices ($395,000) 

• Decrease - Efficiencies ($956,000) 

• Decrease - Travel ($922,000) 

• Decrease - Supplies and materials ($34,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

4,605 
(477) 

4,128 
4,128 
(477) 

The Secretary is appointed by the President and confinned by the. Senate to lead OHS and act as the 
principal adviser to the President on homeland security matters. The Secretary ensures a coordinated 
national effort for the accomplishment of all OHS mission requirements, which include but are not 
limited to the prevention of ten oiist attacks in the United States, the reduction of vulnerability to and 
minimization of impacts from catastrophic events, and the recovery from damage that may occur. The 
SecJ"etary is a member of the HomeJand Securi ty Council , and serves as the principal spokesperson on 
homeland security issues for the Administration when testifying before the House Homeland Security 
Committee, the Senate Homeland Security and Government Affairs Committee, and the House and 
Senate Appropiiations Committees. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Immediate Office of the Deputy Secretary 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Immediate Office of the Deputy Secretary 

Perm. Pos FTE Amount 

2012 Revised Enacted 7 7 
2014 Adjustments-to-Base (2) (2) 

2014 Current Services 5 5 
2014 Total Request 5 5 
Total Change 2012 to 2014 (2) (2) 

OSEM requests 5 positjons, 5 FTE, and $1,822,000 in FY 20] 4 for the Immediate Office of the 
Deputy Secretary. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($ 10,000) 

• Increase - Pay Raise ($13,000) 

• Decrease - Realignment between offices ($192,000) 

• Decrease- Right-Sizing Personnel (2 Posi tions, 2 FTE) 

• Decrease - Efficiencies ($ 11 9,000) 

• Decrease - Travel ($ 11 9,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

2,110 
(288) 
1,822 
1,822 
(288) 

The Immediate Office of the Deputy Secretary supports the Secretary by providing leadership with a 
focus on the internal management and direction of the Department to ensure its efficient and effective 
operation. The Deputy Secretary's role is to provide internal oversight of all Departmental operations, 
which allows the Secretary ro focus on external matters concerning homeland security and OHS. 
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PPA: Chief of Staff 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Chief of Staff 

Program Performance Justification 
(Dollars in Thousands) 

Perm. Pos FTE Amount 

2012 Revised Enacted 14 14 
2014 Adjustments-to-Base (]) (1) 

2014 Current Services 13 13 
2014 Total Request 13 13 
Total Change 2012 to 2014 (]) (l) 

OSEM requests 13 positions, l3 FfE, and $2,200,000 in FY 2014 for the Chief of Staff. Base 
adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($9,000) 

• Increase - Pay Raise ($16,000) 

• Decrease - Realignment between offices ($97 .000) 

• Decrease- Efficiencies ($ 125,000, 1 position, l FTE) 

• Decrease - Mission support staffing ($ 125,000, 1 position, 1 FTE) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

2,397 
(197) 

2,200 
2,200 
(197) 

The Chief of Staff oversees DHS activities, assists the Deputy in managing DHS operations , and 
supports the Secretary. The Office oft.he Chief of Staff has direct oversight of all administrative 
functions that relate to the Immediate Office of the Secretary, and assists the Secretary by coordinating 
continuity of operations activities for Department Headquarters, directing the Department's resources, 
and in the Department 's goal to Mature and Strengthen the Homeland Security Enterprise. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Executive Secretary 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Executive Secretary 

Perm. Pos FTE Amount 

2012 Revised Enacted 64 64 
2014 Adjustments-to-Base (9) (9) 

2014 Current Services 55 55 
2014 Total Request 55 55 
Total Change 2012 to 2014 (9) (9) 

OSEM requests 55 positions, 55 FfE, and $7,603,000 in FY 2014 for the Office of the Executive 
Secretary. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($25,000) 

• Increase - Pay Raise ($62,000) 

• Decrease - Realignment between offices ($648,000) 

• Decrease- rught-Sizing Personnel (6 Positions, 6 FTE) 

• Decrease - Efficiencies ($584,000, 3 Positions, 3 FTE) 

• Decrease - Mission support staffing ($577,000, 3 position, 3 FfE) 

• Decrease - Supplies and materials ($7,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

8,748 
(1 ,145) 

7,603 
7,603 

(1,145) 

ESEC establishes effective and efficient protocols for processing all internal communications, decision 
management briefings, Congressional questions for the record and re,ports1 and Department-wide 
testimony. ESEC is tile principal liaison between the Department and its Components, and coordinates 
all external correspondence for the Immediate Office of the Secretary and all directorates. ESEC 
establishes and maintains budget and personnel aclivities for the Office of the Secretary, Deputy 
Secretary, the Chief of Staff, as well as the Executive Secretariat. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of General Counsel 

Program Performance Justification 
(Dollars la Thousands) 

PPA: Office of General Counsel 

Perm. Pos FTE Amount 

2012 Revised Enacted 131 131 
2014 Adjustments-to-Base (23) (23) 

2014 Current Services 108 108 
2014 Total Request 108 108 
Total Change 2012 to 2014 (23) (23) 

OSEM requests 108 positions, 108 FTE, and $21,000,000 in FY 2014 for the Office of General 
Counsel Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($52,000) 

• Increase - Pay Raise ($159,000) 

• Increase - Realignment between offices ($30,000) 

• Decrease - Right-Sizing Persom1el ( 17 Positions, 17 FfE) 

• Decrease - Efficiencies ($ 1,611,000, 6 Positions, 6 FfE) 

• Decrease - Mission support staffing ($1 ,095,000, 6 Positions, 6 FfE) 

• Decrease - Printing and reproduction ($5,000) 

• Decrease - Supplies and mate1ials ($28,000) 

• Decrease -Travel ($91 ,000) 

• Decrease - Advisory and assistance contracts ($310,000) 

• Decrease - Other services ($82,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

22,370 
(1,370) 

21,000 
21,000 
(1,370) 

OGC provides legal counsel for all DHS offices except those specifically excluded by statute. OGC's 
legal services cover several areas including national secw-ity, immigration, litigation, international law; 
maiitime safety and security, transportation secw·ity, border secmity law; cyber security, fiscal and 
appropriations law; enviromnental law; labor and employment, intelJectual property law; emergency 
rnscue, recovery and response authorities; civil, criminal and administrative law; civil rights and civil 
liberties, privacy, legislative and regulatory actions, intelligence; infonnation sharing, safeguarding, 
and disclosure; Congressional response; procurement; and the regulation of infrastructure security. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office for Civil Rights and Civil Liberties 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Office for Civil Rights and Civil Liberties 

Perm. Pos 

2012 Revised Enacted 101 
2014 Adjustments-to-Base (5) 

2014 Current Services 96 
2014 Program Change l 

2014 Total Request 97 
Total Change 2013 to 2014 (4) 

FTE Amount 

99 22,011 
(2.5) (1,795) 

96.5 20,216 
0.5 1,462 

97 21,678 
(2) (333) 

OSEM requests 97 positions, 97 FfE, and $21,678,000 in FY 2014 for the Office for Civi l Rights and 
Civil Liberties. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($35,000) 

• Increase - Pay Raise ($154,000) 

• Increase - Annualization of prior year funding for 287(g) and Secure Communities ($373,000. 

2.5 FTE) 

• Increase -Realignment between offices ($489,000) 

• Decrease - Right-Sizing Personnel (5 Positions, 5 FTE) 

• Decrease - Efficiencies ($2,846,000) 

• Decrease - Printing and reproduction ($100,000) 

• Decrease - Supplies and materials ($46,000) 

• Decrease - Travel ($65,000) 

• Decrease - Advisory and assistance contracts ($2,635,000) 

Program changes include: 
• Increase - Oversight of 287(g) and Secure Communities ($1,327,000) 
• Increase -Countering Domestic Violent Extremism ($135,000, 1 Position, 0.5 FTE) 
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CURRENT SERVICES PROGRAM DESCRIPTION: 

CRCL provides DHS with advice on the foll range of civil rights and civil liberties issues, investigates 
complaints by the public about civil lights and civil liberties violations, and offers recommendations to 
solve problems uncovered by those investigations. CRCL provides trainjng and technical assistance to 
DHS personnel and SLTT partners; and conducts outreach and engagement with communities whose 
civil rights and civil liberties are affected by DHS activities. CRCL is specifically involved in the 
oversight of ICE's 287(g) and Secure Communities programs by providing policy advice, 
investigations, and training to SLTT partners. CRCL also works on countering domestic violent 
extremism through community engagement initiatives and training for SLTT partners. The Office acts 
as the DRS-designated single point of contact for human rights treaties and complaints. CRCL also 
facilitates U.S. Government-wide communication to community leaders after a security or other 
incident, through its Incident Community Coordination Teams. CRCL makes information available to 
the public on the responsibilities and functions of, and how to contact, the Officer for Civil Rights and 
Civil Liberties, including how to fi le civil rights and ci vii liberties complaints. It conducts 
administrative adjudication of disability discrimination claims under Section 504 of the Rehabilitation 
Act of 1973. CRCL leads the Department's Equal Employment Opportunity (EEO) and diversity 
programs and is responsible for DBS-wide policies, training, and complaint adjudication processes to 
promote EEO and diversity for all employees and applicants. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Public Affairs 

Program Performance Justification 
(Dollars in Thou.sands) 

PPA: Office of Public Affairs 

Perm. Pos FTE Amount 
2012 Revised Enacted 29 29 
2014 Adjustments-to-Base (3) (3) 

2014 Current Services 26 26 
2014 Program Change 

2014 Total Request 26 26 
Total Change 2012 to 2014 (3) (3) 

OSEM requests 26 positions, 26 FIB, and $8,661 ,000 in FY 2014 for the Office of Public Affairs. 
Base adjustments include: 

6,288 
(627) 

5,661 
3,000 

8,661 
2,373 

• Transfer of 4 positions from OCIO to OPA for Web Communications, to provide oversight and 

operations aod ma:intenance support of www.dhs.gov ($545,000, 4 Positions, 4 FTE) 

• lncrease - Transfer from OCRSO for Shared Services ($ 16,000) 

• Increase - Pay Raise ($36,000) 

• Decrease - Realignment between offices ($488,000) 

• Decrease - Right-Sizing Personnel (2 Positions, 2 FTE) 

• Decrease - Efficiencies ($736,000, 5 Positions, 5 FTE) 

• Decrease - Mission support staffing ($648,000, 5 Positions, 5 FTE) 

• Decrease - Suppl ies and material s ($25,000) 

• Decrease - Travel ($33,000) 

• Dec1-ease - Other services ($30,000) 

Program changes include: 
• Increase - "If You See Something, Say Something TM" Campaign ($3,000,000) 
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CURRENT SERVICES PROGRAM DESCRIPTION: 

The Office of Public Affairs (OPA) is responsible for oversight and management of a1l external and 
internal communications. On a daily basis, OPA responds to national media inquiries, maintains and 
updates the Department's website, writes speeches for principals and reviews and coordinates speaking 
events for Department officials. OPA fosters strategic communication throughout DRS and with 
external stakeholders. For the "If You See Something, Say Something TM' ' campaign, OPA works with 
a variety of cities, states, and private sector partners, including universities, major sports leagues and 
entertainment venues to raise public awareness on indicators of terrorism and terrorism-related crimes, 
and to emphasize the importance of reporting suspicious activity to the proper state and local law 
enforcement authorities . OPA manages the OHS Organizational Identity Program, which provides 
guidelines for the proper use of the OHS seal and related identities. OPA oversees OHS employee 
communication activities which include Connect, and town hall meetings between management and 
employees. The Incident Communications Team coordinates incident communications with the White 
House, Federal departments aud agencies, and state, local and international partners to ensure accurate 
and timely information i.s provided to the public during an incident. Communicating emergency public 
information is mandated by Homeland Security Presidential Directive (HSPD) 5 to ensure that 
potentially life-saving infonnation is provided to the public in a timely manner. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Legislative Affairs 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Office of Legislative Affairs 

Perm. Pos 

2012 Revised Enacted 32 
2014 Adjustments-to-Base (4) 
2014 Current Services 28 
2014 Total Request 28 
Total Change 2012 to 2014 (4) 

FfE Amount 

32 5,925 
(4) (427) 

28 5,498 

28 5,498 
(4) (427) 

OSEM requests 28 positions, 28 FfE, and $5,498,000 in FY 2014 for the Office of Legislative Affairs. 
Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($36,000) 

• Increase - Pay Raise ($48,000) 

• Increase - Realignment between offices ($75,000) 

• Decrease- Efficiencies ($586,000, 4 Positions, 4 FTE) 

• Decrease - Mission supp<)rt staffing ($533,000, 4 Positions, 4 FTE) 

• Decrease -Travel ($ 13,000) 

• Decrease - Advisory and assistance contracts ($24,000) 

• Decrease - Other services ($16,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

OLA serves as the Department's primary liaison to Congress and advocates for the policy interests of 
the Adrn.injstration and the Secretary. OLA ensw-es that all DHS Components are actively engaged 
with Congress jn their specific are.as of responsibility. 
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PPA: Privacy Officer 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary aod Executive Management 
Privacy Officer 

Program Performance Justification 
(Dollars lo Thousands) 

Perm. Pos FTE Amount 

2012 Revised Enacted 43 43 
2014 Adjustments-to-Base 2 2 

2014 Current Services 45 45 
2014 Total Request 45 45 
Total Change 2012 to 2014 2 2 

OSEM requests 45 positions, 45 FTE, and $8,143,000 in FY 2014 for the Privacy Office. Base 
adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($28,000) 

• Increase - Pay Raise ($61,000) 

• Increase - Realignment between offices ($163,000) 

• Increase - Right-Sizing Personnel (2 Positions, 2 FTE) 

• Decrease- Efficiencies ($437,000) 

• Decrease - Travel ($48,000) 

• Decrease - Advisory and assistance contracts ($365,000) 

• Decrease - Other servkes ($24,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

8,328 
(185) 

8,143 
8,143 
(185) 

The Privacy Officer is responsible for protecting the Department's collection, use, and disclosure of 
Personally Identifiable Information (PIT) and other departmental information. These responsibilities 
include coordinati ng and implementing policy development and compliance Department-wide fo r the 
Freedom of Information Act (POIA) and for the Privacy Act. The office adjudicates all appeals from 
denials by any Department Component of access to information under these two Acts. The Office has 
oversight of all. privacy and disclosure policy matters, including the completion of privacy impact 
statements on all new programs and systems, as required by the E-Government Act of 2002 and 
Section 222 of the Homeland Security Act. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Citizenship and Immigration Services Ombudsman 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Citizenship and Immigration Services Ombudsman 

Perm. Pos 

2012 Revised Enacted 30 
2014 Adjustments-to-Base 

2014 Current Services 30 
2014 Total Request 30 
Total Change 2012 to 2014 

FTE Amount 

30 6,160 
(816) 

30 5,344 
30 5,344 

(816) 

OSEM requests 30 positions, 30 FfE, and $5,344,000 in FY 2014 for the Citizenshjp and [mmigrntion 
Services Ombudsman. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($18,000) 

• Increase - Pay Raise ($4 1,000) 

• Increase - Realignment between offices ($40,000) 

• increase - Right-Sizing Personnel (2 Positions, 2 FfE) 

• Decrease - Efficiencies ($9 15,000, 2 Positions, 2 FTE) 

• Decrease - Mission support staffing ($338,000, 2 Positions, 2 FTE) 

• Decrease - Printing and reproduction ($12,000) 

• Decrease - Supplies and materials ($20,000) 

• Decrease - Travel ($78,000) 

• Decrease - Advisory and assistance contracts ($467,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

The statutory mission of CISOMB is to assjst individuals and employers in resolving immigration 
benefits problems, propose changes in its practices to improve customer service, and directly provide 
Congress and the Department with substantive analysis on the quality of immigration sexvices. 
CISOMB accomplishes this mission through individual case assistance, public outreach geared toward 
unrepresented and underrepresented immigrant communities; the diligent study of important issues 
across the spectrum of immigration benefits and services; identifying best practices and forward
looking business models that will meet ft1tw-e challenges for OHS; proposing impartial, operationally 
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sound, and credible solutions to customer-service barriers; and working cooperatively with government 
partners to benefit the public. Throughout the year, CISOMB publishes recommendations, updates, and 
other advisories focused on improving the receipt, processing, review, and adjudication of immigration 
benefits. CISOMB provides Congress with a comprehensive annual report analyzing serious and 
pervasive problems affecting the delivery of immigration services. 
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PP A: Office of Policy 

2012 Revised Enacted 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Policy 

Program Performance Justification 
(Dollars in Thousands) 

Perm. Pos 

218 
2014 Adjustments-to-Base (72) 

2014 Current Services 146 
2014 Total Request 146 
Total Change 2012 to 201 4 (72) 

FTE Amount 

218 41,666 
(72) (13,851) 
146 27,815 
146 27,815 
(72) (13,85 1) 

OSEM requests 146 positions, 146 FfE, and $27,815,000 in FY 2014 for the Office of Policy. Base 
adjustments include: 

• Transfer of RMA from NPPD ($2,990,000, 10 positions, 10 FTE) 

• Increase - Transfer from OCRSO for Shared Services ($84,000) 

• Increase - Pay Raise ($200,000) 

• Realignment (decrease) - Office of International Affairs ($7,988,000, 44 positions, 44 FTE) 

• Realignment (decrease) - Pri vate Sector Office ($ 1,761,000, 11 positjons, 11 FTE) 

• Realignment ( decrease) - Office of State and Local Law Enforcement ($89 1,000, 5 positions, 5 
FfE) 

• Decrease -Realignment between offices ($4 15,000) 

• Decrease - Right Size Personnel (6 positions, 6 FTE) 

• Decrease -Efficiencies ($6,070,000, 16 Pos.ition, 16 FIB) 

• Decrease - Mission support staffing ($3,4 11 ,000, 16 Positions, 16 FfE) 

• Decrease - Printing and reproduction ($185,000) 

• Decrease - Travel ($309,000) 

• Decrease - Advisory and assistance contracts ($428,000) 

• Decrease - Other services ($56,000) 

• Decrease - Rent ($ I ,68 1,000) 
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CURRENT SERVICES PROGRAM DESCRIPTION: 

The Office of Policy serves as the Department's principal source of thought leadership, policy 
development, and decision analysis for DHS senior leadership, Secretarial initiatives, and for other 
clitical matters that may arise in a dynamic threat environment. This office leads the coordination, 
integration, and development of DHS-wide policies, programs, strategies, and plans across the 
Department's mission portfolios, including: counterterrorism; chemical, biological , radiological and 
nuclear (CBRN); transborder security; immigration; resilience; and screening. Further, the office 
facilitates decision-making by providing timely advice and analysis to the Secretary and other 
Depat1mental leaders. 

PLCY also represents the Department at White House interagency policy committee meetings on the 
areas in the mission portfolios and also represents OHS on strategic plannfog efforts and major 
interagency strategy reviews. The office develops long-term strategic priorities to .increase operational 
effectiveness and mission execution. Furthermore, PLCY is charged with and provides the 
Department with an integrated and DHS-wide capability for strategy development, strategic planning, 
long-term assessment, and decision analysis, including statistical and economic analysis and ri sk 
assessment and modeling. 

The office also leads the charge on several Congressionally mandated and authorized programs and 
responsibilities to jnclucle: the development and execution of the Quadrennial Homeland Security 
Review (QHSR); work with states to move forward on the security standards of the REAL ID Act; 
work and interagency review concerning cases brought before the Committee on Foreign Investments 
in the United States; and the delivery of several reporting requirements on immigration and certain 
border security statistics. 

The 20 l O QHSR set a vision for and def mi tion of homeland security, and set the mission structure that 
has since driven DHS sh·ategy, management, and performance planning and activities. The second 
QHSR, due for delivery in FY2014, wiJI preserve the e;,dstjng vision statement and the five homeland 
security mi.ssions. The final report of the second QHSR will describe and communicate: (1) changes in 
the overall security environment that have occurred since the 2010 QHSR; (2) updates to certain goals 
within the five miss.ions to retlect those changes; and (3) the specific strCltegic shifts necessary in 
certain key areas to address the changing security environment. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of International Affairs 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Office of International Affairs 

Perm. Pos FTE Amount 

2012 Revised Enacted 
2013 Base 
2014 Adjustments-to-Base 41 41 

2014 Current Services 41 41 
2014 Total Request 41 41 
Total Change 2013 to 2014 41 41 

OSEM requests 41 positions, 41 FTE, and $7,626,000 in FY 2014 for the Office of lntemationaJ 
Affairs. Base adjustments include: 

• Realignment (increase) - From the Office of Policy ($7,988,000, 44 positions, 44 FTE) 

• Increase- Pay Raise ($47,000) 

• Decrease - Right-Sizing Personnel (1 Position, 1 FIE) 
• Decrease - Efficiencies ($409,000, 2 Positions, 2 FfE) 

• Decrease - Mission support staffing ($409,000, 2 Posjtion, 2 FTE) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

7,626 
7,626 
7,626 
7,626 

The Office of International Affairs (OIA) leads, coordinates, and integrates the Department's 
interaction with its international partners, while developing and overseeing the implementation of the 
Depa11ment's international engagement strategy. Serving as the principal liaison with foreign 
governments, international stakeholders, and the interagency community in matters concerning DHS 
engagement, OIA also reviews international agreements and manages the DHS Attaches. OIA also 
provides oversight and recommendations on visa waiver negotiations through its Visa Waiver Program 
Office. 

OlA was established in the 2002 Homeland Security Act (Public Law 107- 296) as an office within the 
Office of the Secretary (Sec. 879). In 2005, however, then-Secretary Chertoff consolidated OJA into 
the Office of Policy as part of the Second Stage Review. ln 2008, the OHS Inspector General 
recommended that DHS "Clearly define the Office of International AJfairs ' purview and provide it 
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with some authorities vis-a-vis OHS component internationaJ programs and offices . . . " 1• In 2010, 
addressing another recommendation of the Inspector General, OIA wrote the first OHS International 
Strategy. In 2011 , Secretary Napolitano directed that OIA undertake a series of reforms to address 
problems and challenges in DHS 's internationaJ engagement, which also addressed all remaining 
blspector General recommendations. Those refonns, aJl of which OIA carri ed out, incJuded the first 
OHS global footprint review, the jssuing of an International Affafrs Management Directive concerning 
the coordination of DHS' s international engagement, the establishmenl of the first DHS-wide 
international pre-deployment training program, and the naming of DHS Attaches in more than 50 U.S. 
Missions around the world. As an independent office, OIA w ill be able to carry out its new 
responsibilities and primitize resources in order to more effecti vely and efficiently achieve its mission. 
Reporting to the Secretary, OJA can provide decision-making, coordination, review, and dissemination 
of international information Department-wide more efficiently. Furthermore, the position of OIA 
wjthin the Department would be more akin to that of other cabinet level agencies. 

The creaLion of OJA as an independent office would not result in increased costs. Dedicated resources 
for finance, acquisitions, and human capital are already in place that cun ently support OIA as a 
divisioo within the Office of Policy. As an independent office, OIA 's business support resources wi11 
be able to more effectively focus on the challenging. specialized processes and procedures of working 
in the international realm. BeJow is an object class breakout to depict p1ior year funding levels for 
OJA. 

Office of International Affairs 
Summary of Requirements by Object Class 

(Dollars in T housands) 

FY 2012 FY 2013 F Y 2014 
O bject Classes Revised llloactcd Annualized en Req ucs l 

l'ersonocl a nd Conipeosation llencl'ils 

11. 1 T(11ftl I-TE & personnel compensation 2,61'.! 2.900 

J J .J Olhcr limn foll -lime pi:nm1nenl 3.17 J74 

11.5 Orh.,,- personnel cnn1pcnsation 53 59 
12. 1 Bei1cfi1~ 1, 10 1 l,'.E2 

Tntol. Personnel and C onipe,~~ation llenefils 4,!03 4,555 

Ol her Ohject C h,sses 

2 1.0 Trave l 430 3 15 

22.0 Transpon.ation or Thmgs 207 90 

23 .1 GSA rem 461 46 1 

25 . L Advisory and As~ iswocc Services () 60 

25.2 Oit,er Services 79 23 

25.3 Purchase,~ from Gov't acc1s. 1.892 2.510 

25.4 Opera1ion mid maintenance of fac ili1ies 13 0 

25.6 Medical Care 0 0 

26.0 S upplies and. materials 10 20 

3 l .O Equipme.nt 0 16 

Total, O ther Object Cla$,Se$ 3,1192 3,495 

Tota l R equirement~ 7,195 k,050 

Full T i'rne 'Eq uiva lents .32 44 

Note t: FY201 2 does 1101 mclude the Visa Waiver Program. but 11 1s mcluded m FY2013 and FY20!4. 

FY 2012 to 
F'Y 2014 Cha11gc 

l ,'>4') 337 

0 (337) 
() (53) 

1,24 1 140 

4,1')0 87 

451 2 1 

() (207) 

520 59 

585 .5R5 

0 (79) 

L75J ( 141) 

10 (3) 

4 4 

80 70 

35 35 

3,436 344 

-
7,/i26 431 

41 !) 

1 Recommendation #5 , "Management of Depa1tment of Homeland Security International Activities and Interests" 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Private Sector Office 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Private Sector Office 

Perm. Pos 
2012 Revised Enacted 
2013 Base 
2014 Adjustments-to-Base 10 

2014 Current Services 10 
2014 Total Request JO 
Total Change 201 3 to 2014 10 

FTE Amount 

JO 1,666 

10 1,666 
10 1,666 
10 1,666 

OSEM requests 10 positions, 10 FfE, and $1,666,000 in PY 2014 for the Private Sector Office. Base 
adjustments include: 

• Realignment (increase) - From the Office of P olicy ($1 ,761,000, 11 positions, 11 FfE) 

• Increase - Pay Raise ($ 13,000) 

• Decrease - Efficiencies ($108,000, 1 Position, 1 FrE) 

• Decrease - Mission support s taffing ($88,000, 1 Position, 1 FfE) 

• Decrease - Travel ($20,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

The mission of the P1ivate Sector Office (PSO) is to foster strategic communications with leaders of 
businesses, trade associations, and other non-governmental organizations to create stronger 
relationships with DHS. As a direct report to the Secretary, PSO will be the lead office and point of 
contact for advising the Secretary, Deputy Secretary, and Component heads on prospective programs, 
initiatives, and regulations which relate to the private sector. PSO informs the senior OHS leadershi p 
on the economic impact to the private sector from OHS activities across all five QHSR mission areas. 
In addition, PSO leads OHS in the promotion of public-private partnerships and best practices to 
improve the Nation's homeland security and aid in both economic and national security. 

PSO coordinates active engagement between DHS and the private sector to build strong partnerships, 
shape policy, and enhance internal and external dialog. In times of heightened threat/crisis and 
emergency response, the Private Sector Office serves as an advisor as well as a resource for the 
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Secretary, Deputy Secretary and Component Heads with key strategic links to the private sector 
community. 

In FY 2014, the Department proposes establishing PSO as an independent office as directed in the 
origina,1 Homeland Security Act of 2002. The current organizational structure of PSO has 
misrepresented the office as a policy office and not an outreach office. By identifying PSO as an 
outreach and external engagement organization, the office can better achieve its role as identified by 
the Homeland Security Act of 2002. 

Reporting to the Secretary, PSO can provide more efficient and effective decision-making, 
comdinatiou, and communication with both internal and external stakeholders. PSO has the required 
support infrastructure (financial, acquisition and human capital resources} within its current office to 
operate as an independent office. As such, there will be no additional costs or personnel required to 
support thi s new office. 

Private Sector Office 
Summary of Requjrements by Object Class 

(DoJlars in Thousands) 

F Y2012 Ii' \' 2013 FY 20l4 
Object Clas~es Revised Enacted A111111alized CR Rtquest 

'Personnel and Compensation i.lenel'its 

I I . I TCJlal F'tE~ pcrs\mncl 
compensation 1,087 1.066 

l 1.5 Other personne.l compensation 36 35 

12. 1 Benefits 175 168 

'folal. Personnel and Compcnsatfon 
Hen~flts J.298 1,269 

Olher Ob,ject Classes -
21.0 Trave l 82 110 

23. l GS·A rent 141 w 
2~.3 Purchases from Gov't accts. 3'.l4 237 

'26.() Supplies and maierials 6 IO 

31.0 Equipment .5 5 

Total, Other Object Classes 568 503 

Adjustmt'nls 

Unohligated 13nlancc. Sl•r1 of year -
Unoblig,11ed Balance. end of year 

Recoveries of Prior· Year Obligations -

Tot~I Requiremenls 1,866 J,772 

Full Time E1Juivalents II 11 

26 

Page 28 of 90 

FY 20J2 tc) 

FY 2014 Chruige 

(77) 

I.OJO 

33 (3) 

161 (14) 

l ,204 (94) 

37 (45) 

179 38 

2311 (98) 

I() 4 

(5) 

462 (106) 

. -

- . 

- -
.. -

1,666 (:ZOO) 

'10 (1) 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of State and Local Law Enforcement 

Program Performance Justification 
(Dollars in Thousands) 

PPA: Office of State and Local Law Enforcement 

Perm. Pos FTE Amount 

2012 Revised Enacted 
2013 Base 
2014 Adjustments-to-Base 

2014 Current Services 
2014 Total Request 
Total Change 2013 to 2014 

4 

4 

4 

4 

4 
4 

4 

4 

OSEM requests 4 positions, 4 FTE, and $852,000 in FY 2014 for the Office of State and Local Law 
Enforcement. Base adjustments include: 

• Realignment (increase) - From the Office of Policy ($891,000, 5 positions, 5 FTE) 

• Increase - Pay Raise ($7,000) 

• Decrease - Right-Sizing Personnel ( 1 Position, 1 FIE) 

• Decrease - Efficiencies ($46,000) 

• Decrease - Supp]jes and materials ($2,000) 

• Decrease - Travel ($35,000) 

• Decrease - Advisory and assistance contracts ($9,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

852 

852 
852 
852 

The Office for State and Local Law Enforcement (0SLLE) is the Department's principal liaison to the 
non-Federal law enforcement community. As such, OSLLE is responsible for coordinating national
level policies related to non-Federal law enforcement's role in preventing, preparing for, protecting 
against, and responding to natural disasters, acts of terrorism, and other hazards within the United 
States. 

In the FY 2014, the Department proposes to establish OSLLE as an independent office. OSLLE 
responsibjlities are similar to other OHS stand-alone offices that have primary Liai son responsibilities 
with external stakeholders. State, local, and t1ibal law enforcement are vital partners in the 
Department's efforts to keep our communities safe, secure, and resilient. Therefore, a clearly 
identified and highly visible point-of-contact within the Department is essential to ensure that the 
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homeland security and terrorism prevention needs of State, local, and tribal law enforcement are being 
addressed duting policy development, grnnt allocation, and strategy formation. 

As a standalone office, the OSLLE would be better positioned to coordinate activities with and 
between other DHS offices and Components to ensure that intelligence and info1mation sharing 
requirements of non-Federal law enforcement agencies are being addressed, as well as to ensure that 
law enforcement and terro1ism-focused grants to state, local, and tribal government agencies are 
appropriately focused on ten-orism prevention activities . 

Below is an object class breakout to reflect ptior year funding levels for OSLLE. 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office for State and Local Law Enforcement 

SuIIU11ary of Requ_irements by Object Class 
(DoJlars in Thousands) 

FY 2012 FY 2013 FY 2014 
Object Clnsses Revised Enacted Aonwilizcd CR Request 

Personnel and Compensation Benefits 

I I . I Total FTE & personnel compensation 273 460 

I I .5 Other personoel compensatioo . . 

12. 1 Benefits 134 198 

Total, Personnel and ComJ>cnsation BcncJits 407 658 

Other Object Classes . . 

21.0 Travel 79 72 

23.J GSA renl 25 25 

25. L Advisory uml A,~s.is!anoc Services 41 1 ') 

25.2 Other Senoces 8 3 

25.3 Pnrchases from Gnv"r , ,eels. 49 49 

25A Operation and maintenance or fadllties I I 

25.6 Medical Care I 2 

26.0 Supplies and matcrh1ls 5 8 

31.0 Equipme,ll . 

'l'ohil, Othe( Object Classes 209 !J~ 

Adjustmcnls 

Unobllgatcd Ba.lance, stan of year . 
Unobligatcd Balance. end of year . 
Recoveries. of Prior Ye;i, Obligations . 

'l'olal Re.quiremen!s 616 1197 

f'nll Time Er111ivalenls s 5 
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FY2012to 
FY 2014 Change 

. 
. 

464 19 1 

. 
199 65 

663 256 
. 

. . 
. 

S2 (27) 

33 8 

S5 14 
() (8) 

43 Col 
. t i ) 

2 I 

4 ( I ) 

. . 

189 t20) 

. . 

. . 

. 

. . 
. 

852 236 

4 (I ) 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Intergovernmental Affairs 
Program Performance Justification 

(Dollars la Thousands) 

PPA: Office of Intergovernmental Affairs 

Perm. Pos 

2012 Revised Enacted 15 
2014 Adjustments-to-Base (1) 

2014 Current Services 14 
2014 Total Request 14 
Total Change 2012 to 2014 ( I ) 

FTE Amount 

15 2,625 
(1) (107) 

14 2,518 
14 2,518 
(1) ( l 07) 

OSEM requests 14 positions, 14 FTE, and $2,518,000 in FY 2014 for the Office of Intergovernmental 
Affairs. Base adjustments include: 

• Increase - Transfer from OCRSO for Shared Services ($8,000) 

• Increase - Pay Raise ($20,000) 

• Increase - Realignment between offices ($25,000) 

• Decrease - Efficiencies ($ 160,000, 1 Position, 1 FTE) 

• Decrease - Missjon supp01i staffi ng ($123,000, l Position, 1 FTE) 

• Decrease - Travel ($37,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

IGA serves as the voice and advocate for the State, Local, Tribal, and TetTitorial (SLTT) elected and 
appointed officials within the Department as well as the primary liaison belween those officials and 
DHS leadership and senior officials. 

IGA' s stakeholder community consists of the Nation's more than 500,000 e]ected and appointed 
officials. These officials include governors, state homeland secutity advisors (HSAs), mayors, counly 
executives, city and county appointed officials, leadership of the 566 federally recognized Native 
American and Natjve AJaskan tribes, emergency managers, and the va.d ous national associations that 
represent these officials. On a dail y basjs, IGA coordinates and consuJ ts with the Department's 
stakeholders in the homeland security enterprise as they develop and implement policy and budget 
decisions that in1pact SLTT homeland security efforts as well as the Department and our operations. 
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IGA manages corrununications with SLTT officials and coordinates outreach activities across the 
spectrum of Depat1menta1 issues, initiatives, and programs confronting all agencies and Components of 
the Department. IGA also coordinates with counterpart Intergovemmental Affairs Offices within other 
Executive Branch agencies and the White House. IGA strives to ensure that elected ru1d appointed 
government officials across the nation at the state, local, tribal and territorial levels are informed of OHS 
polices programs, and priorities. lGA coordinates messaging and activities with the other OHS 
stakeholder offices-including Private Sector Office, Slate and Local Law Enforcement, Public Affairs, 
and Legislative Affairs-to ensure that the full spectmm of our partners are engaged in the homeland 
security process. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Counternarcotics Enforcement 

Program Performance Justification 
(Dollars la Thousands) 

PPA: Office of Counternarcotics Enforcement 

2012 Revised Enacted 
2014 Adjustments-to-Base 

2014 Current Services 
2014 Total Request 
Total Change 2012 to 2014 

Perm. Pos FTE 

OSEM requests O positions. 0 FIE, and $0 in FY 2014 for the Office of Countemarcotics 
Enforcement. Base adjustments include: 

• Increase -Realignment between offices ($623,000) 

• Decrease - Termination of one-time costs ($1,800,000) 

CURRENT SERVICES PROGRAM DESCRIPTION: 

Amount 

1,177 
(1,177) 

(1 ,177) 

The Office of Counternarcotics Enforcement (CNE) was terminated in Fiscal Year 2012 per Public 
Law 112-74. The FY 2012 funding remaining after CNE was terminated was transfetTed to the Office 
of Policy, which assumed policy development and coordination responsibilities previously assigned to 
CNE. 
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IV. Program Justification Changes 

Program Increase 1: 
PPA: 
Program Increase: 

Funding Profile 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Justification of Program Changes 

(Dollars in Thousands) 

CRCL- Oversight of 287( I!) and Secure Communities 

Office for Civil Rights and Civil Liberties 
Posirions 0. FTE 0. Dollars $1.327 

FY 2012 Revi.sed Enacted FY 2013 Annualized CR FY 20 14 Request 

Pos FTE 
Dollars 

Pos FTE 
Dollars 

Pos fTE Dollars 
($000) ($000) ($000) 

Cmreot Services Level 5 5 1,067 

Pmgram Tncrea.~e - - l ,327 

Total Request - - - 5 2.5 694 5 5 2,,394 

Description of Item 
The Office for CiviJ Rjghts and Ovil Liberties (CRCL) requests a program increase of$] .327 million 
to ensure that the Department' s immigration efforts comply with all applicable civil rights statutes and 
constitutional req uirements. In FY 2012, CRCL received a program increase of 5 positions., 2.5 FTE, 
and $694K. The remaining 2.5 FTE are included as an adjustment-to-base in FY 2014 ar $373K. 

The program increase of $ 1.327 million will enable CRCL to further provide policy advice, 
investigations, and training relating to Immigration and Customs Enforcement's (ICE) Secure 
Communities and 287(g) programs. CRCL will continue to participate in ICE's 287(g) advisory 
committee. improve ICE's site audits of 287(g) jail model programs, conduct sole and joint 
investigations, improve data-based and statistical oversight, review policies and procedures to ensure 
rnspect for civil rights and civil liberties, and provide training and awru·eness briefing materials and roll 
call videos for State and local law enforcement. 

Justification 
Secure Communities has grown rapidly since the program first began in 2009. It reached nationwide 
activation in FY 2013. As such, CRCL' s oversight is needed to ensure that the program complies with 
aU applicable civil rights statutes and constitutional requirements. 

CRCL is statutorily responsible for providing civil rights oversight for the Secure Communities and 
287(g) programs, but as Secure Communities has rapidly expanded across the country, additional 
funding is required. In particular, funding will assist CRCL in establi shing a robust ability to perform 
the following activities: 

32 

Page 34 of 90 



DHS-001-425-001379

• lnvestjgate broad civil rights complaints against such programs; 
• Work with 287(g) jail model programs on systematic reporting and other compliance with Title 

Vl of the Civil Rights Act of l 964 (which bans race and national origin discrimination); 
• Support Secure Communities program training to assist compliance with civil rights 

requirements while identifying, detaining and processing inruviduals who have been identified 
as potentially removable immigration offenders, or to engage with affected communities to 

educate them about the program; 
• Conduct outreach to ensure that local communities are aware of civil 1ights complaint 

procedures. 

Moreover, funds will enable CRCL to: 

• Conduct statistical analysis of Secure Communjties to produce quarterly reports that wrn be 
made public and guide oversight analysis and investigation; 

• Provide assistance to ICE on its 287(g) Office of Professional Responsibility (QPR) aurut 
process; 

• Work with ICE on training for 287(g) officers working in the jail model program; and 
• Prepare a series of awareness briefings for front-line state aod local Jaw enforcement perso1111el 

on civil rights issues related to Secure Conununities. 

CRCL staff will conduct investigations involving systematic or consistent discriminatory practices, 
augment training (both live and web-based) provided to state and local law enforcement personnel that 
participate in the programs, condttct sophisticated special and routine statistical analysis, provide civil 
rights and civil libenies policy advice, and engage with affected communities. CRCL will also be able 
to increase collaboratjon efforts with both lCE and the U.S. Department of Justice (DOJ). TCE 
col laboration will include assistance in program development and evolution of policies, procedures, 
ru1d activities to ensure appropriate protection for civil rights and civil liberties, to assist ICE's OPR in 
its audits of 287(g) julisdictions both through on-site participation and recommendations for better 
incorporation of civil rights and civil liberties issues into its standardized audit procedures, and to 
provide civil rights and civil liberties training to ICE OPR auditors and to ICE 287(g) progrnm 
managers. CRCL will also further collaboration with ICE' s Law Enforcement Support Center (LESC) 
to better survey and monitor the exercise of immigration authority by state and local law enforcement. 

Impact on Performance (Relationship of Increase to Strategic Goals) 
The performance of this program will directly support DHS's mission of Enforcing and Administering 
Our hnmigration Laws, which is enhanced by the Secure Communities and 287(g) jail model 
programs. 1t is crucial that these programs proceed with sufficient regard for civil rights requirements. 
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Program Increase 2: 
PPA: 

Program Increase: 

Funding Profile 

Current Services Level 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Justification of Program Changes 

(Dollars in Thousands) 

CRCL- Countering Domestic Violent Extremism 

Office for Ci vJ! Rights and Ci vi! Liberties 

Positions 1. FTE 0.5. Dollars $135 

FY 2012 Revised Enacted FY 2013 Annualized CR 

Pos FTE Dollars Pos FTE Do!Jars 
($000) ($000) 

FY 2014 Request 

Pos FTE DoJlars 
($000) 

- - . 

Program Increase I 0.5 135 

Total Request - - - - - - 1 0.5 135 

Description of Item 
The Office for Civi] Rights and Civil Liberties (CRCL) requestS 1 positions, 0.5 FTE, and $135,000 to 
ensure the continuation of the CRCL "Counter Violent Extremism (CVE) through Community 
Partnerships" community engagement. initiative and training program for state, local, and federal law 
enforcement. CRCL supports the implementation of the White House's National Strategy on 
Empowering Local Partners to Prevent Violent Extremism in the United States and the OHS CVE 
strategy through enhanced community engagement initiatives, as well as comprehensive CVE training 
programs for law enforcement stakeholders. CRCL conducts community engagement workshops, in 
partnership with FBI, NCTC, and local law enforcement officials, to educate and jnform community 
members of issues related to countering violent extre1nism. Additionally, CRCL's CVE program trains 
thousands of law enforcement personnel annualJy to effectively use community partnerships to counter 
violent extremism. The CRCL CVE training curriculum includes three components of on-site 
instruction: understanding radicalization to violence; cultural awareness; and community 
engagement. Participants receive a how-to guide for community interaction and effective policing 
without the use of ethnic profiling. The course 01ients law enforcement personnel to key cultural issues 
involving the American Arab, Muslim, Sikh, Somali, and South Asian communities. Since October 
2010, OHS CRCL trained over 3,500 law enforcement officials on CVE and cultural awareness at over 
60 separate events. 

Justification 
With the requested funding, CRCL will be able to appoint a fully dedicated employee to provide 
continuous program support of CRCL' s CVE strategy. CRCL' s continuation of the enhanced 
community engagement and the CVE training program is necessary to conduct several of the activities 
designated under the White House' s Strategic Implementation Plan for Empowering Local Partners to 
Prevent Violent Extremism in the United States (SIP), released on December 8, 2011. The SIP is the 
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blueprint for how the U.S. Government will implement the Domestic Strategy on Countering Violent 
Extremism, its first strategy to address violent extremism in the Homeland. The SIP lists the current 
and future actions the U.S. Government will take in support of a locally-focused, community-based 
approach, in three broad areas: (1 ) enhancing engagement with and support to local communities; (2) 
building government and law enforcement expertise; and (3) countering violent extremist propaganda 
while promoting our ideals. This is the first U.S. Government strategy and implementation plan to 
address ideologically-inspired violent extremism in the homeland. 

CRCL's CVE engagement and training project is listed as one of the key initiatives in the DHS role in 
the implementation for the White House Strategy. 

CRCL served as a critical resource for the development of the DHS-FLETC effort in furtherance of the 
SJP to develop a CVE curriculum to be integrated into existing training programs for federal law 
enforcement. The curriculum gives federal Jaw enforcement a better understanding of CVE and how 
to more effectively leverage existing local partnerships. 

In addition, DHS, in partnership with the Los Angeles Police Department and the National Consortium 
for Advanced Policing, deve]oped a CVE cuniculum that includes a 16-hour continuing education 
module for executive and front line officers. 

CRCL has been instrumental in empowering community based efforts to counter violent extremism. 
CRCL is working closely with Somali American communities, in Minneapolis, Minnesota and 
Columbus, Ohio, among others, to develop grassroots CVE efforts. Examples jnclude: Day long 
community retreats with law enforcement, summit meetings with Somali youth on CVE strategies, and 
training programs to encourage community oriented policing. 

In 2013, CRCL is working to integrate its training efforts into the Department's overall CVE training 
effort to support federal , state, and local law enforcement by making more resources available on the 
DHS/FBI CVE Training Resources Web portal that is hosted on the Homeland SecULity Information 
Network (HS[N). Further CRCL also co-chairs the NSS Sub-IPC the National Engagement Taskforce 
(NETF) with DOJ. The NETF has been tasked by NSS and the SIP to support federal, state, and local 
partners with best practices and resources regarding engagement and how best to partner with 
communities to prevent violent crime and violent crime that may be ideologically motivated. 

Impact on Performance (Relationship of Increase to Strategic Goals) 
The performance of the CVE project will directJ y support DHS's mission of Preventing Terrorism 

and Enhancing Security. CRCL will be able to dedicate full time support to continue to: 
Meet the current and future OHS planned participation in the White House SIP 
implementation; 

• Enhance community engagement initiatives to develop and promote grassroots efforts to 
counter violent extremism; and 

• Improve the development of an.d use of standardized training based on the latest intelligence 
and academic research, which conveys information about violent extremism; improves cultural 
competency; and imparts best practices and lessons learned for effective community 
engagement and partnerships. 
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Program Increase J: 
PPA: 

Program lncrease: 

Funding Profile 

Current Services Level 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Justification of Program Changes 

(Dollars in Thousands) 

OPA- See Something, Say Something- Mass Casual ty Shooting 
Office of Public Affairs 

Positions 0, J-.""TE 0, Dollars $3,000 

FY 20 12 Revised Enacted FY 2013 Annualized CR FY 20 L 4 Request 

Pos FTE 
Dollars2 

Pos FTE 
Dolh\rs 

Pos FTE 
Dollar~ 

($000) ($000) ($000) 
- - -

Program Increase - . J ,000 

Total Request - . 40 - . . - - 3,000 

Description of Item 
The Office of Public Affairs requests $3 million to support the expansion of the "If You See 
Something, Say Something TM" public awareness campaign. Originally irnplemented by New York's 
Metropolitan Transportation Authority (MTA), and later licensed to the U.S. Department of Homeland 
Security, "If You See Something, Say Something TM'' is a simple and effective program to engage the 
public and key frontline employees to identify and report indicators of tenorism and terrorism-related 
crime to the proper transportation and law enforcement authorities. Al.though the campaign has 
primari]y focused on anti-terrorism efforts, it will continue to expand to include the prevention, 
preparation, mitigation, and response to violent incidenls such as active shooter and mass casualty 
scenaiios. This work will be done in coordination with the Department of Justice, the Federal Bureau 
of lnvestigation, and our State, local, and private sector partners. The funding will allow OHS to 
expand this campaign to additional cities, states, law enforcement partners, the private sector and the 
academic community and create educational materials, videos and other training tools. The funding 
will also facibtate the production and distribution of public service announcements (PSAs), 
advertisements, p1inting and translation of educationalhnfonnational material, and travel to 
briefings/trainings that are critical to increasing the reach of this successful campaign. 

2 The " If You See Something. Say Sometfong TM" campaign ii, a Department-wide ini tiative rece1ving contributions from nth er OHS 
i.:omponents for 1·otnl obJjgations of $3 miUion in FY 2012. 
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Justification 
The Department launched the "If You See Something, Say SomethingTM" campaign in conjunction 
with the Department of Justice's Nationwide Suspicious Activity Reporting Initiative-an 
Administration effort to train state and local Jaw enforcement to recognize behaviors and indicators 
related to terroiism and terrorism-related crime; standardize how those observations are documented 
and analyzed; and ensure the sharing of those reports with the Federal Bureau of Investigation-led 
Joint Terrorism Task Forces for further investigation and fusion centers for analysis. The campaign 
underscores the Department's message that homeland security begins with hometown secmity, in 
which an alert public plays a critical role in keeping our nation safe. 

Since its launch in July 2010, "If You See Something, Say Something TM' ' has expanded to ii1clude 
more than 215 partnerships with cities, states and the private sector, inducting universities, sports 
leagues and the transportation industry. Through these coJJaborations, OHS provides employees, 
volunteers and the general public with tailored OHS suspicious activity reporting materials inc1uding 
information on behaviors and indicators of tenorism and terrorism related crime, and how to report 
suspicious activities. The Department creates unique materials for each partnership, such as posters, 
digital materials for video boards or jumbot.rons, tri -folds, and online assets among others, at oo 
placement cost to the Department. Promotional materials and PSAs shown at past events-including 
the past three NFL Super Bowls, past two MLB World Series, the last three NBA Ail-Star Game and 
Jam Sessions and last three U.S. Opens- have been displayed at no cost to OHS. 

As part of the Administration's comprehensive efforts to prevent gun violence, DHS wm continue to 
work with Federal and State and local law enforcement on expanding nationwide public awareness 
efforts such as the "If You See Something, Say Something™" campaign. The funding would enable 
OHS to better work with law enforcement and support new partnerships for educational and public 
awareness efforts, in order to further the Department's ongoing efforts to prevent mass casualty 
shootings, as well as other acts of te1rnrism. With this funding, the Department will be able to 
proacti vely develop a11d provide materials to schools and local law enforcement, in order to better 
educate the public on active shooter activities. 

The request funds advertisements for 15 to 20 cities, 10 Public Service Announcements geared towards 
colleges/universities, religious organizations and private sector groups, 7 to 10 in-person 
b.riefings/trainings and printing and transfation of materials (posters, brochures, tri-folds, paystub 
inserts, etc.). 

Impact on Performance (Relationship of Increase to Strategic Goals) 
The "If You See Something, Say Something TM" program is a top priority for the Department, aligning 
to its miss ion of Preventing Terrorism and Enhancing Security. Citizens p lay an active role in their 
communities in reporting suspicious activity to law enforcement and have helped foil numerous plots 
including a planned attack against a Martin Luther Kfag Jr. Day parade route in Washington State in 
201 l. Separately in 2011 , a gun store owner contacted authorities when a customer made unusual 
inquiries and a large ammunition purchase, helping to prevent a likely attack in Killeen , Texas. More 
i-ecently, an alert construction worker helped to prevent the 2012 shooting in front of the Empire State 
Building from becoming an even worse tragedy by quickly finding police officers, who then acted to 
take down the shooter. 
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V. Exhibits and Other Supporting Material 
A. Justification of Proposed Legislative Language 

For necessary expenses of the Office of the Secretary of Homeland Security, as authorized by section 
102 of the Homeland Security Act of 2002 (6 U.S.C. 112), and executive management of the 
Depamnent of Homeland Security, as authorized by law, ($134,150,000] $126,554,000: Provided, 
That not to exceed $51 ,000 shall be for official reception and representation expenses, of which 
$17,000 shall be made available to the Office of International Affairs for Visa Waiver Program 
negotiations in Washington, DC, and for other international activities: Provided fmther, That all 
official costs associated with the use of government aircraft by Department of Homeland Security 
personnel to support official travel of the Secretary and the Deputy Secretary shall be paid from 
amounts made available for the Immediate Office of the Secretary and the Immediate Office of the 
Deputy Secretary. 

Language Provision Explanation 

1 ... [$134,150,000] $126,554}000 . .. Dollar change only. No substantial change proposed. 
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B. FY 2012 to FY 2014 Budget Change 

Department of Homeland Security 
Office of the Secretary and Executive Management 

FY 2012 toFY2014BudgetChange 
(Dollars in Thousands) 

Pos. 
FY 2012Revised Enacted 690 

Adjustments-to-Base 
Transfers to and from other accounts: 

NPPD/RMA tn Office of Policy 10 
OCIO to Office of Public Affairs 4 
USM CRSO for Shared Services 

Total Transfers .14 
Increases 

Realignment between offices 
2014 Pay Raise 
Annualiz.ation of P1ior Y ear Parr Year F\mding for C RCL 
Creation of Stand-alone Offices for 01.A. PSO, OSLLE ill from Policy 60 
Right Size PfE 4 

Total, lncreases 64 
Decreases 

Realignment between offices 
Creation of Stand-alone Offices for O lA, PSO, OS LLB out of Policy (60) 
Efficiencies and Reductions (4 I) 
Non recur: CNE 
Right Sizing FIB (40) 

Total, Decreases ()41) 
Total Other Adjustments (71) 

Total Adjustments-to-Base (63) 
2014 Current Services 627 

Program Changes 
Increases 

CRCL- Oversight of 287(g) and Secure Commuujties 
CRCL- Couutering Domestic Violent Exu-emism 
OPA- See Something, Say Something- Mass Casualty Sh()Or.ing 

Total, Increases l 
Total Program Changes I 

2014 Request 628 
2012 to 2014 Change (62) 
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FTE Amount 
688 134,410 

10 2.990 
4 545 

388 
14 3,923 

l,840 
894 

2.5 373 
60 10,640 

4 
66.5 13,747 

(1,840) 
(60) ( 10,640) 
(4 1) (]5.708) 

(J .800) 
(40) 

(141) (29,988) 
(68.5) (16,241) 
(60.5) (1.2,318) 
627.5 122,092 

1,327 
0.5 l 35 

3,000 
0.5 4,462 
0.5 4,462 
628 126,554 
(60) (7 ,856) 
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C. Summary of Requirements 

FY 2012 Re.vised Enal'.ted 

FY 201,3 Anmmli1.ed CR 

Adjustments•to-Bnse 

Tnmsfrr;; 

lncre4~es 

Oec.reases 

Total, Adjustmcnts-to-B,ise 

FY 20 i 4 C11rrent Ser·vices 

Progr:1m Chani:es 

lncrcascs 

Total, Pn11iram Chnni:i,s 

FY 2014 Request 

FY 20l2 to FY 21114 To1.tl·C h~11ge 

Estimates h) Program Project Acl"Mty 

Pos 

l.mmediaie Office of 1he Secretary 
Immediate Office of ~,e Depurv Serretarv 
Chief of Staff 
Executive Secretary 
Office of General Counsel 
Onice 1<1f Civil Rigbls and Ci\11 Libo:nies 
Office of Public Affaii s 
Office of l..t:gis la1ive Affairs 

Pri vucv Officer 
Citizen.~hio and l mmiir,rmion Services Ombudsman 
Office of Policy 

Onice or (mernational Afr airs 
PrivMe Sector Office 
Office of State and Loc:il Law 6 nforcemem 
Office of Ioter~tivernmental Affairs 
Office of Coumernarcotics Enforcement 
Total 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Summary of Requ irements 

(Dollars in Thousands) 

Pos. 
61/0 

701 
. 

14 

64 

(1 4 1) 

(63) 

627 

. 
I 

j 

628 

(62) 

FY'.!012 FY 2014 FY 2014 

Revised Enaeted Adju~lments -to-Ilnse Program Change 

FTi,; A mount Pos F'l'K Amount .Pos J<~rE Amount 

6 ~ 4,605 t477) . 

7 I 2,110 I! (21 (288) . 

14 14 2,397 m 11 J 1197) " - . 

64 64 8,748 (9 (9 ) (1.145 -
131 L\ I 12.370 t23 (23) ( l..l70J . . 

101 9<; 22.011 (5) (2.5) ( l.795) I 0.5 1.462 
29 2' 6,288 (3 (3) (627) - 3.(lO( 

32 32 5,925 f4) (4 1427) . 

43 43 8,328 1 ? (185 " . 

3( 3C 6.160 (816) . 

218 2 18 4 1.666 (72 172_ 113.85 1) . 

( ( 4 1 41 1,62e 
( ( 10 \( l ,66t - , 

( ( 4 852 - . 
15 15 2,625 0 , UJ {107) . . 
C C U 71 (1.177 . . 

690 68~ 134,<IIO t6l) (611.5) (12,3181 I lb 4.462 
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FTE Amount 
688 134.410 

6\19 133,'175 
. 

J4 J,<l2J 

66.5 13,747 

(14)) (29,988) 

(60.5) l ll,318) 

627.S 122,092 

. 
(i,S 4.462 

o.s 4.462 

628 126,554 

(601 (7,856) 

FY,.UU4 FY 201.2 to FY 2014 

·Reques t Total Chan~e 

Pos l<'TE Amount l'os 1'"1'.E Amount 

f 4.128 (477 

5 l ,822 (2 (2) (288 
13 [' 2.20( (I ) (1) (197 

55 55 7.603 (9 (9) ( 1.145 
108 108 21.00( (23 ) (~3) f 1.3701 
97 9 21.678 14) f2) (333 
2f 26 8.661 (3 (3) 2.373 

2! 2 5,498 (-4i (4 ) (427 
45 4. 8,\43 ? 2 (1 85 
3C 3( 5J44 (816 

146 14( 27.815 {n) 172) 11 3.851 
4 1 41 7.626 41 41 7.621 
I( ta 1.666 I ( IO l.66( 
4 ' 852 ~ 4 85 

1• 14 2.518 UJ ( I ) () 07 

- (l.177 
628 628 126,554 162 (60) (7,856) 
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D. Summitry of Reimbursable Resources 

Coiled ions b ,· Source : 
{)epartmenl of Justice 
Office of Director of National Jn1e1li)!eoce 
lmelligeuc.e and Anal ysis 
Ooer;1tion., CooCWJJa1ion 
Uni1ed Staie~ Coast Guard 
National Protection aud Progr-dms Directorate 
"EMA 
ln1mil!mtioo & Customs Enforcement 
Otlier 
DeoaJ1menl o{Defcnse 
"ederal Law Enforcement TrainiJ1S? Cemer 
US VISIT 
Cusloms and Bonfe.r Protec1·ion 
FPS 
l'r.111Sponacion Securitv Admin.istratio,1 
Uniled Sta1es S~ne1 Service 
United Srates Cilizenshio and Immigration Services 
Sl•ience and Technology 
Domestic Nuclear Detection Orlke 
Office of Health Affairs 
Deponment or State 

Oeo:u101e111 ofTMasury 
Total 1Jt1d2etar v R('Sources 

ObU!!allons b,· Prol(ram/Project Aclivih' : 

Executive Secrelarv 
Offioe of Policy 
Office o r General C ounsc I 
r:iti7..enship ~od lm micration Scn~ces Onibudsman 

Office or Ci vii Rights autl Liben ies 

f olal Obl111aOons 

ll~µu rlJnr nt ot ftor,rnl~nd s~curi ty 
Ofl1ce of the Secretary ·and Executive l\fanagemcnl 

Sunm1ary of Reimbursable Resomces 

(DoUars in Thousands) 

FY 2012 Revised E nncted FY 20 13 An.nualized CR 

l'u~ FTE Amount I'~ .E"rE Aniounl 
- - I I $1 5(\ 

I l $11! r l 103 
4 4 686 f f 1.030 
1 2 3SC 1 .., 31( 

I - M • l JOO 
20 2( 3.234 2C 2t :U'IC 

I - 45 2 I JI() 

6 5 78~ 3( I S 1,4 11 
I 1 ll9 " 

I I 211 -
- 134 -
1 l 107 -
2 2 97 4 2 200 
I l25 
2 2 :!.'i4 , l JOO 
I . 6• , l 120 

- ~ -
5 5 54 1 t f 907 
l 1 1<)7 I I 175 
2 2 374 2 1 330 

2 2 '105 1 1 l.937 
l I 'H i [ 17 

55 50 8.SS1 84 62 10,356 

t'Y 2012 R••is•d € m,ct•d t'Y 2013 Annualiied C K 

Pos FTE Amount Po.s f TE Amount 
l I 161 l l 167 
3 3 l,OH .1 .l 2,092 

43 3~ 5,94) 5~ 4 (, 6,796 

l 1 118 
7 6 1.321 24 11 1,301 

55 50 8.5S! 84 62 10.356 
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FY 2014 Request I ncreasc/Dccrease 

l'M f"l'E Amount l'os FTE Amount 

" - - I -1 , 5 156 

- - - I -I -l!l:l 
6 6 $I.II( - 80 
2 ? 400 - - 90 
I - 50 -I - I -50 

r _., 23 4 .91 I 3 3 l.561 
I - 5( - 1 - I -60 
6 3 S25 -24 -12 -886 

- - " -
I 1 222 I 1 221 

" 134 - 134 
- " - - -
5 3 465 I I 265 

I - 125 I 125. 
3 2 365 I 1 265 

' " - 2 -1 - 120 
1 I 100 2 I 100 
f 6 1,172 - - 265 
I I 225 - " 50 
3 3 600 I I 270 

4( J( 31.249 JS 28 29312 
. " -1 - •I 7 

lOJ 81 4 1.703 17 19 31.347 

E'V ;?.0 I 4 Rrctul'lit Inc rteU$1!/l>ec rtea,w 

Po.s ETE Amount Pus F f E Amount 
t J 17! s 

44 3• 32,157 4 1 31 30,065 
5~ '15 8,111( -2 -1 2,01.4 

- -., 1 56-' -22 .JI -737 

101 81 .. 1 .703 17 1S 31.347 
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E. Summary of Requirements By Object Class 

Department of Homeland Security 
Office of the Secretary and Executive Management 

Summary of Requirements by Object Class 
<Dolh1rs h1 Thousands) 

201.2 2013 
Obj~c, Cl3ssc~ Rc.vi.scd Enatrt<l Annuali,.cd CK 

iPe.rs<Jnnel and Olh<r Com1iensalion 8,nefits 

J I,! Toi al Ff!:. & oer.sonnel comoenb11tion S60.480 $62.199 
I 1.3 Other than fullctime pemmnen1 6.657 6.311 
11.5 Other-personnel compcnsa1ion 2,022 1,7 1( 
11.6 Pay Diff (Suo/Ni,tht) . -
11.7 M.ililary personnel/Awards -
I 1.8 Soccial SL<rviac Pay J4f> 437 

12. l Benefits !9.43U 19.301 
12.-4 Allowances 
12.6 Temp Quarters . 
12.6 Temporary Qu,mcrs . 
I.Hl Unemployment Compensation -

Total, Personnel anrl Other Conwensallon ll•ndilS 88,935 90,21! 

K)thrr Objecl Classes 

r.:!1.0 Travel 5.336 5.1~0 
:n.o Transportation oflhin!!s 9( 43 
12;. 1 GSA rem J0,932 10.932 
123. '.! Other rent 58 5/' 
(B.3 Co.mmunicalions. utilities, :tnd misc. <:harces I 15 
~4.t) Piinting 783 86 1 
25.0 Other services - -
'5.1 Advisory and assistance services 3.763 3.3 1( 
125.2 Other services 1.779 l,661 
i15,3 Purchase.-; from G1,v'h 1ccts. 10.762 19,845 
t25.4 O&M of fucilities 478 442 
125.5 R&D of conU'3CIS - 2 
125.li Mcdic,,1 care 5( 41 
15,7 Operation aod maintenance of eQuipment 349 349 
125, 8 Subsistence .& Suppon of persons -
126.0 Su_ni,li•s and ma1erials 607 805 
31.0 Eo11imuenr 276 196 
~2.0 Land & structures 12 -

Total, Other Ob.ice! Classes 45.475 43,757 

Total, D irect Obliitations 134,410 133.975 

f\djustments 

Net Offscttin!! Collcc1101i5 
IU11obli2ated Balance. s tart of vear -
Unobllgat.ed Ba!aJ1ce. end or vear -
Recoveries oJ Prior Year Obl igations 
Offseuin~ Collec1ioos 

Total Rc,11uirements 134.410 133.975 
.Eull 111meEnui,•alenls 688 69! 
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2014 1sy21112 ,o 

RL•tjuc:,1 FY 1014 Chanl(c 

$56,4~3 (..i,047 
6.596 (61 
1.85 1 (171 

348 ' 18581 (850' 
-

83.80l (5,)27 

J.561 (1.775 
95 5 

9,$36 ( L.096 
58 
i 

304 (479 

6,273 2.51( 
951 (828 

l9.9H (852 
455 (23 

-
5/i e 

293 (56 

707 !JOO 
234 (42 

12 
.S2,746 (..2,730 

126,55-' (7,856 

-
-

-

126,554 (7,856 

628 160 
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F. Permanent Positions by Grade 

Department of Homeland Security 
Office of the Secretary and Executive Management 

Permanem Positionsl>y Grade 

f'Y 21112 11V 2(/JJ f'Y 201 4 F'\' 20 U to 

Revised .Enacted Annualiied CR Request FY 2014 Ch:tnge 

Grades and Solan Ran2e Pos. Pos. Pos. Total 
Total. SES 59 60 57 (2) 

0S-1.5 187 191 173 (14) 

GS-14 156 158 132 (24) 
GS-13 94 95 8& (6) 

GS"t! 73 74 63 ( 10) 

GS-Ii 56 57 51 (5) 

GS-9 29 30 31 2 
'3S-8 10 JO 6 (4) 

GS-7 17 17 L9 2 
GS-5 I l I 
GS-4 8 8 7 (I) 

Total Pcrmnncnt Positions 690 701 621! (62) 
Unfilled Positions BOY 57 66 - /57) 
Total Permanent Emt1loymcnl cOY 633 635 628 15/ 

Full Time F:<1uivalents 688 699 628 (60) 

A\'erage ES Salilrv 160,9&9 160-.989 161.794 805 
Avcrnge GS Salary 103.443 103.443 103.960 517 
Average Grade I~ u l:l 
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G. Capital Investment and Construction Initiative Listing 
NIA 
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H. PPA Budget Justifications 

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Immediate Office of' the Secretary 

Summary of Requirements by Object Class 
(Do llars in Thousands) 

FY 20U FY 2-0l3 
Objerl Classes Revised En~cted Annualized CR 

l'ersom1cl and Compensation Bc nclits . . 

I l. I T\Ml i;f6 ~ personn~I ~omp,ms~ti11n 623 M)'l 

11,3 Other lhlln fu lJ , llme permanent 342 50\1 

I l.~ Other personnel cornpe11~atj110 [0 J-l 
I I .t\ Special Service Pay . 14() 

[2.\ Benefit,; 2.25 ;!74 

Total, Personnel and Compensation BencfiL'i 1,200 1.705 

Other Objcc.t Classes . 

21.0 Travel 2A27 2,S68 

23. \ GSA rent ns 32$ 

24.0 Priming_ 7 7 

25.1 Advist1ry and assistau.ce .,crviccs I 1 

i5.2 Other scrv,cc_s 216 38 
25.3 I>urdu,scs fr()m Gov'1 accL~. 292 '.l.92 

25.4 O&;M of f~ciliucs 22 . 

25.6 Mcdkal care 3 3 

~6.0 Supplies und 111a1crials 78 7R 
j f .(I t'..quiplllCIII 11 II 

Totu\, Other ObJ~cl Class.:~ 3.41}5 3,326 

Adjustments . 

Unobligated Balance, start of yeru• -
UnobLi_gated Balance, end of year - -
.Recovi:ries of Prior Year Obligat ions - -

Total Ret\uirew e_uts 4,605 5,03 1 

Full Time Equivalents 6 12 

Immediate Office oftbe Secretary Mission Statement 

FY2014 FY 2012 to 
R etJUCSI FY 2014 Change 

630 7 
347 j 

l::' 2 

-
::'28 .~ 

1.217 17 

. 

,_,1.5 p)J2) 

371 4:-l 

7 
I 

'1(12 (34) 

735 443 

2;1. 

3 

44 (34) 

II 

2,9)1 1494) 

. 

-
-
-

4,128 1477) 

ti . 

The Office of the Secretary provides central leadership, manageme.m and direction for the eJ1 tire Department of Homeland 
Security. This offi ce provides oversight for au offices witbir1 the Departmental Operations function as well a.s all other entities of 
the Department. Ir is the Secretary's role to serve as the top representative of Homeland Security to che Presidertt. Congress and 
the general public. 
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Summary Justifkation and Explanation of Changes 

FY 20U FY 20l3 f' Y 2014 FY 2012 lo l<' Y 20l4 

Revised Enacted Annualized CR Request Clwnge 
11. I Tola\ PTE & personnel compen$ation 623 661 630 7 
11.3 Other than full-time permanent 342 509 347 5 

I 1.5 OUier personnel compensation 10 14 12 2 

I 1.8 Special Service Pay . l-16 . 

12.1 Benefits 225 174 228 3 

Total, Salaries & Benefits 1,200 1.705 1,217 17 

Salaries and Benefi.ts fond compensation directlyTelated to duties performed by Federal civilian employees. The FY 2014 request 
re flects a I% pay inOation increase of $17,000. 

F Y2012 FY 2013 F Y'.!01 4 FY 2012 to 

Revised Enacted AJlflualized CR Request FY 2014 Change 

21.0Travel $2,427 $2,568 $ 1.515 -$912 

Travel includes aU costs of transportation of persons, subsistence of travelers, and incidental travel expenses in accordance with 
Federal travel regulations. The FY 20 l 4 request reflects an increase of $395,000 for a real ignmeot of funds between OSBM 
offices, a decreai,e of $385,000 to offset an increase to the Worlcing Capital Fund, and a decrease of $922,000 in efficiencies. 

f\' 2012 FY 2013 FY .lOU VY 20121!1 

Revisi'd Enacted A.nnuali1.ecl CR Request FY ,20j 4 Change 

23. l GSA rent $3.2.8 $328 S37l $43 

GSA Rent includes all payments to General Services Administration (GSA) for rental of space and rent related services. The FY 
2014 request includes an increase of $43,000 due to an increase in GSA rent funded though the Working Capital Fuod. 

F Y 2012 FY 2013 .F\' 2014 FY 201210 

R.evised Enactrd Ant111:11l:«od C.li. Ret111~ 1 FY 2014 Change 

25.2 Other scrvil'Cs $2.,6 $38 $202 -$3.4 

Other services include contractual services with non-Federal .sources that are not otherwise classified under object class 25. l'he 
FY 2014 request reflects a decrem;e of $34,000 to offset increases to the Working Capital Fu nd. 

FY20!2 FY 2013 F Y201-' FY 2012 to 

Revised Enacted Annuoliw d CR Ret1urst FY 201.4 Change 

25.3 Purchase$ from Gov' t acrts-. $292 $292 $735 $443 

Purchases from government accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classffied . Specifically, funds support the purchase of goods and services from DHS WCF, DHS Shared Services, 
and other government agencies including interagency service requirements. The FY 2014 request includes an increase of 
$376,000 for a realignment to the Working Capital Pund, and an increase of $67,000 for the Shared Services transfer from 
OCRSO. 
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FY2012 FY ?013 FY 2014 FY'2012 to 

RevisL'<I Eoaded Anmmlized CR Request J,'Y 2014 t :haog<-

16.fl Sup11iios and materials $78 $78 9,44 ·$3~ 

Supplies and materials are defined as cou1modities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or rnanufacture. (c) used to form a minor part of equipment or property, 
or other property of little moneta1')' value that doe$ not meet ,my of the three criteria listed above, at the option of the agency. The 
FY 2014 request reflects a decrea~e (Jf $34,000 in efficiencies. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Immediate Office of the Deputy Secretary 
Summary of Requirements by Object Class 

(Dollars la Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 l.\ 1'(lta\ P'fE & personnel cnmpensmion 489 489 

1' 1.3 Otl1er than foll -time permanent 426 380 

11 ,5 Other per~onnel compensmion 75 75 

12. l Benelits 253 253 

Total, Personnel and Compensation llencfit~ 1,243 '1,197 

Other Object Classes - -

2J.0Travel 5lS ~84 
2,3.1 GSA ront 112 112 

25.1 Advisory ,m<l ~~.<is1ance .;e,-vittl' 26 26 

ZS.3 Purcha,ses from Gov't a~cts, 11')8 168 

2.5.4 O&M of facililies Q 6 

2,5.6 Me<lkal care I I 

26.0 Supplies an<.I rnaieria Is 33 33 

31.0 Equipment :-, 3 

Total, Olber Object Cl:isses 867 733 

Ad,i\LSlment.s . 

Unobligared Bal3ncu, s1an o f year -
Un/lb ligated Balance, end (>I yea.- -
Recoveries of Pric>r Year Obligmion~ -

Total RequiTemeuts 2,110 l ,\13R 

Full 'rime e ,,ui~ulents 7 8 

Immediate Office of the Deputy Secretary Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

-

3 02 1187) 

-130 4 

76 l 

256 3 

1,064 U79) 

,J</ ( 17lJJ 

111 15 
26 

223 55 

6 

I 
.13 

3 

758 (JO~I 

-

. 

1,822 (288) 

s (2) 

The Office of the Deputy Secretary directly supports the Office of the Secretary py providing leadership to the Deparl1nent. This 
focuses on internal management and direction, which ensures that the Department will continue to operate efficiently and 
effectively in can-ying out its mission. It is the Deputy Secretary's role to provide internal oversight to all Departmental 
Operations. which allows the Secretary to focus more on external matters concerning OHS. 

Summary Justification and Explanation of Changes 

FY 2012 FY 2-013 FY2014 FY 2012 to FY 2014 

Revised t; na,·ted j\11nttali1,ed CR Requesi Ch.a.oge 
11.1 'f'otal PT'E & personnel tmnpensation 489 489 302 1187) 

11.J 011,cr tlun full -tin,e pern1a11c111 41<, 3$0 430 4 

I 1.5 Oilier pcr:,onncl co,npc1t$ation 75 75 76 I 

12.1 Benefit~ 2)3 253 256 '.\ 

Total, Salaril.'S & Benelits 1,243 J,197 1,064 111\1) 

Salaries and Bene fit.<; fond compensation direct) y related to duties petformed by Federal civilian cmploye.es. The FY 2014 reque.~t 
reflects m1 increase of$ l 3,000 for a pay inflation of l o/o and a decrease of $192,000 for a realignment of fluids petween OSEM 
offices. 
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FY 2012 FY ?013 FY 20 14 FY2012 to 

Revis,"1 Eoa<:led A.nm mlized CR Requ~st J,'Y 2014 Umogc 

21.0 T ravel $518 $384 $339 ·$171 

Travel includes all costs of traJ1SpQrtation of perso11s, subsistence of trnve.lers, and incidental travel expenses in acc()rdancc with 
Federal travel regulations. The FY 2014 request reflects a decrease of $60,000 to offset an increase to (he Working Capital Fund, 
,rnd an efficiency decrease of $119,000. 

F Y2012 FY 2013 F Y20 1-I FY 2012 to 

Revised Eoacted Annualized CR Request FY 21)14 Change 

23. I GSA reut $ 112 $ 112 $12.7 $15 

GSA Rent includes all payments to Genera.! Services AdmJnisrration (GSA) for rental of space and rent related services. The FY 
2014 requesr includes an increase of $15,000 due to an increase in GSA rent funded through the Working Capital Fund. 

FY20U FY20B fY 2014 FY20Uto 

R,evised Enacre,;I Annuall:tetl Cll Rt<1uest FY 20L4 Chang• 

.25.3 Purcbascs from Gov'I ac~ls. Sl68 S168 $223 $55 

Pw·chases from government accounts include costs for purchases Jrom orher Federal Government agencies or accounts that are 
not otherwise classified. Specifically, fonds support the purchase of goods and services from OHS WCF, DI-IS Shared Services, 
and other government agencies including interagency service requirements. The FY 2014 request includes a total increase of 
$55,000 due to an increase of $45,000 for a realignment to the Working Capital Fund and an increase of$JO,OOO for the Shared 
Services transfer from OCRSO. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Chief of Staff 

Summary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FY2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

11.1 Tom\ P'fE & personnel ~nmpensmion 4ll 41 1 

11.3 Otlier than foll-time permanent 791 791 

11 ,5 Other personnel compensation 20 20 

12. l Benelils 420 420 

Total, Personnel and Compensation llcnefit~ 1,642 '1,642 

Other Object Cln.s.se.s . -

ZJ.OTravel 339 25R 

Z3.1 GSA ront 73 73 

25,2 Other ,ervice,s 21 19 

Z5 ,3 Purcha,Se~ from Gov't accts, 301 30 1 

25.4 O&M of facililies I I 

2,5.6 Medical care I I 

26,() Supplies and rnaterio Is 17 17 

3 r.O Equipmem 2 2 

Total, Olber ObJect C l:isses 755 672 

Ad.itLSlment,s . 

Unobligared Balance, stan o f year -
Un/lb ligated Balance, end ot yea!' -
Recoveries c1f Prior Y0ar Obligmion~ -

Totul RequiTemeuts 2,397 2,314 

Full 'rime E:11ui~ulents 14 18 

Chief of Staff Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

+1 5 4 

674 I I 17) 

20 

424 4 

1.533 (J09) 

~(> 111:1) 

82 9 

17 (4) 

321 20 
I 
I 

17 
:! 

667 (88) 

-

-

2,21)0 ( 197) 

i 3 (l) 

The Office of the Chief of Staff promotes the coordination of the agencies and directorates that have been c011solidated into tbe 
Department of Homeland Security, The Office of the Chief ()f Staff is responsible for alJ operational functions that relate to the 
Immediate Office of the Secretary (budget, infonnation technology, and personnel) . and coordinates activities with the 
Department Headquarters continuity of operations. With the inherent challenges of a concurrent creation of a new department, 
reorganization, consolidation, and several new offices, the Office of the Chief of Staff seeks 10 streamline, coordina1e, and deliver 
highly effcctjve initiatives and policies that will ensure otu safety, response capacity, and ow: freedoms. 

Summary Justification and Explanation of Changes 

FY 2012 FY 2-013 FY2014 FY 2012 to F\I 21114 

Re•lsed Enacted Awtualiw d CR Ret1uest C hange 

I 1.1 Total Pl'E & pcn;onncl cmnpensal ion 411 4 11 41S ~ 

11.3 Other ciJ;l.n full -ti,re peru1a11c111 791 79 1 (i74 1117) 

115 Otlicr personnel comrc11•atio11 20 20 20 
l2.I Benefits 420 420 ~24 4 

Total, Salari<'S & rtenefits 1,642 1,642 IS33 ll09) 
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Salaries and Benefits funds compensation directly related to duties performed by Federal civilian employees. The FY 2014 requesr 
includes a net decrease of$ I 09,000 which includes an increase of $16,000 for 1 % pay inflation and a decrease of $125.000 in 
efficieocies. 

t' Y 21Jl2 FY 2013 FY 2014 FY 2012 to 

Revised En:,cled Annoali;.;,d CR Rc<)IICSI FY 2014 Chang~ 

21.0 1:ravcl $339 S:238 $226 -$U3 

Travel includes all costs of LTai1sportation of persons, subsistence of li-aveJers, and incidental travel expenses in accordance with 
PederaJ traveJ regulations. The l?Y 2014 request reflects a decrease of $16,000 to offset increases to the Working Capital Fund 
,md a decrease of $97,000 for a reaJignment of funds between OSEM offices. 

FY 2012 FY 2013 FY2014 FY 2012 to 

Revised Enacted Annualized CR Request FY 2014 Change-

23.1 GSA rent $73. .$73 $82 s• 

GSA Rent includes alJ payn1ellts to Genecal Services Administration (GSA) for rental of space and rent related services. The FY 
2014 request inch1des al) increase of $9,000 due to an increase in GSA rent fonded through the Working Capital Fund. 

t'Y20ll FY 2013 t'YlOl-1 l<'Y 2012 H• 

Revised F:nudetl Ammulize,.I CR Reque.<t FY 2014 Change 

2S..2 Otber servkes $2( $19 $l7 -$4 

Other services include contractual services with non-Federal sources that are not otherwise classified under object class 25. The 
FY 1014 request includes a decrease of $4,000 to offset an increase to the Working Capital Fund. 

FY2012 FY 20l3 fl' 2014 F}' 20U to 

Revised Enucte,;1 A o.nu:ili:(A;d CR Re,1uesl FY Z014 C hang• 

25.3 Purchases from Gov't accls. S30I $301 $321 $2( 

Purchases from governmenl accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds s upport the purchase of goods and services from OHS WCF, OHS Shared Services, 
and other government agencies including interagency service requirements. The FY 2014 request includes an increase of 
$20,000 for a realignment to the Working Capital Fund. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Executive Secretary 

Summary of Requirements by Object Class 
(Dollars la Thousands) 

FY2012 FY2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 I.I 1'1'ml P'fE & personnel ~nmpensmion 4,4Q9 4.04-! 

1' 1.3 Otl1er than foll -time permanent 140 (40 

11 ,5 Other per~onnel compensmion 20() 206 

11 .8 Special Service P~y 191 ICJ I 

12.\ B(nelils 1 .353 1.295 

Total, Personnel und Compensnlion Benl•lit,,; li.3!19 5,876 

Olher Ob.jec.t CIRSSt'S -

21.0Trav~I l 2 

23 .1 GSA rsni 596 596 

i,4.rl Priming 14 . 
25. I t\dvhory and ass istance service~ 25 . 
25.2 Oilier $ervices 67 67 

25,J f'urch.is~< from Gov't a.els, J,437 1,437 

25.4 O&M ofP,wilities 67 67 

2.5.6 Medical care 5 5 

~6.0 Supplies and 111a1crials 11)3 100 
) 1,0 Equip1ncm 4; -

Tomi. Other ObJecl Classes 2,359 2,274 

Ad,luslmentS .. . 

Unob ligated Bal~ncc. $tart o f year . 
Unohl igared Balaucc, end of your -
Recoveries of Prior Year Ohhga.1iot1s .. 

'l'orul Re11uirement,; 8,748 8.150 
Full Time Equivale.nts 64 58 

Executive Secretary Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

3,398 0 , !01) 

141 I 

30 (!76) 

193 2 

1.319 (34) 

5,081 (1.3081 

-

2 

673 77 
14 

25 

67 

1.530 9J 
67 
5 

96 (7) 

43 

2,5.22 163 

. 

. 

.. 

.. 

7.603 0 ,145) 

55 (9) 

The mission of the Office of rhe Executive Secretary is ro establish effective and proficie11t protocols in the processing of all 
internal communication, decision 111anageme11t, briefings, liaison activity between the Department and its compone11ts, and 
external correspondence for the Immediate Office of the Secretary and all di.J'ectorates. 

Summary Justification and Explanation of ChangeS 

FY20l2 FY 2013 FY 2014 FY 2012 to FY 2014 

Re,,ised Enacted Annuali~ed CR Rec111es1 Change 

I I. I Total ~l'E & personn~I compcnsalion 4,499 4,044 3,398 ( 1,101 ) 

11.3 Olhcr lhan full-time pemiancnl 140 l~O 141 I 

11.5 01her personnel tompensulion 206 206 30 (176) 

11.8 Special Service Pay l9J 19 1 193 2 

12.1 Bcnefi1s 1,353 1.'295 1,319 (34) 

Total, Salaries & Benefits 6,31!9 5.876 5,081 {1.J08) 
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Salaries and Benefits funds compensarjon directly related to duties performed by Federal civilian employees. The FY 2014 requesl 
reflects a net decrease of $ 1,173.000 which includes an increase of $62,000 for l % pay inflation, a decrease of $145.000 to offset an 
increase to the Working Capital Fund, a decrease of $648,000 for a realignment of funds between OSEM offices. and an efficiency 
decrease of $577,000. 

l<' Y 2lll2 FY2ll l3 PY 2014 I'\' 2012 to 

Revised Enacled ,~nnnaliwd CR Request F\' 2014 Ch,mgc 

23.J. GSA renl $596 $596 $673 $71 

GSA Rent includes all payments to General Services Administration (GSA) for rental of space and rent related services. The FY 
2014 request includes an increase of $77,000 due to an increase in GSA rent funded through the Working Capital Fund. 

1i'V2012 FY 2013 F'Y20U FY 2012 to 

Revised Em1cted Annualized CR Request FY 21)14 Change 

25.3 PurchaSt'$ fr11111 Gov'l acc,t~. $1.437 $1.437 $ 1,53( $93 

Purchases frorn government accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. SpecificaJJy, funds support the purchase of goods and services from DHS WCF, DHS Shared Services, 
and other government agencies includfog interagency service requirements. Tbe FY 20 J: 4 request includes a net increase of 
$93,000, which includes au increase of $68,000 for a realjg1m1e11t to the Working Capital Pund and an increase of $25,000 for the 
Shared Services transfer fro1n OCRSO. 

f' \' :2012 FY20H l<YlOl-1 FY 2012 h• 

Revised Enadetl Anuual1ze1.I CR Reque,st FY 2014 Change 

26.0 S11m11ies and materials St03 . SJOO $96 -S7 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they ate 
put into use, (b) converted in the process of construction or manufacture. (c) used to form a minor part of equipment or property, 
or other property of little monetary value tl1at does not meet any of the three criteria l.isted above, at the optfon of the agency. 
The FY 2014 request includes a decrease of $7,000 due to efficiencies. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of General Counsel 

Summary of Requirements by Object Class 
(Dollars la Thousands) 

FY2012 FY2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 l.\ 1'(lta\ P'fE & personnel cnmpensmion !2,163 12,163 

1' 1.3 Otl1er than foll -time permanent 735 735 

11 ,5 Other per~onnel compensmion 3 [7 317 
12. l Benelits 3.304 3.304 

Total, Personnel and Compensation llencfit~ 16,519 16,519 

Other Object Classes - -

ZJ .0 Travel 183 lt\3 
23.1 GSA ront I.MO I.MO 

24.0 Priming 13 13 

25..1 Advisory aml assistance serv1te3 320 643 
zs.z Other services 1:25 125 
25.3 Purchases from Gov't accts, 3.343 3.187 

ZS .6 Medical care 7 7 

26.0 Supp lie, and m:it.eria is HJ() lOO 
11.() &[uipmcn, If)() 100 

Tutul. Other Obj ect Classes 5,8S i 6,018 

A•Uu.<t.rnents -

Un<ib ligatcd Balance, .sian of y~ar 

Unol)ligate.d Balance, end of y~ar -
Rccoverios of Prior Year OhligmionJ; -

Total Re,1uirements 22,370 22,537 

Full Time Equiv:iJe:nts UJ 131 

Office of General Counsel Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

10.805 (1 ,358) 

742 7 

3 19 2 

2.846 (458) 

14,712 (1,807) 

\12 (91) 

2,125 465 

~ (5) 

164 1156) 

55 (70) 

3,757 414 

7 
62 (38) 

1$ (R2) 

6,288 437 

-

-
-

21,00U t 1,370) 

108 (23) 

The Office of the General Counsel (OGC) provides legal cOW1Sel for all DHS offices (except tho.~e specifically excluded hy 
regulation or directive), detennines the Department's position in order to provide eff-ective leg.al services dealing with claims, 
with protests, with litigation, and with alternative dispute resolution, and represents the Department in all legal forums. 

Summary Justification and Explanation of Changes 

FY 2012 Re,'ised FY 2013 Annuali1.e(l FY 2014 Ke,1ucst 
FY 2012 fo FY 2014 

Enacted CR Change 

I I. I Total P'fE (I< perx()nncl cnmpeu~ation 12, 163 12,163 1(),775 (1.358) 

113 Other than fuil -t1111c pc·rmnucm 73:'i 735 742 7 
I '-' Other 11c1-sunncl cornpcnsa1ion ~17 ~17 3 1\1 2 

12.1 B.en~fits 3,104 3.304 2,i;4() (4.'\8) 

Total, Salaries & l}enefits l<,,519 16,5(9 14,6112 ( 1,807) 

SaJaties and Benefits fund compensation directly related to duties performed for the Office of General Coun$el by Federal civjlian 
employees. The FY 2014 request includes a neL decrease of $1,807,000 which includes an increase of $159,000 for l % pay 
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inf1ation, an increase of $30,000 for a realignment of funds between OSEM offices. a decrease of $901,000 to offset the increase to 
the Working Capital Fund, and $1.095.000 in efficiencies. 

FY 2012 FY 2013 FY 2014 FY 2012 to 

Revised Enacted Annoalitcd C R Rc<)ue~I FY 2(114 C hilnf(c 

21.fl Travel $183 $183 $92 ·$91 

Travel includes all costs of transportation of persons, subsistence of lTavelers, and incidental travel expenses in accordance with 
.Federal travel regulations. The FY 2014 request includes a decrease of $91 ,000 in efficjencies. 

F Y2012 FY 2013 F \'21)111 FY 20l2 10 

Revised Enacted Annualized CR Request FY 2014 Change-

23.1 GSA rent $ 1,660 $1,660 $2.125 $465 

GSA Rent includes all payments to General Services Administration (GSA) for rental space and rent related services, The FY 
2014 request reflects an increase of $465.000 due to an rncrease in GSA rent funded tbrough the Working Capital Fund, 

t'V20ll FY 2013 FY 2014 FY 20121!1 

Revised Enaded Anuualize,I CR Reque.~t FY 2()14 Change 

24.0 f'rintinl( $J3 $13 $8 

Printi11g includes all costs for printing and reproduction obtained from the private sector or from orher Federal entities. The FY 
2014 request reflects a decrease of $5,000 in efficiencies. 

FY 2012 FY20B FY 2014 F\' 2012 to 

Revis,'<! Enacted Annualized C R Request FY 2,014 Chtmi:e 

-$5 

1S.1 Advisory and assistance services S320 S643 $164 .SJ St 

Advisory and assistance services include services acqui red by contract from non-Pederal sources (that is the pri-vate sector, 
foreign governments, Stale and local governments, tribes, etc.) as well as from other units within Lhe Federal Government. The 
FY 2014 request reflects a decrease of $142,000 in efficiencies, tmd a decrease of $14,000 due to a realignment to the Working 
Capital Fund. 

FY 2012 FY 2013 FY2014 FY 201210 

Revised Enacted Annualized C R Request FY 2014 C hange. 

25.2 Other serviees $125 Sl25 $55 -$70 

Other services include contractual services with non-Fede.rat sources that are not otherwise classified under Object Class 25. The 
FY 20 14 request includes a decrease of $70,000 for efficiencies. 

.t'Y2fll2 FY 20.1:3 FY 2014 l~Y 20121(1 

Kevised EnadM A nnualizetl CR Re.1uest FY 2014 Change 

25.3 Purchases Crom Gov'f· accts. $3,343 $3,187 $3,757 $414 

Purchases from Government Accounts include costs for purchases from other Federal Government agencies or accounts d1at are 
not otherwise classified. Specifically, funds support the purchase of goods and services from the DHS WCF. The FY 2014 
request reflects a net increase of $414,000 due to an increase of $460,000 due to the realignment of the Working Capital Fund. an 
increase of $52,000 for the Shared Services transfer from OCRSO, and a decrease of .$98,000 io efficiencies. 
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FY2012 FY ?013 FY 2014 FY'2012 to 

RevisL'<I Eoaded Anm mlized CR Request J,'Y 2014 Change 

16.fl Sup11iios and materials $100 uoo $62 ·$38 

Supphes and ruaterials are defined as con1modities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted i11 the process of construction or rnanufacture. (c) used to form a minor part of equipment or property, 
or (d) other property of little monetru·y value that does n()t meet any of the three ciite1ia listed above, at the option of the agency. 
The FY 2014 includes a decrease of $28,000 in efficiencies and a decrease of$ I 0,000 to offset an increase to the Working 
Capital Fund. 

FY2012 FY 2013 FY201-I FY 2012 to 

Revised Enacted Annualized CR Request FY 2014 Change 

31 .0 EC1ui1>m1>ut $100 SIOO $18 

Equipment includes all costs for the purchases of personal property of a durab1e nature or the initial installation of equipmem 
when performed under contract. The FY 2014 request includes a decrease of $82,000 in efficiencies. 

56 

Page 58 of 90 

·$82 



DHS-001-425-001403

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office for Civil Rights and Civil Liberties 
Summary of Requirements by Object Class 

(Dollars la Thousands) 

FY2012 FV201 3 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 I.I T l'ml PTE & personnel cnmpensmion IJA96 11.498 

1, 1.3 Other than foll -time permanent 7 I 7 1 

11,5 Other per~onnel compensmion 297 2')7 

l2.1 Benents 3.34() 3,34-0 

Total, Personnel and Compensation UcncfiL~ JS,212 15,212 

Other Obj~rt Classes . -

ZJ,OTravel 362 ~62 

ZJ.1 GSA rent 2,44<) 2.449 

23 ,2 Other n;nl 35 35 
;?4.rl Printing 157 203 

25. t 1\dvhory and assistan,,e service$ 75 75 

25.2 Other servi~es 173 173 

25,J f'urch.is~< from Gov't ai:cls, 3.277 3,75~ 

25.4 O&M off:wilities .\14 144 

2.5.6 Medical care 7 7 

~6.0 Supplies and 111a1crials 15~ 202 
) 1,0 P..qui11111c111 1$ 18 

Tomi. Other Oti,fect Cla.ssc.s 6,799 7,426 

/\d.luslmentS .. . 

Unobligated Bal~ncc. ~WrL of year -
Unohligared Balaucc, end of year -
Recoveries of Prior Year Ohligai ions . 

Tomi Re11uirement,; 22,0JJ 22,638 
Full Tim~ Equivale_nts 99 II.I 

Office for Civil Rights and Civil Liberties Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

]1 ,105 607 

72 I 

30Q 3 

3.381 35 

15,858 646 

297 (65) 

2.529 80 
~5 
57 1100) 

75 

17.3 

2.'394 (883) 

129 35 
7 

106 {46) 

18 
5,820 {979) 

. 

. 

. 

-

21,678 (333) 

97 (2) 

The mission of the Office for Civil Rights and Civil Liberties (CRCL) is to protect civil rights and civi l lihertie~, to suppo1t DHS 
by providing policy advice on the full range of civil rightS and dvi l liberties issues, and to serve as an information and 
communication channel with the public regarding all aspects of these issues. Section 705 of the Homeland Sectu-ity Ac! provides 
that the Officer fOT Civil Rights and Civil Liberties shall: Review and assess information alleging abuses of civil rights. civil 
liberties, and racial and ethnic profiling by employees and officials oftbe Department; and make public through the internet, 
radio, television, or newspaper advertisements information on the responsibility and function of, and how to contact. the Officer. 
Submit to the President of the Senate, rhe Speaker or the House of Representatives, and the appropriate committees and 
subcommittees of Congress through the Secretary on an annual basis a report on the implementation of this section, including the 
use of funds approp,iated to carry out this section, and allegations of abuses desc1ibecl under subsection (a)(1) and any actjons 
taken by d1e Department in response lo such allegations. 
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Summary Justifkation and Explanation of Changes 

FY 20U FY 20 l3 f' Y 2014 FY 2012 lo l<' Y 20l4 

Revised Enacted Annualized CR Request Change 

11. I Tola\ PTE & personnel compen$ation I l.498 11.498 J2. J0S 607 
I U Other than full-time permanent 71 7 1 72 J 

I 1.5 OUier personnel compensation 297 297 J OO 3 

12.1 Benelits 3.346 3.3% 3.381 35 

Total, Salaries & Uenefil~ 15,212 15,212 15,11511 646 

Salaries and Benefits fund compensation directly related to duties performed for the Office for Civil Rights and Civil Liberties by 
Federal civilian employees. The FY 2014 request include!i an increase of $154,000 for pay inflation of l %, an increase of $489,000 
for a realignment of funds between OSEM offices, a pay annualization of $373,000 for 2.5 FTE for Secure Commnnities and 287(g) 
programs, and a program increase of $135,000 for 1 FTP for Countering Domestic Violent Extremism. There is a decrease of 
$505,000 to offset focreases in the Working Capital Fund. 

FY 2012 FY 2013 FY 2014 FY'2012 to 

Revisc.d .Eoa<:ted A.nmmlized CR Requ~st J,'Y 2014 C hange 

21.0 Travel $362 $362 SW7 ·$65 

Travel includes aJI costs of transportation of persons, subsistence of travelers, and incidental travel expenses in accordance with 
Federal travel regulations. Tbe FY 20 14 request includes a decrease of $65,000 in efficiencies. 

f'\'2012 fY 20lJ FY .2014 FY 20 121(1 

Revised f.nactetl A.nuunHzed CR Reque.st FY 2014 C hang• 

l3.I GSA rent $2,449 $2,449 $2,529 $8( 

GSA Rent includes all payments to General Services Administration (GSA) for rental of space and rent related servkes. The FY 
2014 request reflects an increase of $80,000 due to an increase in GSA rem funded through the Working Capital Flmd. 

FY20U FY 2013 fY 2014 FY20Uto 

R.eviscd En:icted ,\ nn11;11i,c.erl CR R•<1uest FY 2014 Chang• 

24.0 Printin~ $ 157 $.203 $57 -$100 

Printing includes all costs for printing and reproduclion obtained from the private sector or from other Federal entities. The FY 
2014 request reflects a decrease of $ 100,000 in efficiencies. 

FY2012 F Y20U FY 2014 FY 2012 to 

Revis,'<! Enacted AnmmlizedCR Request FY 2,014 Chuni;e 

25,3 Purchases from GM't acets. $3,277 $3,7511 $2,394 -$88., 

Purchases from Government Accouuts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds support the purchase of goods and services from tbe OHS WCF. The FY 20 1.4 
request incl udes an increase of $425,000 for a realignment to the WCP, a decrease of $2,635 ,000 in efficiencies, and an increase 
of $1,327,000 for the Secure Communities and 287(g) programs. 
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FY201 2 FY 2013 FY 2014 FY2012 to 

RevisL'<I Eoaded Anmmlized CR Request J,'Y 2014 Change 

25.4 O&M off11cilitios $?4 $U4 $129 $'35 

Operation and ma.intenance of faci Ii ties include aU payments for the operation and maintenance of fac iJities when do11e by 
contract witb the private sector or another Federal Government account. FY 20i:4 includes an increase of $35,000 for the shared 
services transfer from OCRSO. 

FY2012 FY 2013 FY20U FY 2012 to 

Revised Eoactcd Annualized CR Request FY 21114 Change 

26.0 SuooU•s Qnd mat•dal~ S152 $2!)2 S106 -$46 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they aJe 
put into use, (b) conve1ted in the process of construction or manufacture, (c) used to form a minor part of equipment or propeny, 
or (c) other property of little monetary value that does not meet any of the three criteria listed above, at the optioo of the agency. 
FY 2014 includes a decrease of $46,000 for efficiencies. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Public Affairs 

Summary of Requirements by Object Class 
(Dollars la Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

11.1 1'(lta\ P'fE & personnel ~nmpensmion 3.236 1,917 

1' 1.3 Otl1er than foll -time permanent 8.21 821 

11 ,5 Other per~onnel compensmion 52 52 

12. l Benelits 857 764 

Total, Personnel and Compensation llencfit~ 3~966 3,554 

Other Obj~rt Classes . -

2J.0Travel $() \15 

2.3.1 GSJ\ ront 735 735 

25.1 Advis~•ry ;m<l as<'is1ance .se\'Vlttl' 34{, J5R 

ZS.2 Other .services 3 . 
2.5 .3 Purchases fmm G<.>v't accLS. 1,0'i$ \18(] 

25.4 O&M of lilciliUes 50 46 
25.~ R&D of coo1r,,c,, 2 

2.5.6 Med1ql care 2 4 
20.() Supplies and maierrals 4() 55 

'1.0 E,quipn>Cfll 8 -
Tntal, Other 01.lJect CJ:iSses 2,J22 2,281 

Ad.l1rst111euts . . 

lJnobligated Balance, f tart of year -
Unobligatcd Balance, end o f year -
Rcrnvcrie., of Prior Yew· Obliga1io11s 

Total l{e11uireme~1t.:, 6',283 S,835 

Fun Tim~ E11uiv,1lents 29 32 

Office of Public Affairs Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

1.875 1361) 

829 8 

53 J 

832 (25) 

3,589 (377) 

222 142 

830 95 

3,17 1 2,825 

3 

801 (257) 

20 (30) 

-
2 

15 ('.1.5) 

8 
5,972 2,7S(I 

. 

. 

. 

8,661 2,373 
26 (3) 

The AssistmH Secretary foT Public Affairs oversees al l external and intemal communications for Hoineland SecuriLy. On a daily 
basis, the Office of Public Affairs (OPA) responds to national media inquiries, maintains and updates the Department's web site, 
and coordinates speaking events for Department officials across the cow1try. OPA also develops and manages various public 
education programs. The Office of Public Liaison, with.in OPA, fosters strategic communication with the Department' s external 
stakeholders . The Department 's organizational identity, including the Homeland Security seal and word mark, was designed and 
implemented by the Office of Public AJJairs. OPA directs the Department's Incident Communications program that guides 
overall Federal incident communication activity and coordinates with state, locaL and international partners to ensure accuracy 
and timely information lo rbe public during a crisis. 
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Summary Justifka tion and Explanation of Changes 

FY 2012 Revised FY 2013 Annualized 
FY 2014 Re,iuest 

FY 2012 to FY 2014 
Enal'tcd CR Cmmge 

11.1 Tola\ PJ'E & personnel compen$ation 2.236 1.9 17 1.876 (36 1) 

l 13 Other than full-time permanent 821 82 1 829 8 

l 1.5 Other personnel compensation 52 5" 53 J 

l 2.1 Benelits 857 764 8~1 (25) 

Total, Salaries & Henefil~ 3,966 3,554 3,589 [377) 

Salaries and Benefits compensation directly related to duties performed by Federal civilian employees. The FY 2014 request 
reflects a net decrease of$377,000 whlch includes an increase or $36,000 for a pay inflation of l %, a decrease of $648,000 for 
efficiencies, a dccrnase of $101,000 to offset an increase in the Working Capital Fund, a decrease of $225,000 for a realignment of 
funds between OSEM offices., an increase for the transfer in of 4 FTE from CIO for $545.000, and $ 16,000 for lhe Shared Services 
transfer from OCRSO. 

FY2012 FY 2013 FY 2014 FY'2012 to 

RevisL'<I Eoaded Anm mlizcd CR Requ~st t,'Y 2014 Change 

21.0 Travel $80 $95 $230 $142 

Travel includes aJI costs of transportation of persons. subsistence of travelers, and incideutal travel expenses in accordance w]th 
Federal travel regulations. The FY 20 14 request includes an increase of $175,000 for travel related to the " Cf You See 
Something. Say Something ™"Campaign and a decrease of $33,000 for efficiencies. 

FV2012 FY 2013 FY 2014 FY 2012 tu 

Revised Enacted Annualized CR Request FY 2014 Change 

23. l GSA n-nt $735 S735 S830 $95 

GSA Rent includes all payments to Genera.I Services Administration (GSA) for rental of space and reot related services. The FY 
2014 request reflects an increase of $95,000 due to an increase in GSA rent fu nded through the Working Capital Fund. 

t'\' 2012 FV 2013 j:')' 2()14 ,~v 201.210 

Revised E nacted Annualized CR Request FY 2014 Change 

25.J Advisory amt assistance services $341i $358 $],J7J $2,825 

Advisory and assistance service.s include services acquired by contract from non-Federal sources (that is the private sector, 
forejgn governments, State and local governments, tribes, etc.) as well as from other units within the Federal Government. The 
FY 20 I 4 request includes an increase of $2,825,000 to fund advertiseme_nt buys, Public Service Announces (PS As). print.ing, and 

translation servjces through the "lf You See Somethjng, Say Somethfog TM"contract. 

FV 20J2 FY 20l'.J i,y 2014 FY 20J2to 

Revised Enacted An11uali1,1;d CR Request FY 2014 Change. 

25.3 Purchasei; from Gov' I accts. $ J,058 S98fi S801. -$257 

Purchases from Government Accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, fonds support the purchase of goods and services from the OHS WCF and OHS Shared 
Services. The FY 2014 request reflects an increase of $6.000 for realignment to the Working Capital Fund and a decrease of 
$263,000 for a realignment of funds between OSEM offices. 
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.t-'Y2012 F\' 2013 FY 2014 J<'Y 2012 to 

Revi,ed Enacted Annualized CR Request FY2.014 Cha11gv 

25.4 O&M ol' facili ties $SO $4<, $20 -$3( 

Opetatioh and maintenance of fadlities include all payments for the operation and maintenance of facilities when performed by 
contract with the private sector or another Federal Oovemmem account. Tbe FY 20 I 4 request reflects a decrease of $30.000 for 
efficiencies. 

}'Y 201 2 F\' .2013 FY 2014 ]>\' 2012 10 

Revised Enacted A nnualit.eil CR Re,1ues1 FY 2014 Change 

26.0 Supplies and materials $40 $55 $15 -$15 

Supplies and materials ttre defined as commodities that are (a) ordjnarily co11sumcd or expended withi.n one year after they are 
put into use. (b) conve1ted in the process of construction or manufacture. (c) used to form a minor part of equipment or property, 
or (c) other property of little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
The FY 2014 request reflects a decrease of $25,000 for efficiencies. 

62 

Page 64 of 90 



DHS-001-425-001409

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Legislative Affairs 

Summary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 l.\ 1'(lta\ P'fE & personnel cnmpensmion Z.959 3.07~ 
1' 1.3 Otl1er than foll -time permanent 472 472 

11 ,5 Other per~onnel compensmion 6§ 68 

12.l Benetits Ul40 1,040 

Total, Personnel and Compensation llencfit~ 4,539 .J,654 

Other Object Classes - -

ZJ,OTravel 15 15 

;l3.1 GSA rent 4 16 416 

23.2 Other n;nt 3 3 

25.. t Advisory amt asslst:111ce serv1te3 4 .\ 
25.2 Other services m 187 

25.3 Purchases from Gov't accts, 710 710 
25.4 O&M offa.cili1 i.cs 35 32 
2.5.6 Mudie~( c:u:e 4 4 
20.(1 Supplies aod materials 12 12 

Tutu!. Other Object Classes ),386 1,383 

A•l,lustrntnts -

Un<ib ligated Balance, .sian of y~ar 

Unol1ligated Balance, end of y~:ir ' 

Rccoverios of Prior Year OhligmionJ; -

Totul Re11uirements S,925 6,1137 

Full Time EquivaJe:nts 32 35 

Office of Legislative Affairs Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

1.556 ('103) 

477 5 

69 J 
1,050 10 

4,152 (387) 

2 {13) 

444 28 

3 

4 

39 1148) 

840 l30 
8 (27) 

4 
2 ( IO) 

1.346 (40) 

-

-

5,498 1427) 

28 (4) 

The Office of Legislative Affairs (OLA) is responsible for the development and advancement of the Department's legisl::itive 
agenda. This includes the establishmem and maintenance of constructive congressional relations, the development of 
Departmental protocols for iuteiaction with Congress and couttibuting to the distribution and communication of the Department's 
strategic message. 

Summary JIC)tification and Explanation of Changes 

FY 2012 Re,•ised FY 2013 Annualized FY 2014 ke11ucst 
FY 21112 to FY 2014 

Enacted CR Change 

11. I 'l',)ial P"rE 8< (JCl'x</nncl cnmp~n~alion 2,9?9 :l.014 2,55() (403) 

113 Ollie,· than full,111uc pcrmnnen1 472 472 477 .'i 

I Li 001cr pcr~<)nnel cmnpcnsaliun 6$ 68 69 1 

12.f Ben.efiLs 1.040 Ltl40 1,05() IO 

Total, Salaril'~ & Benefits 4,539 4,654 4, 11s2 (3871 
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Salaries and Benefits fu nd compensation directly related to duties performed for tl1e Office of Legislative Affairs by Federal civilian 
employees. The FY 20J 4 request includes a net decrease of $387,000 which iocludes an increase of $48,000 for pay inflation of 
l %, an increase of$75 ,000 for a realignment of funds between OSEM offices, an increase of $23 ,000 for realignment to the 
Working Capital Fund, and $533,000 in efficiencies. 

l<' Y 2lll2 FY2ll l3 FY2Ul 4 l"Y 2012 to 

Re.viso!d Enacted Annnalit.cd Cl{ Ret111es1 FY 2014 Change 

21.0 Travel $LS $15 S2 -$13 

Travel includes all costs of transportation of persons, subsistence of ti-aveJers, and incidental travel expenses in accordance with 
Federal travel regulations. The FY 2014 request includes a $ 13,000 decrea,se in efficiencies. 

FY 21112 FY 2013 FY2014 FY 2012 to 

Revised Enacted Annualizoo CR Request FY 2014 Change 

23. I GSA rent $416 S416 $4-i-l $28 

GSA Rent includes all payments to Genecal Services Administration (GSA) for rental of space and rent related services. The FY 
20 14 request reflects an increase of $28,000 due to an increase in GSA rem funded through the Working Capital fund. 

t'\'2012 FY 2013 FYlOl-1 l<'Y 2012 H, 

Revised F:nudetl Ammulize,.I CR Request FY 2014 Change 

2S.2 Otber servkes Sl87. SJ87 $39 ·$148 

Otber services include contractual services with non-Federal sources that are not otherwise classified under Object Class 25. The 
FY 2014 request includes a decrease of $124.000 to offset an increase to the Worki11g Capital Fund and a decrease of $24.000 in 
efficiencies. 

FY 2012 FY 2013 fl' 2()]4 J;'}' 20Uto 

l{i,vised E;nactl!o;I ;\ n.nu:oli:(.t'rl CR Jlet1uest FY 20'14 Ch ang• 

25.3 Purchases from Gov'I acds. S7JO $710 $840 $13( 

Purchases from Government Accounts include co:;ts for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds support the purchase of goods and services from the OHS WCF. T he FY 2014 
request reflects an increase of $130,000 for realignment to the Working Capital Fund. 

FY 201 2 FY 2013 FY2014 FY 2012 to 

Revised Enacted Annualized CR Rcquesl FY 2014 C hange 

is.4 O&M of facilities $35 $32 $11 -$27 

Operation and maintenance of facilities include all payments for the operation and maintenance offaci l.ities wben pe1formed by 
contract with the private sector of another Federal Government account. The FY 2014 request reflects a realignment of $1 J ,000 
to tbe Work:i11g Capital Fund and a decrease of$16,000 in efficiencies. 

fY2012 F\' 2013 f'Y 21114 l~Y 2012 t(, 

Revised Enaded Annualized CR Re,111e~t FY 2014 C hange 

26.0 S11m1lies ,mil nmlcrials $U $.1 2 $2 -$H 

Supplies and mate1ials are defined as commodities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or manufacture, (c) used to form a minor part of equipment or property, 
o.r (d) other property oJ little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
FY 2014 request reflects a realignment of $10,000 to the Working Capital Fund. 

64 

Page 66 of 90 



DHS-001-425-001411

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Privacy Officer 

Summ ary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized C R 

Personnel a nd C ompensation Benefits .. -

11.1 Tom.\ PTE & personnel ~nmpensmion 4, 108 4,231 

11.3 Otl,er than foll-time permanent 227 Z27 
11 ,5 Other personnel compensmion 151 15! 

12. l Benelils 1.346 1.34-0 

Total, Personnel and Compensation llcnefit~ 5,832 5.995 

Other Obj ~rt Classes . -

2J .0 Travel 97 9/i 

23.1 GS/\ ront i .Ou<l 1,00') 

24.0 Priming I'.! )3 

25 .2 o u,er services 323 376 

25.3 Purchases from Gov't accts. 90$ 948 

25.4 O&M of rticilities 48 48 
25 .6 Medical care 4 4 

26;0 Sltppllcs and nmteria ls 37 J 7 
31 .0 &1uipmeJ11 57 57 

Total. Other Object Classes 2.496 2.588 

Ad,justments 

Unoblig.~ted Balance. ~tan o f ye.Jr - -
Unobligated B~lnnce, end of year - -
Recoveries of Prior Year Oblig,1tions - -

Totnl Re11 uirements 8,328 8.543 

Full Time Equivalents 43 "5 

Privacy Officer Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 C hange 

4,296 188 

130 3 

152 J 

1.359 13 

6.037 205 

49 (48) 

593 1416) 

JJ 

136 (87) 

1.073 l65 

48 

4 

48 IJ 

42 ( IS) 

2,106 t390) 

-
-
-

8.143 (185) 

45 2 

The Department of Homeland Security's P rivacy Office protects the collection, use, and disclosure of personal and Departmental 
information. The Privacy Office ensures that appropriate access to information is consistent with the vision. mission, and core 
values of Dl-JS, and implements the policies of the Department to defend and to protect the individual rights, liberties, and 
information interests of our citizens. Through internal education oun·each and the establishment of internal clearance procedures 
and milestones for program development, the Privacy Office is helping DHS components to consider privacy whenever 
developing new programs or revising existing ones. The Privacy Office is evaluating the use of new technologies to ensure that 
privacy protections are g iven primary consideration in the development and implementation of these new systems. In th.is 
process, OHS professio11als have become educated about the need LO consider and the fn\.mework for conside1ing the privacy 
impact of their technology decisions. The Chief Privacy Officer and the staff review Privacy Act system notices before they ~u-e 
sent forward and e nsure that they collect only those records that are necessary to support OHS mission. The Privacy Office also 
guides OHS agencies in deveJoping appropriate p1ivacy policies for their programs and serves as a resource for any questions that 
may mise concerning privacy, information collection or disc losure. 

65 

Page 67 of 90 



DHS-001-425-001412

Summary Justification and Explanation of Changes 

FY l0l2 Revised FY 2013 Annunlized 
FY 2(114 Reque.~t 

FY 2012 to FY 2014 
F.:lladt-d CR Change 

11. I Total Pl'E & personnel compensation 4.108 4.231 4.296 188 

11 J Other tlian full-time permanent 227 227 230 3 

11 .5 OUier personnel compensation 151 151 152 J 

12. I Benafils l.34(1 1346 1.359 13 

Total, Salaries & Benefits 5,832 5.995 6,037 205 

Salaries and Benefits fund compensation directly related ro duties performed for the Privacy Officer by Federal civilian employees. 
The net increase of $205,000 is due to an increase of $61,000 for pay inOation of l %, an increase of $44,000 due to a Working 
Capital Fund adjustment, and an increase of $100,000 for a realignment of funds between OSEM offices. 

FY2012 FYZ013 FY 2014 FY2012 t-0 

RevisL'<I Eoaded Annmtlized CR Request J,'Y 2014 t:lmoge-

21.0 Travel $97 $96 $49 -$48 

Travel includes aJl costs of transportation of persons, subsistence of travelers, and incidental travel expenses in accordance with 
Federal travel reguJations. The FY 2014 request reflects a decrease of $48,000 in efficieucies. 

f\' 2111 2 FY 2013 fY 2014 11v 2012 to 

Revised Enudetl Anuuulize,.I CR Reque.st FY 2014 Change 

23.l GSA rent $ 1,009 $ 1,009 S59J ·$416 

GSA Rent includes aU payments to General Services Administration (GSA) for rental of space and rent related serv1ces. The FY 
2014 requestreflects a decrease of $416,000 due to a decrease in GSA rent funded through the Working Capital Fund. 

FY20U FY 2013 FY 2014 F}' 20Uto 

R.evis~d £11:icted ;\ rtnu:,li:(.t'rl CR R•t1uest FY 20·14 Chang• 

.25.2 Other services SJZ3 $376 $236 -$87 

Other Services include contractual services with non-Federal sources that are not otherwise classified under Object Class 25. The 
FY 2014 request includes an increase of $60,000 for a realignment to the Working Capital Fund, an increase of $53,000 for a 
realignment of Junds between OSEM offices. -and $200,000 in efficiencies. 

FY2012 FY 2013 FY20t.l FY 2012 to 

Revisl'<I Enacted Anmmli~ed CR Request FY 2-014 Chunge 

25,3 Purchases from GM'I acrts. $908 $948 $ 1,073 $ 165 

Purchases from Government Accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise c lassified. Specifically, funds support the purchase of goods and services from DHS WCF. The FY 2014 request 
reflects an inc1·ease of $292,000 for the Working Capital Fund, an increase of $28,000 for the transfer from CRSO, an increase of 
$10,000 for a realignment of funds between OSEM offices, and$ 165,000 in efficiencies. 
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.PY2012 FY 2013 FY 2014 FY2012to 

Re"is-ed Enarled Annualb.etl C R Request £/Y 2014 C ha11g• 

26.0 S11p11lies and nmtcrials !Im $37 $48 $11 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construct.ion or manufacture, (c) used to form a minor part of equipment or property, 
or (d) other prope1ty oJ little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
FY 2014 request reflects a realignment of $11 ,000 to the WCP account. 

FY2012 FY 2013 FY 2014 FY 20Uto 

Revised Enacttd ,\nnunlit.ed CR Rectuest FY 2014 C hange 

JUI Equipment $57 $57 $42 

Equipment includes all costs for the purchases of personal property of a durable nature or the initial installation of equipment 
when performed under contract. The FY 2014 request includes an increase of $10,000 for realignment to the WoTkjng Capital 
Pund and a $25,000 decrease for efficiencie.<;. 

67 

Page 69 of 90 

-$15 



DHS-001-425-001414

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Citizenship and Immigration Services Ombudsman 

Summary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 l.\ 1'(lta\ P'fE & personnel cnmpensmion 2,794 3,,083 

1' 1.3 Otl1er than foll -time permanent II 15 

11 ,5 Other per~onnel compensmion 112 115 

12. l Benelils 877 900 

Total, Personnel and Compensation llencfit~ 3,794 4.J(3 

Other Obj~rt Ch1ss~ - -

21 .0 Travel 17~ 1:50 

23. I GSA rent 431 432 

23,2 Other nml 8 8 
7,3.3 Communications, 111ilities, ,ind misc. charges - 15 

24.0 Prindng 24 3 1 

25. l 1\dvisory and ~ssiswnce xervices 32 -
25,2 Other ,ervice,s \4() 110 
25.3 Purch,1ses from Gov't 11cct,. J.4(14 J.210 

25.4 O&M of fatllidcs 51 Sli 
~5.6 Medical care 3 

26,0 Suppli~s a11d 1uilicri~ ls lOO RO 
Tomi. Other ObJecl Classes 2,366 2,125 

Ad.luslments .. . 

Unobligated Bal~nce. $rnrL of year -
Unohligat<d Balaucc, end of your -
Recoveries of Prior Year Ohhga.1iot1s -

Tomi Re11uirement,; 6.160 6,238 

Full Time Equivale.nts 30 35 

FY2014 
Request 

Citizenshi)) and Immigration Services Ombudsman Mission Statement 

FY 21li2 to 
FY 2014 Change 

1.529 (265) 

II 

J !3 J 

784 (93) 

3.437 (357) 

115 (60) 

450 ll( 

l$ 

-
12 (12) 

12 
14{) 

1.019 (385) 

51 

80 (20) 

1,907 1459) 

-

. 

. 

-

5.344 f8 l6) 

30 

The mission of the Cit.izeo<;hip and fmmigration Service Ombud~man (CTSOMB) is to assist individuals and employers in 
resolving problems wilh the United States Citizenship and Immigration Service (USCIS). Section452 ofthe Homeland Security 
Act of 2002 requires that CISOMB assist individuals and employers in resolving problems with the Btrreau of Cit.i2ensbip and 
Immigrations SeTvice, identi fy areas in which individuals and employers have problems in dealing with USCIS. and to the extent 
possible. propose changes in the administmtive practices of the USCIS to mitigate problems. 
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Summary Justification and Explanation of Changes 

FY 20l2 f'\' 2013 f'Y 2014 ~'V 2-012 to FY 20l4 

Revised Enacted Annualized CR Request Change 

11. I Total PfE & personnel compensation 2.794 3.083 2.529 (265) 

113 Other tlian full-time permanent ll 15 ll 

I l.5 OUier personnel compensation 112 115 113 J 

12. I Benefits g77 900 784 (93) 

Total, Salaries & Benefits 3,794 4,113 3,437 1357) 

Salaries and Benefits funds compensation dfrectly related to duties performed for the Office of Citizenship & Immigration 
Ombudsman by Federal civilian employees. The FY 2014 request reflects a net dee,·rease of $357,000 which includes an increase of 
$41,000 for pay inflation o[ l %, an increase of $40,000 for a realignment of funds between OSEM offices, a decrease of $3.38,000 
due to efficiencies, and a decrease of $100,000 to offset an increase in the Working Capital Fund . 

FY 2012 FY 2013 FY 2014 FY'2012 to 

Revisc.d .Eoa<:led A.nmmlized CR Requ~st J,'Y 2014 Change 

21.0 Travel $175 $150 $113 ·$60 

T ravel includes aJJ costs for transportation of persons, subsistence of travelers, and incidentaJ travel expenses i11 accordarice wjth 
Federal travel regulations. The FY 20 14 request reflects a decrease of $78,000 due to efficiencies and an increase of $18,000 for 
the S hared Service)i transfer from OCRSO. 

FV:!012 FY 2013 FY201-I FY 2012 to 

Revised Em1ctcd Annualized CR Request FY 2014 Change 

23.J GSA rent S432 $432 $450 $18 

GSA Rent includes all payments to General Services Adm.inisrrarion (GSA) for rental of space and rent related services. The FY 
2014 request reflects an increase of $18,000 due to an increase in GSA rent funded through the Working Capital Fund. 

F\"20U FY 2013 fl' 21114 J;' }' 2012 to 

Revised Enacti,IJ Aon11>1li:(A'd CR Jle(JUl!Sl F'V 2014 Chang• 

24.0 Printing $24 $31 $12 -$12 

Printi11g includes all costs for printing and reproduction obtained from the private sector or from other Federal entities. The FY 
2014 request reflects a decrease of $ 12,000 for efficiencies. 

FY 2012 FY 20B FY 2014 FY 2012 to 

Revisl'<l Enacted Anmmlized CR Request FY 10L4 Chungc 

25.3 Purchases from Gm•' I acct~. $1,-104 $1.2H $ 1,019 ..$3115 

Purcha,5es from Government Accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, foods support the purchase of goods and services from tbe DHS WCF and DHS Sbared 
Services. The FY 2014 request reflects an increase of $82,000 for realignment to the Working Capital Fund and a decrease of 
$467,000 for efficiencies. 
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FY2012 FY ?013 FY 2014 FY'2012 to 

RevisL'<I Eoaded Anmmlized CR Request J<'Y 2014 Change-

16.fl Sup11iios and materials $100 $80 $80 ·$211 

Suppltes and materials are defined as coo1moc:lities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or manufacture. (c) used to form a m.inor part of equipment or property, 
or (c) other property of little monetary value that does not meet any of the three crite1ia listed above, at the optiQn of the agency. 
The FY 20 I 4 request reflects a decrease of $20,000 for efficiencies. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Policy 

Summary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FY2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 I.I Tomi PfE & personnel cnmpensmion 17, 147 18,546 

1' 1.3 Other than foll-time permanenl 2.335 1.935 
11 ,5 Other personnel compensation 655 338 

11 .8 Special Service Pay 155 -
12. I Benolits 

5.6$4 ~.650 

Tot.11. Personnel 1111d Ci,mpensalion lknclits 25,976 26.469 

Other Object Classes - -

:21 .() Trnvel 995 920 

22.0 Tr~nsp1,rtat i(>11 nf things 90 43 

1,3. l GSA rent 2.755 2,755 

23 ,2 Olher rent 12 12 

24.() Printing 54S 587 

25. l J\dvi,ory "n<J ~S$iMance service$ 2,934 2.Z03 
:25.2 Other .scr\lices 442 5lll 

~5.3 Purchases fr()m Gov'1 acc1s. 7J59 ('i.34-1 

25.4 O&;M of faciliuc~ 76 -
25.6 .Medical care 14 

j 5.7 Operalion and wainlcn,.nce- ofequipuu.mt 349 349 

26.(1 Supplies and 111mcrials 75 (i5 

:n.o t<Juipnt~lll 29 -
n.o land & structure, 12 

Tvtul, Other ObJecl Cla•,sei; 15.690 13,776 

A<I.I u,,tn,. nts - . 

Unob lisated Balance. stnrt of year - -
UnobLigated Balance, eod uf yeru' - -
Recoveries of Prior Yea,• Obligmious -

Total Requireme11ts 41,666 40 .. 245 

Full Time Equivalent~ 21R 194 

Office of Policy Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

l l.350 (4,797) 

2.354 19 

625 (30) 

155 

3,660 (;1.0Z4) 

'19,144 (6.832) 

-

233 (762) 

95 5 

698 12,057) 

12 

193 1355) 

1.96(1 (\174) 

(442) 

4,999 {2.360) 

76 

- (14) 

~93 (56) 

46 (29) 

54 2.~ 

12 

8,671 (7,019) 

-

-
-
-

27.815 (13,851 ) 

146 172) 

The Office of Policy is the piimary coordinator of Department-wide policies, programs, and planning to ensure consistency and 
integration of missions throughout the entire Department. It provides the Department with a central office to develop and 
communicate policies across multiple components of the homeland security network and strengthens the Department's ability to 
maintain policy and operational readiness needed 10 protect the homeland. It also provides the foundation and direction for 
Department-wide strategic planning and budget priorities. A ce11lral DHS policy office that bridges Headquarters, Components, 
and operating agencies improves communication among DHS entitjes, eliminates duplication of effort, and translates policies into 
timely action. The Office of Policy also serves as a single point of contact for internal and external stakeholders that will allow 
for streamlined policy management across the Department. 
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Summary Justification and Explanation of Changes 

FY l0l2 Revised FY 2013 Annualized 
FY 2fll 4 Reque.~t 

.FY 2(>12 to FY 2014 
e l\adt-d CR Cha nge 

11. I Torn! Pl'E & personnel compensation 17,147 18,546 12.350 14,797) 

113 Other tlian full-time permanent 2,335 1,935 2,354 19 

I 1.5 OUier pcrsQnnel compensation 655 3311 625 (30) 

I 1.8 Special Service Pay 155 . 155 

12.1 Benefits 5,684 5,650 3,660 (2,024) 

Total, Salaries & Benefits 25.97/i 26,469 19,144 (6.832) 

Salaries and Beneftts fund compensation directly Te lated to duties performed for the Office of Policy by Federal civilian employees. 
The FY 2014 request reflects a net decrease of $6,832.000 which includes an increase uf $200,000 for I% pay inflation, a decrease 
of $125.000 to offset an increase in the Working Capital Fund. a decrease of $6,486,000 due to the realignment of 60 FfE to the 
Private Sector Office (PSO), the Office for State and Local Law Enforcement, and the Office of International Affairs out of the 
Office of Policy. a transfer in of $2.990,000 for RMA. and a decrease of $3.411 ,000 for efficiencies. 

}'Y 2012 FY 20l3 FY 2014 FY 2012 to 

Re,•iscd Enacted Aonuitlized CR Req1msl } 'Y 2014 <.:llll.ogc 

21.0 Travel $995 $920 $233 -$762 

Travel indude.~ all cost,S of trnnsportation of persons, subsistence of travelers, and incidental travel expenses in accordance with 
Federal travel regulations. The FY 2014 request includes a total decrease of $594,000 due t(> the realignment of the O ffice of 
International Affairs, Piivate Sector Office, and the Office for State and L<)Cal Law Enforcement, an increa~e of$87,000 for 
realignment to the Working CapitaJ Fund, an increase of $54,000 for the Shared Services transfer fr.om OCRSO, and a decrease 
of $309,000 for efficiencies. 

F Y2012 FY 2013 F Y2014 FY 2012 to 

Revised Enacted Annualized CR Req uest FY 2014 Change 

22.0 Transtwrt:1tion of lhioes $90 $43 $95 ss 

Transportation of things includes all costs of the care of such things while in process of being transported, and other services 
incident to the transportation of things. Funding pri marily supports the shipment of furniture and other household goods. The FY 
20] 4 request reflects an increase of $5,000 for reaJignment to the Working Capital Fund. 

f\' 2012 }' Y 201'.l F\' 2014 FY 2012 to 

Revised En~cll\tl A.nnuali1.etl CR Requesl F'\' 2014 Change 

23.1 GSA rn1t $l.7SS $2.7SS S698 -$2.057 

GSA Reot includes aU payments to General Services Administration (GSA) for rental of space and rent related services. The FY 
2014 request reflects a decrease of $732,000 for the realignment of the Office of International Affairs. Private Sector Office. and 
Office for State and Local Law Enforcement, an increase of $356,000 due to an increase in GSA rent funded through the 
Working Capital Fund. and$ L .681 ,000 in efficiencies. 
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.PY2012 F\' 2013 FY 2014 tY201210 

Re"is-ed Enacted Annualb.ed CR Request FY 2014 Chan,g• 

24.0 l'rintinl( SSKli $587 S193 -$35S 

Printing includes all costs for printing and reproduction obtained from the private sector or from other Federal entities. The FY 
20 1.4 realigns $355,000 for GSA Rem and the realignment of the Office of International Affairs. Private Sector Office, and 
Office for State and Local Law Enforcement. 

}'Y 2012 F\' .2013 FY 2014 I, \' 2012 to 

Revised EMcled A nnualit.eil CR Re,1ues1 FY 2014 Change 

25.1 Advisory and assistance services $2,934 $2.203 $1,96(, -$974 

Advisory and ,1ssistancc services include services acquired by contract from non-Federal sources (that is the p1ivate sector, 
forejgn governments, State and local governments, tribes, etc.) as well as from other m1it<; within the Federa.l Government. The 
FY 2014 request includes a decrease of $640,000 in to transfer for the Office of lntemaLiomil Affairs, Private Sector Office, and 
Office of State and Local Law Enforcement, a decrease of $364,000 due to ,111 increase in the Working, Capital Fund, and an 
increase of $30,000 for Shared Services transfer from OCRSO. 

FY2012 FY2013 FY2014 FY 20U to 

Revised Em1c:ted Annualit.ed CR Request J,'Y 2(114 Change 

2S.2 Other services $442 $S0l so .$442 

Orner services include contractual services with non-Federal sources that are not otherwise classified under Object Class 25. The 
FY 2014 request reflects a decrease of $4,000 due to an increase in the Working Capital Fund, a$ l.0,000 realignment, and a 
decrease of$428,000 for efficiencies. 

fV20J2 FY 201'.J FY2014 F\' 2012 to 

Revised Enacted Anuualiw d CR RequMl FY 2()14 Change 

2S.3 Purchases from Gov' t accts. $7.35~ $6~'41 $4,999 -$2.36( 

Purchases from Government Accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds support the purcbase of goods and services from the DHS WCF, DHS Shared 
Services, and other government agencies including intra-agency service requiJements . The FY 20 l 4 request reflects an increase 
of $85 ,000 for realignment to the Workiog Capital Fund, a decrease of $415,000 for a realignment of funds between OSEM 
offices, and a decrease of $2,030.000 in a transfer for the Office oflnternacional Affairs, Private Sector Office. and Office of 
State and Local Law Enforcement. 

FY 20J2 FY 201'.J FY 2014 FY 2012 to 

Revised Enact~cJ Ammaliw d CR Request FY 2()14 Change 

25.7 Ooerat.ion «nd maintenance of tauioment $349 $349 $2')3 ·$56 

Operation and maintenance of equipment incJodes costs for operation, maintel\ance, repair, and storage of eguipmenL, when 
performed by contract with the p1ivate sector or another Federal Government account. The FY 2014 request reflects a decrease 
of $56,000 to offset increases to the Working Capital Fund. 
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.PY2012 FY 2013 FY 2014 FY2012to 

Re"is-ed Enarled Annuallw tl CR Request FY 2-0 14 Cha11g• 

26.0 S11P11lies anti nmtcrials $75 $65 $.16 -$29 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construct.ion or manufacture, (c) used to form a mi:nor part of equipment or property, 
or ( d) other property oJ little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
The FY 20 I 4 request reflects a decrease of $29,000 as a result of the transfer out of OlA, PSO. and OSLLE. 

FY2012 FY 2013 l'Y 2014 FY 20Uto 

Revised Enacced ;\nnuillit.ed CR Rectuesl FY 2014 Change 

J U I Equipment $29 0 $54 

Equipment includes all costs for the purchases of personal property of a durable nature or the initial installation of equipment 
when performed under contract. The FY 2014 request includes an increase of $25,000. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of International Affairs 

Summary of Requirements by Object Class 
(Dollars io Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

r crsonncl and Compensation Benefits . -

I LI T(lt;i_\ F.l'E & personnel cnmpensmion - -
12.1 Benefits - -

'foml, Personnel and CompellSation Benefits . -

Other Ob.ice! Cla,;scs . 

21.0Tr.,v.il -
1,3. l GS./\ rent - -
25. t J\<lviwry un,.I assistanc,e servi<:e$ ' -
25.3 Purcl1ase.'\ from Gov11 itCCts. - . 
25.4 O&M of fn.cilit i.es - -
i:;.6 Modkal care - . 
26.0 Supplies ll/ld mate.riali; 

31.U &1uipmen1 - -
Total. Other Ob.icc:t Clasi;es . -

Ad.lustmcut~ . -

Unob ligatt.d Balance, star'\ of year -
Unobligate<l Balance, end or year . 

Rccovcrie~ t,f Prior Y~ar Obligmions -

Toh1l f<c11uinm1eots . -
.Full Tim, F:11uiv,1le111s . . 

Office of International Affairs Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

2,949 2,949 

1.241 1.24 1 

4,190 4,190 

-

45( .\5 1 

521> 520 

5X5 5!15 

1.751 1,751 

I() I() 

4 4 
8() 8() 

35 35 

3,..13(, 3.436 

-

7,62(i 7,/i26 

41 41 

The Office of International Affairs (OIA) will report directly to the Secretary and will lead, COOTdinate, and integrate the 
Depai1ment'!:; interaction with itS international partners, and develop and oversee implementation of the Department's international 
engagement sttategy. In FY 2014, OTA will be established as an independent office in order to iinp1·ove visibility into ongoing 
international negotiations and other activities for the Secretary and the various other U.S Government departments, and to ensure 
immediate access by tbe international security community. The Office of International Affairs will be the Department's primaty 
representative lo tbe National Security Staffs regionally focused lnLeragency Planning Committees (IPC) and will oversee visa 
waiver negotiations via the Visa Waiver Program Office. 

Summary Justification and Explanation of Changes 

FY 2.012 Re,•iscd FY 2013 Annualized 
FY 20 l ll Rl.'<111csl FY 2012 to FY 20J4 

Eoackd CR Change 

11.1 Tomi P1'R &: pcrlionncl tompcnsal ion . 2.\l4tJ 1,949 

12.1 Beoefits - - l,2AI 1,241 

Total, Salarit'S .& Beneiits - 4,190 4,190 

Salaries and Benefit<; fond compensation direct) y re lated to duties performed for the Office of fotemational Affairs by Fede.(al 
civilian employees. The FY2014 request reflect~ a net increase of $4, I 90,000 which includes a realignment of $4,552,000 from the 
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Office of Policy to establish the Office of Jnrernational Affairs as a standalone office, an increase of $47,000 for pay inflation of 
1 %, and a decrease of $409,000 for efficiencies. 

FY 2012 FY 2013 FY 2014 FY 2012 to 

Revised Enacted t\ nnoali;.cd CR lk<)uesl FY 2014 C hun~~ 

21.0Travcl I ( S-151 $451 

Travel includes all costs of rransportation of persons, subsistence of ti-avelers, an<l incidenta.l travel expenses in accordance with 
Federal 1wvel regulations. The FY 2014 request reflect<; a realignment of $451,000 fro m the Office of Pol icy to cover travel 
expenses. 

FV2012 FY 2013 F Y 2014 FY 2012 to 

Revised Eo11cted Annualized CR Request FY 21)14 Change 

23.1 GSA rent 0 ( $52.0 $52( 

GSA Reot includes aJI payments to General Services Administrarion (GSA) for rental of space and rent related services. The FY 
20 14 request reflects a real ignrnent of $520,000 -from the Office of Policy, 

f'Y 2012 fY 20l3 f'Y .2014 FY20 12to 

Revised Enacted Anuualize,.I C R Reque.st FY 2014 Change 

25. J Ad visory and >\SSistance services ( 0 S58S $585 

Advisory and assistance services include services acquired by contract from non.Federal sources (that is the private sector. 
foreign governments, State and local governments, tribes, etc.) as well as from other units within the Federal Government. The 
FY2014 request reflects a realignment of $585,000 from the Office of Policy for advisory and assistance services. 

FY 2012 FY 2013 FY 2014 F}' 20U lo 

Revised Enacted A I\Ollllli:(A;il CR ll•<1uest FY 2014 C hange 

25.3 Purchases from Gov' I accls. 0 C $ 1.751 $ 1.751 

Purchases from Government Accounts include col;ls for purchases from other Federal Government agencies or accounts that are 
not otherwise c lassified. Specifically, funds support the purchase of goods and services from the OHS WCF and other 
government agencies including inu·a-agency service requirements. The FY2014 request reflects a realignment of $1.751 ,000 
from the Office of Policy for these services. 

F Y 2012 FY 2013 FY2014 FY 201210 

R evised Enacted Annualized C R Request FY 2014 C hange 

25.4 O&M of facilities I ( $ 10 $1( 

Operation and maintenance of faciJities include all payments for the operation and maintenance offaci l.ities wben pe1fonned by 
contract with the private sector of another Federal Government account. The FY20.14 request reflects a realignment of$ I 0,000 
from the Office of Policy for these services. 

,t'Y2012 FY 20J3 FY 2014 l~Y 2012 to 

Kevised E naded Annualized C R R(',(1 11e~t FY 2014 C hange 

25.6 Medic11I ca.re ( ( $4 

Medical care includes payments to contracts for medical services, but excludes contracts witb individuals who are reportable 
under OPM regulations as federaJ employees or payments to compensate casual workers and patient help. The FY2014 request 
retlecrs a realignment of $4,000 from the Office of PoJicy for these services. 
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FY2012 FYZ013 FY 2014 FY2012 to 

RevisL'<I Eoaded Anmmlized CR Request J<'Y 2014 t:haoge-

16.fl Sup11iios and materials ( ( $80 $80 

Suppli.es and materials are defined as cou1modities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or rnanufacture. (c) used to foim a minor part of equipment or property, 
or other property of little monetary value that doe~ not meet any of the three criteria I isted above, at the option of the agency. 
The FY2014 request reflects a realignment of $80,000 from the Office of Policy for s upplies and materials. 

FV2012 FY 2013 FY2014 FY 2012 to 

Revised Em1ctcd Annualized CR Request FY 2fl14 Change-

31.0 E11ufa1mmt ( 0 $35 li3' 

Equipment includes all costs for the purchases of personal property of a durable nature or the initial installation of equipment 
when performed under contract. The FY2014 request reflects a realignment of $35.000 from the Office of Policy for equipment 
purchases. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Private Sector Office 

Summary of Requirements by Object Class 
(Dollars la Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

1 l.1 <('{(l\ PTE & personnel ~nmpensmion - -
11.5 Other personnel compens,il ion - -
12.1 Benefits - -

Total, Personnel and CornpetL~ation Benefits . -

Other Object Cl:is.s~ . -

21.0Tr.:ivel - . 
23. 1 GSA rent . 
25.3 Purcl1ase...;, from 0(lV

1I atct.s, - . 
26,0 Supplies and material~ . . 

Totnl. Other Ob.iecl Class~ . . 

Adjustments . -

Unobli)!atecl Balance, ,1an ofyeM . 
lJnobligarcd Balaucc, end of y,·ar . . 
Rcrovcrics of Prior Year Ohhga1iot1s . 

Totut Re11uiremenli:i . 
Full Time Equivulen!S . . 

Private Sector Office Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

1.010 I.OIO 

33 33 

101 161 

1,204 1.204 

-

7,7 37 

1'79 179 

236 236 
I() IQ 

4<i2 462 

-

. 

t,6ti6 1,666 

10 lO 

The Private Sector Office (PSO) is charged with providing America's private sector with a direct liJ1e of communication to the 
Departme.nt. PSO works directly with individual businesses and through trade associations and other non-governmental 
organizations to foster dialogue between the p1ivatc sector and DHS. PSO function$ include: advising the Secretary on the impact 
of OHS policies. regulations, processes, and actions on the private sector and promoting public private partnerships to address 
homeland security chaJlenges. In FY 2014, PSO will be established as an independent office. 

Summary Justification and Explanation of Changes 

FY ZOIZ Revised FY 2013 Annunllzed 
FY 2014 Re<111est 

FY 2012 to FY 2014 
Enacted CR Change 

t I.I 'l'ocal PrE & por1<011nt l co,r,rcnijali1, ,1 1,01{) 1,(110 

115 Other p,<i·so1111el rm11rd11sation . . 33 33 
12. \ B"neJiL, . . 161 161 

1;otai, S~larii>s & l!enefits . i.204 1,2114 

Salaries and Benefits fund cornpensation directly related to duties performed for the Private Sector Office by Federal civitian 
employees. The FY 2014 request refl ects a net increase of $ 1,204,000 which includes a realignment of$ L,279,000 from the Office 
of Policy to establish the. Private Sector Office as a standalone office, an increase of $13,000 due to a 1 % pay inflation, and a 
decrease of $88,000 for efficiencies. 

78 

Page 80 of 90 



DHS-001-425-001425

FY2012 F Y ZOlJ FY201-1 FY2012 to 

Revised Eoad cd A.nmmlizcd C R Requ~st ll'Y 2014 t:lmogc-

21.0 Travel 0 { $37 $'Ji 

Travel includes aJT costs of transportation of persons, subsistence of travelers, and incidental travel expenses in accordance with 
Federal travel regulations. The FY 2014 request reflects an increase of $37,000 that includes a realignment of $57,000 from the 
Office of Policy and a decrease of $20,000 for efficiencies. 

F Y 21112 FY 2013 FY 2014 FY 2012 to 

Revised Em1ctcd A.nnualizoo C R Request FY 21)14 Chaogc-

23.1 GSA rent ( 0 S179 $17S 

GSA Rent includes all payments to General Services Administration (GSA) for rental of space and rent related services. The FY 
2014 request reflects a realignment of $ 179,000 from the Office of Policy for rental payments to GSA. 

FY 2012 FY ZOB f Y 2014 FY20Uto 

R.evised En~cte,;1 A I\IIU:lli:(.t'rl CR Rrt1uest FY 2014 C hang• 

.25.J Purchases from Gov'I ac~is. tj 0 $236 $236 

Pmchases from Government Accounts include costs from purchases from other Federal Government agencies or accounts that 
are not otherwise classified. The FY 2014 request reflects a realignment of $236.000 from the Office of Policy for these services. 

FY2012 FY 2013 FY 20lol FY 2012 tt1 

Revisl'<l Enacted Anmmliz~'<l CR Request FY ZOL4 Chnnge 

26.0 Supplies and materials 0 C $10 $ 10 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in tbe process of construction or manufaet.ure. (c) used to form a miuor part of equipment or property, 
or (c) other property of little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
The FY 2014 request reflects a realignment of $ 10,000 from the Office of Policy for supplies and materials. 

79 

Page 81 of 90 



DHS-001-425-001426

Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of State and Local Law Enforcement 

Summary of Requirements by Object Class 
(Dollars ln Thousands) 

FY2012 FV2013 
Object Classes Revised Enacted Annualized C R 

rersonncl and Compensation Benefits . . 

I LI T (lt;i_\ F.l'E & personnel cnmpensmion . . 

12.1 Benefits . . 

'foml, Personnel and Compensation Benefits . . 

Other Ob.ice! C la,;scs . 

21.0Trnv111 . 

1,3. l GS./\ rent . . 
25.1 A<lviwry un,.I assi~tan~e services ' . 
25.3 Purchase., from Gov'I accls , . . 
25 .6 M~dk:11 cart . . 
J6.0 Supplies amt materi~ls . . 

Totul. Other O l1Jcc1 Classes- . 

Adjustments . . 

l,Jnohl igattd Balance, s1an of year . 

Unobligatcd Balance, end ol year . 
Rccovcriet: of Prior Year Oblig~JiOD}; -

Totul Re11uircmeuts . . 
Full Time € (111i~ulents . 

Office of State and Local Law Enforcement Mission Statement 

FY2014 FY 21li2 to 
Request FY 2014 Change 

-!{_'4 464 
199 199 

663 663 

. 

5~ 51 

33 33 

55 5,5 

43 43 

2 2 

4 4 
189 189 

. 

. 

852 852 

4 .. 

The mission of OSLLE, on an all-crimes/all-hazards approach, is to formulate and coordinate national-level policy relating to law 
enforcement's role in preventing acts of terrol'ism, and serve as the primary Department liaison with state, local, and tribal law 
enforcement agencies. FY 2014, OSLLE will he established as an independent office. 

Summary Justification and Explanation of Changes 

FV 2012 Revised FY 2013 Annualized 
FY 2014 Rcc1ucst 

FV 2012 lo FY 2(114 
Enacted CR Change 

I L1 1'uial PT'E & pcn;onncl compen~,llion . . 4M 464 
12. l B~nefiL~ . . 19~ 199 

Total, Salaries & Benefits . . 663 663 

Salclfies and .Benefits fund compensation directl y related to duties perforiued for the Private Sector Office by Federal civi l.ian 
employees. The FY 2014 request reflects a realignment of $655,000 froru the Office of Policy to establish tJ1e Office for State and 
Local Law Enforcement as a standalone office, and $7,000 fol' pay inflation c,f I%, and a $1,000 adjustment increa/;e. 
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FY2012 FY ZOIJ FY201-1 FY2012 to 

Revised Eoadcd A.nmmlizcd C R Requ~st lfY 2014 t:lmog<"-

21.0 Tra,·cl 0 { ~52 l,52 

Travel includes aJT costs of transportation of persons. subsistence of travelers, and incideutal 1ravel expenses in accordance wJth 
Federal travel regulations. The FY 2014 request refl ects: a realignment of $87,000 from the Office of Policy to cover travel 
expenses a11d a decrease of $35,000 in efficiencies. 

FY:!012 FY 2013 FY 2014 FY 2012 to 

Revised Em1ctcd A.nnualizcd C R Request FY 21)14 Chang<"-

23.1 GSA rent ( 0 $3J li33 

GSA Rent includes all payments to General Services Administration (GSA) for rental of space and rent related services. The FY 
2014 requestretlects a realignment of $33,000 from the Office of Policy for rental payments to GSA. 

FY 20U FY 2013 f \' 2014 FY20Uto 

l{evis~d En~cred A n.nu:11i:c.erl CR Jlt,1uest FY 2-014 Cha1Jg• 

25.1 Advisory a nd ussist:rn,·e servitcs tj 0 $55 sss 

Advisory and assistance services include services acquired by contract from non.Federal sources (that is the private sector, 
foreign governments, State and local governments, tribes, ere.) as well as from other units within the Federal Government. The 
FY 2014 request reflects a realignment of $55,000 from the Office of Policy for advisory and assistance services. 

FY2012 FY20U FY 201-1 FY 2012 to 

Revisl'<l Enacted Anmmlized CR Request FY 2,014 C hungc 

lS.3 Purchases from Gov'I acrts. 0 C $43 $43 

Purcha,ses from Government Accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds support the purchase of goods and services from the OHS WCF, OHS Shared 
Services, and other government agencies including inLTa-agency service requirements. The FY 20 14 request reflects a 
realignment of $43,000 from the Office of Policy for these services. 

f'Y2012 FY 2013 FY2014 FY 2012 to 

R evised Ennctcd Annualized C R Rcqucsl FY 20l4 C hange 

25.6 Medical care II ( $2 

Medical care includes payments to contracts for medical services, but excludes contracts witll individuals who are repmtable 
under OPM regulations as federal employee.s or payments to compensate casual workers and patient help. The FY 2014 request 
reflects a reaUgnment of $2,000 from the Office of Policy for these services. 

.PY2012 l'\' 20.13 f)' 2014 tY 2012 to 

Kevised EnadM Annualized CR Re.1ue~t FY 2014 Chonge 

26.0 8u11plies and materials ( { S4 

$, 

$ 

Supplies and materials are defined as commodities that are (a) ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or manufacture, (c) used to fo,m a minor pan of equipment or property, 
o.r (c) other property of little monetary value that does not meet any of the three criteria listed above, at the option of the agency. 
The FY 2014 request reflects a realignment of $6,000 and a decrease of $2,000 in efficiencies. 
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Department of Homeland Security 
Departmental Mana,gemeot and Operations 

Office of the Secretary aod Executive Management 
Office of Intergovernmental Affairs 

Summary of Requirements by Object Class 
(Dollars in Thousands) 

FY 2012 FY 2013 
Objed Clas,;cs Revised Enacted Annualized CR 

Personnel and Compensation Bcnc6fs 

I I. I T!\tal FTE & rersonnel compcnsal ion 1,141 1.2\16 

11.3 Other than full-time permanent 286 275 

I 1.5 Other personnel c<,mpensation -49 47 

12.1 BcneHl~ 451 435 

Tolul, Personnel and Compeosntion ScncOl.s 1,927 2.053 

Other Objecl Classes . 

2.1.o-rr.1w1 IOR 65 

23. 1 Ci.SA rent 161 16 1 

?J .3 Communication~. utilities, :lnd misc. charge., I . 
'.!5.'.! Other service, 19 19 

25.3 Purchases from Gov't accts. 340 338 
?.5.4 O&M of faclhtics 17 12 

'.!5.6 Medical care 2 2 

26.0 Supplies and materia ls 50 16 

Total, Other Object Cla.sse.-. 698 6)3 

Adju.~tment\ . . 

Unobligated Balance. start of y~.u . . 

1Jnobligated Salance. end of year . . 

Recovcties of Prior Year Obligations - . 

Total Requiremenl~ 2,625 2,666 

Full Time Equivalents IS 20 

Office oflntcrgovcrnmental Affairs Mission Statement 

FY2014 FY 2012 to 
Request J<'Y 2014 Change 

1. 163 22 

28<> 3 

49 0 

428 (23) 

l ,'>29 l 

. 

11 8 10 

182 2 1 

I C) 

19 () 

187 ( 153) 

17 0 

2 () 

6"3 13 

589 (109) 

. 

. 

. 

2,5111 (107) 

1-1 ( I ) 

The missjon or the office of Intergovernmental Affairs (IGA) is to act as an advocate for the Stale, local, tribal and ten itorial 
official!; wilhin DHS and Lo operate as the primary liaison between those officials and the secretary and .senior DHS leadership . 
IGA facilitates an integrated national approach to homeland security across a broad spectrum of issues confronting DHS by 
ensuJing. coordinating and advancing Federal interaction with State, local, tribal and territorial governments. 

Summary Justiffoation and Explanation of Changes 

FY 21112 Revised F Y 2013 Annualized 
FY 21114 Request 

FY 2012 tu f Y 2014 
En"l'.led CR Clr.mge 

I I, I Total PJ'E & personnel compensai ion l.l41 1.296 1.163 22 

11.3 Other than full-time permanent 286 275 ::?89 3 

I 1.5 Oilier personnel compensation 49 47 49 () 

12.1 Benefits 451 435 428 (23) 

'l'otal, Salaries & Uenefil~ 1.,-i, 2,053 1,929 2 
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Salaries and Benefits fund compensation directly related to duties performed for the Office oflntergoveromental Affairs (lGA) by 
Federal ci vii i an employees. The FY 2.0 14 request reflects a net decrease of $2,000 which includes an increase of $20,000 for pay 
inf1ation of l %, an increase of $24,000 for a realignment of funds between OSEM offices, an increase of $72,000 for realignment to 
the Working Capital Fund, a decrease of$ l22,000 for efficiencies, ,Uld an increase of $8,000 for the Shared Services transfer from 
OCRSO. 

FY2llU FY 2llJ3 FYlll14 FY2012 to 

Re.viso!d Enaded Annnali7-<'d CR Request FY 2014 Change 

21.0 Travel $1118 $65 SUS $H 

Travel includes all co~ts of transportation of persons, subsistence of lTave]ers, and incidental travel expenses in acc()rdancc with 
Federal travel regulations. The FY 2014 request reflects an increase of $10,000. 

FY 2012 FY 2013 FY 2014 FY 2012 to 

Revised Eoa<:led Annmtlized CR Request J,'Y 2014 Cbaog<" 

23.1 GSA rent $161 $161 $182 :l,'21 

GSA Rent includes alJ payments to General Services Administration (GSA) for rental of space and rent reJated services. The FY 
20 l 4 request reflects an increase of $21,000 due to an increase in GSA rellt funded through the Working Capital .Pund. 

t'Y2012 FY 20 13 f'Y .2014 FY 2012 11, 

Revised Enaded Annualized CR Reque.st FY 2014 Change 

25.3 Purchase.'; from Gov't accts. S340. $338 $187 •$)53 

Purchases from government accounts include costs for purchases from other Federal Government agencies or accounts that are 
not otherwise classified. Specifically, funds support the purchase of goods and services from DHS WCF, DHS Shared Services, 
and other government agencies including interagency service requirements. The FY 2014 request reflects a decrease of $153,000 
to offset an increase to the Working Capital Fund . 

F Y 2012 FY 2013 F \12014 J;'~' 20U to 

R.t!vis~d f;nacte(I A n.nu:di:c.erl CR llt(IUl!St f'V 2014 Change 

26.0 SuonUes and ma terials $50 $16 $63 $'L3 

Supplies and materials are ddined as commodities that are (a} ordinarily consumed or expended within one year after they are 
put into use, (b) converted in the process of construction or manufacrnre, (c) used to form a minor part of equipment or propeny. 
or (d) other property of little monerary value that does not meet any of the three criteria listed above, at the option of the agency, 
The FY 2014 includes an increase of $13,000 for reaUgnment to the Working Capiral Fond. 
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Department of Homeland Security 
Departmental Management and Operations 

Office of the Secretary and Executive Management 
Office of Counternarcotics Enforcement 
Summary of Requirements by Object Class 

(Dollars ln Thousands) 

FY2012 FY2013 
Object Classes Revised Enacted Annualized CR 

Personnel and Compensation Benefits . -

11.1 Tom\ P'fE & personnel ~nmpensmion 412 99(, 

11.3 Otlier than foll-time permanent lO -
11 ,5 Other personnel compensation - JI) 

12. l Benelils 35 274 

Total, Personnel and Compensation llcnefit~ 696 '1 ,280 

Other Object Classes . -

2J.0Travt1l JS {( ) 

23.1 GSA ront 2(16 206 

23.3 Cornmunkµ1ions, u1ilities. and misc. obarges 7 
i,4.() Printing - 7 

25.Z Other services 43 53 

2.5.3 Purchases lr<>m Gov't :icc1.5, 165 l(\9 

25.4 O&M offnc)lil ie~ 11 -
2.5.6 Med,c~J caxe lO . 
20.() Supplies and materials HJ 

~t.OE<1uirn1Cfll 5 5 
Tntal, Other Object CJ:i;;ses 481 53J 

Ad,lustmeulS - -

lJnob ligated Balance, ~tan of year -
Unobl igated Balance, end of year -
Rcrovcrie., l)f Prior Year Obliga1io11s 

Total l{e11uireme~1t.:, ),J77 1,lHl 

Full Tim~ E11uiv11lents -

Office of Counteruarcotics Enforcement Mission Statement 
In FY2012, The Office of Counternarcolics Enfo rcement (CNE) was terminated, per P.L. l 12-74. 

Summary Justification and Explanation of Changes 

FY 2012 Revised FY 2013 Annualized 
Enacted CR 

I l.11'mal PTE 1k i;,cr~onncl compc11,a1 ion 4 12 \)96 

11 .,1 Other than full -ti inc ptrmancn1 10 -
I I 5 Other personnel compensal ion iO 
I 2.1 BencfiL, 3.5 274 

1'otai, Salaries & BenefilS 696 i ,280 

In PY 2012 the Office ofCounternarcotics Enforcement was tenniilated. 
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FY2014 FY 21li2 to 
Request FY 2014 Change 

- (412) 

- (10) 

-
- (35) 

- (696) 

- (35) 

. t20<i) 

- ( 7) 

-
- (4}) 

. 065) 

- () l) 

(I t)) 

-
. (5 ) 

(481) 

-

. 
-
. 

- (1,177) 

-

FY 2014 Re,111esl FY 2012 to VY 2014 
Change 

- !412) 

- (1 0) 

-
- (35) 

- 1696) 
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FY 2012 FY ?013 FY 2014 FY2012 to 

Revis,"1 Eoa<:led A.nmmlized CR Requ~st J,'Y 2014 Umogc 

21.0Travcl $35 $81 Ii ·$35 

In FY 2012 the Office of Counternarcotics Enforcement was tenninated. 

F Y 2012 FY 2013 FY20U FY 2012 to 

Revised Eo11cted Annualized CR Request FY Zll14 Change 

23.1 GSA rent $206. $-206 ( -$206 

In FY 2012 the Office of Connternarcotic:- Enforcement was terminated. 

FY 2012 FY2013 fl'. 2014 J;'}' 2012 to 

Revi.scd Eoucted Annu:ilw,d CR Request FY 2014 Change 

25.2. Other services $43 $53 0 -$43 

In PY 20 12 the Office of Counternarcotics Enforcement was terminated. 

FY 2012 FY 2013 FY2014 FY 2012to 

Revised Enacted Annualized CR Re.quest FY 2014 Change 

2.S.3 Purchases from GM'I acct~. $165 Si69 II ·$165 

In FY 2012 tbe Office ofCounternarcoticsEnforcement was terminated. 

,t'Y 21)12 FY 20J3 FYl/114 tY2012to 

Kevised Enaded A nnualizetl CR Re,1uest FY 2014 Change 

.U.O Equipment $5 s~ ( -$5 

In FY 2012 th.e Office of Counternarcotics Enforcement was terminated. 
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I. Changes In Full Time Employment 

FY'.!01 2 FY2013 FY20t4 

BASE: Yem· J:nd Actual ftom Prior Year 70(, 69!1 699 

lncrcase.s 

) ffice uf 1J1<t Sccrc1arv (:, 

Office for Stale and Local Law Bnforcemem 4 
Priv,1cy Officer s 2 -
Civi l Rights- and Ci~il Ubcrtic.1 p -
E~ecntive Secretary f 
Chiefof StatT 4 
)fioce of U,sislarivc Affa irs 1 ,3 

Citize1L"11ill and lmmi>!ralion Ombudsman 5 
Office oflhe Deputy Secretary l I -
Prtva1e Sccwr O fficc IC 
Oflice of Public Affairs 3 
Office of Policy 14 
[n1crgovernmc:nta l AIT:.Lirs 
Ollioe of [nlemalinnal Affairs 5 ~-I 
Suhlotal,. l ncreases 31 41 25 

Decreases 

rncr~ovrrnmenta l Affllirs (11) (6) 

..:hief of St~lf (-l) - (5) 
Office of lhe Secretary (2j (6 

Executive Sec'tcta,·y (o) <.3) 
Citize nship ,md Immigration Ombudsman (6) (5) 

~iv,t Riehts and C ivil Libe,r1ies ( I J t l-l) 
oun1er1u1rcoticis Enforci:Jnc.ot (15) -

)fl1ce of Lc2i,s.Jative Affair~ (7) 

Office of Pub lie Affairs (9) (6\ 
)ftic..-of 1hc Genc1n1 Counsel m, 
Olfa:e of Policy (2~ ) \4SJ 
Of1ice of the Deputy Secretaa'Y (3) 

Subtotal, Decreases (49) 31 1 l26) 

Year End Artunls/Eslimatcd FT&: 688 69li 628 

Net C balll(e from prior _year base to Bud.i:cl' Year -Estimate: -18 ~ 71 
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J. FY 2014Schedule of Working Capital Fund by Program/Project Activity 

FY 2014 Schedule of Working Capital Fund by Program/Project Activity 
(Dollars in Thousands) 

FY 2012 FY 2013 FY2014 

Revised Enacted Annualized Request 
Program/Project/ Activity Amount CR A1nount 

Cliief of Staff $374 $374 $394 
Citizenship and Immigration Services Ombndsman 1,075 1,075 l ,176 
Executive Secretary 2,033 2,033 2,178 
lrumediate Office of tbe Deputy Secretary 280 280 339 
Immediate Office of tbe Secretary 620 620 1,039 
Office for Civil Rights and Civil Liberties 4,556 4,556 5,061 
Office of Countemarcotics Enforcement 371 37 ] 0 
Office of General Counsel 4,684 4,684 5,661 
Office of Intergovernmental Affairs 50] 50 1. 550 
Office of International Affairs 0 0 1,480 
Office of Legislative Affairs l, l26 1, 126 1,285 
Office of State and Local Law Enforcement 0 0 144 
Office of Policy 6,769 6,769 3,591 
Office of Public Affairs 1,530 1,530 1,631 
Privacy Officer 1,8 17 1.817 l ,682 
P1ivate Sect.or Office 0 0 361 
Total Working Capital Fund $25,736 $25,736 $26,572 

87 

Page 89 of 90 

1:ncrease/Decrea.~e 

for FY 2014 

Amount 
$20 
lOl 
145 
59 

419 
505 
-371 
977 
49 

1,480 
159 
144 

-3, l 78 
101 
-135 
361 
$836 
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K. DRS Balanced Workforce Strategy 

NIA 
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