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Following are the laws, regulations, and polocies that affect the system:

* Federal Information Security Management Act of 2002 (FISMA), 44 USC 3541 et seq., enacted as Title III of the E-Government Act of 2002, Pub L 107-347, 116 Stat 2899
* Office of Management and Budget (OMB) Circular A-130, *"Management of Federal Information Resources,"* revised, November 30, 2000
* DHS Management Directive MD 140-01, *"Information Technology Systems Security,"* July 31, 2007
* National Institute of Standards and Technology (NIST) Federal Information Processing Standard FIPS 200, *"Minimum Security Requirements for Federal Information and Information Systems,"* March 2006
* NIST SP 800-53, Rev 3, *"Recommended Security Controls for Federal Information Systems and Organizations,"* August 2009, with updated errata May 01, 2010
* *DHS Sensitive Systems Policy Directive 4300A*
* *DHS Sensitive Systems Handbook 4300A*

Component and System Specific Laws/Regulations/Policies:

* Department of Homelad Security Department of Homeland Security Sensitive Systems Policy Directive 4300A Version 10 TBD

# (with 800-53 Rev 4)