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National Cyber Security Strategy 

• Goal: 
To strengthen the security of digital 
society in order to increase the 
confidence of individuals, businesses 
and public bodies in the use of ICT. 
 

• Strength through Cooperation: 
To this end, the responsible public 
bodies will work more effectively with 
other parties to ensure the safety and 
reliability of an open and free digital 
society. 
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National Cyber Security Strategy 
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National Cyber Security Centre 
Connect cyber expertise, 
intelligence and capabilities from 
public, private and research parties 
into actionable intelligence in order 
to: 
 
• Share Expertise & Advisory 
• Perform Treat and Incident 
  Response 
• Strengthen Crisis 
  Management 
 
by forming a platform  
for cooperation 
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Management 
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      Response 
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Police 
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DoD 
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partners 

International 
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Six lines of action in the Strategy 
• Ensure an integrated approach by public and private 

parties 
• Ensure appropriate and up-to-date threat and risk 

assessments 
• Strengthen resilience against ICT disruptions and 

cyber attacks 
• Strengthen our capacity to respond to disruptions and 

attacks 
• Intensify the investigation of cyber crime and the 

prosecution of its perpetrators 
• Promote research and education in cyber security. 
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