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DHS S&T Mission 
Strengthen America’s security and resiliency by providing 

knowledge products and innovative technology solutions for the 

Homeland Security Enterprise 

 

 



 



The Homeland Security Act of 2002 established the Homeland Security 
Advanced Research Projects Agency (HSARPA) to support basic and applied 
homeland security research to: 

– promote revolutionary changes in technologies;  
– advance the development, testing and evaluation; 
– deploy of critical homeland security technologies; and 
– accelerate the prototyping of technologies 

 that would address homeland security vulnerabilities. 
 
Topical Divisions: 
Borders and Maritime Security Chemical and Biological Defense 
Cyber Security   Human Factors/Behavioral Sciences 
Explosives   Infrastructure Protection & Disaster Management 
 
 

Apex Programs: 
STORE/USSS, STC/CBP 
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HSARPA 



HSARPA Mission 
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• Protect America and save money 
• Be an information and technology clearinghouse for 

homeland security enterprise 
– Best practices 
– Technologies  

• Impact operations across the homeland security 
enterprise 



• HSARPA evolving 
– Technology development and integration 
– Less focus on basic research 

• Understand and define Operational Context  
– Develop systems analysis for requirements 
– Identify technology opportunities 

• Develop empirical metrics for programs 
– Efficiency Impact 
– Capability Impact 
– Return on Investment 

• Transition products to the field – transition = 
operational use + ownership 

• Operational Pilots – S&T will fund through deployment 
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HSARPA Evolution 
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• Impact on SBIRs 
– Focus must be on transitioning products to use 

• Commercialization plans 
• Cost-sharing 
• Understanding the market and developing partnerships 

– Operating in a different world with extremely constrained 
budgets 
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What does this mean for Small Business 
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Comprehensive National Cybersecurity Initiative (CNCI) 

Reduce the Number of 
Trusted Internet 

Connections 

Deploy Passive Sensors 
Across Federal Systems 

Pursue Deployment of 
Automated Defense 

Systems 

Coordinate and 
Redirect R&D Efforts 

Establish a front line of defense 

Connect Current Centers 
to Enhance Situational 

Awareness 

Develop Gov’t-wide 
Counterintelligence Plan 

for Cyber 

Increase Security of the 
Classified Networks 

Expand Education 

Resolve to secure cyberspace / set conditions for long-term success 

Define and Develop 
Enduring Leap Ahead 

Technologies, Strategies 
& Programs 

Define and Develop 
Enduring Deterrence 

Strategies & Programs 

Manage Global Supply 
Chain Risk 

Cyber Security in 
Critical Infrastructure 

Domains 

Shape future environment / secure U.S. advantage / address new threats 
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