September Privacy Office FOIA Log

Received between 09/01/2015 and 09/20/2015

Request 1D

Requester Name

Request Description

Requestad Date

2014-HQFO-00516

Santos, Rose

a copy of the following documents identified to HSHQDCO7J00515: 1) Contract 2) Al
Option Year 5 & 6 modfications

2015-HQFO-00473

5/16/2074

a printed copy of the Microsoft Outlook calendar, on a day-by-day basis, for_

- from January 1, 2014, through April 4, 2015

5/28/2015

2015-HQF0-00617

Siganporia, Karl

the centralized archive of electronically stored emall cammunications that provide the
emails that result from the following searches: Electr onic mails between your office's
domain and the Gartner domain (gartner.com) Elect ronic mails containing the terms
“ZL Technologies” or “ZLTI" or “ZL" {irrespective of capitalization) Electronic mails
cantaining the terms "NetScout Systems” or "NatScout” (irrespective of capitalization)

F/28B/2015

2015-HOFO-00620

()(5)

2015-HQFD-00625
2015-HQFO-00633

all records pertaining to you. Any documents that discuss your Florida registered vehicle
certain DHS techneologies and polices

7/16/2015

copies of any investigative reports pertaining to you

F/31/2015

2015-HQFO-00635

all records pertaining to you and all infermation on the FOIA system

741642015

Feck, Martin

a count of "Hardware Security Module”, "HSM", "Cryptographic Accelerator”, or "VPN
Accelerator” devices or equivalent in use or purchased by the department. This is to
include devices which are incorporated into larger computing facilities such as
databases, servers, switches, and routers

TIEEME0T5

2015-HQF0-00644

Mokhiber, Albert

a copy of all correspondence, reports, documents, evidence, memoranda, drafts and
related information pertaining to Ayad A. Sleiman

8/7/2M5

2015-HQFO-00648

Peck, Martin

any and all records, incduding cross-references and indirect mentions, pertaining to SPI
flash memory readers and programmers. Alternative spellings include "SPI flash
programmer”, "USB SPL adapter”, "USE SPL JTAG Hash Programmer”, "USE B10S
EEFROM SPI FLASE Programmer”, "USB High-speed Programmer SP1 Support”,
"Universal USB Programmer EEPROM Flash SPI BIOS", "Universal USB Minifro EEPROM
FLASH BIOS Programmer”, This Is explicitly to include a count of SFI communication
capable devices owned, leased, or otherwise in use by the department. Please include
processing notes, even if request is denied in part

B/11/2015

Ryman-Wilson, Jack

copies of all documents pertaining to the Metcalf sniper attack on PG&E's Transmission
Substation near San Jose, California, on April 16th 2013, including but not limited to
intelligence bulletins, memoranda, reports, and threat assessments

6/24/2015

2015-HQFO-00657

copies of any records pertaining to the following deceased indivi
Crum, Danz records found that MT_ 3

81472015

2015-HQFO-00674

Goldstein, Mark

receive any documentation filed by Cogdell, CSC, or any other person who claimed that
you viclated DHS security policy or practices during this period. Documentation could
include but not limited to the filing of the claim, investigation of the claim, or the results
of the claim.

9/1/2015

2015-HQF0-00675

1. Information relating te any racards or documents from January 1, 2012 to the
present, relating to yo urse!_ within the DHS database. 2.
Infarmation or responsive documents relating to yourselr,| that have

been transferred to any other agency for any purpose from the DHS. 3. A listing
containing the "Vaughn index”, for any withheld documents, items, or materials.

8/25/2015

2015-HOF0O-00676

copies of any and all documents and/or printouts that reference and concern your name
or any other identifiers including, but not limited to, aliases, social security number,
etcetera. Also, you are seeking copies of any and all documents and/or printouts that
reference or concern the security threat group Out Cast Vipars by that or other identifier

8/2/2015

2015-HOF0-00677

[(b)(6) |

records that you are unsure of

9/2/2015

2015-HOFD-00678

Backy. Anthony

information between the dates of March 1, 2015 to September 1, 2015 pertaining to

including but not limited to phone records, emails,
messages, court documents, police reports, information requests, web searches or new
addresses

9/3/2015

2015-HQFO-00679

MacFarlane, Scott

a copy of each written response or letter from the agency (and its sub-agencies) to a
Congressional Committee or Committee Chair in calendar years beginning January 1,
2014 through present date, for the following chair members: -Senator Ron Johnson -
Senator Tom Carper -Representative Michael McCaul -Representative Bennie Thompson -
Representative Bill Shuster -Delegate Eleanor Holmes Narten -Senator Barbara Mikulski

9/7/2015

2015-HQF0-00682

Walczak, Jonathan

any and all emails sent by or to former Secretary of Homeland Security Michae| Chertoff
beginning August 23, 2005 through October 1, 2005

912015




2015-HQF0-00685

access to and copies of records pertaining to yourself and your wife (individually and together
referred to as "we" and "us") in systems of records maintained by CBP and DHS. You also
request copies of all information pertaining to you and your wife contained in but not limited
to the following systems of records maintained by the CBP and DHS: (1) The Automated
Targeting System (ATS, DHS/CBP-006), (2) Advance Passenger Information System (APIS,
DHS/CBP-005), (3) Border Crossing Information System (BCIS, DHS/CBP- 007), (4) U.5.
Customs and Border Protection TECS (DHS/CBP-011 ), (5) Non-Federal Entity Data System
(MEDS, DHS/CBP-008), (6) OHS Use of the Terrorist Screening Database (TSDB) (7) System
of Records (OHS /ALL-030) (8) Nonimmigrant Information System (NIIS, DH5/CBP-016) This
request includes, but is not limited to, any Passenger Name Record (PNR) data, regardless of
the system(s) of records in which it is deemed to reside. Your request includes all information
relating to and referenced in the "Categories of Records in the System" section of the "System
of Records Notice” (SORN) for each of these systems of records. This request includes any
records held jointly by CBP in conjunction with any other agency and/or department, or in
interagency and/or interdepartmental systems of records. With respect to TECS, this request
includes the indexes of TECS records, as well as the detail page or pages pertaining to each
entry on that index and any "secondary inspection” records, whether maintained in paper or
electronic form. With respect to ATS, this request includes, but is not limited to, all of the
categories listed in the most recent ATS System of Records Notice (SORN), as published on
May 22, 2012, at 77 Federal Register 30297-30304, This includes any PNR, license plate, or
travel itinerary information, any records relating to any risk assessments, the rules used for
determining the assessments, any copies of data "ingested" into these systems of records
from other systems, and any pointers or references to records from other systems. This
request includes all PNR data in any of these systems of records, not merely a sample of PNRs
or the most recent PNRs. This request includes all portions of the PNR, including the "face” of
each PMR, the "history” of each PNR, any ticket records (ticket images for printed tickets,
"electronic coupon records” or "virtual coupon records” for electronic tickets), and any other
data included in or retrievable from the PNR, regardless of whether or not that data is
displayed on the “face” of the PNR. This request includes all information about you and your
wife contained in PNRs for your own travel as well as any information about you in PNRs for
other individuals' travel, such as "split" PNRs cross-referenced with the record locators of
PNRs for my travel, and any other PNRs that contain you or your wife's name, telephane
number or other contact information, credit card or payment information, or any other
identifying particular in any field (including "received", "phone”, "address", "delivery”,

"customer”, "account”, "form of payment”, “ticketing”, "remarks", OSI, SSA, etc.) or in the
"history” of the PNR.

8/30/2015

2015-HQFO-00687

Peck, Martin

the count of distinct Sensitive Compartmented Information Facilities (SCIF's) operated
by the department. Also include estimate of square feet contained within identified
facilities

9/11/2015

2015-HQFO-00688

Lye, Linda

all records stored i ems of records,” as defined in the Privacy Act, 5 U.5.C. §
552a(a)(5), und name or any unique identifying number, symbol, or other

identifying particular assigned t It also seeks all records referencin,
hether or not the entire file pertains to Ms. Majid. In particular, this request
seek "Alien file" or "A file.” In addition, the search should include at a

minimum: = Any electronic system for which there exists a Privacy Impact Assessment;
= DHS/ALL-005-Department of Homeland Security Redress and Response Records
System; = DHS/ALL-030-Department of Homeland Security Use of the Terrorist
Screening Database (TSDB) System of Records; « DHS/ICE-008-Department of
Homeland Security Immigration and Customs Enforcement Search, Arrest, and Seizure
Records; and = Any and all other DHS Systems of Records containing records associated

9/14/2015

2015-HQFO-00689

the background investigation package investigation obtained by the multiple
Investigators who contributed to the background investigation conducted and completed
on you. This request includes any documents solicited by the Investigator, personal and
business reference Interview conducted (Questions Asked and Responses Provided), as
well as the supportive documentation relative to the determination, rendering you no
longer to be considered for the position

8/28/2015

2015-HQF0-00690

Tran, John

the EU-US Umbrella Agreement on the data protection framework for EU-US law
enforcement cooperation

2015-HQFO-00691

Mulvey, Ryan

2015-HQFO-00692 _lan:,«r records kept by DHS on yo_

2015-HQF0O-00693

9/10/2015

1. All records reflecting or referring to waivers from Department of Homeland Security
("DHS") Sensitive Systems Policy Directive 43004 that were granted to Secretary Jeh
{Johnson, Deputy Secretary Alejandro Mayorkas, or any other DHS official. This includes
but is not limited to, formal waivers, "informal waivers, and any records concerning the
approval or denial of a waiver request (e.g., correspondence with or amongst
employees of the Office of the Chief Information Officer related to the processing of a
waiver request) . The time frame for this item of the request is April 1, 2014 to the
present. 2. All records containing or concerning guidelines , policies, or rules for official
record retention that were issued or otherwise available to the waiver recipients
identified in item one of this request. The time frame for this item of the request is April
1, 2014 to the present. 3. All official records created by any waiver recipient identified in
item one of this request on Internet Webmail or other personal e-mail account from
April 1, 2014 to the present.

9/11/2015

9/5/2015

any documents, screen-prints, computer entries, and databases containing your name,
or associated with you. Specifically associated with, but not limited to, the following: 1.
Threat Assessment 2. Community Safety Alerts/Database 3. Public Safety
Alerts/Database 4. Critical Reach Flyers 5. FISA Court 6. National Security Letters 7.
Investigations

9/8/2015

2015-HQF0-00694

MacFarlane, Scott

all weekly Cabinet reports in FY (or calendar year) 2014 and thru present day in 2015

9/14/2015




2015-HQF0-00695

Jojola, Jeremy

any and all emails* received by the Secretary of DHS (the head of your agency) from
any elected member of Congress and chief of staff of any Congressional office (using
public and/or private email accounts) from June 1, 2015 through August 31, 2015
including: -Emails that are direct communications between elected members of
Congress and/or their chiefs of staff to the Secretary of DHS -Emails that also originate
from non-governmental accounts (like Gmail, yahoo, Hotmail, etc.) that belong to
members of Congress and/or their chiefs of staff

9/16/2015

2015-HQFO-00696

Santos, Rose

request a copy of all the following documents identified to HSHQDC11J00118: 1. Task
Order, and the contract award document for the administrative and technical support for
the support for THE INFORMATION CONTROL CENTER AT THE TRANSPORTATION
SECURITY LABORATORY (ICC/TSL) under the DHS EAGLE I contract vehicle.

9/17/2015

2015-HQFO-00697

Higgins, Parker

the following agency records (including, but not limited to, electronic records) from
March 1, 2007 to the present: 1. Any communications with Metropolitan Transportation
Authority ("MTA"), pertaining to the licensing and/or use of US trademark serial number
78696607 ("The Trademark™), "If you see something, say something". 2.
Communications or documents related to grants to the MTA or other local agencies for
the use of The Trademark. For example, the New York Times reported the following in a
May 10, 2010 article: "The transportation authority has spent $2 million to $3 million a
year on the "If You See Something, Say Something" campaign for radio, television and
print advertisements, with much of the money coming from grants from the federal
Homeland Security Department.” 3. Any internal agency communications pertaining to
the licensing and/or use of The Trademark. 4. Internal agency communications about
the Department use of the phrase "If you see something, say something" and/or "See
something, say something” outside of the context of The Trademark's licensing
agreement. 5. Internal agency communications pertaining to the Department's social
media strategy, whether on Twitter or Facebook, using the phrase "If you see
something, say something" and/or "see something, say something" and/or "#seesay."

9/16/2015

2015-HQFO-00698

Moore, Ty

a list ist of all facilities owned, leased, or occupied by the Federal government or any
federal agency. Please include the facility address, facility name (if available), the
department, agency, bureau, or other federal government entity operating out of the
facility, and any additional contact information for the agency or department at that
facility

9/17/2015

2015-HQFO-00699

Peck, Martin

records, research, analysis, risk assessments related to CRISPR/Cas-9 and related
genomic editing techniques with regards to biological terror threat. Please include third
party research partnerships and other contributory efforts on behalf of the department

9/17/2015

2015-HQFO-00700

a copy of a DHS letter concerning you and this investigation dated July 15, 2014 from
Assistant Secretary for Policy Alan Bernstein to Congressman Louie Gohmert

9/18/2015

2015-HQF0-00701

Peck, Martin

records associated with self inspection of classified materials handling pursuant to
Executive Order (E.0.) 13526 and E.O. 13587 performed by the Department for the last
ten (10) years, Please include results of inspection and especially guidance resulting
from analysis of reviewed activities and materials. Inspection records associated with
effectiveness of original classification, effectiveness of derivative classification,
safeguarding material, security training, security violations, and auditing / oversight are
specifically requested

9/19/2015

2015-HQFO-00702

Tate, Curtis

copies of all of the annual reports as required under Title XIV of the Implementing
Recommendations of the 9/11 Commission Act of 2007, Section 1412: A) Reports to
Congress B) Reports to governors

9/9/2015

2015-HQFO-00703

Peck, Martin

count of Active Denial Systems (ADS) owned, leased, or operated by the Department.
Any type of non-lethal, directed-energy weapon intended to disperse or deter crowds in
scope of this request for ADS count

9/18/2015

2015-HQF0-00704

Schorr, Matthew

a copy of the DHS Instruction 146-01-001

9/11/2015

2015-HQFO-00705

Leopold, Jason

any and all records, which includes but is not limited to intelligence bulletins, threat
assessments, reports, emails, memoranda, in the possession of certain divisions of the
Department of Homeland Security, (see offices this request is addressed to above),
|Joint Terrorism Task Forces, that mentions or refers to the visit to the United States by
Pope Francis as well as any threats and/or planned protests related to his visit as well as
any threats to the Pope or protests that took place while Pope Francis was in the US

9/28/2015

2015-HQFO-00706

Kim, Zaneta

EPIC's request pertains to the Priority Enforcement Program ("PEP") designed and
implemented by DHS. 1. All records including, but not limited to, communications,
memaos, and reports regarding PEP prepared or sent by the Office of Civil Rights and
Civil Liberties since November 20, 2014; 2. All records including, but not limited to,
documents, communications and reports regarding PEP prepared or sent by the
Assistant Secretary for Intergovernmental Affairs; and 3. All communications between
the agency and the Los Angeles County Sheriff s Office and local officials in Los Angeles
regarding PEP

9/22/2015




2015-HQFO-00707

Severance, Alex

EPIC seeks records relating to the DHS's policy on requesting Twitter and other social
media companies to remove user content: = All communications between the DHS and
Twitter, Inc. ("Twitter") requesting content removal or communications between DHS
and Titter concerning the removal of content on Twitter; = All records including, but not
limited to, communications, presentations, and final legal memoranda relating to agency
policy on requesting Twitter or other social media companies to remove user content,
including agency policy for when content removal requests are denied

9/23/2015

2015-HQFO-00708

Serpa, Allan

the specific names of the division head and or the office legal liaison, also the correct
mailing address for the following agencies: 1. Office of the Director of National
Intelligence 2. Office of the Director of FBI 3. Office of the Homeland Security, Director

9/15/2015

2015-HQFO-00709

Davis, Minyard

1. Complete address listing of all Top-Level High Security Biodefense laboratory
facilities; 2. Complete address listing of all Top-Level High Security Agro defense
laboratory facilities; 3. Complete address listing of all Top-Level cyber security
laboratory facilities 4. Jade Helm-15 Operations Report

9/10/2015

2015-HQFO-00710

Cox, Jake

access to any communications sent to or received from Former Attorney General
Catherine Cortez Masto (D-NV) between January 1, 2007 through January 1, 2014, by
the Department's offices of public affairs, legislative/ congressional affairs, and
executive secretariat

9/3/2015

2015-HQFO-00711

Keener, Christian

any information the Department of Homeland Security has collected by itself or from
other agencies about human RF chip testing

9/10/2015

2015-HQFO-00712

Emerson, Steve

1) copies of any reports, memos, emails or other internal USAOQ documents related to
the meeting; 2) any documents identifying participants of the meeting(s) and their
organizational affiliation and any evaluation forms/reports executed by meeting
participants in agency possession; 3) copies of any attendee evaluation forms/
documents that may have been prepared resulting from this session (minus attendee
identity information, if deemed necessary; 4) copies of any audio and/ or video
presentations I recordings presented at or made during the meeting

10/7/2011

2015-HQFO-00713

the Freedom of Information Act, 5 U.S.C. 8552, for (1) access to records pertaining to me in
systems of records maintained by CEP and DHS, (2) an accounting of all disclosures of any
portion of those records, (3) the correction of those records by expungement of illegally
collected records. You also request copies of all information pertaining to myself contained in
the following systems of records maintained by the CEP and DHS: the Automated Targeting
System (ATS, DHS/CBP-006), Advance Passenger Information System (APIS, DHS/CBP-005),
Border Crossing Information System (BCIS, DHS/CEP- 007), U.5. Customs and Border
Protection TECS (DHS/CBP-011), Non-Federal Entity Data System (NEDS, DHS/CBP-008),
DHS Use of the Terrorist Screening Database (TSDB) System of Records (DHS FALL-030),
Electronic System for Travel Authorization (ESTA, DHS/CBP-009), and Nonimmigrant
Information System (NUS, DHS/CEP-016)] This request includes, but is not limited to, any
Passenger Name Record (PNR) data, regardless of the system(s) of records in which it is
deemed to reside. Your request includes all information relating to yourself referenced in the
“Categories of Records in he System” section of the "System of Records Notice” (SORN) for
each of these systems of records. This request includes any records held jointly by CBP in
conjunction with any other agency and/or department, or in interagency and/or
interdepartmental systems of records. With respect to TECS, this request includes the indexes
of TECS records, as well as the detail page or pages pertaining to each entry on that index
and any "secondary inspection” records, whether maintained in paper or electronic form. With
respect to ATS, this request includes, but is not limited to, all of the categories listed in the
mast recent ATS System of Records Notice (SORN), as published on May 22, 2012, at 77
Federal Register 30297-30304. This includes any PNR, license plate, or travel itinerary
information, any records relating to any risk assessments, the rules used for determining the
assessments, any copies of data "ingested" into these systems of records from other systems,
and any pointers or references to records from other systems. This request includes all PNR
data in any of these systems of records, not merely a sample of PNRs or the most recent
PNRs. This request includes all portions of the PNR, including the "face" of each PNR, the
"history” of each PNR, any ticket records (ticket images for printed tickets, "electronic coupon
records "or "virtual coupon records” for electronic tickets), and any other data included in or
retrievable from the PNR, regardless of whether or not that data is displayed on the "face” of
the PNR. This request includes all information about yourself contained in PNRs for my own
travel as well as any information about you in PNRs for other individuals' travel, such as "split"
PNRs cross-referenced with the record locators of PNRs for your travel, and any other PNRs
that contain your name, telephone number or other contact information, credit card or
payment information, or any other identifying particular in any field (including

9/14/2015

2015-HQFO-00714

Awan, Khalid

a copy of "DHS 2011 Analyst Desktop Binder”

9/9/2015




2015-HQF0-00715

(1) access to and copies of records pertaining to you in systems of records maintained by CEP and
DHS, (2} an counting of all disclosures of any portion of those records, and (3) the correction of
those records by expungement of illegally collected records. I request copies of all information
pertaining to yourself cantained in the following systems of records maintained by the CBP and DHS:
the Automated Targeting System (ATS, DHS/CBP-008), Advance Passenger Information
System(APIS, DHS/CBP-005), Border Crossing Information System (BCIS, DHS/CBP-007), U.5,
Customs and Border Protection TECS (DHS5/CBP--011), Non-Federal Entity Data System (NEDS,
DHS/CBP-008), and DHS Use of the Terrorist Screening Database (TSDEB) System of Records (DHS
/ALL-030). [Optional: non U.S. citizens, dual citizens, or anyone who ever entered the 1S, as a non-
citizen or with a non-U.5. passport or travel document or without documents should add: Electronic
System for Travel Authorization (ESTA, DHS/CBP-009), and Nonimmigrant Information System
(NUS, DHS/CBP-016)] This request includes, but is not limited to, any Passenger Name Record PNR)
data, regardless of the system(s) of records in which it is deemed to reside. My request includes all
information relating to myself referenced in the "Categories of Records in the System"” section of the
"System of Records Notice” (SORN) for each of these systems of recards. This request includes any
records held jointly by CBP in conjunction with any other agency and/or department, or in
interagency and/or interdepartmental systems of records. With respect to TECS, this request
includes the Indexes of TECS records, as well as the detail page or pages pertaining to each entry on
that index and any "secondary inspection” records, whether maintained in paper or electronic form.
With respect to A ATS, this request includes, but is not limited to, all of the categories listed in the
most recent ATS System of Records Notice (SORN), as published on May 22, 2012, at 77 Federal
Register 30297-30304, This includes any PNR, license plate, or travel itinerary information, any
records relating to any risk assessments, the rules used for determining the assessments, any copies
of data "ingested” into these systems of records from other systems, and any painters or references
to records from other systems. This request includes all PNR data in any of these systems of records,
not merely a sample of PNRs or the most recent PNRs, This request includes all portions of the PNR,
including the “face" of each PNR, the "history” of each PNR, any ticket records (ticket images for
printed tickets, "electronic coupon recards” or "virtual coupan records” for electronic tickets), and
any other data included in or retrievable from the PNR, regardless of whether or not that data is
displayed on the "face” of the PNR, This request includes all information about you contained in PNRs
for your own travel as well as any information about me in PNRs for other individuals' travel, such as
"split" PNRs cross-referenced with the record locators of PNRs for my travel, and any other FNRs that
contain my name, telephone number or other contact information, credit card or payment
information, or any other identifying particular in any field(including "received”, "phone”, "address",
"delivery", "customer", "account”, "form of payment", “ticketing", "remarks", OSI, S5R, etc.) or in

|the “history” of the PNR

7/28/2015

2015-HQF0O-00716

Arulanantham,
Ahilan

1. All Records, including hard copy documents, emails or other communications, and other
electronic documents, referencing or relating to CVE programs, including Records received
from or sent to individuals in federal, state and local agencies regarding plans to implement
CVE programs in Los Angeles. 2. All Records of communications between any of DHS
employees and any other person, including any representative of a governmental or non-
governmental entity referenced in the Los Angeles Framework for Countering Violent
Extremism, referencing or relating to CVE programs. 3. Records referring or relating to the
funding of CVE-related operations, including, but not limited to: a. Criteria utilized by federal ,
state, or local agencies, whether or not previously published, o identify which agencies, public
or private sector actors, Community Based Organization (CBOs), or foundations are eligible to
receive funding pursuant to any CVE-related program, including the Threat and Hazard
Identification and Risk Assessment (THIRA), State Preparedness Report (SPR)22, and all
Investment Justifications, where applicable. b. Recipients or sub-recipients of any funding for
CVE-related programs in California, including their identities, the amaounts they received, the
programs they committed to undertake to obtain that funding, and the programs they actually
undertock pursuant to that funding, including: 1. Records of any awards or sub-awards from
the Department of Homeland Security, including: the allocation of $60,178,50023 to California
through SHSP for FY 2015; the allocation of $60,035,00024 to California through SHSP for FY
2014; the allocation of $69,500,00025 to the Los Angeles - Long Beach Urban Area through
Urban Area Security Initiatives (UASI) for FY 2015; and the allocation of $67,500,00026 to the
Los Angeles -Long Beach Urban Area through UASI for FY 2014. (Catalog of Federal Domestic
Assistance (CFDA) Number 97.067.) TI. Recards referring or relating to any other federal,
state, or local government funding provided to state or local government agencies, private
sector partners, community-based organizations, or individuals that participate in CVE-related
programs. III. Records referring or relating to federal, state, or local government funding
provided to groups or individual that study the causes of extremist violence in Los Angeles. TV,
Records referring or relating to federal, state, or local government funding provided to groups
or individuals that study the effectiveness of CVE- related activities in Los Angeles. V. Policies,
guidance, protocols, advisories, directives, and/or memaoranda pertaining to CVE-related
programs, including: a. Definitions and exam of what constitutes "risk factors,"27 "suspicious
activity behavior indicators,” specific ideologies, beliefs, theories, and/or opinions purportedly
associated with violent extremism. b. Definitions and examples of what constitutes violent
extremist propaganda and methods for countering it. c. The acquisition, collection, use,
retention and dissemination of infermation within or between government agencies and non-
government entities pertaining to the identification of individuals purportedly at risk of
engaging in violent extremism through CVE-funded programs. d. Actions that jaw
enforcement agencies are instructed to consider taking with respect to those at risk of
engaging in violent extremism.

9/21/2015






