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NOTE: Below are sections of U.S. Code based on the Homeland Security Act of 2002, which 
established DHS and the Science and Technology Directorate. The language below reflects all 
updates to the original act as of January 3, 2012. 
 
SUBCHAPTER III—SCIENCE AND TECHNOLOGY IN SUPPORT OF HOMELAND 
SECURITY 
 
§181. Under Secretary for Science and Technology 

There shall be in the Department a Directorate of Science and Technology headed by an Under Secretary for 
Science and Technology. 
 
(Pub. L. 107–296, title III, §301, Nov. 25, 2002, 116 Stat. 2163.) 

 
§182. Responsibilities and authorities of the Under Secretary for Science and Technology 

The Secretary, acting through the Under Secretary for Science and Technology, shall have the responsibility 
for— 
(1) advising the Secretary regarding research and development efforts and priorities in support of the 
Department's missions; 
(2) developing, in consultation with other appropriate executive agencies, a national policy and strategic 
plan for, identifying priorities, goals, objectives and policies for, and coordinating the Federal Government's 
civilian efforts to identify and develop countermeasures to chemical, biological,,1 and other emerging 
terrorist threats, including the development of comprehensive, research-based definable goals for such 
efforts and development of annual measurable objectives and specific targets to accomplish and evaluate the 
goals for such efforts; 
(3) supporting the Under Secretary for Intelligence and Analysis and the Assistant Secretary for 
Infrastructure Protection, by assessing and testing homeland security vulnerabilities and possible threats; 
(4) conducting basic and applied research, development, demonstration, testing, and evaluation activities 
that are relevant to any or all elements of the Department, through both intramural and extramural programs, 
except that such responsibility does not extend to human health-related research and development activities; 
(5) establishing priorities for, directing, funding, and conducting national research, development, test and 
evaluation, and procurement of technology and systems for— 

(A) preventing the importation of chemical, biological,,1 and related weapons and material; and 
(B) detecting, preventing, protecting against, and responding to terrorist attacks; 

(6) establishing a system for transferring homeland security developments or technologies to Federal, State, 
local government, and private sector entities; 
(7) entering into work agreements, joint sponsorships, contracts, or any other agreements with the 
Department of Energy regarding the use of the national laboratories or sites and support of the science and 
technology base at those facilities; 
(8) collaborating with the Secretary of Agriculture and the Attorney General as provided in section 8401 of 
title 7; 
(9) collaborating with the Secretary of Health and Human Services and the Attorney General in determining 
any new biological agents and toxins that shall be listed as “select agents” in Appendix A of part 72 of title 
42, Code of Federal Regulations, pursuant to section 262a of title 42; 
(10) supporting United States leadership in science and technology; 
(11) establishing and administering the primary research and development activities of the Department, 
including the long-term research and development needs and capabilities for all elements of the Department; 
(12) coordinating and integrating all research, development, demonstration, testing, and evaluation activities 
of the Department; 
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(13) coordinating with other appropriate executive agencies in developing and carrying out the science and 
technology agenda of the Department to reduce duplication and identify unmet needs; and 
(14) developing and overseeing the administration of guidelines for merit review of research and 
development projects throughout the Department, and for the dissemination of research conducted or 
sponsored by the Department. 
 
(Pub. L. 107–296, title III, §302, Nov. 25, 2002, 116 Stat. 2163; Pub. L. 109–347, title V, §501(b)(2), Oct. 
13, 2006, 120 Stat. 1935; Pub. L. 110–53, title V, §531(b)(1)(C), Aug. 3, 2007, 121 Stat. 334.) 
 
Amendments 
2007—Par. (3). Pub. L. 110–53 substituted “Under Secretary for Intelligence and Analysis and the Assistant 
Secretary for Infrastructure Protection” for “Under Secretary for Information Analysis and Infrastructure 
Protection”. 
2006—Pars. (2), (5)(A). Pub. L. 109–347 struck out “radiological, nuclear” after “biological,”. 
1 So in original. 

 
§183. Functions transferred 

In accordance with subchapter XII of this chapter, there shall be transferred to the Secretary the functions, 
personnel, assets, and liabilities of the following entities: 
(1) The following programs and activities of the Department of Energy, including the functions of the 
Secretary of Energy relating thereto (but not including programs and activities relating to the strategic 
nuclear defense posture of the United States): 

(A) The chemical and biological national security and supporting programs and activities of the 
nonproliferation and verification research and development program. 
(B) The nuclear smuggling programs and activities within the proliferation detection program of the 
nonproliferation and verification research and development program. The programs and activities 
described in this subparagraph may be designated by the President either for transfer to the Department 
or for joint operation by the Secretary and the Secretary of Energy. 
(C) The nuclear assessment program and activities of the assessment, detection, and cooperation 
program of the international materials protection and cooperation program. 
(D) Such life sciences activities of the biological and environmental research program related to 
microbial pathogens as may be designated by the President for transfer to the Department. 
(E) The Environmental Measurements Laboratory. 
(F) The advanced scientific computing research program and activities at Lawrence Livermore National 
Laboratory. 

(2) The National Bio-Weapons Defense Analysis Center of the Department of Defense, including the 
functions of the Secretary of Defense related thereto. 
 
(Pub. L. 107–296, title III, §303, Nov. 25, 2002, 116 Stat. 2164.) 

 
§184. Conduct of certain public health-related activities 

(a) In general 
With respect to civilian human health-related research and development activities relating to 
countermeasures for chemical, biological, radiological, and nuclear and other emerging terrorist threats 
carried out by the Department of Health and Human Services (including the Public Health Service), the 
Secretary of Health and Human Services shall set priorities, goals, objectives, and policies and develop a 
coordinated strategy for such activities in collaboration with the Secretary of Homeland Security to ensure 
consistency with the national policy and strategic plan developed pursuant to section 182(2) of this title. 
(b) Evaluation of progress 

http://143.231.180.80/view.xhtml?path=/title6/chapter1/subchapter3#182_1


3 
 

In carrying out subsection (a) of this section, the Secretary of Health and Human Services shall collaborate 
with the Secretary in developing specific benchmarks and outcome measurements for evaluating progress 
toward achieving the priorities and goals described in such subsection. 
 
(Pub. L. 107–296, title III, §304, Nov. 25, 2002, 116 Stat. 2165.) 
 
Codification 
Section is comprised of section 304 of Pub. L. 107–296. Subsec. (c) of section 304 of Pub. L. 107–296 
amended section 233 of Title 42, The Public Health and Welfare. 

 
§185. Federally funded research and development centers 

The Secretary, acting through the Under Secretary for Science and Technology, shall have the authority to 
establish or contract with 1 or more federally funded research and development centers to provide 
independent analysis of homeland security issues, or to carry out other responsibilities under this chapter, 
including coordinating and integrating both the extramural and intramural programs described in section 
188 of this title. 
 
(Pub. L. 107–296, title III, §305, Nov. 25, 2002, 116 Stat. 2168.) 
 
References in Text 
This chapter, referred to in text, was in the original “this Act”, meaning Pub. L. 107–296, Nov. 25, 2002, 
116 Stat. 2135, known as the Homeland Security Act of 2002, which is classified principally to this chapter. 
For complete classification of this Act to the Code, see Short Title note set out under section 101 of this title 
and Tables. 

 
§186. Miscellaneous provisions 

(a) Classification 
To the greatest extent practicable, research conducted or supported by the Department shall be unclassified. 
(b) Construction 
Nothing in this subchapter shall be construed to preclude any Under Secretary of the Department from 
carrying out research, development, demonstration, or deployment activities, as long as such activities are 
coordinated through the Under Secretary for Science and Technology. 
(c) Regulations 
The Secretary, acting through the Under Secretary for Science and Technology, may issue necessary 
regulations with respect to research, development, demonstration, testing, and evaluation activities of the 
Department, including the conducting, funding, and reviewing of such activities. 
(d) Notification of Presidential life sciences designations 
Not later than 60 days before effecting any transfer of Department of Energy life sciences activities pursuant 
to section 183(1)(D) of this title, the President shall notify the appropriate congressional committees of the 
proposed transfer and shall include the reasons for the transfer and a description of the effect of the transfer 
on the activities of the Department of Energy. 
 
(Pub. L. 107–296, title III, §306, Nov. 25, 2002, 116 Stat. 2168.) 

 
§187. Homeland Security Advanced Research Projects Agency 

(a) Definitions 
In this section: 
(1) Fund 
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The term “Fund” means the Acceleration Fund for Research and Development of Homeland Security 
Technologies established in subsection (c) of this section. 
(2) Homeland security research 
The term “homeland security research” means research relevant to the detection of, prevention of, 
protection against, response to, attribution of, and recovery from homeland security threats, particularly 
acts of terrorism. 
(3) HSARPA 
The term “HSARPA” means the Homeland Security Advanced Research Projects Agency established in 
subsection (b) of this section. 
(4) Under Secretary 
The term “Under Secretary” means the Under Secretary for Science and Technology. 

(b) Homeland Security Advanced Research Projects Agency 
(1) Establishment 
There is established the Homeland Security Advanced Research Projects Agency. 
(2) Director 
HSARPA shall be headed by a Director, who shall be appointed by the Secretary. The Director shall 
report to the Under Secretary. 
(3) Responsibilities 
The Director shall administer the Fund to award competitive, merit-reviewed grants, cooperative 
agreements or contracts to public or private entities, including businesses, federally funded research and 
development centers, and universities. The Director shall administer the Fund to— 

(A) support basic and applied homeland security research to promote revolutionary changes in 
technologies that would promote homeland security; 
(B) advance the development, testing and evaluation, and deployment of critical homeland security 
technologies; and 
(C) accelerate the prototyping and deployment of technologies that would address homeland security 
vulnerabilities. 

(4) Targeted competitions 
The Director may solicit proposals to address specific vulnerabilities identified by the Director. 
(5) Coordination 
The Director shall ensure that the activities of HSARPA are coordinated with those of other relevant 
research agencies, and may run projects jointly with other agencies. 
(6) Personnel 
In hiring personnel for HSARPA, the Secretary shall have the hiring and management authorities 
described in section 1101 of the Strom Thurmond National Defense Authorization Act for Fiscal Year 
1999 (5 U.S.C. 3104 note; Public Law 105–261). The term of appointments for employees under 
subsection (c)(1) of that section may not exceed 5 years before the granting of any extension under 
subsection (c)(2) of that section. 
(7) Demonstrations 
The Director, periodically, shall hold homeland security technology demonstrations to improve contact 
among technology developers, vendors and acquisition personnel. 

(c) Fund 
(1) Establishment 
There is established the Acceleration Fund for Research and Development of Homeland Security 
Technologies, which shall be administered by the Director of HSARPA. 
(2) Authorization of appropriations 
There are authorized to be appropriated $500,000,000 to the Fund for fiscal year 2003 and such sums as 
may be necessary thereafter. 
(3) Coast Guard  
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Of the funds authorized to be appropriated under paragraph (2), not less than 10 percent of such funds 
for each fiscal year through fiscal year 2005 shall be authorized only for the Under Secretary, through 
joint agreement with the Commandant of the Coast Guard, to carry out research and development of 
improved ports, waterways and coastal security surveillance and perimeter protection capabilities for the 
purpose of minimizing the possibility that Coast Guard cutters, aircraft, helicopters, and personnel will 
be diverted from non-homeland security missions to the ports, waterways and coastal security mission. 

 
(Pub. L. 107–296, title III, §307, Nov. 25, 2002, 116 Stat. 2168.) 

 
§188. Conduct of research, development, demonstration, testing and evaluation 

(a) In general 
The Secretary, acting through the Under Secretary for Science and Technology, shall carry out the 
responsibilities under section 182(4) of this title through both extramural and intramural programs. 
(b) Extramural programs 

(1) In general 
The Secretary, acting through the Under Secretary for Science and Technology, shall operate extramural 
research, development, demonstration, testing, and evaluation programs so as to— 

(A) ensure that colleges, universities, private research institutes, and companies (and consortia 
thereof) from as many areas of the United States as practicable participate; 
(B) ensure that the research funded is of high quality, as determined through merit review processes 
developed under section 182(14) of this title; and 
(C) distribute funds through grants, cooperative agreements, and contracts. 

(2) University-based centers for homeland security 
(A) Designation 
The Secretary, acting through the Under Secretary for Science and Technology, shall designate a 
university-based center or several university-based centers for homeland security. The purpose of the 
center or these centers shall be to establish a coordinated, university-based system to enhance the 
Nation's homeland security. 
(B) Criteria for designation 
Criteria for the designation of colleges or universities as a center for homeland security, shall 
include, but are not limited to, demonstrated expertise in— 

(i) The training of first responders. 
(ii) Responding to incidents involving weapons of mass destruction and biological warfare. 
(iii) Emergency and diagnostic medical services. 
(iv) Chemical, biological, radiological, and nuclear countermeasures or detection. 
(v) Animal and plant health and diagnostics. 
(vi) Food safety. 
(vii) Water and wastewater operations. 
(viii) Port and waterway security. 
(ix) Multi-modal transportation. 
(x) Information security and information engineering. 
(xi) Engineering. 
(xii) Educational outreach and technical assistance. 
(xiii) Border transportation and security. 
(xiv) The public policy implications and public dissemination of homeland security related 
research and development. 

(C) Discretion of Secretary 
To the extent that exercising such discretion is in the interest of homeland security, and with respect 
to the designation of any given university-based center for homeland security, the Secretary may 
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except certain criteria as specified in subparagraph (B) and consider additional criteria beyond those 
specified in subparagraph (B). Upon designation of a university-based center for homeland security, 
the Secretary shall that day publish in the Federal Register the criteria that were excepted or added in 
the selection process and the justification for the set of criteria that were used for that designation. 
(D) Report to Congress 
The Secretary shall report annually, from the date of enactment, to Congress concerning the 
implementation of this section. That report shall indicate which center or centers have been 
designated and how the designation or designations enhance homeland security, as well as report any 
decisions to revoke or modify such designations. 
(E) Authorization of appropriations 
There are authorized to be appropriated such sums as may be necessary to carry out this paragraph. 

(c) Intramural programs 
(1) Consultation 
In carrying out the duties under section 182 of this title, the Secretary, acting through the Under 
Secretary for Science and Technology, may draw upon the expertise of any laboratory of the Federal 
Government, whether operated by a contractor or the Government. 
(2) Laboratories 
The Secretary, acting through the Under Secretary for Science and Technology, may establish a 
headquarters laboratory for the Department at any laboratory or site and may establish additional 
laboratory units at other laboratories or sites. 
(3) Criteria for headquarters laboratory 
If the Secretary chooses to establish a headquarters laboratory pursuant to paragraph (2), then the 
Secretary shall do the following: 

(A) Establish criteria for the selection of the headquarters laboratory in consultation with the 
National Academy of Sciences, appropriate Federal agencies, and other experts. 
(B) Publish the criteria in the Federal Register. 
(C) Evaluate all appropriate laboratories or sites against the criteria. 
(D) Select a laboratory or site on the basis of the criteria. 
(E) Report to the appropriate congressional committees on which laboratory was selected, how the 
selected laboratory meets the published criteria, and what duties the headquarters laboratory shall 
perform. 

(4) Limitation on operation of laboratories 
No laboratory shall begin operating as the headquarters laboratory of the Department until at least 30 
days after the transmittal of the report required by paragraph (3)(E). 

(Pub. L. 107–296, title III, §308, Nov. 25, 2002, 116 Stat. 2170; Pub. L. 108–7, div. L, §101(1), Feb. 20, 
2003, 117 Stat. 526.) 

 

 
References in Text 
The date of enactment, referred to in subsec. (b)(2)(D), probably means the date of enactment of this section 
by Pub. L. 107–296, which was approved Nov. 25, 2002. 
 
Amendments 
2003—Subsecs. (a) to (c)(1). Pub. L. 108–7 added subsecs. (a) to (c)(1) and struck out former subsecs. (a) to 
(c)(1) which related to the responsibilities of the Secretary, acting through the Under Secretary for Science 
and Technology, to carry out the responsibilities under section 182(4) of this title through both extramural 
and intramural programs, to operate extramural research, development, demonstration, testing, and 
evaluation programs, to establish a coordinated, university-based system to enhance the Nation's homeland 
security, and to draw upon the expertise of any laboratory of the Federal Government. 
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§189. Utilization of Department of Energy national laboratories and sites in support of 
homeland security activities 

(a) Authority to utilize national laboratories and sites 
(1) In general 
In carrying out the missions of the Department, the Secretary may utilize the Department of Energy 
national laboratories and sites through any 1 or more of the following methods, as the Secretary 
considers appropriate: 

(A) A joint sponsorship arrangement referred to in subsection (b) of this section. 
(B) A direct contract between the Department and the applicable Department of Energy laboratory or 
site, subject to subsection (c) of this section. 
(C) Any “work for others” basis made available by that laboratory or site. 
(D) Any other method provided by law. 

(2) Acceptance and performance by labs and sites 
Notwithstanding any other law governing the administration, mission, use, or operations of any of the 
Department of Energy national laboratories and sites, such laboratories and sites are authorized to accept 
and perform work for the Secretary, consistent with resources provided, and perform such work on an 
equal basis to other missions at the laboratory and not on a noninterference basis with other missions of 
such laboratory or site. 

(b) Joint sponsorship arrangements 
(1) Laboratories 
The Department may be a joint sponsor, under a multiple agency sponsorship arrangement with the 
Department of Energy, of 1 or more Department of Energy national laboratories in the performance of 
work. 
(2) Sites 
The Department may be a joint sponsor of a Department of Energy site in the performance of work as if 
such site were a federally funded research and development center and the work were performed under a 
multiple agency sponsorship arrangement with the Department. 
(3) Primary sponsor 
The Department of Energy shall be the primary sponsor under a multiple agency sponsorship 
arrangement referred to in paragraph (1) or (2). 
(4) Lead agent 
The Secretary of Energy shall act as the lead agent in coordinating the formation and performance of a 
joint sponsorship arrangement under this subsection between the Department and a Department of 
Energy national laboratory or site. 
(5) Federal Acquisition Regulation 
Any work performed by a Department of Energy national laboratory or site under a joint sponsorship 
arrangement under this subsection shall comply with the policy on the use of federally funded research 
and development centers under the Federal Acquisition Regulations. 
(6) Funding 
The Department shall provide funds for work at the Department of Energy national laboratories or sites, 
as the case may be, under a joint sponsorship arrangement under this subsection under the same terms 
and conditions as apply to the primary sponsor of such national laboratory under section 3303(a)(1)(C) 
of title 41 or of such site to the extent such section applies to such site as a federally funded research and 
development center by reason of this subsection. 

(c) Separate contracting 
To the extent that programs or activities transferred by this chapter from the Department of Energy to the 
Department of Homeland Security are being carried out through direct contracts with the operator of a 
national laboratory or site of the Department of Energy, the Secretary of Homeland Security and the 
Secretary of Energy shall ensure that direct contracts for such programs and activities between the 
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Department of Homeland Security and such operator are separate from the direct contracts of the 
Department of Energy with such operator. 
(d) Authority with respect to cooperative research and development agreements and licensing 
agreements 
In connection with any utilization of the Department of Energy national laboratories and sites under this 
section, the Secretary may permit the director of any such national laboratory or site to enter into 
cooperative research and development agreements or to negotiate licensing agreements with any person, any 
agency or instrumentality, of the United States, any unit of State or local government, and any other entity 
under the authority granted by section 3710a of title 15. Technology may be transferred to a non-Federal 
party to such an agreement consistent with the provisions of sections 3710 and 3710a of title 15. 
(e) Reimbursement of costs 
In the case of an activity carried out by the operator of a Department of Energy national laboratory or site in 
connection with any utilization of such laboratory or site under this section, the Department of Homeland 
Security shall reimburse the Department of Energy for costs of such activity through a method under which 
the Secretary of Energy waives any requirement for the Department of Homeland Security to pay 
administrative charges or personnel costs of the Department of Energy or its contractors in excess of the 
amount that the Secretary of Energy pays for an activity carried out by such contractor and paid for by the 
Department of Energy. 
(f) Laboratory directed research and development by the Department of Energy 
No funds authorized to be appropriated or otherwise made available to the Department in any fiscal year 
may be obligated or expended for laboratory directed research and development activities carried out by the 
Department of Energy unless such activities support the missions of the Department of Homeland Security. 
(g) Office for National Laboratories 
There is established within the Directorate of Science and Technology an Office for National Laboratories, 
which shall be responsible for the coordination and utilization of the Department of Energy national 
laboratories and sites under this section in a manner to create a networked laboratory system for the purpose 
of supporting the missions of the Department. 
(h) Department of Energy coordination on homeland security related research 
The Secretary of Energy shall ensure that any research, development, test, and evaluation activities 
conducted within the Department of Energy that are directly or indirectly related to homeland security are 
fully coordinated with the Secretary to minimize duplication of effort and maximize the effective 
application of Federal budget resources. 
 
(Pub. L. 107–296, title III, §309, Nov. 25, 2002, 116 Stat. 2172.) 
 
References in Text 
This chapter, referred to in subsec. (c), was in the original “this Act”, meaning Pub. L. 107–296, Nov. 25, 
2002, 116 Stat. 2135, known as the Homeland Security Act of 2002, which is classified principally to this 
chapter. For complete classification of this Act to the Code, see Short Title note set out under section 101 of 
this title and Tables. 
 
Codification 
In subsec. (b)(6), “section 3303(a)(1)(C) of title 41” substituted for “section 303(b)(1)(C) of the Federal 
Property and Administrative Services Act of 1949 (41 U.S.C. 253(b)(1)(C))” on authority of Pub. L. 111–
350, §6(c), Jan. 4, 2011, 124 Stat. 3854, which Act enacted Title 41, Public Contracts. 

 
§190. Transfer of Plum Island Animal Disease Center, Department of Agriculture 

(a) In general 
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In accordance with subchapter XII of this chapter, the Secretary of Agriculture shall transfer to the Secretary 
of Homeland Security the Plum Island Animal Disease Center of the Department of Agriculture, including 
the assets and liabilities of the Center. 
(b) Continued Department of Agriculture access 
On completion of the transfer of the Plum Island Animal Disease Center under subsection (a) of this section, 
the Secretary of Homeland Security and the Secretary of Agriculture shall enter into an agreement to ensure 
that the Department of Agriculture is able to carry out research, diagnostic, and other activities of the 
Department of Agriculture at the Center. 
(c) Direction of activities 
The Secretary of Agriculture shall continue to direct the research, diagnostic, and other activities of the 
Department of Agriculture at the Center described in subsection (b) of this section. 
(d) Notification 

(1) In general 
At least 180 days before any change in the biosafety level at the Plum Island Animal Disease Center, the 
President shall notify Congress of the change and describe the reasons for the change. 
(2) Limitation 
No change described in paragraph (1) may be made earlier than 180 days after the completion of the 
transition period (as defined in section 541 of this title). 

 
(Pub. L. 107–296, title III, §310, Nov. 25, 2002, 116 Stat. 2174.) 
 
Disposition of Plum Island Property and Transportation Assets 
Pub. L. 112–74, div. D, title V, §538, Dec. 23, 2011, 125 Stat. 976, provided that: 
“(a) Notwithstanding any other provision of law during fiscal year 2012 or any subsequent fiscal year, if the 
Secretary of Homeland Security determines that the National Bio- and Agro-defense Facility should be 
located at a site other than Plum Island, New York, the Secretary shall ensure that the Administrator of 
General Services sells through public sale all real and related personal property and transportation assets 
which support Plum Island operations, subject to such terms and conditions as may be necessary to protect 
Government interests and meet program requirements. 
“(b) The proceeds of such sale described in subsection (a) shall be deposited as offsetting collections into 
the Department of Homeland Security Science and Technology ‘Research, Development, Acquisition, and 
Operations’ account and, subject to appropriation, shall be available until expended, for site acquisition, 
construction, and costs related to the construction of the National Bio- and Agro-defense Facility, including 
the costs associated with the sale, including due diligence requirements, necessary environmental 
remediation at Plum Island, and reimbursement of expenses incurred by the General Services 
Administration.” 

 
§191. Homeland Security Science and Technology Advisory Committee 

(a) Establishment 
There is established within the Department a Homeland Security Science and Technology Advisory 
Committee (in this section referred to as the “Advisory Committee”). The Advisory Committee shall make 
recommendations with respect to the activities of the Under Secretary for Science and Technology, 
including identifying research areas of potential importance to the security of the Nation. 
(b) Membership 

(1) Appointment 
The Advisory Committee shall consist of 20 members appointed by the Under Secretary for Science and 
Technology, which shall include emergency first-responders or representatives of organizations or 
associations of emergency first-responders. The Advisory Committee shall also include representatives 
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of citizen groups, including economically disadvantaged communities. The individuals appointed as 
members of the Advisory Committee— 

(A) shall be eminent in fields such as emergency response, research, engineering, new product 
development, business, and management consulting; 
(B) shall be selected solely on the basis of established records of distinguished service; 
(C) shall not be employees of the Federal Government; and 
(D) shall be so selected as to provide representation of a cross-section of the research, development, 
demonstration, and deployment activities supported by the Under Secretary for Science and 
Technology. 

(2) National Research Council 
The Under Secretary for Science and Technology may enter into an arrangement for the National 
Research Council to select members of the Advisory Committee, but only if the panel used by the 
National Research Council reflects the representation described in paragraph (1). 

(c) Terms of office 
(1) In general 
Except as otherwise provided in this subsection, the term of office of each member of the Advisory 
Committee shall be 3 years. 
(2) Original appointments 
The original members of the Advisory Committee shall be appointed to three classes. One class of six 
shall have a term of 1 year, one class of seven a term of 2 years, and one class of seven a term of 3 years. 
(3) Vacancies 
A member appointed to fill a vacancy occurring before the expiration of the term for which the 
member's predecessor was appointed shall be appointed for the remainder of such term. 

(d) Eligibility 
A person who has completed two consecutive full terms of service on the Advisory Committee shall 
thereafter be ineligible for appointment during the 1-year period following the expiration of the second such 
term. 
(e) Meetings 
The Advisory Committee shall meet at least quarterly at the call of the Chair or whenever one-third of the 
members so request in writing. Each member shall be given appropriate notice of the call of each meeting, 
whenever possible not less than 15 days before the meeting. 
(f) Quorum 
A majority of the members of the Advisory Committee not having a conflict of interest in the matter being 
considered by the Advisory Committee shall constitute a quorum. 
(g) Conflict of interest rules 
The Advisory Committee shall establish rules for determining when 1 of its members has a conflict of 
interest in a matter being considered by the Advisory Committee. 
(h) Reports 

(1) Annual report 
The Advisory Committee shall render an annual report to the Under Secretary for Science and 
Technology for transmittal to Congress on or before January 31 of each year. Such report shall describe 
the activities and recommendations of the Advisory Committee during the previous year. 
(2) Additional reports 
The Advisory Committee may render to the Under Secretary for transmittal to Congress such additional 
reports on specific policy matters as it considers appropriate. 

(i) Federal Advisory Committee Act exemption 
Section 14 of the Federal Advisory Committee Act shall not apply to the Advisory Committee. 
(j) Termination 
The Department of Homeland Security Science and Technology Advisory Committee shall terminate on 
December 31, 2008. 
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(Pub. L. 107–296, title III, §311, Nov. 25, 2002, 116 Stat. 2174; Pub. L. 108–334, title V, §520, Oct. 18, 
2004, 118 Stat. 1318; Pub. L. 109–347, title III, §302(a), Oct. 13, 2006, 120 Stat. 1920.) 
 
References in Text 
Section 14 of the Federal Advisory Committee Act, referred to in subsec. (i), is section 14 of Pub. L. 92–
463, which is set out in the Appendix to Title 5, Government Organization and Employees. 
 
Amendments 
2006—Subsec. (j). Pub. L. 109–347 substituted “on December 31, 2008” for “3 years after the effective date 
of this chapter”. 
2004—Subsec. (c)(2). Pub. L. 108–334 amended heading and text of par. (2) generally. Prior to amendment, 
text read as follows: “The original members of the Advisory Committee shall be appointed to three classes 
of three members each. One class shall have a term of 1 year, 1 a term of 2 years, and the other a term of 3 
years.” 
 
Effective Date of 2006 Amendment 
Pub. L. 109–347, title III, §302(b), Oct. 13, 2006, 120 Stat. 1921, provided that: “The amendment made by 
subsection (a) [amending this section] shall be effective as if enacted on the date of the enactment of the 
Homeland Security Act of 2002 (6 U.S.C. 101 et seq.) [Nov. 25, 2002].” 

 
§192. Homeland Security Institute 

(a) Establishment 
The Secretary shall establish a federally funded research and development center to be known as the 
“Homeland Security Institute” (in this section referred to as the “Institute”). 
(b) Administration 
The Institute shall be administered as a separate entity by the Secretary. 
(c) Duties 
The duties of the Institute shall be determined by the Secretary, and may include the following: 

(1) Systems analysis, risk analysis, and simulation and modeling to determine the vulnerabilities of the 
Nation's critical infrastructures and the effectiveness of the systems deployed to reduce those 
vulnerabilities. 
(2) Economic and policy analysis to assess the distributed costs and benefits of alternative approaches to 
enhancing security. 
(3) Evaluation of the effectiveness of measures deployed to enhance the security of institutions, 
facilities, and infrastructure that may be terrorist targets. 
(4) Identification of instances when common standards and protocols could improve the interoperability 
and effective utilization of tools developed for field operators and first responders. 
(5) Assistance for Federal agencies and departments in establishing testbeds to evaluate the effectiveness 
of technologies under development and to assess the appropriateness of such technologies for 
deployment. 
(6) Design of metrics and use of those metrics to evaluate the effectiveness of homeland security 
programs throughout the Federal Government, including all national laboratories. 
(7) Design of and support for the conduct of homeland security-related exercises and simulations. 
(8) Creation of strategic technology development plans to reduce vulnerabilities in the Nation's critical 
infrastructure and key resources. 

(d) Consultation on Institute activities 
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In carrying out the duties described in subsection (c) of this section, the Institute shall consult widely with 
representatives from private industry, institutions of higher education, nonprofit institutions, other 
Government agencies, and federally funded research and development centers. 
(e) Use of centers 
The Institute shall utilize the capabilities of the National Infrastructure Simulation and Analysis Center. 
(f) Annual reports 
The Institute shall transmit to the Secretary and Congress an annual report on the activities of the Institute 
under this section. 
(g) Termination 
The Homeland Security Institute shall terminate 5 years after its establishment. 
 
(Pub. L. 107–296, title III, §312, Nov. 25, 2002, 116 Stat. 2176; Pub. L. 108–334, title V, §519, Oct. 18, 
2004, 118 Stat. 1318.) 
 
Amendments 
2004—Subsec. (g). Pub. L. 108–334 amended heading and text of subsec. (g) generally. Prior to 
amendment, text read as follows: “The Homeland Security Institute shall terminate 3 years after the 
effective date of this chapter.” 

 
§193. Technology clearinghouse to encourage and support innovative solutions to enhance 
homeland security 

(a) Establishment of program 
The Secretary, acting through the Under Secretary for Science and Technology, shall establish and promote 
a program to encourage technological innovation in facilitating the mission of the Department (as described 
in section 111 of this title). 
(b) Elements of program 
The program described in subsection (a) of this section shall include the following components: 

(1) The establishment of a centralized Federal clearinghouse for information relating to technologies that 
would further the mission of the Department for dissemination, as appropriate, to Federal, State, and 
local government and private sector entities for additional review, purchase, or use. 
(2) The issuance of announcements seeking unique and innovative technologies to advance the mission 
of the Department. 
(3) The establishment of a technical assistance team to assist in screening, as appropriate, proposals 
submitted to the Secretary (except as provided in subsection (c)(2) of this section) to assess the 
feasibility, scientific and technical merits, and estimated cost of such proposals, as appropriate. 
(4) The provision of guidance, recommendations, and technical assistance, as appropriate, to assist 
Federal, State, and local government and private sector efforts to evaluate and implement the use of 
technologies described in paragraph (1) or (2). 
(5) The provision of information for persons seeking guidance on how to pursue proposals to develop or 
deploy technologies that would enhance homeland security, including information relating to Federal 
funding, regulation, or acquisition. 

(c) Miscellaneous provisions 
(1) In general 
Nothing in this section shall be construed as authorizing the Secretary or the technical assistance team 
established under subsection (b)(3) of this section to set standards for technology to be used by the 
Department, any other executive agency, any State or local government entity, or any private sector 
entity. 
(2) Certain proposals 



13 
 

The technical assistance team established under subsection (b)(3) of this section shall not consider or 
evaluate proposals submitted in response to a solicitation for offers for a pending procurement or for a 
specific agency requirement. 
(3) Coordination 
In carrying out this section, the Secretary shall coordinate with the Technical Support Working Group 
(organized under the April 1982 National Security Decision Directive Numbered 30). 

 
(Pub. L. 107–296, title III, §313, Nov. 25, 2002, 116 Stat. 2176.) 

 
§194. Enhancement of public safety communications interoperability 

(a) Coordination of public safety interoperable communications programs 
(1) Program 
The Secretary of Homeland Security, in consultation with the Secretary of Commerce and the Chairman 
of the Federal Communications Commission, shall establish a program to enhance public safety 
interoperable communications at all levels of government. Such program shall— 

(A) establish a comprehensive national approach to achieving public safety interoperable 
communications; 
(B) coordinate with other Federal agencies in carrying out subparagraph (A); 
(C) develop, in consultation with other appropriate Federal agencies and State and local authorities, 
appropriate minimum capabilities for communications interoperability for Federal, State, and local 
public safety agencies; 
(D) accelerate, in consultation with other Federal agencies, including the National Institute of 
Standards and Technology, the private sector, and nationally recognized standards organizations as 
appropriate, the development of national voluntary consensus standards for public safety 
interoperable communications, recognizing— 

(i) the value, life cycle, and technical capabilities of existing communications infrastructure; 
(ii) the need for cross-border interoperability between States and nations; 
(iii) the unique needs of small, rural communities; and 
(iv) the interoperability needs for daily operations and catastrophic events; 

(E) encourage the development and implementation of flexible and open architectures incorporating, 
where possible, technologies that currently are commercially available, with appropriate levels of 
security, for short-term and long-term solutions to public safety communications interoperability; 
(F) assist other Federal agencies in identifying priorities for research, development, and testing and 
evaluation with regard to public safety interoperable communications; 
(G) identify priorities within the Department of Homeland Security for research, development, and 
testing and evaluation with regard to public safety interoperable communications; 
(H) establish coordinated guidance for Federal grant programs for public safety interoperable 
communications; 
(I) provide technical assistance to State and local public safety agencies regarding planning, 
acquisition strategies, interoperability architectures, training, and other functions necessary to 
achieve public safety communications interoperability; 
(J) develop and disseminate best practices to improve public safety communications interoperability; 
and 
(K) develop appropriate performance measures and milestones to systematically measure the 
Nation's progress toward achieving public safety communications interoperability, including the 
development of national voluntary consensus standards. 

(2) Office for Interoperability and Compatibility 
(A) Establishment of Office 
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The Secretary may establish an Office for Interoperability and Compatibility within the Directorate 
of Science and Technology to carry out this subsection. 
(B) Functions 
If the Secretary establishes such office, the Secretary shall, through such office— 

(i) carry out Department of Homeland Security responsibilities and authorities relating to the 
SAFECOM Program; and 
(ii) carry out section 321 1 of this title. 

(3) Authorization of appropriations 
There are authorized to be appropriated to the Secretary to carry out this subsection— 

(A) $22,105,000 for fiscal year 2005; 
(B) $22,768,000 for fiscal year 2006; 
(C) $23,451,000 for fiscal year 2007; 
(D) $24,155,000 for fiscal year 2008; and 
(E) $24,879,000 for fiscal year 2009. 

(b) Report 
Not later than 120 days after December 17, 2004, the Secretary shall report to the Congress on Department 
of Homeland Security plans for accelerating the development of national voluntary consensus standards for 
public safety interoperable communications, a schedule of milestones for such development, and 
achievements of such development. 
(c) International interoperability 
Not later than 18 months after December 17, 2004, the President shall establish a mechanism for 
coordinating cross-border interoperability issues between— 

(1) the United States and Canada; and 
(2) the United States and Mexico. 

(d) Omitted 
(e) Multiyear interoperability grants 

(1) Multiyear commitments 
In awarding grants to any State, region, local government, or Indian tribe for the purposes of enhancing 
interoperable communications capabilities for emergency response providers, the Secretary may commit 
to obligate Federal assistance beyond the current fiscal year, subject to the limitations and restrictions in 
this subsection. 
(2) Restrictions 

(A) Time limit 
No multiyear interoperability commitment may exceed 3 years in duration. 
(B) Amount of committed funds 
The total amount of assistance the Secretary has committed to obligate for any future fiscal year 
under paragraph (1) may not exceed $150,000,000. 

(3) Letters of intent 
(A) Issuance 
Pursuant to paragraph (1), the Secretary may issue a letter of intent to an applicant committing to 
obligate from future budget authority an amount, not more than the Federal Government's share of 
the project's cost, for an interoperability communications project (including interest costs and costs 
of formulating the project). 
(B) Schedule 
A letter of intent under this paragraph shall establish a schedule under which the Secretary will 
reimburse the applicant for the Federal Government's share of the project's costs, as amounts become 
available, if the applicant, after the Secretary issues the letter, carries out the project before receiving 
amounts under a grant issued by the Secretary. 
(C) Notice to Secretary 

http://143.231.180.80/view.xhtml?path=/title6/chapter1/subchapter3#194_1_target
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An applicant that is issued a letter of intent under this subsection shall notify the Secretary of the 
applicant's intent to carry out a project pursuant to the letter before the project begins. 
(D) Notice to Congress 
The Secretary shall transmit a written notification to the Congress no later than 3 days before the 
issuance of a letter of intent under this section. 
(E) Limitations 
A letter of intent issued under this section is not an obligation of the Government under section 1501 
of title 31 and is not deemed to be an administrative commitment for financing. An obligation or 
administrative commitment may be made only as amounts are provided in authorization and 
appropriations laws. 
(F) Statutory construction 
Nothing in this subsection shall be construed— 

(i) to prohibit the obligation of amounts pursuant to a letter of intent under this subsection in the 
same fiscal year as the letter of intent is issued; or 
(ii) to apply to, or replace, Federal assistance intended for interoperable communications that is 
not provided pursuant to a commitment under this subsection. 

(f) Interoperable communications plans 
Any applicant requesting funding assistance from the Secretary for interoperable communications for 
emergency response providers shall submit an Interoperable Communications Plan to the Secretary for 
approval. Such a plan shall— 

(1) describe the current state of communications interoperability in the applicable jurisdictions among 
Federal, State, and local emergency response providers and other relevant private resources; 
(2) describe the available and planned use of public safety frequency spectrum and resources for 
interoperable communications within such jurisdictions; 
(3) describe how the planned use of spectrum and resources for interoperable communications is 
compatible with surrounding capabilities and interoperable communications plans of Federal, State, and 
local governmental entities, military installations, foreign governments, critical infrastructure, and other 
relevant entities; 
(4) include a 5-year plan for the dedication of Federal, State, and local government and private resources 
to achieve a consistent, secure, and effective interoperable communications system, including planning, 
system design and engineering, testing and technology development, procurement and installation, 
training, and operations and maintenance; 
(5) describe how such 5-year plan meets or exceeds any applicable standards and grant requirements 
established by the Secretary; 
(6) include information on the governance structure used to develop the plan, including such information 
about all agencies and organizations that participated in developing the plan and the scope and 
timeframe of the plan; and 
(7) describe the method by which multi-jurisdictional, multidisciplinary input is provided from all 
regions of the jurisdiction, including any high-threat urban areas located in the jurisdiction, and the 
process for continuing to incorporate such input. 

(g) Definitions 
In this section: 

(1) Interoperable communications 
The term “interoperable communications” means the ability of emergency response providers and 
relevant Federal, State, and local government agencies to communicate with each other as necessary, 
through a dedicated public safety network utilizing information technology systems and radio 
communications systems, and to exchange voice, data, and video with one another on demand, in real 
time, as necessary. 
(2) Emergency response providers 
The term “emergency response providers” has the meaning that term has under section 101 of this title. 
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(h) Omitted 
(i) Sense of Congress regarding interoperable communications 

(1) Finding 
The Congress finds that— 

(A) many first responders working in the same jurisdiction or in different jurisdictions cannot 
effectively and efficiently communicate with one another; and 
(B) their inability to do so threatens the public's safety and may result in unnecessary loss of lives 
and property. 

(2) Sense of Congress 
It is the sense of Congress that interoperable emergency communications systems and radios should 
continue to be deployed as soon as practicable for use by the first responder community, and that 
upgraded and new digital communications systems and new digital radios must meet prevailing national, 
voluntary consensus standards for interoperability. 

 
(Pub. L. 108–458, title VII, §7303, Dec. 17, 2004, 118 Stat. 3843; Pub. L. 110–53, title III, §301(c), Aug. 3, 
2007, 121 Stat. 299.) 
 
References in Text 
Section 321 of this title, referred to in subsec. (a)(2)(B)(ii), was in the original a reference to section 510 of 
the Homeland Security Act of 2002, as added by section 7303(d) of Pub. L. 108–458, which was repealed 
by Pub. L. 109–295, title VI, §611(5), Oct. 4, 2006, 120 Stat. 1395. 
 
Codification 
Section is comprised of section 7303 of Pub. L. 108–458. Subsec. (d) of section 7303 of Pub. L. 108–458 
enacted section 321 of this title. Subsec. (h) of section 7303 of Pub. L. 108–458 amended sections 238 and 
312 of this title. 
Section was enacted as part of the Intelligence Reform and Terrorism Prevention Act of 2004, and also as 
part of the 9/11 Commission Implementation Act of 2004, and not as part of the Homeland Security Act of 
2002 which comprises this chapter. 
Section 301(c) of Pub. L. 110–53, which directed the amendment of section 7303 of the “Intelligence 
Reform and Terrorist Prevention Act of 2004”, was executed to this section, which is section 7303 of the 
Intelligence Reform and Terrorism Prevention Act of 2004, to reflect the probable intent of Congress. See 
2007 Amendment notes below. 
 
Amendments 
2007—Subsec. (f)(6), (7). Pub. L. 110–53, §301(c)(1), added pars. (6) and (7). See Codification note above. 
Subsec. (g)(1). Pub. L. 110–53, §301(c)(2), substituted “and video” for “or video”. See Codification note 
above. 
 
Effective Date 
Pub. L. 108–458, title VII, §7308, Dec. 17, 2004, 118 Stat. 3849, provided that: “Notwithstanding any other 
provision of this Act [see Tables for classification], this subtitle [subtitle C (§§7301–7308) of title VII of 
Pub. L. 108–458, enacting this section and section 321 of this title, amending sections 238 and 312 of this 
title, and enacting provisions set out as notes under this section and section 5196 of Title 42, The Public 
Health and Welfare] shall take effect on the date of enactment of this Act [Dec. 17, 2004].” 
 
Transfer of Functions 
For transfer of the SAFECOM Program, excluding elements related to research, development, testing, and 
evaluation and standards, to the Director for Emergency Communications, see section 571(d)(1) of this title. 
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Cross Border Interoperability Reports 
Pub. L. 110–53, title XXII, §2203, Aug. 3, 2007, 121 Stat. 541, provided that: 
“(a) In General.—Not later than 90 days after the date of enactment of this Act [Aug. 3, 2007], the Federal 
Communications Commission, in consultation with the Department of Homeland Security's Office of 
Emergency Communications, the Office of Management of [sic] Budget, and the Department of State shall 
report to the Senate Committee on Commerce, Science, and Transportation and the House of 
Representatives Committee on Energy and Commerce on— 
“(1) the status of the mechanism established by the President under section 7303(c) of the Intelligence 
Reform and Terrorism Prevention Act of 2004 (6 U.S.C. 194(c)) for coordinating cross border 
interoperability issues between— 
“(A) the United States and Canada; and 
“(B) the United States and Mexico; 
“(2) the status of treaty negotiations with Canada and Mexico regarding the coordination of the re-banding 
of 800 megahertz radios, as required under the final rule of the Federal Communication Commission in the 
‘Private Land Mobile Services; 800 MHz Public Safety Interface Proceeding’ (WT Docket No. 02–55; ET 
Docket No. 00–258; ET Docket No. 95–18, RM–9498; RM–10024; FCC 04–168) including the status of 
any outstanding issues in the negotiations between— 
“(A) the United States and Canada; and 
“(B) the United States and Mexico; 
“(3) communications between the Commission and the Department of State over possible amendments to 
the bilateral legal agreements and protocols that govern the coordination process for license applications 
seeking to use channels and frequencies above Line A; 
“(4) the annual rejection rate for the last 5 years by the United States of applications for new channels and 
frequencies by Canadian private and public entities; and 
“(5) any additional procedures and mechanisms that can be taken by the Commission to decrease the 
rejection rate for applications by United States private and public entities seeking licenses to use channels 
and frequencies above Line A. 
“(b) Updated Reports to Be Filed on the Status of Treaty of [sic] Negotiations.—The Federal 
Communications Commission, in conjunction with the Department of Homeland Security, the Office of 
Management of Budget, and the Department of State shall continually provide updated reports to the 
Committee on Commerce, Science, and Transportation of the Senate and the Committee on Energy and 
Commerce of the House of Representatives on the status of treaty negotiations under subsection (a)(2) until 
the appropriate United States treaty has been revised with each of— 
“(1) Canada; and 
“(2) Mexico. 
“(c) International Negotiations To Remedy Situation.—Not later than 90 days after the date of enactment of 
this Act [Aug. 3, 2007], the Secretary of the Department of State shall report to Congress on— 
“(1) the current process for considering applications by Canada for frequencies and channels by United 
States communities above Line A; 
“(2) the status of current negotiations to reform and revise such process; 
“(3) the estimated date of conclusion for such negotiations; 
“(4) whether the current process allows for automatic denials or dismissals of initial applications by the 
Government of Canada, and whether such denials or dismissals are currently occurring; and 
“(5) communications between the Department of State and the Federal Communications Commission 
pursuant to subsection (a)(3).” 
 
Submission of Reports to Appropriate Congressional Committees 
Pub. L. 110–53, title XXII, §2205, Aug. 3, 2007, 121 Stat. 543, provided that: “In addition to the 
committees specifically enumerated to receive reports under this title [enacting provisions set out as note 
under this section, section 701 of this title, and section 247d–3a of Title 42, The Public Health and Welfare, 
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and amending provisions set out as a note under section 309 of Title 47, Telegraphs, Telephones, and 
Radiotelegraphs], any report transmitted under the provisions of this title shall also be transmitted to the 
appropriate congressional committees (as defined in section 2(2) of the Homeland Security Act of 2002 (6 
U.S.C. 101(2))).” 
 
Regional Model Strategic Plan Pilot Projects 
Pub. L. 108–458, title VII, §7304, Dec. 17, 2004, 118 Stat. 3847, directed the Secretary of Homeland 
Security, not later than 90 days after Dec. 17, 2004, to establish not fewer than 2 pilot projects in high threat 
urban areas or regions likely to implement a national model strategic plan in order to develop a regional 
strategic plan to foster interagency communication and coordinate the gathering of all Federal, State, and 
local first responders in that area, consistent with the national strategic plan developed by the Department of 
Homeland Security, and to submit to Congress an interim report regarding the progress of the interagency 
communications pilot projects 6 months after Dec. 17, 2004, and a final report 18 months after Dec. 17, 
2004. 
1 See References in Text note below. 

 
§195. Office for Interoperability and Compatibility 

(a) Clarification of responsibilities 
The Director of the Office for Interoperability and Compatibility shall— 

(1) assist the Secretary in developing and implementing the science and technology aspects of the 
program described in subparagraphs (D), (E), (F), and (G) of section 194(a)(1) of this title; 
(2) in coordination with the Federal Communications Commission, the National Institute of Standards 
and Technology, and other Federal departments and agencies with responsibility for standards, support 
the creation of national voluntary consensus standards for interoperable emergency communications; 
(3) establish a comprehensive research, development, testing, and evaluation program for improving 
interoperable emergency communications; 
(4) establish, in coordination with the Director for Emergency Communications, requirements for 
interoperable emergency communications capabilities, which shall be nonproprietary where standards 
for such capabilities exist, for all public safety radio and data communications systems and equipment 
purchased using homeland security assistance administered by the Department, excluding any alert and 
warning device, technology, or system; 
(5) carry out the Department's responsibilities and authorities relating to research, development, testing, 
evaluation, or standards-related elements of the SAFECOM Program; 
(6) evaluate and assess new technology in real-world environments to achieve interoperable emergency 
communications capabilities; 
(7) encourage more efficient use of existing resources, including equipment, to achieve interoperable 
emergency communications capabilities; 
(8) test public safety communications systems that are less prone to failure, support new nonvoice 
services, use spectrum more efficiently, and cost less than existing systems; 
(9) coordinate with the private sector to develop solutions to improve emergency communications 
capabilities and achieve interoperable emergency communications capabilities; and 
(10) conduct pilot projects, in coordination with the Director for Emergency Communications, to test 
and demonstrate technologies, including data and video, that enhance— 

(A) the ability of emergency response providers and relevant government officials to continue to 
communicate in the event of natural disasters, acts of terrorism, and other man-made disasters; and 
(B) interoperable emergency communications capabilities. 

(b) Coordination 
The Director of the Office for Interoperability and Compatibility shall coordinate with the Director for 
Emergency Communications with respect to the SAFECOM program. 

http://143.231.180.80/view.xhtml?path=/title6/chapter1/subchapter3#194_1
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(c) Sufficiency of resources 
The Secretary shall provide the Office for Interoperability and Compatibility the resources and staff 
necessary to carry out the responsibilities under this section. 
 
(Pub. L. 107–296, title III, §314, as added Pub. L. 109–295, title VI, §672(a), Oct. 4, 2006, 120 Stat. 1441.) 

 
§195a. Emergency communications interoperability research and development 

(a) In general 
The Under Secretary for Science and Technology, acting through the Director of the Office for 
Interoperability and Compatibility, shall establish a comprehensive research and development program to 
support and promote— 

(1) the ability of emergency response providers and relevant government officials to continue to 
communicate in the event of natural disasters, acts of terrorism, and other man-made disasters; and 
(2) interoperable emergency communications capabilities among emergency response providers and 
relevant government officials, including by— 

(A) supporting research on a competitive basis, including through the Directorate of Science and 
Technology and Homeland Security Advanced Research Projects Agency; and 
(B) considering the establishment of a Center of Excellence under the Department of Homeland 
Security Centers of Excellence Program focused on improving emergency response providers’ 
communication capabilities. 

(b) Purposes 
The purposes of the program established under subsection (a) include— 

(1) supporting research, development, testing, and evaluation on emergency communication capabilities; 
(2) understanding the strengths and weaknesses of the public safety communications systems in use; 
(3) examining how current and emerging technology can make emergency response providers more 
effective, and how Federal, State, local, and tribal government agencies can use this technology in a 
coherent and cost-effective manner; 
(4) investigating technologies that could lead to long-term advancements in emergency communications 
capabilities and supporting research on advanced technologies and potential systemic changes to 
dramatically improve emergency communications; and 
(5) evaluating and validating advanced technology concepts, and facilitating the development and 
deployment of interoperable emergency communication capabilities. 

(c) Definitions 
For purposes of this section, the term “interoperable”, with respect to emergency communications, has the 
meaning given the term in section 578 of this title. 
 
(Pub. L. 107–296, title III, §315, as added Pub. L. 109–295, title VI, §673(a), Oct. 4, 2006, 120 Stat. 1443.) 

 
§195b. National Biosurveillance Integration Center 

(a) Establishment 
The Secretary shall establish, operate, and maintain a National Biosurveillance Integration Center (referred 
to in this section as the “NBIC”), which shall be headed by a Directing Officer, under an office or 
directorate of the Department that is in existence as of August 3, 2007. 
(b) Primary mission 
The primary mission of the NBIC is to— 

(1) enhance the capability of the Federal Government to— 
(A) rapidly identify, characterize, localize, and track a biological event of national concern by 
integrating and analyzing data relating to human health, animal, plant, food, and environmental 
monitoring systems (both national and international); and 
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(B) disseminate alerts and other information to Member Agencies and, in coordination with (and 
where possible through) Member Agencies, to agencies of State, local, and tribal governments, as 
appropriate, to enhance the ability of such agencies to respond to a biological event of national 
concern; and 

(2) oversee development and operation of the National Biosurveillance Integration System. 
(c) Requirements 
The NBIC shall detect, as early as possible, a biological event of national concern that presents a risk to the 
United States or the infrastructure or key assets of the United States, including by— 

(1) consolidating data from all relevant surveillance systems maintained by Member Agencies to detect 
biological events of national concern across human, animal, and plant species; 
(2) seeking private sources of surveillance, both foreign and domestic, when such sources would 
enhance coverage of critical surveillance gaps; 
(3) using an information technology system that uses the best available statistical and other analytical 
tools to identify and characterize biological events of national concern in as close to real-time as is 
practicable; 
(4) providing the infrastructure for such integration, including information technology systems and 
space, and support for personnel from Member Agencies with sufficient expertise to enable analysis and 
interpretation of data; 
(5) working with Member Agencies to create information technology systems that use the minimum 
amount of patient data necessary and consider patient confidentiality and privacy issues at all stages of 
development and apprise the Privacy Officer of such efforts; and 
(6) alerting Member Agencies and, in coordination with (and where possible through) Member 
Agencies, public health agencies of State, local, and tribal governments regarding any incident that 
could develop into a biological event of national concern. 

(d) Responsibilities of the Directing Officer of the NBIC 
(1) In general 
The Directing Officer of the NBIC shall— 

(A) on an ongoing basis, monitor the availability and appropriateness of surveillance systems used by 
the NBIC and those systems that could enhance biological situational awareness or the overall 
performance of the NBIC; 
(B) on an ongoing basis, review and seek to improve the statistical and other analytical methods used by 
the NBIC; 
(C) receive and consider other relevant homeland security information, as appropriate; and 
(D) provide technical assistance, as appropriate, to all Federal, regional, State, local, and tribal 
government entities and private sector entities that contribute data relevant to the operation of the NBIC. 

(2) Assessments 
The Directing Officer of the NBIC shall— 

(A) on an ongoing basis, evaluate available data for evidence of a biological event of national concern; 
and 
(B) integrate homeland security information with NBIC data to provide overall situational awareness 
and determine whether a biological event of national concern has occurred. 

(3) Information sharing 
(A) In general 
The Directing Officer of the NBIC shall— 

(i) establish a method of real-time communication with the National Operations Center; 
(ii) in the event that a biological event of national concern is detected, notify the Secretary and 
disseminate results of NBIC assessments relating to that biological event of national concern to 
appropriate Federal response entities and, in coordination with relevant Member Agencies, regional, 
State, local, and tribal governmental response entities in a timely manner; 
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(iii) provide any report on NBIC assessments to Member Agencies and, in coordination with 
relevant Member Agencies, any affected regional, State, local, or tribal government, and any private 
sector entity considered appropriate that may enhance the mission of such Member Agencies, 
governments, or entities or the ability of the Nation to respond to biological events of national 
concern; and 
(iv) share NBIC incident or situational awareness reports, and other relevant information, consistent 
with the information sharing environment established under section 485 of this title and any policies, 
guidelines, procedures, instructions, or standards established under that section. 

(B) Consultation 
The Directing Officer of the NBIC shall implement the activities described in subparagraph (A) 
consistent with the policies, guidelines, procedures, instructions, or standards established under section 
485 of this title and in consultation with the Director of National Intelligence, the Under Secretary for 
Intelligence and Analysis, and other offices or agencies of the Federal Government, as appropriate. 

(e) Responsibilities of the NBIC member agencies 
(1) 1 In general 
Each Member Agency shall— 

(A) use its best efforts to integrate biosurveillance information into the NBIC, with the goal of 
promoting information sharing between Federal, State, local, and tribal governments to detect 
biological events of national concern; 
(B) provide timely information to assist the NBIC in maintaining biological situational awareness for 
accurate detection and response purposes; 
(C) enable the NBIC to receive and use biosurveillance information from member agencies to carry 
out its requirements under subsection (c); 
(D) connect the biosurveillance data systems of that Member Agency to the NBIC data system under 
mutually agreed protocols that are consistent with subsection (c)(5); 
(E) participate in the formation of strategy and policy for the operation of the NBIC and its 
information sharing; 
(F) provide personnel to the NBIC under an interagency personnel agreement and consider the 
qualifications of such personnel necessary to provide human, animal, and environmental data 
analysis and interpretation support to the NBIC; and 
(G) retain responsibility for the surveillance and intelligence systems of that department or agency, if 
applicable. 

(f) Administrative authorities 
(1) Hiring of experts 
The Directing Officer of the NBIC shall hire individuals with the necessary expertise to develop and 
operate the NBIC. 
(2) Detail of personnel 
Upon the request of the Directing Officer of the NBIC, the head of any Federal department or agency 
may detail, on a reimbursable basis, any of the personnel of that department or agency to the Department 
to assist the NBIC in carrying out this section. 

(g) NBIC interagency working group 
The Directing Officer of the NBIC shall— 

(1) establish an interagency working group to facilitate interagency cooperation and to advise the 
Directing Officer of the NBIC regarding recommendations to enhance the biosurveillance capabilities of 
the Department; and 
(2) invite Member Agencies to serve on that working group. 

(h) Relationship to other departments and agencies 
The authority of the Directing Officer of the NBIC under this section shall not affect any authority or 
responsibility of any other department or agency of the Federal Government with respect to biosurveillance 
activities under any program administered by that department or agency. 

http://143.231.180.80/view.xhtml?path=/title6/chapter1/subchapter3#195b_1_target
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(i) Authorization of appropriations 
There are authorized to be appropriated such sums as are necessary to carry out this section. 
(j) Definitions 
In this section: 

(1) The terms “biological agent” and “toxin” have the meanings given those terms in section 178 of title 
18. 
(2) The term “biological event of national concern” means— 

(A) an act of terrorism involving a biological agent or toxin; or 
(B) a naturally occurring outbreak of an infectious disease that may result in a national epidemic. 

(3) The term “homeland security information” has the meaning given that term in section 482 of this 
title. 
(4) The term “Member Agency” means any Federal department or agency that, at the discretion of the 
head of that department or agency, has entered a memorandum of understanding regarding participation 
in the NBIC. 
(5) The term “Privacy Officer” means the Privacy Officer appointed under section 142 of this title. 

 
(Pub. L. 107–296, title III, §316, as added Pub. L. 110–53, title XI, §1101(a), Aug. 3, 2007, 121 Stat. 375.) 
 
Deadline for Implementation 
Pub. L. 110–53, title XI, §1101(c), Aug. 3, 2007, 121 Stat. 378, provided that: “The National 
Biosurveillance Integration Center under section 316 of the Homeland Security Act [of 2002, 6 U.S.C. 
195b], as added by subsection (a), shall be fully operational by not later than September 30, 2008.” 
1 So in original. No par. (2) has been enacted. 

 
§195c. Promoting antiterrorism through international cooperation program 

(a) Definitions 
In this section: 

(1) Director 
The term “Director” means the Director selected under subsection (b)(2). 
(2) International cooperative activity 
The term “international cooperative activity” includes— 

(A) coordinated research projects, joint research projects, or joint ventures; 
(B) joint studies or technical demonstrations; 
(C) coordinated field exercises, scientific seminars, conferences, symposia, and workshops; 
(D) training of scientists and engineers; 
(E) visits and exchanges of scientists, engineers, or other appropriate personnel; 
(F) exchanges or sharing of scientific and technological information; and 
(G) joint use of laboratory facilities and equipment. 

(b) Science and Technology Homeland Security International Cooperative Programs Office 
(1) Establishment 
The Under Secretary shall establish the Science and Technology Homeland Security International 
Cooperative Programs Office. 
(2) Director 
The Office shall be headed by a Director, who— 

(A) shall be selected, in consultation with the Assistant Secretary for International Affairs, by and 
shall report to the Under Secretary; and 
(B) may be an officer of the Department serving in another position. 

(3) Responsibilities 
(A) Development of mechanisms 

http://143.231.180.80/view.xhtml?path=/title6/chapter1/subchapter3#195b_1
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The Director shall be responsible for developing, in coordination with the Department of State and, 
as appropriate, the Department of Defense, the Department of Energy, and other Federal agencies, 
understandings and agreements to allow and to support international cooperative activity in support 
of homeland security. 
(B) Priorities 
The Director shall be responsible for developing, in coordination with the Office of International 
Affairs and other Federal agencies, strategic priorities for international cooperative activity for the 
Department in support of homeland security. 
(C) Activities 
The Director shall facilitate the planning, development, and implementation of international 
cooperative activity to address the strategic priorities developed under subparagraph (B) through 
mechanisms the Under Secretary considers appropriate, including grants, cooperative agreements, or 
contracts to or with foreign public or private entities, governmental organizations, businesses 
(including small businesses and socially and economically disadvantaged small businesses (as those 
terms are defined in sections 632 and 637 of title 15, respectively)), federally funded research and 
development centers, and universities. 
(D) Identification of partners 
The Director shall facilitate the matching of United States entities engaged in homeland security 
research with non-United States entities engaged in homeland security research so that they may 
partner in homeland security research activities. 

(4) Coordination 
The Director shall ensure that the activities under this subsection are coordinated with the Office of 
International Affairs and the Department of State and, as appropriate, the Department of Defense, the 
Department of Energy, and other relevant Federal agencies or interagency bodies. The Director may 
enter into joint activities with other Federal agencies. 

(c) Matching funding 
(1) In general 

(A) Equitability 
The Director shall ensure that funding and resources expended in international cooperative activity 
will be equitably matched by the foreign partner government or other entity through direct funding, 
funding of complementary activities, or the provision of staff, facilities, material, or equipment. 
(B) Grant matching and repayment 

(i) In general 
The Secretary may require a recipient of a grant under this section— 

(I) to make a matching contribution of not more than 50 percent of the total cost of the 
proposed project for which the grant is awarded; and 
(II) to repay to the Secretary the amount of the grant (or a portion thereof), interest on such 
amount at an appropriate rate, and such charges for administration of the grant as the 
Secretary determines appropriate. 

(ii) Maximum amount 
The Secretary may not require that repayment under clause (i)(II) be more than 150 percent of 
the amount of the grant, adjusted for inflation on the basis of the Consumer Price Index. 

(2) Foreign partners 
Partners may include Israel, the United Kingdom, Canada, Australia, Singapore, and other allies in the 
global war on terrorism as determined to be appropriate by the Secretary of Homeland Security and the 
Secretary of State. 
(3) Loans of equipment 
The Director may make or accept loans of equipment for research and development and comparative 
testing purposes. 
(d) Foreign reimbursements 
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If the Science and Technology Homeland Security International Cooperative Programs Office 
participates in an international cooperative activity with a foreign partner on a cost-sharing basis, any 
reimbursements or contributions received from that foreign partner to meet its share of the project may 
be credited to appropriate current appropriations accounts of the Directorate of Science and Technology. 

(e) Report to Congress on international cooperative activities 
Not later than one year after August 3, 2007, and every 5 years thereafter, the Under Secretary, acting 
through the Director, shall submit to Congress a report containing— 

(1) a brief description of each grant, cooperative agreement, or contract made or entered into under 
subsection (b)(3)(C), including the participants, goals, and amount and sources of funding; and 
(2) a list of international cooperative activities underway, including the participants, goals, expected 
duration, and amount and sources of funding, including resources provided to support the activities in 
lieu of direct funding. 

(f) Animal and zoonotic diseases 
As part of the international cooperative activities authorized in this section, the Under Secretary, in 
coordination with the Chief Medical Officer, the Department of State, and appropriate officials of the 
Department of Agriculture, the Department of Defense, and the Department of Health and Human Services, 
may enter into cooperative activities with foreign countries, including African nations, to strengthen 
American preparedness against foreign animal and zoonotic diseases overseas that could harm the Nation's 
agricultural and public health sectors if they were to reach the United States. 
(g) Construction; authorities of the Secretary of State 
Nothing in this section shall be construed to alter or affect the following provisions of law: 

(1) Title V of the Foreign Relations Authorization Act, Fiscal Year 1979 (22 U.S.C. 2656a et seq.). 
(2) Section 112b(c) of title 1. 
(3) Section 2651a(e)(2) of title 22. 
(4) Sections 2752 and 2767 of title 22. 
(5) Section 2382(c) of title 22. 

(h) Authorization of appropriations 
There are authorized to be appropriated to carry out this section such sums as are necessary. 
 
(Pub. L. 107–296, title III, §317, as added Pub. L. 110–53, title XIX, §1901(b)(1), Aug. 3, 2007, 121 Stat. 
505.) 
 
References in Text 
The Foreign Relations Authorization Act, Fiscal Year 1979, referred to in subsec. (g)(1), is Pub. L. 95–426, 
Oct. 7, 1978, 92 Stat. 963. Title V of the Act is classified generally to sections 2656a to 2656d of Title 22, 
Foreign Relations and Intercourse. For complete classification of this Act to the Code, see Tables. 
 
Findings 
Pub. L. 110–53, title XIX, §1901(a), Aug. 3, 2007, 121 Stat. 505, provided that: “Congress finds the 
following: 
“(1) The development and implementation of technology is critical to combating terrorism and other high 
consequence events and implementing a comprehensive homeland security strategy. 
“(2) The United States and its allies in the global war on terrorism share a common interest in facilitating 
research, development, testing, and evaluation of equipment, capabilities, technologies, and services that 
will aid in detecting, preventing, responding to, recovering from, and mitigating against acts of terrorism. 
“(3) Certain United States allies in the global war on terrorism, including Israel, the United Kingdom, 
Canada, Australia, and Singapore have extensive experience with, and technological expertise in, homeland 
security. 
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“(4) The United States and certain of its allies in the global war on terrorism have a history of successful 
collaboration in developing mutually beneficial equipment, capabilities, technologies, and services in the 
areas of defense, agriculture, and telecommunications. 
“(5) The United States and its allies in the global war on terrorism will mutually benefit from the sharing of 
technological expertise to combat domestic and international terrorism. 
“(6) The establishment of an office to facilitate and support cooperative endeavors between and among 
government agencies, for-profit business entities, academic institutions, and nonprofit entities of the United 
States and its allies will safeguard lives and property worldwide against acts of terrorism and other high 
consequence events.” 
 
Transparency of Funds 
Pub. L. 110–53, title XIX, §1902, Aug. 3, 2007, 121 Stat. 508, provided that: “For each Federal award (as 
that term is defined in section 2 of the Federal Funding Accountability and Transparency Act of 2006 [Pub. 
L. 109–282] (31 U.S.C. 6101 note)) under this title [enacting this section and provisions set out as notes 
under this section] or an amendment made by this title, the Director of the Office of Management and 
Budget shall ensure full and timely compliance with the requirements of the Federal Funding Accountability 
and Transparency Act of 2006 (31 U.S.C. 6101 note).” 
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