
CISA FOIA Log 
March 1. 2020 - September 30. 2020 

Request ID Requester Name Request Description 
Received 

Date 
2020-NPF0-00122 Vallejo, Richard all training documentation related to reverse engineering, developing exploits, zero day exploit development, vulnerability management, patch management, 3/2/2020 

incident response procedures, and penetration testing 

2020-NPF0-00125 l(b)(6) I records with the Department of Homeland Security 3/4/2020 

2020-NPF0-00123 Sheats, Christopher copies of internal presentations, reports, studies, memorandum, or proposals created or received by National Cybersecurity and Communications Integration 3/4/2020 
Center concerning software developed by The Tor Project, Inc., including but not limited to: Tor, Tor Browser, Tor bridges, Tor onion sites (v2 or v3, sometimes 

called "darkweb" or "darknet" sites), Tor onion services (v2 or v3, sometimes called "hidden services"), Tor bandwidth authorities or directory authorities,Tor 

pluggable t ransports (obfs4, meek, ScrambleSuit, etc),Tor relays (a lso known as " routers" or "nodes", sometimes called "guard", "middle", or "exit" relays) 

(Date Range for Record Search: From 1/1/2010 To 3/4/2020) 
2020-NPF0-00124 Johnson, Douglas all records held by any staff of the Cyberstructure and Infrastructure Security Agency ("CISA"), Department of Homeland Security, that were created, received, 3/4/2020 

modified, or forwarded pertaining to an incursion of drones within the base parameter surrounding the Palo Verde nuclear generating station in Arizona (Date 

Range for Record Search: From 9/27/2019 To 10/31/2019) 

2020-NPF0-00128 Pasupu, Harishwar 1. A copy of any exist ing records showing informat ion regarding depositor names, amounts and dates for all unrefunded cash escrows, cash deposits, 3/5/2020 
performance or construction bonds which have been deposited w ith your municipality t hat have not been returned or refunded; 2. A copy of any records 

showing the (i) payee or vendor names, (ii) check issue dates, (iii) check number, and (iv) dollar amounts of every uncashed /sta le-dated vendor check that has 

aged more t han (6) months from the date of this letter in an amount equal to or greater than one thousand dollars ($1,000.00); and 3. Financial spreadsheet, 

ledger, or any other account ing record of property tax overpayments, or claimed/unredeemed tax lien certificates which have been refundable for more than 

(6) months from the date of this letter showing the (i) payee names (ii) check issue dates, (iii) check numbers, and (iv} dollar amounts over $1,000.00 

2020-NPF0-00126 Tucker, Eric an opportunity to inspect or any and all email correspondences, obtain copies of public records that relate to correspondence between representatives of the 3/5/2020 
Federal Bureau of Investigation ("FBI") and t he U.S. Department of Homeland Security ("OHS"} and officials in the Office of the Nevada Secretary of State, 

particu larly Secretary of State Barbara Cegasvke, Chief Deputy Secretary of State Scott Anderson and Wayne Thorley, t he deputy secretary of state for 
elections (Date Range for Record Search: From 1/1/2019 To 2/27/2020) 

2020-NPF0-00127 l(b)(6) I V.A. No. ST-10657250-20-PH, including, but not limited to, the applications of all applicants interviewed, including my own, the ranking panel's ratings and 3/5/2020 

rankings, all interview questions and notes of interviews, select ion certification and all other documents contained in the selection action file 

2020-NPF0-00129 l(b)(6) I Accident Report--Windsor Pallet Ltd, involved our Truck and Light Speed Logistics Inc, located at the Ambassador Bridge before the US customs Booths - 2810 3/10/2020 
West Fort St. Detroit, Michigan 48216 (Date Range for Record Search: From 3/2/2020 To 3/2/2020) 

2020-NPF0-00130 Towle,John security video footage of the front of the Norfolk Federal Building (Granby ST) at 0441 - 0500 hours regarding an attempted unauthorized ent ry of a 3/10/2020 
Government Vehicle parked at this locat ion at t he above t ime; footage is needed for U.S Coast Guard official action (Date Range for Record Search: From 

3/7/2020 To 3/7/2020) 
2020-NPF0-00131 Slater, Dorothy copies of all logs of congressional correspondence to or from any officials at Office of Cybersecurity and Communications and Rep. Don Bacon (Date Range for 3/12/2020 

Record Search: From 1/1/2017 To 3/11/2020) 
2020-NPF0-00135 Eversden, Andrew A list of PDOs that Chris Krebs referred to in a hearing in front of House Homeland Security Committee subcommittee on which he said "we do have a 3/12/2020 

significant list of PDOs, or program opportunit ies that we would be able to, if funded, we'd able to execute." 

2020-NPF0-00132 l(b)(6) I a report t hat Officel(b)(6 lompleted on the requester 3/16/2020 

2020-NPF0-00134 Lauzon, Anthony 1. Any and all records relating to University of Pennsylvania satell ite communications capabilities, contracts, agreements or capacities. a. The details of any 3/16/2020 

communications satellite names, radio frequency operational characterist ics, station locations and operator names w ith respect to satellites that the 
University of Pennsylvania has the ability to operate and/or transmit information to and/or from; and b. Any communications logs or other documentation 

pertaining to past or ongoing transmissions to or from the University of Pennsylvania with respect to these satellites, including geographical locations of 

transmission endpoints. 



Request ID Requester Name Request Description 
Received 

Date 
2020-NPF0-00136 Evers, Austin All e-mail communications from September 1, 2018, t hrough September 30, 2018,between all political appointees in the following USDA offices: a)The 3/17/2020 

immediate Office of the Secretary; b)The Office of the Assistant Secretary for Civil Rights; c) The Office of the Assistant Secretary for Congressional Relations; 

d)The Office of the Under Secret ary for Food Safety; e) The immediate Office of t he Under Secretary for Farm Production and Conservation; f) The Risk 

Management Agency; and g) The Farm Service Agency's Office of the State Executive Director of North Carolina. And any of the following entities or individuals 

representing these entities: i) The North Carolina Department of Environmental Quality, including anyone whose email address ends in @ncdenr.gov; ii) The 

North Carolina Department of Health and Human Services, including anyone w hose email address ends in@dhhs.nc.gov; iii) The North Carolina Pork Council 

(NCPC), including Andy Curliss, Jan Archer, and anyone whose email address ends in @ncpork.org; iv) The National Pork Producers Council (NPPC), including 

John Weber, Neil Dierks, M ichael Formica, Tom Hebert, Nick Giordano, and anyone whose email address ends in @nppc.org; v) Smithfield Foods, Inc., 

includ ing Michael Skahill and anyone whose email address ends in@smithfield.com or@smithfieldfoods.com; v i) Murphy-Brown, LLC, including anyone 

w hose email address ends in@murphybrownllc.com; or vii)The National Pork Board, including Bill Even, Steve Rommereim, Deborah Ballance, Terry O'Neel, 

Brett Kaysen, Scott Phillips, Heather Hill, and anyone w hose email address ends in @pork.org. (Date Range for Record Search: From 9/1/2018 To 9/30/2018) 

2020-NPF0-00133 Gray, Elizabeth copies of all logs of congressional correspondence to or from any officials at Office of Cybersecurity and Communications and Rep. Brian Fitzpatrick between 3/17/2020 

January 1, 2017, and March 16, 2020. (Date Range for Record Search: From 1/1/2017 To 3/16/2020) 

2020-NPF0-00137 Tucker, Eric copies of any and all emails, memos, after-action reports, documents, summaries and other records in the possession of the Cybersecurity and Infrastructure 3/17/2020 
Security Agency relating to Alert (AA20-049A) t itled Ransomware Impacting Pipeline Operations, dated February 18, 2020 and publicly available on the CISA 

website at the following link: https://www.us-cert.gov/ncas/alerts/aa20-049a 

2020-NPF0-00138 Bennett, Christopher a list of government procurement card holders for NPPD to include: - First name, Last Name - Address, City, St ate, Zip Code - Phone Number - Email Address 3/18/2020 

2020-NPF0-00141 Skroupa, James all security clearance records, facility security clearance records, suitabil ity investigation records, any investigation records complete or incomplete pertaining 3/31/2020 

to himself 

2020-NPF0-00142 Ravnitzky, Michael a copy of the ten oldest pending FOIA requests at NPPD 4/1/2020 

2020-NPF0-00144 Kb)(6) I any records containingKb)(6) In o r around Moorpark, CA; McAllen, TX; Corpus Christi, TX; or Provo, UT 4/15/2020 

2020-NPF0-00145 Arslanian, George all records relating to Department of Homeland Security Ref No. MT103-USD50M-TRN3701625745913097/USD4.950B-TRN6429084106500716, regarding 4/23/2020 

domestic wire transfers frozen by OHS since January 2020 pending investigation and satisfying all relevant criteria Requester modification after NMI letter: The 

relevant t ime period is December 31, 2019 through May 20, 2020. Dates and descriptions will be provided where known. 1. OHS communicat ions with 
(b )(6) I including, but not limited to, OHS letter of January 30, 2020 advising t hat his wired funds have been blocked. 2. Document(s) ordering 

government agencies to block the w ired funds ofkb)(6) ~o Blue Investment Holding, LLC. 3. Document(s) that set forth the national interest reasons 

and or the basis for blocking the funds. 4. DHS and other agency restrictions of use applicable to the funds of!(b)(6) p n deposit in the United States. 

5. Document(s) setting forth approved and accept able application and use of t he funds ofl(b)(6) ln the United States. 6. Document(s) initiating 

invest igation of Blue Investment Holding LLC,kb)(6) nd Sterling Capital Growth LLC. 7. Invest igative reports by CISA and other government 

agencies of Blue Investment Holding LLC,Kb)(6) nd Sterling Capital Growth LLC. 8. Agreement dated March 12, 2020 between PT.YR INVESTAMA 

MULIASEJATI and BLUE INVESTMENT HOLDING LLC and Acknowledged by JP Morgan Chase and United States byl(b)(6) ~ nd 
Department of Homeland Security by Chad F. Wolf and Ken Cuccinelli on March 17, 2020. (Date Range for Record Search: From 12/31/2019 To 5/14/2020) 

2020-NPF0-00147 Biel, Sean 1. Any payment to Bluewater Global Partners, Inc. held up by the National Protection and Programs Directorate between August 14, 2017 and April 21, 2020. 4/24/2020 

2. Anv payment toKb)(6) eld up by the National Protection and Programs Directorate between August 14, 2017 and April 21, 2020. 3. Any payment 

toi b)(6) Jield up by the National Protection and Programs Directorate between August 14, 2017 and April 21, 2020. 4. Any payment to 

Taxperts, Inc. held up by the National Protection and Programs Directorate between August 14, 2017 and April 21, 2020. 5. Any payment tq'.b)(6) ~eld up 
by the National Protection and Programs Directorate between August 14, 2017 and April 21, 2020. 6. Any payment to VZON, LLC held up by the National 

Protect ion and Programs Directorate between August 14, 2017 and April 21, 2020. 

2020-NPF0-00152 Kb)(6) I Anything that was placed in my file 4/24/2020 

2020-NPF0-00151 Eversden, And rew a document t itled "OHS/FBI/NIST Recommendations: Options to Protect and Defend US Election Infrastructure and US Political Parties," as mentioned on page 4/24/2020 

7 and 44 of Volume 4 of t he Senate Select Committee on Intelligence report titled "RUSSIAN ACTIVE MEASURES CAMPAIGNS AND INTERFERENCE IN THE 2016 

U.S. ELECTION VOLUME 4: REVIEW OF THE INTELLIGENCE COMMUNITY ASSESSMENT WITH ADDITIONAL VIEWS COMMITTEE." 

2020-NPF0-00149 Kb)(6) I (None provided) 4/24/2020 



Request ID Requester Name Request Description 
Received 

Date 
2020-NPF0-00146 Geller, Eric The unclassified document entitled "OHS/FBI/NIST Recommendations: Options to Protect and Defend US Election Infrastructure and US Political Parties," 4/24/2020 

w hich was included in the compartmented version of the December 2016 Intelligence Community Assessment. See page 7 (item #5) and page 44 (first f ull 

paragraph) of this Senate Intelligence Committee report [https://www.intelligence.senate.gov/sites/default/files/documents/Report_Vo1ume4.pdf] for 

references t o th is unclassified document. The Senat e report describes the document as being an 11-page independent product of t he Department of 

Homeland Security, t he FBI, and the National Institute of Standards and Technology. 

2020-NPF0-00150 Sa lter, Jeffrey I am requesting any and all records, emails, and correspondence associated with the award of a cont ract to Triple Canopy for providing armed guard services 4/24/2020 

to FEMA Region X at both the FRC and NCC in Bothell, Washington. In particular, how was the award competed and how was it awarded to Triple Canopy. Was 

there a competition for this effort? Was it a sole source award and if so, what was the basis of this sole source decision? Was this contractual effort considered 

for small business or a small business sub category? What are FPS' small business goals and what are the current levels of obtaining these goals? 

2020-NPF0-00153 Holmes, Elisabeth any and all records referring to, relat ing to, mentioning, or concerning: 1. Civil Liberties Defense Center (EIN 58-2670951, a 501(c)(3) nonprofit public benefit 5/1/2020 
organization established in 2003 and based in Eugene, Oregon which provides legal representation, legal support, and educational resources to the public); 2. 

(b)(6) l see enclosed Privacy Act waiver enclosed for personal identifying information); 3,kb)(6) !(see enclosed Privacy Act waiver enclosed 

for personal identifying information); 4. l(b)(6) l(see enclosed Privacy Act waiver enclosed for personal identifying information); 5. l(b)(6) I 
(no Privacy Act waiver enclosed); 6,kb)(6) !see enclosed Privacy Act waiver enclosed for personal identifying information); and 7. ~b)(6) I 
(b )(6) see enclosed Privacy Act waiver enclosed for personal identifying information). The request includes any and all communications and correspondence 

records, which is intended to include records sent, forwarded, received, or generated by or between any representative, division, department, section, bureau, 

committee, or office management, field staff, employee regardless of whether t he communication or correspondence involves t he federal, st ate, local 

government, private company, and/or non-governmental organization; inter or intra agency communications or correspondence. (Date Range for Record 

Search: From 6/19/2003 To 5/15/2020) 

2020-NPF0-00148 Silverman, Nancy the following records from the Cybersecurity and Information Security Agency ("CISA"): 1) any and all records in t he possession of CISA relating to the firm 5/5/2020 

McKinsey & Company ("McKinsey") for the period January 1, 2015 to t he present . The term "records" includes t he following: (a) communications between any 

employee or partner of McKinsey and any employee of CISA including emails (email domain for McKinsey ending in "@mckinsey.com"), letters, faxes, 

memoranda and any other type of written communication; (b) any audits, reports and memoranda prepared by CISA relating to work performed by McKinsey; 

(c) any audits, reports and memoranda prepared by McKinsey for CISA; (d) any contract bids submitted by McKinsey in response to a RFI (request for 

information) or a RFP (request for proposal) that are in the possession of CISA; (e) copies of any contract awarded to McKinsey by CISA that are in the 

possession of CISA and all associated contract documents; (f) any other internal communications or documents in the possession of CISA concerning or 

mentioning McKinsey. The terms "communications" and "documents" include reports, memoranda, emails, letters, faxes, notes or any other type of written 

communication or document. 2) All FOIA logs for the period January 1, 2015 to the present. 3) All other FOIA requests received by CISA from January 1, 2015 to 

the present seeking documents and information pertaining to McKinsey, wh ich mention or pertain to McKinsey, all other communications related to those 

requests, and all responsive materials provided by CISA to those requesters. 

2020-NPF0-00154 Mosser, Christina I am seeking the statement of work or request for proposal that was issued in relation to the following award: Award #HSHQDC16F00168 Award Title: The 5/19/2020 

Government req uires executive-level/CEO level planning and study support; performance management and measurement support, analysis, special studies, 

and research support; executive-level facilitation; and end-user design graphics and development support. 

2020-NPF0-00155 Martinez, Freddy any spreadsheets, slideshows, handouts, memos, emails related to the Migrant Farmwork Task Force. Please search for records from the following individuals 5/27/2020 

at CISA: Deputy Director, Matthew Travis Assistant Director for Cybersecurity, Bryan Ware Assistant Director for Infrast ructure Security, Brian Harrell Acting 

Assistant Director for Emergency Communications, Vincent Delaurentis Assistant Direct or, National Risk Management Center (NRMC), Bob Kolasky (Date 

Range for Record Search: From 4/1/2020 To 4/28/2020) 



Re quest ID Requester Name Request Descript ion 
Received 

Date 
2020-NPF0-00156 Leopold, Jason 1. Emails, memos, letters, directives, mentioning or referring to "Minneapolis riot," "Los Angeles riot," "Washington, DC riot," "protests and black lives matter," 6/1/2020 

"protests and George Floyd," "protests and rioters and looters," "White House and protests," "Trump and tweet and shooting and looters," "protests and 

M inneapolis," "protests and Washington, DC," "protests and secret service," "protests and looting," "protests and ANTIFA," "protests and Boogaloo," "Big Igloo 

Bois and protests," "NYPD and Black Lives Matter and protests," "protests and white supremacists," "protests and Proud Boys," "protests and federal property 

and Federal Protective Service," "protests and National Guard," "protests and Santa Monica and Beverly Hills," "protests and riot," "Donald Trump and bunker 
and protests," "protests and social media," "George Floyd and Twitter and Facebook," "Black Lives Matter and Twitter and Facebook," Donald Trump and 

tweets and protests." Please be sure any correspondence includes emails exchanged with fusion centers and Joint Terrorism Task Forces and any eop.gov 

email address. 2. Intelligence Bulletins, PATRIOT reports, open source intelligence and reports, Threat Assessments, Situation Reports, directives, mentioning 
or referring to nationwide protests and looting that took place between May 25 and June 1, 2020 that were sparked by the death while in police custody of 

George Floyd. 3. Legal opinions, legal guidance, legal memos mentioning or referring to the nationwide protests and looting and rioting that started on May 

25, 2020 following the death of George Floyd while in police custody. 4. Records mentioning or referring to" riots and protests and looting" that took place in 

the following cities relating to the death of George Floyd between May 25, 2020 and t he date the search for responsive records is conducted: Auburn Ala. 
Birmingham Ala. Decatur Ala. Florence Ala. Gadsden Ala. Hoover Ala. Huntsville Ala. Mobile Ala. Montgomery Ala. Opelika Ala. Tuscaloosa Ala. Anchorage 

Alaska Fairbanks Alaska Juneau Alaska Fort Smith Ariz. Jonesboro Ariz. Phoenix Ariz. Tucson Ariz. Fayetteville Ark. Little Rock Ark. Bakersfield Calif. Berkeley 

Calif. Chico Calif. Eureka Calif. Fontana Calif . Fresno Calif. Hayward Ca lif. La Mesa Calif. Los Angeles Calif. Modesto Calif. Monterey Calif. Oakland Calif . Oxnard 

Calif. Sacramento Calif. San Diego Calif. San Francisco Calif. San Jose Calif. Santa Ana Cal if. Santa Barbara Calif. Santa Cruz Calif. Santa Maria Calif. Seaside Ca lif. 
Vallejo Calif . Visalia Calif. Boulder Colo. Colorado Springs Colo. Denver Colo. Durango Colo. Fort Collins Colo. Pueblo Colo. Hartford Conn. New Britain Conn. 

New Haven Conn. Norwalk Conn. Stamford Conn. Waterbury Conn. District of Columbia Daytona Beach Fla. Fort Myers Fla. Ft. Lauderdale Fla. Gainesville Fla. 

Jacksonville Fla. Lake Worth Fla. Lakeland Fla. M iami Fla. Ocala Fla. Orlando Fla. Panama City Fla. Pensacola Fla. Port Orange Fla. Sarasota Fla. St . Augustine Fla. 

St . Petersburg Fla. Tallahassee Fla. Tampa Fla. West Palm Beach Fla. Albany Ga. Atlanta Ga. Augusta Ga. Columbus Ga. Gainesville Ga. LaGrange Ga. Rome Ga. 

Savannah Ga. Valdosta Ga. Warner Robins Ga. Honolulu Hawaii Kailua-Kona Hawaii Maui Hawaii Oahu Hawaii Boise Idaho Idaho Falls Idaho Chicago Ill. 
Evansville Ind. Fort Wayne Ind. Indianapolis Ind. South Bend Ind. Davenport Iowa Des Moines Iowa Sioux City Iowa Hutchinson Kan. Junction City Kan. 

Manhattan Kan. (continues; see attached) (Date Range for Record Search: From 5/25/2020 To 6/1/2020) 

2020-NPF0-00157 Levy, Perna I am therefore requesting any records, including but not limited to email, memos, or contracts that mention President Donald Trump's Tulsa ra lly held on 6/29/2020 
6/20/20. Search terms should include, but should not necessarily limited to: Trump, Trump campaign rally, Tu lsa, K-pop, Korean Pop, TikTok, Brad Parscale, 
tickets, Russia, China, Iran. This request is meant to include records internal to DHS. It should not trigger coordination with other agencies outside DHS. If a 

record does include content that would require coordination w ith another office and therefore place the processing of this request into a "complex" track, 

then I request those documents be set aside and not included. I request that, along with the fulfillment of this request, DHS include the number and type of 

records that were omitted because they would have triggered "complex" processing (Date Range for Record Search: From 6/1S/2020 To 6/27/2020) 

2020-NPF0-00158 McCall, Joanna the following information for all individuals w ho work for the Cybersecurity and Infrastructure Security Agency: • Full Name • Title • Office Address • Direct 7/8/2020 
Office Phone Number • Email 

2020-NPF0-00159 Johanningsmeier, Emma all records related to a HIRT assessment of Voatz initiated last year, including but not limited to: 1. The client request which led to a HIRT on-site engagement 7/10/2020 
being conducted in fall 2019. 2. Notes, memoranda, and presentations created in connection with HIRT's assessment of Voatz. 3. Reports on the assessment 

w hich were sent to Voatz, reports distributed internally or to third parties, and any draft versions. 4. Any communications between HIRT-related personnel 

and Voatz related to this assessment . 

2020-NPF0-00160 McCoy, Christopher (1) Operations Manual/Operating Protocol "Project Mayhem" (2012; SOCI Operations); (2) Operations Manual/Operating Protocol "Event 201" (Operation 7/20/2020 

commenced Oct. 18, 2020) 
2020-NPF0-00161 Fb)(6) I All records related tcfb)(6) I Career ladder promotion from a GS 11 to GS 12. Records should include any and all forms and emails regarding the 7/20/2020 

aforementioned promotion. Specifically seeking emails to and from rb)(6) !chain of command and the HR department CISA Courthouse and CISA 

OCHCO or any emails from the department kbl(6l )is employed with. On 06/16/2020l(b)(6) ~ailed f b)(6) land sent f b)(6) ! 
an email stating thatKb)(6) I promotion was signed on 11/2019 for processing but rescinded by an email on 02/28/2020, I want to have all 
documents/forms/communications regarding this. And any other communication regarding my promotion from GS 11 TO GS 12 

2020-NPF0-00162 l(b)(6) I information from t he CISNIOD/RII staff that pertains to my,kb)(6) !Career Ladder Promotion from GS 11 to GS 12. All documents, forms, emails, 7/20/2020 
text messages regarding the aforementioned promotion. The RII staff includes (but is not limited to)!(b)(6) I 
b)(6) IThe time frame for search is from October 2019 to present. 



Request ID Requester Name Request Description 
Received 

Date 
2020-NPF0-00164 Leopold, Jason 1. All documents and communications (emails, memos, letters, directives) referring or relating to the deployment of personnel from OHS or any component 7/21/2020 

agency of DHS to Portland, Oregon and Chicago, Illinois including but not limited to all communications among DHS personnel; between OHS personnel and 

any personnel in the White House; between DHS personnel and personnel of any other Federal agency or entity, including employees of all federal facilities 

located in Oregon; and between DHS and all state and local authorities in Oregon; 2. All documents referring or relating to t he selection of employees of DHS 

and component agencies for assignment to Portland, Oregon; 3. All standard operating procedures and/or documents referring or relating to the training 
provided to all DHS personnel assigned to Portland, including but not lim ited to: a. all documents referring or relating to the review of employees' training 

records to ensure that they are qualified for t he duties to which they are assigned; and b. all documents referring or relating to training in riot control and 

response to mass demonstration completed by each OHS employee/component agency employee; 4. All documents referring or relating to the use of any 
unmarked vehicle by any DHS personnel or component agency personnel for any purpose in Oregon; 5. All documents referring or relating to the use of force 

by any DHS personnel or the personnel of any component agency, including but not lim ited to all documents referring to the authorized as well as the actual 

use of force; 6. All documents referring or relating to t he detention in any form and for any length of time by DHS personnel or the personnel of any 

component agency of OHS of any individual including but not limited to all documents referring or relating to: a. The date, time, and location where each 
detention commenced; b. The number individual(s) detained; c. The probable cause(s) that led to each detention; d. The titles of all DHS personnel or the 

personnel of any DHS component agency involved in carrying out the detention; e. All federal assets, including any vehicles, utilized in carrying out the 

detention; f . All location(s) in which each detained individual was held by OHS personnel or the personnel of any component agency; g. All charges filed in any 

venue against each detained individual; and h. The date, t ime, and location where each detained individual was released, including all documents referring or 
relating to t he decision to release each individual. 7. Internal communications, such as text messages, emails, describing any guidance provided to law 

enforcement personnel and the purpose of the deployment; i. internal communications that discuss deescalation and how to respond to threats of violence. 8. 

Talking points relating or referring to the deployment of federal law enforcement personnel to Portland Oregon and Chicago, Ill inois. 9. Intell igence Bulletins, 

PATRIOT reports, open source intelligence and reports, Threat Assessments, Situation Reports, directives, mentioning or referring to protests in Portland, 

Oregon. 10. Legal opinions, legal guidance, legal memos mentioning or referring to the deployment of federal law enforcement personnel to Portland, Oregon. 
(Date Range for Record Search: From 7/1/2020 To 7/23/2020) 

2020-NPF0-00163 Miller, W illiam Copies of any and all Department of Homeland Security (OHS) Cybersecurity and Infrastructure Security Agency (CISA) materials and records--created between 7/24/2020 
July 2019 and the present--mentioning "TikTok" and/or "Tik Tok" (hereafter referred to as TikTok). These materials and records could be documents, memos, 

notes, directives, and inter-agency and/or intra-agency communications (e.g. emails, text messages, etc.) and cou ld be about: • General security concerns 

about TikTok. • General security assessments ofTikTok. • TikTok's use as evidence in human trafficking and exploitat ion cases. • TikTok's utilization to spread 
1515 propaganda, as well as to incite hate. • TikTok's utilization to spread pandemic misinformation. • Law enforcement's inability to curb the spread of 

pandemic misinformation because of TikTok's fast and organic structure. • The usage of TikTok to organize protests and instigate rioting and looting. 

2020-NPF0-00166 O'Bryant, David pertaining to federal law enforcement and intelligence operations under the umbrella of "Operation Diligent Valor" between the dates of May 26, 2020, and 8/3/2020 
August 2, 2020 (Date Range for Record Search: From 5/26/2020 To 8/2/2020) 

2020-NPF0 -00165 Leopold, Jason all photographs in possession of DHS and each agency this request is addressed to relating or referring to the protests in Portland and the presence of federal 8/3/2020 
law enforcement officers deployed to the city 

2020-NPF0-00167 l(b)(6) I any and all documents that pertain to a possible FISA Court Surveillance Warrant/Order placed on you in 2015. 8/10/2020 
2020-NPF0-00168 Ravnit zky, Michael a copy of the request letter, the response letter and any responsive records provided, as well as the contents of the administrative processing file including 9/8/2020 

notes, memos, emails concerning the request and the handling of the FOIA request, for the following FOIA request to DHS: the FOIA request dated December 

2, 2016 from Jason Lange of Thomson Reuters (Reuters News) seeking: 'The cybersecurity incident logs submitted to and processed by the National 

Cybersecurity and Communications Integration Center between October 1, 2016 and November 22, 2016 w hich included the words "election" or "electoral" or 
"vote" or "voting" or "voter"' 

2020-NPF0-00169 Ravnitzky, Michael a copy of the request letter, the response letter and any responsive records provided, as well as the contents of the administrative processing file including 9/8/2020 
notes, memos, emails concerning the request and the handling of the FOIA request, for the following FOIA request to DHS: the FOIA request submitted by 

Christopher Collins, Abilene, Texas, on February 3, 2017 

2020-NPF0-00170 Sarkar, Julian 1. CISA is requested to produce all records reflecting communications by ExamSoft Worldwide, LLC to CISA regarding its July 2020 software deployment for the 9/16/2020 
M ichigan bar exam, including but not limited to allegations regarding cybersecurity problems on or around July 28, 2020. 2. CISA is requested to produce all 

incident report numbers or other records reflecting the opening of an investigation related to the attached message from ExamSoft. 3. CISA is requested to 

produce all forensic data identified by ExamSoft in August S, 2020 tweet regarding July 28, 2020 cybersecurity attack (attached) 4. CISA is requested to produce 
all public records pertaining to the attached message from ExamSoft, or any investigations related to the attached message, or any investigat ions related to 

allegations by ExamSoft of cybersecurity problems on or around July 28, 2020 



Request ID Requester Name Request Description 
Received 

Date 
2020-NPF0-00172 Lomenick, Wendy information regarding the following record: Solicitat ion Number: HSSAOl-14-R-1006 Contract Number: unknown Contract Title: DHS CISA Development, 9/24/2020 

Operations and Maintenance (DOMino) Awarded: June 9, 2017 Contracting Office: DHS Awardee: Raytheon Documents Requested: All lDIQ contract award 

documents including attachments and all mods to date Source Selection Statement Debriefing All Task Orders to date and all Task Order mods 

2020-NPF0-00171 Roskind, Michael posit ion description records forl(b)(6) !Emergency Communications Division of CISA for the period of January 2015 to present to include: dates of 9/24/2020 
positions, job series, grade and whether the position was supervisory; as well as t he job announcements that recruited for each of the promotions, series or 

job changes (including supervisory) (Date Range for Record Search: From 1/1/2015 To 9/24/2020) 

2020-NPF0-00173 Ravnitzky, Michael a copy of the Master Station Log (MSL), w hich is used to record entries about the activities of the National Coord inating Center (NCC) Watch (Date Range for 9/25/2020 
Record Search: From 7/ 1/2020 To 8/31/2020) 

2020-NPF0 -00174 McMillan, Abigail information identified to GSOOQ140ADU141 "CISA" Task Order 70RWMD20F00000020: 1. Copy of the Task Order's t itle page (1st page only) and 2. Copy of the 9/30/2020 
Task Order's CURRENT Statement of Work/Performance Work Statement (SOW/PWS) 




